
Telewizja wRealu24 usunięta z
YouTube! Kto za tym stoi?

W sobotę (20.08.2022) telewizja wRealu24 została usunięta z
platformy  YouTube.  Redaktor  naczelny  Marcin  Rola  zaprasza
wszystkich widzów na platformę Banbye i zapowiada: „Będziecie
musieli nas zabić, żebyśmy przestali mówić prawdę”.

PILNE! YouTube skasował wszystkie kanały Telewizji wRealu24,
system ewidentnie jest wściekły na nas za MARSZ POLSKOŚCI i
to,  że  zgromadziliśmy  15  sierpnia  w  Warszawie  tysiące
polskich patriotów. Nie będę udawał, że nie jestem zaskoczony
i  czekamy  na  kolejne  sztuczne  ataki.
pic.twitter.com/rjgxyNB2wR

— Marcin Rola �� (@MarcinRola89) August 20, 2022

Szukajcie nas na https://t.co/b6RozhtMEo, będziemy musieli
przyśpieszyć prace nad tą platformą medialną. Tak jak mówiłem
wielokrotnie:  PIESKI  SZCZĘKAJĄ  A  KARAWANA  JEDZIE  DALEJ!
BĘDZIECIE MUSIELI NAS ZABIĆ ŻEBYŚMY PRZESTALI MÓWIĆ PRAWDĘ!
Widzimy się na https://t.co/b6RozhtMEo!✌️��

— Marcin Rola �� (@MarcinRola89) August 20, 2022

Kto stoi za usunięciem wRealu24 z YouTube? Telewizja, która
miała  ponad  pół  miliona  subskrybentów,  od  dawna  jest  na
celowniku środowisk lewicowych, w tym Ośrodka Monitorowania

https://ocenzurowane.pl/telewizja-wrealu24-usunieta-z-youtube-kto-za-tym-stoi/
https://ocenzurowane.pl/telewizja-wrealu24-usunieta-z-youtube-kto-za-tym-stoi/
https://t.co/rjgxyNB2wR
https://twitter.com/MarcinRola89/status/1560954211730427904?ref_src=twsrc%5Etfw
https://t.co/b6RozhtMEo
https://t.co/b6RozhtMEo
https://twitter.com/MarcinRola89/status/1560954213907267589?ref_src=twsrc%5Etfw


Zachowań Rasistowskich i Ksenofobicznych, którego założyciel,
Rafał Gaweł,  został prawomocnie skazany na dwa lata więzienia
za  oszustwa.  Gaweł  uciekł  do  Norwegii,  ale  OMZRiK  nadal
działa. 20 sierpnia z radością poinformował na Twitterze, że
udało się zamknąć kanał wRealu24, a „zgłoszenia treści na
skrajnie prawicowym kanale to efekt pracy wielu osób”.

W  ataki  na  telewizję  wRealu24  zaangażowało  się  też
stowarzyszenie  „Nigdy  Więcej”,  które  przedstawia  się  jako
„organizacja  wyspecjalizowana  w  monitorowaniu  przejawów
rasizmu”.  Ze  stowarzyszeniem  związany  jest  prof.  Rafał
Pankowski  sporządzający  listy  polskich  „antysemitów”,  które
wysyła do Izraela. Stowarzyszenie sporządziło raport na temat
rzekomych „nienawistnych treści” na kanale wRealu24, tłumacząc
wybrane fragmenty programów na język angielski i w połowie
lipca  przesłało  go  do  przedstawicieli  YouTube,  którzy
potwierdzili  odbiór  dokumentu  i  zapowiedzieli,  że  go
przeanalizują.

26 lipca „Gazeta Wyborcza” opublikowała wywiad z Pankowskim, w
którym  atakuje  telewizję  wRealu24  za  rzekome  „szczucie  na
Ukraińców”,  dr  Lucynę  Kulińską  za  to,  że  wskazuje  na
nazistowską  symbolikę  stosowaną  przez  Azow,  oraz  Jacka
Międlara  za  to,  że  „wykorzystuje  historyczną  zbrodnię  na
Wołyniu”  i  sprzeciwia  się  śpiewaniu  piosenki  „Czerwona
kalina”. Oczywiście Pankowski nie wspomina, że ta piosenka
była  nieformalnym  hymnem  UPA.  W  tyradzie  Pankowskiego  nie
mogło  zabraknąć  oskarżeń  o  antysemityzm,  przy  czym  jako
antysemici występujący na antenie wRealu24 zostali wskazani:
Marek Jakubiak, Wojciech Sumliński i Stanisław Michalkiewicz.

Pankowski skarży się na łamach „Wyborczej”, że pomimo starań
stowarzyszenia  „Nigdy  Więcej”  YouTube  nie  zamknął  jeszcze
kanału  wRealu24.  W  maju  2022  pojechał  do  Dublina  na
zorganizowane  przez  Komisję  Europejską  spotkanie  z
przedstawicielami  Google’a  i  przekonywał  ich  do  zamknięcia
kanału. Czyżby usunięcie wRealu24 z YouTube było „zasługą”
Pankowskiego?
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Marcin  Rola  wskazuje  na  jeszcze  jeden  trop.  –  Z
nieoficjalnego, ale poważnego źródła dostałem info, że chłopcy
Morawieckiego  i  PiS  również  maczali  brudne  paluszki  w
wywaleniu wRealu24 z YouTube. Ma to mieć związek z wyborami
parlamentarnymi w 2023 roku i dostępem Polaków do rzetelnego
źródła  informacji  –  napisał  Rola  na  Twitterze.  Nie
zapominajmy, że szefową YouTube jest kuzynka premiera Mateusza
Morawieckiego, Susan Wojcicki. Czyżby rodzinna przysługa?

Źródło

Pekin  wykorzystuje  pandemię
koronawirusa  do  rozbudowy
aparatu nadzoru internetowego

Według  raportu  Freedom  House,  Pekin  wykorzystuje  pandemię
koronawirusa w Wuhan (COVID-19) jako uzasadnienie rozszerzenia
i zintensyfikowania i tak już gigantycznych systemów nadzoru
internetowego.

W  swoim  corocznym  raporcie  Freedom  of  the  Net,  w
którym szczegółowo opisano stan nadzoru cyfrowego w ponad 60
krajach, organizacja non-profit umieściła Chiny na ostatnim
miejscu z wynikiem 10 na 100. To szósty rok z rzędu, w którym
kraj  ten  został  ukoronowany  jako  „najgorszy  gwałciciel
wolności w internecie” na świecie.
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„Ta  pandemia  normalizuje  rodzaj  cyfrowego  autorytaryzmu,
który Komunistyczna Partia Chin (KPCh) od dawna stara się
wprowadzić  do  głównego  nurtu”  –  napisał  Freedom  House  w
oświadczeniu.

Według raportu, chińskie władze wdrożyły zarówno niską, jak i
zaawansowaną  technologię,  aby  kontrolować  swobodny  przepływ
informacji  w  Internecie  na  temat  stanu  tzw.  pandemii
koronawirusa w tym kraju. Wykorzystały również te technologie,
aby  uniemożliwić  użytkownikom  Internetu  przeglądanie
niezależnych  źródeł  wiadomości,  które  kwestionują  oficjalną
narrację KPCh.

Freedom House zauważył również, że na początku tzw. pandemii
Chiny próbowały bagatelizować i ignorować ostrzeżenia lekarzy
dotyczące pierwotnego wybuchu koronawirusa w Wuhan. Odkryli
również,  że  mniej  użytkowników  internetu  w  Chinach  z
powodzeniem omija krajową Wielką Zaporę Sieciową, zwłaszcza po
zaostrzeniu  przez  Pekin  ograniczeń  dotyczących  osób
korzystających z wirtualnych sieci prywatnych w celu uzyskania
dostępu do zablokowanych witryn.

W  raporcie  stwierdza  się  ponadto,  że  tylko  w  pierwszym
kwartale  2020  r.  Chińska  Administracja  Cyberprzestrzeni,
główny  regulator  internetowy  w  kraju,  zamknęła  816  stron
internetowych  i  usunęła  ponad  33000  kont  i  grup  na
zatwierdzonych witrynach społecznościowych, takich jak Renren,
Weibo i WeChat.

Masowa ekspansja wysiłków w zakresie inwigilacji Internetu w
tym  kraju  spowodowała  również  wzrost  liczby  „fabryk
cenzury”. W tych miejscach pracy znajdują się tysiące cenzorów
internetowych, którzy zamiatają przestrzenie internetowe kraju
za pomocą technologii sztucznej inteligencji.

Chiny  nie  są  jedynym  krajem  wykorzystującym  COVID-19  do
uzasadnienia  ekspansji  możliwości  nadzoru
internetowego. Zarówno podmioty państwowe, jak i niepaństwowe
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wdrażają nowe technologie, które w dowolnym momencie przed
globalną pandemią byłyby uważane za zbyt inwazyjne.

Pozostałe  kraje,  które  dołączają  do  Chin  w  pierwszej
piątce,  to  Iran,  Syria,  Kuba  i  Wietnam.  Pięć  najlepszych
krajów  to  Islandia,  Estonia,  Kanada,  Niemcy  i  Wielka
Brytania. Tajwan nie został uwzględniony w rankingu pomimo
tego, że był znany jako drugi najbardziej wolny kraj w Azji.

Technologia  nadzoru  przeciw  dysydentom  jest
wdrażana jako instrumenty „zdrowia publicznego”
Sarah Cook, starszy badacz w Freedom House, twierdzi, że wiele
nowych  chińskich  technologii  inwigilacji  zostało  po  raz
pierwszy  opracowanych  w  celu  ochrony  kraju  przed
dysydentami. W szczególności Cook zauważa, że ​​technologia
opracowana  przeciwko  Ujgurom  i  innym  mniejszościom
muzułmańskim w Xinjiangu rośnie obecnie w innych częściach
kraju.

Jedną z takich technologii przeciwdziałania dysydentom jest
urządzenie przenośne, którego władze mogą używać do skanowania
smartfonów  ludzi  i  pobierania  z  nich  danych  bez  zgody
właściciela.

„Rząd Chin już teraz korzysta z najbardziej wyrafinowanego i
wielowarstwowego  aparatu  cenzurującego  i  kontrolującego
Internet na całym świecie” – powiedziała Cook.

Istniejąca  technologia  nadzoru  przeciwko  dysydentom  jest
również  udoskonalana  na  potrzeby  epoki  pandemii.  W  marcu,
kiedy  koronawirus  dopiero  zaczynał  rozprzestrzeniać  się  po
całym  świecie,  Chiny  były  już  bliskie  ulepszenia  swojej
technologii  rozpoznawania  twarzy  w  celu  identyfikacji  osób
noszących maski.

Inne  technologie,  zarówno  stare,  jak  i  nowe,  są  również
wykorzystywane do naruszania prywatności obywateli Chin, na
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przykład zmuszając ludzi do korzystania z aplikacji, która
śledzi  infekcje  i  zmuszając  ludzi  do  umieszczania  kamer
internetowych w ich domach i poza ich drzwiami, aby śledzić
ich ruchy. Cook twierdzi, że te systemy mają tylne drzwi,
które pozwalają policji nadzorować ludzi, kiedy tylko zechcą.

Według Cooka rozprzestrzenianie się pandemii jest bezpośrednio
związane z ekspansją kontroli KPCh nad mową w Internecie.

Warto  zadać  sobie  pytanie:  jak  się  ma  sytuacja  w  Polsce,
jeżeli  chodzi  o  aplikacje  nadzorujące  osoby  objęte
kwarantanną…?
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