8 najwliekszych zalet 1 wad
sztucznej inteligencji

Sztuczna inteligencja przezywata boom w ciggu ostatnich kilku
lat i jest to dobre i zte z wielu powoddéw. Przysztos¢ nie jest
tym, czym ,byta kiedy$” i to jest pewne. Kto mogt sobie to
wyobrazi¢? Czy dojdzie do przejecia ,Sky-Net”, jak w filmie
.Terminator”? Czy sztuczna inteligencja bedzie rewolucyjna 1
pomoze miliardom ludzi zy¢ bezpieczniej, zdrowiej i wydajniej?
Oto 8 zalet 1 wad tej oszatamiajgcej ery technologicznej, w
ktérej wszyscy teraz zyjemy.

1. Sztuczna inteligencja (AI) moze pomdéc w badaniach i
pisaniu, ale moze réwniez tworzy¢ fatszywe wiadomosci i
krytyczne btedy, w tym nielogiczne wnioski 1 halucynacje.

2. Sztuczna inteligencja moze (poméc) kontrolowac drony,
pojazdy i broA wojskowa, ale moze zostaé¢ zhakowana 1lub
przechytrzy¢ uzytkownikéw i zwroci¢ sie przeciwko ludzkosSci.

3. Sztuczna inteligencja moze tworzy¢ obrazy i filmy, %tgczac
informacje i wizualizacje w celu pobudzenia wyobrazni i w
celach rozrywkowych, ale moze tez oszuka¢ ludzi, by uwierzyli
w Tfalszywe koncepcje, takie jak inwazje kosmitéw TLlub
przemOwienia polityczne, ktdére nie miaty miejsca.

4. Sztuczna inteligencja moze by¢ wykorzystywana do
wykonywania wielu zadan wydajniej i spdéjniej niz ludzie,
takich jak praca w fabrykach, ale moze to oznacza¢ koniec
miliondw miejsc pracy, ktore nie wymagajg krytycznego
mySlenia, kreatywnosci ani interakcji miedzyludzkich.
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5. Sztuczna inteligencja moze by¢ wykorzystywana przez roboty
do ratowania ludzkiego zycia, na przyktad w walce, ale wtedy
ci zotnierze i psy-roboty mogg sta¢ sie agresywne lub
popetniaé krytyczne btedy, ktore ranig lub zabijaja ludzi.

6. Sztuczna inteligencja moze by¢ pomocna w domu, pomagajac w
prostych zadaniach, wyszukiwaniu informacji lub rozrywce, ale
to eliminuje wiele interakcji miedzyludzkich, czynigc zycie
mniej spotecznym, serdecznym, satysfakcjonujgcym i
uduchowionym.

7. Sztuczna inteligencja dostarcza informacji bez dramatyzmu,
nastawienia czy ego, ale informacje te mogag by¢ cenzurowane,
aby celowo dostarcza¢ nielogicznych dezinformacji i
dezinformacji na najwazniejsze tematy, takie jak zdrowie i
bezpieczenstwo.

8. Sztuczna inteligencja moze zmienic¢ przysztosc¢ dzieki
technologii, ale moze tez zmienié przesztos$¢, piszgc historie
na nowo.

Nowy model jezyka wizyjnego LLaVA-
ol opracowany w Chinach poprawia
zdolnosSci rozumowanlia, ale zmaga
sie ze zXozonymi zadaniami
wymagajacymi logicznego
rozumowanilia.

Naukowcy z wielu uniwersytetéw w Chinach zaprezentowali LLaVA-
0ol, nowy model jezyka wizji, ktdéry znacznie poprawia zdolnos$ci
rozumowania dzieki zastosowaniu systematycznego 1
ustrukturyzowanego podejscia.

Tradycyjne modele jezyka wizji (VLM) o otwartym kodzie
zrédtowym czesto zmagajg sie ze ztozonymi zadaniami



wymagajgcymi logicznego rozumowania. Zazwyczaj wykorzystuja
one metode bezposredniego przewidywania, w ktdérej generuja
odpowiedzi bez rozbijania problemu lub nakreslania krokéw
niezbednych do jego rozwigzania. Takie podejscie czesto
prowadzi do bted6éw, a nawet halucynacji.

Aby zaradzi¢ tym ograniczeniom, badacze stojacy za LLaVA-ol
zainspirowali sie modelem ol OpenAI. Model ol OpenAI pokazat,
ze wykorzystanie wiekszej mocy obliczeniowej podczas procesu
wnioskowania moze zwiekszy¢ umiejetnos$ci rozumowania modelu
jezykowego. Jednak zamiast po prostu zwiekszad¢ moc
obliczeniowg, LLaVA-o0l wykorzystuje unikalng metode, ktéra
dzieli rozumowanie na ustrukturyzowane etapy.

LLaVA-0l dziata w czterech odrebnych etapach:

1. Zaczyna od podsumowania pytania, identyfikujac gtéwny
problem.

2. Jesli obraz jest obecny, skupia sie na istotnych
czesciach i opisuje je.

3. Nastepnie przeprowadza logiczne rozumowanie w celu
uzyskania wstepnej odpowiedzi.

4. Na koniec przedstawia zwiezte podsumowanie odpowiedzi.

Ten etapowy proces rozumowania jest niewidoczny dla
uzytkownika, co pozwala modelowi zarzgdza¢ wtasnym procesem
myslowym i skuteczniej dostosowywaé¢ sie do ztozonych zadan.
Aby jeszcze bardziej poprawié¢ mozliwoSci rozumowania modelu,
LLaVA-0l wykorzystuje technike zwang ,wyszukiwaniem wigzki na
poziomie etapu”. Metoda ta generuje wiele kandydujgcych
wynikéw na kazdym etapie rozumowania, wybierajac najlepszego
kandydata do kontynuowania procesu. Podejscie to jest bardziej
elastyczne i wydajne niz tradycyjne metody, w ktérych model
generuje kompletne odpowiedzi przed wybraniem najlepszej.

Naukowcy uwazaja, ze to ustrukturyzowane podejscie i
wykorzystanie etapowego wyszukiwania wigzki sprawi, ze LLaVA-



0l bedzie poteznym narzedziem do rozwigzywania ztozonych zadan
rozumowania, co czyni go znaczgcym postepem w dziedzinie
sztucznej inteligencji. Rozwdj ten moze potencjalnie
zrewolucjonizowal¢ sposdb interakcji ze sztuczng inteligencja,
szczegdélnie w dziedzinach wymagajacych ztozonego rozumowania,
takich jak opieka zdrowotna, finanse i ustugi prawne. LLaVA-ol
stanowi obiecujgcy krok w kierunku bardziej inteligentnych 1
elastycznych systeméw sztucznej inteligencji.

Artykut przettumaczono przy pomocy AI []

Naukowcy wynalezli
mikroroboty Z wtasnymi
mozgami, ktore moga wejsc¢ do
Twego ciata.

That's like a 100 microns-ish in size
about the width of a human hair,

Technologie wyprzedzajg nasze wyobrazenia. Chyba, ze
ogladalismy filmy science fiction, w ktdédrych owe technologie
byty nam zaserwowane, ale w takim razie te filmy przestajg by¢
fikcja.

Naukowcy z Cornell University zainstalowali elektroniczne
»,Mézgl” w zasilanych energig stoneczng mikrorobotach o
rozmiarach od 100 do 250 mikrometrow — mniejszych niz gtowa
mrowki — aby mogty poruszac sie autonomicznie, bez kontroli z
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zewngtrz..

Chociaz naukowcy z Cornell i innych uniwersytetdéw opracowali
wczesniej mikroskopijne maszyny, ktdére mogg czotgal sie,
ptywaé¢, chodzi¢ i sktadad, urzgdzenia te zawsze miaty
dotgczone ,struny”; w celu wygenerowania ruchu uzyto przewodow
do dostarczania pradu elektrycznego lub wigzek laserowych,
ktére musiaty by¢ skierowane bezposSrednio na okreslone obszary
robotéw.

2Wczesniej musielismy dostownie manipulowac¢ tymi , strunami”,
aby uzyska¢ odpowiedZ od robota. Ale teraz, gdy mamy te mézgi
,Na poktadzie”, to jak przecinanie sznurkéw marionetek. To
tak, jak wtedy, gdy Pinokio zyskat swiadomos$¢” — powiedziat
Itai Cohen, profesor fizyki w College of Arts and Sciences

»Mb6zg” nowych robotéw sktada sie z komplementarnego obwodu
zegarowego CMOS, ktory zawiera tysigc tranzystoréw oraz szereg
diod, rezystoréw i kondensatordéw. Uktad scalony CMOS generuje
sygnat, ktéry wytwarza szereg przesunietych w fazie
czestotliwo$ci prostokatnych, ktére z kolei okreslaja ruchy
robota. Nogi robota to sitowniki na bazie platyny. Zardwno
obwdd, jak i nogi zasilane sg energig fotowoltaicznj.

,0statecznie zdolnos¢ do przekazywania poleceA pozwoli nam
wysytac¢ instrukcje do robota, a wewnetrzny mézg wymysli, jak
je wykonac¢. Nastepnie rozmawiamy z botem. Robot moze nam cos
powiedzie¢ o swoim otoczeniu, a my mozemy zareagowa¢ mowigc:
,0K, idZz tam i sprébuj dowiedzie¢ sie, co sie dzieje”
powiedziat Cohen.

Nowe roboty sg okoto 10 000 razy mniejsze niz roboty w skali
makro, ktdore maja na poktadzie elektronike CMOS i moga
porusza¢ sie z predkosScig wiekszg niz 10 mikrometréw na
sekunde.

()

Co jest interesujgce badania byty wspierane przez Biuro Badan



Naukowych Sit* Powietrznych; Biuro Badan Armii; oraz Instytut
Kavli na Uniwersytecie Cornell w Nanoskali.

Zrédto

Branza technologiczna
opracowuje technologie AI
czytajaca w myslach, ktora
jest w stanie mierzyd
lojalnos¢ obywateli wobec
rzadu

Chinscy naukowcy twierdzg, ze opracowali nowg technologie
sztucznej inteligencji (AI) zdolng do ,czytania w myslach”.

The Sunday Times (Wielka Brytania) po raz pierwszy doniést o
dziwnej i niepokojgcej technologii, ktéra rzekomo zostanie
wykorzystana do pomiaru lojalnos$ci obywateli wobec
Komunistycznej Partii Chin.

Podobnie jak wiele innych technologii Orwellowskich, ta
technologia AI kontroli umystu prawdopodobnie przejdzie test w
komunistycznych Chinach, by ostatecznie zosta¢ udostepniona
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reszcie $Swiata.

Usuniete wideo i powigzany artykut z Chifiskiego Kompleksowego
Narodowego Centrum Nauki w Hefei wyjasniajg, ze technologia AI
moze analizowa¢ mimike twarzy i fale mézgowe ludzi narazonych
na ,mysli i polityczng edukacje” KPCh, znang roéwniez
jako propaganda.

Jak wyjasnili naukowcy, wyniki mozna nastepnie wykorzystac¢ do
,dalszego wzmocnienia ich pewnos$ci siebie i determinacji, aby
by¢ wdziecznym partii, stuchad¢ partii i podgza¢ za partig”.

Business Insider poinformowat, ze wideo i artykut* wyjasniajace
to wszystko zostaty usuniete z Internetu po publicznym
oburzeniu chinskich obywateli, ktdérzy juz teraz zmagajag sie z
tyranig oceny kredytow spotecznych i cenzurg internetowg.

Stany Zjednoczone usankcjonowaty
kilka chinskich firm w 2021 r. za
opracowanie »rzekomej broni
kontrolujacej mézg”

W artykule, ktdéry napisat dla Forbesa, ekspert od sztucznej
inteligencji 1 wuczenia maszynowego, dr Lance B. Eliot,
zasugerowatl, ze bez znajomosci specyfiki technologii nie mozna
stwierdzié, czy naprawde dziata tak, jak sie twierdzi.

»Z pewnos$cig nie jest to pierwszy raz, kiedy w badaniach
naukowych wykorzystano funkcje skanowania fal mdézgowych na
ludziach” — powiedziat.

»Majgc to na uwadze, wykorzystywanie ich do mierzenia
lojalnosci wobec KPCh nie jest czym$, na czym mozna by sie
skoncentrowaé¢. Kiedy taka sztuczna inteligencja jest
wykorzystywana do kontroli rzadowej, przekraczana jest
czerwona linia”.
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Komunistyczne Chiny byty jednak w przeszto$ci usankcjonowane
przez Departament Handlu USA za proby stworzenia podobnych
technologii, w tym systemu biotechnologicznego opisanego jako
»rzekoma bron kontrolujgca mézg”.

KPCh juz wykorzystuje sztuczng inteligencje i systemy
rozpoznawania twarzy do Sledzenia i kontrolowania ujgurskich
muzuimandéw przetrzymywanych w obozach koncentracyjnych w
catych Chinach. Az trzy miliony Ujgurdéw jest przetrzymywanych
w niewoli, wielu z nich jest torturowanych przy uzyciu
systeméw sztucznej inteligencji.

»Naukowe dazenie do biotechnologii i1 innowacji medycznych moze
uratowaé¢ zycie” — powiedziata sekretarz handlu USA Gina M.
Raimondo w komunikacie prasowym po sankcjach natozonych na
chinskie firmy AI w 2021 roku.

oNiestety [Chinska Republika Ludowa] decyduje sie na
wykorzystanie tych technologii do kontrolowania swoich
obywateli i represjonowania cztonkéw mniejszosci etnicznych i
religijnych”.

Jesli Chiny 0siaggna swoje cele, powstanie
potencjalnie sSwiatowa ,tokracja AI"” , pograzajaca miliardy
ludzi w technokratycznej tyranii.

Wedtug analitykoéw, Chiny wielokrotnie wskazywaty, ze chca
wykorzystywaé¢ sztuczng inteligencje, duze zbiory danych,
uczenie maszynowe i inne zaawansowane technologie, aby ,dosta¢d
sie do mézgow i umystdéw swoich obywateli”. VOA News nazywa
plan Chin ,drakoriskg dyktaturg cyfrowg”.

~Wykorzystata najnowoczesniejsza technologie, aby wzmocnid
swoje panstwo partyjne”, méwi Hung Ching-fu, profesor nauk
politycznych na National Cheng Kung University na Tajwanie, o
najnowszym przedsiewzieciu KPCh w zakresie sztucznej
inteligencji.

»,Chiny przeszty z wczesnego rozpoznawania twarzy na programy
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AI, ktére proébujg dostad¢ sie do mézgbéw i umystow (bardziej)
niz na pierwszy rzut oka. Przyjecie przez Chiny zaawansowane]
sztucznej inteligencji wzmocni catkowitg kontrole”.

Innymi stowy, panhstwo policyjne napedzane sztuczng
inteligencjg jest w programie komunistycznych Chin, jak
rowniez kazdego innego kraju, ktéry adoptuje lub jest zmuszony
do przyjecia tych metod.

Juz teraz kraje, ktore sktaniajg sie ku autokracji, a nie
demokracji, importujg technologie sztucznej inteligencji do
rozpoznawania twarzy z Chin. Wydaje sie, ze rosnie rynek dla
tych orwellowskich systeméw w krajach, ktére stajg sie lub juz
sg napedzane przez totalitaryzm.

Zrédta:

BusinessInsider.com

NaturalNews.com

VOAnews . com

Chiny daza do stworzenia
broni sterowanej umystem, aby
dowodzié¢ przysztoscia dziatan
wojennych


https://www.businessinsider.com/china-says-mind-reading-ai-can-gauge-political-loyalty-reports-2022-7
https://naturalnews.com/2019-03-06-google-lied-about-scrapping-plans-to-launch-censored-search-engine-for-china-dragonfly.html
https://www.voanews.com/a/china-boasts-of-mind-reading-artificial-intelligence-that-supports-ai-tocracy-/6651986.html
https://ocenzurowane.pl/chiny-daza-do-stworzenia-broni-sterowanej-umyslem-aby-dowodzic-przyszloscia-dzialan-wojennych/
https://ocenzurowane.pl/chiny-daza-do-stworzenia-broni-sterowanej-umyslem-aby-dowodzic-przyszloscia-dzialan-wojennych/
https://ocenzurowane.pl/chiny-daza-do-stworzenia-broni-sterowanej-umyslem-aby-dowodzic-przyszloscia-dzialan-wojennych/
https://ocenzurowane.pl/chiny-daza-do-stworzenia-broni-sterowanej-umyslem-aby-dowodzic-przyszloscia-dzialan-wojennych/

Przeprowadzanie atakéw na polu
bitwy za pomoca samej mysli.
Ulepszanie ludzkiego mézgu w celu
stworzenia ssuperwojownikow” .
Zaktocanie umystow wrogow, aby
zmus1i¢ 1ich do podporzadkowania sie
rozkazom kontrolujacego.

Kiedys uwazano, ze co$ takiego jest mozliwe tylko w filmach
science fiction, tymczasem chifAscy urzednicy wojskowi od lat
rozwazajg wykorzystanie umystu jako broni. A Pekin co roku
wydaje miliardy na badania neurobiologiczne, ktdore moga
sprawi¢, ze realizacja tych scenariuszy bedzie coraz bardziej
prawdopodobna.

,Badania z zakresu nauk o mézgu zrodzity sie z wizji na temat
ewoluowania przysztych dziatan wojennych” — napisat w artykule
z 2017 roku Li Peng, naukowiec z filii chinskiej panstwowej
Academy of Military Medical Sciences (AMMS, pol. Akademia
Wojskowych Nauk Medycznych). Dodat, ze takie badania maja
,niezwykle silng specyfike militarng” i sg kluczowe dla
zabezpieczenia ,strategicznej przewagi” kazdego kraju.

Li nie byt jedynym, ktéry podkreslit pilng potrzebe
militaryzacji nauki o mézgu.

W marcu w chinskiej gazecie wojskowej opisano sztuczng
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inteligencje dziatajgca w chmurze (AI), ktéra ,integruje
cztowieka 1 maszyne”, jako klucz do wygrywania wojen.
Ostrzezono w niej, Zze wraz z przyspleszajaca
,inteligentizacjag” wojska, Chiny musza szybko zdoby¢ solidng
pozycje w zakresie tej technologii, a wszelkie opdZnienia
»mogg doprowadzi¢ do niewyobrazalnych konsekwencji”.

Przewaga , jakosciowa"”

Jak wynika z badan i artykutéw w gazetach wojskowych, chifscy
urzednicy wojskowi dostrzegli cztery obszary z zakresu nauk
o mézgu, gdzie innowacje moga by¢ wykorzystane jako bron.

»Emulacja mézgu” (ang. brain emulation) odnosi sie do rozwoju
robotéw o wysokiej inteligencji, ktdre funkcjonuja jak ludzie.
.Kontrola umystem” (ang. brain control) to integracja ludzi
i maszyn w jedno$¢, co pozwala zotnierzom na wykonywanie
zadan, jakie normalnie sg dla nich niemozliwe. ,Supermézg”
(ang. superbrain) polega na wykorzystaniu promieniowania
elektromagnetycznego, takiego jak fale infradzZzwiekowe 1lub
ultradzwieki, do stymulacji ludzkiego mézgu i aktywowania jego
ukrytego potencjatu. Czwarta, okreslana jako ,kontrolowanie
umystu” (ang. controlling the brain), polega na zastosowaniu
zaawansowanej technologii do ingerencji — manipulacji -
w sposéb myslenia ludzi.
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Dwéch wyktadowcéw z Army Medical University (pol. Wojskowego
Uniwersytetu Medycznego) oméwito w artykule z 2018 roku
prowadzony przez nich, a finansowany przez panstwo, projekt,
ktory poswiecony byt badaniom nad biotechnologig zwang
»psychowirusem”. Jesli taka bron psychologiczna zostataby
zastosowana w wojsku, to mogtaby pomdéc w rozwoju
,superwojownikoéw”, ktoérzy byliby ,lojalni, odwazni i dziatali
strategicznie”; w trakcie wojny psychowirus mégtby
»manipulowaé¢ Swiadomoscig wrogdéw, miazdzy¢ ich wole
i ingerowa¢ w ich emocje, aby zmusi¢ ich do podporzadkowania
sie woli naszej strony” — stwierdzili autorzy tekstu.

W artykule z 2019 roku opublikowanym w ,PLA Daily”, oficjalnej
gazecie chinskiego wojska, znanego pod nazwg Chinska Armia
Ludowo-WyzwoleAcza, napisano, ze naukowcy badajgcy mézg moga
rowniez poméc w powrocie do zdrowia niepeilnosprawnym
zoknierzom i systematycznie podnosi¢ poziom ochrony zdrowia
personelu wojskowego.

Podczas gdy Komunistyczna Partia Chin od lat posSwieca sie



»pPrzodowaniu w biotechnologicznym wyscigu zbrojen”, ewolucja
technologii granicznych zrodzit*a — zdaniem Sama Kesslera,
doradcy geopolitycznego w North Star Support Group,
miedzynarodowej firmie zajmujgcej sie zarzadzaniem ryzykiem —
pewng dodatkowg pilng potrzebe.

.Nieprawdopodobne futurystyczne technologie, o ktdrych marzono
w przesztosci, staty sie teraz realistyczniejsze w Swiecie
rzeczywistym” — napisat Kessler w komentarzu dla ,The Epoch
Times”. ,Pozostawia to niewiele miejsca na btedy, poniewaz
teoretyczna utrata dominacji nad takg technologig moze
potencjalnie doprowadzié¢ do ostabienia barier strategicznych,
jesli pozostawi sie jg bez kontroli”.

W grudniu 2021 roku Stany Zjednoczone zaniepokojone chinskimi
dziataniami w dziedzinie biotechnologii umie$city na czarnej
liscie chinski AMMS — wspomniany wcze$niej czotowy instytut
badan medycznych w Chinach prowadzony przez wojsko — oraz 11
powigzanych z nim biotechnologicznych instytutdéw badawczych,
oskarzajgc je o rozwijanie ,broni kontrolowanej umystem”
w celu wsparcia chinskiego wojska.

Chinski rezim nie skomentowat* tego aspektu amerykanskiej
czarnej listy. Nie uda*o sie uzyskal komentarza od AMMS,
a Ministerstwo Obrony Narodowej Chin nie odpowiedziato
na prosbe ,The Epoch Times” o przedstawienie ich stanowiska
w tej sprawie.

Kilka tygodni przed tym posunieciem Biuro Przemystu
i Bezpieczenstwa z Departamentu Handlu Standw Zjednoczonych
zwrocito sie z prosbag o publiczne skomentowanie tematu
proponowanej zasady zakazu eksportu technologii brain-computer
interface (BCI, pol. interfejs mézg-komputer), nowej
dziedziny, ktdéra ma na celu umozliwienie ludziom bezposrednig
komunikacje z urzadzeniami zewnetrznymi za pomocg samych
mysli.

Taka technologia zapewnitaby przeciwnikom USA , jakoSciowag lub


https://www.theepochtimes.com/us-blacklist-dozens-of-chinese-biotech-firms-that-aid-military-including-for-brain-control-weaponry_4161999.html
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wywiadowczg przewage militarng”, np. ,zwiekszenie umiejetnos$ci
zotnierzy, w tym wspétdziatania, w celu podejmowania lepszych
decyzji, wspomagania dziatan ludzi oraz zaawansowane zatogowe
1 bezzatogowe operacje wojskowe” — napisat Departament Handlu.

,Kwestia przysztosci Chin”

Stany Zjednoczone przodujg w dziedzinie technologii zwigzanych
z mézgiem, opublikowano tam najwiekszg na Swiecie liczbe prac
badawczych na ten temat.

W kwietniu 2021 roku neurotechnologiczny startup Elona Muska
Neuralink opublikowat film, na ktorym pokazano matpe grajaca
w gry komputerowe dzieki chipowi umieszczonemu w jej mézgu.
Synchron, twérca technologii implantowalnych interfejséw
neuronowych z Doliny Krzemowej, opublikowat kilka dni temu
siedem tweetdow, ktdére jak twierdzi, zostaty wystane
bezprzewodowo przez sparalizowanego australijskiego pacjenta,
ktéry otrzymat implant chipowy tej firmy, zwany Stentrode.
Amerykanska agencja rzadowa National Institutes of Health
(pol. Narodowe Instytuty Zdrowia) przyznata firmie Synchron 10
mln dolaréw w lipcu ubiegtego roku jako pomoc w rozpoczeciu
jej pierwszych amerykanskich badan na ludziach.

Defense Advanced Research Projects Agency (pol. Agencja
Zaawansowanych Projektow Badawczych ds. Obrony), znana jako
DARPA, rowniez prowadzita badania nad BCI do zastosowan
wojskowych, np. w ramach projektu ,Avatar”, ktdérego celem jest
stworzenie pdétautonomicznej maszyny dziatajgcej jako zamiennik
zotnierza.



ot

Pekin, ktéry uwaznie $ledzi rozwdj sytuacji w Ameryce,
pokazat, ze nie chce pozosta¢ w tyle. W styczniu 2020 roku,
trzy miesigce przed rozpoczeciem pierwszych préb
przez Synchron, Uniwersytet Zhejiang we wschodnich Chinach
zakonczyt testy implantu mdézgowego u 72-letniego
sparalizowanego pacjenta. Pacjent, wykorzystujgc fale mdézgowe,
mégt kierowac robotycznym ramieniem, aby usScisna¢ czyjas
dtoni, przenies¢ napd6j i gra¢ w klasyczng chinska gre
planszowg mahjong.

Zgodnie z doniesieniami chinskich medidw, w ciggu ostatnich
szesciu lat Pekin zaczat* postrzegal postep w badaniach
nad mozgiem jako ,kwestie przysztosci Chin”.

Czotowa krajowa instytucja naukowa, panstwowa Chinese Academy
of Sciences (CAS, pol. Chinska Akademia Nauk), przeznacza ok.
60 mld juandow (9,4 mld dolaréw) rocznie na wysitki majace
na celu stworzenie mapy funkcji mézgu — o czym mozna
przeczyta¢ na jej stronie internetowej. We wrzesniu chinskie
Ministerstwo Nauki i Technologii wuruchomito mozliwos$¢



sktadania wnioskédw na badania w tej dziedzinie i przeznaczyto
dodatkowe 3 mld juanéw (ok. 471 mln dolardéw) na 59 programéw
badawczych.

Rola nauki o ludzkim mézgu jest na tyle znaczgca, ze chiAski
przywédca Xi Jinping uznat jg za priorytetowg dziedzine nowych
technologii, istotnych dla bezpieczehAstwa narodowego kraju
oraz dla wuczynienia z Chin <centralnego osSrodka
najnowoczesniejszych sSwiatowych innowacji naukowych.

,Chiny s3 blizej realizacji celu odmtodzenia narodu chinskiego
niz kiedykolwiek wczesniej i potrzebujemy bardziej niz
kiedykolwiek wczesniej zbudowa¢ Swiatowe supermocarstwo
naukowe oraz technologiczne” — powiedziat* Xi do uczonych z CAS
w przemowieniu z 2018 roku.

Wojskowa ,pozycja na wzgorzu”

Chinski rezim dgzy do zniwelowania dystansu dzielgcego go



od Stanéw Zjednoczonych w zakresie wykorzystania potencjatu
tej rozwijajacej sie technologii.

Pod wzgledem ilosci opublikowanych prac na temat technologii
zwigzanych z mézgiem Chiny zajmujg drugie miejsce po Ameryce,
powiedziat Zhou Jie, starszy inzynier w panstwowym instytucie
badan naukowych China Academy of Information and
Communications Technology (CAICT, pol. Chinska Akademia
Technologii Informacyjnych i Komunikacyjnych), na niedawnym
forum poswieconym BCI. Ich liczba wzrosta o 41 proc. w okresie
od 2016 do 2020 roku, to ponaddwukrotnie wiecej niz Srednia
Swiatowa wynoszaca 19 proc., jak wynika z raportu z maja
ub.r., napisanego przez pekinski CAICT, producenta robotéw AI
1 think tank doradzajgcy Pekinowi w zakresie big data oraz AI.

Liczba chifAskich innowacji w dziedzinie BCI wydaje sie
dotrzymywa¢ kroku rosngcemu entuzjazmowi.

AMMS, chinska akademia wojskowa objeta sankcjami USA, jest
liderem w dziedzinie badan neurobiologicznych. Wynalazki
z AMMS 1 jej podmiotdéw stowarzyszonych od 2018 roku
to m.in. rézne urzadzenia do zbierania sygnatdéw nerwowych,
miniaturowe implanty wewngtrzczaszkowe, zdalny system
monitorowania do przywracania uszkodzonych nerwéw i zaktadane
okulary do rzeczywistos$ci rozszerzonej zaprojektowane w celu
zwiekszenia kontroli nad robotami — wynika z otwartego
rejestru zgtoszen patentowych.

W 2019 roku Instytut Medycyny Wojskowej dziatajgcy w ramach
Academy of Military Medical Sciences stworzyt sterowany
mézgiem bezzatogowy pojazd latajacy. Aby poruszy¢ pojazdem
do przodu, operator z zatozong na gtowie czapkay z elektrodami
wyobraza sobie poruszanie prawga reka. MysSlenie o ruszaniu
stopami nakazywato maszynie zejsScie w dét.

National Defence Science and Technology Innovation Research
Institute (pol. Narodowy Instytut Badan nad Innowacjami
Naukowymi i Technologicznymi w Dziedzinie ObronnosSci)



dziatajgcy w ramach AMMS otrzymat w 2021 roku patent
na wykorzystanie wirtualnej rzeczywistos$ci do dokowania
statkéw kosmicznych. Urzadzenie interpretuje czynnosci mdzgu
i kohAczyn astronauty oraz przeksztatca je w rozkazy
dostosowujgce pozycje samolotu w czasie rzeczywistynm.

Podczas gdy znaczna czes¢ innowacji w BCI i innych dziedzinach
technologii zwigzanych z mézgiem ma potencjalne zastosowanie
medyczne, niektdére z nich mogg by¢ roéowniez wykorzystywane
do celdw wojskowych.

Jeden z chinskich uniwersytetdow okreslit wczesniej bezzatogowg
walke za pomocg robotow sterowanych myslami jako ,pozycje
na wzgérzu” w AI, ktorg Chiny ,muszg zdobyc¢”.

»,Badzcie Swiadkami kolejnych cuddéw, o <chinskie]j
charakterystyce, we wzmacnianiu armii” - ogtosity wtadze
uczelni wojskowej National University of Defense Technology
(pol. Narodowy Uniwersytet Technologii Obronnych),
ktéora dostarcza talentdédw dla sit zbrojnych Chin. Opublikowaty



rowniez 1liste wurzgdzen sterowanych za pomocg umystu,
wyprodukowanych na uniwersytecie, w tym wdézek inwalidzki
i samochdd, ktdéry moze poruszac¢ sie z predkos$cig ok. 15 km/h
,Na kazdej drodze”.

rn

,Razem, zmienmy sSwiat za pomocg naszych ‘umystow’” — napisaty
wtadze uczelni w posScie na swojej stronie internetowe]
w listopadzie ub.r.

Wezwanie do samowystarczalnosci

Zasady blokowania wprowadzone przez Departament Handlu Stanéw
Zjednoczonych mogg utrudnic¢ lub op6znic¢ dziatania Pekinu
na drodze do rozwoju biotechnologii i technologii zwigzanych
z mozgiem, ale zdaniem Granta Newshama, starszego
wspbétpracownika Center for Security Policy (pol. Centrum
Polityki Bezpieczenstwa) 1 emerytowanego putkownika
amerykanskiej piechoty morskiej, raczej ich nie spowolnig.

,Chinczycy bedg po prostu troche manewrowaé¢, zmienig kilka
nazw 1 péjda petnag parg w kierunku wykorzystania
biotechnologii jako broni” — powiedziat* w wywiadzie dla ,The
Epoch Times”.

Niemniej w kraju sankcje te stuza uzytecznemu celowi:
suniemozliwiajg Amerykanom (i innym), ktdérzy chcg inwestowad
i wspéitpracowa¢ z chinskimi organizacjami, twierdzenie,
ze ‘nie wiedzieli’ o tym, co robig ChihAczycy 1lub
argumentowanie, ze ‘to nie jest zabronione’'” - dodat.

Tymczasem chinscy naukowcy skupiajg sie na osiggnieciu
samowystarczalnosci w tej dziedzinie.

W 2019 roku zesp6t badawczy na Uniwersytecie Tianjin
w poéitnocnych Chinach zaprezentowat chip ,Brain Talker”,
ktory potaczony z mézgiem poprzez naktadke z elektrodami mégt
dekodowa¢ intencje umystu uzytkownika i ttumaczyé¢ je
na komendy komputerowe w czasie ponizej dwoch sekund.



W styczniu 2021 roku Uniwersytet Fudan, elitarna instytucja
publiczna w Szanghaju, zaprezentowatla dziatajacy na odlegtos¢
chip BCI, ktéry moze byc¢ tadowany bezprzewodowo spoza ciata,
z uniknieciem potencjalnego uszkodzenia mézgu. Chip zuzywa
tylko jedng dziesigta energii w pordéwnaniu z jego zachodnimi
odpowiednikami i kosztuje o potowe mniej — informowaty
w tamtym czasie chinskie media panstwowe.

Okreslenie ,samodzielnie opracowany” byt*o wyraZnie widoczne
w ogtoszeniach obu zespotdéw i doniesieniach medialnych.

Tao Hu, dyrektor Shanghai Institute of Microsystem and
Information Technology z CAS (pol. Instytutu Mikrosystemoéw
i Technologii Informacyjnych w Szanghaju), powiedziat,
ze Chiny majg potencjat, aby stad¢ sie Swiatowym liderem
w dziedzinie BCI.

,Chiny nie pozostajg w tyle za zagranicznymi krajami, jesli
chodzi o kwestie projektowania podstawowych urzadzen BCI” -
napisat Hu w artykule opublikowanym w czerwcu w chinskich
mediach panstwowych. Biorac pod uwage ryzyko, ze Stany



Zjednoczone mogg zablokowa¢ eksport BCI do Chin, wezwat kraj
do zwiekszenia naktadow na przyspieszenie rozwoju BCI.

Ryzyko etyczne

Chiny majag wyjatkowa mozliwos¢ zdobycia przewagi w wyscigu:
jest nig ogromny bank zwierzat naczelnych — twierdzi Poo Mu-
ming, kluczowa posta¢ stojgca na czele chinskich badan
nad mozliwosciami mézgu w CAS.

Chiny byty najwiekszym na Swiecie dostawcag matp
doswiadczalnych, ale przestaty je wysytaé, gdy rozpoczeta sie
pandemia. Poo, ktéory w 2008 roku zastgpit* myszy matpami jako
zwierzetami do testédw w swoim instytucie neurobiologii na CAS,
od dawna chciat wykorzysta¢ zasoby zwierzat dosSwiadczalnych
w kraju, aby zwiekszy¢ pozycje Chin w badaniach nad mézgiem —
o czym donosity media panstwowe.

Jego zespbét w 2017 roku sklonowat pierwszg na Swiecie pare
matp przy uzyciu tej samej metody, za pomoca
ktérej wyprodukowano owce Dolly — byt to kluczowy krok naprzéd
dla chinskich badan zwigzanych z pracg moézgu. Dzieki tej samej
technologii klonowania chinscy naukowcy mogg masowo produkowad
identyczne matpy i eksperymentowal¢ na nich, eliminujac
zaktdécenia w eksperymentach wynikajgce z indywidualnych réznic
u zwierzat dosSwiadczalnych, o czym poinformowat* Poo
w pazdzierniku ub.r. w ,Science Times”, gazecie podlegajgcej
CAS.



https://www.theepochtimes.com/china-cloning-the-message-in-the-monkeys_2425658.html

AMMS zaproponowato réwniez badania nad stworzeniem bazy danych
dla ,agresywnej broni do kontroli Swiadomosci”, ktéra bytaby
wymierzona w konkretne grupy duchowe lub etniczne.

Pierwsza wzmianka o takim projekcie pojawita sie juz w 2012
roku w Institute of Radiation Medicine (pol. Instytucie
Medycyny Radiacyjnej), ktéry podlega pod AMMS. Baza danych
miata na celu stworzenie kolekcji obrazéw i filméw mogacych
wywotywaé¢ agresywne zachowania. Do proponowanych celow
zaliczajg sie ,przywddcy duchowi, organizacje i skrajne grupy
religijne, ktdére podzielajg te same przekonania, oraz grupy
etniczne, ktére majg podobne cechy zwigzane z lokalizacja
i stylem zycia”.

W poréwnaniu z Zachodem, Chiny majg mniej restrykcyjne normy
etyczne, co daje 1im wieksze pole manewru w zakresie
eksperymentéw zwigzanych z BCI, co wedtug Kesslera ,znacznie
zwieksza ich mozliwo$ci i usprawnia innowacje”.

W Chinach takie eksperymenty sa realizowane w warunkach
,mniejszej biurokracji, ktdéra uniemozliwiataby im stosowanie



watpliwych praktyk testowych” — powiedziat w wywiadzie dla
»The Epoch Times”. ,To stwarza réznice w Swiecie,
w ktdrym czyjas przewaga w technologii i wywiadzie moze
w duzym stopniu zaleze¢ od tego, jak zarzagdzaja swoja
zdolnoscig do wyprzedzania konkurencji”.

W 2017 roku Poo wydawat sie by¢ niewzruszony, gdy udzielat
odpowiedzi na pytanie, czy technologie BCI mogg pewnego dnia
,zZniewoli¢” ludzi, zadane mu przez ,National Science Review” —
nadzorowane przez niego, recenzowane czasopismo wydawane
pod auspicjami CAS.

,Jesli mamy pewno$¢, ze nasze spoteczenstwo bedzie w stanie
opracowa¢ mechanizmy kontroli wykorzystania technologii dla
naszych korzysci, to nie musimy sie martwi¢ o AI” — powiedzia%
Poo.

,0d lat 50. wielu ludzi martwito sie o nagromadzenie bomb
atomowych i myslato, ze wkrdétce zostaniemy zniszczeni
przez nuklearny holokaust. Ale teraz wcigz zyjemy catkiem
niezle, prawda?” — dodat.

Zrédtxo: TheEpochTimes.com

Sejm Litwy: Na rynku
Yacznosci elektronicznej
tylko wiarygodni producenci
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W litewskim rynku %*gcznosci elektronicznej beda mogli
uczestniczy¢ tylko wiarygodni producenci i dystrybutorzy -
postanowit Sejm we wtorek. Chodzi przede wszystkim
0 bezpieczne wdrazanie technologii 5G. Chinski koncern Huawei
wyrazit ubolewanie z powodu tej decyzji.

Przewodniczgcy sejmowej Komisji Bezpieczenstwa Narodowego
i Obrony, poset Laurynas Kascilnas, uzasadniajgc przyjecie
odpowiednich poprawek legislacyjnych, ocenit, ze ,[..] 5G
to nasza technologiczna przysztos$c¢, chodzi o Internet Rzeczy,
da nam wiele réznych mozliwosSci, ale jednoczesnie bedzie nidst
z sobg wiele réznych zagrozen dla bezpieczenstwa. Jesli
popieramy ten projekt i1 jestem pewien, ze to zrobimy, bardzo
jasno damy do zrozumienia, ze Litwa nie chce znajdowa¢ sie
w kontrolowanej przez Chinczykéw technosferze. Nie chcemy
przebywa¢ w tej technosferze na mocy takich przepisow
panstwowych, gdzie ich firmy, nawet prywatne, ktodre
zgromadzity dane, powinny w razie potrzeby udostepnial te dane
rzgdowi i stuzbom bezpieczenstwa Chifiskiej Republiki Ludowej.
Przechowujmy nasze dane i wprowadzmy kontrole, ktdéra jest
wazna dla bezpieczeAstwa narodowego, miejmy te kontrole”.

Zgodnie z przyjetymi poprawkami operatorzy sieci korzystajacy
juz ze sprzetu niespeitniajgcego wyznaczonego kryterium
bezpieczenstwa beda musieli wymieni¢ sprzet do konca 2025
roku. W przeciwnym razie nie bedg mogli ubiegad¢ sie
o0 przydzielanie przez panstwo spektrum czestotliwosci
do komunikacji 5G.

Chinska firma telekomunikacyjna Huawei wyrazita we wtorek
ubolewanie z powodu decyzji litewskiego Sejmu i ocenita,
ze nie zapewni to bezpieczenistwa sieci telekomunikacyjnych,


https://epochtimes.pl/tag/litwa/
https://epochtimes.pl/tag/huawei/

a jedynie ograniczy rynek.

Zrédta: PAP, Lietuvos Respublikos Seimas.

Zadbaj o silne hasta do kont.
Zniwelujesz zagrozenie

cyberatakiem 1 ochronisz
swoje dane, pieniadze

W cyberprzestrzeni coraz czesciej przechowujemy wiele cennych
informacji - prywatnych i nie tylko. 0d nas zalezy,
czy odpowiednio je zabezpieczymy. Wydziat Promocji Polityki
Cyfrowej Kancelarii Prezesa Rady Ministréw (KPRM) przypomina,
ze 1internetowli przestepcy atakujag nie tylko duze
przedsiebiorstwa, lecz takze zwyktych 1ludzi. Eksperci
namawiajg do stosowania silnych haset* do kont bankowych,
poczty elektronicznej, na portalach spoteczno$ciowych, a takze
w telefonie czy w komputerze, by nikt ich nie przejat,
nie ukradt tozsamo$ci, nie pozbawit oszczedno$ci badz nie mia%t
dostepu do naszych prywatnych danych. Jak zatem powinnismy
tworzy¢ kody zabezpieczajgce?

Mankamenty haset

Cyfryzacja KPRM podaje, ze czes¢ cyberatakéw uderza wtasnie
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w hasta uzytkownikow, dlatego nalezy wystrzegac¢ sie
najpowszechniejszych btedéw, a wiec unikac¢ prostych haset
i nie uzywa¢ tego samego kodu zabezpieczajgcego do réznych
kont. Wskazane jest tworzenie unikatowych haset dla kazdej
witryny.

Jakich jeszcze bteddéw nie powinnismy popeiniac?
Nie zabezpieczajmy dostepu do swoich danych
najpopularniejszymi hastami lub oczywistymi wyrazeniami, typu:
»hasto”, ,123456", ,qwerty”, ,pitka nozna”, ,wpuscmnie”, ani
imieniem wtasnym badZz kogos z bliskiego otoczenia, badz
ulubionego zwierzaka. Ta sama zasada dotyczy tez danych
osobowych, ktére tatwo zdoby¢, takich jak: data urodzenia,
numer telefonu, numer rejestracyjny samochodu, nazwa ulicy,
numer mieszkania lub domu.

Niewskazane jest stosowanie wyrazen identycznych z nazwa
uzytkownika, lub nawet jej cze$Scig, oraz sekwencji kolejnych
liter, 1liczb lub innych znakoéw, np. ,abcde”, ,12345",
»QWERTY”, jak réwniez dwéch lub trzech kolejno powtarzajacych
sie ciggbw znakdéw, np. ,bbbb2bbb”.

Ponadto odradza sie uzywanie pojedynczego wyrazu dowolnego
jezyka, pisanego normalnie lub wspak, nie wystarczy tez,
ze poprzedzimy lub zakoriczymy go znakiem specjalnym lub cyfra.

W komunikacie zwrécono uwage, by przy zmianie hasta
do istniejacego konta nie uzy¢ tego samego sformutowania, co
poprzednio 1lub po niewielkiej modyfikacji, np. zmiana
z ,hasto0l” na ,hasto02”.

Cyberklucz

Cyfryzacja KPRM przypomina: ,Hasta sg jak klucze do sejfu lub
domu”. Trzeba dba¢, zeby nie dostaty sie w niepowotane rece.

Dlatego radzi, aby tworzy¢ dtuzsze hasta, sktadajgce sie z 12
lub 14 znakdéw, ktdére beda zawieraty co najmniej jeden znak
z kazdej z nastepujgcych grup: mate litery, duze litery,
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liczby, znaki specjalne.

Konstruujgc wunikatowe hasto, mozna, jak podpowiadaja
specjalidci, wykorzystaé¢ frazy, wybra¢ np. *tatwy
do zapamietania cytat z piosenki i uzyc¢ pierwszych liter
poszczegélnych stow. Poleca sie zastepowanie liter badZ
wyrazéw liczbami i symbolami.

Podano przyktady: ,Mam dwadzieScia 1lat” mozna zamienid
na M@m2dzie$ciAl4T, a ,Mam psa” na M@m%p$@.

Mozna stosowa¢ tez metode %*aczenia trzech losowych stoéw,
np. ,kawatramwajryba”, byleby nie byty zbyt proste
do odgadniecia.

Podkreslono, ze zabezpieczen nie powinno sie zapisywacd
na papierze, przesyta¢ np. w mailu albo wpisywal haset,
gdy kto$ to widzi, bo nawet bardzo silne kody mogg w takich
przypadkach okaza¢ sie bezuzyteczne.

Cyfryzacja KPRM ostrzega przed podszywajgcymi sie
np. pod pracownikdéw pomocy technicznej hakerami,
ktérzy prébujg wytudzi¢ dane uzytkownika i hasta. Jak
zaznaczono: ,Wiarygodne witryny 1 organizacje nigdy
nie poprosza o nazwe uzytkownika i hasto w wiadomosci e-mail
lub przez telefon”.

Hasto powinnismy bezzwocznie zmienié, jesli doszto do jego
naruszenia lub nawet jesli tylko przypuszczamy, ze ktos mdgt
je wykrasc.

Nie nalezy réwniez wpisywal hasta, gdy korzystamy z cudzego

komputera.

Aby dane byty bezpieczniejsze, potrzebne jest nie tylko silne
hasto, lecz takze stosowanie dwuetapowej weryfikacji.

Dodatkowe informacje 0 zabezpieczaniu danych
w cyberprzestrzeni mozna znalez¢ w poradniku ,Jak chronié sie
przed cyberatakami”.
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Zrédta: PAP, Cyfryzacja KPRM.

Wedtug Komunistycznej Partii
Chin Biden jest ,,nowym oknem
nadziel”

Pekin nie moze sie doczeka¢ objecia rzaddéw przez nowg
administracje USA, co wida¢ po wypowiedzi chifAskiego ministra
spraw zagranicznych Wanga Yi, ktéry stwierdzit, Zze kandydat
na prezydenta z ramienia Demokratéw Joe Biden reprezentuje
,nowe okno nadziei” dla stosunkdéw chinsko-amerykanskich.

W ubiegtym tygodniu Wang poczynit kilka uwag podczas wywiadu
dla Agencji Informacyjnej Xinhua oraz China Media Group,
chinskich mediéw panstwowych. Z odpisu tego wywiadu wynika,
ze wyrazit takze nadzieje, 1z przyszta administracja

USA ,powréci do rozsadnego podejscia”.

Ponadto zaatakowat administracje Trumpa, moéwigc,
ze w ostatnich latach Stany Zjednoczone prdébowaty ,sttumid
Chiny i rozpoczag¢ nowg zimng wojne”. Chinski rezim

wielokrotnie stosowat te retoryke, zwtaszcza w latach
2018-2019 podczas wojny handlowej, w celu krytykowania
strategii administracji USA wobec Chin.

Oskarzyt takze amerykanskich decydentéw o ,powazne
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nieporozumienia” na temat Chin 1 wezwat Stany Zjednoczone
do ,poszanowania” chinskiego systemu spotecznego.

Wang zakonczyt wywiad stwierdzeniem, ze oba kraje moga
rozwigza¢ dzielgce je nieporozumienia, ,o0 1ile Stany
Zjednoczone s w stanie wyciaggng¢ wnioski z przesztosci
i pracowa¢ z Chinami w tym samym kierunku”.

Administracja Trumpa przeciwstawiata sie Komunistycznej Partii
Chin (KPCh) w wielu kwestiach, w tym nieuczciwym praktykom
handlowym, szpiegostwu, =z*osliwym wptywom w Stanach
Zjednoczonych, zagrozeniu bezpieczenstwa, ktére stwarza
chinska technologia, oraz %*amaniu praw cztowieka wobec
mniejszosci religijnych i mieszkancow Hongkongu.

Krytycy Bidena wyrazili obawy, ze jego administracja bedzie
Yagodna wobec Chin, a chinskie media panstwowe otwarcie
deklarujg, ze preferujg Bidena.

Ostatnio tabloid ,Global Times”, nalezgcy do grona chinskich
mediéw panstwowych, w artykule opublikowanym 5 stycznia uznat
nagta decyzje Nowojorskiej Gietdy Papierdw WartosSciowych
(NYSE) o nieusuwaniu trzech chinskich firm telekomunikacyjnych
za znak, ze zarzadzana przez Bidena bardziej ,elastyczna”
administracja bedzie przyjazniejsza wobec Pekinu.
0d tamtej pory NYSE ponownie zmieni*a kurs, oSwiadczajac 6
stycznia, ze zamierza usung¢ je z listy.

»Chinscy eksperci odczytali ten ruch jako gtos rozsagdku
niektédrych ludzi z Wall Street i amerykanskiego kregu

politycznego [sic], ktdérzy chcieliby, aby obecny prezydent
Standw Zjednoczonych nie krepowat* nowej administracji Bidena
w podejmowaniu decyzji zwigzanych z Chinami” — napisano
w artykule.

Zacytowano réwniez chinskiego profesora, ktdéry stwierdzit,
ze amerykanscy politycy i biznesmeni woleliby ,elastycznosc¢”
pod rzadami Bidena niz ,bezgraniczny styl zastraszania”
Trumpa.
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31 grudnia 2020 roku NYSE ogtosita, ze zgodnie z zarzgdzeniem
Trumpa rozpocznie proces wycofywania z obrotu China Mobile,
China Telecom i China Unicom, poniewaz Pentagon uznat te trzy
firmy za powigzane z chifAskim wojskiem.

W ubiegtym miesigcu Zhong Yuan, badacz koncentrujacy sie
na systemie politycznym Chin, wyjasnit w komentarzu
opublikowanym w chifAskojezycznym wydaniu ,The Epoch Times”,
ze KPCh preferuje Bidena na stanowisku prezydenta, poniewaz
bedzie on realizowat program wspétpracy z Pekinem.

Korzystne stanowisko KPCh wobec Bidena znalazto, zdaniem
Zhonga, odzwierciedlenie w artykule opublikowanym
przez Xinhua 19 grudnia 2020 roku. W artykule stwierdzono,
ze administracja Trumpa pozostawita po sobie ,batagan”
i zastanawiano sie w nim, co powinien zrobi¢ jego nastepca.

Zhong powiedziat*, ze KPCh musi pilnie rozpocza¢ wspOtprace
z Bidenem, poniewaz w partii panuje wewnetrzny podziat
w kwestii podejs$cia do pogarszajacych sie stosunkéw chinsko-
amerykanskich. Zhong powiedziat, ze podziat ten byt widoczny
w innym artykule Xinhua opublikowanym w grudniu 2020 roku,
w ktérym potepiono ,niektérych ludzi” za rozpowszechnianie
~przychylnych komentarzy” na temat Stanéw Zjednoczonych.

Zdaniem Zhonga, podziat zagrozit pozycji chinskiego przywddcy
Xi Jinpinga w partii i1 prawdopodobnie byt przyczyng, dla
ktérej chinskie media panstwowe przyjety stanowisko
wspierajgce Bidena.

Obserwuj Franka na Twitterze: @HwaiDer

Tekst oryginalny ukazat sie w anglojezycznej edycji ,The Epoch
Times” dnia 2021-01-06, link do
artykutu: https://www.theepochtimes.com/beijing-views-biden-as
-new-window-of-hope-as-state-media-lambast-trumps-china-

policies 3645654.html
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Dane 2,4 mln os6b z catego
Swiata, w tym Polakow,
zgromadzita chinska firma
lojalna wobec Komunistycznej
Partii Chin

W potowie wrzesnia 2020 roku wyciekty informacje o tym,
ze chinska firma Shenzhen Zhenhua Data Technology, powigzana
z tajnym oddziatem wojskowym 1 wywiadowczym Pekinu,
zgromadzita gigantyczng baze danych z plikami dotyczgcymi 2,4
mln ludzi z catego sSwiata, w tym dane wptywowych os6b i ich
rodzin. W ostatnich dniach pojawity sie doniesienia, ze ChRL
zebrata roéowniez dane Polakéw.

»Kolekcja” danych z catego globu w komunistycznych
rekach

Zhenhua Data Technology, ktdra jest powigzana z Armig Ludowo-
Wyzwolenczga, Ministerstwem Bezpieczenstwa Panstwa
oraz Komunistyczng Partig Chin (KPCh), zgromadzita baze
skompilowang gtownie z tzw. materiatdéw open source, takich
jak posty w mediach spotecznoSciowych i dane online.

Baza danych okazata sie uszkodzona. Australijska firma
Internet 2.0, ktdéra =zajmuje sie cyberbezpieczenstwenm,
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odzyskata ponad 10 proc. danych, ktdére byty w niej zawarte.
Firma ujawnita, ze posrod zrekonstruowanych plikéw znalazty
sie dane okoto 52 tys. Amerykandéw, 35 tys. Australijczykéw, 9
tys. 700 Brytyjczykéw i 5 tys. Kanadyjczykow.

W ostatnim tygodniu pazdziernika ,Gazeta Polska” poinformowata
w_artykule, ze otrzymata od Internet 2.0 fragment bazy danych
z nazwiskami Polakéw. ,To spis ponad 3 tys. rekordéw
zawierajacych imiona i nazwiska (czes$¢ sie powtarza).
Nie wiadomo jednak, z jakiego powodu chifiski wywiad wojskowy
zlecit Zhenhua zbieranie informacji o tych osobach. Pewne jest
jednak, ze stuzba ta ma bardzo dobrg orientacje w polskim
Swiecie politycznym. Na liscie znajdujg sie nie tylko byli lub
obecni wysocy ranga urzednicy panAstwowi, lecz takze ich
rodziny — matzonkowie, dzieci, rodzice i rodzenstwo” — podaje
gazeta.

Internet 2.0 odtworzyt zaledwie 10 proc. catej bazy, wydaje
sie wiec, ze w tym momencie nie mozna stwierdzic¢, czy wsréd
odzyskanych rekorddéw znalazty sie wszystkie dane Polakéw,
ktére zostaty zgromadzone w bazie.

Na kogo ,poluje” KPCh na catym sSwiecie?

Zgodnie z raportami globalnego konsorcjum medialnego baza
danych obejmuje osoby z réznych sektoréw — polityki, biznesu,
prawa, S$rodowiska akademickiego 1 obronnos$ci -
oraz zawiera szczegbtowe dane, takie jak daty urodzenia,
adresy, stan cywilny i upodobania polityczne.

Znajduja sie tam dane dotyczace zardéwno zwyktych biznesmendw,
jak i wysokiej rangi osobistos$ci, takich jak oficerowie
marynarki wojennej Standw Zjednoczonych, obserwatorzy Chin
w Waszyngtonie, osoby ze S$rodowiska naukowego, cztonkowie
brytyjskiej rodziny krolewskiej oraz liderzy
przedsiebiorczosci.

Ta baza danych, nazywana Overseas Key Information Database
(OKIDB), pozwala na dostep do zagranicznych danych
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politycznych, wojskowych i biznesowych. Zawiera szczegétowe
informacje na temat infrastruktury pafstw, przemieszczania sie
zasobOw wojskowych, a takze analizy opinii publicznej.

Mimo ze obecnie nie ma dowoddw na to, ze rezimowe wtadze

wykorzystuja oprogramowanie OKIDB,
to jak podkresla ,Washington Post”, =z dokumentdw
marketingowych i rekrutacyjnych Zhenhua mozna wnioskowad,
ze jest to ,firma patriotyczna”, ktérej gtdéwnym klientem

docelowym jest wojsko.

»The Globe and Mail” po analizie danych dotyczacych
Kanadyjczykdw napisat, ze twércy bazy przypisali osobom
z listy ,ocene” w skali od 1 do 3

~Wydaje sie, ze ci, ktérym przypisano 1, to osoby
o bezposSrednim wptywie, takie jak burmistrzowie, postowie lub
wyzsi urzednicy panstwowi, podczas gdy ci, ktdérym przypisano
2, byli czesto krewnymi oséb u wktadzy [..]” — podaje gazeta.
Z kolei ci, ktdérych oznaczono numerem 3, to najczesciej osoby
skazane, przewaznie za przestepstwa gospodarcze — napisat
dziennik.

Tajemnicza baza ujrzata sSwiatto dzienne

Baza danych zostata ujawniona przez zrédto w Chinach,
a informacje przekazano profesorowi Christopherowi Baldingowi.
To amerykanski naukowiec, ktdéry do 2018 roku pracowat
na Uniwersytecie w Pekinie, skad udato mu sie wyjechad
ze wzgleddw bezpieczenstwa. To dzieki niemu sprawg zajeta sie
firma Internet 2.0.

14 wrzesnia Balding opublikowat na swojej
stronie oSwiadczenie, w ktérym napisat, ze zajmowal sie
badaniami doniesien dotyczgcych Huawei. Trwato to do momentu,
zanim w jego badaniach nie nastgpi* nagty zwrot. Natknat sie
na ,cos, co dla badaczy Chin jest czym$ podobnym do odkrycia
Swietego Graala” - otrzymat informacje o istnieniu
tej poteznej bazy danych.
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Przekazat jg konsorcjum mediéw w Australii, Stanach
Zjednoczonych, Kanadzie, Wielkiej Brytanii, Wtoszech
1 Niemczech.

Balding uwaza, ze dane potwierdzajg utrzymywane od dawna
podejrzenia, dotyczgce dziatalnosci KPCh w zakresie nadzoru
i monitorowania. ,To, czego nie mozna lekcewazy(,
to rozlegtos¢ i szczegdtowos¢ nadzoru [prowadzonego przez]
chifnskie panstwo oraz jego zasieg na catym Swiecie”
podkresla.

Jak zauwaza: ,Swiat jest dopiero na poczatkowych etapach
zrozumienia, ile Chiny inwestujg w wywiad 1 jak wptywaja
na operacje, korzystajac z surowych danych, musimy zrozumied
ich cele”.

We wczesniejszym wpisie naukowiec zwraca uwage, ze KPCh
stanowi ,bezprecedensowe wyzwanie dla otwartych, kochajgcych
wolnos$¢ panstw prawa na catym Swiecie”. Rezim ,buduje
opresyjne panstwo z nadzorem technologicznym, ktdére daje
partii komunistycznej potezne Srodki do kontroli obywateli
w kraju” — wyjasnia.

,Mamy teraz dowody na to, jak chinskie firmy wspoOtpracuja
z agencjami panstwowymi w celu monitorowania osob i instytucji
na catym sSwiecie” — ocenia Balding.

Reakcja Zhenhua nie zdziwita ekspertéw

Poproszona przez ,The Guardian” o komentarz firma Zhenhua
zaprzeczyta istnieniu takiej bazy danych, podajgc, ze wszelkie
zebrane informacje sg danymi ogdlnodostepnymi w internecie.
Przedstawicielka firmy stwierdzita, ze nie zbierajg danych
i jest to tylko ,integracja danych”. Zaznaczy*a, ze model
biznesowy i partnerzy stanowig tajemnice handlowg firmy.

Zanegowata rdéwniez doniesienia, ze Zhenhua ma jakiekolwiek
powigzania z chinskimi wtadzami lub wojskiem, dodajgc, ze ich
klientami sg organizacje badawcze i grupy biznesowe.
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W rozmowie z anglojezyczng edycjg ,The Epoch Times” eksperci
przyznali, ze nie byli zaskoczeni takim stanowiskiem chinskiej
firmy.

Wedtug Michaela Shoebridge’a, dyrektora programu obrony,
strategii i bezpieczenstwa narodowego w think tanku Australian
Strategic Policy Institute (ASPI), stwierdzenie Zhenhua ,nie
moze by¢ przyjmowane za dobrg monete”, wzigwszy pod uwage,
ze tamtejsze prawo zobowigzuje firmy do pomocy chinskim
agencjom bezpieczenstwa i wywiadu. Dodaje, ze firmy oczywiscie
muszg publicznie temu zaprzeczad.

W ocenie Caseya Fleminga, dyrektora generalnego firmy BLACKOPS
Partners, zajmujagcej sie strategiag wywiadowczag
i bezpieczenstwa, zgromadzone w bazie informacje sa
wykorzystywane do wspierania operacji ,nieograniczonej wojny
hybrydowej” chinskiego rezimu. Obejmuje to szpiegostwo, tajne
zagraniczne kampanie wptywOw oraz kradziez zagranicznych
innowacji 1 technologii wojskowej.

Termin nieograniczona wojna hybrydowa nawigzuje do powstatej
w latach 90. ubiegtego wieku strategii, ktdérg stworzyli
i opisali dwaj chinscy putkownicy sit powietrznych Qiao Liang
1 Wang Xiangsui w ksigzce ,Unrestricted Warfare”. Wydata ja
Armia Ludowo-Wyzwolencza, sity zbrojne KPCh.
Autorzy korzystali z oryginalnych dokumentéw wojskowych.
Strategia ta opowiada sie za zastosowaniem serii
niekonwencjonalnych taktyk, stworzonych po to, by osiggna¢
cele wojny jednak bez angazowania sie w rzeczywistg walke.

Jak zauwaza Fleming, ostatecznym celem tej strategii jest
nZNiszczenie demokracji po to, by chiAski komunizm mog*
globalnie przejg¢ nadzor”.

Dyrektorem naczelnym Zhenhua jest Wang Xuefeng, byty inzynier
IBM. Jak podaje australijski nadawca ABC, wczesSniej
w chinskich mediach spotecznoSciowych zamie$cit wpis
0 prowadzeniu ,wojny hybrydowej” poprzez manipulowanie opinig
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publiczng 1 ,wojne psychologiczng”.

Zdaniem Nicholasa Eftimiadesa, bytego wysokiego
funkcjonariusza sit wywiadowczych USA 1 autora ksigzki
,Chinese Intelligence Operations” (pol. ,Chinskie operacje
wywiadowcze”), baza danych pomogtaby chinskiemu wywiadowi
w namierzeniu tych, ktdérzy nadawaliby sie do rekrutacji lub
szantazu. Chodzi o osoby ze ,st*abos$ciami”, ktére mozna
wykorzystaé¢, np. ,zapotrzebowanie na pienigdze [lub] sympatie
polityczne przeciwne administracji”. Rezim mégtby wyszukiwad
w mediach spotecznosciowych posty, ktdédre sugeruja
niezadowolenie z rzadu lub trudnos$ci finansowe.

W analogiczny sposéb dziata to w przypadku operacji wywierania
wptywu. Wyszukiwani sg ludzie publikujgcy opinie, ktore
popierajg polityke rezimu. Kolejnym krokiem jest wspieranie
takiej osoby, jej organizacji, a tym samym wzmacnianie jej
pogladdw.

Michael Shoebridge zwraca uwage, ze w bazie Zhenhua znajduja
sie takze dane dzieci wptywowych ludzi, m.in. politykow
i dyrektoréw biznesowych. ,To dos$¢ niepokojacy potencjat
wykorzystania takich danych” — zaznacza ekspert. Umozliwia
bowiem wywieranie nacisku na te osoby, wykorzystujgc stabosci
ich potomstwa.

Ponadto czes$¢ tych dzieci moze w dorostym zyciu piastowad
eksponowane stanowiska. Zatem na skutek analizowania ich
profili juz od dziecinstwa ,mozliwo$¢ wykorzystywania tych
oséb i wptywania na nie jest znacznie wieksza, poniewaz
z biegiem czasu zyskujesz o wiele bardziej wszechstronne ich
zrozumienie” — wskazuje Shoebridge.

Kropla w morzu.. chinskich baz danych

Eksperci zaznaczajg, ze gromadzenie danych przez chinski rezim
komunistyczny odbywa sie na masowg skale, znacznie wiekszg,
niz jestesmy w stanie sobie wyobrazié¢, a wyciek danych
z Zhenhua, to jedynie przystowiowa kropla w morzu tego, co tam



sie dzieje.

Shoebridge pordownat baze danych do pojedynczej plastikowej
piteczki w ogromnym basenie. Jak twierdzi, ten zbidér danych
bytby *gczony z danymi, ktdére zebraty inne chinskie podmioty
w celu ich wykorzystania do réznych operacji, majacych
wesprze¢ interesy rezimu.

,10 interakcja firm posiadajgcych takie dane z innymi firmami
1 danymi rzadowymi daje wtadze” — skomentowal ekspert.

Michael Shoebridge ttumaczy, ze strategia ta znajduje
odzwierciedlenie w doktrynie rezimu o ,fuzji cywilno-
wojskowej”. Dzieki niej wtadze wykorzystujg innowacje
prywatnych przedsiebiorstw do napedzania rozwoju wojskowego.

W pazdzierniku 2019 roku Australian Strategic Policy Institute
opublikowat raport ,Engineering global consent”, napisany
przez Samanthe Hoffman. Stwierdzono w nim, ze rezim tworzy
,masowy 1 globalny ekosystem gromadzenia danych”,
wykorzystujgc mozliwosSci przedsiebiorstw panstwowych
i prywatnych chidskich firm technologicznych.

Wymienia sie w nim Global Tone Communication Technology Co.,
spotke zalezna chinskiego przedsiebiorstwa panstwowego,
nadzorowanego przez centralny wydziat propagandy KPCh.

W wywiadzie udzielonym pod koniec zesztego roku polskiej
edycji ,The Epoch Times” gen. Robert Spalding powiedziat,
ze Global ToneCommunication, to firma prowadzgca ustugil
ttumaczeniowe, ktdéra ,w rzeczywistos$ci przy uzyciu sztucznej
inteligencji gromadzi wielki zbidér danych”. Jak dodat:
»Czasami ma te funkcje wbudowang na podobnych zasadach co
produkty Huawei, jako most telekomunikacyjny, lub moze bazowad
na oprogramowaniu opartym na tzw. chmurze”.

Poza gromadzeniem ogromnych baz danych z catego Swiata w ponad
65 jezykach, ktére przetwarza na uzytek Pekinu do celdw
wywiadowczych, bezpieczenstwa i propagandy, firma koncentruje
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sie na technologiach sztucznej inteligencji, takich jak
rozpoznawanie twarzy.

W opinii Nicholasa Eftimiadesa chifnskich firm zaangazowanych
w gromadzenie duzych ilo$ci danych na potrzeby rezimu sa
prawdopodobnie dziesigtki, jesli nie setki. Nie wliczajac
w to dziatan prowadzonych przez chinskie agencje
bezpieczenstwa, ktdre za posSrednictwem zaawansowanego
technologicznie aparatu nadzoru tego kraju zbierajg dane
na temat wszystkich obywateli, a wiec 1,4 mld ludzi.

Eftimiades twierdzi, Ze dane dziesigtek miliondéw Amerykandw
zostaty wykradzione przez chinskich hakerdéw. Zostaty one
wprowadzone do baz w Chinach i stuzg do doskonalenia narzedzi
sztucznej inteligencji. Wsrdéd atakéw wyliczy¢ mozna wtamanie
do amerykanskiego Urzedu Zarzagdzania Personelem (ang. Office
of Personnel Management, OPM) w 2014 roku, federalnej agencji
ds. personelu, naruszenie obowigzku sprawozdawczego firmy
Equifax w 2017 roku, a takze cyberatak na ubezpieczyciela
zdrowotnego Anthem w 2016 roku.

W lutym 2016 roku anglojezyczna edycja ,The Epoch Times”,
powotujgc sie na poufne 7Zrédto w Chinach, poinformowata,
ze chinskie agencje bezpieczenstwa stworzyty baze danych
wykorzystywang do przetwarzania skradzionych danych
Amerykandw. Zawiera ona takze poufne dane osobowe,
wyszczeg6lnione w posSwiadczeniach bezpieczenstwa 21 mln
obecnych i by*ych pracownikéw federalnych, pochodzace
z wtamania do Urzedu Zarzgdzania Personelem (OPM)
oraz osobiste dane prawie 80 mln obecnych i bytych klientoéw
i pracownikéw Anthem.

Ta baza danych funkcjonuje na poteznym oprogramowaniu zdolnym
do przyjmowania ogromnych ilosci danych. Zgromadzone zasoby
analizuje sie pod katem relacji miedzy réznymi osobami
i zdarzeniami.

Wyciek danych z Zhenhua Data Technology jest dla wszystkich,
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niezaleznie od statusu spotecznego, okazjg do zastanowienia
sie nad zamieszczanymi tres$ciami w mediach spotecznos$ciowych.
Jak wida¢, mogg one nieoczekiwanie sta¢ sie pozywkag dla
podmiotdow gromadzgacych dane. Moga zosta¢ wykorzystane
przeciwko nam, zwlaszcza jesli trafig do panstwa
totalitarnego, jakim sa Chiny.

Zrédta:

Military-Linked Chinese Company Collected Personal Data On

Thousands of Canadians

How Chinese Data Trove on 2 Million People Serves Beijing's

Unrestricted Warfare

.Gazeta Polska”

The Washington Post

The Globe and Mail

The Guardian

Chinska technologia 5G nie
uratuje gospodarki, méwi byty
minister finansow rezimu
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Byty minister finans6w Chin Lou Jiwei ostrzeg® w niedawnym
przemowieniu, ze ,hiedojrzata” chinska
technologia 5G prawdopodobnie okaze sie nieudang inwestycjg.

W ostatnich tygodniach chinski przywddca Xi Jinping podkreslit

potrzebe opracowania .wewnetrznego system
cyrkulacji” w gospodarce krajowej — innymi stowy, by krajowe
sektory produkowaty wszystkie towary na potrzeby chinskiej
konsumpcji, od surowcéw po produkty koAcowe.

Xi stwierdzit, ze w ramach gospodarki nalezy ,stworzy¢ nowy
wzorzec rozwoju, w ktérym rynki krajowe i zagraniczne beda
mogty sie nawzajem stymulowaé¢, a rynek krajowy bedzie
podstawg”.

Jednak Lou stwierdzit, ze chinskie innowacje 5G — mocno
dotowane przez Pekin — mogg stac¢ sie ,punktem blokujgcym” ten
,wewnetrzny system cyrkulacji”, poniewaz nie ma chetnych
na inwestycje za setki miliardow.
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Lou poruszyt te kwestie podczas Forum 50 ChinAskich Ekonomistéw
(ang. Chinese Economists 50 Forum), ktére odbyto sie
w Pekinie, o czym napisano w ,Hong Kong Economic Times”,
w relacji z 28 wrzes$nia.

Byty minister dokonat analizy i wysungt wnioski, ze nie da sie
zmienic¢ *ancuchéw dostaw tak, aby byty zgodne z teoriag
cyrkulacji Xi i ze jest mato prawdopodobne, aby Chiny ,z
powodzeniem uzyskaty przewage technologiczng”.

Sie¢ 5G pozostaje punktem zapalnym miedzy USA a Chinami,
poniewaz Stany Zjednoczone zakazaty chinskiemu gigantowi
telekomunikacyjnemu Huawei wprowadzenia na ich rynek 5G
i zmobilizowaty inne kraje, aby zrobity to samo — powotujac
sie na zagrozenia bezpieczenstwa wynikajgce z powigzan
Huawei z chinskg armig.

Wedtug statystyk opublikowanych przez chifnskie Ministerstwo
Przemystu 1 Technologii Informacyjnych (ang. China’s Ministry
of Industry and Information Technology, MIIT) Chiny
kontynentalne wybudowaty do 5 wrzesnia 480 000 stacji bazowych
dla sieci 5G, z ponad 100 milionami punktéw konicowych sieci.

Lou Jiwei byt ministrem finanséw Chin od marca 2013 do 2016
roku. To jeden 2z urzednikdéw partii komunistycznej,
ktéry opowiadat sie za reformg gospodarczg i jest dobrze znany
ze swojej szczerosci. Podczas zesztorocznego Forum 50
Chinskich Ekonomistéw, ktére odbyto sie 16 lutego 2019 roku,
skrytykowat reformy strukturalne po stronie podazy, jakie
forsowata wtadza, i potepit praktyke tworzenia komérek partii
komunistycznej wewnagtrz prywatnych przedsiebiorstw, co jak
powiedziat, ,znacznie nadwatlito ich zaufanie, gdy partia
interweniowata w strategie korporacyjng”.

W wywiadzie z 7 marca 2019 roku dla ,South China Morning Post”
z siedzibg w Hongkongu Lou osSwiadczyt, ze od samego poczgtku
byt przeciwny ekonomicznemu planowi ,Made in China 2025"”. Jego
zdaniem inicjatywa, ktéra ma na celu uczynienie z Chin potegi
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produkcyjnej w dziedzinie supertechnologii do 2025 roku,
to marnotrawstwo pieniedzy podatnikéw.

»Bytem temu przeciwny od poczatku, bardzo sie z tym
nie zgadzatem” — powiedziat. ,[Wtadza] chce, aby do tego czasu
branze byty na najwyzszym poziomie, ale te branze nie s3g
przewidywalne i wtadza nie powinna sgdzié¢, ze jest w stanie
przewidzie¢ to, czego nie da sie przewidziec”.

0gtoszony w maju 2015 roku ,Made in China 2025"” byt planem

Pekinu na pobudzenie rozwoju w 10 sektorach zaawansowanych
technologii, m.in. w robotyce, lotnictwie, nowych Zrédtach
energii, pétprzewodnikach i nowych materiatach. Administracja
USA skrytykowata rezim za pozwolenie na kradziez
z amerykanskich firm i instytucji wtasnosci intelektualnej
dofinansowywanej przez panstwo.

Zrédto:

theepochtimes.com
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Kalifornia zakazuje
stosowania technologii
rozpoznawanla twarzy w
nagraniach Z kamer
policjantow

Kalifornia moze mie¢ wiele watpliwych praw, ale jest takie,
ktére zastuguje na aplauz. Zabrania stosowania technologii
rozpoznawania twarzy w nagraniach wykonanych przez kamery
funkcjonariuszy policji.

Rozpoznawanie twarzy to technologia, ktdéra polega na
dopasowywaniu w czasie rzeczywistym obrazu osoby do jej
poprzedniego zdjecia. Opiera sie na fakcie, ze twarz kazdej
osoby ma okoto 80 unikalnych punktéw weztowych w obszarach
nosa, ust, policzkéw i oczu, ktdédre mozna wykorzystac do
odréznienia ludzi od siebie.

Cyfrowa kamera wideo stuzy do pomiaru odlegtosci miedzy tymi
punktami na twarzy osoby. Obejmuje miedzy innymi pomiary
gtebokosci oczodotéw, odlegtosci miedzy oczami, ksztattem
linii zuchwy i szeroko$ci nosa. Informacje te stuza do
tworzenia unikalnego kodu numerycznego, ktdéry mozna dopasowacd
do kodu pobranego z poprzedniego zdjecia.
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W marcu Waszyngton stat sie pierwszym stanem w kraju, ktoéry
zalegalizowat uzywanie rozpoznawania twarzy przez organy
§cigania i inne agencje stanowe. Oprogramowanie byto juz
uzywane na poziomie hrabstwa i miasta przed wprowadzeniem tam
nowego prawa. Jednak rozpoznawanie twarzy moze by uzywane
tylko w niektdérych przypadkach, takich jak poszukiwanie
zaginionych oséb 1lub identyfikacja zwtok. Agencje beda
zobowigzane do ztozenia zawiadomienia o zamiarze uzycia
systemu zanim go uzyja, a takze raportu dotyczacego
odpowiedzialnos$ci.

Jes$li chodzi o ruch Waszyngtonu, American Civil Liberties
Union stwierdzita, ze [JJzamiast zabezpieczy¢ wykorzystanie
rozpoznawania twarzy, grozi legitymizacjag jego
rozszerzenia. Kierownik projektu ACLU Jennifer Lee
powiedziata, ze [Jprawo zawiera jezyk, ktdéry pozwala agencjom
na uzywanie rozpoznawania twarzy do odmawiania Lludziom
podstawowych potrzeb i innych niezbednych rzeczy, takich jak
mieszkanie, jedzenie, woda i opieka zdrowotna.

Zwolennicy prywatnosci chwala ustawe CA.

Zwolennicy prywatnosci wyrazili ulge, ze ustawa kalifornijska
zostata podpisana przez gubernatora Gavina Newsoma. Dotyczy to
nie tylko rozpoznawania twarzy, ale takze ogdlnie nadzoru
biometrycznego, takiego jak analiza chodu z wykorzystaniem
materiatu filmowego, ktory mozna zebra¢ z materiatu wideo z
kamery policyjnej.

W projekcie ustawy stwierdza sie: ,Korzystanie z rozpoznawania
twarzy i innego nadzoru biometrycznego jest funkcjonalnym
odpowiednikiem wymagania od kazdej osoby, aby zawsze okazywata
dowdd tozsamos$ci ze zdjeciem, co stanowi naruszenie uznanych
praw konstytucyjnych. Ta technologia umozliwia rodwniez
$ledzenie os6b bez pozwolenia”.

Posuniecie to nastgpito nied*ugo po tym, jak ACLU
przeprowadzito badanie rozpoznawania twarzy, ktdére wykazato,
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ze program Amazon btednie zidentyfikowat ponad dwa tuziny
kalifornijskich prawodawcéw jako przestepcéw.

Podobny zakaz zostat wprowadzony kilka miesiecy wczesSniej
przez San Francisco w zwigzku z wykorzystywaniem przez rzad
funkcji rozpoznawania twarzy do nadzoru, kilka innych
amerykanskich miast zrobito to samo.

Chiny maja przeciwny poglad na technologie rozpoznawania
twarzy, w peini jg wykorzystujac do $ledzenia swoich
obywateli. Stuzy roéwniez do tworzenia wynikéw spotecznych,
ktéore daja tym, ktdérzy sa postuszni KPCh, pewne korzysci w ich
codziennym zyciu i ograniczajg ruch i wolnosci tych, ktoérych
wyniki sg nizsze.

Niestety nowe prawo Kalifornii dotyczy tylko korzystania z tej
technologii przez organy $cigania, a nie sektor
prywatny. Niemniej jednak jest to krok we wtasciwym kierunku,
o wiele wiecej, niz mozemy powiedzie¢ o wielu innych prawach
pochodzgcych z Kalifornii .
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