
Chiny prezentują pierwszy na
świecie wojskowy system 5G do
zasilania  10  000  robotów
bojowych

Chiny zaprezentowały pierwszą na świecie mobilną stację bazową
5G zaprojektowaną specjalnie do użytku na polu bitwy.

Opracowany wspólnie przez China Mobile Communications Group i
Armię Ludowo-Wyzwoleńczą (PLA), ten najnowocześniejszy system
obiecuje  zrewolucjonizować  współczesne  działania  wojenne,
umożliwiając  płynną  komunikację  nawet  10  000  robotów
wojskowych i dronów w promieniu 3 kilometrów (1,8 mili).

System,  szczegółowo  opisany  w  recenzowanym  artykule
opublikowanym  17  grudnia  w  chińskim  czasopiśmie
Telecommunications Science, oferuje bezprecedensowe możliwości
szybkiej, niskiej latencji i ultra-bezpiecznej wymiany danych.
Nawet w najtrudniejszych warunkach – takich jak tereny górskie
lub miejskie – system utrzymuje nieprzerwaną przepustowość 10
gigabitów  na  sekundę  i  opóźnienie  poniżej  15  milisekund.
Zapewnia  to  niezawodną  łączność  dla  jednostek  PLA
poruszających się z prędkością do 80 kilometrów na godzinę (50
mil na godzinę).

Rozwój sieci 5G klasy wojskowej jest krytycznym krokiem w
ambitnym  planie  Chin,  aby  zbudować  największe  na  świecie
bezzałogowe siły zbrojne. PLA przewiduje przyszłość, w której
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drony, zrobotyzowane psy i inne bezzałogowe platformy bojowe
przewyższają  liczebnie  ludzkich  żołnierzy  na  polu  bitwy.
Jednak  istniejące  wojskowe  systemy  komunikacyjne  z  trudem
radziły sobie z ogromnym zapotrzebowaniem na dane w tak dużych
operacjach robotycznych.

Nowy system 5G stawia czoła temu wyzwaniu. W przeciwieństwie
do  cywilnych  sieci  5G,  które  opierają  się  na  stałej
infrastrukturze,  wersja  wojskowa  została  zaprojektowana  do
działania w środowiskach, w których nie ma naziemnych stacji
bazowych  lub  sygnały  satelitarne  są  zagrożone.  Aby
przezwyciężyć  ograniczenia  tradycyjnych  anten  w  celu
uniknięcia przeszkód, system wykorzystuje flotę dronów.

Drony jako powietrzne stacje bazowe
Innowacyjne rozwiązanie polega na zamontowaniu platformy na
pojazdach  wojskowych,  która  mieści  od  trzech  do  czterech
dronów. Drony te działają jako powietrzne stacje bazowe, na
zmianę utrzymując ciągły zasięg 5G. Gdy bateria jednego drona
się wyczerpie, przekazuje on swoje obowiązki innemu i wraca do
pojazdu w celu naładowania. Ten autonomiczny system został
rygorystycznie przetestowany przez PLA i okazał się skuteczny
w rozwiązywaniu problemów, takich jak częste rozłączenia i
niskie  prędkości,  zapewniając  „bezpieczne,  niezawodne  i
szybkie wdrożenie”.

Jednym z najważniejszych zagrożeń dla wojskowej sieci 5G są
zakłócenia elektromagnetyczne, które mogą pochodzić zarówno od
sił wroga, jak i przyjaznych jednostek działających na tym
samym obszarze. Aby temu przeciwdziałać, PLA wyposażyła system
w zaawansowane środki zaradcze. Małe terminale komunikacyjne
po stronie użytkownika mogą przesyłać dane na bardzo wysokich
poziomach  mocy  –  do  400  megawatów  –  nawet  przy  tłumieniu
elektromagnetycznym,  przy  jednoczesnym  zachowaniu  niskiego
zużycia energii do długotrwałej pracy.

Wojskowy  system  5G  wykorzystuje  również  rozległą  chińską



cywilną infrastrukturę 5G, która w listopadzie 2024 r. będzie
liczyć prawie 4,2 miliona stacji bazowych. Integrując cywilne
narzędzia  automatyzacji,  PLA  osiągnęła  szybkie  i  płynne
przełączanie między dronami a naziemnymi stacjami bazowymi,
proces, który można zakończyć „w mgnieniu oka”.

„Obsługa tak rozległej sieci z konieczności wymaga potężnych
narzędzi i środków automatyzacji, wśród których znajduje się
technologia  automatycznego  otwierania  stacji.  Może  ona
autonomicznie zakończyć tworzenie danych stacji bazowej sieci
bazowej, ładowanie danych, konfigurację parametrów bazowych i
inne zadania” – napisał zespół badawczy.

Podczas  gdy  chiński  wojskowy  system  5G  jest  gotowy  do
wdrożenia, Stany Zjednoczone wciąż zmagają się z wyzwaniami
technicznymi we własnych wysiłkach na rzecz militaryzacji 5G.
W  2020  r.  Stany  Zjednoczone  rozpoczęły  coś,  co  nazwały
największą kampanią militaryzacji technologii 5G, ale postęp
był  powolny.  Lockheed  Martin  i  Verizon  opracowały  system
demonstracyjny  5G.MIL,  który  rejestruje  opóźnienie  do  30
milisekund podczas przesyłania danych między dwoma pojazdami
Humvee oddalonymi od siebie o 100 metrów. Chociaż spełnia to
amerykańskie  standardy  wojskowe,  nie  spełnia  bardziej
rygorystycznych  wymagań  PLA.

Chiński militarny przełom 5G stanowi kamień milowy w ewolucji
nowoczesnych działań wojennych. Umożliwiając rozmieszczenie na
dużą skalę inteligentnych maszyn wojennych, system ten stawia
PLA w czołówce bezzałogowych zdolności bojowych. Technologia
ta, obserwowana przez cały świat, może na nowo zdefiniować
równowagę sił na przyszłych polach bitew, gdzie roboty i drony
mogą wkrótce przewyższyć liczebnie ludzkich żołnierzy.

Dzięki solidnej wydajności, zdolności adaptacji do trudnych
warunków  i  integracji  najnowocześniejszych  technologii
cywilnych, chiński wojskowy system 5G to nie tylko osiągnięcie
technologiczne  –  to  strategiczna  przewaga,  która  może
kształtować  przyszłość  globalnych  operacji  wojskowych.



Śledź CommunistChina.news, aby uzyskać więcej informacji na
temat postępów wojskowych Chin.

Obejrzyj  poniższy  film  o  rozpoczęciu  przez  Chiny  masowej
produkcji robotów AI dla magazynów i sklepów.

https://www.brighteon.com/cb950f2a-fe58-4ecb-932c-d063255dd2cf

Top  12  współczesnych  BRONI
MASOWEJ  ZAGŁADY  i  ich
fałszywe  nazwy  nadane  przez
MSM, Big Tech i Pharma

Od początku XX wieku „władze, które są” w Ameryce angażują się
w  programy  kontroli  i  redukcji  populacji,  aby  ludzie
chorowali, umierali i płacili za to rządowi przez cały czas.
Amerykańskie  Stowarzyszenie  Medyczne  zapoczątkowało  ten
proceder, gdy określiło wszystkie naturalne środki lecznicze
mianem „medycyny znachorów” i „oleju z węża”, a wszystkie
chemiczne  środki  farmaceutyczne  produkowane  w  laboratoriach
mianem  „leków  na  receptę”.  Po  II  wojnie  światowej  masowe
zatruwanie  Amerykanów  nasiliło  się  dzięki  fluoryzowanej
wodzie,  przetworzonej  żywności  i  masowemu  wstrzykiwaniu
roznoszących  choroby,  otępiających  umysł,  niszczących  układ
odpornościowy „szczepionek”.
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W  latach  80.  amerykańska  żywność  została  jeszcze  bardziej
skorumpowana,  zafałszowana  i  zatruta  trującymi  pestycydami,
herbicydami niszczącymi organy (pomyśl o glifosacie/Roundup)
oraz genetycznie zmodyfikowanymi uprawami i nasionami, które
powodują wzrost zachorowań na raka i demencję. Dodajmy do tego
przetworzone oleje, syrop kukurydziany o wysokiej zawartości
fruktozy, aspartam, azotany i glutaminian sodu, a otrzymamy
kilkaset milionów Amerykanów, którzy regularnie udają się do
lekarzy i szpitali z powodu przewlekłych chorób.

Jest  jeszcze  gorzej.  Demokraci,  odkąd  Obama  objął  urząd,
zmodyfikowali  i  wypaczyli  konstytucję,  internet  i  agencje
regulacyjne  do  tego  stopnia,  że  obecnie  istnieje  o  wiele
więcej broni masowego rażenia, które większość Amerykanów jest
zbyt wyprana i ogłupiona, by je rozpoznać.

Od masowych aborcji po plandemię, od zastrzyków krzepnięcia
naczyń krwionośnych (mRNA) po broń modyfikującą pogodę „zmiany
klimatyczne”, od uzbrojonego Departamentu Sprawiedliwości, FBI
i  CIA  po  skorumpowane  wybory,  komunistyczny  rząd  rządzący
obecnie  Ameryką  jest  gotowy  zlikwidować  klasę  średnią  i
zastąpić nas wszystkich nielegalnymi imigrantami.

W zeszłym miesiącu dwie potężne burze zniszczyły całe hrabstwa
w Georgii, Karolinie Północnej i na Florydzie, przy ZEROWEJ
pomocy federalnej. Burze te powstały w dziwnych miejscach,
przemieszczały się w dziwnych kierunkach i tak się złożyło, że
zniszczyły  obszary,  w  których  mieszkają  głównie  wyborcy
Trumpa,  o  czym  świadczy  głosowanie,  które  odbyło  się  w
wyborach  w  2020  roku.  Przypadek?  Technologia  broni
modyfikującej  pogodę  (broń  masowego  rażenia  modyfikująca
pogodę)  jest  prawdziwa  i  wystarczy  spojrzeć  na  stronę
internetową NOAA i odnieść się do działań DoD i FEMA, które
odzwierciedlają  chęć  zrujnowania  życia  Amerykanów,  a  nie
ratowania i pomocy w czasie kryzysu.



Oto  12  najlepszych  współczesnych
broni  masowego  rażenia  i  ich
fałszywe  nazwy  dostarczone  przez
MSM, Big Tech i Big Pharma
1. Ekstremalna modyfikacja pogody i technologia uzbrojenia –
MSM i globaliści nazywają to „zmianą klimatu”.

2. Celowo zaprojektowane i uwolnione laboratoryjnie wirusy,
pasożyty, bakterie i patogeny – MSM nazywa to „pandemią”.

3. Zastrzyki z modyfikowanych genów, zwolennicy turbo raka i
technologia nanocząsteczek grafenu – MSM, CDC i Big Pharma
nazywają to „szczepionkami” mRNA i „białkami kolczastymi”.

4. Technologia podejmowania decyzji generowana komputerowo –
„sztuczna  inteligencja”  (kluczowy  składnik  uzbrojenia
informacji, dezinformacji)

5. Brudna energia – MSM i Big Tech nazywają ją „siecią 5G” lub
technologią sieci bezprzewodowej piątej generacji.

6. Bomby na smartfony i pagery – nazywane „bateriami litowymi”

7. Farmaceutyki z jadem – nazywane „lekami na receptę”

8. Powodujące demencję i raka pestycydy i herbicydy wplecione
w nasiona roślin uprawnych – to stworzone w laboratorium GMO
Frankenfood – Big Food nazywa to „inżynierią genetyczną” lub
„biotechnologią”.

9. Redukcja populacji i ludobójstwo poprzez masowe aborcje i
szczepienia  –  MSM  nazywa  to  „planowanym  rodzicielstwem”  i
„zdrowiem kobiet”.

10. Pranie mózgu młodzieży w celu wspierania ideologii gender-
bender, socjalizmu, satanizmu, CRT, przestępstw z nienawiści i
masowych  szczepień  –  Big  Tech  nazywa  to  „mediami



społecznościowymi”.

11.  Wycieki  chemiczne,  eksplozje,  podpalenia  i  oparzenia
chemiczne  (Palestyna,  Ohio)  –  MSM  i  korporacyjna  Ameryka
nazywają to wszystko „wypadkami”.

12.  Nielegalna  imigracja  przestępców,  handlarzy  narkotyków,
przemyt narkotyków, handel ludźmi i migracja terrorystów do
Stanów Zjednoczonych – MSM nazywa to zamkniętymi granicami i
„amerykańską drogą”.

Dostrój swoją oszukańczą częstotliwość do Censored.news, aby
uzyskać  prawdziwe  wiadomości  na  temat  oporu  wobec  agresji
rządowej kierowanej przez Demokratów i broni masowego rażenia
o  tajnych  nazwach,  które  widzimy  obecnie  najeżdżając,
manipulując  i  niszcząc  wszystkie  dziedziny  życia.

Wojskowe korzenie Facebooka

Komentarz: Przecież to jasne , że nie ma czegoś takiego jak
geniusz, który napisał aplikację i z zera został miliarderem.
Bez opieki odpowiednich ludzi nie robi się takiej kariery. Tak
samo z Gates’em – gdyby nie to że to był SWÓJ chłop, z
dziadkiem związanym z klinikami aborcyjnymi, to by też nie był
promowany. Tak samo jak Owsiak. Krzysztof

Rosnąca  rola  Facebooka  w  stale  rozwijającym  się  aparacie
nadzoru  i  „przedkryminalnym”  państwie  bezpieczeństwa

https://ocenzurowane.pl/wojskowe-korzenie-facebooka/


narodowego  wymaga  nowej  analizy  pochodzenia  firmy  i  jej
produktów  w  odniesieniu  do  poprzedniego,  kontrowersyjnego
programu  nadzoru  prowadzonego  przez  DARPA,  który  był
zasadniczo analogiczny do tego, co jest obecnie największą na
świecie siecią społecznościową.

W połowie lutego Daniel Baker, amerykański weteran określany
przez media jako „antytrumpowy, antyrządowy, przeciwny białej
supremacji i przeciwny policji”, został oskarżony przez wielką
ławę  przysięgłych  z  Florydy  o  dwa  zarzuty  „przekazywania
wiadomości  komunikat  w  handlu  międzystanowym  zawierający
groźbę porwania lub zranienia.”

Komunikat, o którym mowa, Baker umieścił na Facebooku, gdzie
stworzył  stronę  wydarzenia  mającą  na  celu  zorganizowanie
zbrojnego wiecu w stosunku do zaplanowanego przez zwolenników
Donalda  Trumpa  6  stycznia  w  stolicy  Florydy,  Tallahassee.
„Jeśli boisz się umrzeć, walczyć z wrogiem, a potem zostań w
łóżku  i  żyj.  Zadzwoń  do  wszystkich  swoich  znajomych  i
powstańcie!” – napisał Baker na swojej stronie wydarzenia na
Facebooku.

Sprawa  Bakera  jest  godna  uwagi,  ponieważ  jest  to  jedno  z
pierwszych aresztowań „przed przestępstwem” opartych wyłącznie
na  wpisach  w  mediach  społecznościowych  –  logiczny  wniosek
płynący z wysiłków administracji Trumpa, a obecnie Bidena, na
rzecz normalizacji aresztowań osób za wpisy w Internecie, aby
zapobiec  aktom  przemocy,  zanim  będą  one  mogły  to  zrobić.
zdarzyć.  Począwszy  od  rosnącego  stopnia
zaawansowania  programów  predykcyjnych  działań
policyjnych  Palantira,  przedsiębiorstwa  wywiadu
USA/kontraktora  wojskowego  ,  po  formalne  ogłoszenie  przez
Departament  Sprawiedliwości  programu  zakłócania  i  wczesnego
zaangażowania  w  2019  r.  po  pierwszy  budżet  Bidena,  który
obejmuje 111 mln dolarów na ściganie i zarządzanie „rosnącą
liczbą spraw związanych z terroryzmem krajowym” – Pod rządami
każdej administracji prezydenckiej po 11 września zauważalny
był stały postęp w kierunku skupionej przed przestępczością
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„wojny z terroryzmem wewnętrznym”.

Ta nowa, tak zwana wojna z terroryzmem krajowym faktycznie
zaowocowała wieloma tego typu postami na Facebooku. I chociaż
Facebook od dawna starał się przedstawiać siebie jako „rynek
miejski”,  który  umożliwia  nawiązywanie  kontaktów  ludziom  z
całego świata, głębsze spojrzenie na jego pozornie wojskowe
pochodzenie  i  ciągłe  powiązania  wojskowe  ujawnia,  że  ​
największa  na  świecie  sieć  społecznościowa  zawsze  miała
działać  jako  narzędzie  nadzoru  służące  identyfikowaniu  i
zwalczaniu sprzeciwu w kraju.

Część  1  tej  dwuczęściowej  serii  na  temat  Facebooka  i
amerykańskiego stanu bezpieczeństwa narodowego bada początki
tej sieci mediów społecznościowych oraz czas i charakter jej
powstania  w  związku  z  kontrowersyjnym  programem  wojskowym,
który został zamknięty tego samego dnia, w którym uruchomiono
Facebooka. Program, znany jako LifeLog, był jednym z kilku
kontrowersyjnych  programów  obserwacji  po  11  września,
realizowanych  przez  Agencję  Zaawansowanych  Projektów
Badawczych w dziedzinie Obronności (DARPA) Pentagonu, który
groził  zniszczeniem  prywatności  i  swobód  obywatelskich  w
Stanach Zjednoczonych, a jednocześnie miał na celu zebranie
danych  do  celów  produkujących  „humanizowaną”  sztuczną
inteligencję  (AI).  

Jak wykaże ten raport, Facebook nie jest jedynym gigantem z
Doliny Krzemowej, którego początki ściśle pokrywają się z tą
samą serią inicjatyw DARPA i którego obecne działania stanowią
zarówno silnik, jak i paliwo dla zaawansowanej technologicznie
wojny z krajowym sprzeciwem.

Eksploracja  danych  DARPA  dla
„bezpieczeństwa  narodowego”  i



„humanizowania”  sztucznej
inteligencji
W następstwie ataków z 11 września DARPA, w ścisłej współpracy
ze  społecznością  wywiadowczą  USA  (w  szczególności  z  CIA),
rozpoczęła  opracowywanie  „przedprzestępczego”  podejścia  do
zwalczania  terroryzmu,  znanego  jako  Total  Information
Awareness  (TIA).  Celem  TIA  było  opracowanie
„wszystkowidzącego”  aparatu  wojskowego  nadzoru.  Oficjalna
logika stojąca za TIA była taka, że ​​inwazyjna inwigilacja
całej  populacji  USA  była  konieczna,  aby  zapobiec  atakom
terrorystycznym, zjawiskom bioterroryzmu, a nawet naturalnie
występującym epidemiom chorób. 

Pomysłodawcą TIA i człowiekiem, który przewodził jej podczas
jej  stosunkowo  krótkiego  istnienia,  był  John  Poindexter  ,
najbardziej znany z tego, że był doradcą Ronalda Reagana ds.
bezpieczeństwa  narodowego  podczas  afery  Iran-Contras  i
został  skazany  za  pięć  przestępstw  w  związku  z  tym
skandalem.  Mniej  znaną  działalnością  przedstawicieli  Iran-
Contras,  takich  jak  Poindexter  i  Oliver  North,  było
opracowanie przez nich bazy danych Main Core do wykorzystania
w  protokołach  „ciągłości  rządzenia”.  Main  Core  został
wykorzystany do sporządzenia listy amerykańskich dysydentów i
„potencjalnych wichrzycieli”, z którymi należy się uporać w
przypadku  powołania  się  na  protokoły  COG.  Na  protokoły
te  można  się  powołać  z  różnych  powodów,  w  tym  z  powodu
powszechnego sprzeciwu opinii publicznej wobec amerykańskiej
interwencji  wojskowej  za  granicą,  powszechnego  sprzeciwu
wewnętrznego  lub  niejasno  określonego  momentu  „kryzysu
narodowego”  lub  „czasu  paniki”.  Amerykanie  nie  byli
informowani, czy ich nazwisko znalazło się na liście, a dana
osoba  mogła  zostać  dodana  do  listy  tylko  dlatego,  że  w
przeszłości brała udział w protestach, nie płaciła podatków
lub  miała  inne,  „często  błahe”  zachowania  uznawane  za  „
nieprzyjazny” przez jego architektów w administracji Reagana. 
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W świetle tego nie było przesadą, gdy felietonista „New York
Timesa” William Safire zauważył, że dzięki TIA „Poindexter
realizuje  teraz  swoje  dwudziestoletnie  marzenie:  uzyskanie
mocy „eksploracji danych” umożliwiającej szpiegowanie każdego
publicznego i prywatnego działania każdego Amerykanina”.

Program TIA spotkał się ze znacznym oburzeniem obywateli po
jego ujawnieniu opinii publicznej na początku 2003 r. Wśród
krytyków  TIA  znalazła  się  Amerykańska  Unia  Wolności
Obywatelskich, która twierdziła , że ​​wysiłki inwigilacyjne
„zabiją prywatność w Ameryce”, ponieważ „każdy aspekt naszego
życia byłby skatalogowane”, podczas gdy kilka mediów głównego
nurtu  ostrzegało,  że  TIA  „walczy  z  terroryzmem  poprzez
przerażanie obywateli USA”. W wyniku nacisków DARPA zmieniła
nazwę  programu  na  Terrorist  Information  Awareness,  aby
brzmiała  mniej  jak  panoptykon  dotyczący  bezpieczeństwa
narodowego, a bardziej jak program skierowany szczególnie do
terrorystów w epoce po 11 września. 

Logo Biura Świadomości Informacyjnej DARPA, które nadzorowało
Total Information Awareness podczas jego krótkiego istnienia

Projekty TIA nie zostały jednak w rzeczywistości zamknięte, a
większość z nich została przeniesiona do tajnych tek Pentagonu
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i  społeczności  wywiadowczej  USA.  Niektóre  z  nich,  jak  na
przykład Palantir Petera Thiela , stały się finansowane przez
wywiad  i  kierowały  przedsięwzięciami  sektora  prywatnego  ,
podczas gdy inne pojawiły się ponownie po latach pod pozorem
walki z kryzysem związanym z Covid-19. 

Wkrótce po zainicjowaniu TIA podobny program DARPA nabierał
kształtu pod kierownictwem bliskiego przyjaciela Poindextera,
menadżera  programu  DARPA  Douglasa  Gage’a.  Projekt  Gage’a,
LifeLog, miał na celu „zbudowanie bazy danych śledzącej całe
życie danej osoby”, która obejmowałaby relacje i komunikację
danej osoby (rozmowy telefoniczne, poczta itp.), jej nawyki
dotyczące korzystania z mediów, zakupy i wiele innych w celu
zbudowania cyfrowy zapis „ wszystko, co dana osoba mówi, widzi
lub robi”. LifeLog następnie pobierze te nieustrukturyzowane
dane i uporządkuje je w „ dyskretne odcinki ” lub migawki,
jednocześnie  „mapując  relacje,  wspomnienia,  wydarzenia  i
doświadczenia”.

Według Gage’a i zwolenników programu LifeLog stworzyłby trwały
i  przeszukiwalny  elektroniczny  dziennik  całego  życia  danej
osoby,  który  według  DARPA  mógłby  zostać  wykorzystany  do
stworzenia „cyfrowych asystentów” nowej generacji i zaoferować
użytkownikom „niemal idealną pamięć cyfrową”. ” Gage upierał
się , że nawet po zakończeniu programu poszczególne osoby
miałyby „pełną kontrolę nad własnymi działaniami związanymi z
gromadzeniem  danych”,  ponieważ  mogłyby  „decydować,  kiedy
włączyć, a kiedy wyłączyć czujniki i kto udostępni dane”. Od
tego  czasu  analogiczne  obietnice  dotyczące  kontroli
użytkowników  składali  giganci  technologiczni  z  Doliny
Krzemowej,  ale  wielokrotnie  łamali  je  dla  zysku  i  w  celu
zasilania rządowego aparatu nadzoru wewnętrznego.

Informacje,  które  LifeLog  zbierał  na  podstawie  każdej
interakcji  danej  osoby  z  technologią,  byłyby  łączone  z
informacjami  uzyskanymi  z  nadajnika  GPS,  który  śledził  i
dokumentował  lokalizację  danej  osoby,  czujników
audiowizualnych rejestrujących to, co dana osoba widziała i
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mówiła, a także biomedycznych monitorów oceniających zdrowie
danej osoby. Podobnie jak TIA, LifeLog był promowany przez
DARPA  jako  potencjalnie  wspierający  „badania  medyczne  i
wczesne wykrywanie pojawiającej się epidemii”.

Krytycy w mediach głównego nurtu i poza nim szybko zwrócili
uwagę,  że  program  nieuchronnie  zostanie  wykorzystany  do
budowania  sylwetek  dysydentów,  a  także  podejrzanych  o
terroryzm. W połączeniu z wielopoziomowym monitorowaniem osób
przez TIA, LifeLog poszedł dalej, „dodając informacje fizyczne
(takie jak to, jak się czujemy) i dane medialne (takie jak to,
co czytamy) do danych transakcyjnych”. Jeden z krytyków, Lee
Tien z Electronic Frontier Foundation, ostrzegł wówczas , że
programy  realizowane  przez  DARPA,  w  tym  LifeLog,  „mają
oczywiste i łatwe ścieżki do wdrożenia w ramach bezpieczeństwa
wewnętrznego”. 

W tamtym czasie DARPA publicznie utrzymywała , że ​​LifeLog i
TIA  nie  są  ze  sobą  powiązane,  pomimo  ich  oczywistych
podobieństw,  oraz  że  LifeLog  nie  będzie  wykorzystywany  do
„tajnego nadzoru”. Jednakże w dokumentacji DARPA dotyczącej
LifeLog  odnotowano,  że  w  ramach  projektu  „będzie  można
.  .  .  wywnioskować  o  rutynach,  zwyczajach  i  relacjach
użytkownika  z  innymi  ludźmi,  organizacjami,  miejscami  i
przedmiotami  oraz  wykorzystać  te  wzorce,  aby  ułatwić  mu
zadanie”, w którym uznano jego potencjalne zastosowanie jako
narzędzia masowej inwigilacji.

Oprócz możliwości profilowania potencjalnych wrogów państwa,
LifeLog miał inny cel, prawdopodobnie ważniejszy dla państwa
zapewniającego  bezpieczeństwo  narodowe  i  jego  partnerów
akademickich  –  „humanizację”  i  rozwój  sztucznej
inteligencji. Pod koniec 2002 roku, zaledwie kilka miesięcy
przed  ogłoszeniem  istnienia  LifeLog,  DARPA  opublikowała
dokument strategiczny szczegółowo opisujący rozwój sztucznej
inteligencji poprzez zasilanie jej ogromnym strumieniem danych
z różnych źródeł. 

https://web.archive.org/web/20190627112113/https://www.wired.com/2003/07/helping-machines-think-different/
https://users.ece.cmu.edu/~adrian/630-f03/lifelog.html


Projekty nadzoru wojskowego po 11 września – LifeLog i TIA to
tylko dwa z nich – zapewniły ilości danych, których uzyskanie
wcześniej było nie do pomyślenia, a które mogłyby potencjalnie
stanowić  klucz  do  osiągnięcia  hipotetycznej  „osobliwości
technologicznej”.  Dokument  DARPA  z  2002  r.  omawia  nawet
wysiłki  DARPA  mające  na  celu  stworzenie  interfejsu  mózg-
maszyna,  który  przesyłałby  ludzkie  myśli  bezpośrednio  do
maszyn w celu rozwoju sztucznej inteligencji poprzez ciągłe
zalewanie jej świeżo wydobytymi danymi. 

Jeden  z  projektów  przedstawionych  przez  DARPA,  Cognitive
Computing  Initiative,  miał  na  celu  rozwój  zaawansowanej
sztucznej  inteligencji  poprzez  stworzenie  „trwałego,
spersonalizowanego asystenta poznawczego”, nazwanego później
Perceptive Asystent, który się uczy , (PAL). PAL od samego
początku  był  powiązany  z  LifeLog,  którego  pierwotnym
zamierzeniem  było  zapewnienie  „asystentowi”  sztucznej
inteligencji przypominającego człowieka zdolności podejmowania
decyzji  i  rozumienia  poprzez  przekształcanie  mas
nieustrukturyzowanych  danych  w  format  narracyjny.  

Przyszli główni badacze projektu LifeLog odzwierciedlają także
końcowy  cel  programu,  jakim  jest  stworzenie  humanizowanej
sztucznej  inteligencji.  Na  przykład  Howard  Shrobe  z
Laboratorium Sztucznej Inteligencji MIT i jego ówczesny zespół
mieli  być  ściśle  zaangażowani  w  LifeLog.  Shrobe  pracował
wcześniej dla DARPA nad „ewolucyjnym projektowaniem złożonego
oprogramowania”, zanim został zastępcą dyrektora Laboratorium
AI  na  MIT  i  poświęcił  swoją  długą  karierę  na  budowaniu
„sztucznej  inteligencji  w  stylu  kognitywnym”.  W  latach  po
odwołaniu LifeLog ponownie pracował dla DARPA, a także przy
projektach  badawczych  związanych  ze  sztuczną  inteligencją
związanych ze społecznością wywiadowczą. Ponadto laboratorium
AI na MIT było ściśle powiązane z korporacją z lat 80. XX
wieku i wykonawcą DARPA o nazwie Thinking Machines , która
została  założona  przez  wielu  luminarzy  laboratorium  i/lub
zatrudniała  wielu  luminarzy  laboratorium,  w  tym  Danny’ego
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Hillisa, Marvina Minsky’ego i Erica Landera, i starała się
budować  superkomputery  AI  zdolne  do  myślenia  na  poziomie
ludzkim. Później okazało się, że wszystkie trzy osoby były
bliskimi  współpracownikami  i/lub  sponsorowanymi  przez
powiązanego  z  wywiadem  pedofila  Jeffreya  Epsteina,  który
również  hojnie  przekazał  darowizny  na  rzecz  MIT  jako
instytucji oraz był głównym fundatorem i orędownikiem badań
naukowych związanych z transhumanizmem.

Wkrótce po zamknięciu programu LifeLog krytycy obawiali się,
że podobnie jak TIA będzie on kontynuowany pod inną nazwą. Na
przykład  Lee  Tien  z  Electronic  Frontier
Foundation powiedział VICE w momencie anulowania LifeLog: „Nie
zdziwiłbym się, gdybym dowiedział się, że rząd w dalszym ciągu
finansował badania, które popchnęły tę dziedzinę do przodu,
nie nazywając go LifeLog”.

Wraz z krytykami jeden z potencjalnych badaczy pracujących nad
LifeLog, David Karger z MIT, również był pewien, że projekt
DARPA będzie kontynuowany w nowej formie. Powiedział Wired ,
że „Jestem pewien, że takie badania będą nadal finansowane z
innego  tytułu.  .  .  Nie  mogę  sobie  wyobrazić,  że  DARPA
„porzuci”  tak  kluczowy  obszar  badawczy”.  

Wydaje się, że odpowiedź na te spekulacje należy do firmy,
która uruchomiła usługę dokładnie tego samego dnia, w którym
Pentagon zamknął LifeLog: Facebooka.

Świadomość informacyjna Thiela
Po znacznych kontrowersjach i krytyce pod koniec 2003 roku TIA
została  zamknięta  i  pozbawiona  finansowania  przez  Kongres,
zaledwie kilka miesięcy po jej uruchomieniu. Dopiero później
ujawniono, że TIA tak naprawdę nigdy nie została  zamknięta ,
a jej różne programy zostały potajemnie podzielone pomiędzy
sieć  agencji  wojskowych  i  wywiadowczych  tworzących
amerykańskie  państwo  zapewniające  bezpieczeństwo
narodowe.  Część  z  nich  została  sprywatyzowana.
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W tym samym miesiącu, w którym TIA została zmuszona do zmiany
nazwy w związku z rosnącymi sprzeciwami, Peter Thiel założył
firmę  Palantir,  która,  nawiasem  mówiąc,  opracowywała
podstawowe  oprogramowanie  panopticon,  którego  TIA  miała
nadzieję  używać.  Wkrótce  po  założeniu  Palantir  w  2003  r.
Richard  Perle,  notoryczny  neokonserwatysta  z  administracji
Reagana i Busha oraz architekt wojny w Iraku, zadzwonił do
Poindextera  z  TIA  i  powiedział,  że  chce  przedstawić  go
Thielowi  i  jego  współpracownikowi  Alexowi  Karpowi,  obecnie
dyrektorowi generalnemu Palantir. Według raportu magazynu  New
York Poindexter „był dokładnie tą osobą”, z którą Thiel i Karp
chcieli się spotkać, głównie dlatego, że „ich nowa firma miała
podobne ambicje do tego, co Poindexter próbował stworzyć w
Pentagonie ” , czyli TIA . Podczas tego spotkania Thiel i Karp
starali  się  „wybrać  mózg  człowieka  obecnie  powszechnie
postrzeganego jako ojciec chrzestny współczesnej inwigilacji”.

Peter Thiel przemawia na Światowym Forum Ekonomicznym w 2013
r., Źródło: Mirko Ries Dzięki uprzejmości Światowego Forum
Ekonomicznego
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Wkrótce  po  założeniu  Palantira,  choć  dokładny  termin  i
szczegóły inwestycji pozostają ukryte przed opinią publiczną,
In-Q-Tel  z  CIA  stał  się,  obok  samego  Thiela,  pierwszym
sponsorem firmy, przekazując jej szacunkową kwotę 2 milionów
dolarów. Informacje o udziałach In-Q-Tel w Palantir zostaną
podane do wiadomości publicznej dopiero w połowie 2006 roku . 

Pieniądze  z  pewnością  się  przydały.  Ponadto  Alex
Karp  powiedział   New  York  Times  w  październiku  2020  r.:
„prawdziwą wartością inwestycji In-Q-Tel było to, że zapewniła
ona Palantirowi dostęp do analityków CIA, którzy byli jego
zamierzonymi klientami”. Kluczową postacią w inwestycjach In-
Q-Tel  w  tym  okresie,  w  tym  w  inwestycji  w  Palantir,  był
dyrektor ds. informacji CIA, Alan Wade, który był głównym
przedstawicielem społeczności wywiadowczej w zakresie Totalnej
Świadomości  Informacyjnej.  Wade  był  wcześniej
współzałożycielem  firmy  Chiliad,  dostawcy  oprogramowania
Homeland Security po 11 września, wraz z Christine Maxwell,
siostrą  Ghislaine  Maxwell  i  córką  działacza  Iran-Contras,
agenta wywiadu i barona medialnego Roberta Maxwella. 

Po inwestycji In-Q-Tel CIA była jedynym klientem Palantira aż
do  2008  roku.  W  tym  okresie  dwaj  czołowi  inżynierowie
Palantira – Aki Jain i Stephen Cohen – podróżowali co dwa
tygodnie do siedziby CIA w Langley w Wirginii . Jain pamięta,
że ​​w latach 2005–2009 odbył co najmniej dwieście podróży do
siedziby CIA. Podczas tych regularnych wizyt analitycy CIA
„testowali [oprogramowanie Palantira] i przekazywali opinie, a
następnie  Cohen  i  Jain  wracali  do  Kalifornii,  aby  je
ulepszyć”.  Podobnie  jak  w  przypadku  decyzji  In-Q-Tel  o
inwestycji w Palantir, główny specjalista ds. informacji CIA
pozostał w tym czasie jednym z architektów TIA. Alan Wade
odegrał kluczową rolę w wielu z tych spotkań, a następnie w
„udoskonalaniu” produktów Palantir.

Obecnie  produkty  Palantir  są  wykorzystywane  do  masowej
inwigilacji,  predykcyjnych  działań  policyjnych  i  innych
niepokojących  polityk  amerykańskiego  państwa  zapewniającego
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bezpieczeństwo  narodowe.  Wymownym  przykładem  jest  znaczne
zaangażowanie Palantir w nowy program nadzoru nad ściekami
prowadzony przez służbę zdrowia i opiekę społeczną, który po
cichu rozprzestrzenia się w całych Stanach Zjednoczonych. Jak
zauważono w poprzednim raporcie Unlimited Hangout , system ten
jest  wskrzeszeniem  programu  TIA  o  nazwie
Biosurveillance. Przesyła wszystkie swoje dane do zarządzanej
przez Palantir i tajnej platformy danych HHS Protect. Decyzja
o  przekształceniu  kontrowersyjnych  programów  prowadzonych
przez DARPA w prywatne przedsięwzięcia nie ograniczała się
jednak do Palantira Thiela.

Powstanie Facebooka
Zamknięcie  TIA  w  DARPA  miało  wpływ  na  kilka  powiązanych
programów,  które  również  zostały  zlikwidowane  w  wyniku
publicznego  oburzenia  wywołanego  programami  DARPA  po  11
września. Jednym z takich programów był LifeLog. Gdy wieść o
programie  rozeszła  się  po  mediach,  wielu  z  tych  samych
głośnych  krytyków,  którzy  zaatakowali  TIA,  z  podobną
gorliwością  zaatakowało  LifeLog,  a  Steven  Aftergood  z
Federacji Amerykańskich Naukowców powiedział wówczas Wired ,
że  „LifeLog  ma  potencjał,  aby  stać  się  czymś  jak  „TIA  w
kostkach”. Postrzeganie LifeLog jako czegoś, co mogłoby okazać
się jeszcze gorsze niż niedawno odwołany TIA, miało wyraźny
wpływ na DARPA, która właśnie anulowała zarówno TIA, jak i
inny  powiązany  program  po  znacznych  protestach  opinii
publicznej  i  prasy.  

Burza  krytyki  programu  LifeLog  zaskoczyła  jego  menadżera
programu, Douga Gage’a, a Gage w dalszym ciągu zapewniał, że
krytycy programu „całkowicie błędnie scharakteryzowali” cele i
ambicje projektu. Pomimo protestów Gage’a oraz potencjalnych
badaczy  i  innych  zwolenników  LifeLog,  projekt
został publicznie porzucony 4 lutego 2004 r. DARPA nigdy nie
wyjaśniła swojego cichego ruchu w celu zamknięcia LifeLog, a
rzecznik stwierdził jedynie, że było to powiązane z „ zmiana
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priorytetów” dla agencji. W związku z decyzją dyrektora DARPA
Tony’ego  Tethera  o  zabiciu  LifeLog,  Gage  powiedział
później VICE : „Myślę, że TIA tak go poparzyła, że ​​nie
chciał  mieć  do  czynienia  z  dalszymi  kontrowersjami  z
LifeLog.  Śmierć  LifeLog  była  szkodą  uboczną  związaną  ze
śmiercią TIA.

Szczęśliwie dla zwolenników celów i ambicji LifeLog, firma,
która okazała się jej odpowiednikiem z sektora prywatnego,
narodziła się tego samego dnia, w którym ogłoszono zakończenie
działalności  LifeLog.  4  lutego  2004  r.  Facebook,  będący
obecnie  największą  siecią  społecznościową  na
świecie, uruchomił swoją witrynę internetową i szybko wspiął
się na szczyty mediów społecznościowych, pozostawiając inne
ówczesne firmy zajmujące się mediami społecznościowymi w tyle.

Sean  Parker  z  Founders  Fund  przemawia  podczas  konferencji
LeWeb w 2011 r., Źródło: @Kmeron dla LeWeb11 @ Les Docks de
Paris

Kilka miesięcy po uruchomieniu Facebooka, w czerwcu 2004 roku,
współzałożyciele Facebooka Mark Zuckerberg i Dustin Moskovitz
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wprowadzili  Seana  Parkera  do  zespołu  wykonawczego
Facebooka.  Parker,  wcześniej  znany  ze  współzałożyciela
Napstera, później połączył Facebooka z pierwszym inwestorem
zewnętrznym,  Peterem  Thielem.  Jak  wspomniano,  Thiel  w  tym
czasie,  w  porozumieniu  z  CIA,  aktywnie  próbował  wskrzesić
kontrowersyjne programy DARPA, które zostały zlikwidowane w
poprzednim roku. Warto zauważyć, że Sean Parker, który został
pierwszym prezydentem Facebooka, miał także historię związaną
z CIA, która zwerbowała go w wieku szesnastu lat, wkrótce po
tym, jak FBI przyłapało go za włamywanie się do korporacyjnych
i wojskowych baz danych. Dzięki Parkerowi we wrześniu 2004 r.
Thiel  formalnie  nabył  akcje  Facebooka  o  wartości  500  000
dolarów i został włączony do jego zarządu. Parker utrzymywał
bliskie  kontakty  z  Facebookiem  i  Thielem,  a  w  2006  roku
Parker został zatrudniony jako partner zarządzający Thiel’s
Founders Fund.

Thiel i współzałożyciel Facebooka, Mosokvitz, zaangażowali się
poza siecią społecznościową długo po tym, jak Facebook zyskał
na  znaczeniu,  a  fundusz  założycielski  Thiela  stał
się znaczącym inwestorem w firmie Moskovitz Asana w 2012 r.
Długotrwała symbiotyczna relacja Thiela ze współzałożycielami
Facebooka rozciąga się na jego firmę Palantir, jak wynika z
danych  informacje,  które  użytkownicy  Facebooka
upubliczniają, niezmiennie trafiają do baz danych Palantir i
pomagają w napędzaniu silnika monitorującego, który Palantir
obsługuje garstkę amerykańskich departamentów policji, wojska
i  służb  wywiadowczych.  W  przypadku  skandalu  związanego  z
danymi Facebooka i Cambridge Analytica Palantir był również
zaangażowany w wykorzystywanie danych z Facebooka na potrzeby
kampanii prezydenckiej Donalda Trumpa w 2016 r. 

Dziś,  jak  wykazały  niedawne  aresztowania,  takie  jak
aresztowanie Daniela Bakera, dane z Facebooka mają pomóc w
nadchodzącej  „wojnie  z  terroryzmem  krajowym”,  biorąc  pod
uwagę,  że  informacje  udostępniane  na  platformie  są
wykorzystywane  do  „przed  popełnieniem  przestępstwa”
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przechwytywania obywateli USA na szczeblu krajowym . W świetle
tego warto zatrzymać się nad faktem, że wysiłki Thiela mające
na celu wskrzeszenie głównych aspektów TIA jako jego własnej
prywatnej  firmy  zbiegły  się  w  czasie  z  tym,  że  stał  się
pierwszym inwestorem zewnętrznym w czymś, co zasadniczo było
analogią do innego programu DARPA, głęboko powiązanego z TIA. 

Facebook, front
Ze względu na zbieg okoliczności, że Facebook uruchomił się
tego samego dnia, w którym zamknięto LifeLog, pojawiły się
ostatnio  spekulacje,  że  Zuckerberg  rozpoczął  i  uruchomił
projekt wspólnie z Moskovitzem, Saverinem i innymi w drodze
zakulisowej koordynacji z DARPA lub innym organem. państwa
bezpieczeństwa  narodowego.  Chociaż  nie  ma  bezpośrednich
dowodów  potwierdzających  to  dokładne  twierdzenie,  wczesne
zaangażowanie Parkera i Thiela w projekt, szczególnie biorąc
pod uwagę czas innych działań Thiela, ujawnia, że ​​w rozwój
Facebooka  zaangażowane  było  państwo  zapewniające
bezpieczeństwo  narodowe.  Dyskusyjne  jest,  czy  Facebook  od
samego początku miał być analogiem LifeLog, czy też stał się
projektem  mediów  społecznościowych,  który  spełniał  te
wymagania po jego uruchomieniu. To drugie wydaje się bardziej
prawdopodobne,  zwłaszcza  biorąc  pod  uwagę,  że  Thiel
zainwestował  także  w  inną  wczesną  platformę  mediów
społecznościowych,  Friendster  .  

Ważnym punktem łączącym Facebooka i LifeLog jest późniejsza
identyfikacja  Facebooka  z  LifeLog  przez  samego  architekta
DARPA tego ostatniego. W 2015 roku Gage powiedział VICE , że
„Facebook  jest  obecnie  prawdziwą  twarzą  pseudo-
LifeLog”. Wymownie dodał: „Skończyło się na udostępnianiu tego
samego rodzaju szczegółowych danych osobowych reklamodawcom i
brokerom danych, nie wywołując przy tym takiego sprzeciwu,
jaki wywołał LifeLog”. 

Użytkownicy  Facebooka  i  innych  dużych  platform  mediów
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społecznościowych byli dotychczas zadowoleni, umożliwiając tym
platformom sprzedaż ich prywatnych danych, o ile działają one
publicznie  jako  przedsiębiorstwa  prywatne.  Reakcja  pojawiła
się  naprawdę  dopiero  wtedy,  gdy  takie  działania  zostały
publicznie  powiązane  z  rządem  USA,  a  zwłaszcza  z  armią
amerykańską, mimo że Facebook i inni giganci technologiczni
rutynowo  udostępniają  dane  swoich  użytkowników  państwu
zapewniającemu  bezpieczeństwo  narodowe.  W  praktyce  różnica
pomiędzy podmiotami publicznymi i prywatnymi jest niewielka.

Edward Snowden, sygnalista NSA, w szczególności ostrzegł w
2019  r.,  że  Facebook  jest  tak  samo  niegodny  zaufania  jak
wywiad  USA,  stwierdzając,  że  „wewnętrznym  celem  Facebooka,
niezależnie od tego, czy podaje to publicznie, czy nie, jest
gromadzenie doskonałych zapisów życia prywatnego w maksymalnym
stopniu możliwości, a następnie wykorzystać je do wzbogacenia
własnego przedsiębiorstwa. I cholera, konsekwencje.

Snowden  stwierdził  również  w  tym  samym  wywiadzie,  że  „im
więcej Google o Tobie wie, im więcej wie o Tobie Facebook, tym
więcej może. . . tworzyć trwałe zapisy życia prywatnego, tym
większy wpływ i władzę mają na nas.” To podkreśla, jak zarówno
Facebook, jak i powiązane z wywiadem Google osiągnęły wiele z
tego, co zamierzał LifeLog, ale na znacznie większą skalę, niż
pierwotnie przewidywała DARPA.

Rzeczywistość jest taka, że ​​większość dzisiejszych dużych
firm  z  Doliny  Krzemowej  jest  od  samego  początku  ściśle
powiązana  z  amerykańskim  establishmentem  zapewniającym
bezpieczeństwo  narodowe.  Godnymi  uwagi  przykładami,  poza
Facebookiem i Palantirem, są Google i Oracle . Dziś firmy te
bardziej otwarcie współpracują z agencjami wywiadu wojskowego,
które kierowały ich rozwojem i/lub zapewniały finansowanie na
wczesnym etapie, ponieważ są wykorzystywane do dostarczania
danych  niezbędnych  do  napędzania  nowo  ogłoszonej  wojny  z
terroryzmem krajowym i towarzyszącymi mu algorytmami. 

To nie przypadek, że ktoś taki jak Peter Thiel, który zbudował
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Palantir wraz z CIA i pomógł zapewnić rozwój Facebooka, jest
również mocno zaangażowany w oparte na Big Data „predykcyjne
działania  policyjne”  oparte  na  sztucznej  inteligencji  i
podejściu  do  inwigilacji  i  egzekwowania  prawa,  zarówno  za
pośrednictwem Palantira, jak i jego inne inwestycje . TIA,
LifeLog  oraz  powiązane  programy  i  instytucje  rządowe  i
prywatne  uruchomione  po  11  września  zawsze  miały  na
celu  wykorzystanie  przeciwko  amerykańskiemu  społeczeństwu  w
wojnie przeciwko sprzeciwowi. Zostało to zauważone przez ich
krytyków  w  latach  2003-2004  oraz  przez  tych,
którzy badali pochodzenie zwrotu „bezpieczeństwa wewnętrznego”
w  USA  i  jego  powiązanie  z  przeszłymi  programami
„antyterrorystycznymi” CIA w Wietnamie i Ameryce Łacińskiej. 

Ostatecznie iluzja, że ​​Facebook i powiązane z nim firmy są
niezależne  od  amerykańskiego  państwa  zapewniającego
bezpieczeństwo  narodowe,  uniemożliwiła  rozpoznanie
rzeczywistości  platform  mediów  społecznościowych  i  ich  od
dawna  planowanych,  ale  ukrytych  zastosowań,  które  –  jak
zaczynamy – zaczynają wychodzić na jaw po wydarzeniach z 6
stycznia.  Teraz,  gdy  miliardy  ludzi  jest  zmuszonych  do
korzystania  z  Facebooka  i  mediów  społecznościowych  w
codziennym  życiu,  pojawia  się  pytanie:  czy  gdyby  dziś  ta
iluzja została bezpowrotnie rozwiana, zrobiłoby to różnicę dla
użytkowników Facebooka? A może społeczeństwo tak przyzwyczaiło
się  do  oddawania  swoich  prywatnych  danych  w  zamian  za
napędzane dopaminą pętle walidacji społecznej, że nie ma już
znaczenia, kto ostatecznie będzie przechowywał te dane?

Amerykańskie  eksperymenty
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wojskowe  ze  sztuczną
inteligencją,  która  może
przewidzieć przyszłość

Departament  Obrony  testuje  programy  sztucznej  inteligencji,
które mogłyby, gdyby zostały w pełni rozwinięte, „zobaczyć
przyszłość.”

United  States  Northern  Command  (USNORTHCOM)  przeprowadziło
ostatnio  serię  eksperymentów  z  Pentagonem  i
Północnoamerykańskim  Dowództwem  Obrony  Kosmicznej
(NORAD). Testy te były znane jako Global Information Dominance
Experiments (GIDE).

GIDE  połączyło  globalne  sieci  czujników,  systemy  sztucznej
inteligencji  i  programy  do  przetwarzania  w  chmurze.  Celem
eksperymentów  było  „osiągnięcie  dominacji  informacyjnej”  i
„wyższości decyzyjnej” na symulowanych polach walki.

Technologia  sztucznej  inteligencji
analizuje  ogromne  ilości  danych,
aby tworzyć prognozy
Generał  Glen  D.  VanHerck,  dowódca  USNORTHCOM  i  NORAD,
powiedział niedawno dziennikarzom, że najnowszy test GIDE był
w  rzeczywistości  trzecim  takim  eksperymentem.  Zawierał
przedstawicieli wszystkich 11 dowództw bojowych w Pentagonie.
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Pentagon  nie  ujawnił  wielu  szczegółowych  informacji
dotyczących  GIDE  ze  względu  na  obawy  związane  z
bezpieczeństwem. Wiadomo jednak, że trzecia próba jest do tej
pory  najbardziej  ekspansywną.  Skoncentrowano  się  na
rozwiązywaniu scenariuszy, w których „kwestionowana logistyka”
może  stanowić  problem.  Jedna  z  symulacji  podczas  testu
dotyczyła tego, co by się stało, gdyby komunikacja w rejonie
Kanału Panamskiego została zakłócona i przejęta przez wroga.

„To, co widzieliśmy, to zdolność zajść znacznie dalej – to, co
nazywam  byciem  z  dala  –  z  dala  od  bycia  reaktywnym  do
faktycznego bycia proaktywnym” – powiedział VanHerck podczas
briefingu  z  dziennikarzami  w  Pentagonie.  „I  nie  mówię  o
minutach i godzinach – mówię o dniach.”

„Zdolność  widzenia  z  kilkudniowym  wyprzedzeniem  tworzy
przestrzeń  decyzyjną.  Dla  mnie  jako  dowódcy  operacyjnego
przestrzeń decyzyjna do potencjalnego ustawienia sił w celu
stworzenia opcji odstraszania, aby zapewnić to [sekretarzowi
obrony] lub nawet prezydentowi” – ​​powiedział VanHerck. „Aby
wykorzystać wiadomości, przestrzeń informacyjną do tworzenia
opcji  odstraszania  i  przesyłania  wiadomości,  a  jeśli  to
konieczne, aby iść dalej i ustawiać się na porażkę”.

VanHerck  podkreślił,  że  system  sztucznej  inteligencji  tak
naprawdę  nie  wiąże  się  z  wykorzystaniem  żadnej  nowej
technologii.  To,  co  rozwija  wojsko,  to  po  prostu  nowe
podejście  do  wykorzystywania  istniejącej  technologii  do
przetwarzania wielu informacji i przewidywania na podstawie
tych informacji.

„Dane istnieją” — powiedział VanHerck. „To, co robimy, to
udostępnianie tych danych i udostępnianie ich w chmurze, w
której  patrzą  na  nie  uczące  się  maszyny  i  sztuczna
inteligencja. I przetwarzają to naprawdę szybko i dostarczają
decydentom, co nazywam wyższością decyzji”.

Jeśli proces ten zostanie udoskonalony, VanHerck twierdzi, że
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może to spowodować, że kraj otrzyma wyprzedzające ostrzeżenia
o dni, zanim pojawi się jakiekolwiek potencjalne zagrożenie.

Technologia  predykcyjna  może  być
wkrótce zastosowana
VanHerck powiedział, że platforma sztucznej inteligencji może
wkrótce  zostać  wprowadzona  do  użytku  w  świecie
rzeczywistym. Uważał, że wojsko jest gotowe do wykorzystania
oprogramowania na obecnych polach bitew i może je zweryfikować
podczas kolejnego testu GIDE wiosną 2022 roku.

VanHerck  wyjaśnił,  dlaczego  ten  rodzaj  szybkiego  systemu
przetwarzania informacji jest bardzo potrzebny w dzisiejszym
współczesnym krajobrazie wojennym.

„Dzisiaj  znajdujemy  się  w  środowisku  reaktywnym,  ponieważ
spóźniamy się z danymi i informacjami. A więc zbyt często
reagujemy na ruch konkurenta” – wyjaśnił. „W tym przypadku
pozwala  nam  to  na  tworzenie  odstraszania,  które  zapewnia
stabilność dzięki wcześniejszej świadomości tego, co [wróg]
faktycznie robi”.

Ale  pomimo  swoich  wyraźnych  zalet,  predykcyjny  system
sztucznej  inteligencji  wciąż  ma  swoje  ograniczenia.  Musi
szukać  danych,  które  są  niezwykłe.  Nie  jest  w  stanie
powiedzieć z całą pewnością, co się dzieje. Analitycy muszą
być mocno zaangażowani, aby wszelkie przewidywania miały sens.

Mimo to VanHerck uważa, że ​​system sztucznej inteligencji
może nadal być opłacalny, zwłaszcza jeśli może przewidzieć i
zapobiec atakowi.
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