Chiny prezentuja plerwszy na
Swieclie wojskowy system 5G do
zasilania 10 000 robotow
bojowych

Chiny zaprezentowaty pierwsza na Swiecie mobilng stacje bazowa
5G zaprojektowang specjalnie do uzytku na polu bitwy.

Opracowany wspdlnie przez China Mobile Communications Group i
Armie Ludowo-Wyzwolenczg (PLA), ten najnowoczesniejszy system
obiecuje zrewolucjonizowa¢ wspétczesne dziatania wojenne,
umozliwiajac ptynna komunikacje nawet 10 000 robotodw
wojskowych i dronéw w promieniu 3 kilometréw (1,8 mili).

System, szczeg6towo opisany w recenzowanym artykule
opublikowanym 17 grudnia w chinskim czasopis$mie
Telecommunications Science, oferuje bezprecedensowe mozliwo$ci
szybkiej, niskiej latencji i ultra-bezpiecznej wymiany danych.
Nawet w najtrudniejszych warunkach — takich jak tereny gérskie
Llub miejskie — system utrzymuje nieprzerwang przepustowosc¢ 10
gigabitéw na sekunde i opdzZnienie ponizej 15 milisekund.
Zapewnia to niezawodna %*a3czno$¢ dla jednostek PLA
poruszajgcych sie z predkoscig do 80 kilometrow na godzine (50
mil na godzine).

Rozwdj sieci 5G klasy wojskowej jest krytycznym krokiem w
ambitnym planie Chin, aby zbudowa¢ najwieksze na sSwiecie
bezzatogowe sity zbrojne. PLA przewiduje przysztos¢, w ktdérej


https://ocenzurowane.pl/chiny-prezentuja-pierwszy-na-swiecie-wojskowy-system-5g-do-zasilania-10-000-robotow-bojowych/
https://ocenzurowane.pl/chiny-prezentuja-pierwszy-na-swiecie-wojskowy-system-5g-do-zasilania-10-000-robotow-bojowych/
https://ocenzurowane.pl/chiny-prezentuja-pierwszy-na-swiecie-wojskowy-system-5g-do-zasilania-10-000-robotow-bojowych/
https://ocenzurowane.pl/chiny-prezentuja-pierwszy-na-swiecie-wojskowy-system-5g-do-zasilania-10-000-robotow-bojowych/

drony, zrobotyzowane psy 1 inne bezzatogowe platformy bojowe
przewyzszajg liczebnie ludzkich zoinierzy na polu bitwy.
Jednak istniejgce wojskowe systemy komunikacyjne z trudem
radzity sobie z ogromnym zapotrzebowaniem na dane w tak duzych
operacjach robotycznych.

Nowy system 5G stawia czo*a temu wyzwaniu. W przeciwienstwie
do cywilnych sieci 5G, ktore opieraja sie na statej
infrastrukturze, wersja wojskowa zostata zaprojektowana do
dziatania w Srodowiskach, w ktdérych nie ma naziemnych stacji
bazowych 1lub sygnaty satelitarne sg zagrozone. Aby
przezwyciezy¢ ograniczenia tradycyjnych anten w celu
unikniecia przeszkdd, system wykorzystuje flote drondw.

Drony jako powietrzne stacje bazowe

Innowacyjne rozwigzanie polega na zamontowaniu platformy na
pojazdach wojskowych, ktdéra miesci od trzech do czterech
dronéw. Drony te dziat*aja jako powietrzne stacje bazowe, na
zmiane utrzymujac ciggty zasieg 5G. Gdy bateria jednego drona
sie wyczerpie, przekazuje on swoje obowigzki innemu 1 wraca do
pojazdu w celu natadowania. Ten autonomiczny system zostat
rygorystycznie przetestowany przez PLA i okazat sie skuteczny
W rozwigzywaniu probleméw, takich jak czeste roztgczenia i
niskie predkosci, zapewniajac ,bezpieczne, niezawodne i
szybkie wdrozenie”.

Jednym z najwazniejszych zagrozen dla wojskowej sieci 5G sg
zakt6cenia elektromagnetyczne, ktére mogg pochodzié¢ zardéwno od
sit wroga, jak i przyjaznych jednostek dziatajgcych na tym
samym obszarze. Aby temu przeciwdziata¢, PLA wyposazyta system
w zaawansowane S$rodki zaradcze. Mate terminale komunikacyjne
po stronie uzytkownika mogg przesytaé¢ dane na bardzo wysokich
poziomach mocy — do 400 megawatéw — nawet przy ttumieniu
elektromagnetycznym, przy jednoczesnym zachowaniu niskiego
zuzycia energii do dtugotrwatej pracy.

Wojskowy system 5G wykorzystuje rodéwniez rozlegtg chinska



cywilng infrastrukture 5G, ktéra w listopadzie 2024 r. bedzie
liczy¢ prawie 4,2 miliona stacji bazowych. Integrujac cywilne
narzedzia automatyzacji, PLA osiggneta szybkie i ptynne
przetaczanie miedzy dronami a naziemnymi stacjami bazowymi,
proces, ktdéry mozna zakonczy¢ ,w mgnieniu oka”.

»,0bstuga tak rozlegtej sieci z konieczno$ci wymaga poteznych
narzedzi i srodkéw automatyzacji, wsrod ktérych znajduje sie
technologia automatycznego otwierania stacji. Moze ona
autonomicznie zakoniczy¢ tworzenie danych stacji bazowej sieci
bazowej, tadowanie danych, konfiguracje parametréw bazowych i
inne zadania” — napisat zespét badawczy.

Podczas gdy chinski wojskowy system 5G jest gotowy do
wdrozenia, Stany Zjednoczone wcigz zmagajg sie z wyzwaniami
technicznymi we wtasnych wysitkach na rzecz militaryzacji 5G.
W 2020 r. Stany Zjednoczone rozpoczety coS$, cOo nazwaty
najwiekszg kampanig militaryzacji technologii 5G, ale postep
byt powolny. Lockheed Martin 1 Verizon opracowaty system
demonstracyjny 5G.MIL, ktéry rejestruje op6zZznienie do 30
milisekund podczas przesytania danych miedzy dwoma pojazdami
Humvee oddalonymi od siebie o 100 metrow. Chociaz speinia to
amerykanskie standardy wojskowe, nie speinia bardziej
rygorystycznych wymagan PLA.

Chinski militarny przetom 5G stanowi kamien milowy w ewolucji
nowoczesnych dziatan wojennych. Umozliwiajgc rozmieszczenie na
duzg skale inteligentnych maszyn wojennych, system ten stawia
PLA w czotdéwce bezzatogowych zdolnosci bojowych. Technologia
ta, obserwowana przez catly Swiat, moze na nowo zdefiniowad
rownowage sit na przysztych polach bitew, gdzie roboty i drony
mogg wkrotce przewyzszy¢ liczebnie ludzkich zotnierzy.

Dzieki solidnej wydajno$ci, zdolno$ci adaptacji do trudnych
warunkéw i integracji najnowoczesniejszych technologii
cywilnych, chinski wojskowy system 5G to nie tylko osiggniecie
technologiczne — to strategiczna przewaga, ktdra moze
ksztattowal przysztos¢ globalnych operacji wojskowych.



SledZ CommunistChina.news, aby uzyskaé¢ wiecej informacji na
temat postepdéw wojskowych Chin.

Obejrzyj ponizszy film o rozpoczeciu przez Chiny masowej
produkcji robotéw AI dla magazyndéw i sklepdw.

https://www.brighteon.com/cb950f2a-fe58-4ecbh-932c-d063255dd2cf

Top 12 wspotczesnych BRONI
MASOWEJ ZAGLADY 1 1ch
fatszywe nazwy nadane przez
MSM, Big Tech 1 Pharma

0d poczatku XX wieku ,wtadze, ktdére sg” w Ameryce angazujg sie
w programy kontroli i redukcji populacji, aby 1ludzie
chorowali, umierali i ptacili za to rzadowi przez caty czas.
Amerykanskie Stowarzyszenie Medyczne zapoczgtkowato ten
proceder, gdy okreslito wszystkie naturalne Srodki lecznicze
mianem ,medycyny znachorow” i ,oleju z weza”, a wszystkie
chemiczne $rodki farmaceutyczne produkowane w laboratoriach
mianem ,lekéw na recepte”. Po II wojnie Swiatowej masowe
zatruwanie Amerykandw nasilito sie dzieki fluoryzowanej
wodzie, przetworzonej zywnosci i masowemu wstrzykiwaniu
roznoszgcych choroby, otepiajgcych umys*, niszczgcych uktad
odpornosciowy ,szczepionek”.
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W latach 80. amerykanska zywnos¢ zostata jeszcze bardziej
skorumpowana, zafatszowana i zatruta trujgcymi pestycydami,
herbicydami niszczgcymi organy (pomysl o glifosacie/Roundup)
oraz genetycznie zmodyfikowanymi uprawami i nasionami, ktére
powodujg wzrost zachorowan na raka i demencje. Dodajmy do tego
przetworzone oleje, syrop kukurydziany o wysokiej zawartosSci
fruktozy, aspartam, azotany i glutaminian sodu, a otrzymamy
kilkaset miliondéw Amerykanéw, ktdrzy regularnie udajg sie do
lekarzy i szpitali z powodu przewlektych chordéb.

Jest jeszcze gorzej. Demokraci, odkad Obama objgt urzad,
zmodyfikowali 1 wypaczyli konstytucje, internet 1 agencje
regulacyjne do tego stopnia, ze obecnie istnieje o wiele
wiecej broni masowego razenia, ktdre wiekszos¢ Amerykandw jest
zbyt wyprana i ogtupiona, by je rozpoznac€.

0d masowych aborcji po plandemie, od zastrzykdéw krzepniecia
naczyn krwionosnych (mRNA) po bron modyfikujaca pogode ,zmiany
klimatyczne”, od uzbrojonego Departamentu Sprawiedliwos$ci, FBI
1 CIA po skorumpowane wybory, komunistyczny rzad rzadzacy
obecnie Ameryka jest gotowy zlikwidowa¢ klase Srednig i
zastgpi¢ nas wszystkich nielegalnymi imigrantami.

W zesztym miesigcu dwie potezne burze zniszczyty cate hrabstwa
w Georgii, Karolinie Pé*nocnej i na Florydzie, przy ZEROWEJ]
pomocy federalnej. Burze te powstaty w dziwnych miejscach,
przemieszczaty sie w dziwnych kierunkach i tak sie ztozyto, ze
zniszczyty obszary, w ktdédrych mieszkajg gt*déwnie wyborcy
Trumpa, o czym Swiadczy gtosowanie, ktdére odbyto sie w
wyborach w 2020 roku. Przypadek? Technologia broni
modyfikujagcej pogode (bron masowego razenia modyfikujaca
pogode) jest prawdziwa 1 wystarczy spojrze¢ na strone
internetowg NOAA i odnies¢ sie do dziatan DoD i FEMA, ktodre
odzwierciedlajg che¢ zrujnowania zycia Amerykandéw, a nie
ratowania 1 pomocy w czasie Kkryzysu.



Oto 12 najlepszych wspétczesnych
broni masowego razenia 1 1ich
fatszywe nazwy dostarczone przez
MSM, Big Tech 1 Big Pharma

1. Ekstremalna modyfikacja pogody i technologia uzbrojenia —
MSM i globalis$ci nazywaja to ,zmiang klimatu”.

2. Celowo zaprojektowane i uwolnione laboratoryjnie wirusy,
pasozyty, bakterie i patogeny — MSM nazywa to ,pandemig”.

3. Zastrzyki z modyfikowanych gendéw, zwolennicy turbo raka i
technologia nanoczasteczek grafenu — MSM, CDC i1 Big Pharma
nazywajg to ,szczepionkami” mRNA i ,biatkami kolczastymi”.

4. Technologia podejmowania decyzji generowana komputerowo —
»Sztuczna 1inteligencja” (kluczowy sktadnik wuzbrojenia
informacji, dezinformacji)

5. Brudna energia — MSM i Big Tech nazywaja ja ,siecig 5G” lub
technologig sieci bezprzewodowej pigtej generacji.

6. Bomby na smartfony i pagery — nazywane ,bateriami litowymi”
7. Farmaceutyki z jadem — nazywane , lekami na recepte”

8. Powodujgce demencje i raka pestycydy i herbicydy wplecione
w nasiona roslin uprawnych — to stworzone w laboratorium GMO
Frankenfood — Big Food nazywa to ,inzynierig genetyczna” lub
,biotechnologiag”.

9. Redukcja populacji i ludobdéjstwo poprzez masowe aborcje i
szczepienia — MSM nazywa to ,planowanym rodzicielstwem” 1
,2zdrowiem kobiet”.

10. Pranie mézgu mtodziezy w celu wspierania ideologii gender-
bender, socjalizmu, satanizmu, CRT, przestepstw z nienawisci i
masowych szczepien - Big Tech nazywa to ,mediami



spotecznosciowymi”.

11. Wycieki chemiczne, eksplozje, podpalenia 1 oparzenia
chemiczne (Palestyna, Ohio) — MSM i korporacyjna Ameryka
nazywaja to wszystko ,wypadkami”.

12. Nielegalna imigracja przestepcéw, handlarzy narkotykéw,
przemyt narkotykéw, handel ludZmi i migracja terrorystéw do
Stanéw Zjednoczonych — MSM nazywa to zamknietymi granicami i
,amerykanska droga”.

Dostréj swoja oszukanczg czestotliwos¢ do Censored.news, aby
uzyska¢ prawdziwe wiadomo$ci na temat oporu wobec agresji
rzgdowej kierowanej przez Demokratéw i broni masowego razenia
o tajnych nazwach, ktére widzimy obecnie najezdzajac,
manipulujgc 1 niszczagc wszystkie dziedziny zycia.

Wojskowe korzenie Facebooka

Komentarz: Przeciez to jasne , Ze nie ma czego$ takiego jak
geniusz, ktdry napisat aplikacje i z zera zostat miliarderenm.
Bez opieki odpowiednich ludzi nie robi sie takiej kariery. Tak
samo z Gates’em — gdyby nie to Zze to byt SWO0J chtop, z
dziadkiem zwigzanym z klinikami aborcyjnymi, to by tez nie byt
promowany. Tak samo jak Owsiak. Krzysztof

Rosngca rola Facebooka w stale rozwijajgcym sie aparacie
nadzoru i ,przedkryminalnym” pafdstwie bezpieczenistwa
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narodowego wymaga nowej analizy pochodzenia firmy i jej
produktéw w odniesieniu do poprzedniego, kontrowersyjnego
programu nadzoru prowadzonego przez DARPA, Kktéry byt
zasadniczo analogiczny do tego, co jest obecnie najwieksza na
Swiecie siecig spotecznosciowy.

W potowie lutego Daniel Baker, amerykanski weteran okreslany
przez media jako ,antytrumpowy, antyrzadowy, przeciwny biatej
supremacji i przeciwny policji”, zostat oskarzony przez wielka
tawe przysiegtych z Florydy o dwa zarzuty ,przekazywania
wiadomosci komunikat w handlu miedzystanowym zawierajgcy
grozbe porwania lub zranienia.”

Komunikat, o ktérym mowa, Baker umiescit na Facebooku, gdzie
stworzyt strone wydarzenia majgcg na celu zorganizowanie
zbrojnego wiecu w stosunku do zaplanowanego przez zwolennikéw
Donalda Trumpa 6 stycznia w stolicy Florydy, Tallahassee.
,Jesli boisz sie umrzeé, walczy¢ z wrogiem, a potem zostan w
t6zku i zyj. Zadzwon do wszystkich swoich znajomych i
powstancie!” — napisat Baker na swojej stronie wydarzenia na
Facebooku.

Sprawa Bakera jest godna uwagi, poniewaz jest to jedno z
pierwszych aresztowan ,przed przestepstwem” opartych wytacznie
na wpisach w mediach spotecznosciowych — logiczny wniosek
ptyngcy z wysitkdéw administracji Trumpa, a obecnie Bidena, na
rzecz normalizacji aresztowan osob za wpisy w Internecie, aby
zapobiec aktom przemocy, zanim beda one mogty to zrobic.

zdarzyc. Poczawszy od rosngcego stopnia
Zaawansowania programow predykcyjnych dziatan
policyjnych Palantira, przedsiebiorstwa wywiadu
USA/kontraktora wojskowego , po formalne ogtoszenie przez

Departament Sprawiedliwo$ci programu zaktdcania i wczesnego
zaangazowania w 2019 r. po pierwszy budzet Bidena, ktory
obejmuje 111 mln dolardw na $ciganie i zarzadzanie ,rosngcg
liczbg spraw zwigzanych z terroryzmem krajowym” — Pod rzadami
kazdej administracji prezydenckiej po 11 wrzes$nia zauwazalny
byt staty postep w kierunku skupionej przed przestepczos$cia
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,wojny z terroryzmem wewnetrznym”.

Ta nowa, tak zwana wojna z terroryzmem krajowym faktycznie
zaowocowata wieloma tego typu postami na Facebooku. I chociaz
Facebook od dawna starat sie przedstawial siebie jako ,rynek
miejski”, ktéry umozliwia nawigzywanie kontaktéw ludziom z
catego sSwiata, gtebsze spojrzenie na jego pozornie wojskowe
pochodzenie i ciggte powigzania wojskowe ujawnia, ze []
najwieksza na Swiecie sieé¢ spotecznoSciowa zawsze miata
dziata¢ jako narzedzie nadzoru stuzgce identyfikowaniu i
zwalczaniu sprzeciwu w Kkraju.

Czes¢ 1 tej dwuczesSciowej serii na temat Facebooka i
amerykanskiego stanu bezpieczenAstwa narodowego bada poczagtki
tej sieci medidéw spotecznosSciowych oraz czas i charakter jej
powstania w zwigzku z kontrowersyjnym programem wojskowym,
ktory zostat zamkniety tego samego dnia, w ktérym uruchomiono
Facebooka. Program, znany jako LifelLog, byt jednym z kilku
kontrowersyjnych programéw obserwacji po 11 wrzesnia,
realizowanych przez Agencje Zaawansowanych Projektow
Badawczych w dziedzinie Obronnosci (DARPA) Pentagonu, ktory
grozit zniszczeniem prywatnosci i swobdd obywatelskich w
Stanach Zjednoczonych, a jednoczes$nie miat na celu zebranie
danych do celdédw produkujacych ,humanizowang” sztuczng
inteligencje (AI).

Jak wykaze ten raport, Facebook nie jest jedynym gigantem z
Doliny Krzemowej, ktdrego poczatki scisle pokrywaja sie z ta
samg serig inicjatyw DARPA i ktorego obecne dziatania stanowig
zarowno silnik, jak i paliwo dla zaawansowanej technologicznie
wojny z krajowym sprzeciwem.

Eksploracja danych DARPA dla

.bezpieczenstwa narodowego” 1



yhumanizowania” sztucznej
inteligencji

W nastepstwie atakéw z 11 wrzesnia DARPA, w Scistej wspoitpracy
ze spoteczno$ciag wywiadowczg USA (w szczegélnosci z CIA),
rozpoczeta opracowywanie ,przedprzestepczego” podejscia do
zwalczania terroryzmu, znanego jako Total Information
Awareness (TIA). Celem TIA byto opracowanie
+wWszystkowidzgcego” aparatu wojskowego nadzoru. Oficjalna
logika stojgca za TIA byta taka, ze [JJinwazyjna inwigilacja
catej populacji USA byta konieczna, aby zapobiec atakom
terrorystycznym, zjawiskom bioterroryzmu, a nawet naturalnie
wystepujgcym epidemiom choréb.

Pomystodawcg TIA i cztowiekiem, ktory przewodzit jej podczas
jej stosunkowo kroéotkiego istnienia, byt John Poindexter |,
najbardziej znany z tego, ze byt doradcg Ronalda Reagana ds.
bezpieczenstwa narodowego podczas afery Iran-Contras i
zostat skazany za pie¢ przestepstw w zwigzku z tym
skandalem. Mniej znang dziatalnoScig przedstawicieli Iran-
Contras, takich jak Poindexter i Oliver North, byto
opracowanie przez nich bazy danych Main Core do wykorzystania
w protokotach ,ciggtosci rzadzenia”. Main Core zostat
wykorzystany do sporzagdzenia listy amerykanskich dysydentéw i
.potencjalnych wichrzycieli”, z ktérymi nalezy sie uporaé¢ w
przypadku powotania sie na protokoty COG. Na protokoty
te mozna sie powotac¢ z réznych powodow, w tym z powodu
powszechnego sprzeciwu opinii publicznej wobec amerykanskiej
interwencji wojskowej za granicg, powszechnego sprzeciwu
wewnetrznego lub niejasno okreslonego momentu ,kryzysu
narodowego” 1lub ,czasu paniki”. Amerykanie nie byli
informowani, czy ich nazwisko znalazto sie na 1liscie, a dana
osoba mogta zostal¢ dodana do listy tylko dlatego, ze w
przesztosci brata udziat w protestach, nie pt*acita podatkodw
lub miata inne, ,czesto btahe” zachowania uznawane za ,,
nieprzyjazny” przez jego architektow w administracji Reagana.
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W swietle tego nie by*o przesady, gdy felietonista , New York
Timesa” William Safire zauwazyt, ze dzieki TIA ,Poindexter
realizuje teraz swoje dwudziestoletnie marzenie: uzyskanie
mocy ,eksploracji danych” umozliwiajacej szpiegowanie kazdego
publicznego 1 prywatnego dziatania kazdego Amerykanina”.

Program TIA spotkat sie ze znacznym oburzeniem obywateli po
jego ujawnieniu opinii publicznej na poczatku 2003 r. Wsréd
krytykdéw TIA znalazta sie Amerykanska Unia WolnosSci
Obywatelskich, ktéora twierdzita , ze [JJwysitki inwigilacyjne
»Zabijg prywatnos¢ w Ameryce”, poniewaz ,kazdy aspekt naszego
zycia bytby skatalogowane”, podczas gdy kilka medidw gtdwnego
nurtu ostrzegato, ze TIA ,walczy z terroryzmem poprzez
przerazanie obywateli USA”. W wyniku naciskéw DARPA zmienita
nazwe programu na Terrorist Information Awareness, aby
brzmiata mniej jak panoptykon dotyczgacy bezpieczenstwa
narodowego, a bardziej jak program skierowany szczegdélnie do
terrorystéw w epoce po 11 wrzes$nia.

Logo Biura Swiadomo$ci Informacyjnej DARPA, ktére nadzorowato
Total Information Awareness podczas jego krotkiego istnienia

Projekty TIA nie zostaty jednak w rzeczywistosci zamkniete, a
wiekszos¢ z nich zostata przeniesiona do tajnych tek Pentagonu


https://www.nytimes.com/2002/11/14/opinion/you-are-a-suspect.html
https://www.aclu.org/other/qa-pentagons-total-information-awareness-program?redirect=technology-and-liberty/qa-pentagons-total-information-awareness-program
https://www.sfgate.com/news/article/Fighting-terror-by-terrifying-U-S-citizens-2752084.php
https://www.sfgate.com/news/article/Fighting-terror-by-terrifying-U-S-citizens-2752084.php

i spotecznosci wywiadowczej USA. Niektére z nich, jak na
przyktad Palantir Petera Thiela , staty sie finansowane przez
wywiad 1 kierowaty przedsiewzieciami sektora prywatnego |,
podczas gdy inne pojawity sie ponownie po latach pod pozorem
walki z kryzysem zwigzanym z Covid-19.

Wkréotce po zainicjowaniu TIA podobny program DARPA nabierat
ksztattu pod kierownictwem bliskiego przyjaciela Poindextera,
menadzera programu DARPA Douglasa Gage'a. Projekt Gage'a,
LifeLog, miat* na celu ,zbudowanie bazy danych Ssledzgcej cate
zycie danej osoby”, ktéra obejmowataby relacje i komunikacje
danej osoby (rozmowy telefoniczne, poczta itp.), jej nawyki
dotyczace korzystania z medidéw, zakupy i wiele innych w celu
zbudowania cyfrowy zapis , wszystko, co dana osoba méwi, widzi
lub robi”. LifelLog nastepnie pobierze te nieustrukturyzowane
dane i uporzadkuje je w , dyskretne odcinki " lub migawki,
jednoczesnie ,mapujac relacje, wspomnienia, wydarzenia i
doswiadczenia”.

Wedtug Gage’a i zwolennikdéw programu LifelLog stworzytby trwaty
1 przeszukiwalny elektroniczny dziennik catego zycia danej
osoby, ktéory wedtug DARPA mégitby zostad¢ wykorzystany do
stworzenia ,cyfrowych asystentéw” nowej generacji i zaoferowad
uzytkownikom ,niemal idealng pamie¢ cyfrowa”. " Gage upierat
sie , ze nawet po zakonAczeniu programu poszczegdlne osoby
miatyby ,petna kontrole nad wtasnymi dziataniami zwigzanymi z
gromadzeniem danych”, poniewaz mogtyby ,decydowaé¢, kiedy
wtgczy¢, a kiedy wytgczy¢ czujniki i kto udostepni dane”. 0d
tego czasu analogiczne obietnice dotyczgce kontroli
uzytkownikéw sktradali giganci technologiczni z Doliny
Krzemowej, ale wielokrotnie *amali je dla zysku i w celu
zasilania rzadowego aparatu nadzoru wewnetrznego.

Informacje, ktdére LifelLog zbierat na podstawie kazdej
interakcji danej osoby z technologig, bytyby %*gczone z
informacjami uzyskanymi z nadajnika GPS, ktoéory sSledzit i
dokumentowat 1lokalizacje danej osoby, czujnikow
audiowizualnych rejestrujgcych to, co dana osoba widziata i
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méwita, a takze biomedycznych monitordéw oceniajgcych zdrowie
danej osoby. Podobnie jak TIA, LifelLog byt promowany przez
DARPA jako potencjalnie wspierajgcy ,badania medyczne i
wczesne wykrywanie pojawiajgcej sie epidemii”.

Krytycy w mediach gt*déwnego nurtu i poza nim szybko zwrécili
uwage, ze program nieuchronnie zostanie wykorzystany do
budowania sylwetek dysydentéw, a takze podejrzanych o
terroryzm. W potaczeniu z wielopoziomowym monitorowaniem oséb
przez TIA, LifelLog poszedt dalej, ,dodajac informacje fizyczne
(takie jak to, jak sie czujemy) 1 dane medialne (takie jak to,
co czytamy) do danych transakcyjnych”. Jeden z krytykéw, Lee
Tien z Electronic Frontier Foundation, ostrzegt wéwczas , ze
programy realizowane przez DARPA, w tym LifelLog, ,maja
oczywiste i tatwe Sciezki do wdrozenia w ramach bezpieczenstwa
wewnetrznego”.

W tamtym czasie DARPA publicznie utrzymywata , ze [JJLifelLog 1
TIA nie sg ze sobg powigzane, pomimo ich oczywistych
podobienstw, oraz ze LifeLog nie bedzie wykorzystywany do
»tajnego nadzoru”. Jednakze w dokumentacji DARPA dotyczacej
LifeLog odnotowano, ze w ramach projektu ,bedzie mozna

wywnioskowa¢ o rutynach, zwyczajach i relacjach
uzytkownika z innymi ludzZzmi, organizacjami, miejscami i
przedmiotami oraz wykorzysta¢ te wzorce, aby utatwié¢ mu
zadanie”, w ktdrym uznano jego potencjalne zastosowanie jako
narzedzia masowej inwigilacji.

Oprocz mozliwosci profilowania potencjalnych wrogéw panstwa,
LifeLog miat inny cel, prawdopodobnie wazniejszy dla panstwa
zapewniajgcego bezpieczenstwo narodowe i jego partnerdw
akademickich - ,humanizacje” i rozwdj sztucznej
inteligencji. Pod koniec 2002 roku, zaledwie kilka miesiecy
przed ogtoszeniem istnienia LifelLog, DARPA opublikowata
dokument strategiczny szczegdétowo opisujacy rozwdj sztucznej
inteligencji poprzez zasilanie jej ogromnym strumieniem danych
z roznych Zrédet.
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Projekty nadzoru wojskowego po 11 wrzesnia — LifelLog i TIA to
tylko dwa z nich — zapewnity ilosci danych, ktdérych uzyskanie
wczes$niej byto nie do pomyslenia, a ktére mogtyby potencjalnie
stanowi¢ klucz do osiggniecia hipotetycznej ,osobliwosci
technologicznej”. Dokument DARPA z 2002 r. omawia nawet
wysitki DARPA majgce na celu stworzenie interfejsu mézg-
maszyna, ktéry przesytatby ludzkie mysli bezposrednio do
maszyn w celu rozwoju sztucznej inteligencji poprzez ciggte
zalewanie jej Swiezo wydobytymi danymi.

Jeden z projektédw przedstawionych przez DARPA, Cognitive
Computing Initiative, miat na celu rozwéj zaawansowanej
sztucznej 1inteligencji poprzez stworzenie ,trwatego,
spersonalizowanego asystenta poznawczego”, nazwanego pozZniej
Perceptive Asystent, ktéry sie uczy , (PAL). PAL od samego
poczatku byt powigzany =z LifelLog, ktdorego pierwotnym
zamierzeniem byto zapewnienie ,asystentowi” sztucznej
inteligencji przypominajgcego cztowieka zdolnosci podejmowania
decyzji 1 rozumienia poprzez przeksztatcanie mas
nieustrukturyzowanych danych w format narracyjny.

Przysz1li gtowni badacze projektu LifeLog odzwierciedlaja takze
koAcowy cel programu, jakim jest stworzenie humanizowanej
sztucznej 1inteligencji. Na przyktad Howard Shrobe z
Laboratorium Sztucznej Inteligencji MIT i jego éwczesny zespét
mieli by¢ Scisle zaangazowani w LifelLog. Shrobe pracowat
wczesniej dla DARPA nad ,ewolucyjnym projektowaniem ztozonego
oprogramowania”, zanim zostat zastepcg dyrektora Laboratorium
AI na MIT i posSwiecit swojg ditugg kariere na budowaniu
»Sztucznej inteligencji w stylu kognitywnym”. W latach po
odwotaniu LifeLog ponownie pracowat dla DARPA, a takze przy
projektach badawczych zwigzanych ze sztuczng inteligencja
zwigzanych ze spoteczno$ciag wywiadowczg. Ponadto laboratorium
AI na MIT by*o scisle powiagzane z korporacjg z lat 80. XX
wieku i wykonawcg DARPA o nazwie Thinking Machines , ktéra
zostata zatozona przez wielu luminarzy laboratorium i/lub
zatrudniata wielu luminarzy laboratorium, w tym Danny’ego



https://web.archive.org/web/20171215190255/https://www.wired.com/2003/07/pentagon-wants-to-make-a-new-pal/
https://people.csail.mit.edu/hes/
https://www.csail.mit.edu/person/howard-shrobe
https://www.technologyreview.com/2006/11/01/227633/thinking-machines/

Hillisa, Marvina Minsky’ego i Erica Landera, 1 starata sie
budowa¢ superkomputery AI zdolne do myslenia na poziomie
ludzkim. Pé6zniej okazato sie, ze wszystkie trzy osoby byty
bliskimi wspdtpracownikami i/lub sponsorowanymi przez
powigzanego z wywiadem pedofila Jeffreya Epsteina, ktéry
rowniez hojnie przekazat* darowizny na rzecz MIT jako
instytucji oraz byt gtdéwnym fundatorem i oredownikiem badan
naukowych zwigzanych z transhumanizmem.

Wkrotce po zamknieciu programu LifelLog krytycy obawiali sie,
ze podobnie jak TIA bedzie on kontynuowany pod inng nazwg. Na
przyktad Lee Tien V4 Electronic Frontier
Foundation powiedziat VICE w momencie anulowania LifelLog: ,Nie
zdziwitbym sie, gdybym dowiedziat sie, ze rzad w dalszym ciagu
finansowat badania, ktdére popchnety te dziedzine do przodu,
nie nazywajgc go LifelLog”.

Wraz z krytykami jeden z potencjalnych badaczy pracujacych nad
LifeLog, David Karger z MIT, rdéwniez byt pewien, ze projekt
DARPA bedzie kontynuowany w nowej formie. Powiedziat Wired ,
ze ,Jestem pewien, ze takie badania beda nadal finansowane z
innego tytutu. . . Nie moge sobie wyobrazic¢, ze DARPA
sporzuci” tak kluczowy obszar badawczy”.

Wydaje sie, ze odpowiedZ na te spekulacje nalezy do firmy,
ktéra uruchomita ustuge doktadnie tego samego dnia, w ktorym
Pentagon zamkngt LifelLog: Facebooka.

Swiadomo$¢ informacyjna Thiela

Po znacznych kontrowersjach i krytyce pod koniec 2003 roku TIA
zostata zamknieta i pozbawiona finansowania przez Kongres,
zaledwie kilka miesiecy po jej uruchomieniu. Dopiero poézniej
ujawniono, ze TIA tak naprawde nigdy nie zostata zamknieta |,
a jej rbézne programy zostaty potajemnie podzielone pomiedzy
sie¢ agencji wojskowych i wywiadowczych +tworzgcych
amerykanskie panstwo zapewniajace bezpieczenstwo
narodowe. Czes¢ z nich zostata sprywatyzowana.
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W tym samym miesigcu, w ktérym TIA zostata zmuszona do zmiany
nazwy w zwigzku z rosngcymi sprzeciwami, Peter Thiel zatozyt
firme Palantir, ktéra, nawiasem mdéwigc, opracowywata
podstawowe oprogramowanie panopticon, ktdrego TIA miata
nadzieje uzywac¢. Wkrétce po zatozeniu Palantir w 2003 r.
Richard Perle, notoryczny neokonserwatysta z administracji
Reagana 1 Busha oraz architekt wojny w Iraku, zadzwonit do
Poindextera z TIA i powiedziat, Zze chce przedstawié¢ go
Thielowi i jego wspdipracownikowi Alexowi Karpowi, obecnie
dyrektorowi generalnemu Palantir. Wedtug raportu magazynu New
York Poindexter , byt doktadnie ta osoba”, z ktdérg Thiel i Karp
chcieli sie spotkac¢, gtéwnie dlatego, ze ,ich nowa firma miata
podobne ambicje do tego, co Poindexter prébowat stworzyc¢ w
Pentagonie ” , czyli TIA . Podczas tego spotkania Thiel i Karp
starali sie ,wybra¢ mézg cztowieka obecnie powszechnie
postrzeganego jako ojciec chrzestny wspétczesnej inwigilacji”.

Peter Thiel przemawia na Swiatowym Forum Ekonomicznym w 2013
r., Zrédto: Mirko Ries Dzieki uprzejmoéci Swiatowego Forum
Ekonomicznego
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Wkréotce po zat*ozeniu Palantira, cho¢ doktadny termin i
szczegbty inwestycji pozostajag ukryte przed opinig publiczna,
In-Q-Tel z CIA stat sie, obok samego Thiela, pierwszym
sponsorem firmy, przekazujac jej szacunkowg kwote 2 miliondw
dolaréw. Informacje o udziatach In-Q-Tel w Palantir zostana
podane do wiadomo$ci publicznej dopiero w potowie 2006 roku .

Pienigdze =z pewnos$cig sie przydaty. Ponadto Alex
Karp powiedziat New York Times w pazdzierniku 2020 r.:
.prawdziwg wartoscig inwestycji In-Q-Tel by*o to, ze zapewnita
ona Palantirowi dostep do analitykdéw CIA, ktérzy byli jego
zamierzonymi klientami”. Kluczowg postacig w inwestycjach In-
Q-Tel w tym okresie, w tym w inwestycji w Palantir, byt
dyrektor ds. informacji CIA, Alan Wade, ktory byt gtdéwnym
przedstawicielem spotecznosci wywiadowczej w zakresie Totalnej
Swiadomoéci Informacyjnej. Wade byt wczesniej

wspotzatozycielem firmy Chiliad, dostawcy oprogramowania
Homeland Security po 11 wrze$nia, wraz z Christine Maxwell,
siostrg Ghislaine Maxwell i cO6rka dziatacza Iran-Contras,
agenta wywiadu 1 barona medialnego Roberta Maxwella.

Po inwestycji In-Q-Tel CIA byta jedynym klientem Palantira az
do 2008 roku. W tym okresie dwaj czotowi inzynierowie
Palantira — Aki Jain i Stephen Cohen - podrézowali co dwa
tygodnie do siedziby CIA w Langley w Wirginii . Jain pamieta,
ze [JOw latach 2005-2009 odbyt* co najmniej dwiesScie podrézy do
siedziby CIA. Podczas tych regularnych wizyt analitycy CIA
,testowali [oprogramowanie Palantira] i przekazywali opinie, a
nastepnie Cohen i Jain wracali do Kalifornii, aby je
ulepszyc¢”. Podobnie jak w przypadku decyzji In-Q-Tel o
inwestycji w Palantir, gtdéwny specjalista ds. informacji CIA
pozostat w tym czasie jednym z architektéow TIA. Alan Wade
odegrat kluczowg role w wielu z tych spotkan, a nastepnie w
yudoskonalaniu” produktéw Palantir.

Obecnie produkty Palantir sg wykorzystywane do masowe]
inwigilacji, predykcyjnych dziatan policyjnych i innych
niepokojacych polityk amerykanskiego panstwa zapewniajgcego
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bezpieczenstwo narodowe. Wymownym przyktadem jest znaczne
zaangazowanie Palantir w nowy program nadzoru nad S$ciekami
prowadzony przez stuzbe zdrowia i opieke spotecznag, ktéry po
cichu rozprzestrzenia sie w catych Stanach Zjednoczonych. Jak
zauwazono w poprzednim raporcie Unlimited Hangout , system ten
jest wskrzeszeniem programu TIA 0 nazwie
Biosurveillance. Przesyta wszystkie swoje dane do zarzadzanej
przez Palantir i tajnej platformy danych HHS Protect. Decyzja
0 przeksztatceniu kontrowersyjnych programéw prowadzonych
przez DARPA w prywatne przedsiewziecia nie ograniczata sie
jednak do Palantira Thiela.

Powstanie Facebooka

Zamkniecie TIA w DARPA miato wptyw na kilka powigzanych
programéw, ktére rdéwniez zostaty zlikwidowane w wyniku
publicznego oburzenia wywotanego programami DARPA po 11
wrzesnia. Jednym z takich programéw byt LifelLog. Gdy wies$c o
programie rozeszta sie po mediach, wielu z tych samych
gtosnych krytykéw, ktérzy zaatakowali TIA, =z podobna
gorliwoscig zaatakowato LifelLog, a Steven Aftergood z
Federacji Amerykanskich Naukowcéw powiedziat* wéwczas Wired ,
ze ,LifeLog ma potencjat, aby sta¢ sie czyms jak ,TIA w
kostkach”. Postrzeganie LifelLog jako czegos, co mogtoby okazac
sie jeszcze gorsze niz niedawno odwotany TIA, miato wyrazny
wptyw na DARPA, ktdéra wtasnie anulowata zardéwno TIA, jak i
inny powigzany program po znacznych protestach opinii
publicznej 1 prasy.

Burza krytyki programu LifelLog zaskoczyta jego menadzera
programu, Douga Gage’a, a Gage w dalszym ciggu zapewniat, ze
krytycy programu ,catkowicie btednie scharakteryzowali” cele i
ambicje projektu. Pomimo protestéw Gage’a oraz potencjalnych
badaczy i innych zwolennikéw Lifelog, projekt
zostat publicznie porzucony 4 lutego 2004 r. DARPA nigdy nie
wyjasnita swojego cichego ruchu w celu zamkniecia Lifelog, a
rzecznik stwierdzit* jedynie, ze byto to powigzane z , zmiana
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priorytetow” dla agencji. W zwigzku z decyzjg dyrektora DARPA
Tony'’ego Tethera o zabiciu LifelLog, Gage powiedziat

p6zniej VICE : ,Mysle, ze TIA tak go poparzyta, ze [Jnie
chciat mie¢ do czynienia z dalszymi kontrowersjami z
LifeLog. Smieré LifeLog byta szkoda uboczng zwigzana ze
smiercig TIA.

Szczes$liwie dla zwolennikdéw celdw i ambicji LifelLog, firma,
ktéra okazata sie jej odpowiednikiem z sektora prywatnego,
narodzita sie tego samego dnia, w ktérym ogtoszono zakonczenie
dziatalnosci LifeLog. 4 lutego 2004 r. Facebook, bedacy
obecnie najwieksza siecig spotecznosSciowg na
Swiecie, uruchomit swojg witryne internetowg i szybko wspiat
sie na szczyty medidw spotecznosSciowych, pozostawiajac inne
owczesne firmy zajmujgce sie mediami spotecznosciowymi w tyle.

Sean Parker z Founders Fund przemawia podczas konferencji
LeWeb w 2011 r., Zrédto: @Kmeron dla LeWebll @ Les Docks de
Paris

Kilka miesiecy po uruchomieniu Facebooka, w czerwcu 2004 roku,
wspbétzatozyciele Facebooka Mark Zuckerberg i Dustin Moskovitz
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wprowadzili Seana Parkera do zespoitu wykonawczego
Facebooka. Parker, wczesniej znany ze wspétzatozyciela
Napstera, pozZzniej potgczyt Facebooka z pierwszym inwestorem
zewnetrznym, Peterem Thielem. Jak wspomniano, Thiel w tym
czasie, w porozumieniu z CIA, aktywnie prdébowat wskrzesi¢
kontrowersyjne programy DARPA, ktére zostaty zlikwidowane w
poprzednim roku. Warto zauwazy¢, ze Sean Parker, ktory zostat
pierwszym prezydentem Facebooka, miat takze historie zwigzanag
z CIA, ktéra zwerbowata go w wieku szesnastu lat, wkrotce po
tym, jak FBI przytapato go za wtamywanie sie do korporacyjnych
i wojskowych baz danych. Dzieki Parkerowi we wrzesniu 2004 r.
Thiel formalnie nabyt akcje Facebooka o wartosci 500 000
dolaréw i zostat wtgczony do jego zarzadu. Parker utrzymywat
bliskie kontakty z Facebookiem i Thielem, a w 2006 roku
Parker zostat zatrudniony jako partner zarzadzajacy Thiel’s
Founders Fund.

Thiel i wsp6tzatozyciel Facebooka, Mosokvitz, zaangazowali sie
poza siecig spoteczno$ciowg dtugo po tym, jak Facebook zyska%t
na znaczeniu, a fundusz zatozycielski Thiela stat
sie znaczgcym inwestorem w firmie Moskovitz Asana w 2012 r.
Dtugotrwata symbiotyczna relacja Thiela ze wspétzatozycielami
Facebooka rozcigga sie na jego firme Palantir, jak wynika z
danych informacje, ktére uzytkownicy Facebooka
upubliczniajg, niezmiennie trafiajg do baz danych Palantir i
pomagajg w napedzaniu silnika monitorujacego, ktory Palantir
obstuguje garstke amerykanskich departamentéow policji, wojska
1 stuzb wywiadowczych. W przypadku skandalu zwigzanego z
danymi Facebooka i Cambridge Analytica Palantir byt réwniez
zaangazowany w wykorzystywanie danych z Facebooka na potrzeby
kampanii prezydenckiej Donalda Trumpa w 2016 r.

Dzi$, jak wykazaty niedawne aresztowania, takie jak
aresztowanie Daniela Bakera, dane z Facebooka majg poméc w
nadchodzgcej ,wojnie z terroryzmem krajowym”, biorgc pod
uwage, ze 1informacje udostepniane na platformie s3a
wykorzystywane do ,przed popeinieniem przestepstwa”
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przechwytywania obywateli USA na szczeblu krajowym . W sSwietle
tego warto zatrzyma¢ sie nad faktem, ze wysitki Thiela majace
na celu wskrzeszenie gtdéwnych aspektéw TIA jako jego wkasnej
prywatnej firmy zbiegty sie w czasie z tym, ze stal sie
pierwszym inwestorem zewnetrznym w czym$, co zasadniczo by%o
analogig do innego programu DARPA, gteboko powigzanego z TIA.

Facebook, front

Ze wzgledu na zbieg okolicznosci, ze Facebook uruchomit sie
tego samego dnia, w ktérym zamknieto LifelLog, pojawity sie
ostatnio spekulacje, ze Zuckerberg rozpoczat 1 uruchomit
projekt wspdélnie z Moskovitzem, Saverinem i innymi w drodze
zakulisowej koordynacji z DARPA 1lub innym organem. panstwa
bezpieczenstwa narodowego. Chociaz nie ma bezposrednich
dowoddw potwierdzajacych to doktadne twierdzenie, wczesne
zaangazowanie Parkera i Thiela w projekt, szczegdélnie biorac
pod uwage czas innych dziatan Thiela, ujawnia, ze [J[Qw rozwdj
Facebooka zaangazowane byt*o panstwo zapewniajace
bezpieczenstwo narodowe. Dyskusyjne jest, czy Facebook od
samego poczagtku miat by¢ analogiem LifelLog, czy tez stat sie
projektem medidéw spotecznosciowych, Kktory speiniat te
wymagania po jego uruchomieniu. To drugie wydaje sie bardziej
prawdopodobne, zwtaszcza biorgc pod uwage, ze Thiel
zainwestowat takze w 1inng wczesng platforme medidw
spotecznosciowych, Friendster

Waznym punktem *gczgcym Facebooka i LifelLog jest pdzZniejsza
identyfikacja Facebooka z LifelLog przez samego architekta
DARPA tego ostatniego. W 2015 roku Gage powiedziat VICE , ze
,Facebook jest obecnie prawdziwg twarzg pseudo-
LifeLog”. Wymownie dodat: ,Skonczyto sie na udostepnianiu tego
samego rodzaju szczegbétowych danych osobowych reklamodawcom i
brokerom danych, nie wywotujac przy tym takiego sprzeciwu,
jaki wywotat Lifelog”.

Uzytkownicy Facebooka i innych duzych platform medidw
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spotecznos$ciowych byli dotychczas zadowoleni, umozliwiajac tym
platformom sprzedaz ich prywatnych danych, o ile dziatajg one
publicznie jako przedsiebiorstwa prywatne. Reakcja pojawita
sie naprawde dopiero wtedy, gdy takie dziatania zostaty
publicznie powigzane z rzagdem USA, a zwtaszcza z armig
amerykanska, mimo ze Facebook i inni giganci technologiczni
rutynowo udostepniajg dane swoich uzytkownikéow panstwu
zapewniajgcemu bezpieczenstwo narodowe. W praktyce réznica
pomiedzy podmiotami publicznymi i prywatnymi jest niewielka.

Edward Snowden, sygnalista NSA, w szczegdélnoSci ostrzegt w
2019 r., ze Facebook jest tak samo niegodny zaufania jak
wywiad USA, stwierdzajgc, ze ,wewnetrznym celem Facebooka,
niezaleznie od tego, czy podaje to publicznie, czy nie, jest
gromadzenie doskonatych zapisdéw zycia prywatnego w maksymalnym
stopniu mozliwosci, a nastepnie wykorzysta¢ je do wzbogacenia
wtasnego przedsiebiorstwa. I cholera, konsekwencje.

Snowden stwierdzit réwniez w tym samym wywiadzie, ze ,im
wiecej Google o Tobie wie, im wiecej wie o Tobie Facebook, tym
wiecej moze. . . tworzy¢ trwate zapisy zycia prywatnego, tym
wiekszy wptyw i wtadze maja na nas.” To podkresla, jak zaréwno
Facebook, jak i powigzane z wywiadem Google osiggnety wiele z
tego, co zamierzat LifelLog, ale na znacznie wiekszg skale, niz
pierwotnie przewidywata DARPA.

Rzeczywistos¢ jest taka, ze [J[Jwiekszo$¢ dzisiejszych duzych
firm z Doliny Krzemowej jest od samego poczagtku Scisle
powigzana z amerykanskim establishmentem zapewniajgcym
bezpieczenstwo narodowe. Godnymi uwagi przyktadami, poza
Facebookiem i Palantirem, sg Google i Oracle . Dzis$ firmy te
bardziej otwarcie wspétpracujg z agencjami wywiadu wojskowego,
ktéore kierowaty ich rozwojem i/lub zapewniaty finansowanie na
wczesnym etapie, poniewaz sg wykorzystywane do dostarczania
danych niezbednych do napedzania nowo ogtoszonej wojny z
terroryzmem krajowym i towarzyszacymi mu algorytmami.

To nie przypadek, ze kto$ taki jak Peter Thiel, ktéry zbudowat
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Palantir wraz z CIA i pomdégt zapewnil rozwdj Facebooka, jest
rodwniez mocno zaangazowany w oparte na Big Data ,predykcyjne
dziatania policyjne” oparte na sztucznej inteligencji 1
podejsciu do inwigilacji i egzekwowania prawa, zarowno za
posrednictwem Palantira, jak i jego inne inwestycje . TIA,
LifeLog oraz powigzane programy 1i instytucje rzagdowe 1
prywatne uruchomione po 11 wrze$nia zawsze miaty na
celu wykorzystanie przeciwko amerykanskiemu spoteczenstwu w
wojnie przeciwko sprzeciwowi. Zostato to zauwazone przez ich
krytykéw w latach 2003-2004 oraz ©przez tych,
ktérzy badali pochodzenie zwrotu ,bezpieczenstwa wewnetrznego”
w USA 1 jego powigzanie z przesziymi programami
,antyterrorystycznymi” CIA w Wietnamie i Ameryce tacinskiej.

Ostatecznie iluzja, ze [JJFacebook 1 powigzane z nim firmy sg
niezalezne od amerykanskiego pahAstwa zapewniajgcego

bezpieczenAstwo narodowe, uniemozliwita rozpoznanie
rzeczywistosci platform medidow spotecznosciowych i ich od
dawna planowanych, ale ukrytych zastosowan, ktére — jak

zaczynamy — zaczynajg wychodzi¢ na jaw po wydarzeniach z 6
stycznia. Teraz, gdy miliardy ludzi jest zmuszonych do
korzystania z Facebooka i medidéw spotecznosSciowych w
codziennym zyciu, pojawia sie pytanie: czy gdyby dzis ta
iluzja zostata bezpowrotnie rozwiana, zrobitoby to réznice dla
uzytkownikéw Facebooka? A moze spoteczenstwo tak przyzwyczaito
sie do oddawania swoich prywatnych danych w zamian za
napedzane dopaming petle walidacji spotecznej, ze nie ma juz
znaczenia, kto ostatecznie bedzie przechowywat te dane?

Amerykanskie eksperymenty
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wojskowe ze sztuczna
inteligencja, ktora moze
przewlidziec¢ przysztosd

Departament Obrony testuje programy sztucznej inteligencji,
ktére mogtyby, gdyby zostaty w petni rozwiniete, ,zobaczyc
przysztos¢.”

United States Northern Command (USNORTHCOM) przeprowadzito
ostatnio serie eksperymentoéw z Pentagonem i
Pétnocnoamerykanskim Dowédztwem Obrony Kosmicznej
(NORAD). Testy te byty znane jako Global Information Dominance
Experiments (GIDE).

GIDE potgczyto globalne sieci czujnikow, systemy sztucznej
inteligencji i programy do przetwarzania w chmurze. Celem
eksperymentéw byto ,osiggniecie dominacji informacyjnej” i
2Wyzszosci decyzyjnej” na symulowanych polach walki.

Technologia sztucznej inteligencji
analizuje ogromne 1losci danych,
aby tworzy¢ prognozy

Generat Glen D. VanHerck, dowdédca USNORTHCOM i NORAD,
powiedziat niedawno dziennikarzom, ze najnowszy test GIDE byt
w rzeczywistosci trzecim takim eksperymentem. Zawierat
przedstawicieli wszystkich 11 dowddztw bojowych w Pentagonie.
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Pentagon nie wujawnit wielu szczegdétowych informacji
dotyczgcych GIDE ze wzgledu na obawy zwigzane z
bezpieczenstwem. Wiadomo jednak, ze trzecia préba jest do tej
pory najbardziej ekspansywng. Skoncentrowano sie na
rozwigzywaniu scenariuszy, w ktdérych ,kwestionowana logistyka”
moze stanowié¢ problem. Jedna z symulacji podczas testu
dotyczyta tego, co by sie stato, gdyby komunikacja w rejonie
Kanatu Panamskiego zostata zaktdécona i przejeta przez wroga.

»,T0, co widzielismy, to zdolno$S¢ zajs¢ znacznie dalej — to, co

nazywam byciem z dala — z dala od bycia reaktywnym do
faktycznego bycia proaktywnym” — powiedziat VanHerck podczas
briefingu z dziennikarzami w Pentagonie. ,I nie méwie o

minutach i godzinach — méwie o dniach.”

»Zdolnos$¢ widzenia z kilkudniowym wyprzedzeniem tworzy
przestrzen decyzyjng. Dla mnie jako dowddcy operacyjnego
przestrzehn decyzyjna do potencjalnego ustawienia sit w celu
stworzenia opcji odstraszania, aby zapewnié¢ to [sekretarzowi
obrony] lub nawet prezydentowi” — [J[Jpowiedzia* VanHerck. ,Aby
wykorzysta¢ wiadomos$ci, przestrzen informacyjna do tworzenia
opcji odstraszania i przesytania wiadomos$ci, a jesli to
konieczne, aby i$¢ dalej i ustawia¢ sie na porazke”.

VanHerck podkreslit, ze system sztucznej inteligencji tak
naprawde nie wigze sie z wykorzystaniem zadnej nowe]j
technologii. To, co rozwija wojsko, to po prostu nowe
podejscie do wykorzystywania istniejgcej technologii do
przetwarzania wielu informacji 1 przewidywania na podstawie
tych informacji.

,Dane istnieja” - powiedziat* VanHerck. ,To, co robimy, to
udostepnianie tych danych i udostepnianie ich w chmurze, w
ktérej patrza na nie uczgce sie maszyny i sztuczna
inteligencja. I przetwarzajg to naprawde szybko i dostarczaja
decydentom, co nazywam wyzszo$cig decyzji”.

Jesli proces ten zostanie udoskonalony, VanHerck twierdzi, ze
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moze to spowodowal, ze kraj otrzyma wyprzedzajgce ostrzezenia
0 dni, zanim pojawi sie jakiekolwiek potencjalne zagrozenie.

Technologia predykcyjna moze byc
wkrotce zastosowana

VanHerck powiedzia*, ze platforma sztucznej inteligencji moze
wkrétce zosta¢ wprowadzona do wuzytku w Swiecie
rzeczywistym. Uwazat, ze wojsko jest gotowe do wykorzystania
oprogramowania na obecnych polach bitew i moze je zweryfikowad
podczas kolejnego testu GIDE wiosng 2022 roku.

VanHerck wyjasnit, dlaczego ten rodzaj szybkiego systemu
przetwarzania informacji jest bardzo potrzebny w dzisiejszym
wspbtczesnym krajobrazie wojennym.

,Dzisiaj znajdujemy sie w $rodowisku reaktywnym, poniewaz
spozniamy sie z danymi i informacjami. A wiec zbyt czesto
reagujemy na ruch konkurenta” - wyjasnit. ,W tym przypadku
pozwala nam to na tworzenie odstraszania, ktdére zapewnia
stabilnos¢ dzieki wczes$niejszej swiadomo$ci tego, co [wrog]
faktycznie robi”.

Ale pomimo swoich wyraznych zalet, predykcyjny system
sztucznej inteligencji wcigz ma swoje ograniczenia. Musi
szuka¢ danych, ktére sg niezwykte. Nie jest w stanie
powiedzie¢ z cat*a pewnos$cig, co sie dzieje. Analitycy muszg
by¢ mocno zaangazowani, aby wszelkie przewidywania miaty sens.

Mimo to VanHerck uwaza, ze [Jsystem sztucznej inteligencji
moze nadal by¢ optacalny, zwtaszcza jesSli moze przewidzied i
zapobiec atakowi.
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