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Jak bardzo trzeba sie postarac¢, by ograniczy¢ ilos¢ danych
zbieranych przez producentéw urzadzen z Androidem i firme
Google, ktora regularnie wydaje nowe wersje systemu?
Pokazujemy krok po kroku, co trzeba zrobi¢, by zapewnié¢ sobie
wiecej prywatnosci.

Twércy Androida umie$cili ,Menedzera uprawnien” wsréd ustawien
majacych wptyw na prywatnos¢ i rzeczywiscie, szafujac
uprawnieniami na prawo i lewo, mozemy nieopatrznie da¢
aplikacjom zbyt szeroki dostep do naszych danych, tracgc tym
samym cze$¢ prywatnosci. Jak temu zaradzié, opisywalismy w
jednym z wczesniejszych artykutéw, w tym skupimy sie wiec na
innych opcjach, ktdére warto wzig¢ pod uwage. Jak je
skonfigurowa¢, oméwimy na przyktadzie Galaxy M21 od Samsunga,
dziatajgcego pod kontrolg Androida 11 z interfejsem One UI
3.1. Sprawdzimy tez, co dodano w Androidzie 12 z One UI 4.1.
Uktad ustawien w telefonach z inng wersjg systemu bad?Z
naktadka innego producenta moze odbiega¢ od tego, ktory
pokazujemy, wiele opcji bedzie jednak podobnych.

Jakie dane zbiera Samsung 1 co z
tym zrobid

W polityce prywatnosSci Samsung przyznaje, ze ,gromadzi
informacje osobiste Uzytkownika réznymi sposobami”. Interesuja
go zardowno dane przekazywane bezposSrednio, np. podczas
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zaktadania konta, zakupu ktérejs z ptatnych ustug czy kontaktu
z obstugg klienta, jak 1 zbierane przez firmowe aplikacje, gdy
korzystamy z naszego telefonu. W tym drugim przypadku chodzi
nie tylko o podstawowe informacje o urzadzeniu (jak model,
IMEI, MAC, wersja systemu operacyjnego, numer telefonu czy
adres IP), ale tez o pliki cookie, dane pochodzace z logéw,
historie obejrzanych tres$ci, nagrania naszego gtosu (jesli
stosujemy polecenia gtosowe), stowa wpisywane za pomoca
klawiatury (gdy wtgczymy funkcje podpowiadania tekstu),
informacje o lokalizacji itp. Jakby tego byto mato, Samsung
zbiera dane ,dostepne publicznie 1lub za optata”, np.
pochodzgce z medidéw spotecznosciowych — s3 one nastepnie
tgczone z innymi informacjami o uzytkowniku danego smartfona.
Firma nie stroni tez od ustug analitycznych zewnetrznych
dostawcow, jak Google Analytics.

Zgromadzone dane mogg by¢ przekazywane licznym podmiotom,
m.in. partnerom biznesowym Samsunga i wspoOipracujgcym z nim
ustugodawcom, ktérzy dokonuja napraw, przygotowujg
spersonalizowane reklamy itp. Informacje o konkretnych
uzytkownikach mogg by¢ ujawniane ,gdy wymaga tego prawo lub
gdy jest to niezbedne do ochrony ustug firmy Samsung”, jak
réwniez ,na potrzeby organdw Scigania, bezpieczeidstwa
narodowego, walki z terroryzmem lub innych kwestii zwigzanych
z bezpieczenstwem publicznym”. W polityce prywatnosci mozemy
przeczytaé¢, ze firma przechowuje dane uzytkownikow ,Wytagcznie
przez czas wymagany w celu, w jakim takie informacje zostaty
zgromadzone lub sg przetwarzane, lub dtuzej, jesli wymaga tego
jakakolwiek umowa, obowigzujgce prawo, badz w celach
statystycznych, z zachowaniem odpowiednich zabezpieczen”.
Innymi stowy — nie wiadomo, jak dtugo i chocby z tego wzgledu
warto ograniczy¢ ilos¢ przekazywanych Samsungowi danych.
Dlatego sugerujemy np. nie uzywal dostarczanej wraz systemem
przeglagdarki, sugestywnie podpisanej jako ,Internet” — lepszy
bedzie nawet Google Chrome (po wtgczeniu w ustawieniach
sPiaskownicy prywatnosci”), ale mozna tez pokusié¢ sie o
zainstalowanie mobilnej wersji Firefoksa albo DuckDuckGo. Nie



zaszkodzi tez poszuka¢ alternatywnych rozwigzan dla
pozostatych narzedzi oferowanych przez producenta.
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,Ustuga niestandardowa” oferowana przez Samsunga

Po wejsciu do ustawien telefonu w zaktadce ,Prywatnosc¢”
znajdziemy ponadto pozycje ,Ustuga niestandardowa”, ktdra
odpowiada za dostarczanie reklam i innych tresci w oparciu o
nasze (rzekome) zainteresowania 1 odwiedzane przez nas miejsca
w Swiecie rzeczywistym. Mozna jg skonfigurowa¢ po zalogowaniu
sie na zatozone wczes$niej konto w ustugach Samsunga. Jesli
opcja ,Dostosuj ten telefon” zostanie aktywowana, to w sekcji
,Zarzadzanie danymi” bedziemy mogli okreslié¢, czy ustuga ma
mie¢ dostep do naszych potaczen i wiadomos$ci, historii
wyszukiwania 1 przegladania oraz lokalizacji (ale nie s3g to
jedyne zbierane przez nig informacje, o czym sie przekonamy,
zagladajagc do odrebnej polityki prywatnosci). W sekcji
,Dostosowane aplikacje” mozemy z kolei wskazac¢, ktore z
systemowych aplikacji bedg z gromadzonych danych korzystac.
Nasza rada? W ogdle tej ustugi nie wtgczad.
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Ujarzmianie ,Ustugi niestandardowej”

Jesli nieopatrznie zrobilismy to wczesniej, mozemy skorzystac
z opcji ,Pobieranie danych” i sprawdzié¢, czego dowiedziat sie
0 nas Samsung. Firma uprzedza, ze przetwarzanie zadania moze
jej zajg¢ nawet 3 dni, a interesujgce nas informacje zostang
zapisane w folderze »Download” pod postacia
pliku Customization Service data.txt.gz. Za pomocg opcjl
nZatrzym. dostos. wszys. urzadz.” mozemy zrezygnowal z
otrzymywania spersonalizowanych tresci, nie nastgpi to jednak
od razu — zastosowanie zmian moze potrwa¢ do 2 dni. Podobnie
majg sie sprawy z usuwaniem gromadzonych przez ustuge danych.
Co gorsza, nie wszystkie zostang skasowane z uwagi na blizej
nieokreslone wymogi prawne, o czym zostaniemy poinformowani
przed nacisnieciem przycisku ,Usun”.
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ZGODA NA POLACZENIE DANYCH
DIAGNOSTYCZNYCH Z INNYMI
INFORMACJAMI

Zaznaczajac to pole wyboru, Uzytkownik
wyraZa zgode na tgczenie Danych
Diagnostycznych Uzytkownika z innymi
W'jl'é |ij dane di agnostyczne informacjami uzyskanymi o Uiytkowniku
przez Samsung, w tym z informacjami
demaograficznymi, informacjami o
zainteresowaniach oraz informacjami

o preferencjach pochodzacymi z
posiadanego przez Uzytkownika konta
Samsung account oraz innych produktow
i ushug Samsung, w celu poprawy
uzytecznoscel swoich produkiow i ushug.

Firmie Samsung zalezy na pomocy
uZytkownikdw przy poprawianiu naszych
produltdw | uslug. Twdj telefon zawiara
oprogramowanie diagnostyczne, ktore za
Twojg zgoda moZe automatycznie zbierad
dane diagnostyczne | dotyczgee uzycia
telefonu. Jesli sie zgodzisz, te dane beda
wysylane do firmy Samsung.

Dane diagnostyczne

foadzam sie na wysylanie danych
diagnostycznych. (opcjonalna)

Zgadzam sie na powigzanie danych
diagnostycznych z innymi informacjami.
(opejonalna)

taczenie informacji
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Zgoda na wysytanie do Samsunga danych diagnostycznych

W zaktadce ,Prywatnosc¢” znajdziemy ponadto opcje wysytania
Samsungowi danych diagnostycznych, ktérej réwniez sugerujemy
nie aktywowa¢. Klikajgc w link ,Dane diagnostyczne”, dowiemy
sie, ze decyzja o nieprzekazywaniu firmie tego typu informacji
nie wptynie w zaden sposéb na funkcjonalnosé¢ telefonu.
Producent zbiera je ,w celu doskonalenia jako$ci produktéow i
ustug oraz monitorowania przypadkdéw i reagowania na przypadki
niespodziewanych wytgczeA lub bteddéw systemu”. Jak wida¢ na
powyzszym zrzucie ekranu, dane te za zgodg uzytkownika moga
zosta¢ powigzane z innymi informacjami o nim, ktére firma
pozyskuje z réznych Zrédet. Samsung zaktada, ze cykl zycia
urzadzen przenosnych wynosi dwa lata i zapewnia, ze po tym
czasie informacje osobiste bedg automatycznie usuwane (ale jak
wiemy z polityki prywatnosci, nie brakuje od tej reguty



wyjatkéow) .

Jesli sie zastanawiacie, czy inne firmy produkujgce smartfony
z Androidem gromadzg mniej danych albo obchodzg sie z nimi
lepiej, to odpowiedZ brzmi ,raczej nie”, o czym mozecie sie
przekona¢, zagladajac do ich polityk prywatnos$ci. Oto kilka
przyktadowych: Xiaomi, Huawei, Alcatel, Sony.

Ujarzmianie ustug Google

Przeglad ustawien prywatnosci zwigzanych z ustugami Google
zaczynamy od mozliwos$ci personalizacji urzadzenia i akurat w
tym przypadku nie chodzi o wysSwietlanie reklam, tylko o
podpowiadanie uzytkownikowi na podstawie jego wczesniejszych
dziatan, co moze w danej chwili zrobic¢. Jesli np. zaznaczymy
jakis tekst, a Google rozpozna, ze jest to nazwa restauracji,
to mozemy otrzymac sugestie otwarcia aplikacji Mapy i
wyznaczenia trasy dojazdu. W zaktadce ,Prywatnos$c¢” po wybraniu
»Ustug personalizacji urzadzenia” mozemy uzyskal wiecej
informacji na temat tej funkcji, a takze usunal zgromadzone
dotychczas dane. W Androidzie 12 omawiana funkcja kryje sie
pod nazwa ,Android System Intelligence” i pozwala dodatkowo
wtgczy¢ inteligentne podpowiedzi w pasku sugestii klawiatury.
W obu przypadkach, jesli chcemy co$ skonfigurowac¢ (czyli
wskaza¢ lub wykluczy¢ jakies Zrdédta danych), musimy sie udad
do zaktadki ,,Google” i wybra¢ opcje ,Personalizuj na podstawie
udostepnionych danych”.
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Ustugi personalizacji urzgdzenia

Kolejna warta uwagi pozycja w zaktadce ,Prywatnos¢” to ,Ustuga
autouzupeiniania Google” umozliwiajgca automatyczne wpisywanie
danych do formularzy, co jest — i1 owszem — wygodne, ale
dostarcza producentowi Androida sporo wrazliwych informacji o
uzytkowniku. Jesli wtgczymy te funkcje, to po kliknieciu w
,Dane osobowe” przeniesiemy sie do sekcji zarzadzania
osobistymi informacjami na koncie Google, ,Adresy” pozwolg nam
ustawi¢ adres domowy i stuzbowy w aplikacji Mapy, ,Formy
ptatnosci” beda aktywne tylko po ich wczesSniejszym
skonfigurowaniu (w sekcji ,Google” » ,Ustawienia aplikacji
Google” » ,Google Pay”), a ,Hasta” dadzg dostep do wbudowanego
menedzera haset. Wybierajgc ,Ustawienia”, bedziemy mogli
okreslic¢, czy chcemy uwierzytelniaé¢ sie za pomocg biometrii
przed wypeinieniem danych kart p*atniczych i/lub haset, a
takze zezwoli¢ na synchronizacje ustawien tej ustugi na innych
urzgdzeniach. Jes$li natomiast przejdziemy do sekcji
~Autouzupetnianie” w zaktadce ,Google”, to znajdziemy tam
m.in. opcje ,Kody weryfikacyjne SMS”. Ze wzgledodw
bezpieczenstwa nie powinnismy zezwala¢ na wpisywanie kodow
weryfikacyjnych z SMS-6w ani ustudze autouzupeiniania, ani



domyslnej przegladarce.
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Ustawienia autouzupetniania

Przejdzmy teraz w zaktadce ,Prywatnos$¢” do sekcji ,Historia
lokalizacji Google”. Mozemy ja od razu wytgczy¢, lepszym
pomystem bedzie jednak skorzystanie z opcji ,Zarzadzaj
historig” i przejrzenie zapisanych przez firme informacji o
naszym przemieszczaniu sie w Swiecie rzeczywistym. Klikajac w
trzy kropki widoczne po prawej stronie ekranu i wybierajac
yUstawienia i prywatnos$¢”, uzyskamy m.in. mozliwo$¢ usuniecia
catej historii lokalizacji lub pewnego jej zakresu, a takze
skonfigurowania automatycznego usuwania gromadzonych danych —
mozemy w ten sposéb na biezgco kasowal aktywnosc¢ starszg niz
3, 18 lub 36 miesiecy.

Dodatkowe opcje znajdziemy w odrebnej zaktadce ,Lokalizacja”,
dostepnej bezposrednio z gtdéwnego menu ustawien smartfona. W
sekcji ,Uprawnienia aplikacji” mozemy zobaczy¢, jakim
aplikacjom przyznalismy ciggty dostep do danych
lokalizacyjnych, jakie majg do nich dostep tylko podczas
uzywania i jakim nie dalismy dostepu, cho¢ o niego prosity. W



przypadku pomytki istnieje oczywiscie mozliwos$¢ skorygowania
wczesniejszych wyborow. Standardowo lokalizacja urzadzenia
jest wykrywana za pomocag GPS, mozemy jednak aplikacjom
zezwoli¢ na korzystanie z Wi-Fi i Bluetootha w celu
doktadniejszego jej okreslania (co moze sie przydac¢, jesli na
fali sentymentu nadal gramy w Pokemon Go albo
skonfigurowalismy zaufane miejsca w funkcji Smart Lock -
zob. Biometria i inne sposoby ochrony Androida przed
niepowotanym dostepem). Udostepniajac swojg lokalizacje innym
osobom, powinnismy pamietac, Zze mogg sie one dowiedzied¢ nie
tylko, gdzie jestesmy obecnie, ale réwniez gdzie bylismy
przedtem, w jaki sposdéb sie przemieszczamy (jedziemy czy
idziemy), jaki jest stan naszego urzadzenia, w tym np. stopien
natadowania baterii i1 pare innych rzeczy — dlatego sugerujemy
korzysta¢ z tej opcji z rozwaga. Warto natomiast aktywowacd
»Ustuge 1lokalizacji dla potgczen alarmowych (ELS)".
Jak ttumaczy producent systemu: ,Gdy zadzwonisz lub napiszesz
SMS-a na numer alarmowy, moze zostal wystana roédwniez
lokalizacja Twojego telefonu, aby ratownicy mogli szybko Cie
odnalez¢. Numer alarmowy w Stanach Zjednoczonych to 911, a w
Europie 112".
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Zarzgdzanie lokalizacja

Wré6émy jednak do =zakt*adki ,Prywatnos$¢” i wybierzmy
,Zarzadzanie aktywnoscia”. Zobaczymy cztery sekcje: ,Aktywnos$¢
w internecie i aplikacjach”, ponownie (oméwiong juz) ,Historie
lokalizacji”, ,Historie w YouTube” i ,Personalizacje reklam”.

Decydujgc sie na zapisywanie naszej aktywno$ci w internecie i
aplikacjach, dowiemy sie, ze gromadzone dane ,pomagaja
personalizowa¢ ustugi Google, np. pozwalajg szybciej
wyszukiwaé¢ informacje oraz zwiekszaja trafnos¢ rekomendacji i
reklam — zardéwno w ustugach Google, jak i innych firm”.
Wniosek? Nic ztego sie nie stanie, jesli wytaczymy te funkcje.
Jesli tego nie zrobimy, mozemy ograniczy¢ ilos¢ zapisywanych
informacji poprzez nieuwzglednianie historii przegladarki
Chrome i nagran dzwiekowych generowanych podczas interakcji z
wyszukiwarkg Google, Asystentem 1 Mapami. Klikajgc w link
JWiecej informacji”, przeczytamy, ze ustawienie to ,nie ma
wptywu na dane dZwiekowe zapisane na Twoim urzgdzeniu i w
innych ustugach Google ani na sposob, w jaki Google
przetwarza, transkrybuje i wykorzystuje do nauki Twoje dane w
czasie rzeczywistym”. Tak jak w przypadku historii



lokalizacji, mozemy skonfigurowa¢ automatyczne usuwanie
zebranych danych. Wybierajgc ,Zarzadzaj cat*a aktywnosScig w
internecie i aplikacjach”, otrzymamy takze mozliwos¢
wyszukiwania i filtrowania zapisanych tres$ci wedtug dat i
ustug. Podobnie wyglada zarzadzanie historig serwisu YouTube.
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Zarzadzanie aktywnoscig

Inaczej majg sie sprawy z funkcja ,Personalizacja reklam”.
Jesli jest ona wtaczona, to w sekcji ,Jak personalizujemy
reklamy” zobaczymy, na podstawie jakich danych osobowych
Google dopasowuje do nas przekaz reklamodawcéw (przyktadowe
pozycje: ,45-54 lata”, ,Mezczyzna”, ,Jezyk: polski i jeszcze
1”). Kazda z uwzglednionych informacji mozemy zaktualizowad, a
w przypadku profilowania na podstawie naszych zainteresowan —
wytgczaé¢ te, z ktorymi sie nie utozsamiamy i przywracad



wytgczone przez pomytke. W sekcji ,Reklamy o charakterze
kontrowersyjnym w YouTube” mozemy ograniczy¢ wysSwietlanie
reklam dotyczgcych alkoholu i hazardu, a od pewnego czasu
takze randek, cigzy 1 rodzicielstwa czy nawet odchudzania. Na
dole widnieje link ,Twoje dane i reklamy”, pod ktdérym znajduje
sie zapewnienie Google, ze nigdy nie sprzedaje danych
osobowych 1 nie uzywa informacji poufnych do personalizowania
reklam. Sami musicie zadecydowaé¢, czy w to wierzycie.
Bloomberg donosi, ze z 68 mld dolaréw catkowitych przychoddw
firmy w kwartale zakonczonym 31 marca br. oko*o 54 mld
pochodzito z ustug reklamowych.

Aby zapewni¢ sobie wiecej prywatnosci, mozemy usungd
zaznaczenie jedynej, niezbyt jasno opisanej opcji w zaktadce
,Zaawansowane” — dzieki temu Google nie bedzie uzywal naszych
danych do personalizowania reklam wyswietlanych na stronach i
w aplikacjach firm trzecich, ktére z nim wspéitpracujg. Nie
bedzie tez zapisywac informacji o naszych dziataniach na
stronach 1 w aplikacjach nalezgcych do zewnetrznych
ustugodawcow. Jeszcze lepszym pomystem jest catkowite
wytgczenie personalizacji. Tworcy Androida uprzedzaja, ze
reklamy nadal bedg sie nam wyswietlad, ale mogag by¢ mniej
interesujgce — niewielka strata. Potwierdzajac swéj wybor,
zobaczymy komunikat o mozliwosSci wytgczenia personalizacji
reklam Google wyswietlanych bez logowania oraz reklam z ponad
100 innych internetowych sieci reklamowych — da sie tego
dokona¢ w serwisie Your Online Choices (chociaz nie jest to
rozwigzanie bez wad, bo opiera sie na ciasteczkach).



https://www.bloomberg.com/opinion/articles/2022-05-16/privacy-google-transmits-our-personal-data-70-billion-times-a-day
https://www.youronlinechoices.com/pl/
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Personalizacja reklam

W zaktadce ,Prywatnos¢” znajdziemy tez odrebna sekcje
»Reklamy”. W to samo miejsce trafimy, wybierajgc opcje o
identycznej nazwie po wejsciu z gtdédwnego menu ustawien do
zaktadki ,Google” (czemu stuzy takie dublowanie $ciezek, nie
wiadomo — moze zamotaniu niedo$wiadczonego uzytkownika, ktdéry
dzieki temu co$ przeoczy). W sekcji tej mozemy zresetowad
unikalny identyfikator, ktéry pozwala ustugodawcom sSledzi¢
nasze zwyczaje 1 zainteresowania w celu lepszego dopasowania
prezentowanych nam reklam. Identyfikator ten mozemy réwniez
usung¢ bez zastepowania go nowym. W Androidzie 12 stosowng
opcje znajdziemy bez wiekszych probleméw, w starszych wersjach
systemu kryje sie ona natomiast pod nieco mylacg nazwa
~Rezygnacja z personalizacji reklam”, ktéra dla odmiany trzeba
wtaczyc.

Innej ukrytej funkcji musimy poszukaé¢, wciskajgc w zaktadce
»,Google” przycisk ,Zarzgdzaj kontem Google”. Z gdrnego menu
wybieramy ,0soby 1 udostepnianie”, przechodzimy do sekcji
,Udostepnianie rekomendacji w reklamach” i klikamy w 1link
n,Zarzgdzaj rekomendacjami spotecznos$ciowymi”. Zobaczymy Sciane



tekstu wyjasniajaca, czym sg wspomniane rekomendacje — w
skrécie chodzi o mozliwos¢ wykorzystania w celach reklamowych
naszej nazwy uzytkownika, zdjecia i informacji o aktywnosci
(np. dodanej przez nas opinii o jakiej$ restauracji). Aby temu
zapobiec, trzeba zjecha¢ na dét strony i usungl zaznaczenie
znajdujacego sie tam pola wyboru.

RE kla m:’fr Funkecje dia firm

uj identyfikator wyswietlania

.. Persomalizacia birnesowa
& vy
Usun identyhkator wyswietlania
resklam Dodaj swojg firme do wyszukiwarki

Reklamy i1 rekomendacje spotecznosciowe

Wiecej sugestii dotyczacych zarzadzania kontem Google mozna
znaleZz¢ w naszych wczesniejszych artykutach z cyklu Podstawy
Bezpieczenstwa: Jak zadbac¢ o swoja prywatnos¢ w ustugach
Google oraz Jak zadbac¢ o swoje bezpieczenstwo w ustugach

Google.

Ostatnig warta uwagi sekcja w zaktadce ,Prywatnosc¢” jest
,Uzycie i diagnostyka”, ktora po wtaczeniu przesyta
producentowi systemu informacje o jego dziataniu 1
ewentualnych problemach. Ze strony pomocy technicznej Google
mozemy sie dowiedziecC, ze firme interesujg réwniez takie dane,
jak czestotliwo$¢ uzywania aplikacji, poziom natadowania
baterii oraz jakos¢ i czas trwania potaczen sieciowych. Sa one



https://zaufanatrzeciastrona.pl/post/podstawy-bezpieczenstwa-jak-zadbac-o-swoja-prywatnosc-w-uslugach-google/
https://zaufanatrzeciastrona.pl/post/podstawy-bezpieczenstwa-jak-zadbac-o-swoja-prywatnosc-w-uslugach-google/
https://zaufanatrzeciastrona.pl/post/podstawy-bezpieczenstwa-jak-zadbac-o-swoje-bezpieczenstwo-w-uslugach-google/
https://zaufanatrzeciastrona.pl/post/podstawy-bezpieczenstwa-jak-zadbac-o-swoje-bezpieczenstwo-w-uslugach-google/
https://support.google.com/accounts/answer/6078260

zapisywane na koncie uzytkownika, co oznacza, ze da sie je
przejrze¢ i usung¢ za posrednictwem strony Moja aktywnosc.
Przesytanie tych informacji nie jest konieczne do poprawnego
funkcjonowania Androida, mozemy wiec te funkcje zdezaktywowacl.
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Wysytanie danych diagnostycznych i inne opcje

Sposréd nowych opcji, ktére dodano w Androidzie 12, warto
wymieni¢ mozliwos¢ cofniecia wszystkim aplikacjom dostepu do
mikrofonu (wystarczy postuzy¢ sie jednym suwakiem) oraz alerty
po otworzeniu schowka. W kolejnej wersji Androida ma sie
pojawi¢ takze automatyczne usuwanie historii schowka, dzieki
czemu aplikacje zostang prewencyjnie odciete od wczesSniej
skopiowanych, nieprzeznaczonych dla nich informacji. Wchodzac
do zaktadki ,Prywatnos¢”, mozemy teraz zobaczy¢ statystyki
wykorzystania aparatu, mikrofonu i lokalizacji w ciagu


https://myactivity.google.com/myactivity

ostatnich 24 godzin. Klikniecie w ktérgkolwiek z tych funkcji
umozliwia zapoznanie sie z doktadng historig jej uzycia. W
Androidzie 13 1liczba aplikacji wymagajgcych dostepu do
lokalizacji moze ulec zmniejszeniu — nle trzeba bedzie np.
przyznawa¢ tego uprawnienia, aby wtgczy¢ skanowanie Wi-Fi.

Na konferencji Google I/0, ktora odbyta sie w maju, firma
poinformowata o dostepnosci ,trzynastki” w wersji beta 2,
ktérg wyposazono w wymienione wyzej i sporo innych nowosci.
Mozna jg przetestowa¢ na smartfonach kilku rdéznych
producentéw, ale Samsung sie do nich nie zalicza. Coéz,
poczekamy.. zwtaszcza ze Android 12 ledwo zaczat zdobywad
popularnosc. Wedtug statystyk dostepnych na
stronie StatCounter na razie uzywa go tylko 11,77% posiadaczy
telefondéw z tym systemem, a w Polsce jeszcze mniej, bo 9,78%.
Niekwestionowanym liderem pozostaje ,jedenastka”, ktdra na
szczesScie przyktada do prywatnosci uzytkownikéw wieksza wage
niz poprzedniczki.

Dla zachowania petnej przejrzystosci: Patronem cyklu
jest Aruba Cloud. Za opracowanie 1 opublikowanie tego artykutu
pobieramy wynagrodzenie.

Zrédto

Amerykanskie szpitale dziela
sie danymi pacjentow =z
Facebookiem


https://developer.android.com/about/versions/13/devices
https://gs.statcounter.com/android-version-market-share/mobile-tablet/
https://arubacloud.pl/
https://zaufanatrzeciastrona.pl/post/podstawy-bezpieczenstwa-jak-zadbac-o-swoja-prywatnosc-uzywajac-androida/
https://ocenzurowane.pl/amerykanskie-szpitale-dziela-sie-danymi-pacjentow-z-facebookiem/
https://ocenzurowane.pl/amerykanskie-szpitale-dziela-sie-danymi-pacjentow-z-facebookiem/
https://ocenzurowane.pl/amerykanskie-szpitale-dziela-sie-danymi-pacjentow-z-facebookiem/
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Artykut zatytutowany ,Facebook Is Receiving Sensitive Medical
Information from Hospital Websites” (,Facebook otrzymuje
wrazliwe informacje medyczne ze stron internetowych szpitali”)
jest jednym z bardziej szokujgcych artykutdéw sledczych tego
tygodnia, ktory jednak nie trafit do mainstreamowych medidw
korporacyjnych — donosi strona LifesiteNews, powotujgc sie na
wpis dr. Roberta Malone.

Autorzy dokumentujg, ze na prywatnych, wewnetrznych stronach
internetowych (intranetowych) wielu szpitali zainstalowano
narzedzie Sledzace, ktdére zbiera informacje o stanie zdrowia
pacjentéw. Obejmujg one schorzenia, recepty i wizyty
lekarskie. Narzedzie to nastepnie wysyla wszystkie te dane do
Facebooka (i jego firmy macierzystej Meta).

Mamy tu do czynienia z najjaskrawszym przypadkiem ztamania nie
tylko etyki lekarskiej, ale przepis6w — znanych w Stanach
Zjednoczonych jako HIPAA — ktére powinno chroni¢ dane prywatne
pacjenta. Przepisami HIPAA zastaniajg sie szpitale, odmawiajac
nawet wspéimatzonkowi czy rodzicom, dostepu do informacji o
stanie zdrowia. Jak wida¢, dzielenie sie tymi wrazliymi danymi
z korporacyjnymi podmiotami, ktérych jednym z najwiekszych
zadan jest $ledzenie uzytkownikdéw, nie stanowi jednak
najmniejszego problemu dla administratordow szpitali.

Autorzy, ktérzy pierwotnie opublikowali wyniki Sledztwa w The
Markup, wskazujg, ze narzedzie szpiegujgce byto zainstalowane
w 33 ze 100 najlepszych szpitali w USA i w siedmiu gtdéwnych
systemach medycznych, w tym w systemie ,My Chart”. Oznacza to,
ze duzy odsetek szpitali bezposSrednio wysytat dane pacjentéw
do Facebooka (lub Mety).


https://en.wikipedia.org/wiki/Health_Insurance_Portability_and_Accountability_Act

»Aby bytXo jasne, chodzi tu tylko o 33 szpitale, ktére zostaty
przetestowane przez The Markup, a nie o systemy szpitalne czy
zdecydowang wiekszos¢ szpitali i gabinetdéw lekarskich, ktore
korzystajg z tych duzych systeméw oprogramowania opartych na
chmurze lub sieci w USA.” — piszg dziennikarze sledczy.

Gdyby wyniki te ekstrapolowa¢ na catos¢ systemu szpitalnego w
USA, to oznaczatoby to, ze ponad 1/3 wszystkich placowek
dzieli sie danymi pacjentéw z najwieksza korporacjg, w gruncie
rzeczy powotang do zbierania danych uzytkownikow.

,Jeszcze w 2017 r. rzad rzeczywiscie martwit sie, ze systemy
medyczne mogg zostad¢ zhakowane.” — pisze dr Malone, nieco
naiwnie uwazajagc, ze rzad kiedykolwiek ,martwit sie” o ochrone
praw pacjenta. ,Najwyrazniej 'my’, ludzie, nie mozemy polegad
na rzgdzie USA. .. Dlatego musimy chroni¢ sie sami.” — konczy
jednak trzezwo.

Jak pisalismy wiele lat temu o historiach powstawania takich
firm jak Facebook czy Google: niech nikt nie powtarza
idiotycznych bajek jakoby kilku studentdéw, ot tak, samorzutnie
utworzyto najwieksze firmy na Swiecie. Co prawda nie znamy
(jeszcze oficjalnie) pikantnych szczeg6tdéw powstania
Facebooka, ale jesli chodzi o Google, to wiemy juz — ze
zdeklasyfikowanych dokumentéw — Ze powstat on przy pomocy
finansowej 1 przy wsparciu DARPA (Defense Advanced Research
Projects Agency — Agencja Zaawansowanych Projektéw Badawczych
w Obszarze Obronnosci), czyli Agencji Departamentu Obrony USA,
odpowiedzialnej m.in. za sfinansowanie pierwszych badan nad
stworzeniem Internetu, najnowocze$niejszych broni, czy broni
biologicznej. Z takimi firmami jak Google czy Facebook jest
wtasnie tak jak mozna by*o sobie przeczyta¢ w niejednym
skonspiracyjnym” opowiadaniu science-fiction: rzadowe
inwigilacyjne agencje typu NSA uznaty, ze %tatwiej bedzie
zebra¢ dane ludzi przy uzyciu popularnych narzedzi zabawowo-
komunikacyjnych niz przy pomocy ,klasycznej” acz



technologicznie Zzaawansowanej metody
wywiadowczej. Sfinansowano wiec projekty Google’'a (i
Facebooka) i rozpostarto parasol ochronny nad przydatnymi dla
wywiadu firmami.

A propos: czy nie powinno da¢ nieco do myS$Slenia, ze dzisiejsze
giganty wywiadowcze zatozone zostaty przez Zydéw? Larry Page
(matka zydéwka), Sergey Brin (rodzice — rosyjscy zydzi, zona —
zydéwka polskiego pochodzenia), Mark Zuckerberg, Eduardo
Saverin czy Dustin Moskovitz.. mozna wymieniac. Ale przeciez to
tylko przypadek, wszak jedynie zydowscy studenci sg tacy
zdolni..

Pamietaj: uzywajac Facebooka sam instalujesz sobie Spyware 1
Malware.

Uzywajgc Facebooka czy Google nie miej ztudzen co do
zachowania prywatnosci. Firmy te istniejg gtownie CELEM
zbierania danych.

Za Twojg ,, darmowa” skrzynke pocztowg — 1 inne ,damowe” ustugi
— ptacisz danymi o sobie.

Zrédto

Cena naszej prywatnosci

Polacy sg sktonni ptaci¢ po 14-17 ztotych miesiecznie, aby


https://www.bibula.com/?p=134717
https://ocenzurowane.pl/cena-naszej-prywatnosci/

unikng¢ reklam i ograniczy¢ platformom internetowym dostep do
swoich osobistych danych.

4,025 miliarddéw ztotych warte byty dla Google’'a dane polskich
uzytkownikéw w 2020 r., a 2,196 mld zt — wynosita wartos¢
danych z Polski dla Facebooka. My jednak raczej nie chcemy,
aby te obie globalne firmy miaty wiedze na nasz temat. Polacy
sg sktonni nawet ptaci¢ po kilkanascie ztotych miesiecznie,
aby ograniczy¢ przedsiebiorstwom dostep do swoich prywatnych
danych — méwi badanie przeprowadzone przez Polski Instytut
Ekonomiczny. Ciekawe, czy Polacy byliby tez sktonni zaptacid
za to, aby mniej na ich temat wiedziaty rézne dzisiejsze
instytucje rzadowe?

Ponadto, az 87 proc. uczestnikdéw badania PIE twierdzi, ze
firmy technologiczne wiedzg o nas za duzo, a 84 proc. uwaza,
ze dziatalnos¢ tych firm powinna podlega¢ wiekszej kontroli.
Inny model funkcjonowania platform cyfrowych bytby zatem
spotecznie pozgdany — wynika z raportu Polskiego Instytutu
Ekonomicznego , Ile warte sg nasze dane?”.

Polacy sg wiec generalnie niechetni temu, aby platformy
cyfrowe na szerokg skale wykorzystywaty ich dane, a zwtaszcza
za darmo. Lubimy zarobic¢, wiec za obecna sytuacje, w ktérej
platformy cyfrowe majg dostep do niemal wszystkich naszych
danych oraz wysSwietlaja spersonalizowane reklamy, przecietny
uzytkownik internetu oczekiwatby pienieznej rekompensaty.

Jak wskazuje PIE, ponad potowa pytanych internautéw (63 proc.)
zgadza sie z postulatem zakazu pokazywania reklam na podstawie
danych oséb prywatnych. Z drugiej strony, zaledwie 38 proc.
ankietowanych jest gotowych ptaci¢ za 1lepsza ochrone
prywatnosci tym serwisom, z ktorych korzystaja.

,Moze to by¢ zwigzane z nieufno$cig wobec takich firm. 76
proc. nie wierzy, ze ptatna wersja Facebooka lepiej chronitaby
ich prawa. W przypadku Google’a jest to 73 proc.” — mowi
Ignacy Swiecicki, kierownik zespotu gospodarki cyfrowej w
Polskim Instytucie Ekonomicznym.



Zdaniem PIE, przychody Google’a i Facebooka z danych polskich
uzytkownikédw sg znacznie wyzsze od raportowanych przez polskie
oddziaty tych koncernéw na potrzeby statystyki i dla organodw
podatkowych.

,Miesieczny przychdéd 2z danych pojedynczego polskiego
uzytkownika dla Google wynosi 10,16 PLN. Szacujemy, ze tacznie
w 2020 r. przychdéd z danych wszystkich polskich uzytkownikéw
wyniést wiec nawet 4,025 mld PLN. Miesieczny przychdéd z danych
polskiego uzytkownika dla Facebooka wynosi 8,52 PLN. Czyli -
wedtug naszych szacunkéw — tgcznie w 2020 r. przychdd z danych
wszystkich polskich uzytkownikéw mégt siegac 2,196 mld PLN” —
ocenia PIE.

W ostatnich latach mielismy do czynienia z ogromnym wzrostem
skali i zasiegu dziatania oraz skokiem przychodéw i zyskodw
platform cyfrowych. W trzecim kwartale 2021 r. platformy miaty
az 42 proc. udziat w pierwszej 10 firm o najwyzszej na Swiecie
wycenie gietdowej. Dla pordwnania, jeszcze 10 lat wczesnie]
ten udziat byt zerowy, co poniekad zrozumiate, bo one dopiero
wtedy rozwijaty skrzydta. W przypadku Facebooka przychody z

reklam stanowig 98 proc. przychodéw firmy — 84 miliardéw
dolaréw globalnie w 2020 r., w przypadku Google’'a, udziat
przychodéw z reklamy w przychodach firmy to 80 proc. — oko%o
147 mld dol.

Sposéb funkcjonowania platform cyfrowych wigze sie z
pozyskiwaniem i przetwarzaniem ogromnych ilosci danych
uzytkownikow. Jak pokazato badanie Polskiego Instytutu
Ekonomicznego, fakt ten nie umyka Swiadomosci internautow. Az
77 proc. respondentdéw zdaje sobie sprawe, ze za bezptatny
dostep do ustug w sieci ptaci swoimi danymi.

PIE w swym sondazu zapytat tez o mozliwo$¢ korzystania ze
zmodyfikowanych wersji gtéwnych serwiséw, w ktérych w zamian
za ptatnos¢ platformy zbieraja mniej danych.

,0kazato sie, ze przecietny badany jest sktonny ptaci¢ 17,07



zt¥ miesiecznie, aby Facebook nie miat* dostepu ani do danych
agregowanych na platformie, ani pochodzgcych z innych Zrédet.
Za brak dostepu Google’'a do prywatnych danych — w tym
aktywnosci na innych portalach — Polki i Polacy byliby sk*onni
ptaci¢ 14,10 zt miesiecznie” - twierdzi Jacek Grzeszak,
starszy analityk z zespoiu strategii w PIE.

Jakakolwiek zmiana dzisiejszego, nadzwyczaj optacalnego modelu
biznesowego funkcjonowania platform cyfrowych bedzie trudna do
przeprowadzenia, ale wydaje sie by¢ spotecznie oczekiwana. Az
69 proc. respondentéw w badaniu PIE uwaza, ze zadna strona
internetowa ani aplikacja nie powinny pobiera¢ optat za
dostep.

Zdaniem PIE, twierdzenia dotyczgce reklamy internetowej moga
jednak wydawa¢ sie paradoksalne. Z jednej strony bowiem 63
proc. internautéw zgadza sie z postulatem zakazu pokazywania
reklam na podstawie danych oséb prywatnych. Wprowadzenie w
zycie takiego kroku doprowadzitoby do zaprzestania tzw.
targetowania reklam. W efekcie jedynym sposobem dopasowania
reklam do potrzeb odbiorcy bytoby mato precyzyjne bazowanie na
lokalizacji, z ktdérej dana osoba loguje sie do internetu
(czyli, czy z miasta, czy wsi) Llub tzw. reklama kontekstowa,
ktéra zaktada dopasowanie tresci reklam do zawartosci stron,
na ktérych sg one umieszczone. Z drugiej strony az 43 proc.
badanych wyraza przekonanie o tym, ze obecne, kierowane do
nich reklamy, odpowiadajg na ich potrzeby.

Wedtug PIE, te wyniki wskazujg na pewng niekonsekwencje w
odpowiedziach respondentdéw. W rzeczywistosci chodzi jednak o
to, ze wbrew rozpowszechnionemu przekonaniu, reklama
internetowa ma dos¢ znikomy wptyw na zachowania zakupowe
konsumentdéw, wiec jest im raczej obojetne, czy odpowiada ona
na ich potrzeby, czy nie.

Nie zmienia to faktu, ze Polacy chetnie mogliby zaakceptowat
zmieniony model zarzgdzania ustugami oferowanymi przez
platformy. Chodzi*oby w nim przede wszystkim o ochrone



prywatnosci i ograniczenie lub nawet catkowite pozbycie sie
targetowanych reklam wyswietlanych uzytkownikom.

Jak ocenia Krystian tukasik, analityk z zespotu gospodarki
cyfrowej w PIE, juz przy optacie rzedu oko*o 10 =zt
miesiecznie, obie strony odczutyby korzy$s¢ — i nadawcy
internetowi, i odbiorcy ich tres$ci. Jest to bowiem kwota
nizsza niz deklarowana przez respondentow jako mozliwa do
zaptaty za wyeliminowanie dostepu do swych danych. Z drugiej
zas strony, jest wyzsza niz Sredni miesieczny przychodd
platform z obecnos$ci jednego uzytkownika.

Nie wiadomo jednak, czy inkasujac te 10 z%* miesiecznie,
platformy cyfrowe rzeczywisScie zrezygnowatyby z reklam, czy
tylko jakos$s zakamuflowaty ich obecnosé¢? Szefowie tych
koncerndéw najchetniej pragneliby przeciez mie¢ i dochody z
reklam, i comiesieczne wpitywy od uzytkownikodw.

Trybuna.info

Aplikacje nalezace do
Facebooka moga sSledzic¢ 1
zbiera¢ Twoje dane, nawet
jesli nie uzywasz 1ch
aktywnie
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Wiele aplikacji na smartfony Sledzi dane o0sd6b, w tym ich
biezgca lokalizacje, nawet jesli nie korzystajg z nich
aktywnie. Eksperci twierdzg, ze jednym 2z najgorszych
przestepcéw jest Facebook Messenger, dedykowana aplikacja do
przesytania wiadomo$ci firmy medidw spotecznosSciowych.

Eksperci zachecaja teraz ludzi do przeprowadzenia badan i
zastanowienia sie, jakie dane osobowe mogg rozdawacd,
pobierajgc i rejestrujgc sie w aplikacjach takich jak Facebook
Messenger.

,Jestem Swiadomy tego, kogo zaprosi¢ do mojego domu, wiec
myslatem tak samo o tym, co mam na telefonie, i zachowatem
ostroznos¢ przy pobieranych aplikacjach” — powiedziat* Michael
Huth, dyrektor ds. Badan i wspdét*zatozyciel firmy zajmujgcej
sie prywatnos$cig i zorientowang przeglagdarkg z wtasng
wyszukiwarka i aplikacja.

Huth poradzit* ludziom, aby obnizyli poziom tego, do czego
Facebook Messenger moze uzyska¢ dostep ze swoich
smartfonow. Aplikacja Facebook moze zbieral wszelkiego rodzaju
dane od swoich uzytkownikdéw, jesli tego nie robig, zwtaszcza
jesli nie sg Swiadomi, do czego aplikacja ma dostep.

,Firmy takie jak Google i Facebook proébuja ukry¢ to, co robig
z danymi i sprawié¢, by brzmiaty pozytywnie”, powiedzia%
wspb6tzatozyciel i dyrektor generalny Xayn Leif-Nissen
Lundbaek. ,Zawierajg jezyk, ktéry brzmi tak, jakby chronity
prywatnos¢, chociaz tak nie jest”.

Innym przyktadem, ktdéry podat Lundbaek, jest WhatsApp, rzekomo
prywatna ustuga przesytania wiadomosci nalezgca do Facebooka z
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szyfrowaniem typu end-to-end.

Lundbaek powiedziat, ze WhatsApp oferuje niewiele funkcji,
ktére wedtug Facebooka poprawiaja jego prywatnosé¢. W
rzeczywistosci te funkcje w niewielkim stopniu chroniag dane
0sob.

~Istnieje szereg aplikacji, takich jak przegladarka Google 1
TiKTok, ktdére sg gorsze niz WhatsApp, ale nadal nie jest to
dobry przyktad” - powiedzia*. ,To nie jest obrohAca
prywatnosci”.

.Sledzg wszystko, od interakcji po inne uzywane aplikacje,
lokalizacje i ruch” — dodat Lundbaek.

Inne aplikacje nalezace do
Facebooka przekazujace dane
uzytkownika firmie macierzyste]

Facebook Messenger, WhatsApp i Instagram s3 wtasno$cig
Facebooka. Wszystkie sg znane z udostepniania wielu prywatnych
danych firmie macierzystej.

Obecne zasady WhatsApp chronig zawarto$¢ czatédw danej osoby, w
tym zdjecia, filmy i potaczenia, przed przechwyceniem przez
Facebook. Nie wiadomo, czy niniejsza polityka prywatnosci jest
przestrzegana co do joty.

To, co ustuga szyfrowanych wiadomo$ci typu end-to-end moze
udostepniac¢, to numer telefonu i nazwa profilu
uzytkownika. Moze rowniez udostepniac¢, gdy uzytkownik wysyta
wiadomos¢ do innych oséb. Adres IP uzytkownika moze by¢
rowniez gromadzony i udostepniany innym markom nalezgcym do
Facebooka.

Polityka prywatno$ci WhatsApp jest celowo niejasna. Méwi, ze
moze udostepnia¢ dane osobowe Facebookowi wyraznie wyrdznione
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w polityce , lub uzyskane po powiadomieniu lub na podstawie
Twojej zgody”.

Niedawna zmiana w polityce prywatnosci WhatsApp umozliwita
rowniez firmom reklamujgcym sie za poSrednictwem Facebooka
przechowywanie czatéw uzytkownikdéw na serwerach nalezgcych do
Facebooka. Zak Doffman, dyrektor generalny firmy Digital
Barriers zajmujgcej sie technologig monitoringu, powiedziat,
ze podwaza to wiarygodnos¢ WhatsApp jako rzekomo kompleksowej
ustugi szyfrowanej wiadomosSci.

2WhatsApp twierdzi, Ze Facebook nie moze wykorzystywaé¢ tych
danych, ale firma moze wyszukiwac¢ czaty w celach reklamowych”
— powiedziat Doffman.

Instagram jest o wiele bardziej bezposSredni dzieki zbieranym
danym. Jego polityka prywatnosci stwierdza, ze [J[JFacebook
,Xgczy informacje o twoich dziataniach w rdéznych produktach i
urzadzeniach Facebooka”. Aplikacja podobno robi to, aby
zapewni¢ uzytkownikom ,bardziej dostosowane i spdjne
wrazenia”.

Ponadto Instagram swobodnie gromadzi lokalizacje uzytkownikow,
miejsca zamieszkania, miejsca, ktdére odwiedzajag, oraz
szczegb6ty dotyczgce firm i oséb, z ktdédrymi sg blisko i z
ktéorymi wchodza w interakcje, aby ,dostarczaé, personalizowacd
i ulepszac¢ produkty Facebooka”.

Innymi stowy, Instagram udostepnia te dane Facebookowi w celu
reklamy ukierunkowanej.

Jake Moore, specjalista ds. cyberbezpieczenstwa, ostrzegt
osoby, ktdre chcag korzysta¢ z Instagrama, ze [JJma on mniej
kontroli prywatnosci niz sam Facebook.

»Instagram ma mniej kontroli prywatnosci niz Facebook” -
powiedziat. , I nie mozna powstrzyma¢ wiekszosSci swoich danych
miedzy platformami”.



Zrédto:

The-Sun.com

Wired.co.uk

Google sSledzi uzytkownikow
Chrome nawet W trybie
»lncognito”

Jesli uzywasz przegladarki Google Chrome do surfowania po
sieci i robisz to ,incognito”, co ma oznacza¢ przegladanie
prywatne, powiniene$ wiedzieé, ze gigant z Doliny Krzemowej
nadal potajemnie Sledzi twojg aktywnos¢ w sieci.

Firma Alphabet Inc. twierdzi, ze aktywacja trybu ,stealth” w
Chrome oznacza po prostu, ze firma nie ,zapamieta Twojej
aktywnosci”. Nie oznacza to, ze Google nie jest w stanie
zobaczy¢, ktdére strony odwiedzasz i jak czesto je odwiedzasz,
co dla niektdrych moze byc¢ zaskoczeniem.

Sedzia okregowy USA Lucy Koh, znana z tego, ze wzieta sie za
Big Tech, ktore jest winne zbrodni przeciwko ludzkosci,
odpowiedziata na pozew zbiorowy przeciwko Google, méwigc, ze
jest ,zaniepokojona” praktykami gromadzenia danych przez
miedzynarodowg korporacje, ktére w najlepszym przypadku sa
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zwodnicze.

Pozew domaga sie 5000 dolardw odszkodowania za kazdego z
milionéw uzytkownikéw Chrome, ktérych prywatnos$¢ zostata
naruszona od czerwca 2016 roku. Koh méwi, ze uwaza za
,Niezwykte” to, ze Google doktada ,dodatkowego wysitku” w celu
zebrania takich danych, jesli rzekomo tego nie robi aby
profilowa¢ uzytkownikéw i kierowa¢ do nich reklamy.

Firma Google jest i byta uwiktana w 1liczne procesy

sgdowe dotyczace jej praktyk monopolistycznych, w tym
naruszania prywatnosci w reklamach cyfrowych i wyszukiwaniu
online. W jednym z nich Koh skutecznie zmusit*a Google do
ujawnienia skanowania prywatnych wiadomosci e-mail w celu
tworzenia profili 1 kierowania reklam.

W tym przypadku Google jest oskarzany o osadzanie kodu w
witrynach internetowych, ktdére wykorzystuja jej ustugi
analityczne i reklamowe do pobierania danych z rzekomo
prywatnej historii przegladania uzytkownikéw i przekazywania
ich na serwery Google w celu przetworzenia.

Google sprawia wrazenie, jakby tryb przegladania prywatnego
zapewniat uzytkownikom wiekszg kontrole nad ich danymi, méwi
prawniczka Amanda Bonn, ale w rzeczywistos$ci ,Google twierdzi,
ze w zasadzie niewiele mozna zrobi¢, aby uniemozliwié nam
gromadzenie Twoich danych, i wtasnie to powiniene$ zatozyc¢”

Google to zto; przestan uzywaé¢ ich produkty

Andrew Shapiro, prawnik Google, twierdzi, ze polityka
prywatnosci jego klienta ,wyraznie ujawnia” fakt, ze podczas
korzystania z produktu Google prawie nic nie jest prywatne.

,Gromadzenie danych, o ktérym mowa, zostato ujawnione” — mowi.

Stephen Broome, inny prawnik Google, moéwi, ze strony
internetowe, ktdére zawierajg umowe z Google na korzystanie z
jej narzedzi analitycznych lub innych ustug, doskonale znaja
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praktyki gromadzenia danych jego klientdéw i nie jest to
tajemnicy.

Broome prébowat bagatelizowal obawy powodéw, a takze sagdu
dotyczgce prywatnosci, wskazujgc, ze wtasna strona internetowa
federalnego sadu korzysta z ustug Google. Ta taktyka
przyniosta jednak odwrotny skutek, gdy sedzia zazgdat
wyjasnienia , co doktadnie robi Google”, wyrazajac jednoczesnie
obawy, Zze osoby odwiedzajgce witryne sadu nieswiadomie
ujawniajg Google prywatne informacje.

,Chce osSwiadczenia od Google na temat tego, jakie informacje
gromadzg o uzytkownikach witryny sgadu i do czego sg one
wykorzystywane” — powiedziata Koh prawnikom Google.

Wniosek z tego wszystkiego jest taki, ze Google nie mozna 1
nie powinno sie ufac¢. Wszystko, co robi, ma na celu zarabianie
pieniedzy, przejecie wtadzy, eliminacje praw ludzi i
ostatecznie osiggniecie dominacji nad Swiatem.

»Ponadto Google i Alphabet ukradty kod Oracle, wiec cata ich
dziatalnos¢ opiera sie na tej kradziezy” — zauwazyt jeden z
naszych komentatoréw o kolejnej kroliczej dziurze Google.

,Sprawa jest w tej chwili w Sagdzie Najwyzszym i wkroétce
zostanie rozpatrzona. Naprawde tatwo to udowodnié, Google jest
skohAczone. Nawet przestepcy w Sadzie Najwyzszym nie moga
pozwoli¢ sobie na to. To zbyt oczywiste”.

Inny komentator zgodzit sie z tym, dodajac, ze ,dni Google sa
policzone”, poniewaz ,nigdy nie naucza sie, ze wahadto moze
wychyla¢ sie tylko daleko w jednym kierunku, i musi wrdécic”.

Zrédta tego artykutu obejmuja:

BNNBloomberg.ca

NaturalNews.com
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COVID19 - dowody globalnego
oszustwa

COVID-19 i pézniejsze reakcje rzadu wydajg sie by¢ czesScia
miedzynarodowego spisku majgcego na celu popeinienie
oszustwa. Wydaje sie, ze nie ma dowoddw na to, ze wirus o
nazwie SARS-CoV-2 wywotuje chorobe zwang COVID-19.

Czasami musisz kierowa¢ sie instynktem. Nie jestem ekspertem w
dziedzinie genetyki 1, jak zawsze, oczekuje poprawy. Jednak
mojg uwage zwrdcity niektdre badania opublikowane przez
hiszpanskie czasopismo medyczne D-Salud-Discovery. Ich rada
doradcza z*ozona z wybitnie wykwalifikowanych 1lekarzy i
naukowcédw nadaje ich badaniom wiarygodnos¢. Ich twierdzenie
jest zdumiewajgce.

Genetyczne startery i sondy uzywane w testach RT-PCR do
identyfikacji SARS-CoV-2 nie s3g ukierunkowane na nic
konkretnego. Postepowatem zgodnie z technikami wyszukiwania
przedstawionymi w tym angielskim ttumaczeniu ich raportu 1
moge potwierdzi¢ dokt*adnos$¢ ich twierdzen dotyczagcych
sekwencji nukleotydéw wymienionych w protokotach Swiatowej
Organizacji Zdrowia. Mozesz zrobi¢ to samo.

D-Salud-Discovery osSwiadcza, ze nie ma testdw zdolnych do
identyfikacji SARS-CoV-2. W zwigzku z tym wszystkie
twierdzenia dotyczace domniemanego wptywu COVID 19 na zdrowie


https://ocenzurowane.pl/covid19-dowody-globalnego-oszustwa/
https://ocenzurowane.pl/covid19-dowody-globalnego-oszustwa/
https://www.dsalud.com/consejo-asesor/
https://www.dsalud.com/consejo-asesor/
http://philosophers-stone.info/wp-content/uploads/2020/11/The-scam-has-been-confirmed-Dsalud-November-2020.pdf

populacji sg bezpodstawne.

Cata oficjalna narracja COVID 19 jest oszustwem. Podobno nie
ma naukowych podstaw dla jakiejkolwiek czes$ci tej narracji.

Jesli te twierdzenia sg trafne, mozemy stwierdzié, ze nie ma
dowoddw na pandemie, a jedynie jej ztudzenie. Ponies$lismy
nieobliczalne straty bez wyraznego powodu, poza ambicjami
pozbawionych skruputéw despotdow, ktdérzy chcg przeksztatcié

globalng gospodarke i nasze spoteczenstwo, aby odpowiadaty ich
celom.

Czynigc to, ta ,klasa pasozytow” potencjalnie popetnita
niezliczone przestepstwa. Przestepstwa te mogg i powinny by¢
przeanalizowane i rozpatrzone przed sgdem.
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Identyfikacja ale czego doktadnie?

Swiatowa Organizacja Zdrowia (WHO) sklasyfikowata
COVID-19 (choroba COronaVIrus 2019). 0gtosili globalnag
pandemie COVID-19 11 marca 2019 roku.
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Wytyczne WHO dotyczgce badan laboratoryjnych stanowig:

Czynnik etiologiczny [przyczyna choroby] odpowiedzialny za
skupisko przypadkow zapalenia ptuc w Wuhan =zostat
zidentyfikowany jako nowy betakoronawirus (z tej samej
rodziny co SARS-CoV 1 MERS-CoV) poprzez sekwencjonowanie
nowej generacji (NGS) z hodowanego wirusa lub bezposSrednio z
préobek otrzymanych od kilku pacjentéw z zapaleniem ptuc.”

WHO twierdzi, Ze wirus SARS CoV-2 jest
powodem choroby COVID-19. Twierdzg réwniez, ze ten wirus
zostat wyraznie zidentyfikowany przez naukowcéw z Wuhan.

W WHO’wskim Novel Coronavirus 2019-nCov Situation Report 1 na
temat koronawirusa 2019-nCov 1 stwierdza sie:

Chinskie wtadze zidentyfikowaty nowy typ koronawirusa, ktory
zostat wyizolowany 7 stycznia 2020 r. ... W dniu 12 stycznia
2020 r. Chiny udostepnity krajom sekwencje genetyczng nowego
koronawirusa do wykorzystania przy opracowywaniu okreslonych
zestawow diagnostycznych.”

Te dwa oSwiadczenia WHO jasno sugeruja, ze wirus SARS-CoV-2
zostat wyizolowany (co oznacza oczyszczony do badan), a
nastepnie zidentyfikowano sekwencje genetyczne z wyizolowanej
prébki. Na tej podstawie opracowano i rozprowadzono na catym
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Swiecie zestawy diagnostyczne do testowania wirusa w miastach
i spotecznosciach na catym sSwiecie. Wedtug WHO i chinskich
naukowcow testy te wykryja wirusa, ktory powoduje COVID 19.

Jednak WHO stwierdza roéwniez:

Pracujgc bezposrednio na podstawie informacji o sekwencjach,
zespdét opracowalt serie testow amplifikacji gendéw (PCR)
wykorzystywanych przez laboratoria.”

Naukowcy z Wuhan opracowali testy amplifikacji gendow na
podstawie ,informacji o sekwencji”, poniewaz nie by*to
wyizolowanej, oczyszczonej prébki tak zwanego wirusa SARS-
CoV-2. Pokazali réwniez obrazy z mikroskopu elektronowego nowo
odkrytych wiriondow (kolczastej kulki biatkowej zawierajacej
wirusowe RNA).

Jednak takie struktury biatek nie sg wyjatkowe. Wygladaja jak
inne okragte pecherzyki, takie jak pecherzyki endocytarne 1
egzosomy.
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Wirusolodzy twierdza, ze nie jest
mozliwe ,wyizolowanie” wirusa, poniewaz replikuje sie on tylko
w komérkach gospodarza. Dodaja, ze Postulaty Kocha nie maja
zastosowania, poniewaz dotyczg bakterii (czyli organizméw
zywych). Zamiast tego wirusolodzy obserwujg cytopatogenne
skutki wirusa (CPE), powodujgce mutacje i degradacje komdrek w
hodowlach komérkowych.

Kiedy chinscy naukowcy po raz pierwszy zsekwencjonowali peiny
genom SARS-CoV-2, zaobserwowali CPE w komérkach Vero E6 i
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Huh7. Vero E6 to uniesmiertelniona linia komdérek matpich, a
Huh7 to uniesmiertelnione komérki rakowe
(rakotwdrcze). Oznacza to, ze byty one utrzymywane in vitro (w
hodowlach na ptytkach Petriego) przez wiele lat.

Centralnym punktem oficjalnej historii SARS-CoV-2 jest idea,
ze [J0jest to wirus odzwierzecy, zdolny do pokonywania dystansu
miedzy zwierzetami a ludzmi. Kiedy naukowcy z amerykanskiego
CDC ,,zainfekowali” ro6zne komdérki nowym wirusem, zauwazyli, co
nastepuje:

Zbadalismy zdolnosS¢ SARS-CoV-2 do infekowania 1 replikacji w
kilku popularnych liniach komérkowych naczelnych i ludzkich,
w tym ludzkich komérkach gruczolakoraka (A549) [komdrki
ptuc], ludzkich komérkach wagtroby (HUH7.0) i ludzkich
embrionalnych komérkach nerkowych ( HEK-293T), oprécz Vero E6
1 Vero CCL81 [komorki matlpy].. Nie zaobserwowano efektu
cytopatycznego w zadnej z linii komdrkowych z wyjgtkiem
komérek Vero [komérki matpy].. Komérki HUH7.0 i 293T wykazaty
jedynie niewielkg replikacje wirusa 1 Komorki A549 [ludzkie
komérki tkanki ptucnej] byty niezgodne z zakazeniem SARS-
CoV-2".

CDC nie zaobserwowat zadnego CPE w ludzkich komérkach. Nie
widzieli zadnych dowoddéw na to, ze ten rzekomy wirus
spowodowat jakagkolwiek chorobe cztowieka. Ten rzekomy ludzki
wirus nie wykazywat tez zadnej godnej uwagi replikacji w
ludzkich komérkach, co sugeruje, ze infekcja z cztowieka na
cztowieka bytaby niemozliwa.

Dostrzegajac ten problem, zespdét polskich naukowcOw wprowadzit
tego sekwencjonowanego ,wirusa” do komérek nabtonka ludzkiego
(drég oddechowych). Obserwowali wptyw na te kultury HAE przez
5 dni. Zauwazyli znacznie wiekszg replikacje niz naukowcy z
CDC, ale ostatecznie stwierdzili:

,Nie zaobserwowalismy zadnego uwolnienia wirusa z podstawno-
bocznej strony hodowli HAE”.


https://www.biorxiv.org/content/10.1101/2020.03.02.972935v1.full.pdf
https://www.biorxiv.org/content/10.1101/2020.03.02.972935v1.full.pdf
https://www.biorxiv.org/content/10.1101/2020.03.20.999029v1.full.pdf
https://www.biorxiv.org/content/10.1101/2020.03.20.999029v1.full.pdf

Oznacza to, ze nie widzieli zadnych dowoddéw rzekomych wirionow
naruszajgcych btone $Sciany komérkowej. Ponownie sugerujemy, ze
ten tak zwany wirus nie jest zarazliwy dla ludzi.

Nie jest jasne, czy SARS-CoV-2 jest ludzkim wirusem zdolnym do
wywotywania choroby. Moze nawet nie istniec fizycznie. Czy to
nic innego jak koncepcja oparta na predykcyjnych sekwencjach
genetycznych?
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Podréoz odkrywcza

Wuhan Center for Disease Control and Prevention oraz Shanghai
Public Health Clinical Center opublikowaty pierwszy peiny
genom SARS-CoV-2 (MN908947.1). To byto wielokrotnie
aktualizowane. Jednak MN908947.1 byt pierwszg sekwencjg
genetyczng opisujaca rzekomy
czynnik etiologiczny COVID-19 (SARS-CoV-2).

Wszystkie kolejne roszczenia, testy, terapie, statystyki,
opracowywanie szczepionek i wynikajgce z nich zasady sg oparte
na tej sekwencji. Jesli testy tego nowego wirusa nie
zidentyfikujg niczego, co mogtoby wywota¢ chorobe u ludzi,
cata narracja COVID-19 jest niczym innym jak farsg.


https://www.ncbi.nlm.nih.gov/nuccore/MN908947.1
https://www.ncbi.nlm.nih.gov/nuccore/MN908947.1

Badacze z Wuhan, stwierdzili, ze juz skutecznie posktadali
sekwencje genetyczng SARS CoV-2, przez dopasowwanie fragmentéw
znajdujacych sie w prébkach zawierajacych inne, uprzednio
odkryte, sekwencje genetyczne. Z zebranych materiatow
stwierdzili, ze 87,1% pasuje do koronawirusa SARS (SARS-
Cov). Zastosowali de novo assembly i ukierunkowang reakcje PCR
i znalezli 29 891 par zasad, ktdére w 79,6% sg zgodne z SARS-
CoV.

Musieli uzy¢ de novo assembly, poniewaz nie mieli wiedzy a
priori o prawidtowej kolejnosci 1lub kolejnosci tych
fragmentéw. Po prostu stwierdzenie WHO, Zze chifAscy
naukowcy wyizolowali wirusa 7 stycznia, jest fatszywe.

Zesp6t z Wuhan wykorzystat 40 rund amplifikacji RT-gPCR, aby
dopasowa¢ fragmenty cDNA (uzupeiniajgce sie DNA zbudowane z
fragmentow RNA z prébek) z opublikowanym genomem koronawirusa
SARS (SARS-CoV). Niestety nie jest jasne, jak doktadny jest
oryginalny genom SARS-CoV.

W 2003 roku zespétr naukowcédw z Hongkongu przebadat 50
pacjentdow z ciezkim ostrym zespotem oddechowym (SARS). Pobrali
prébki od 2 z tych pacjentéw i opracowali hodowle w komdrkach
watroby ptodu matpy.

Stworzyli 30 klondéw znalezionego materiatu genetycznego. Nie
mogac znalez¢ dowoddw na istnienie zadnego innego znanego
wirusa, tylko w jednej z tych sklonowanych prébek znalezli
sekwencje genetyczne ,nieznanego pochodzenia”.

Severe acute respiratory syndrome coronavines I solate SARS.CoN- 2/ human USATMD-kIDH- 0324/ 2000, complete genome
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Badajgc te nieznane sekwencje RNA, stwierdzili, ze 57% pasuja
do bydlecego koronawirusa i mysiego wirusa zapalenia watroby i


https://www.nature.com/articles/s41586-020-2012-7
https://thesequencingcenter.com/knowledge-base/de-novo-assembly/
https://www.thelancet.com/journals/lancet/article/PIIS0140-6736(03)13077-2/fulltext

wywnioskowali, ze nalezy do rodziny Coronaviridae. Biorgc pod
uwage te sekwencje, aby sugerowa¢ nowo odkryty wirus SARS-CoV
(nowe odkrycie to ambrozja dla naukowcdw), zaprojektowali
startery RT-PCR do testowania tego nowego wirusa. Naukowcy
stwierdzili:

Startery do wykrywania nowego wirusa zaprojektowano do
wykrywania RT-PCR tego genomu koronawirusa zwigzanego Z
zapaleniem ptuc u ludzi w probkach klinicznych. Sposroéod 44
probek z jamy nosowo-gardtowej dostepnych od 50 pacjentow z
SARS, 22 miato dowody na obecnos¢ RNA koronawirusa zwigzanego
z zapaleniem ptuc u ludzi.”

Potowa badanych pacjentéw, ktdérzy mieli te same objawy,
uzyskata wynik pozytywny dla tego nowego rzekomego
wirusa. Nikt nie wie, dlaczego druga potowa uzyskata wynik
negatywny na obecno$¢ tego nowego wirusa SARS-CoV. Takie
pytanie nie padto.

Ten rzekomy wirus miat tylko 57% dopasowanie sekwencji do
rzekomo znanego koronawirusa. Pozostat*e 43% ,tam” po prostu
byto. Zsekwencjonowane dane zostaty wyprodukowane i zapisane
jako nowy genom GenBank Accession No. AY274119.

Naukowcy z Wuhan nastepnie znalezli 79,6% dopasowania
sekwencji do AY274119 i dlatego nazwali go nowym szczepem
SARS-CoV (2019-nCoV — ostatecznie przemianowanym na SARS-
CoV-2). Nikt na zadnym etapie tego procesu nie wyprodukowat
zadnej wyizolowanej, oczyszczonej prébki zadnego
wirusa. Jedyne, co mieli, to dopasowania sekwencji procentowej
do innych dopasowan sekwencji procentowej.

Nic nie wyizolowano

Naukowcy sg bardzo zirytowani, poniewaz wcigz méwig, ze wirus
zostat wyizolowany, ale nikt im nie wierzy. Dzieje sie tak,
poniewaz jak dotad nikt nie dostarczyt* ani jednej oczyszczonej
probki wirusa SARS-CoV-2. Zamiast tego mamy kompletny genom i,


https://science.sciencemag.org/content/sci/300/5624/1399.full.pdf

jak za chwile odkryjemy, nie jest to szczegdlnie przekonujace.

Dziennikarze sledczy Torsten Engelbrecht i Konstantin Demeter
poprosili niektdérych naukowcédw, ktérzy twierdzili, ze maja
zdjecia wirionéw SARS-COV-2, aby potwierdzili, ze sg to obrazy
izolowanego, oczyszczonego wirusa. Zaden z nich tego nie
zrobit.

W Australii naukowcy z Instytutu Doherty ogtosili,
ze wyizolowali wirusa SARS-CoV-2. Poproszeni o wyjasnienie
naukowcy powiedzieli:

»Mamy krotkie (RNA) sekwencje z testu diagnostycznego, ktore
mozna wykorzystac¢ w testach diagnostycznych”

To wyjasnia, dlaczego rzgd Australii oswiadczyt:

Wiarygodnosc¢ testow COVID-19 jest niepewna ze wzgledu na
ograniczong baze dowodow.. Dostepne sg ograniczone dowody
pozwalajgce oceni¢ doktadnos¢ 1 uzyteczno$S¢ kliniczng
dostepnych testéw COVID-19”.

W Wielkiej Brytanii w 1lipcu grupa zaniepokojonych
naukowcOw napisata list do premiera Wielkiej Brytanii Borisa
Johnsona, w ktérym poprosili go o aby:

Przedstawi¢ niezaleznie recenzowane dowody naukowe
potwierdzajgce, ze wirus Covid-19 zostat wyizolowany.”

Do tej pory nie otrzymali odpowiedzi.

Podobnie brytyjski badacz Andrew Johnson ztozyt wniosek o
wolnos¢ informacji do Public Health England (PHE). Poprosit
ich o dostarczenie mu swoich danych opisujgcych izolacje
wirusa SARS-COV-2. Na co odpowiedzieli:

PHE moze potwierdzié¢, ze nie zawiera informacji w Sposob
sugerowany w Twojej prosbie”.


https://off-guardian.org/2020/06/27/covid19-pcr-tests-are-scientifically-meaningless/
https://off-guardian.org/2020/06/27/covid19-pcr-tests-are-scientifically-meaningless/
https://www.doherty.edu.au/people
https://twitter.com/TheDohertyInst/status/1222345640769777671
https://twitter.com/TheDohertyInst/status/1222345640769777671
https://www.tga.gov.au/covid-19-testing-australia-information-health-professionals
https://www.resetourplanet.com/covid19-something-real-or-fake-what-do-we-know/
https://cvpandemicinvestigation.com/2020/09/covid-19-evidence-of-fraud-medical-malpractice-acts-of-domestic-terrorism-and-breaches-of-human-rights/
https://www.whatdotheyknow.com/request/679566/response/1625332/attach/html/2/872%20FOI%20All%20records%20describing%20isolation%20of%20SARS%20COV%202.pdf.html

Kanadyjska badaczka Christine Massey wystagpita z podobnag
prosba o ujawnienie informacji, proszac o to samo kanadyjski
rzagd. Na co odpowiedziat* rzgd Kanady:

Po doktadnym wyszukiwaniu z przykroscig informujemy, ze nie
moglismy znalez¢ zadnych danych odpowiadajgcych na Panstwa
Zgdanie”.

CDC w USA oswiadczy*o w RT-PCR Diagnostic Panel:

. Obecnie nie sg dostepne ilosciowo okreslone izolaty wirusa
2019-nCoV ... ..Wykrycie wirusowego RNA moze nie wskazywacC na
obecno$¢ zakazZnego wirusa lub ze 2019-nCoV jest czynnikiem
wywotujgcym objawy kliniczne.”

Ostatnia aktualizacja 13 lipca 2020 r., CDC jeszcze nie
pozyskata czystej probki wirusa od jakiegokolwiek pacjenta, u
ktérego stwierdzono chorobe COVID-19. Otwarcie przyznaja, ze
ich testy niekoniecznie pokazujg, czy SARS-CoV-2 jest obecny
lub powoduje COVID 19.

Powiedziano nam, ze nic z tego nie ma znaczenia. Ze jestesmy
ignorantami i po prostu nie rozumiemy wirusologii. Dlatego
musimy przyja¢ obrazy rzeczy, o ktérych wiemy, ze moga byc
czyms innym, a sekwencje genetyczne (ktdére mogg by¢ czyms
innym) jako ostateczny dowdéd, ze ten wirus i choroba, ktérg ma
wywotywaé, sg prawdziwe.

Orfl Gene Human Chromosome Match
Homo saplens chromosome 6, GRCh3IE pl3 Primary Assembly
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Testowanie po nic

WHO 1 kazdy rzad, think tank, komitet sterujacy polityka,
rzagdowy doradca naukowy, instytucje ponadnarodowe 1 inne


https://www.fluoridefreepeel.ca/wp-content/uploads/2020/06/Health-Canada-FinalResponse-A-2020-00208-2020-06-13.pdf
https://www.fda.gov/media/134922/download

osoby, ktére promujg oficjalng narracje o COVID-19,
zapewniajg, ze SARS-CoV-2 powoduje COVID-19.

Chociaz nikt nigdy nie wyprodukowat prébki tego rzekomego
wirusa, rzekomy genom SARS-CoV-2 zostat opublikowany. Jest w
domenie publicznej.

Méwi sie, ze kluczowe sekwencje genetyczne w genomie SARS-
CoV-2 majg okreslone funkcje. Sg to biatka docelowe, ktoére
naukowcy badaja,
aby zidentyfikowac obecnos$¢ ,wirusa”. Obejmuja one:

» Gen polimerazy RNA (Rd-Rp) — umozliwia replikacje RNA
SARS-CoV-2 w cytoplazmie komdérek nabtonka chorych na
COVID-19.

Gen S (0rf2) — ta glikoproteina tworzy kolec na
powierzchni wirionu SARS-CoV-2, ktéry rzekomo utatwia
wigzanie SARS-CoV-2 z receptorami ACE2 na komdrkach,
umozliwiajgc RNA wewngtrz powtoki biatka wirionu
(kapsyd) przejscie do teraz zainfekowanej komérki.

» Gen E (Orflab) — mate biatko btonowe uzywane w sktadaniu
wirusa

=Gen N (O0rf9a) — gen nukleokapsydu, ktéry wigze RNA
podczas tworzenia kapsydu

WHO prowadzi publicznie dostepny rejestr starteréw RT-PCR 1
sond uzywanych do testowania SARS-CoV-2. Startery to
specyficzne sekwencje nukleotydowe, ktdre wigzg sie (%acza) z
nicig antysensowng i sensowng zsyntetyzowanego cDNA (nazywane
odpowiednio starterami do przodu i do tytu).

Nici cDNA rozdzielajg sie po podgrzaniu 1 przeksztatcajg po
schtodzeniu. Przed schtodzeniem sekwencje nukleotydowe zwane
sondami sg wprowadzane do hybrydyzacji z okres$lonymi regionami
docelowymi podejrzanego genomu wirusa. Podczas amplifikacji,
gdy obszary miedzy starterami wydtuzajg sie, gdy starter
uderza w sonde, sonda rozpada sie, uwalniajgc fluorescent Llub
barwnik, ktéry nastepnie moze zostal odczytany przez


https://www.ncbi.nlm.nih.gov/nuccore/NC_045512.2?report=genbank&to=29903
https://www.genetex.com/MarketingMaterial/Index/SARS-CoV-2_Genome_and_Proteome
https://web.archive.org/web/20201101102028/https://www.who.int/docs/default-source/coronaviruse/whoinhouseassays.pdf?sfvrsn=de3a76aa_2&download=true

naukowcow.

Naukowcy twierdzg, ze to identyfikacja tych markerdéw dowodzi
obecno$ci SARS-CoV-2 w prébce.

Cos innego, co jest publicznie dostepne, to podstawowe
narzedzie wyszukiwania lokalnego dopasowania (BLAST). Dzieki
temu kazdy moze pordéwnal opublikowane sekwencje nukleotydow ze
wszystkimi zapisanymi w genetycznej bazie danych National
Institutes of Health (NIH) Standw Zjednoczonych o nazwie
GenBank. Dlatego mozemy BLASTOWAC zastrzegane startery SARS-
CoV-2, sondy i sekwencje gendéw docelowych.

Protokoty WHO do przodu i do tytu oraz protokoty sondy dla
rzekomego genomu wirusa SARS-CoV-2 opierajg sie na profilach
genéw RdRp, Orfl, N i E. Kazdy moze przeprowadzi¢ je przez
BLAST, aby zobaczy¢, co znajdzie.

Istotng sekwencjg nukleotydowg RdRP, uzywang jako starter do
przodu, jest — ATGAGCTTAGTCCTGTTG. JesSli przeprowadzimy
nukleotydowy BLAST, jest to rejestrowane jako
kompletny izolat SARS-CoV-2 ze 100% dopasowang identycznoS$cig
sekwencji. Podobnie, odwrotna sekwencja startera genu E —
ATATTGCAGCAGTACGCACACA — ujawnia obecnos$¢ sekwencji Orflab,
ktéra rowniez identyfikuje SARS-CoV-2.

Jednak BLAST wumozliwia takze przeszukiwanie sekwencji
nukleotydéw genoméw drobnoustrojow i cztowieka. Jesli szukamy
sekwencji RdRp SARS-CoV-2, ujawnia ona 99 ludzkich chromosoméw
ze 100% zgodnoscig sekwencji. Orflab (gen E) zwraca 90 ze 100%
identycznoscig sekwencji z ludzkimi chromosomami.

Robigc to samo dla tych sekwencji, wyszukujgc mikroorganizmy,
znajdziemy 92 drobnoustroje w 100% zgodne z genem SARS-CoV-2 E
i 100 dopasowanych drobnoustrojéw o 100% identycznosSci
sekwencji z istotnym genem SARS-CoV-2 RdRp.

Ilekro¢ sprawdzamy tak zwane unikalne markery genetyczne dla
SARS-CoV-2, zapisane w protokotach WHO, znajdujemy peine Llub


https://blast.ncbi.nlm.nih.gov/Blast.cgi
https://blast.ncbi.nlm.nih.gov/Blast.cgi

wysokoprocentowe dopasowania z réznymi fragmentami ludzkiego
genomu. Sugeruje to, ze sekwencje genetyczne, ktore maja
identyfikowa¢ SARS-CoV-2, nie sg unikalne. Moze to by¢
wszystko, od sekwencji drobnoustrojow po fragmenty ludzkich
chromosomoéw.

Tak zwane osoby weryfikujgce fakty, takie jak projekt Health
Feedback firmy Reuters, szybko odrzucity twierdzenia tych,
ktérzy zauwazyli widoczny brak specyficznos$ci w rzekomym
genomie SARS-CoV-2.

Uzywajgc mnéstwa stomianych argumentéw, takich jak: ,to
twierdzenie sugeruje, ze kazdy test powinien byc¢ pozytywny” (a
tak nie jest), ich prdba obalenia wyglgda mniej wiecej tak:

Startery sg zaprojektowane tak, aby wigzaty sie z okreslonymi
sekwencjami nukleotyddow, ktdére sg wunikalne dla
wirusa. Starter do przodu moze wigzac sie z okresSlonym
chromosomem, ale starter do tytu nie wigze sie z tym samym
chromosomem, wiec chromosom nie jest obecny w wirusie SARS-
CoV-2. Ponadto, poniewaz startery w przod i w tyt otaczaja
sekwencje, ktéra ma by¢ amplifikowana, sekwencja cDMA miedzy
starterami jest unikalna dla wirusa.

Wydaje sie to celowo przeinaczac¢ znaczenie tych ustalen,
przedstawiajac argument, ktdrego nie wysuwa nikt oprécz samych
weryfikatordow faktow. Przeszukiwania BLAST pokazuja, ze te
sekwencje docelowe nie s3 unikalne dla SARS-CoV-2. Nie trzeba
tez znajdowal wszystkich celdw, aby wynik byt pozytywny.

Marokanscy naukowcy zbadali epidemiologie rzekomych
marokanskich przypadkéw SARS-CoV-2. Dziewiel procent byto
pozytywnych dla trzech gendw, osiemnascie procent byto
pozytywnych dla dwéch gendéw, a siedemdziesigt trzy procent dla
jednego. Jak przed chwilg oméwilismy, wiele mogto by¢
pozytywnych dla Zzadnego.

Jest to catkowicie zgodne z wytycznymi dotyczgcymi testéw WHO.



https://in-this-together.com/not-fact-checkers/
http://philosophers-stone.info/wp-content/uploads/2020/11/The-scam-has-been-confirmed-Dsalud-November-2020.pdf
http://philosophers-stone.info/wp-content/uploads/2020/11/The-scam-has-been-confirmed-Dsalud-November-2020.pdf
https://healthfeedback.org/claimreview/human-dna-alone-does-not-produce-a-positive-result-on-the-rt-pcr-test-for-sars-cov-2/
https://healthfeedback.org/claimreview/human-dna-alone-does-not-produce-a-positive-result-on-the-rt-pcr-test-for-sars-cov-2/
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https://in-this-together.com/Exg7jDe/WHO-LTG20.pdf?x56485

Stwierdzajg:

,0ptymalna diagnoza obejmuje NAAT [test amplifikacji kwasu
nukleinowego] z co najmniej dwoma niezaleznymi od genomu
celami SARS-CoV-2; jednakze na obszarach, gdzie transmisja
jest powszechna, mozna zastosowaC prosty algorytm pojedynczego
celu.. Jeden lub wiecej negatywnych wynikéw niekoniecznie
wyklucza zakazenie SARS-CoV-2.”

Bez wzgledu na fatszywe argumenty dobrze
finansowanych weryfikatoréw faktéw, jesli startery do przodu i
do tytu identyfikujg Smieci, by¢ moze jeden jest fragmentem
chromosomu, a drugi sekwencjg drobnoustrojow, wdwczas
wzmocniony region miedzy nimi jest prawdopodobnie roéwniez
Smieciami.

Argument, ze RT-PCR znajduje tylko RNA, jest
zwodniczy. Naturalna transkrypcja (oddzielenie nici DNA)
zachodzi podczas ekspresji gendéw. Nikt nie mowi, ze cate
chromosomy lub mikroby sa sekwencjonowane w rzekomym genomie
SARS-CoV-2. Cho¢ moga, z tego, co wiemy. Mdéwiag, ze rzekome
markery uzywane do testowania tego rzekomego wirusa nie nadajg
sg odpowiednie.

S Gene Matches with Microbes

oo O

Testy RT-PCR nie sekwencjonuja catego genomu. Poszukuja
przypadkow specyficznej fluorescencji sondy, aby wskazad
obecnos¢ sekwencji, o ktérych méwi sie, ze istniejg. Sekwencje
te sg zdefiniowane w MN908947.1 i kolejnych aktualizacjach. Te



startery i sondy nie mogg ujawni¢ niczego poza dopasowaniami
RNA wyekstrahowanymi Z niekodujacego, czasami
nazywanego ,Smieciowym” DNA (cDNA).

Na przyktad gen SARS-CoV-2 S ma by¢ wysoce specyficzny dla
genomu wirusa SARS-CoV-2. Sekwencja docelowa to -
TTGGCAAAATTCAAGACTCACTTTC. Wyszukiwanie mikrobiologiczne BLAST
zwraca 97 dopasowan drobnoustrojow ze 100% zgodnoS$Scig
sekwencji. Najnizsze dopasowanie procentowe tozsamosSci, w
pierwszej setce, to 95%. Ludzki genom BLAST rdéwniez znajduje
100% dopasowanie sekwencji do 86 fragmentdéw ludzkich
chromosoméw.

Bez wzgledu na to, gdzie spojrzysz w rzekomym genomie SARS-
CoV-2, w protokotach testowych WHO nie ma nic, co jasno
identyfikuje, co to jest. Caty genom moze by¢ fatszywy. Testy
nie dowodzg istnienia SARS-CoV-2. Odstaniajg jedynie zupe
nieokreslonego materiatu genetycznego.

Jesli tak, poniewaz nie ma wyizolowanych ani oczyszczonych
prébek wirusa bez wykonalnego testu, nie ma dowoddéw na
istnienie SARS-CoV-2. Dlatego nie ma zadnych dowoddow na
istnienie choroby zwanej COVID-19.

Oznacza to, ze nie ma podstaw naukowych do jakichkolwiek
twierdzen dotyczacych liczby przypadkéw COVID-19, przyjeé do
szpitali lub wskaznikéw smiertelnosci. Wszystkie Srodki
podjete w celu zwalczania tego Smierciono$nego wirusa S3
prawdopodobnie oparte na niczym.

Ostateczne oszustwo

Oszustwo to przestepstwo. Prawng definicjig oszustwa jest:

,Jakas podstepna praktyka lub umyslna sztuczka, ktdérej celem
jest odebranie komus prawa lub wyrzgdzenie mu krzywdy”.

Prawna definicja spisku to:

,Potagczenie lub konfederacja miedzy dwiema lub wiecej osobami
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utworzonymi w celu popetnienia, wspdlnym wysitkiem, jakiego$
czynu niezgodnego z prawem lub przestepstwa”

Wydaje sie, ze ci, ktérzy twierdza, ze mamy do czynienia z
pandemig, nie dostarczyli zadnych dowoddéw na to, ze wirus o
nazwie SARS-CoV-2 wywotuje chorobe zwang COVID-19. Wszystkie
informacje silnie sugerujgce taka mozliwos¢ sa tatwo dostepne
w domenie publicznej. Kazdy moze to przeczytac.

Aby nastapito oszustwo, oszustwo musi by¢ umyslne. Intencja
musi by¢ celowe pozbawienie innych ich praw lub zranienie ich
w inny sposéb. Jesli istniejg dowody zmowy miedzy osobami i
organizacjami w celu popeinienia oszustwa, jest to spisek (w
jurysdykcjach prawa zwyczajowego) lub wspdlne przedsiebiorstwo
przestepcze (JCE) na mocy prawa miedzynarodowego.

Wyglada na to, ze COVID-19 byt celowo wykorzystywany
jako casus belli do prowadzenia wojny z ludzkosScig. Zostalismy
uwiezieni we wtasnych domach, nasza wolno$¢ przemieszczania
sie zostata ograniczona, wolno$¢ stowa i wypowiedzi zostata
ograniczona, prawa do protestowania zostaty ograniczone,
oddzieloni od bliskich, firmy zniszczone, zbombardowani
psychicznie, w kagancach i terroryzowani.

Co gorsza, chociaz nie ma
dowoddéw na bezprecedensowg sSmiertelnos$¢ ze wszystkich
przyczyn, odnotowano bezprecedensowy wzrost liczby zgondw. Sa
one sciSle powigzane z lockdownami, ktére doprowadzity do []
wycofania $Swiadczen zdrowotnych, za ktdére ptacimy, i zmiany
orientacji publicznych ustug zdrowotnych na leczenie jednej
domniemanej choroby z wytagczeniem wszystkich innych.

Ponadto ci, ktérzy przekazali historie COVID-19, sugeruja, ze
ta domniemana choroba stanowi uzasadnienie dla catkowitej
restrukturyzacji Swiatowej gospodarki, naszych systemow
politycznych, spoteczenstw, kultur i samej ludzkoSci.

Dopuszczenie do udziatu w ich tzw. ,nowej normalnosci”, ktdra
jest hurtowym przeksztatceniem catego naszego spoteczenstwa
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bez naszej zgody, nalegajg, abysmy podporzadkowali sie ich
warunkom.

Obejmuja one miedzy innymi biometryczny nadzdér nad wszystkimi,
scentralizowang kontrole i monitorowanie wszystkich naszych
transakcji, opresyjne ograniczenia biznesowe i1 spoteczne oraz
skuteczne zadanie, abysmy nie mieli prawa do suwerennos$ci nad
naszymi wtasnymi ciatami. Stanowi to warunek niewolnictwa.

Nie ma watpliwosci, ze zostalismy pozbawieni naszych praw i
zranieni. Dowody na to, ze szkoda zostata celowo spowodowana
przez miedzynarodowg konspiracje, X)
przyttaczajgce. Niszczycielska polityka, prowadzona przez
rzgdy na catym swiecie, najwyrazniej wywodzi sie z
globalistycznych think tankéw i ponadnarodowych instytucji na
dtugo przed pojawieniem sie tej nieistniejgcej pandemii.

W jurysdykcjach Kodeksu Napoleona domniemywa sie winy. Aby
oskarzeni spiskowcy udowodnili swoja niewinnos¢, musza
wykaza¢, ze pomimo swoich niezmierzonych zasobdw zbiorowo nie
byli w stanie uzyskaC dostepu ani zrozumie¢ zadnego z ogdlnie
dostepnych dowoddéw sugerujgcych, ze COVID-19 jest mitem.

Osoby odpowiedzialne za przestepstwo spisku w celu popeinienia
globalnego oszustwa powinny by¢ sadzone. Jesli zostang uznani
za winnych, powinni zosta¢ uwiezieni, podczas gdy reszta z nas
bedzie probowata naprawic szkody, ktdére juz wyrzadzili.

Pekin wykorzystuje pandemie
koronawirusa do rozbudowy
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aparatu nadzoru internetowego

Wedtug raportu Freedom House, Pekin wykorzystuje pandemie
koronawirusa w Wuhan (COVID-19) jako uzasadnienie rozszerzenia
i zintensyfikowania i tak juz gigantycznych systemdéw nadzoru
internetowego.

W swoim corocznym raporcie Freedom of the Net, w
ktorym szczegbétowo opisano stan nadzoru cyfrowego w ponad 60
krajach, organizacja non-profit umies$cita Chiny na ostatnim
miejscu z wynikiem 10 na 100. To szésty rok z rzedu, w ktérym
kraj ten zostat ukoronowany jako ,najgorszy gwatciciel
wolno$ci w internecie” na Swiecie.

,Ta pandemia normalizuje rodzaj cyfrowego autorytaryzmu,
ktory Komunistyczna Partia Chin (KPCh) od dawna stara sie
wprowadzi¢ do gtdownego nurtu” — napisat Freedom House w
oSwiadczeniu.

Wedtug raportu, chinskie wtadze wdrozyty zardéwno niska, jak i
zaawansowang technologie, aby kontrolowa¢ swobodny przeptyw
informacji w Internecie na temat stanu tzw. pandemii
koronawirusa w tym kraju. Wykorzystaty réwniez te technologie,
aby wuniemozliwi¢ wuzytkownikom Internetu przegladanie
niezaleznych Zrédet wiadomos$Sci, ktdére kwestionujg oficjalnag
narracje KPCh.

Freedom House zauwazyt* roéwniez, ze na poczatku tzw. pandemii
Chiny prébowaty bagatelizowad¢ i ignorowac ostrzezenia lekarzy
dotyczgce pierwotnego wybuchu koronawirusa w Wuhan. Odkryli
rowniez, ze mniej uzytkownikdéw internetu w Chinach z
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powodzeniem omija krajowg Wielkg Zapore Sieciowg, zwtaszcza po
zaostrzeniu przez Pekin ograniczen dotyczgcych o0séb
korzystajgcych z wirtualnych sieci prywatnych w celu uzyskania
dostepu do zablokowanych witryn.

W raporcie stwierdza sie ponadto, ze tylko w pierwszym
kwartale 2020 r. Chinska Administracja Cyberprzestrzeni,
gtéwny regulator internetowy w kraju, zamkneta 816 stron
internetowych 1 wusuneta ponad 33000 kont i grup na
zatwierdzonych witrynach spotecznosciowych, takich jak Renren,
Weibo i WeChat.

Masowa ekspansja wysitkéw w zakresie inwigilacji Internetu w
tym kraju spowodowata rdéwniez wzrost 1liczby ,fabryk
cenzury”. W tych miejscach pracy znajdujg sie tysigce cenzoréw
internetowych, ktérzy zamiatajg przestrzenie internetowe kraju
za pomocg technologii sztucznej inteligencji.

Chiny nie sa jedynym krajem wykorzystujgcym COVID-19 do
uzasadnienia ekspansji mozliwos$ci nadzoru
internetowego. Zardéwno podmioty panstwowe, jak i niepanstwowe
wdrazaja nowe technologie, ktdre w dowolnym momencie przed
globalng pandemig bytyby uwazane za zbyt inwazyjne.

Pozostate kraje, ktdére dotaczajg do Chin w pierwszej

pigtce, to Iran, Syria, Kuba i Wietnam. Pie¢ najlepszych
krajéw to Islandia, Estonia, Kanada, Niemcy i Wielka
Brytania. Tajwan nie zostat uwzgledniony w rankingu pomimo
tego, ze byt znany jako drugi najbardziej wolny kraj w Azji.

Technologia nadzoru przeciw dysydentom jest
wdrazana jako instrumenty ,,zdrowia publicznego”

Sarah Cook, starszy badacz w Freedom House, twierdzi, ze wiele
nowych chinskich technologii inwigilacji zostato po raz
pierwszy opracowanych w celu ochrony kraju przed
dysydentami. W szczegdlnosci Cook zauwaza, ze [J[Jtechnologia
opracowana przeciwko Ujgurom i innym mniejszosciom
muzutmanskim w Xinjiangu rosnie obecnie w innych czesciach
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kraju.

Jedng z takich technologii przeciwdziatania dysydentom jest
urzadzenie przenos$ne, ktdérego wtadze mogg uzywaé do skanowania
smartfondw ludzi i pobierania z nich danych bez zgody
wtasciciela.

»Rzad Chin juz teraz korzysta z najbardziej wyrafinowanego 1
wielowarstwowego aparatu cenzurujgcego 1 kontrolujgcego
Internet na catym Swiecie” — powiedziata Cook.

Istniejgca technologia nadzoru przeciwko dysydentom jest
réwniez udoskonalana na potrzeby epoki pandemii. W marcu,
kiedy koronawirus dopiero zaczynat rozprzestrzeniaé¢ sie po
catym Swiecie, Chiny byty juz bliskie ulepszenia swojej
technologii rozpoznawania twarzy w_celu identyfikacji oséb
noszgcych maski.

Inne technologie, zardwno stare, jak i nowe, sg rowniez
wykorzystywane do naruszania prywatnosci obywateli Chin, na
przyktad zmuszajgc ludzi do korzystania z aplikacji, ktéra
Sledzi infekcje i zmuszajgc ludzi do umieszczania kamer
internetowych w ich domach i poza ich drzwiami, aby $ledzi¢
ich ruchy. Cook twierdzi, ze te systemy majag tylne drzwi,
ktére pozwalajg policji nadzorowa¢ ludzi, kiedy tylko zechca.

Wedtug Cooka rozprzestrzenianie sie pandemii jest bezposrednio
zwigzane z ekspansja kontroli KPCh nad mowg w Internecie.

Warto zada¢ sobie pytanie: jak sie ma sytuacja w Polsce,
jezeli chodzi o aplikacje nadzorujgce osoby objete
kwarantanna..?

Zrédta:
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Australijska policja moze
porywa¢ ludzi z powodow
medycznych 1 pozbywaé¢ sie
wszystkiego ,Xacznie Z
bielizna”, aby na site
podawaé¢ szczepionki

Artykut zostat zarchiwizowany. Znajdziesz go w ponizszym
linku.

Archiwum
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Kalifornia zakazuje
stosowania technologili
rozpoznawanla twarzy W
nagraniach Z kamer
policjantow

Kalifornia moze mie¢ wiele watpliwych praw, ale jest takie,
ktére zastuguje na aplauz. Zabrania stosowania technologii
rozpoznawania twarzy w nagraniach wykonanych przez Kkamery
funkcjonariuszy policji.

Rozpoznawanie twarzy to technologia, ktdéra polega na
dopasowywaniu w czasie rzeczywistym obrazu osoby do jej
poprzedniego zdjecia. Opiera sie na fakcie, ze twarz kazdej
osoby ma okot*o 80 unikalnych punktéw weztowych w obszarach
nosa, ust, policzkdéw i oczu, ktére mozna wykorzystaé¢ do
odréznienia ludzi od siebie.

Cyfrowa kamera wideo stuzy do pomiaru odlegtosci miedzy tymi
punktami na twarzy osoby. Obejmuje miedzy innymi pomiary
gtebokosci oczodotéw, odlegtosci miedzy oczami, ksztattem
linii zuchwy i szerokosci nosa. Informacje te stuzag do
tworzenia unikalnego kodu numerycznego, ktdéry mozna dopasowacd
do kodu pobranego z poprzedniego zdjecia.

W marcu Waszyngton stat sie pierwszym stanem w kraju, ktory
zalegalizowat uzywanie rozpoznawania twarzy przez organy
§cigania i inne agencje stanowe. Oprogramowanie byto juz
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uzywane na poziomie hrabstwa i1 miasta przed wprowadzeniem tam
nowego prawa. Jednak rozpoznawanie twarzy moze by uzywane
tylko w niektérych przypadkach, takich jak poszukiwanie
zaginionych oséb 1lub identyfikacja zwtok. Agencje beda
zobowigzane do z*ozenia zawiadomienia o zamiarze uzycia
systemu zanim go uzyja, a takze raportu dotyczacego
odpowiedzialnos$ci.

Jesli chodzi o ruch Waszyngtonu, American Civil Liberties
Union stwierdzita, ze [JJzamiast zabezpieczy¢ wykorzystanie
rozpoznawania twarzy, grozi legitymizacjag jego
rozszerzenia. Kierownik projektu ACLU Jennifer Lee
powiedziata, ze [Jprawo zawiera jezyk, ktéry pozwala agencjom
na uzywanie rozpoznawania twarzy do odmawiania Lludziom
podstawowych potrzeb i innych niezbednych rzeczy, takich jak
mieszkanie, jedzenie, woda i opieka zdrowotna.

Zwolennicy prywatnosci chwala ustawe CA.

Zwolennicy prywatnosci wyrazili ulge, ze ustawa kalifornijska
zostata podpisana przez gubernatora Gavina Newsoma. Dotyczy to
nie tylko rozpoznawania twarzy, ale takze ogdélnie nadzoru
biometrycznego, takiego jak analiza chodu z wykorzystaniem
materiatu filmowego, ktdéry mozna zebra¢ z materiatu wideo z
kamery policyjnej.

W projekcie ustawy stwierdza sie: ,Korzystanie z rozpoznawania
twarzy i innego nadzoru biometrycznego jest funkcjonalnym
odpowiednikiem wymagania od kazdej osoby, aby zawsze okazywata
dowdd tozsamosSci ze zdjeciem, co stanowi naruszenie uznanych
praw konstytucyjnych. Ta technologia umozliwia rowniez
$ledzenie os6b bez pozwolenia”.

Posuniecie to nastgpito nied*ugo po tym, jak ACLU
przeprowadzito badanie rozpoznawania twarzy, ktdére wykazato,
ze program Amazon btednie zidentyfikowat ponad dwa tuziny
kalifornijskich prawodawcéw jako przestepcéw.

Podobny zakaz zostat wprowadzony kilka miesiecy wczes$niej


https://www.naturalnews.com/2020-04-07-washington-legalizes-facial-recognition-for-police.html
https://www.naturalnews.com/2020-04-07-washington-legalizes-facial-recognition-for-police.html
https://sea.mashable.com/tech/6742/california-just-scored-a-major-privacy-win-against-facial-recognition-tech

przez San Francisco w zwigzku z wykorzystywaniem przez rzad
funkcji rozpoznawania twarzy do nadzoru, kilka innych
amerykanskich miast zrobito to samo.

Chiny maja przeciwny poglad na technologie rozpoznawania
twarzy, w peini jg wykorzystujgc do $ledzenia swoich
obywateli. Stuzy rowniez do tworzenia wynikéw spotecznych,
ktére dajg tym, ktdrzy sa postuszni KPCh, pewne korzysci w ich
codziennym zyciu i ograniczajg ruch i wolnosci tych, ktdrych
wyniki sg nizsze.

Niestety nowe prawo Kalifornii dotyczy tylko korzystania z tej
technologii przez organy $cigania, a nie sektor
prywatny. Niemniej jednak jest to krok we wtasciwym kierunku,
o wiele wiecej, niz mozemy powiedzie¢ o wielu innych prawach
pochodzgcych z Kalifornii .

Zréodta:
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Armia USA rozpoczyna testy
latajacych balonow
obserwacyjnych w catym kraju,
aby sledzié¢ ruchy ludzi
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Wojsko USA testowato balony, ktdére mogg szpiegowal ludzi i
$ledzi¢ ich ruchy. Zgodnie z dokumentami ztozonymi w FCC
balony moga unosi¢ sie na wysokosci 65 000 stop. W zesztym
roku zostaty przetestowane w stanach takich jak Iowa,
Missouri, Illinois, Wisconsin, Minnesota i Po*udniowa Dakota.

Testy zostaty przeprowadzone przez US Southern Command, czyli
Southcom, ktdore jest czeScig Departamentu Obrony i odpowiada
za operacje wywiadowcze, wspotprace w zakresie bezpieczenstwa
i reagowanie na katastrofy w Ameryce Srodkowej i
Potudniowej. Jest to wspdlny wysitek US Air Force, US Navy, US
Army i innych sit, ktdérych gtownym zadaniem jest znalezienie i
przechwycenie transportow narkotykdéw, ktdre sa przeznaczone
dla USA. Wedtug the Guardian, az 25 bezza*ogowych zasilanych
energig stoneczng balondw rozpoczeto lot od obszarédw wiejskich
w Dakocie Potudniowej i pokonad 250 mil przez sgsiednie stany.

Zgodnie z dokumentami FCC, balony maja na celu zapewnienie
statego nadzoru, ktéry moze wykry¢ i powstrzymad¢ handel
narkotykami oraz zagrozenia dla bezpieczenstwa
wewnetrznego. Balony sg wyposazone w czutg technologie
radarowg, ktéra moze $Sledzic¢ pojazdy przy kazdej pogodzie, w
dzien i w nocy. Tylko jedno z urzadzen radarowych w tych
balonach moze wuchwycié¢ ruch wszystkich samochodéw
podrézujacych w promieniu 25 mil.

Oznacza to, ze wojsko moze sledzi¢ ruch pojazdéw a co za tym
idzie takze ruch ludzi. Technologie te pordéwnuje sie do ,walki
TiVo”, poniewaz kiedy cos$s sie wydarzy na obserwowanym
obszarze, kontrolujgcy go mogg cofna¢ sie w czasie i zobaczyc,
co sie stato, kto byt zaangazowany w incydent i jaka byta
przyczyna.
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Sie¢ MESH jest rowniez wykorzystywana, aby umozliwié¢ balonom
komunikacje miedzy sobg oraz z ludZmi na ziemi. Raport
wskazuje réwniez, ze balony mogg by¢ w stanie nagrywac¢ lub
transmitowa¢ wideo.

Balony budza wiele obaw dotyczacych prywatnosci

Oczywiscie ten rodzaj nadzoru jest niezwykle niepokojgcy dla
obroicow praw obywatelskich. Starszy analityk American Civil
Liberties Union, Jay Stanley, powiedziat w theGuardian
,Nawet podczas testédw wcigz zbierajg wiele danych na temat
Amerykanéw [jadacych] do domu zwigzkowego, kosciota, meczetu,
kliniki.. Nie powinnismy is¢ w kierunku dopuszczenia tego do
uzytku w Stanach Zjednoczonych, niepokojgce jest tez to, ze
testy te sg przeprowadzane przez wojsko”.

Southcom juz uzywa lekkich samolotéw wyposazonych w czujniki
do przelotow nad czesciami Panamy, Kolumbii, Meksyku i Morza
Karaibskiego. Jednak samoloty te moga lata¢ tylko przez kilka
godzin i wymagaja kosztownych zatdég. Nowe balony sg tansza
opcja, moga podgzac¢ za wieloma todziami i samochodami przez
dtuzszy czas 1 *atwiej im zawisng¢ na jaki$ czas nad
okreslonym obszarem.

Wojsko nie jest jedyng grupag testujagcg tego typu
nadzér; Prywatne firmy, takie jak World View, roéwniez pracuja
nad podobnymi balonami. Stratollites to systemy nadzoru
zamontowane w balonach, ktérymi mozna zdalnie sterowad i
regulowac¢. Balon World View wykonat w zesziym roku 16-dniowa
misje w zachodnich Stanach Zjednoczonych — o czym wielu na
ziemi nie wiedziato.

World View twierdzi, ze jego Stratollites moga byc
wykorzystywane do zastosowan, takich jak pomoc w nadzorze
zotnierzy, prognozowanie pogody, komunikacja 1 'pierwszej
odpowiedzi’, a takze moga by¢ uzywane przez organy Scigania.

Chociaz nikt nie chce widzie¢ narkotykdéw przedostajgcych sie
do kraju, wielu Amerykandéw czuje sie niekomfortowo, na mysl o


https://surveillance.news/

byciu Sledzonym, rejestrowaniu i potencjalnym
przechowywaniu kazdego ich ruchu, dostep do tych danych jest
narazony na ataki hakerdw. Wiekszos$¢ ludzi nawet nie zdaje
sobie sprawy ze wszystkich sposobdw, na jakie kazdego dnia
tracimy coraz wiecej naszej prywatnos$ci dzieki nowoczesnej
technologii, ktéra ma poprawiac¢ jakos¢ naszego zycia.
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