BEZPRZEWODOWY SWIAT: Nowa era
inwazyjnego nadzoru
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W Swiecie coraz bardziej po*agczonym przez technologie, nowe
badanie ujawnia niepokojgce zjawisko: mozliwo$¢ wykorzystania
Wi-Fi i wiez komérkowych do inwigilacji bez wiedzy lub zgody
os6b fizycznych. Technologia ta, ktdra wykorzystuje
promieniowanie bezprzewodowe otoczenia, moze zmienié sposdb, w
jaki mys$limy o prywatnos$ci i bezpieczeiAstwie, podnoszac
istotne kwestie etyczne i prawne.

Technologia stojgca za zagrozeniem

Badanie, przeprowadzone przez wydziat 1inzynierii na
Uniwersytecie w Porto w Portugalii, zostato opublikowane na
otwartej stronie naukowej Cornell University, arXiv, 24
stycznia 2025 roku. Naukowcy zaprojektowali system, ktéry
wykorzystuje rekonfigurowalng inteligentng powierzchnie (RIS)
do manipulowania 1 kierowania sygnatami Wi-Fi, umozliwiajac
wykrywanie i renderowanie wizualnych obrazéw ludzkiej
aktywnosci z ponad 90% dokt*adnosScig.

Fariha Husain, kierownik programu promieniowania
elektromagnetycznego (EMR) 1 sieci bezprzewodowych Children’s
Health Defense (CHD), wyjasnita mozliwo$ci tej technologii:
~Panele RIS mogag by¢ strategicznie rozmieszczone, aby
zoptymalizowa¢ odbicie i sterowanie sygnatem bezprzewodowym. W
pomieszczeniach mozna je montowa¢ na $cianach, sufitach lub
meblach. Na zewngtrz moga by¢ instalowane na budynkach,
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latarniach i1 billboardach reklamowych. Dodatkowo, panele RIS
umozliwig inteligentny nadzdér miejski poprzez sledzenie ruchu
pieszych i pojazdow”.

Implikacje tej technologii sa gtebokie. Wedtug badan, system
moze wykrywa¢ gesty dioni i monitorowaé parametry zyciowe,
takie jak oddech, nawet gdy osoby znajdujg sie za przeszkodami
lub nie wspdtpracujg. Naukowcy twierdzg, ze ta zdolnos¢
stanowi postep w dziedzinie rozpoznawania aktywnosci cztowieka
(HAR) w kontekscie komunikacji szdéstej generacji (6G).

Kwestie etyczne 1 dotyczace
prywatnosci

Podczas gdy zwolennicy twierdza, ze technologia RIS moze mied
korzystne zastosowania w opiece zdrowotnej i automatyzacji,
obroncy prywatnos$ci bijg na alarm. W. Scott McCollough, gtéwny
prawnik zajmujgcy sie sprawami EMR & Wireless w CHD,
podkreslit niebezpieczne implikacje dla masowej inwigilacji:
,Przyszte sieci 6G bedg miaty wbudowang funkcjonalnos¢ RIS i
nie zdziwit*bym sie, gdyby nie wdrozyli RIS w przysztych
aktualizacjach 5G. Kilka raportéw branzowych i rzadowych na
temat 6G wprost mdéwi, ze chcg wykorzystac¢ te mozliwosSci do
inwigilacji”.

Obawy McCollougha nie sg bezpodstawne. Technologia stojgca za
badaniem jest podobna do Origin AI, komercyjnej technologii
wykrywania Wi-Fi opracowanej przez Raya Liu, bytego wykonawce
Agencji Zaawansowanych Projektdéw Badawczych Obrony (DARPA).
Origin AI moze lokalizowa¢ ruch z ponad 90% doktadnoSciag i
rejestrowa wzorce oddechowe, co czyni jg poteznym narzedziem
do ochrony domu i automatyzacji. Jednak budzi to rdéwniez
powazne obawy dotyczgce prywatnosci.

Husain zauwazyt: ,Panele RIS mogg by zintegrowane z obiektami
i S$rodowiskami bez wiedzy lub zgody os6b, co sprawia, ze
rezygnacja z tej formy nadzoru jest prawie niemozliwa”.



Dodata, ze ,technologia ta stwarza niebezpieczne implikacje
dla masowego nadzoru, prywatnos$ci i bezpieczenstwa danych”.

Kontekst historyczny 1 wspotczesne
znaczenie

Rozw6j technologii RIS jest czescig szerszego trendu w
ewolucji nadzoru. Peter Krapp, profesor filmu i studidw
medialnych na Uniwersytecie Kalifornijskim w Irvine, badat
wszechobecng nature nadzoru w erze cyfrowej. Wedtug Krappa,
Stany Zjednoczone majg najwiekszg liczbe kamer monitorujgcych
na osobe na Swiecie, a nadzér ten nie ogranicza sie do kamer
wideo. Telefony komérkowe, GPS, Wi-Fi, Bluetooth i rézne
aplikacje przyczyniajg sie do kompleksowego systemu Sledzenia.

Krapp wyjasnit: ,Bazy danych mogg korelowa¢ dane o lokalizacji
ze smartfondéw, prywatnych kamer, <czytnikdw tablic
rejestracyjnych 1 technologii rozpoznawania twarzy. Organy
§cigania mogg Sledzié, gdzie jeste$s i gdzie bytes, czesto bez
nakazu. Prywatni brokerzy danych rdéwniez gromadzg i sprzedaja
te dane, tworzgc w duzej mierze nieuregulowany rynek danych
osobowych”.

Historyczny kontekst inwigilacji w Stanach Zjednoczonych jest
kluczowy dla zrozumienia wspétczesnego znaczenia technologii
RIS. 0d wczesnych dni podstuchdéw po wspdtczesng ere cyfrowego
$ledzenia, réwnowaga miedzy bezpieczenstwem a prywatnos$ciag
byta kwestig sporng. Srodowisko prawne po wyroku w sprawie Roe
przeciwko Wade dodato nowe warstwy ztozonos$ci, z obawami o to,
w jaki sposdb dane Sledzenia mogg by¢ wykorzystywane w
kontekscie praw reprodukcyjnych i innych wrazliwych kwestii.

Wnioski: Wezwanie do regulacji

W miare jak technologia RIS rozwija sie 1 staje sie coraz
bardziej zintegrowana z sieciami 6G, potrzeba solidnych
regulacji 1 wytycznych etycznych jest bardziej krytyczna niz



kiedykolwiek. Husain 1 McCollough opowiadajg sie za
S§cislejszym nadzorem i kampaniami wusSwiadamiajagcymi
spoteczenstwo, aby zapewnié¢, Zze technologia ta nie narusza
prywatnosci i bezpieczenstwa danych osobowych.

McCollough podsumowat: ,Musimy przeprowadzi¢ krajowg rozmowe
na temat etycznych implikacji technologii RIS. Nie chodzi
tylko o techniczng wykonalnos¢; chodzi o ramy moralne i
prawne, ktdére bedg regulowa¢ jej uzycie”.

W Swiecie, w ktdérym technologia moze przeksztatci¢ przedmioty
codziennego uzytku w narzedzia nadzoru, walka o prywatnos$¢
jest daleka od zakonczenia. Poniewaz technologia ta nadal
ewoluuje, wazne jest, aby prawodawcy, technolodzy i obywatele
wspO6ipracowali w celu ochrony podstawowego prawa do
prywatnosci w erze cyfrowej.

Studenci Harvardu
demonstruja, w jaki sposob
inteligentne okulary Meta
moga by¢ wykorzystywane do
natychmiastowej identyfikacji
os6b 1 uzyskiwania dostepu do
ich danych osobowych
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Studenci z Uniwersytetu Harvarda odkryli, ze nowe inteligentne
okulary Meta mogg by¢ wykorzystane do identyfikacji osoby i
uzyskania dostepu do jej danych osobowych.

Facebook, we wspoétpracy z producentem luksusowych okularoéw
przeciwstonecznych Ray-Ban, stworzyt Ray-Ban Stories. Te
inteligentne okulary sa wyposazone w podwdjna zintegrowanag
kamere o rozdzielczosci pieciu megapikseli, zestaw trzech
mikrofonéw i dyskretne gtosniki nauszne. Uzytkownicy mogg
potajemnie robic¢ zdjecia i nagrywa¢ filmy w podrézy oraz
kontrolowa¢ niektdére aplikacje bez uzycia rak.

Po nacisnieciu przycisku z boku Meta Ray Ban 2, uzytkownicy
mogq filmowa¢ do trzech minut wideo na zywo, ktére mozna nawet
przesyta¢ strumieniowo na Instagram.

Niedawno dwéch studentdédw Harvardu opracowato program dla Ray-
Ban Stories, ktdry moze byl wykorzystany do natychmiastowej
identyfikacji os6b i uzyskania dostepu do ich danych
osobowych, w tym adresdéw domowych.

Studenci inzynierii AnhPhu Nguyen i Caine Ardayfio
opublikowali mrozacg krew w zytach demonstracje tego, co
potrafi ich program o nazwie I-Xray.

»Jakis kole$ mégtby po prostu znalez¢ adres domowy jakiejs
dziewczyny w pociggu i po prostu podaza¢ za nig do domu” -
powiedziat Nguyen. ,Czy jestesmy gotowi na swiat, w ktdrym
nasze dane sg widoczne na pierwszy rzut oka?”.

,Celem stworzenia tego narzedzia nie jest niewtasciwe uzycie i
nie udostepniamy go” — powiedzieli Nguyen i Ardayfio w
dokumencie przedstawiajgcym technologie. ,Naszym celem jest



zademonstrowanie obecnych mozliwo$ci inteligentnych okularéw,
wyszukiwarek twarzy, duzych modeli jezykowych i publicznych
baz danych. [Podnosimy sSwiadomo$¢, Zze wyodrebnienie czyjegos
adresu domowego 1 innych danych osobowych na podstawie samej
twarzy na ulicy jest dzis$ mozliwe”.

Ekspert ds. bezpieczenstwa: okulary
umozliwiajgce filmowanie o0sob
postronnych to niebezpieczny krok
naprzad

Program I-Xray dziata poprzez rozpoczecie transmisji na zywo w
inteligentnych okularach. Nagrania na zywo sg nastepnie
przesytane do programu o nazwie PimEyes, narzedzia do
rozpoznawania twarzy, ktdre wykorzystuje sztuczng inteligencje
do dopasowania nagranej twarzy do wszelkich publicznie
dostepnych obrazéw w Internecie.

I-Xray nastepnie uruchamia inne narzedzie AI, ktére
przeszukuje publiczne bazy danych w celu uzyskania danych
osobowych osoby na zdjeciu, w tym jej imienia 1 nazwiska,
adresu, numeru telefonu, a nawet informacji o krewnych.

2Wszystko to jest przekazywane z powrotem do aplikacji, ktorag
napisalismy na naszym telefonie” — powiedziat* Nguyen w filmie
opublikowanym na X.

I-Xray jest wyjatkowy, poniewaz dziata catkowicie
automatycznie, szybko pozwalajgc uzytkownikowi znalez¢
informacje o napotkanych osobach.

Jake Moore, doradca ds. bezpieczenstwa w firmie ESET,
powiedziat: ,Okulary umozliwiajgce filmowanie oséb postronnych
to ,niepokojaco niebezpieczny rozwdj”.

,0bserwujemy rozwdj technologii w obszarach, ktdére po prostu
nie sg potrzebne” — powiedziat Moore. ,Co wiecej, gdy sg one



przystosowane do rozpoznawania o0sO0b, staje sie to
przerazajacym narzedziem, ktore moze by¢ tatwo naduzywane”.

Tymczasem rzecznik Meta powiedziat: ,Aby byto jasne, okulary
Ray-Ban Meta nie sa wyposazone w technologie rozpoznawania
twarzy”.

CBDC umozliwilg policji
gromadzenie 1 przechowywanie
danych osobowych na potrzeby
nadzoru panstwowego, ujawnia
dokument MFW

raport, w ktérym ostrzega przed bardzo powaznymi zagrozeniami
dla prywatnosci zwigzanymi z cyfrowymi walutami bankdw
centralnych (CBDC).

Wedtug dokumentu zatytutowanego ,Central Bank Digital Currency
Data Use and Privacy Protection”, kazdy bank centralny moze
wykorzystac swdj system CBDC do gromadzenia wszelkiego rodzaju
prywatnych informacji o uzytkownikach. Nastepnie moze
przekaza¢ te prywatne informacje wtadzom w celu masowego
nadzoru i ewentualnie przes$ladowan.
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,Dane CBDC pozwalajg na komercyjne wykorzystanie, jednoczesnie
zwiekszajac mozliwo$¢ nadzoru panstwowego” — ostrzega MFW.

Sposéb dziatania CBDC polega na tym, ze za kazdym razem, gdy
dokonywana jest transakcja, wszelkiego rodzaju prywatne
informacje sg przesytane i przesytane do tancucha blokdéw jako
dowéd. Informacje te sg nastepnie otwartg grg dla wtadz
rzgdowych i wszystkich innych oséb, ktdre mogg je wykorzystad
do ukrytych celéw.

»Cyfrowa waluta banku centralnego (CBDC), jako cyfrowa forma
pienigdza banku centralnego, moze pozwoli¢ na gromadzenie i
przechowywanie ,cyfrowego Ssladu” — danych” — wyjasnia artykut.

W przeciwienstwie do gotdéwki, CBDC mozna zaprojektowac tak,
aby potencjalnie zawierato bogactwo danych osobowych,
obejmujgcych historie transakcji, dane demograficzne
uzytkownikéw i wzorce zachowan. Dane osobowe mogtyby ustanowid
powigzanie miedzy tozsamoscig kontrahenta a transakcjami”.

Dokument wyjasnia dalej, ze CBDC ma wartos¢ ekonomiczng ze
wzgledu na tworzony przez nie slad danych. Dane sa uwazane za
»2aséb infrastrukturalny, ktdry moze by¢ wykorzystywany przez
nieograniczong liczbe uzytkownikéw i do nieograniczonej liczby
celow jako wktrad do produkcji towarow i ustug”.

,Dane CBDC mogg by¢ potencjalnie pozyskiwane przez instytucje
finansowe, ktore z kolei mogg pomdéc w rozwoju przedsiebiorstw
opartych na danych” — czytamy dalej w dokumencie.

Czy opinia publiczna powinna miec
dostep do prywatnych nawykow
kazdego z nas?

By¢ moze zastanawiasz sie, jakiego rodzaju dane sa gromadzone
podczas korzystania z CBDC? Oprécz nazwisk i tozsamosSci
ptatnika i odbiorcy, istniejg réwniez dane transakcyjne



zarowno dla ptatnika, jak i odbiorcy, a takze metadane
dotyczgce nazwy sprzedawcy, lokalizacji i kategorii wydatkoéw.

Firmy obstugujgce karty kredytowe juz gromadzg i przechowuja
tego typu informacje o uzytkownikach i ich transakcjach, ale
banki centralne nie majg do nich dostepu, chyba ze uzyskaja
nakaz. Z drugiej strony CBDC sg otwartg ksiegg dla mistrzdéw
pienigdza, ktorzy mogg $ledzi¢ kazdy pojedynczy zakup dokonany
przez kazdego uzytkownika.

Niezaleznie od agendy bankéw centralnych, CBDC pozwalaja
mistrzom pienigdza gromadzi¢ i wykorzystywaé¢ dane do
osiggniecia swoich celdéw politycznych. Niektdre z pomystéw
przedstawionych w dokumencie MFW obejmuja:

— Zmniejszenie asymetrii informacji

— Pomoc we wspieraniu integracji finansowej

— Utatwianie interoperacyjnosci systemdéw ptatniczych
— Promowanie innowacji i konkurencyjnosci rynku

Dane CBDC moga by¢ réowniez wykorzystywane do tworzenia
bardziej aktualnych i aktualnych informacji o stanie Swiata w
danym momencie, a takze pomagal decydentom w opracowywaniu
lepszych makroekonomicznych rozwigzan problemdéw przy
jednoczesnym zachowaniu zgodnosSci z przepisami.

Problem polega oczywisScie na tym, ze kazdy moze uzyskal dostep
do prywatnych danych w systemach CBDC. W przeciwienstwie do
obecnego paradygmatu, prywatne nawyki kazdego z nas dotyczace
wydatkéw statyby sie otwarta ksiegg w systemie CBDC,
umozliwiajgc przestepcom i osobom o zt*ych intencjach siad
spustoszenie w catym spoteczenstwie.

,P0 zapoznaniu sie z dokumentem MFW robi ca*a mase gazowego
oSwiecenia, udajac, ze przedstawia ,wszystkie opcje” lub co$ w
tym rodzaju, podczas gdy w rzeczywistosci wprost méwig nam, ze
wdrozenie CBDC bedzie catkowita utrata wolnosSci i swobody” —
ostrzega Jacob M. Thompson z Winepress News.



JWiemy, ze MFW stosuje gaslighting tylko na podstawie innych
drakonskich oswiadczen, ktdére wydat w ciggu ostatnich kilku
lat”.

Amazon wprowadza system
ptatnosci dtonig w stylu
Znaku Bestii o nazwie ONE

Imperium Amazon probuje pozby¢ sie gotdéwki, uruchamiajac
Amazon One, nowa ,ustuge tozsamosci”, ktdra pozwala klientom
Amazon ptaci¢ za drogie, tanie produkty Amazon za pomocg samej
dtoni.

Amazon zacheca swoich klientéw do natychmiastowego
,potgczenia” swoich dtoni z kontami Amazon, aby mogli wyjs$¢ ze
sklepu spozywczego Whole Foods Market Llub Amazon Fresh,
przesuwajgc ditonie zamiast chipowanych kart kredytowych Llub
debetowych.

,Porzu¢ swdéj portfel i z *atwosScig przechodz przez kasy i
bramki wejsciowe” — mowi firma w materiatach marketingowych
dla Amazon One, zatytutowanych ,Twoja dton, Twdj wybor”.

JWystarczy umiesci¢ dton nad urzgdzeniem Amazon One i gotowe”.
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0 ile ktos nie ukradnie ci dtoni,
nie ma sposobu na oszukanie Amazon
One.

Podobnie jak odciski palcéw, wszystkie dtonie sg unikalne. Sg
,unikalng czescig ciebie”, cytujgc Amazon, i nie ,trafiajg
nigdzie, gdzie nie jeste$ i nie mogg by¢ uzywane przez nikogo
poza toba” — chyba ze ktos ukradnie twoje ramie lub reke.

»Za kazdym razem, gdy korzystasz z Amazon One, musisz celowo
zeskanowa¢ swojg dton, aby dziatata — decydujesz doktadnie,
kiedy i gdzie chcesz zostac rozpoznany” — mowi firma.

W erze post-COVID wiele os6b nadal obawia sie ptatnosci
»Zblizeniowych”, co oznacza brak konieczno$ci dotykania
czegokolwiek. Amazon One oferuje system ptatnos$ci palmg, ktéry
pozwala klientom doswiadczy¢ ,prawdziwie bezdotykowej
interakcji” ze sklepami Amazon.

»Nasza ustuga oznacza, ze po zarejestrowaniu sie nie beda
Panstwo musieli niczego dotykaé, aby z niej skorzystac” -
chwali sie firma.

Aktor Russell Brand pordwnuje
Amazon One do biblijnego Znaku
Bestii

Amazon twierdzi, ze ptatnosSci bezgotdéwkowe sg przysztoscia,
umozliwiajgc klientom ,ptynne poruszanie sie” w ciggu dnia —
ale czy jest w tym co$ bardziej ztowieszczego? Aktor Russell
Brand uwaza, ze tak.

Brand opublikowat film zatytutowany ,It’s Happening” — prosze
obejrze¢ ponizej — ktéry podkresla ,nikczemna nature Big
Tech”, ostrzegajac, ze ludzie bedg musieli powiedzie¢ ,pa, pa
wolnosc¢”, aby uczestniczy¢ w nowym globalnym paradygmacie



technologicznym.

Cos, czego Amazon nie méwi swoim klientom o Amazon One, to
fakt, ze aby bezgotdéwkowe ptatnosci dionig dziataty, klienci
sg zobowigzani do przekazania prywatnych danych
biometrycznych, ktére firma wykorzysta, kto wie, do czego
pdézniej.

Konsumenci, ostrzega Brand, zostali ,odurzeni wygoda”, stowo
wygoda pojawia sie wielokrotnie w materiatach marketingowych
Amazon One. Jak dodaje, zagrozona jest cata ,koncepcja
wolnosci”.

»,T0 nie jest tak, ze w Biblii jest dostownie napisane, ze Znak
Bestii zostanie wypisany na dtoni lub co$ w tym rodzaju” -
twierdzi Brand. ,Prosze sie nie martwié; po prostu idz twarza
w Armagedon, nie kwestionujgc tego. Wygodnie jest mied
apokalipse”.

Bliski zwigzek Amazona z panstwem
policyjnym

W przesztosci Amazon zostat przytapany na przekazywaniu
wrazliwych danych klientéw organom Scigania. Marka nie moze
nie zauwazy¢, ze stwarza to powazne problemy dla prywatnosci i
bezpieczenstwa konsumentdéw, biorgc pod uwage, ze Amazon ma
wiele ,relacji z panstwem policyjnym” i rzadem.

Jak rdéwniez informujemy od wielu lat, Amazon sprzedaje
wszelkiego rodzaju technologie szpiegowskie, tj. gtosniki
Alexa, dzwonki do drzwi Ring i odkurzacze iRobot, ktdre sg
niepokojace same w sobie. Prosze doda¢ do tego Amazon One i
staje sie jasne, ze Amazon chce mie¢ petna kontrole nad
doswiadczeniami konsumentéw.

,Prosze po prostu przekaza¢ Amazon wszystkie swoje dane i
pozwoli¢ im przekazaé¢ je komu tylko zechcg” — zazartowa%



Brand. ,Prosze tylko machngé¢ reka”.

Moze nadej$¢ czas, ostrzegt Brand, kiedy Amazon moze zaczac
$ledzi¢ przekonania polityczne swoich klientéw, aby uruchomid
system kontroli spotecznej.

»,Nie jest Pan zainteresowany kontrolowaniem wtasnego zycia,
prawda?” zapytat sarkastycznie, bedgc komikiem i w ogdle.

Zakaz kupowania lub sprzedawania
bez Amazon

Monopolistyczny model biznesowy Amazona to kolejna czesc
rownania, ktérg niewielu bierze pod uwage. W miare jak Amazon
jeden po drugim wyrzuca z rynku wszystkich swoich konkurentow,
w koAcu stanie sie jednym z jedynych miejsc, w ktdérych ludzie
mogg robi¢ zakupy. Ile czasu minie, zanim Amazon catkowicie
zrezygnuje z gotéwki, umozliwiajgc jedynie skanowanie dtoni?

Kongres jest zaniepokojony tym zagrozeniem, przynajmniej na
pierwszy rzut oka. Kilku amerykanskich senatordéw napisato
kilka lat temu list do Amazon, w ktérym odniesli sie do
~wWyjatkowych zagrozen bezpieczenstwa” zwigzanych z praktykami
firmy w zakresie gromadzenia i przechowywania informacji
biometrycznych.

,Niektdre stany majg przepisy dotyczgce Swiadomej zgody na
dane biometryczne, ale po ich zebraniu informacje moga by¢
Sledzone i %*gczone” — wyjasnia Stephanie Martin, piszgc dla
Church Leaders.

Kiedy Amazon One zostat po raz pierwszy wprowadzony, pisarz
technologiczny James Vincent ostrzegt, ze ,nie jest to
technologia ptatnosci [ale] technologia tozsamos$ci, ktdra moze
da¢ Amazonowi wiekszy zasieg w Panstwa zyciu niz kiedykolwiek
wczesniej”.

Vincent dodat, ze skanowanie dtoni podczas zakupéw to



.przesada” i prawdopodobnie w celu pdéZniejszej ekspansji na
inne obszary handlu i zycia, takie jak miejsca koncertéw i
teatréw, 1lotniska, budynki biurowe, a nawet ruch
transgraniczny na catym Swiecie.

Prawa do prywatnosci w ogole, ostrzega analityk polityki
technologicznej Frederike Kaltheuner, stajg sie ,trudniejsze
do ustanowienia 1 zachowania” w erze cyfrowej, poniewaz
,Panstwa fizyczne ja dostownie staje sie narzedziem
transakcyjnym”.

Amazon prowadzi Swiat prosto do bezgotéwkowego nowego porzadku
Swiata — czy sg Panstwo gotowi?

Ethan Huff

Zadnej prywatnosci, zadnej

wtasnosci czyli sSwiat w
2030r.

Swiatowe Forum Ekonomiczne (WEF) zostato zatozone piedédziesiagt
lat temu. Przez dziesieciolecia zyskiwalo coraz wieksze
znaczenie 1 stawato sie jedng z wiodgcych platform
futurystycznego myslenia i planowania. Jako miejsce spotkan
Swiatowych elit, WEF zrzesza liderdw biznesu i polityki oraz
kilku wybranych intelektualistéw. Gtowng ideg forum jest
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globalna kontrola. Wolny rynek i indywidualny wybdr nie sg tu
najwazniejszymi wartosciami, ale panstwowy interwencjonizm i
kolektywizm. Wolnos¢ indywidualna i wtasnos¢ prywatna maja
znikng¢ z tej planety do 2030 roku, zgodnie z prognozami i
scenariuszami Swiatowego Forum Ekonomicznego.

Osiem prognoz

Wolnos¢ jednostki znéw jest zagrozona. To, co moze nas czekad,
przewidywano w listopadzie 2016r., kiedy WEF opublikowato ,8
prognoz dla Swiata na rok 2030”. Wedtug scenariusza WEF sSwiat
stanie sie zupeitnie innym miejscem niz obecnie, poniewaz
sposob, w jaki ludzie pracujg i zyja, ulegnie gtebokiej
przemianie. Scenariusz dla Swiata w roku 2030 to co$ wiecej
niz tylko prognoza. Jest to plan, ktdérego realizacja
drastycznie przyspieszyta od czasu ogtoszenia pandemii i
wynikajgcych z niej obostrzen.

Wedtug prognoz ,Global Future Councils” z WEF, wtasnos¢
prywatna i prywatnos¢ zostang zniesione w ciggu nastepnej
dekady. Nadchodzgce wywtaszczenie poOjdzie nawet dalej niz
komunistyczne Zzadanie zniesienia wtasnos$ci $rodkéw produkcji i
pozostawienia miejsca na wtasnos$¢ prywatng. Projekcja WEF
méwi, ze roéwniez dobra konsumpcyjne nie beda juz wtasnoscig
prywatng.

Gdyby prognoza WEF spetnita sie, ludzie musieliby wynajmowac i
pozycza¢ swoje artykuty pierwszej potrzeby od panstwa, ktére
bytoby wytacznym wtascicielem wszystkich towaréw. Dostawy
towardéw bytyby reglamentowane zgodnie z punktami systemu
zaufania spotecznego [social credit system]. Zakupy w
tradycyjnym rozumieniu znikng wraz z prywatnymi zakupami
towaréw. Kazdy osobisty ruch bytby Sledzony elektronicznie, a
cata produkcja podlegataby wymogom czystej energii 1
zréwnowazonego Srodowiska.

Aby osiggng¢ , zréwnowazone rolnictwo”, podaz zywno$ci bedzie
gtdéwnie wegetarianska. W nowej totalitarnej gospodarce



ustugowej rzad zapewni podstawowe zakwaterowanie, zywnos$¢ i
transport, reszte za$ trzeba pozyczy¢ od panstwa.
Wykorzystanie zasobow naturalnych zostanie ograniczone do
minimum. We wspétpracy z kilkoma kluczowymi krajami sSwiatowa
agencja ustalitaby cene emisji C02 na niezwykle wysokim
poziomie, aby zniecheci¢ do jego stosowania.

W filmie promocyjnym Swiatowe Forum Ekonomiczne podsumowuje te
osiem prognoz w nastepujacych stwierdzeniach:

1. Ludzie nie bedg posiadac¢ niczego. Towary sg albo
bezptatne, albo muszg zostal pozyczone od panstwa.

2. Stany Zjednoczone nie bedg juz wiodgcym supermocarstwem,
ale dominowa¢ bedzie kilka krajodw.

3. Narzady nie beda przeszczepiane, ale drukowane.
4. Spozycie miesa zostanie zminimalizowane.

5. Nastgpig masowe przesiedlenia ludzi wraz z miliardami
uchodzcéw.

6. Aby ograniczy¢ emisje dwutlenku wegla, Swiatowa cena
zostanie ustalona na przesadnym poziomie.

7. Ludzie beda mogli przygotowywa¢ sie do wyprawy na Marsa
i rozpoczecia podrdézy w poszukiwaniu obcego zycia.

8. Zachodnie wartosci zostang przetestowane do granic

wytrzymatosci.

Poza prywatnos¢ 1 wtasnosc

W publikacji dla Swiatowego Forum Ekonomicznego dufiska
ekoaktywistka Ida Auken, ktéra w latach 2011-2014 petniia



funkcje ministra Srodowiska swojego kraju i nadal jest
postankg do dunskiego parlamentu (Folketing), opracowata
scenariusz dla Swiata bez prywatnosci i wktasnosci. W ,Witamy w
roku 2030” wyobraza sobie Swiat, w ktdorym ,nie posiadam nic,
nie mam prywatnosci i zycie nigdy nie byto lepsze”. Wedtug jej
scenariusza do 2030r. zakupy 1 posiadanie stang sie
przestarzate, poniewaz wszystko, co kiedys byto produktem,
bedzie teraz ustuga.

W tym jej idyllicznym nowym Swiecie ludzie maja swobodny
dostep do transportu, zakwaterowania, jedzenia i ,wszystkich
rzeczy, ktorych potrzebujemy w zyciu codziennym”. Poniewaz te
rzeczy stang sie bezptatne, ,w koncu posiadanie zbyt wielu
rzeczy nie miato sensu”. Nie bytoby prywatnej wtasno$ci doméw
i nikt nie ptacitby czynszu, ,poniewaz ktos inny korzysta z
naszej wolnej przestrzeni, kiedy tylko my jej nie
potrzebujemy”. Na przyktad salon [pokdj dzienny] bedzie
uzywany do spotkan biznesowych, gdy ktos bedzie nieobecny.
Obawy takie jak ,choroby cywilizacyjne, zmiany klimatyczne,
kryzys uchodZczy, degradacja sSsrodowiska, catkowite
zakorkowanie miast, zanieczyszczenie wody 1 powietrza,
niepokoje spoteczne 1 bezrobocie” beda nalezeé¢ juz do
przesztosci. Autorka przewiduje, ze ludzie bedg szczesliwi,
mogac cieszy¢ sie tak dobrym zyciem, ktdore jest o wiele lepsze
,Niz droga, ktdérg podazalismy, gdzie stato sie tak jasne, ze
nie mozemy kontynuowa¢ tego samego modelu rozwoju”.

Ekologiczny raj

W swoim wystgpieniu w 2019r. na dorocznym spotkaniu Global
Future Councils Swiatowego Forum Ekonomicznego Ida Auken
przepowiadata, jak swiat moze wyglada¢ w przysztosci, ,jesli
wygramy wojne ze zmianami klimatycznymi”. Do 2030r., kiedy
emisja C02 zostanie znacznie zmniejszona, ludzie bedg zy¢ w
Swiecie, w ktdrym mieso na talerzu ,bedzie rzadkim widokiem”,
a woda 1 powietrze bedg znacznie czystsze niz obecnie. W
wyniku przejscia od kupowania towaréw do korzystania z ustug



zniknie potrzeba posiadania pieniedzy, poniewaz ludzie bedg
wydawa¢ coraz mniej na towary. Czas pracy bedzie sie skracat,
a przybywac¢ bedzie czasu wolnego.

Auken widzi w przysztosci miasto, w ktéorym samochody
elektryczne zastgpig konwencjonalne pojazdy spalinowe.
Wiekszos¢ drég i miejsc parkingowych stanie sie zielonymi
parkami i strefami spacerowymi dla pieszych. Do 2030r.
rolnictwo zamiast miesa i nabiatu bedzie oferowad¢ gtdwnie
roslinne alternatywy dla zywnosci. Wykorzystanie gruntow do
produkcji paszy dla zwierzat znacznie sie zmniejszy, a
przyroda ponownie rozprzestrzeni sie na catym Swiecie.

Fabrykowanie zgody spotecznej

Jak przekona¢ ludzi do zaakceptowania takiego systemu?
Przynetg majgcqg zwabi¢ masy sa zapewnienia kompleksowej opieki
zdrowotnej i gwarantowanego dochodu podstawowego. Promotorzy
Wielkiego Resetu obiecujg swiat bez chordéb. Méwi sie, ze
dzieki biotechnologicznie produkowanym narzadom 1
zindywidualizowanym zabiegom medycznym opartym na genetyce
mozliwe jest radykalne wydtuzenie $redniej dtugosci zycia, a
nawet niedmiertelnos¢. Sztuczna inteligencja wyeliminuje
Smier¢ oraz wyeliminuje choroby i $miertelnos$¢. WSrdéd firm
biotechnologicznych trwa wyscig o znalezienie klucza do zycia
wiecznego.

Oprécz obietnicy przeksztatcenia kazdego zwyktego cztowieka w
podobnego do boga nadcztowieka, obietnica ,powszechnego
dochodu podstawowego” jest bardzo atrakcyjna, szczegdélnie dla
tych, ktdérzy nie znajda juz pracy w nowej gospodarce cyfrowej.
Uzyskanie dochodu podstawowego bez koniecznosci przechodzenia
przez kierat i hanbe ubiegania sie o pomoc spoteczng jest
wykorzystywane jako przyneta, aby uzyska¢ wsparcie biednych.

Koniecznie obejrzyj ten film:
Uwaga: Stany Zjednoczone stojg w obliczu NAJWIEKSZEGO
zagrozenia stulecia. Wojna jest tuz za rogiem. Zaraz stracisz



wszystko, na co tak ciezko pracowates$ przez cate zycie 1 nawet
nie bedzie to twoja wina! — twdéj dom, twdéj samochod, Twoja
karta kredytowa beda bezwartosciowe.. LINK

Aby byto to ekonomicznie optacalne, zapewnienie dochodu
podstawowego wymagatoby wyrdwnywania réznic p*tacowych.
Techniczne procedury przekazu pieniedzy od panstwa zostang
wykorzystane do promowania spoteczeAstwa bezgotdwkowego. Wraz
z cyfryzacjg wszystkich transakcji pienieznych kazdy
indywidualny zakup bedzie rejestrowany. W konsekwencji wtadze
rzgdowe miatyby nieograniczony dostep do szczegétowego nadzoru
nad tym, jak poszczegdlne osoby wydajg swoje pieniagdze.
Uniwersalny dochéd podstawowy w spoteczenstwie bezgotowkowym
zapewnitby warunki do narzucenia systemu kredytu spotecznego i
zapewnitby mechanizm sankcjonowania niepozadanych zachowan
oraz identyfikacji tego, co zbedne i niepozadane.

Kto bedzie wtadca?

Swiatowe Forum Ekonomiczne milczy na temat tego, kto bedzie
rzadzit w tym nowym Swiecie.

Nie ma powodu oczekiwaé¢, ze nowi posiadacze wtadzy beda
zyczliwi. Jednak nawet gdyby czotowi decydenci nowego rzadu
Swiatowego nie byli podli, ale byli po prostu technokratami,
jaki powdd miataby administracyjna technokracja by przejmowad
sie niepozadanymi? Jaki sens dla technokratycznej elity ma
przeksztatcanie zwyktego cztowieka w nadcztowieka? Po co
dzielic¢ sie korzysciami ptynacymi ze sztucznej inteligencji z
masami, a nie zatrzymac bogactwa dla nielicznych?

Nie dajac sie zwiesC utopijnym obietnicom, po trzeZwej ocenie
plandéw musimy doj$¢ do wniosku, ze w tym nowym Swiecie nie
bedzie miejsca dla przecietnego cztowieka 1 zostanie on
odsuniety razem z ,niezatrudnialnymi” [unemployable] -
»Stabymi umystowo” i ,Zle wychowanymi”. Za gtoszeniem
postepowej ewangelii sprawiedliwo$ci spotecznej przez
promotorow Wielkiego Resetu i ustanowieniem nowego porzadku


https://68a957xmls7z0x16tfdbdy7v6c.hop.clickbank.net/?tid=kos96d

Swiata kryje sie ztowrogi projekt eugeniki, ktdéry w sensie
metody nazywa sie obecnie ,inzynierig genetyczng”, a jako ruch
ytranshumanizmem” - termin ukuty przez Juliana Huxleya,
pierwszego dyrektora UNESCO.

Promotorzy projektu milczg na temat tego, kto bedzie wtadcg w
tym nowym Swiecie. Dystopijny i kolektywistyczny charakter
tych projekcji i planéw jest wynikiem odrzucenia wolnego
kapitalizmu. Tworzenie lepszego Swiata poprzez dyktature jest
sprzecznos$cig samg w sobie. Odpowiedzig na obecne problemy nie
jest mniejszy, ale wiekszy dobrobyt gospodarczy. Dlatego
potrzebujemy wiecej wolnego rynku i mniej planowania
pafstwowego. Swiat staje sie coraz bardziej ekologiczny
[greener] i obserwuje sie juz spadek tempa wzrostu sSwiatowej
populacji. Tendencje te sa naturalng konsekwencjg tworzenia
bogactwa poprzez wolne rynki.

Wniosek

Swiatowe Forum Ekonomiczne i powigzane z nim instytucje w
potgczeniu z kilkoma rzgdami 1 kilkoma firmami z branzy
zaawansowanych technologii chcg wprowadzi¢ sSwiat w nowg ere
bez wtasnosci i prywatnosci. Stawkg sg wartos$ci takie jak
indywidualizm, wolno$¢ i dagzenie do szczesScia, ktore nalezy
odrzuci¢ na rzecz kolektywizmu i narzucenia ,dobra wspdélnego”,
ktore zdefiniuje samozwancza elita technokratéw. To, co jest
sprzedawane spoteczenstwu jako obietnica réwnosci i
zrownowazonego rozwoju ekologicznego, jest w rzeczywistosci
brutalnym atakiem na ludzka godnos¢ i wolnos¢. Zamiast
wykorzystywa¢ nowe technologie jako narzedzie doskonalenia,
Wielki Reset stara sie wykorzystaé¢ mozliwosci technologiczne
jako narzedzie zniewolenia. W tym nowym porzadku Swiata
panstwo jest jedynym wtascicielem wszystkiego. 0d naszej
wyobrazni zalezy, kto zaprogramuje algorytmy zarzgdzajgce
dystrybucjg towaréw i ustug.

Zrédto
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Rzad przeswietli smartfony
Polakow. Klamka zapadta

Ida zmiany w prawie komunikacji elektronicznej. Dadza one
stuzbom specjalnym wieksze mozliwosci inwigilowania Polakodw
poprzez zbieranie najrézniejszych danych o nich.

Rzgd dat zielone Swiatto zmianom w prawie komunikacji
elektronicznej. Dzieki nim stuzby specjalne otrzymajg nie
tylko dostep do danych 1lokalizacyjnych smartfondéw czy
billingdéw, ale réwniez — jak informuje dziennik.pl — do tresci
przesytanych e-maili czy zapisdéw rozméw na komunikatorach.

Innymi stowy, do przesytania danych o nas do stuzb beda
zobowigzane nie tylko firmy telekomunikacyjne, ale
takze dostawcy poczty elektronicznej oraz innych ustug
internetowych. Rzad za pomoca nowego prawa chce pozyskiwad
dane, ktére pozwolag na jednoznaczng identyfikacje uzytkownika
w sieci.

Jesli zamierzasz zapytaé¢, czy nowe przepisy beda zgodne z
prawem Unii Europejskiej, to spieszymy Z
odpowiedzig. Oczywiscie, ze nie beda. Co wiecej, jak
podaje Dziennik Gazeta Prawna, rzad doskonale zdaje sobie z
tego sprawe. Podsekretarz stanu w Kancelarii Prezesa Rady
Ministréw (KPRM) napisat w opinii do projektu nowych
regulacji, ze pogtebia on zakres niezgodnosci przepisow z
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prawem UE. To jednak prawdopodobnie niczego nie zmienia w
ocenie autoréw nowego prawa.

Zrédko

Cyfrowa tozsamos¢ czyli
catkowita kontrola
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Raport rzadu federalnego Kanady informuje, ze kolejnym krokiem
w kierunku rozwoju cyfrowej infrastruktury jest wprowadzenie
,Programu tozsamosci cyfrowej”. Zostato to ujawnione w
rzgdowym raporcie opublikowanym 4 sierpnia zatytutowanym
Canada’s Digital Ambition 2022, o czym jako po raz pierwszy
donidst portal ,True North”.

Pandemia COVID-19 podkreslita potrzebe, aby ustugi rzadowe
byty ,dostepne w erze cyfrowej” — czytamy w raporcie.
»Nastepnym krokiem w zwiekszaniu wygody dostepu do ustug jest
federalny program tozsamosci cyfrowej, zintegrowany z
istniejgcymi wczesniej platformami prowincyjnymi” — czytamy.
,T0zsamosC cyfrowa jest elektronicznym odpowiednikiem uznanego
dokumentu potwierdzajacego tozsamos$¢ (na przyktad prawa jazdy
lub paszportu) i potwierdza, ze [J,jeste$ tym, za kogo sie
podajesz” w konteks$cie cyfrowym”.

Rzagd Ontario ogtosit w zesztym roku, ze stworzy cyfrowe
identyfikatory w ramach odpowiedzi prowincji na COVID-19 i ma
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na celu stac¢ sie ,najbardziej zaawansowang cyfrowg jurysdykcjg
na sSwiecie”.

Zdaniem krytykéw kazdy rodzaj cyfrowego identyfikatora moze
prowadzi¢ do chinskiego systemu kredytéw spotecznych, ktory
ocenia obywateli w oparciu o wiarygodnos¢ wobec panstwa.

Tymczasem rzgd Alberty juz w kwietniu opublikowat ogtoszenie o
prace dla dyrektora wykonawczego platform do nadzorowania
ustug tozsamosci cyfrowej.

Ankieta Digital Identity and Authentication Council of Canada
przeprowadzona w grudniu 2020 r. wykazata, ze [J049 procent
Kanadyjczykéw zna pojecie tozsamos$ci cyfrowej, a 88 procent
popiera te koncepcje. Kolejne 83 procent respondentéw
stwierdzito, ze ufa rzgdom w zakresie ochrony danych
osobowych, a 76 procent Kanadyjczykéw stwierdzito, ze byliby
sktonni udostepnia¢ wiecej danych osobowych online, gdyby
oznaczato to wiekszg wygode.

Rzad ujawnit réwniez, ze wspoOipracuje z liniami lotniczymi,
aby wprowadzi¢ posiadanie ,cyfrowych dokumentdéw tozsamos$ci” i
wymdg danych biometrycznych, takich jak rozpoznawanie twarzy,
by méc wejs¢ na poktad, informowat w maju portal ,True North”.

Autorstwo: Andrzej Kumor
Zrédto: Goniec.net

Norwegia chce sledzié zakupy
zywnos$cl obywateli


https://www.goniec.net/2022/08/14/cyfrowa-tozsamosc-czyli-calkowita-kontrola/
https://ocenzurowane.pl/norwegia-chce-sledzic-zakupy-zywnosci-obywateli/
https://ocenzurowane.pl/norwegia-chce-sledzic-zakupy-zywnosci-obywateli/

To juz sie dzieje. Norwegia zmierza w kierunku spoteczenstwa
catkowicie kontrolowanego, gdzie panstwo chce wiedzie¢
wszystko, co robisz.

Wczes$niej pisano o tym, ze Norwegia jest wiodgcym krajem,
jesli chodzi o cyfrowy dowdd osobisty. Jest to niemal:ze
konieczno$¢, aby prowadzi¢ nowoczesne zycie. Ludzie muszg go
uzywa¢ do bankowosci internetowej i wielu innych rzeczy. Teraz
okazuje sie, ze Norwegia chce mie¢ jeszcze wiekszg kontrole
nad obywatelami. Centralne Biuro Statystyki Panstwowej (SSB) w
Norwegii zgda obecnie wiedzy na temat zakupdw zywnoSci przez
obywateli i Sledzenia wszystkich ptatnosci kartga.

Biuro to odegrato kluczowg role w tworzeniu ,rejestru
ludowego” w Norwegii po drugiej wojnie sSwiatowej, dzieki czemu
ludzie otrzymali unikalny numer identyfikacyjny zwany ,numerem
urodzenia”. Biuro to juz wie, gdzie ludzie mieszkajg i jakie
majg dochody, ale teraz chce réwniez $ledzi¢ doktadnie
wszystko, co kupujesz w sklepie spozywczym. Chca znad kazdy
pojedynczy artykut* spozywczy, ktéry Kkupujesz. Panstwo
norweskie chce dostownie wiedzie¢, co jadtes na obiad!

To idzie za daleko. To ostatnie posuniecie jest w istocie
bardzo daleko idacym krokiem w kierunku spoteczenstwa
kontrolowanego. Idziemy teraz peing parg do przodu. Prawie
wszystkie duze sieci sklepdéw spozywczych w Norwegii musza
udostepnial panstwu dane dotyczace paragondw. Wymogty réwniez
na firmie obstugujgcej terminale kart ptatniczych, zwanej
Nets, udostepnianie panAstwu szczegdétowych informacji o
wszystkich transakcjach. Okot*o 80% ptatnosci karta w sklepach
spozywczych w Norwegii odbywa sie za posrednictwem tej wtasnie



firmy. ,Sprzezenie z transakcjami ptatniczymi dokonywanymi
kartg debetowa i paragonami sklepdéw spozywczych pozwala SSB
[panstwowemu biuru statystycznemu] potgczy¢ transakcje
ptatnicze 1 paragony w ponad 70% codziennych zakupodw
spozywczych” — podato panstwowe biuro w osSwiadczeniu na swojej
stronie internetowej.

Sprébujcie to sobie wyobrazié¢! Norwegia zamierza potagczyd
szczegbty ptatnosci dokonywanych karta z paragonami ze sklepdw
spozywczych, aby dowiedzie¢ sie doktadnie, jaki rodzaj
zywnosci ludzie kupujg i kto jg kupuje. Innymi stowy, Norwegia
bedzie $ledzi¢ doktadnie, jaki rodzaj zywnos$ci kupuja
obywatele. Méwimy tu o nowym poziomie kontroli panstwowej.

Panstwo bedzie wiedzia*o, co jadte$s na $niadanie, obiad,
kolacje, wszystko. Cola, szynka, kurczak, stek, jak kto woli.
Panstwo bedzie to wszystko widziec. PanAstwo bedzie Sledzid
wszystkie ptatnosci Norwegii. Méwimy tu o ogromnych ilo$ciach
danych. Panstwowy urzad statystyczny bedzie zbierat 2,4
miliona paragonéw KAZDEGO dnia i jakieé 1,6 miliarda
transakcji kartami rocznie. Aha, 1 jeszcze to. Te dane nie
zostang usuniete po ich zebraniu, jak podaje NRK.

Dane te zostang nastepnie potgczone z paragonami ze sklepu i
wykorzystane do ustalenia, co doktadnie ludzie kupili. To jest
przerazajace!

Tak wiec nie tylko panstwo zbiera dane o wszystkich
transakcjach kartg i tgczy je z paragonami ze sklepdw, aby
dowiedzie¢ sie, co doktadnie kupujesz, ale takze bedzie
przechowywaé¢ te dane w nieskofAczonos¢. Panstwo chce wiedzied o
tobie wszystko!

Jedna z sieci sklepéw spozywczych o nazwie NorgesGruppen jest
bardzo niezadowolona z tego nowego Sledzenia, méwigc, ze ztozy
skarge w tej sprawie, poniewaz twierdzi, ze jest to ,bardzo
inwazyjne w odniesieniu do danych osobowych naszych klientoéw,
ze nie mozemy sie na to zgodzi¢ bez zwrécenia sie o wskazOlwki



do Datatilsynet [organu ochrony danych osobowych w Norwegii]”.

Nawet Nets, firma zajmujgca sie ptatnos$ciami kartami jest
krytyczna wobec tego procederu, twierdzgc, ze takie $ledzenie
moze by¢ ,problematyczne i inwazyjne dla poszczegdlnych
obywateli”.

Urzad Statystyczny twierdzi, ze informacje te mogg by¢
wykorzystane miedzy 1innymi przez wtadze zdrowotne do
obliczenia rozwoju konsumpcji zywnos$ci w Norwegii i
sprawdzenia, jak to sie rézni w poszczegdlnych obszarach
geograficznych. Méwiag, ze jest to wazne, aby znalez¢
,regionalne, demograficzne i spoteczne réznice w konsumpcji
zywnosci”. Ponadto twierdzg, ze te informacje o ptatnos$ciach
moga byC wykorzystane do uzyskania statystyk o tym, ktérzy
obywatele korzystajg z prywatnej opieki zdrowotnej i ile
pieniedzy na nig wydajq.

Wiec nie tylko zamierzajg Sledzi¢ zakupy zywno$Sci przez
obywateli, ale takze $ledza inne rzeczy, takie jak osoby
ptacgce za prywatng opieke zdrowotna (w przeciwienAstwie do
korzystania z publicznej opieki zdrowotnej, ktéra zreszta
rowniez sporo kosztuje w Norwegii). To jest torowanie drogi do
spoteczenstwa totalnej kontroli. (..) To, co widzimy obecnie,
jest bardzo przerazajgce. Panstwo prébuje zdoby¢ catkowitg
kontrole nad zyciem ludzi i mikrozarzadzac¢ kazdym drobnym
szczeg6tem ich zycia.

Jedynym sposobem na odrzucenie $ledzenia zakupdw przez panstwo
bedzie uzycie gotdéwki. Ale pytanie brzmi, jak dtugo bedzie to
dozwolone, poniewaz spoteczenstwo bezgotdwkowe jest coraz
bardziej forsowane. A teraz moze zaczniecie rozumiec, dlaczego
to bezgotowkowe spoteczenstwo jest forsowane.. Aby panstwo
mogto kontrolowaé¢ wszystko, co robicie. (..)

Zrédto
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Prawlie wszystkie rzadowe
witryny informacyjne
dotyczgace COVID sa tajnymi
operacjamli SZPIEGOWSKIMI

Europejscy naukowcy opracowali badanie ujawniajgce, ze rzadowe
witryny informacyjne dotyczace (COVID-19 sg koszmarem
naruszajgcym prywatnos¢ — niech opinia publiczna sie strzeze!

Dokument zatytutowany ,Pomiar plikéw cookie w witrynach
rzgdowych”, finansowany przez Europejska Rade ds. Badan
Naukowych (ERC), Unie Europejska (UE) i rzad hiszpanski,
wyjasnia, ze [JQwitryny rzadowe sg zasadniczo wykorzystywane
jako ,pojedynczy punkt” monitorowania i $ledzenia catej
populacji kraju” za pomocg plikéw cookie.

Badacze przyjrzeli sie trzem réznym rodzajom stron
internetowych, w tym oficjalnym rzgdowym stronom internetowym
krajow ,G20” na catym Swiecie; strony internetowe organizacji
miedzynarodowych, takich jak ONZ; oraz popularne strony
internetowe wykorzystywane przez spoteczenstwo do $Sledzenia i
informacji o Grypie Fauciego. Przyjrzeli sie wykorzystaniu
plikéw cookie w kazdej witrynie i doszli do wniosku, ze ponad
90 procent witryn rzadowych ,tworzy pliki cookie zewnetrznych
modutdéw $ledzacych bez zgody uzytkownikow”.
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,Clasteczka internetowe byty wykorzystywane do zbierania
informacji o aktywno$ciach i zainteresowaniach uzytkownikéw w
Internecie” — wyjasnia gazeta.

.Niesesyjne pliki cookie, ktore sg tworzone przez moduty
Sledzgce 1 moga trwac¢ przez kilka dni lub miesiecy, sa
powszechnie obecne nawet w krajach, w ktorych obowigzuja
surowe przepisy dotyczgce prywatnosci uzytkownikéw. Pokazujemy
réwniez, ze powyzsze jest problemem dla oficjalnych stron
internetowych organizacji miedzynarodowych oraz popularnych
serwisOw, ktore informujg opinie publiczng o pandemii
COVID-19".

Oto wskazodowka: w pilerwszej
kolejnosci nie odwiedzaj zadnych
rzagdowych witryn COVID, a nie
bedziesz Sledzony

Innymi stowy, najwieksze gospodarki Swiata angazuja sie w
nieujawnione i potencjalnie nielegalne programy szpiegowskie i
inwigilacyjne za posSrednictwem oficjalnych rzadowych stron
internetowych, z ktdérych spoteczeAstwo korzysta, aby
dowiedzie¢ sie o COVID i angazowac¢ sie w inne formy konsumpcji
propagandy.

Sposréd 5550 rzadowych witryn internetowych i ponad 118 000
adres6w URL administrowanych przez rzady ponad 50 procent ich
plikéw cookie nalezy do stron trzecich, podczas gdy od 10 do
90 procent pochodzi od znanych trackeréw.

JWiekszos¢ z tych ciasteczek ma zywotnos$¢ dtuzej niz jeden
dziehn, a wiele z nich wygasa rok lub dtuzej” — ujawnia
badanie.

Okoto 60 procent witryn rzadowych uzywa co najmniej jednego
pliku cookie stron trzecich, a 95 procent 1lub



prawie wszystkie tworzy pliki cookie bez zgody
uzytkownika. Nawiasem méwigc, pliki cookie stron trzecich sa
,Znane z tego, ze Sledzg uzytkownikdéw w celu gromadzenia
danych”, wyjasnia badanie.

Rzgdowe strony internetowe dotyczace chinskiego wirusa sa
najgorszymi przestepcami, poniewaz 99 procent zawiera ukryte
pliki cookie, ktdére zostaty tam umieszczone bez zgody
uzytkownika.

.Na przyktad bardzo popularna strona internetowa z globalnymi
mapami dotyczacymi przypadkéw COVID-19, prowadzona przez Johns
Hopkins University, dodaje pliki cookie z 7 trackerow”
czytamy dalej.

~Wszystkie pozostate witryny Top 10 to oficjalne krajowe
witryny informacyjne w krajach europejskich, ktdére maja co
najmniej trzy trackery. Amerykanskie Centra Kontroli i
Zapobiegania Chorobom (CDC) rdéwniez znajdujg sie w pierwszej
dziesigtce, z plikami cookie powigzanymi z trzema trackerami”.

Kiedys tego typu rzeczy miaty miejsce tylko w krajach jawnie
komunistycznych, takich jak Chiny, ktoéore przodujg w
totalitaryzmie. Jednak ostatnio Stany Zjednoczone 1 inne
mocarstwa zachodnie wydajag sie nasladowa¢ model Komunistycznej
Partii Chin, narzucajgc w swoich Kkrajach systemy typu
»Spotecznej oceny kredytowej”.

Grypa Fauciego szybko stata sie powszechnym pretekstem do
naruszania prywatnosci ludzi, wymuszania pewnych
restrykcyjnych zachowan, a nawet popetniania gwattu medycznego
w formie obowigzkowego maskowania 1 ,szczepienia”.

Okazuje sie, ze nawet w sieci rzad *amie prawa ludzi i S$ledzi
ich zachowanie bez pozwolenia. Petny zakres powoddéw, dla
ktorych rzad chce sledzi¢ zachowanie ludzi w Internecie,
jeszcze nie zostat ujawniony.
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Branza technologiczna
opracowuje technologie AI
czytajgca w myslach, ktora
jest w stanie mierzyd
lojalnos¢ obywateli wobec
rzadu

Chinscy naukowcy twierdzg, ze opracowali nowa technologie
sztucznej inteligencji (AI) zdolng do ,czytania w mys$lach”.

The Sunday Times (Wielka Brytania) po raz pierwszy doniést o
dziwnej i niepokojgcej technologii, ktéra rzekomo zostanie
wykorzystana do pomiaru lojalno$ci obywateli wobec
Komunistycznej Partii Chin.

Podobnie jak wiele innych technologii Orwellowskich, ta
technologia AI kontroli umystu prawdopodobnie przejdzie test w
komunistycznych Chinach, by ostatecznie zostac¢ udostepniona
reszcie Swiata.

Usuniete wideo i powigzany artykut z Chinskiego Kompleksowego
Narodowego Centrum Nauki w Hefei wyjasniajg, ze technologia AI
moze analizowa¢ mimike twarzy i fale mézgowe ludzi narazonych
na ,mys$li i polityczng edukacje” KPCh, znang roédwniez
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jako propaganda.

Jak wyjasnili naukowcy, wyniki mozna nastepnie wykorzystac¢ do
,dalszego wzmocnienia ich pewnosci siebie i determinacji, aby
by¢ wdziecznym partii, stuchad¢ partii i podgza¢ za partig”.

Business Insider poinformowa*, ze wideo i artykut* wyjasniajace
to wszystko zostaty usuniete z Internetu po publicznym
oburzeniu chinskich obywateli, ktdérzy juz teraz zmagajg sie z
tyranig oceny kredytow spotecznych i cenzurg internetowg.

Stany Zjednoczone usankcjonowaty
kilka chinskich firm w 2021 r. za
opracowanie »rzekomej broni
kontrolujacej mézg”

W artykule, ktdéry napisat dla Forbesa, ekspert od sztucznej
inteligencji 1 wuczenia maszynowego, dr Lance B. Eliot,
zasugerowal, ze bez znajomosci specyfiki technologii nie mozna
stwierdzié, czy naprawde dziata tak, jak sie twierdzi.

»Z pewnos$cig nie jest to pierwszy raz, kiedy w badaniach
naukowych wykorzystano funkcje skanowania fal mdézgowych na
ludziach” — powiedziat.

»Majgc to na uwadze, wykorzystywanie ich do mierzenia
lojalnosci wobec KPCh nie jest czym$, na czym mozna by sie
skoncentrowaé¢. Kiedy taka sztuczna inteligencja jest
wykorzystywana do kontroli rzadowej, przekraczana jest
czerwona linia”.

Komunistyczne Chiny by*y jednak w przesztosci usankcjonowane
przez Departament Handlu USA za préby stworzenia podobnych
technologii, w tym systemu biotechnologicznego opisanego jako
»rzekoma bron kontrolujgca mézg”.

KPCh juz wykorzystuje sztuczng inteligencje i systemy
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rozpoznawania twarzy do Sledzenia i kontrolowania ujgurskich
muzuimandw przetrzymywanych w obozach koncentracyjnych w
catych Chinach. Az trzy miliony Ujgurdéw jest przetrzymywanych
w niewoli, wielu z nich jest torturowanych przy uzyciu
systeméw sztucznej inteligencji.

»Naukowe dazenie do biotechnologii i1 innowacji medycznych moze
uratowaé¢ zycie” — powiedziata sekretarz handlu USA Gina M.
Raimondo w komunikacie prasowym po sankcjach natozonych na
chinskie firmy AI w 2021 roku.

oNiestety [Chinska Republika Ludowa] decyduje sie na
wykorzystanie tych technologii do kontrolowania swoich
obywateli i represjonowania cztonkdéw mniejszosci etnicznych i
religijnych”.

Jesli Chiny 0siaggna swoje cele, powstanie
potencjalnie Swiatowa ,tokracja AI"” , pograzajaca miliardy
ludzi w technokratycznej tyranii.

Wedtug analitykéw, Chiny wielokrotnie wskazywaty, ze chca
wykorzystywaé¢ sztuczng inteligencje, duze zbiory danych,
uczenie maszynowe i inne zaawansowane technologie, aby ,dostad
sie do mézgow i umystdéw swoich obywateli”. VOA News nazywa
plan Chin ,drakoriskg dyktaturg cyfrowg”.

~Wykorzystata najnowoczesniejsza technologie, aby wzmocnid
swoje panstwo partyjne”, méwi Hung Ching-fu, profesor nauk
politycznych na National Cheng Kung University na Tajwanie, o
najnowszym przedsiewzieciu KPCh w zakresie sztucznej
inteligencji.

»Chiny przeszty z wczesnego rozpoznawania twarzy na programy
AI, ktdére prébujg dosta¢ sie do moézgéw i umystéw (bardziej)
niz na pierwszy rzut oka. Przyjecie przez Chiny zaawansowanej
sztucznej inteligencji wzmocni catkowitg kontrole”.

Innymi s*owy, panstwo policyjne napedzane sztuczng
inteligencjg jest w programie komunistycznych Chin, jak
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rowniez kazdego innego kraju, ktéry adoptuje lub jest zmuszony
do przyjecia tych metod.

Juz teraz kraje, ktore sktaniajg sie ku autokracji, a nie
demokracji, importujg technologie sztucznej inteligencji do
rozpoznawania twarzy z Chin. Wydaje sie, ze ros$nie rynek dla
tych orwellowskich systeméw w krajach, ktdére stajg sie lub juz
sg hapedzane przez totalitaryzm.
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