Elektroniczna SMyCZ dla
mieszkancow Unii. , Europejski
portfel tozsamosci cyfrowej”
da Brukseli petna kontrole
nad obywatelami Wspdlnoty

Parlament Europejski i Rada Unii Europejskiej porozumiaty sie
w sprawie utworzenia ,europejskich portfeli tozsamosSci
cyfrowej” (eID), centralnego, cyfrowego systemu identyfikacji
wszystkich Europejczykéw. To aplikacja, ktdéra ma stuzyd
do zatatwiania spraw urzedowych przez Internet na poziomie
Unii, ale tez korzystania z ustug online 1 samej sieci.
W portfelu maja sie znalez¢ cyfrowe wersje dokumentoéw
obywateli, a takze cyfrowe pienigdze. Wielu ekspertéw
1 przedsiebiorcow ostrzega jednak przed potencjalnymi
naduzyciami na wielka skale. Portfel da wtadcom Europy
mozliwo$¢ pozbawiania obywateli ich fundamentalnych praw
i praktycznie noeograniczonej kontroli nad nimi. To narzedzie
do zaprowadzenia usmiechnietej, liberalnej tyranii.

Zgodnie z nowym prawem UE ma oferowad¢ obywatelom tzw.
,portfele cyfrowe” — poczgtkowo na zasadzie dobrowolnosci,
ktére beda zawiera¢ cyfrowe wersje ich dowoddéw osobistych,
praw jazdy, dyplomdéw, dokumentacji medycznej, informacji
o kontach etc. Ma to utatwic¢ zatatwianie spraw urzedowych,
korzystanie z ustug online na terenie Unii, jak tez
poswiadczania tozsamosci i uznawanie dokumentéw. W skroécie:
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w Portugalii nie bedzie problemu z uzyskaniem i potwierdzeniem
dokumentacji medycznej polskiego obywatela gdy ten znajdzie
sie w tamtejszym szpitalu. Podobnie ubezpieczen, zezwolen etc.

Wszyscy obywatele UE beda mieli mozliwos¢ posiadania unijnego
portfela tozsamoSci cyfrowej, umozliwiajgcego dostep
do publicznych i prywatnych ustug online przy petnym
bezpieczeristwie i ochronie danych osobowych w catej Europie

napisata Komisja Europejska w oSwiadczeniu.

Za$ Nadia Calvino hiszpanska wicepremier i minister
cyfryzacji, ktéra przewodzi teraz hiszpanhskiej prezydencji
w Unii oSwiadczyta pompatycznie:

Zatwierdzajgc europejskie rozporzadzenie w sprawie tozsamosci
cyfrowej, podejmujemy zasadniczy krok, aby obywatele mogli
mie¢ niepowtarzalng 1 bezpieczng europejska tozsamosc
cyfrowg. Jest to kluczowy postep, dzieki ktdéremu Unia
Europejska moze stac¢ sie swiatowym punktem odniesienia
w dziedzinie cyfrowej, chronigcym nasze demokratyczne
prawa 1 wartosci.

Oczywiscie to unijny betkot. Niby co ma wspdlnego cyfrowe
potwierdzanie tozsamos$ci etc z demokracjg i jakimis$ tam
wartosciami europejskimi. Jesli juz to tylko dlatego,
ze im zagraza na co wskazuje 504 naukowcow, ekspertow ds.
prywatnosci i cyberbezpieczenstwa z 39 krajow, ktérzy
podpisali wspdlny 1list ostrzegajacy przed putapkami, owego
portfela 1 zagrozeniami jakie sie z nim wigzg dla naszego
bezpieczestwa w sieci i wolno$ci. W Polsce praktycznie nikogo
to nie interesuje. Pod listem znalazt sie podpis tylko jednego
przedstawiciela naszego kraju — prof. Mirostgwa Kutytowskiego
z PAN. Tutaj jest link do listu protestacyjnego

By poja¢ istote zagrozen warto cofng¢ sie kilka lat, gdy prace
nad cyfrowg tozsamoscig zostaty bardzo przyspieszone. Wigza%to


https://nce.mpi-sp.org/index.php/s/cG88cptFdaDNyRr

sie to z pandemig 1 wprowadzaniem paszportu covidowego.
W istocie chodzito o szybka identyfikacje tych, ktdrzy nie
zaszczepili sie, wiec zostali pozbawieni swych podstawowych
praw — jak choé¢by mozliwoSci przemieszczania sie, podroézy.
Tych ktoéorzy nie mieli elektronicznych zaswiadczen o tym,
ze dobrowolnie poddali sie przymusowemu szczepieniu w praktyce
mozna byto trzyma¢ w gettach dla sanitarnie podejrzanych, czy
nieprawidtowych. Nowy, projektowany portfel cyfrowy daje
nieskonczenie wieksze mozliwos$ci pozbawiania ludzi praw
i zniewalania ich.

Juz w pilerwszej zalecie owego portfela — w tym, ze wszystkie
dokumenty bedg w jednym miejscu, dostepne za pomocg jednego
przycisku - jak zachwalajg eurokraci, tkwi jedno
z najwiekszych zagrozen. 0Oznacza to bowiem, ze jednym
przyciskiem mozna nas tez wszystkich dokumentdéw pozbawic. Péki
sg one rozproszone znacznie trudniej jest to zrobié. Cwiczyt
to juz w Kanadzie rezim Trudeau, ktory pozbawiat
niezgadzajgcych sie na covidowy zamordyzm dostepu do kont,
czyli pieniedzy, ale tez uniewazniat ubezpieczenia w kierowcom
ciezardwek, ktérzy utworzyli wielki konwdj protestacyjny.

Kontroli nad obywatelami nie sprawowatyby nawet rzady
poszczegdlnych panstw, ale Bruksela. W skrocie: to nie jakis
biurokrata w Warszawie uniewaznia*by niegrzecznym obywatelom
ubezpieczenia, ale unijny eurokrata. Nawet w zaprowadzaniu
rezimu i pozbawianiu wolnosci nie bylibysmy suwerenni, tylko
zdani na Bruksele.

Oczywiscie Komisja nie planuje poprzesta¢ na eID. Kolejna
rzeczg, nad ktdéra pracujg wtadcy Europu jest cyfrowe euro.
Komisarz Unii ds rynku wewnetrznego i ustug Thierry Breton,
ten sam, ktory zaprowadza cenzure w mediach spotecznosSciowych
oznajmit: Teraz, gdy mamy portfel tozsamosci cyfrowej, musimy
co$ do niego wtozyc.

Oczywiscie chodzi tez o pienigdze. W unijnym portfelu maja
znalez¢ sie nie tylko cyfrowe dokumenty, ale tez cyfrowe



pienigdze. To znakomicie utatwia kontrole i zaprowadzanie
systemu kredytu spotecznego. I znéw — jak w Kanadzie, czy
Brazylii, protestujacy obywatele mogag zosta¢ jednym
kliknieciem” pozbawieni dostepu do swych kont, a wiec
pieniedzy. Nie wyptacg ich, nie dokonajg nawet najbardziej
podstawowej transakcji, bo ich karty 1 wurzgdzenia
elektroniczne bedace nosnikiem <cyfrowe]j waluty
przestang dziatacd.

Catherine Austin Fitts amerykanska ekspertka finansowa i by%a
sekretarz mieszkalnictwa w rzagdzie George’a Busha ostrzega,
ze cyfrowy system bedzie kontrolowany centralnie, a $rodki
finansowe kazdej osoby moga by¢ ograniczane.

Mozliwos¢ dokonywania transakcji finansowych mozna wytgczyc.
Powiedzmy, ze chce zmusic cie do przyjecia szczepionki. JesSli
nie zrobisz tego, co ci kaze, bedzie mozna odméwic ci dostepu
do Srodkéw finansowych, albo catkowicie je zablokowac.

Taki system totalitarny mdégiby réwniez pozwolié¢ panstwu
kontrolowa¢ tez na co obywatele wydaja swoje pieniagdze. 0 tym,
ze nie jest to imaginacja, abstrakcja Swiadczy wasnie
zablokowanie pieniedzy obywatelom w Kanadzie, czy
protestujgcym przeciwko prezydentowi Luli w Brazylii.

Teoretycznie pienigdz cyfrowy ma by¢ duzym utatwieniem, ale
jest znakomitym narzedziem kontroli pozbawiajgcym nas tez
prawa do prywatnosci.

Fintech 1 CBDC (pienigdz cyfrowy) niosg ze sobg konsekwencje
spoteczne. Gdyby gotdowka ustgpita miejsca CBDC, a systemy
ptatnosci byty cyfrowe, wszelkie pojecie anonimowoSci
i prywatnosci w Ssprawach finansowych bytoby
powaznie zagrozone.

pisze amerykanski ekonomista, profesor Cornell University
Eswara Pasada w swej ksigzce ,Przyszto$¢ pienigdza. Jak



rewolucja cyfrowa przemienia Swiat walut i finaséw”.

CBDC statoby sie tez narzedziem umozliwiajgcym wdrazanie
roznych rzgdowych polityk gospodarczych i spotecznych.

Przed niebezpieczenstwem waluty cyfrowej ostrzega tez
Adam Glapinski.

Nie mozna wykluczy¢, ze sg wydatki..o ktdrych konsument nie
chciatby informowac swojego banku. W tym kontekScie
nalezatoby rozwazac¢ proponowang regqulacje réwniez
w odniesieniu do prawa do prywatnosci konsumentow wobec
przedsiebiorcéw, tym bardziej ze ochrona tej prywatnosci
zostata expressis verbis wyrazona m.in. w art.
76 Konstytucji RP

— pisze prezes w liscie do resortu finansdéw, ktéory jest
gorliwym zwolennikiem likwidacji gotéwki, prezes NBP.

Edward Dowd, =zatozyciel Phinance Technologies ostrzega,
ze kazdy system CBDC bedzie systemem totalitarnej kontroli
powigzanej z ,kredytem spotecznym” w stylu chinskim.
Niepostuszni obywatele beda odcinani od pieniedzy, ale tez
dostepu do ustug publicznych.

Pienigdz cyfrowy Staje sie po prostu narzedziem inzynierili
spotecznej, gadzetem maniaka kontroli.

mowi Dowd.

Wszystko sie ze sobg wigze. To system, a nie pojedyncze,
rozproszone dziatania. A wiec trzeba pamietac, iz forsowana
w Brukseli zmiana Traktatow przewiduje likwidacje walut
krajowych i przymusowe zastgpienie ich euro. Polska nie tylko
nie mogtaby prowadzi¢ wtasnej polityki monetarnej, ale Unia
kontrolowataby tez portfele, czyli pienigdze
polskich obywateli.



Rzady przy pomocy cyfrowego pienigdza mogg nie tylko karad
niepostusznych obywateli, ale tez kontrolowac¢ i dyscyplinowa¢
kazdego, wymuszac¢ okreslone zachowania w codziennej
aktywnosci. Przyktad ptynie 2z wusSmiechnietej, mitej
i postepowej tyranii w Kanadzie. Spétdzielcza kasa
oszczednosSciowg Vincity wprowadzita karty, ktére zliczaja $lad
weglowy, jaki zostawity kupowane z jej pomocg towary. Podobne
rozwigzanie wprowadzit australijski Commonwealth Bank. Mamy
wiec zndéw do czynienia z fikcjag anonimowos$ci. System
precyzyjnie zbiera dane o tym, na co uzytkownicy wydajag swoje
cyfrowe kochane pienigzki, przechowuje je i przetwarza. Teraz
wystarczy wprowadzi¢ 1limit $ladu weglowego przypadajgcego
na kazdego obywatela. Po jego przekroczeniu nie bedzie mozna
dokona¢ transakcji

Nie nalezy miec¢ najmniejszych ztudzen co do ztych intencji
wtadcow Europy. Wszystko zbiega sie w czasie. Szefowa
Europejskiego Banku Centralnego Christina Lagarde, wtasnie
oznajmita o znacznych postepach banku w pracach nad waluta
cyfrowg. Tymczasem amerykanska Rezerwa Federalna praktycznie
nie podjeta zadnych prac. Gotowka w Ameryce jest niezagrozona.

Europa obok Chin jest prymusem w konstruowaniu elektronicznych
smyczy na obywateli. Do tego dzieta stuzy nawet nieszczesne
KPO. 20% pieniedzy z unijnych pozyczek, czy grantéw, ktore
beda sptacane nowymi podatkami musi by¢ przeznaczone na tzw.
transformacje cyfrowa.

Ale jest cos, co moze sprawi¢, ze na razie wtadcom Europy nie
uda sie zaprowadzi¢ systemu permanentnej, wszechogarniajgcej
kontroli elektronicznej. Tym czym$ jest katastrofalny stan
niemieckiej gospodarki cyfrowej. Niemcy sa na przedostatnim
miejscu w Unii jesli chodzi o dostep do szybkiego Internetu.
Wszedzie brakuje infrastruktury, a wszystko wskazuje na to,
ze nie beda w stanie szybko zbudowa¢ sieci sSwiattowodowej,
ktéra jest niezbedna do wydajnej transmisji danych. To kraj
bez wyksztatconej kadry i anachronicznych urzadzen jak faks.
Trudno mys$le¢ o elektronicznym paszporcie tam gdzie nie



dziatajg nawet najprostsze ustugi online, czy o cyfrowym
pienigdzu w kraju, w ktérym sag ktopoty z ptaceniem karta.

Komisja Europejska ma 28 listopada gtosowa¢ nad przyjeciem
elektronicznego portfela Tymczasem nie wiemy nawet jakie
stanowisko reprezentuje obecny polski rzgd. Jak nasz
przedstawiciel gtosowat na Radzie Unii Europejskiej. 0 tym
jaka postawe zajmie przyszty rzgd mozemy mysle¢ z prawdziwg
trwogg. Nie ma watpliwosci, ze eurokraci chcg domkngé¢ system
i zbudowac usSmiechniety liberalny rezim, w ktérym obywatele
sg sprowadzeni do roli konsumentéw, a wszytko kontroluja
wtadcy i wktasciciele Europy.

Dariusz Matuszczak

Aplikacje nalezace do
Facebooka moga Sledzic¢ 1
zbiera¢ Twoje dane, nawet
jesli nie uzywasz ich
aktywnie

Wiele aplikacji na smartfony sledzi dane oséb, w tym ich
biezgcg lokalizacje, nawet jesli nie korzystaja z nich
aktywnie. Eksperci twierdzg, ze jednym 2z najgorszych
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przestepcéw jest Facebook Messenger, dedykowana aplikacja do
przesytania wiadomo$ci firmy medidw spotecznosSciowych.

Eksperci zachecajg teraz ludzi do przeprowadzenia badan i
zastanowienia sie, jakie dane osobowe mogg rozdawacd,
pobierajgc i rejestrujgc sie w aplikacjach takich jak Facebook
Messenger.

,Jestem Swiadomy tego, kogo zaprosi¢ do mojego domu, wiec
myslatem tak samo o tym, co mam na telefonie, i zachowatem
ostroznos¢ przy pobieranych aplikacjach” — powiedziat* Michael
Huth, dyrektor ds. Badan i wspdét*zatozyciel firmy zajmujgcej
sie prywatnoscig i zorientowang przeglgdarkg z wtasng
wyszukiwarka i aplikacja.

Huth poradzit* ludziom, aby obnizyli poziom tego, do czego
Facebook Messenger moze uzyska¢ dostep ze swoich
smartfonow. Aplikacja Facebook moze zbieral wszelkiego rodzaju
dane od swoich uzytkownikdéw, jesli tego nie robig, zwtaszcza
jesli nie sg Swiadomi, do czego aplikacja ma dostep.

,Firmy takie jak Google i Facebook probuja ukry¢ to, co robia
z danymi i sprawié¢, by brzmiaty pozytywnie”, powiedzia%
wspb6tzatozyciel i dyrektor generalny Xayn Leif-Nissen
Lundbaek. ,Zawierajag jezyk, ktéry brzmi tak, jakby chronity
prywatnos¢, chociaz tak nie jest”.

Innym przyktadem, ktdry podat Lundbaek, jest WhatsApp, rzekomo
prywatna ustuga przesytania wiadomosci nalezgca do Facebooka z
szyfrowaniem typu end-to-end.

Lundbaek powiedziat, ze WhatsApp oferuje niewiele funkcji,
ktére wedtug Facebooka poprawiaja jego prywatnosc¢. W
rzeczywistosci te funkcje w niewielkim stopniu chroniag dane
0sd6b.

»Istnieje szereg aplikacji, takich jak przegladarka Google 1
TiKTok, ktdére sa gorsze niz WhatsApp, ale nadal nie jest to
dobry przyktad” - powiedziat. ,To nie jest obronca


https://facebookcollapse.com/

prywatnosci”.

.Sledzg wszystko, od interakcji po inne uzywane aplikacje,
lokalizacje i ruch” — dodat Lundbaek.

Inne aplikacje nalezace do
Facebooka przekazujace dane
uzytkownika firmie macierzystej

Facebook Messenger, WhatsApp i Instagram sa wtasno$Scig
Facebooka. Wszystkie sg znane z udostepniania wielu prywatnych
danych firmie macierzystej.

Obecne zasady WhatsApp chronig zawarto$¢ czatédw danej osoby, w
tym zdjecia, filmy 1 potaczenia, przed przechwyceniem przez
Facebook. Nie wiadomo, czy niniejsza polityka prywatnosci jest
przestrzegana co do joty.

To, co ustuga szyfrowanych wiadomosci typu end-to-end moze
udostepniac¢, to numer telefonu 1 nazwa profilu
uzytkownika. Moze réwniez udostepniac¢, gdy uzytkownik wysyta
wiadomosé¢ do innych oséb. Adres IP uzytkownika moze by¢
rowniez gromadzony i udostepniany innym markom nalezgcym do
Facebooka.

Polityka prywatnosci WhatsApp jest celowo niejasna. Méwi, ze
moze udostepnia¢ dane osobowe Facebookowi wyraznie wyrdéznione
w polityce ,lub uzyskane po powiadomieniu lub na podstawie
Twojej zgody”.

Niedawna zmiana w polityce prywatnosci WhatsApp umozliwita
rowniez firmom reklamujgcym sie za posSrednictwem Facebooka
przechowywanie czatéw uzytkownikdéw na serwerach nalezgcych do
Facebooka. Zak Doffman, dyrektor generalny firmy Digital
Barriers zajmujacej sie technologig monitoringu, powiedziat,
ze podwaza to wiarygodnos¢ WhatsApp jako rzekomo kompleksowej
ustugi szyfrowanej wiadomosSci.
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+WhatsApp twierdzi, ze Facebook nie moze wykorzystywac tych
danych, ale firma moze wyszukiwa¢ czaty w celach reklamowych”
— powiedziat Doffman.

Instagram jest o wiele bardziej bezposSredni dzieki zbieranym
danym. Jego polityka prywatnosci stwierdza, ze [JJFacebook
»,Xaczy informacje o twoich dziataniach w réznych produktach i
urzgdzeniach Facebooka”. Aplikacja podobno robi to, aby
zapewni¢ uzytkownikom ,bardziej dostosowane i spdjne
wrazenia”.

Ponadto Instagram swobodnie gromadzi lokalizacje uzytkownikow,
miejsca zamieszkania, miejsca, ktdére odwiedzajag, oraz
szczeg6ty dotyczgce firm i oséb, z ktdédrymi sg blisko i z
ktérymi wchodzg w interakcje, aby ,dostarczac, personalizowad
i ulepszac¢ produkty Facebooka”.

Innymi stowy, Instagram udostepnia te dane Facebookowi w celu
reklamy ukierunkowanej.

Jake Moore, specjalista ds. cyberbezpieczenstwa, ostrzegt
osoby, ktdre chcg korzysta¢ z Instagrama, ze [J[Jma on mniej
kontroli prywatnosci niz sam Facebook.

»Instagram ma mniej kontroli prywatnosci niz Facebook” -
powiedziat. ,I nie mozna powstrzyma¢ wiekszosSci swoich danych
miedzy platformami”.

Zrédto:

The-Sun.com

Wired.co.uk
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Chiny chca kontrolowad
globalny system ,paszportow
szczepionkowych”

Komunistyczne Chiny zwracajg sie do Swiatowej Organizacji
Zdrowia (WHO) o pozwolenie na zbudowanie globalnego systemu
nadzoru ,paszportu szczepionkowego”, ktéry wedtug
autorytarnego rezimu mégtby zostac¢ uruchomiony w ciggu
tygodnia, gdyby dostali zielone sSwiat%o.

Komunistyczna Partia Chin juz ustanowita w Chinach system
paszportéw szczepionkowych, ktéry jest bezpoSrednio powigzany
z ich systemem zaufania spotecznego.

Mieszkancy Chin, ktérzy zostali zaszczepieni na koronawirusa z
Wuhan (Covid-19), mogg podrézowaé¢ i prowadzi¢ interesy
»normalnie”, podczas gdy ci, ktérzy nie zostali zaszczepieni,
nie moga wykonywa¢ takich czynnosci, dopdki nie zgodza sie na
zastrzyk.

,0ceny” przyznawane sg mieszkancom Chin na podstawie ich
wspbétpracy z agenda rezimu. Jesli KPCh pochwala twoje
zachowanie, otrzymujesz wyzszy ,wynik”. Jed$li powiesz zte
rzeczy o rezimie, Twdj wynik sie zmniejszy.

Celem Chin jest rozszerzenie tego systemu zarzgdzania i
kontroli na catym swiecie. 0Osoby, ktdre zostang zaszczepione
przeciwko chinskiemu wirusowi, otrzymajag ,stempel” w
paszporcie szczepionkowym, umozliwiajacy im wejs$cie na poktad
pociggow i samolotdéw, a ci, ktérzy odrzucg szczepionke,
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otrzymajg polecenie pozostania w domu.

WHO wyraznie poinstruowata kraje cztonkowskie, aby nie
konstruowaty takiego systemu, poniewaz dostepno$¢ szczepionek
nie jest jeszcze ,sprawiedliwa”. Jednak komunistyczne Chiny
przeciwstawiajg sie WHO i naciskajg na globalne przyjecie
swojego systemu paszportédw szczepionkowych.

»,Chinscy eksperci zauwazyli we wtorek, ze Chiny mogg pomodc,
dzielgc sie swoimi dosSwiadczeniami z WHO i zapewniajac
wsparcie techniczne w organizacji problemu”, donosi Global
Times, gazeta propagandowa prowadzona przez KPCh w Chinach.

= Chiny sa najbardziej doswiadczonym krajem na Swiecie w
stosowaniu systemu koddéw zdrowotnych, podczas gdy WHO jest
najwtasciwszym organizatorem tej sprawy, aby zapewnid
niezaleznos$¢, uczciwos¢ i bezpieczenstwo danych” — dodat.

Komunistyczne Chiny chcag rzadzié swiatem

Chiny od dawna obserwujg, S$ledzg i naruszajg prawa cztowieka
swoich obywateli, ktérzy nie majg prawie zadnej swobody
poruszania sie bez ,pozwolenia” ich zwierzchnikéw. Rezim nie
chciatby niczego wiecej, jak tylko rozszerzy¢ ten system
przymusowej niewoli na wszystkie inne narody na ziemi.

,Jesli chodzi o technologie, uwazam, ze chinskie firmy mogg
zbudowa¢ miedzynarodowg platforme w zaledwie tydzien”
powiedziat komunistyczny chinski ,ekspert”, cytowany
w artykule Global Times o tym, jak *atwo bytoby zglobalizowa¢
system.

»WHO moze opracowa¢ zasady, procedury i format danych”, méwi
dalej ten ekspert, ktdéry kieruje grupa zwang ,Information
Consumption Alliance”. ,Chiny sg bardzo chetne do udzielenia
wsparcia w zakresie wymiany doswiadczen i technik tworzenia
takiej platformy, poniewaz kraj ten ma w tym bogate
doswiadczenie”.



The Global Times twierdzi, ze globalny system nadzoru
zarzgdzany przez komunistyczne Chiny w jakis sposéb
»gwarantowatby zaufanie publiczne”. W miedzyczasie WHO, ktére
jest zaniepokojone tym, co moze nadej$¢ dalej, skapitulowato
przed wiekszoscig innych zadan Chin podczas tej ,pandemii”.

Stany Zjednoczone Jjuz teraz majg przedsmak tego
komunistycznego spisku w_mediach spotecznoSciowych, gdzie na
przyktad uzytkownicy Facebooka sg obecnie szeroko $ledzeni i
ankietowani oraz otrzymuja ,oceny” na podstawie ich zachowania
w Internecie.

Komunistyczne Chiny naciskajg rdéwniez na Joe Bidena, znanego
jako ,China Joe”, by uznat rezimowg ,domowg” szczepionke za
,bezpieczng i skuteczna” opcje zgodnosSci z proponowanym
globalnym programem paszportow szczepionkowych.

,Chinscy eksperci stwierdzili, zZe jest bardzo mozliwe i
praktyczne, aby Chiny rozpoczety wzajemne uznawanie z krajami,
ktore zatwierdzity chinskie szczepionki, takimi jak Malezja,
Singapur 1 Indonezja”, donosi Global Times.
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Kwarantanny COVID-19 to
koniec wolnoscli osobiste]

Nardod wyspiarski na Pacyfiku ma 25 zgondéw 2z powodu
koronawirusa na prawie piec¢ miliondéw mieszkancow..

Starszy wspoéitpracownik Hoover Institution, Victor Davis
Hanson, potepit
nowozelandzkg instytucje ,o0bozéw ” kwarantanny koronawirusa we
wtorkowym ,The Ingraham Angle”.

Premier Jacinda Ardern z centrolewicowej Partii Pracy w Nowej
Zelandii ogtosita w filmie, ze jes$li ludzie wystani do obozu
odméwig poddania sie badaniom, bedg musieli pozostad jeszcze
dwa tygodnie po poczatkowym dwutygodniowym pobycie.

Ardern nazwata ostrzezenie ,catkiem dobrg zachetg” do
wykonania testu na obecnos¢ COVID-19.

,Albo wykonasz test 1 upewnisz sie, ze jestes czysty, albo
zatrzymamy cie w osrodku na dtuzej” — powiedziata.

»Mysle wiec, ze wiekszos¢ ludzi patrzy na to i mowi: , Podejde

”n

do testu””.

Hanson powiedziat gospodarzowi Laurze Ingraham, ze takie
drakonskie srodki, jak rozkazy Ardern nie majg sensu, biorac
pod uwage, jak niewielki wptyw tzw. pandemii wywarta na
wyspiarski kraj.
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»Majg 5-milionowy nardéd” — wyjasnit Hanson.

,Stracili, tragicznie, ale stracili 25 oséb. To zdumiewajgco
niska liczba, jesli chodzi o pozbycie sie wolnosSci
osobistej”.

»Tutaj, w Stanach Zjednoczonych, <czy to [gubernator
Kalifornii] Gavin Newsom, Michelle Obama czy Joe Biden,
wszyscy powiedzieli, ze jest to okazja, aby nie odpuszczac” —
dodat.

W dalszej czesci tego segmentu Ingraham zacytowat doniesienie
niemieckich medidéw, ze Parlament Europejski i Komisja
Europejska uzywajg kamer termowizyjnych wyprodukowanych w
Chinach, aby zapobiec rozprzestrzenianiu sie COVID-19.

W raporcie DW.com zauwazono, ze firma produkujgca kamery jest
rowniez oskarzana o dostarczanie technologii wykorzystywanej
przez Pekin do patrolowania i nadzorowania muzutmanskich
obozéw internowania w prowincji Xinjiang.

,Czy tego typu scenariusze bedziemy musieli stawil czota pod
administracjg Bidena?” — zapytata Hansona.

,Tak, to przerazajgce” — odpowiedziat.

JWirus zaczagt sie w Chinach, rozprzestrzenit sie z Chin, a
teraz Chiny oferujag Zachodowi metodologie i technologie
faszyzmu, aby rzekomo wyleczy¢ to, co zaczeto”.

Zrédto:
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Pekin wykorzystuje pandemie
koronawirusa do rozbudowy
aparatu nadzoru internetowego

Wedtug raportu Freedom House, Pekin wykorzystuje pandemie
koronawirusa w Wuhan (COVID-19) jako uzasadnienie rozszerzenia
i zintensyfikowania i tak juz gigantycznych systemdéw nadzoru
internetowego.

W swoim corocznym raporcie Freedom of the Net, w
ktorym szczegbétowo opisano stan nadzoru cyfrowego w ponad 60
krajach, organizacja non-profit umies$cita Chiny na ostatnim
miejscu z wynikiem 10 na 100. To szésty rok z rzedu, w ktérym
kraj ten zostat ukoronowany jako ,najgorszy gwatciciel
wolnosci w internecie” na S$wiecie.

,Ta pandemia normalizuje rodzaj cyfrowego autorytaryzmu,
ktory Komunistyczna Partia Chin (KPCh) od dawna stara sie
wprowadzi¢ do gtdownego nurtu” — napisat Freedom House w
oSwiadczeniu.

Wedtug raportu, chinskie wtadze wdrozyty zardéwno niska, jak i
zaawansowang technologie, aby kontrolowa¢ swobodny przeptyw
informacji w Internecie na temat stanu tzw. pandemii
koronawirusa w tym kraju. Wykorzystaty réwniez te technologie,
aby wuniemozliwi¢ wuzytkownikom Internetu przegladanie
niezaleznych Zrédet wiadomos$ci, ktdére kwestionujg oficjalnag
narracje KPCh.
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Freedom House zauwazyt* réwniez, ze na poczatku tzw. pandemii
Chiny prébowaty bagatelizowa¢ i ignorowal ostrzezenia lekarzy
dotyczgce pierwotnego wybuchu koronawirusa w Wuhan. Odkryli
rowniez, ze mniej uzytkownikow internetu w Chinach z
powodzeniem omija krajowg Wielka Zapore Sieciowg, zwtaszcza po
zaostrzeniu przez Pekin ograniczen dotyczacych oséb
korzystajacych z wirtualnych sieci prywatnych w celu uzyskania
dostepu do zablokowanych witryn.

W raporcie stwierdza sie ponadto, ze tylko w pierwszym
kwartale 2020 r. Chinska Administracja Cyberprzestrzeni,
gtdéwny regulator internetowy w kraju, zamkneta 816 stron
internetowych 1 wusunet*a ponad 33000 kont 1 grup na
zatwierdzonych witrynach spoteczno$ciowych, takich jak Renren,
Weibo 1 WeChat.

Masowa ekspansja wysitkow w zakresie inwigilacji Internetu w
tym kraju spowodowata rdéwniez wzrost 1liczby ,fabryk
cenzury”. W tych miejscach pracy znajdujg sie tysigce cenzoréw
internetowych, ktdérzy zamiatajg przestrzenie internetowe kraju
za pomocg technologii sztucznej inteligencji.

Chiny nie sg jedynym krajem wykorzystujgcym COVID-19 do
uzasadnienia ekspansji mozliwos$ci nadzoru
internetowego. Zaréwno podmioty panstwowe, jak i niepanAstwowe
wdrazaja nowe technologie, ktdére w dowolnym momencie przed
globalng pandemig bytyby uwazane za zbyt inwazyjne.

Pozostate kraje, ktdére dotagczajg do Chin w pierwsze]

pigtce, to Iran, Syria, Kuba i Wietnam. Pie¢ najlepszych
krajéw to Islandia, Estonia, Kanada, Niemcy i Wielka
Brytania. Tajwan nie zostat uwzgledniony w rankingu pomimo
tego, ze byt znany jako drugi najbardziej wolny kraj w Azji.

Technologia nadzoru przeciw dysydentom jest
wdrazana jako instrumenty ,zdrowia publicznego”

Sarah Cook, starszy badacz w Freedom House, twierdzi, ze wiele
nowych chinskich technologii inwigilacji zostato po raz
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pierwszy opracowanych w celu ochrony kraju przed
dysydentami. W szczegdlnosci Cook zauwaza, ze [J[Jtechnologia
opracowana przeciwko Ujgurom i innym mniejszosSciom
muzutmanskim w Xinjiangu rosnie obecnie w innych czesciach
Kraju.

Jedng z takich technologii przeciwdziatania dysydentom jest
urzgdzenie przenosne, ktdrego wtadze mogg uzywaé¢ do skanowania
smartfonéw ludzi i pobierania z nich danych bez zgody
wtasciciela.

»,Rzagd Chin juz teraz korzysta z najbardziej wyrafinowanego 1
wielowarstwowego aparatu cenzurujgcego 1 kontrolujgcego
Internet na catym swiecie” — powiedziata Cook.

Istniejgca technologia nadzoru przeciwko dysydentom jest
réwniez udoskonalana na potrzeby epoki pandemii. W marcu,
kiedy koronawirus dopiero zaczynat rozprzestrzeniad¢ sie po
catym Swiecie, Chiny byty juz bliskie ulepszenia swojej
technologii rozpoznawania twarzy w celu identyfikacji oséb
noszacych maski.

Inne technologie, zardéwno stare, jak i nowe, sa rdéwniez
wykorzystywane do naruszania prywatnosci obywateli Chin, na
przyktad zmuszajgc ludzi do korzystania z aplikacji, ktéra
Sledzi infekcje i zmuszajgc ludzi do umieszczania kamer
internetowych w ich domach i poza ich drzwiami, aby $ledzi¢
ich ruchy. Cook twierdzi, ze te systemy majg tylne drzwi,
ktére pozwalajg policji nadzorowac ludzi, kiedy tylko zechca.

Wedtug Cooka rozprzestrzenianie sie pandemii jest bezposrednio
zwigzane z ekspansja kontroli KPCh nad mowg w Internecie.

Warto zada¢ sobie pytanie: jak sie ma sytuacja w Polsce,
jezeli chodzi o aplikacje nadzorujgce osoby objete
kwarantanna..?
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Kalifornia zakazuje
stosowania technologii
rozpoznawanla twarzy W
nagraniach Z kamer
policjantow

Kalifornia moze mie¢ wiele wagtpliwych praw, ale jest takie,
ktére zastuguje na aplauz. Zabrania stosowania technologii
rozpoznawania twarzy w nagraniach wykonanych przez kamery
funkcjonariuszy policji.

Rozpoznawanie twarzy to technologia, ktéra polega na
dopasowywaniu w czasie rzeczywistym obrazu osoby do jej
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poprzedniego zdjecia. Opiera sie na fakcie, ze twarz kazdej
osoby ma okot*o 80 unikalnych punktéw weztowych w obszarach
nosa, ust, policzkéw i oczu, ktdére mozna wykorzystac¢ do
odréznienia ludzi od siebie.

Cyfrowa kamera wideo stuzy do pomiaru odlegtosci miedzy tymi
punktami na twarzy osoby. Obejmuje miedzy innymi pomiary
gtebokosci oczodotéw, odlegtosci miedzy oczami, ksztattem
linii zuchwy i szeroko$ci nosa. Informacje te stuza do
tworzenia unikalnego kodu numerycznego, ktdéry mozna dopasowad
do kodu pobranego z poprzedniego zdjecia.

W marcu Waszyngton stat sie pierwszym stanem w kraju, ktory
zalegalizowat uzywanie rozpoznawania twarzy przez organy
§cigania i inne agencje stanowe. Oprogramowanie by%o juz
uzywane na poziomie hrabstwa i miasta przed wprowadzeniem tam
nowego prawa. Jednak rozpoznawanie twarzy moze by¢ uzywane
tylko w niektérych przypadkach, takich jak poszukiwanie
zaginionych oséb 1lub identyfikacja zwtok. Agencje beda
zobowigzane do ztozenia zawiadomienia o0 zamiarze uzycia
systemu zanim go uzyja, a takze raportu dotyczacego
odpowiedzialnos$ci.

Jesli chodzi o ruch Waszyngtonu, American Civil Liberties
Union stwierdzita, ze [JJzamiast zabezpieczy¢ wykorzystanie
rozpoznawania twarzy, grozi legitymizacja jego
rozszerzenia. Kierownik projektu ACLU Jennifer Lee
powiedziata, ze [Jprawo zawiera jezyk, ktdéry pozwala agencjom
na uzywanie rozpoznawania twarzy do odmawiania Lludziom
podstawowych potrzeb i innych niezbednych rzeczy, takich jak
mieszkanie, jedzenie, woda 1 opieka zdrowotna.

Zwolennicy prywatnosci chwala ustawe CA.

Zwolennicy prywatnosci wyrazili ulge, ze ustawa kalifornijska
zostata podpisana przez gubernatora Gavina Newsoma. Dotyczy to
nie tylko rozpoznawania twarzy, ale takze ogdlnie nadzoru
biometrycznego, takiego jak analiza chodu z wykorzystaniem
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materiatu filmowego, ktdory mozna zebra¢ z materiatu wideo z
kamery policyjnej.

W projekcie ustawy stwierdza sie: ,Korzystanie z rozpoznawania
twarzy i innego nadzoru biometrycznego jest funkcjonalnym
odpowiednikiem wymagania od kazdej osoby, aby zawsze okazywata
dowdd tozsamosci ze zdjeciem, co stanowi naruszenie uznanych
praw konstytucyjnych. Ta technologia umozliwia roéwniez
$ledzenie os6b bez pozwolenia”.

Posuniecie to nastgpito nied*ugo po tym, jak ACLU
przeprowadzito badanie rozpoznawania twarzy, ktdére wykazato,
ze program Amazon btednie zidentyfikowat* ponad dwa tuziny
kalifornijskich prawodawcéw jako przestepcéw.

Podobny zakaz zostat wprowadzony kilka miesiecy wczes$niej
przez San Francisco w zwigzku z wykorzystywaniem przez rzad
funkcji rozpoznawania twarzy do nadzoru, kilka innych
amerykanskich miast zrobito to samo.

Chiny maja przeciwny poglad na technologie rozpoznawania
twarzy, w peini jg wykorzystujac do $ledzenia swoich
obywateli. Stuzy réwniez do tworzenia wynikéw spotecznych,
ktére dajg tym, ktdrzy sa postuszni KPCh, pewne korzysci w ich
codziennym zyciu i ograniczajg ruch i wolnosSci tych, ktérych
wyniki sg nizsze.

Niestety nowe prawo Kalifornii dotyczy tylko korzystania z tej
technologii przez organy $cigania, a nie sektor
prywatny. Niemniej jednak jest to krok we wtasciwym kierunku,
o wiele wiecej, niz mozemy powiedzie¢ o wielu innych prawach
pochodzgcych z Kalifornii .
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