
W Izraelu odmowa szczepienia
przeciwko  koronawirusowi
oznacza koniec życia

Wielu ludzi nie zdaje sobie z tego sprawy, ale w Izraelu
odmowa  zaszczepienia  się  na  koronawirusa  (Covid-19)  jest
teraz wyrokiem śmierci.

Chociaż nie odrąbują jeszcze głowy ludziom za odmowę ukłucia
(zob.  Objawienie  20:  4),  rząd  Izraela  nałożył  obowiązek
zaszczepienia się, aby wieść „nowe, normalne” życie.

„Gdy nie weźmiesz szczepionki, Twoje życie w zasadzie się
skończy” – ostrzega Ilana Rachel w filmie o tym, co dzieje się
w Ziemi Świętej.

„Brak  wejścia  do  centrów  handlowych.  Żadnych  wizyt  w
teatrze. Dzieci w wieku około 16 lat, które nie otrzymały
zastrzyku,  nie  mogą  przystąpić  do  egzaminów.  Protestujące
partie w Knesecie są zmuszane do milczenia i zastraszane przez
wojsko”.

Rachel  wyjaśnia  dalej,  że  rząd  Izraela  faktycznie  cofnął
licencję medyczną przywódcy partii przeciwnej za przemawianie
wbrew  nakazowi  szczepień,  nazywając  to  „medycznym
apartheidem”.

„Rada miasta otrzymuje dokumentację medyczną, aby sprawdzić,
czy wziąłeś szczepionkę” – mówi dalej Rachel. „Izrael stał się
piekłem na ziemi z powodu COVIDowego kłamstwa. Reszta świata
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pójdzie za nami, jeśli nic nie zrobimy”.

Obejrzyj poniżej:

Zaszczepienie  zmniejszy  twoją  odporność  i  siłę
woli przeciwko finalnej wersji Znaku Bestii
Rachel  jest  częścią  ruchu  na  rzecz  praw  człowieka,  który
został  rozszerzony  na  własną  partię  polityczną  z  powodu
trwających okropności związanych z grypą Wuhan i drakońską
reakcją rządu izraelskiego na nią.

Ta partia polityczna jest oczywiście cenzurowana przez władze,
do  których  należy  przyjaciel  Donalda  Trumpa,  Benjamin
Netanjahu, który wdrożył własną „Operację Warp Speed”, aby jak
najszybciej masowo zaszczepić Izraelczyków.

Na  szczęście  w  Polsce,  przynajmniej  na  razie,  obowiązkowe
szczepienia  nie  istnieją  –  i  miejmy  nadzieję,  że  tak
pozostanie. Niestety dla Izraela jest to faktem i ludzie tam
mieszkający muszą podjąć trudną decyzję.

Albo Izraelczycy pozwolą medycznemu 'deep state’owi’ dźgnąć
ich i przeprogramować ich DNA, aby kupować, sprzedawać i jeść,
albo odrzucą zastrzyk i zostaną wykluczeni, w wyniku czego
mogą umrzeć z głodu.

Nawet jeśli samo dźgnięcie nie jest pełnym Znakiem Bestii, jak
twierdzą niektórzy, w rzeczywistości przepisuje on schematy
genetyczne  danej  osoby.  Oznacza  to,  że  zamiast  być
„organicznym” człowiekiem, osoba zaszczepiona na grypę Wuhan
staje się osobą GMO (zmodyfikowaną genetycznie).

Możliwe  jest  również,  że  te  chińskie  szczepionki  wirusowe
przeprogramowują biorców w taki sposób, że później nie będą
już mieli siły woli ani zrozumienia, aby odrzucić pełny Znak
Bestii, czyniąc akceptację jego nieuniknionym losem.

Wydaje się, że szczepionki przeciwko koronawirusowi (Covid-19)



są  pierwszą  częścią  wprowadzenia  znaku  bestii,  a  wkrótce
pojawi się więcej komponentów i części. Podobnie jak budynek
również  potrzebuje  fundamentu,  te  zastrzyki  kładą
podwaliny pod trwającą budowę Znaku Bestii wewnątrz ludzkich
ciał lub świątyń, które są skalane przez obrzydliwość, która
czyni pustkę.

„To brzmi jak Holocaust 2.0” – napisał jeden z komentatorów na
YouTube.

„W  UE  (Unii  Europejskiej)  dzieje  się  to  już  z  nowym
obowiązkowym paszportem szczepionkowym, bez którego nic nie da
się zrobić” – napisał inny.
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Associated Press (AP) celuje w ustawodawców, którzy próbują
chronić  sport  kobiet  przed  inwazją  transseksualistów,
twierdząc, że żadna z nich nie dostarczyła żadnych dowodów, że
jakiekolwiek kobiety są krzywdzone przez politykę (ideologię)
LGBTQ.

Dotychczas  około  20  stanów  wprowadziło  w  tym  roku  ustawy
zakazujące transseksualnym „dziewczętom” – czyli biologicznym
mężczyznom  udającym  „kobiety”  –  uprawiania  sportów
kobiecych. Według AP zezwolenie mężczyznom z dysforią płciową,
chorobą  psychiczną,  na  konkurowanie  z  kobietami  nigdy  nie
stanowiło problemu, z wyjątkiem „transfobów”.

Lekkoatletka  torowa  Selina  Soule  i  wielu  innych  nie
zgodziłyoby się z tym. Mimo to AP chce udawać, że żadna z tych
ciężko pracujących zawodniczek nie istnieje, a zamiast tego
preferuje Kult LGBTQ swoim kosztem.

To,  że  jakikolwiek  stan  odważyłby  się  nawet  zaproponować
zakaz, jest problematyczne dla AP, która przyjmuje ofensywne
stanowisko  wobec  kobiet-sportowców,  które  obawiają  się,  że
zostaną pominięte na stypendiach lub zostaną niesprawiedliwie
pokrzywdzone w inny sposób.

„Kolejne pokolenie zawodniczek w Południowej Karolinie może
nie  mieć  szansy  na  osiągnięcie  doskonałości”  –  mówi
przedstawicielka Ashley Trantham ze Stanu Palmetto (Południowa
Karolina), który jest jednym z takich stanów, które próbują
zakazać tej praktyki.

Prawodawcy  w  Tennessee,  Mississippi,  Montanie  i  innych
miejscach robią to samo, wskazując na przypadki takie jak
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sprinterzy transpłciowi Terry Miller i Andraya Yearwood, z
których  obaj  oszukiwali,  wygrywając  15  wyścigów  o
mistrzostwo. Miller i Yearwood są biologicznymi mężczyznami,
ale rywalizowali ze wszystkimi biologicznymi konbietami.

Jednak dla AP nie ma „żadnego autorytatywnego wyliczenia”, ilu
trans  sportowców  nieuczciwie  rywalizowało  w  ten  sposób.  W
rezultacie nie ma uzasadnienia dla próby zakazania programu
transseksualnego w liceum lub na uczelni.

„Dorośli transpłciowi stanowią niewielką część populacji USA,
około 1,3 miliona w 2016 roku”, twierdzi AP, cytując badania
przeprowadzone  przez  Williams  Institute,  think  tank
z  Uniwersytetu  Kalifornijskiego  w  Los  Angeles.

AP  jest  o  wiele  bardziej  zaniepokojona  nastolatkami
transpłciowymi,  które  mogą  być  „zdruzgotane”  przez
ustawodawstwo, które ma na celu ochronę prawdziwych kobiet
przed zniszczeniem ich sportu i środków do życia przez grupę
chorych psychicznie.

AP dalej przytoczył rzekomy przypadek 12-letniej transpłciowej
„dziewczyny”  z  Utah,  która  rzekomo  płakała  słysząc  o
propozycji  w  „jej”  stanie.  Chora  psychicznie  dziewczynka
twierdzi, że bardzo ciężko pracowała, aby poprawić swoje czasy
pływania,  ale  nie  należy  do  dominujących  w  jej  grupie
wiekowej.

„Poza częściami ciała byłam dziewczyną przez całe życie” –
cytuje się biologiczny chłopiec.

Grupa Alliance Defending Freedom zajęła stanowisko przeciwko
tej  transseksualnej  inwazji,  powołując  się  na  fakt,  że
„kobiety przegrywają” często w sporcie z powodu biologicznych
mężczyzn udających „kobiety” uczestniczących w zawodach.

„Kiedy prawo nie uznaje różnic między mężczyznami i kobietami,
widzimy, że kobiety przegrywają” – mówi adwokat Christiana
Holcomb, która złożyła pozew w imieniu czterech dziewcząt z
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Connecticut, które zostały pozbawione praw wyborczych po tym,
jak konkurowały z transami.

Jedyną  agencją  informacyjną,  którą  Hitler
zaakceptował, była Associated Press
Należy podkreślić, że nie jest to pierwszy przypadek, gdy AP
znalazła się po złej stronie historii. W latach trzydziestych
agencja  informacyjna  nawiązała  formalne  partnerstwo  z
nazistowskim reżimem Adolfa Hitlera, dostarczając amerykańskim
gazetom propagandę pro-nazistowską.

Podobnie jak obecnie karmi Amerykanów propagandą popierającą
LGBTQ, AP skoordynowała się z Hitlerem, aby dostosować prasę
krajową i międzynarodową do oficjalnej narracji. Konkurencyjne
serwisy  informacyjne,  takie  jak  Keystone  and  Wide  World
Photos,  które  zatrudniały  żydowskich  dziennikarzy,  zostały
ostatecznie zmuszone do zamknięcia.

Jak się okazuje, AP, która określa się jako „marine corps of
journalism,”,  była  jedyną  zachodnią  agencją  informacyjną,
której  pozwolono  pozostać  otwartą  w  hitlerowskich
Niemczech.  Tak  było  do  czasu  przystąpienia  Stanów
Zjednoczonych  do  wojny  w  1941  roku.

Jedynym sposobem, w jaki AP była w stanie utrzymać te bliskie
stosunki  z  Hitlerem  i  nazistami,  było  zawarcie  wzajemnie
korzystnej dwustronnej umowy, która wymagała od AP zrzeczenia
się kontroli nad produkcją wiadomości.

AP  zasadniczo  obiecała  Hitlerowi,  że  nigdy  nie  opublikuje
niczego  „obliczonego  na  osłabienie  siły  (III)  Rzeszy  za
granicą lub w kraju”. AP kontynuuje ten trend nawet do 2021 r.
wraz  z  Czwartą  Rzeszą,  którą  kierują  skrajni  lewicowcy  i
ekstremiści LGBTQ.

„To  prawo  wymagało  od  AP  zatrudniania  reporterów,  którzy
również  pracowali  dla  oddziału  propagandowego  partii
nazistowskiej”,  pisze  Philip  Oltermann,  dziennikarz  The

https://www.theguardian.com/world/2016/mar/30/associated-press-cooperation-nazis-revealed-germany-harriet-scharnberg
https://www.theguardian.com/world/2016/mar/30/associated-press-cooperation-nazis-revealed-germany-harriet-scharnberg


Guardian z Berlina.

„Jeden z czterech fotografów zatrudnionych przez Associated
Press  w  latach  trzydziestych  XX  wieku,  Franz  Roth,  był
członkiem dywizji propagandowej paramilitarnej jednostki SS,
której zdjęcia osobiście wybrał Hitler. AP usunęła zdjęcia
Rotha ze swojej strony internetowej od czasu, gdy (historyk
Harriet)  Scharnberg  opublikowała  swoje  odkrycia,  chociaż
miniatury  są  nadal  widoczne  ze  względu  na  'problemy  z
oprogramowaniem’”.

AP  rutynowo  zezwalała  także  reżimowi  nazistowskiemu  na
wykorzystanie  swoich  archiwów  fotograficznych  w  celu
publikowania  „zjadliwie  antysemickiej  literatury
propagandowej”.  Niektóre  z  tych  fotografii  miały  na  celu
przedstawienie  żydowskich  Amerykanów  jako  dekadenckich,  aby
postawić przeciwko nim amerykańską opinię publiczną.

„Zamiast drukować zdjęcia całodniowych pogromów we Lwowie z
tysiącami  żydowskich  ofiar,  amerykańska  prasa  otrzymała
jedynie zdjęcia przedstawiające ofiary radzieckiej policji i
„brutalnych”  zbrodniarzy  wojennych  Armii  Czerwonej”  –
powiedział  Scharnberg  dla  The  Guardian.

To z pewnością wiele mówi o tym, dlaczego AP nadal działa tak,
jak działa dzisiaj, czy nie zgodziłbyś się?
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Chińska  telewizja  straciła
licencję w Wielkiej Brytanii

Brytyjski  urząd  nadzoru  mediów  Ofcom  odebrał  w  czwartek
licencję chińskiej telewizji CGTN, uznając ją za sterowaną
przez komunistyczne władze Chińskiej Republiki Ludowej (ChRL).

Ofcom przeprowadził dochodzenie w sprawie Chińskiej Globalnej
Sieci  Telewizyjnej  (ang.  China  Global  Television  Network,
CGTN), zagranicznego ramienia państwowej chińskiej telewizji
CCTV  (China  Central  Television,  pol.  Centralna  Telewizja
Chińska).  Urząd  doszedł  do  wniosku,  że  znajduje  się  ona
pod kontrolą Komunistycznej Partii Chin (KPCh) i odebrał jej
licencję  na  nadawanie  w  Wielkiej  Brytanii.  Decyzję  podjął
[PDF] po stwierdzeniu, że licencja była niezgodna z prawem,
ponieważ właściciel licencji CGTN w Wielkiej Brytanii, firma
Star China Media Limited (SCML), był dystrybutorem usługi CGTN
w Wielkiej Brytanii, a nie „dostawcą” usługi.

„Korespondencja  od  CGTN  przedłożona  w  trakcie  naszego
dochodzenia  wyraźnie  pokazuje,  że  CGTNC  (China  Global
Television Network Corp. – przyp. redakcji) jest kontrolowane
przez  CCTV,  która  jest  jedynym  udziałowcem  CGTNC”
–  oświadczył  Ofcom.

„Biorąc pod uwagę, że CGTNC jest kontrolowane przez CCTV –
która  jako  część  China  Media  Group  jest  kontrolowana
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przez Komunistyczną Partię Chin i z tego powodu wykluczona
z możliwości posiadania licencji na nadawanie zgodnie z prawem
nadawania  [programów  telewizyjnych]  Wielkiej  Brytanii  –
uznajemy, że CGTNC będzie wykluczone z możliwości posiadania
licencji”.

„Po uważnym namyśle, uwzględniając wszystkie fakty oraz prawo
do wolności i ekspresji zarówno nadawcy, jak i odbiorców,
zdecydowaliśmy, że właściwe jest odwołanie licencji nadawania
dla CGTN w Wielkiej Brytanii” – stwierdził brytyjski urząd
regulacji mediów.

Chińska  Globalna  Sieć  Telewizyjna  wielokrotnie  już  była
przedmiotem dochodzeń prowadzonych przez Ofcom i grożą jej
dalsze  sankcje  za  naruszanie  reguł  nadawania  programów
telewizyjnych.

W artykule wykorzystano relacje PAP i Alexandra Zhanga.
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Robiłem zdjęcia. Tłum daleko już uciekł. Za mną 10 metrów,
albo  więcej  nie  było  już  ludzi  –  relacjonował  w  czwartek
zraniony  przez  policjantów  podczas  Marszu  Niepodległości
fotoreporter  „Tygodnika  Solidarność”  Tomasz  Gutry.  Pytany
o to, jak w takim razie doszło do tej sytuacji, powiedział:
„No strzelił do mnie”.

Portal tysol.pl poinformował w środę po Marszu Niepodległości,
że fotoreporter „Tygodnika Solidarność” Tomasz Gutry „został
postrzelony” podczas marszu. „Według relacji Tomasza Gutrego
[…] miał do niego strzelić z kilku metrów policjant. Gumowy
pocisk utkwił w twarzy […] fotoreportera” – napisał portal.

Poszkodowany trafił do szpitala. Pytany w czwartek na antenie
Polsat News o tę sytuację i o to, jak się czuje, powiedział,
że „w miarę dobrze”. „Jestem po operacji, która zakończyła się
po godz. 23, a o godz. 2 w nocy przyszła policja i zabrała ten
nabój,  który  był  wbity  w  policzek”  –  mówił  Gutry.  Dodał,
że prawdopodobnie pozostanie w szpitalu do piątku.
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Starcia z policją podczas Marszu Niepodległości na rondzie de
Gaulle’a w Warszawie, 11.11.2020 r. (Wojciech Olkuśnik / PAP)
Według  jego  relacji,  gdy  został  zraniony,  robił  zdjęcia
w rejonie Ronda de Gaulle’a. „Ja byłem w odległości około 10
metrów. Stałem i robiłem kilka zdjęć, więc powinni zauważyć” –
wyjaśniał fotoreporter.

Pytany,  czy  słyszał  jakieś  policyjne  wezwanie,  by  opuścić
to  miejsce,  odpowiedział,  że  „nic  nie  słyszał”.  „Leciały
petardy  […].  Tłum  szedł  do  przodu.  Później  wyskoczyli
od Nowego Światu policjanci. Tłum uciekł. Ja jeszcze zrobiłem
parę  zdjęć  policjantów  z  różnych  stron.  Tłum  daleko  już
uciekł. Za mną 10 albo więcej metrów już nie było ludzi” –
relacjonował w Polsat News Gutry.

Dopytywany, jak więc doszło do tej sytuacji, stwierdził: „no
strzelił do mnie”. Zapytany z kolei, czy miał jakieś emblematy
albo  mówił  funkcjonariuszom,  że  jest  fotoreporterem,
wytłumaczył,  że  panował  duży  hałas,  a  on  miał  aparat
fotograficzny,  dużego  Nikona  na  szyi.



Rondo de Gaulle’a w Warszawie podczas Marszu Niepodległości,
11.11.2020 r.
(Wojciech Olkuśnik / PAP)
Tomasz Gutry był także pytany, czy policjanci rozmawiali z nim
po całym zdarzeniu. „Jeszcze nie rozmawiali, bo jak przyjdą
do szpitala do ich wyrzucę […]. Oni w ogóle nie zareagowali.
Jakaś dziewczyna zaprowadziła mnie do pogotowia, a pogotowie
zawiozło mnie do szpitala na Szaserów” – powiedział Gutry.

Dodał też, że oczekuje przeprosin od policji. „Wszyscy żądają,
żebym  wystąpił  o  odszkodowanie.  Zrobię  to”  –  zapowiedział
Gutry.

„Bardzo  często  tam,  gdzie  są  używane  środki  przymusu
bezpośredniego  pojawiają  się  takie  sytuacje,  między  linią
policjantów, a osób protestujących pojawiają się dziennikarze,
fotoreporterzy  […],  ale  niestety  mogą  się  zdarzyć  takie
sytuacje, że część osób może odnieść obrażenia” – powiedział
z  kolei  podczas  konferencji  prasowej  rzecznik  Komendy
stołecznej  Policji  nadkom.  Sylwester  Marczak,  odnosząc  się
do tej sprawy.



Uczestnicy  Marszu  Niepodległości  idą  mostem  Poniatowskiego
w  Warszawie,  11.11.2020  r.  Tegoroczny  Marsz  Niepodległości
odbywał  się  pod  hasłem  „Nasza  cywilizacja,  nasze  zasady”.
Ze względu na sytuację epidemiczną manifestacja miała odbywać
się w formie „rajdu”, ale uczestniczyli w niej także piesi
(Wojciech Olkuśnik / PAP)
Wyraził  też  współczucie  dla  poszkodowanego  reportera.
„Szczególnie przykro jest nam z powodu wczorajszego wydarzenia
związanego  z  jednym  fotoreporterów,  który  doznał  obrażeń,
dlatego  od  wczoraj  ta  sprawa  jest  wyjaśniana  z  polecenia
komendanta stołecznego policji” – powiedział.

Zapewnił,  że  od  środy  wydział  kontroli  policji  prowadzi
działania  mające  wyjaśnić  przyczyny  zdarzenia.  „Wyjaśnimy
wątpliwości, które pojawiły się wczoraj w przypadku działań
policjantów.  Ale  jeszcze  raz  podkreślam  jedno,  policjanci
działają na linii frontu” – oznajmił.

W Warszawie w środę odbył się Marsz Niepodległości. W tym roku
– ze względu na sytuację epidemiczną – miał się on odbyć
w formie „rajdu samochodowego”, jednak wiele osób zdecydowało



się  przejść  pieszo  przez  stolicę.  Doszło  do  zamieszek
na  niektórych  skrzyżowaniach  i  błoniach  wokół  Stadionu
Narodowego.

Autor: Aleksandra Kuźniar

Dane 2,4 mln osób z całego
świata,  w  tym  Polaków,
zgromadziła  chińska  firma
lojalna  wobec  Komunistycznej
Partii Chin

W  połowie  września  2020  roku  wyciekły  informacje  o  tym,
że chińska firma Shenzhen Zhenhua Data Technology, powiązana
z  tajnym  oddziałem  wojskowym  i  wywiadowczym  Pekinu,
zgromadziła gigantyczną bazę danych z plikami dotyczącymi 2,4
mln ludzi z całego świata, w tym dane wpływowych osób i ich
rodzin. W ostatnich dniach pojawiły się doniesienia, że ChRL
zebrała również dane Polaków.

„Kolekcja” danych z całego globu w komunistycznych
rękach
Zhenhua Data Technology, która jest powiązana z Armią Ludowo-
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Wyzwoleńczą,  Ministerstwem  Bezpieczeństwa  Państwa
oraz  Komunistyczną  Partią  Chin  (KPCh),  zgromadziła  bazę
skompilowaną głównie z tzw. materiałów open source, takich
jak posty w mediach społecznościowych i dane online.

Baza  danych  okazała  się  uszkodzona.  Australijska  firma
Internet  2.0,  która  zajmuje  się  cyberbezpieczeństwem,
odzyskała ponad 10 proc. danych, które były w niej zawarte.
Firma ujawniła, że pośród zrekonstruowanych plików znalazły
się dane około 52 tys. Amerykanów, 35 tys. Australijczyków, 9
tys. 700 Brytyjczyków i 5 tys. Kanadyjczyków.

W ostatnim tygodniu października „Gazeta Polska” poinformowała
w artykule, że otrzymała od Internet 2.0 fragment bazy danych
z  nazwiskami  Polaków.  „To  spis  ponad  3  tys.  rekordów
zawierających  imiona  i  nazwiska  (część  się  powtarza).
Nie wiadomo jednak, z jakiego powodu chiński wywiad wojskowy
zlecił Zhenhua zbieranie informacji o tych osobach. Pewne jest
jednak, że służba ta ma bardzo dobrą orientację w polskim
świecie politycznym. Na liście znajdują się nie tylko byli lub
obecni  wysocy  rangą  urzędnicy  państwowi,  lecz  także  ich
rodziny – małżonkowie, dzieci, rodzice i rodzeństwo” – podaje
gazeta.

Internet 2.0 odtworzył zaledwie 10 proc. całej bazy, wydaje
się więc, że w tym momencie nie można stwierdzić, czy wśród
odzyskanych  rekordów  znalazły  się  wszystkie  dane  Polaków,
które zostały zgromadzone w bazie.

Na kogo „poluje” KPCh na całym świecie?
Zgodnie  z  raportami  globalnego  konsorcjum  medialnego  baza
danych obejmuje osoby z różnych sektorów – polityki, biznesu,
prawa,  środowiska  akademickiego  i  obronności  –
oraz  zawiera  szczegółowe  dane,  takie  jak  daty  urodzenia,
adresy, stan cywilny i upodobania polityczne.

Znajdują się tam dane dotyczące zarówno zwykłych biznesmenów,
jak  i  wysokiej  rangi  osobistości,  takich  jak  oficerowie
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marynarki  wojennej  Stanów  Zjednoczonych,  obserwatorzy  Chin
w  Waszyngtonie,  osoby  ze  środowiska  naukowego,  członkowie
brytyjskiej  rodziny  królewskiej  oraz  liderzy
przedsiębiorczości.

Ta baza danych, nazywana Overseas Key Information Database
(OKIDB),  pozwala  na  dostęp  do  zagranicznych  danych
politycznych,  wojskowych  i  biznesowych.  Zawiera  szczegółowe
informacje na temat infrastruktury państw, przemieszczania się
zasobów wojskowych, a także analizy opinii publicznej.

Mimo że obecnie nie ma dowodów na to, że reżimowe władze
wykorzystują  oprogramowanie  OKIDB,
to  jak  podkreśla  „Washington  Post”,  z  dokumentów
marketingowych  i  rekrutacyjnych  Zhenhua  można  wnioskować,
że  jest  to  „firma  patriotyczna”,  której  głównym  klientem
docelowym jest wojsko.

„The  Globe  and  Mail”  po  analizie  danych  dotyczących
Kanadyjczyków  napisał,  że  twórcy  bazy  przypisali  osobom
z listy „ocenę” w skali od 1 do 3 .

„Wydaje  się,  że  ci,  którym  przypisano  1,  to  osoby
o bezpośrednim wpływie, takie jak burmistrzowie, posłowie lub
wyżsi urzędnicy państwowi, podczas gdy ci, którym przypisano
2, byli często krewnymi osób u władzy […]” – podaje gazeta.
Z kolei ci, których oznaczono numerem 3, to najczęściej osoby
skazane,  przeważnie  za  przestępstwa  gospodarcze  –  napisał
dziennik.

Tajemnicza baza ujrzała światło dzienne
Baza  danych  została  ujawniona  przez  źródło  w  Chinach,
a informację przekazano profesorowi Christopherowi Baldingowi.
To  amerykański  naukowiec,  który  do  2018  roku  pracował
na  Uniwersytecie  w  Pekinie,  skąd  udało  mu  się  wyjechać
ze względów bezpieczeństwa. To dzięki niemu sprawą zajęła się
firma Internet 2.0.
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14  września  Balding  opublikował  na  swojej
stronie  oświadczenie,  w  którym  napisał,  że  zajmował  się
badaniami doniesień dotyczących Huawei. Trwało to do momentu,
zanim w jego badaniach nie nastąpił nagły zwrot. Natknął się
na „coś, co dla badaczy Chin jest czymś podobnym do odkrycia
Świętego  Graala”  –  otrzymał  informację  o  istnieniu
tej  potężnej  bazy  danych.

Przekazał  ją  konsorcjum  mediów  w  Australii,  Stanach
Zjednoczonych,  Kanadzie,  Wielkiej  Brytanii,  Włoszech
i  Niemczech.

Balding  uważa,  że  dane  potwierdzają  utrzymywane  od  dawna
podejrzenia, dotyczące działalności KPCh w zakresie nadzoru
i  monitorowania.  „To,  czego  nie  można  lekceważyć,
to  rozległość  i  szczegółowość  nadzoru  [prowadzonego  przez]
chińskie  państwo  oraz  jego  zasięg  na  całym  świecie”  –
podkreśla.

Jak  zauważa:  „Świat  jest  dopiero  na  początkowych  etapach
zrozumienia,  ile  Chiny  inwestują  w  wywiad  i  jak  wpływają
na operacje, korzystając z surowych danych, musimy zrozumieć
ich cele”.

We  wcześniejszym  wpisie  naukowiec  zwraca  uwagę,  że  KPCh
stanowi „bezprecedensowe wyzwanie dla otwartych, kochających
wolność  państw  prawa  na  całym  świecie”.  Reżim  „buduje
opresyjne  państwo  z  nadzorem  technologicznym,  które  daje
partii  komunistycznej  potężne  środki  do  kontroli  obywateli
w kraju” – wyjaśnia.

„Mamy teraz dowody na to, jak chińskie firmy współpracują
z agencjami państwowymi w celu monitorowania osób i instytucji
na całym świecie” – ocenia Balding.

Reakcja Zhenhua nie zdziwiła ekspertów
Poproszona  przez  „The  Guardian”  o  komentarz  firma  Zhenhua
zaprzeczyła istnieniu takiej bazy danych, podając, że wszelkie
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zebrane informacje są danymi ogólnodostępnymi w internecie.
Przedstawicielka  firmy  stwierdziła,  że  nie  zbierają  danych
i jest to tylko „integracja danych”. Zaznaczyła, że model
biznesowy i partnerzy stanowią tajemnicę handlową firmy.

Zanegowała  również  doniesienia,  że  Zhenhua  ma  jakiekolwiek
powiązania z chińskimi władzami lub wojskiem, dodając, że ich
klientami są organizacje badawcze i grupy biznesowe.

W rozmowie z anglojęzyczną edycją „The Epoch Times” eksperci
przyznali, że nie byli zaskoczeni takim stanowiskiem chińskiej
firmy.

Według  Michaela  Shoebridge’a,  dyrektora  programu  obrony,
strategii i bezpieczeństwa narodowego w think tanku Australian
Strategic Policy Institute (ASPI), stwierdzenie Zhenhua „nie
może być przyjmowane za dobrą monetę”, wziąwszy pod uwagę,
że  tamtejsze  prawo  zobowiązuje  firmy  do  pomocy  chińskim
agencjom bezpieczeństwa i wywiadu. Dodaje, że firmy oczywiście
muszą publicznie temu zaprzeczać.

W ocenie Caseya Fleminga, dyrektora generalnego firmy BLACKOPS
Partners,  zajmującej  się  strategią  wywiadowczą
i  bezpieczeństwa,  zgromadzone  w  bazie  informacje  są
wykorzystywane do wspierania operacji „nieograniczonej wojny
hybrydowej” chińskiego reżimu. Obejmuje to szpiegostwo, tajne
zagraniczne  kampanie  wpływów  oraz  kradzież  zagranicznych
innowacji i technologii wojskowej.

Termin nieograniczona wojna hybrydowa nawiązuje do powstałej
w  latach  90.  ubiegłego  wieku  strategii,  którą  stworzyli
i opisali dwaj chińscy pułkownicy sił powietrznych Qiao Liang
i Wang Xiangsui w książce „Unrestricted Warfare”. Wydała ją
Armia  Ludowo-Wyzwoleńcza,  siły  zbrojne  KPCh.
Autorzy  korzystali  z  oryginalnych  dokumentów  wojskowych.
Strategia  ta  opowiada  się  za  zastosowaniem  serii
niekonwencjonalnych  taktyk,  stworzonych  po  to,  by  osiągnąć
cele wojny jednak bez angażowania się w rzeczywistą walkę.
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Jak  zauważa  Fleming,  ostatecznym  celem  tej  strategii  jest
„zniszczenie  demokracji  po  to,  by  chiński  komunizm  mógł
globalnie przejąć nadzór”.

Dyrektorem naczelnym Zhenhua jest Wang Xuefeng, były inżynier
IBM.  Jak  podaje  australijski  nadawca  ABC,  wcześniej
w  chińskich  mediach  społecznościowych  zamieścił  wpis
o prowadzeniu „wojny hybrydowej” poprzez manipulowanie opinią
publiczną i „wojnę psychologiczną”.

Zdaniem  Nicholasa  Eftimiadesa,  byłego  wysokiego
funkcjonariusza  sił  wywiadowczych  USA  i  autora  książki
„Chinese  Intelligence  Operations”  (pol.  „Chińskie  operacje
wywiadowcze”),  baza  danych  pomogłaby  chińskiemu  wywiadowi
w namierzeniu tych, którzy nadawaliby się do rekrutacji lub
szantażu.  Chodzi  o  osoby  ze  „słabościami”,  które  można
wykorzystać, np. „zapotrzebowanie na pieniądze [lub] sympatie
polityczne przeciwne administracji”. Reżim mógłby wyszukiwać
w  mediach  społecznościowych  posty,  które  sugerują
niezadowolenie  z  rządu  lub  trudności  finansowe.

W analogiczny sposób działa to w przypadku operacji wywierania
wpływu.  Wyszukiwani  są  ludzie  publikujący  opinie,  które
popierają politykę reżimu. Kolejnym krokiem jest wspieranie
takiej osoby, jej organizacji, a tym samym wzmacnianie jej
poglądów.

Michael Shoebridge zwraca uwagę, że w bazie Zhenhua znajdują
się  także  dane  dzieci  wpływowych  ludzi,  m.in.  polityków
i  dyrektorów  biznesowych.  „To  dość  niepokojący  potencjał
wykorzystania  takich  danych”  –  zaznacza  ekspert.  Umożliwia
bowiem wywieranie nacisku na te osoby, wykorzystując słabości
ich potomstwa.

Ponadto część tych dzieci może w dorosłym życiu piastować
eksponowane  stanowiska.  Zatem  na  skutek  analizowania  ich
profili  już  od  dzieciństwa  „możliwość  wykorzystywania  tych
osób  i  wpływania  na  nie  jest  znacznie  większa,  ponieważ



z biegiem czasu zyskujesz o wiele bardziej wszechstronne ich
zrozumienie” – wskazuje Shoebridge.

Kropla w morzu… chińskich baz danych
Eksperci zaznaczają, że gromadzenie danych przez chiński reżim
komunistyczny odbywa się na masową skalę, znacznie większą,
niż  jesteśmy  w  stanie  sobie  wyobrazić,  a  wyciek  danych
z Zhenhua, to jedynie przysłowiowa kropla w morzu tego, co tam
się dzieje.

Shoebridge  porównał  bazę  danych  do  pojedynczej  plastikowej
piłeczki w ogromnym basenie. Jak twierdzi, ten zbiór danych
byłby łączony z danymi, które zebrały inne chińskie podmioty
w  celu  ich  wykorzystania  do  różnych  operacji,  mających
wesprzeć interesy reżimu.

„To interakcja firm posiadających takie dane z innymi firmami
i danymi rządowymi daje władzę” – skomentował ekspert.

Michael  Shoebridge  tłumaczy,  że  strategia  ta  znajduje
odzwierciedlenie  w  doktrynie  reżimu  o  „fuzji  cywilno-
wojskowej”.  Dzięki  niej  władze  wykorzystują  innowacje
prywatnych przedsiębiorstw do napędzania rozwoju wojskowego.

W październiku 2019 roku Australian Strategic Policy Institute
opublikował  raport  „Engineering  global  consent”,  napisany
przez Samanthę Hoffman. Stwierdzono w nim, że reżim tworzy
„masowy  i  globalny  ekosystem  gromadzenia  danych”,
wykorzystując  możliwości  przedsiębiorstw  państwowych
i  prywatnych  chińskich  firm  technologicznych.

Wymienia się w nim Global Tone Communication Technology Co.,
spółkę  zależną  chińskiego  przedsiębiorstwa  państwowego,
nadzorowanego przez centralny wydział propagandy KPCh.

W  wywiadzie  udzielonym  pod  koniec  zeszłego  roku  polskiej
edycji  „The  Epoch  Times”  gen.  Robert  Spalding  powiedział,
że  Global  ToneCommunication,  to  firma  prowadząca  usługi
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tłumaczeniowe, która „w rzeczywistości przy użyciu sztucznej
inteligencji  gromadzi  wielki  zbiór  danych”.  Jak  dodał:
„Czasami ma tę funkcję wbudowaną na podobnych zasadach co
produkty Huawei, jako most telekomunikacyjny, lub może bazować
na oprogramowaniu opartym na tzw. chmurze”.

Poza gromadzeniem ogromnych baz danych z całego świata w ponad
65  językach,  które  przetwarza  na  użytek  Pekinu  do  celów
wywiadowczych, bezpieczeństwa i propagandy, firma koncentruje
się  na  technologiach  sztucznej  inteligencji,  takich  jak
rozpoznawanie twarzy.

W opinii Nicholasa Eftimiadesa chińskich firm zaangażowanych
w  gromadzenie  dużych  ilości  danych  na  potrzeby  reżimu  są
prawdopodobnie  dziesiątki,  jeśli  nie  setki.  Nie  wliczając
w  to  działań  prowadzonych  przez  chińskie  agencje
bezpieczeństwa,  które  za  pośrednictwem  zaawansowanego
technologicznie  aparatu  nadzoru  tego  kraju  zbierają  dane
na temat wszystkich obywateli, a więc 1,4 mld ludzi.

Eftimiades twierdzi, że dane dziesiątek milionów Amerykanów
zostały  wykradzione  przez  chińskich  hakerów.  Zostały  one
wprowadzone do baz w Chinach i służą do doskonalenia narzędzi
sztucznej inteligencji. Wśród ataków wyliczyć można włamanie
do amerykańskiego Urzędu Zarządzania Personelem (ang. Office
of Personnel Management, OPM) w 2014 roku, federalnej agencji
ds.  personelu,  naruszenie  obowiązku  sprawozdawczego  firmy
Equifax w 2017 roku, a także cyberatak na ubezpieczyciela
zdrowotnego Anthem w 2016 roku.

W lutym 2016 roku anglojęzyczna edycja „The Epoch Times”,
powołując  się  na  poufne  źródło  w  Chinach,  poinformowała,
że  chińskie  agencje  bezpieczeństwa  stworzyły  bazę  danych
wykorzystywaną  do  przetwarzania  skradzionych  danych
Amerykanów.  Zawiera  ona  także  poufne  dane  osobowe,
wyszczególnione  w  poświadczeniach  bezpieczeństwa  21  mln
obecnych  i  byłych  pracowników  federalnych,  pochodzące
z  włamania  do  Urzędu  Zarządzania  Personelem  (OPM)
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oraz osobiste dane prawie 80 mln obecnych i byłych klientów
i pracowników Anthem.

Ta baza danych funkcjonuje na potężnym oprogramowaniu zdolnym
do przyjmowania ogromnych ilości danych. Zgromadzone zasoby
analizuje  się  pod  kątem  relacji  między  różnymi  osobami
i zdarzeniami.

Wyciek danych z Zhenhua Data Technology jest dla wszystkich,
niezależnie od statusu społecznego, okazją do zastanowienia
się nad zamieszczanymi treściami w mediach społecznościowych.
Jak  widać,  mogą  one  nieoczekiwanie  stać  się  pożywką  dla
podmiotów  gromadzących  dane.  Mogą  zostać  wykorzystane
przeciwko  nam,  zwłaszcza  jeśli  trafią  do  państwa
totalitarnego,  jakim  są  Chiny.
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wolność prasy

Facebook i Twitter  podjęły niezwykłe kroki przeciwko New York
Post  z  powodu  artykułu  o  synu  byłego  wiceprezydenta  Joe
Bidena.

To  pierwszy  raz,  kiedy  firmy  z  mediów  społecznościowych
podjęły  bezpośrednie  działania  przeciwko  artykułowi  z
wiadomościami dużego amerykańskiego wydawcy ( New York Post
znajduje się w pierwszej piątce gazet pod względem nakładu).

Warto zauważyć, że działania Facebooka i Twittera wydają się
arbitralne, bez konsekwencji i bez uzasadnionego powodu.

Pracownik  komunikacji  Facebooka,  Andy  Stone,  powiedział
w oświadczeniu, że platforma „ogranicza dystrybucję” artykułu
Post, zwracając uwagę, że akcja miała miejsce, zanim artykuł
został zweryfikowany (jakkolwiek wątpliwe mogą być same osoby
weryfikujące  fakty).  Rodzi  to  pytania  o  podstawy  działań
Facebooka  zmierzających  do  ograniczenia  zasięgu  –  i
skutecznego  cenzurowania  –  artykułu.

Twitter  poszedł  dalej  niż  Facebook,  dodając  etykiety
ostrzegawcze  do  tweetów  i  zabraniając  użytkownikom
publikowania linków do artykułu Post – zarówno publicznie, jak
i  w  wiadomościach  bezpośrednich  –  i  blokując  niektórych
użytkowników,  którzy  to  zrobili,  w  tym  New  York  Post  i
sekretarza prasowego Białego Domu Kayleigh McEnany.

Po  wymuszeniu  podania  przyczyny  cenzury,  Twitter  później
argumentował, że artykuł Post naruszył jego zasady dotyczące
„danych  osobowych  i  prywatnych”  oraz  „Hacked  Materials
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Policy”.

W  osobnym  oświadczeniu  Twitter  powiedział,  że  platforma
„zabrania korzystania z naszych usług w celu rozpowszechniania
treści uzyskanych bez zezwolenia”.

Czy to oznacza, że ​​w przyszłości wszystkie artykuły medialne
zawierające dokumenty, które wyciekły, zostaną zakazane przez
platformę?  I  czy  ten  standard  zostanie  równomiernie
zastosowany  do  wszystkich  organizacji  medialnych?

Według własnych standardów Twittera, niektóre z najbardziej
znaczących  artykułów,  jakie  kiedykolwiek  powstały  –  które
często  opierały  się  na  dokumentach,  które  wyciekły  –  nie
miałyby miejsca na jego platformie.

Zasady Twittera i Facebooka są tak niebezpiecznie niejasne, że
platformy mogą cenzurować treści według własnego uznania.

Nie jest tajemnicą, że wraz ze wzrostem rozmiarów i wpływów
obu firm w ostatnich latach, rośnie ich kontrola nad dyskursem
publicznym.

Mają do tego prawo jako wydawca. Ale zamiast tego Twitter i
Facebook stanowczo zaprzeczyły, że są wydawcami, i zamiast
tego twierdzą, że są otwartymi platformami, zapewniając im
ochronę  na  mocy  sekcji  230  Ustawy  o  przyzwoitości
komunikacyjnej.

Facebook i Twitter przekroczyły teraz tę linię publicznie i
rażąco, że podobnie jak media, które cenzurują, faktycznie
stały się wydawcami i powinny podlegać tym samym standardom
odpowiedzialności.
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The  New  York  Times  i
Washington  Post  mają
powiązania  finansowe  z
Chinami

Komunistyczna  Partia  Chin  (KPCh)  to  coś  więcej  niż  tylko
zadowolona z siebie, potulna obecność, magicznie zamknięta w
granicach  Chin.  KPCh  reprezentuje  bezwzględną  ideologię
ucisku, która stara się wpływać na rządy i instytucje na całym
świecie i manipulować nimi .

Oryginalne  wartości  Ameryki  –  jej  idea  surowego
indywidualizmu, możliwości ekonomicznych i wolności osobistej
są ZAGROŻENIEM dla reżimu komunistycznego, który kontroluje,
dyktuje i uciska ludzi. Dlatego KPCh jest tak nieugięta, jeśli
chodzi o finansowe i ideologiczne manipulowanie przywódcami
USA, środowiskiem akademickim, nauką  i mediami.

Destabilizacja  Ameryki  jest  dokonywana  najpierw  poprzez
manipulację  mediami.  To  właśnie  ta  manipulacja  umożliwiła
miesiące buntów w amerykańskich miastach, ponieważ przestępcza
działalność  gangów  Black  Lives  Matter  jest  chwalona  jako
pokojowy ruch na rzecz sprawiedliwości społecznej. Manipulacja
jest  tak  poważna,  że  ​​duża  amerykańska  partia  polityczna
(Demokraci)  porzuciła  rządy  prawa  w  wielu  amerykańskich
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miastach,  pozwalając  na  kontynuowanie  działalności
przestępczej  poprzez  wezwania  do  usunięcia  organów
ścigania! To nie przypadek, że prokomunistyczna grupa chińska
współpracuje z założycielami BLM .

Co więcej, korporacyjne media nadal papugują propagandę KPCh
by „kontrolowć wirusa” – wirusa, który został zmieniony i stał
się bardziej zaraźliwy w laboratorium w Chinach. To ukrywanie
przez Chiny tej broni biologicznej pogorszyło wybuchy infekcji
dróg  oddechowych  na  całym  świecie,  ale  korporacyjne  media
nadal  ukrywają  nikczemne  zaangażowanie  Chin  w  ofiary
śmiertelne i ich nadużywanie kontroli, które szkodziło jeszcze
większej liczbie istnień.

KPCh ma powiązania finansowe i znaczący wpływ na
media w USA
„Często  można  zobaczyć  przedstawicieli  amerykańskich  firm
powiązanych finansowo z Chinami, którzy naturalnie stają się
obrońcami  polityki  KPCh  i  szerzą  propagandę  KPCh”  –
powiedziała  Helen  Raleigh,  chińska  imigrantka,  która  jest
głównym  współpracownikiem  w  The  Federalist.  „Powiązanie
finansowe oznacza, że ​​Amerykanie będą znacznie mniej skłonni
do  kwestionowania  praw  człowieka  w  Chinach  lub
niedopuszczalnych żądań, takich jak transfer technologii”.

W  New  York  Times  meksykański  miliarder  Carlos  Slim  jest
właścicielem 17,4 procent konglomeratu medialnego, posiadając
jedną trzecią ich akcji klasy A, co pozwala mu dyktować jedną
trzecią zarządu firmy. Slim regularnie prowadzi interesy z
chińskimi  firmami  i  bezczelnie  obchodził  politykę  handlową
America  First  prezydenta  Trumpa.  Zrobił  to,  dołączając  do
swojej firmy Giant Motors z chińską firmą JAC Motors, aby
chytrze produkować samochody w Meksyku i sprzedawać je na
rynku  Ameryki  Łacińskiej.  Chiny  manipulują  NYT  za
pośrednictwem Slima, który również połączył siły z KPCh i
Huawei  Technologies,  korzystając  ze  swojej  firmy  America
Movil.  Współpracując  z  Huawei,  Slim  próbuje  podważyć
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amerykańskie  interesy  bezpieczeństwa,  omijając  amerykańskie
przepisy, które chronią Amerykanów przed inwazyjną siecią 5G
Huawei. The New York Times jest głównie kontrolowany przez
KPCh za pośrednictwem Slima. Chociaż nie kieruje bezpośrednio
spotkaniami redakcyjnymi, to on wypłąca pensje. Działania i
program redakcyjny NYT są zdane na łaskę lukratywnych umów
biznesowych Slima, które regularnie zawiera z chińskim rządem.

Washington  Post  szybko  stał  się  propagandowyą  szmatą
KPCh.  Kiedy  prezes  Amazon,  Jeff  Bezos,  kupił  WaPo  za  250
milionów dolarów w 2013 roku, gazeta szybko otrzymała nowy
biznesplan, który stawia interesy biznesowe Chin na pierwszym
miejscu.  Bezos  jest  kontrolowany  przez  KPCh,  ponieważ
większość  jego  transakcji  biznesowych  z  chińskim  rynkiem
biznesowym jest regulowana przez KPCh. Aby tanio wytwarzać
swoje  produkty  w  Chinach  przy  użyciu  niewolniczej  siły
roboczej,  Bezos  musi  promować  chińską  propagandę
w reklamach Washington Post. Sekcja „China Watch” w WaPo jest
bezpośrednio  związana  z  China  Daily,  państwową  organizacją
medialną kontrolowaną przez KPCh. Washington Post sprzedał się
KPCh, przyjmując ich pieniądze, aby KPCh mogła rozpowszechniać
ich propagandę w amerykańskich wiadomościach.

Ponieważ Bezos rozwija firmę Amazon w Chinach, może zarabiać w
Chinach  tylko  wtedy,  gdy  dostarcza  wiadomości  propagandowe
KPCh.  Poparł  nawet  traktat  zezwalający  Big  Tech  na
rozszerzenie ich interesów z Chinami. Pozwala to amerykańskim
firmom  technologicznym  na  większe  inwestycje  w  chińską
gospodarkę,  ponieważ  media  społecznościowe  uczą  się  drogi
KPCh, która obejmuje kontrolowanie i cenzurowanie treści w
celu promowania oficjalnych narracji, które służą szczególnym
interesom i poszerzają kontrolę rządu.
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W USA od niedzieli dostęp do
chińskich aplikacji TikTok i
WeChat będzie zablokowany

Dostęp do aplikacji TikTok i WeChat, należących do chińskich
firm ByteDance i Tencent, od niedzieli o północy zostanie
zablokowany w Stanach Zjednoczonych. Administracja prezydenta
Donalda Trumpa powołuje się na obawy dotyczące bezpieczeństwa
narodowego.

Zgodnie z nowymi zasadami określonymi przez Departament Handlu
USA  sklepy  z  aplikacjami  będą  miały  zakaz  dystrybuowania
i obsługi TikToka i WeChata od niedzieli. Aktualni użytkownicy
TikToka  nadal  będą  mogli  korzystać  z  aplikacji  do  12
listopada, jednak od północy w niedzielę nie uzyskają dostępu
do aktualizacji.

WeChat  już  w  niedzielę  zostanie  całkowicie  zablokowany
w Stanach Zjednoczonych.

„TikTok w podstawowej formie pozostanie niezmieniony do 12
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listopada” – powiedział w piątek dla Fox Business sekretarz
ds. handlu Wilbur Ross. „Jeśli do 12 listopada nie doszłoby
do  zawarcia  umowy  zgodnie  ze  starym  rozporządzeniem,
z  praktycznego  punktu  widzenia  TikTok  również  zostałby
wyłączony”  –  dodał,  odnosząc  się  do  rozporządzenia
wykonawczego  prezydenta  Trumpa,  nakazującego  ByteDance,
chińskiej firmie macierzystej, do której należy TikTok, zbycie
wszystkich jej amerykańskich aktywów do 12 listopada.

Jak podano w komunikacie Departamentu Handlu: „Komunistyczna
Partia  Chin  (KPCh)  zademonstrowała  możliwości  i  motywy
używania  tych  aplikacji,  aby  zagrozić  bezpieczeństwu
narodowemu,  polityce  zagranicznej  i  gospodarce  Stanów
Zjednoczonych. Dzisiejsze ogłoszone zakazy, łącznie, chronią
użytkowników  w  USA,  eliminując  dostęp  do  tych  aplikacji
i znacznie zmniejszając ich funkcjonalność”.

Decyzja  Departamentu  Handlu  to  odpowiedź  na  rozporządzenia
wykonawcze prezydenta Donalda Trumpa, nakazujące zablokowanie
części operacji tych aplikacji, które uznał on za zagrożenie
dla  bezpieczeństwa  narodowego  USA.  Ma  to  związek
z gromadzeniem danych przez aplikacje należące do chińskich
firm ByteDance (TikTok) i Tencent (WeChat).

TikTok  to  aplikacja  umożliwiająca  dzielenie  się  krótkimi
filmami wideo, która zyskała wielką popularność wśród młodych
ludzi w USA i na świecie. W Stanach Zjednoczonych ma 100 mln
użytkowników.

WeChat to komunikator, sieć społecznościowa, a także system
mobilnych  płatności,  posiadający  ponad  miliard  użytkowników
w Chinach i innych krajach Azji. W USA korzysta z niego 19 mln
użytkowników.

Wśród  użytkowników  TikToka  są  również  politycy.  Prezydent
Francji Emmanuel Macron w krótkim filmie gratulował uczniom
szkół średnich matury. W Polsce pod koniec marca prezydent
Andrzej Duda rozpoczął korzystanie z TikToka od zaproszenia
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uczniów  do  wzięcia  udziału  w  turnieju  organizowanym
przez  Ministerstwo  Cyfryzacji,  jednak  później  zaprzestał
używania komunikatora. W sobotę prezes PiS Jarosław Kaczyński
na TikToku apelował o poparcie dla projektu ustawy dotyczącej
ochrony zwierząt, m.in. zakazu hodowli zwierząt futerkowych.

TikTok i WeChat a prawa człowieka
Istnieją jednak istotne różnice pomiędzy TikTokiem i WeChatem
a innymi aplikacjami społecznościowymi, z których korzystają
internauci  i  dzięki  którym  można  docierać  z  informacjami
do milionów ludzi.

TikTok, oprócz gromadzenia danych użytkowników w tak dużym
stopniu, że jeden z ekspertów nazwał komunikator „atrakcyjną
bazą danych” dla chińskiego reżimu komunistycznego, cenzuruje
publikowane  treści.  Konto  studenta,  który  po  przyjęciu
przez Hongkong ustawy o ochronie chińskiego hymnu w akcie
sprzeciwu udostępnił nagranie, w satyryczny sposób ukazujące
chińskich urzędników i niewłaściwe obchodzenie się z pandemią
przez KPCh, po niespełna dobie zostało usunięte.

Na  TikToku,  który  działa  według  wskazań  KPCh,  użytkownik
może  nie  znaleźć  treści  niezgodnych  z  polityką
władz  komunistycznych.  We  wrześniu  2019  roku  „The
Guardian”  informował,  że  TikTok  poinstruował  swoich
moderatorów,  by  cenzurowali  filmy  wideo,  które  wspominają
tematy  uważane  przez  chiński  reżim  za  tabu.  Do  tematów
niewygodnych  dla  KPCh  należą  masakra  na  placu  Tiananmen
i Falun Gong, praktyka duchowa składająca się z pięciu ćwiczeń
medytacyjnych, oparta na naukach moralnych skupionych wokół
zasad Prawdy, Życzliwości i Cierpliwości, która od 1999 roku
jest  brutalnie  prześladowana  w  Chinach.  Najpotworniejszym
przejawem represji trwających już dwie dekady jest grabież
organów od żywych ludzi usankcjonowana przez państwo.

Informacje o moderacji na TikToku zostały podane na podstawie
ujawnionych  dokumentów,  zawierających  szczegółowe  wytyczne
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na ten temat. TikTok przekazał wówczas w oświadczeniu, że te
zasady  zostały  zmienione  w  maju  2019  roku  i  nie  są  już
używane.

W  rozporządzeniu  wykonawczym  prezydenta  Donalda  Trumpa
dotyczącym  TikToka  wymieniono  również  cenzurę  treści
dotyczących protestów w Hongkongu i represji wobec Ujgurów
w  prowincji  Xinjiang.  Według  szacunków  ponad  milion
Ujgurów zostało umieszczonych w obozach koncentracyjnych, są
także zmuszani do pracy przymusowej.

Z  kolei  według  raportu  Citizen  Lab  przesyłanie  wiadomości
na  WeChacie  nie  tylko  naraża  użytkownika  na  cenzurę,
lecz  także  umożliwia  zaostrzanie  systemu  cenzury  wobec
użytkowników  w  Chinach,  ponieważ  reżim  w  ten
sposób dopracowuje algorytm wychwytujący treści w tym kraju
zakazane.

Jak  ostrzegają  eksperci,  każda  chińska  firma  znajduje
się  pod  kontrolą  reżimu  komunistycznego,  a  wszelkie  dane,
do  których  takie  przedsiębiorstwa  mają  dostęp,  pozostają
do dyspozycji KPCh.
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Po sobotnim marszu kobiet w
Mińsku  na  Białorusi
zatrzymanych ponad 40 osób

W  Mińsku  odbył  się  marsz,  organizowany  przez  opozycję  co
sobotę, w którym udział wzięły kobiety. Obrońcy praw człowieka
szacują liczbę zatrzymanych na ponad 40. Zatrzymania, często
z  użyciem  przemocy,  odbywały  się  głównie  na  pl.  Wolności
w centrum miasta.

Około godz. 18 czasu miejscowego (godz. 17 czasu polskiego)
marsz się zakończył. Jego uczestnicy rozeszli się, wołając:
„Dziękujemy wszystkim!” i „Do jutra!”.

Na  liście  zatrzymanych,  opublikowanej  przez  Centrum  Obrony
Praw Człowieka Wiasna, jest 46 nazwisk, w tym nazwiska dwóch
osób zatrzymanych w Salihorsku. Milicjanci w Mińsku zatrzymali
dwoje  dziennikarzy  telewizji  Biełsat:  Kaciarynę  Andrejewą
i  Maksa  Kalitouskiego.  Na  komisariacie  reporterom  zabrano
sprzęt.

Na pl. Wolności, który był miejscem zbiórki, milicja dość
szybko  rozpoczęła  zatrzymania,  po  ostrzeżeniach,
że zgromadzenie odbywa się bez zgody władz. Zatrzymywanych –
głównie  kobiety  –  zabierali  także  ludzie  bez  dystynkcji
wskazujących,  jakie  służby  reprezentują,  i  w  kominiarkach
zasłaniających  twarze.  Funkcjonariusze  działali  brutalnie.
Niektóre  kobiety  zostały  pobite  do  krwi,  gdy  próbowały
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ściągnąć napastnikom kominiarki – podało Radio Swaboda.

Zatrzymywani  byli  też  ludzie  postronni,  np.  kierowca
samochodu, który zatrzymał auto, by przepuścić kolumnę kobiet
na jednej z ulic. Krótko później kierowcę zabrali mężczyźni
w  nieoznakowanych  mundurach,  pozostawiając  jego  samochód
pośrodku ulicy.

Sobotnia demonstracja trwała ponad dwie godziny. Portal Tut.by
oszacował  liczbę  protestujących  –  wśród  których  przeważały
kobiety – na 10 tysięcy.

Tymczasem  w  godzinach  popołudniowych  prezydent  Alaksandr
Łukaszenka spotkał się z członkami Rady Bezpieczeństwa kraju,
reprezentującymi  struktury  siłowe.  Łukaszenka  zapowiedział,
że  wysłucha  raportu  MSW  o  sytuacji  wewnętrznej  i  relacji
Ministerstwa Obrony na temat sytuacji na granicy zachodniej.
Zaznaczył,  że  chodzi  o  propozycje  dalszych  działań  armii
białoruskiej zależnie od aktywności NATO w krajach sąsiednich:
w Polsce i na Litwie.

Łukaszenka przyznał, że jeśli NATO zakończyło ćwiczenia w tym
regionie,  to  Białoruś  musi  „zareagować  adekwatnie”.  „Nie
możemy tam trzymać sił zbrojnych bez konieczności przez długi
czas, tym bardziej że kosztuje to niemało” – wskazał.

Sobota  jest  35.  dniem  masowych  demonstracji  na  Białorusi,
których  uczestnicy  protestują  przeciwko  sfałszowanym  ich
zdaniem wynikom wyborów prezydenckich z 9 sierpnia, oficjalnie
wygranych przez Łukaszenkę.

Od początku protestów zatrzymanych zostało w całym kraju ponad
7,5 tys. osób. Ponad 800 zostało poszkodowanych. Cztery osoby
zginęły.
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Najwyższy  czas!  GOP
przedstawia  przepisy  w  celu
zreformowania  sekcji  230
Ustawy  o  komunikacji,  aby
zapanować nad cenzurą BigTech

Przez  prawie  cztery  lata,  w  trakcie  prezydentury  Donalda
Trumpa, lewicowa cenzura BigTech jego zwolenników, a także
ogólnie konserwatystów, dała się we znaki.

W rzeczywistości cenzura naprawdę się pogorszyła w tym roku ,
ponieważ  'bogowie  technologii’,  tacy  jak  Jack  Dorsey  z
Twittera  i  Mark  Zuckerberg  z  Facebooka,  instruują  swoich
sługusów, aby podwoili wysiłki w celu kontrolowania narracji,
ukrywania  uzasadnionych  i  faktycznych  informacji  przed
użytkownikami  oraz  ukrywania  prawdy  –  wszystko  po  to  by
promować punkty widzenia i opinie ludzi i ruchów, których
celem jest zniszczenie Ameryki.

Z  pewnymi  godnymi  uwagi  wyjątkami,  do  tej  pory  Partia
Republikańska w Kongresie praktycznie milczała na temat ataku
Bigtech  na  konserwatystów  i  podstawowych  zasad  Stanów
Zjednoczonych  (postanowienia  dotyczące  wolności  słowa  i
wypowiedzi zawarte w Pierwszej Poprawce).
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Ale wydaje się, że to się zmienia, chociaż jest już za późno,
aby  cokolwiek  zrobić  z  ingerencją  lewicowych  'bogów
technologicznych’  w  bieżący  cykl  wyborczy.

Newsbusters donosi: 

Kilku  czołowych  senatorów  republikańskich  zaprezentowało
przepisy mające na celu zwiększenie presji na BigTech. 

Senatorowie Roger Wicker (R-MS), Marsha Blackburn (R-TN) i
Lindsey  Graham  (R-SC)  przedstawili   8  września  Ustawę
o wolności w Internecie i różnorodności punktów widzenia .
Ustawa ma na celu zmianę sekcji 230 ustawy Communications
Decency Act (CDA) i zapewnić większą odpowiedzialność firmom
BigTech.

„Firmy BigTech przekroczyły swoje granice odpowiedzialności, a
dyskus  narodowy  teraz  cierpi  z  tego  powodu”  –  zauważył
Blackburn w tweecie ogłaszającym ustawodawstwo.

Big Tech companies have stretched their liability shield past
its limits, and the national discourse now suffers because of
it. @SenatorWicker @LindseyGrahamSC https://t.co/5mfURf4rhe

— Sen. Marsha Blackburn (@MarshaBlackburn) September 8, 2020

„Dzisiejszy  Internet  jest  innym  produktem  online  niż  ten,
który był dostępny w 1996 roku; dopracowane megaplatformy,
które  kojarzymy  z  badaniami  i  debatami  online,  wywierają
bezprecedensowy wpływ na to, jak Amerykanie odkrywają nowe
informacje  i  jakie  informacje  są  dostępne  do  odkrycia”–
dodała.

Ustawa  nadal  pozwala  dużym  platformom  technologicznym
cenzurować  treści  –  takie  jak  te  dotyczące  szczepionek,
z którymi się nie zgadzają, na przykład przeciwko masowym
szczepieniom – ale musieliby „obiektywnie rozsądne przekonać”,
że konieczne było usunięcie tych treści.
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Co więcej, zamiast zezwalać firmom na eliminowanie „budzących
zastrzeżenia”  materiałów,  ustawa  ogranicza  cenzurę  do
materiałów, które „promują samookaleczenia, promują terroryzm
lub  są  niezgodne  z  prawem”.  Określa  również,  w  jakich
okolicznościach  treść  może  zostać  ocenzurowana.

Nowe  przepisy  są  przedmiotem  zaciekłej,  pogłębiającej  się
debaty na temat sekcji 230, która obecnie zapewnia ochronę
firmom  technologicznym  cenzurującym  materiały.  W  zeszłym
miesiącu  Federalna  Komisja  Łączności  (FCC)  ogłosiła,  że  ​
publicznie  skomentuje  majowy  dekret  prezydenta  Trumpa  w
sprawie  „Zapobiegania  cenzurze  w  Internecie”.  W  następnym
miesiącu  Senatorowie.Marco  Rubio  (R-Fla.),  Josh  Hawley  (R-
Mo.), Kelly Loeffler (R-Ga.) I Kevin Cramer (RN.D.) wysłali
list do FCC z prośbą o agencji do „świeże spojrzenie” na
sekcję 230 i „zinterpretowanie niejasnego standardu „w dobrej
wierze” z określonymi wytycznymi i wskazówkami”.

„Zbyt długo platformy mediów społecznościowych ukrywały się za
zabezpieczeniami  z  sekcji  230,  aby  cenzurować  treści
odbiegające od ich przekonań” – ironicznie napisał Wicker na
Twitterze.

For  too  long,  social  media  platforms  have  hidden  behind
Section 230 protections to censor content that deviates from
their beliefs.

These practices should not receive special protections in our
society  where  freedom  of  speech  is  at  the  core  of  our
nation’s values. https://t.co/ZgZVa6ggyZ

— Senator Roger Wicker (@SenatorWicker) September 8, 2020

„Praktyki  te  nie  powinny  podlegać  szczególnej  ochronie  w
naszym  społeczeństwie,  gdzie  wolność  słowa  jest  podstawą
wartości naszego narodu”.

Niektórzy  twierdzą,  że  giganci  mediów  społecznościowych  to
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prywatne korporacje i dlatego mają prawo cenzurować dowolne
treści. Mówią, że rząd nie powinien mieć w tym żadnej roli.

Problem polega jednak na tym, że firmy zajmujące się mediami
społecznościowymi stały się tak potężne, że według ekspertów
mają  moc  wpływania  na  wyniki  wyborów.  Stały
się  tak  wszechobecne  w  naszym  społeczeństwie.

Jest więcej dobrych wiadomości. Prywatne firmy rzeczywiście
opracowują  alternatywy,  takie  jak  platforma
wideo Brighteon.com i podobna do Twittera Brighteon.Social.
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