
Korea  Południowa  blokuje
DeepSeek  na  komputerach
rządowych  z  powodu  obaw  o
szpiegostwo

Południowokoreańska Narodowa Służba Wywiadowcza (NIS) zaleciła
agencjom rządowym zablokowanie dostępu do DeepSeek, chińskiego
chatbota  sztucznej  inteligencji  (AI),  ze  względu  na  obawy
dotyczące  nadmiernego  gromadzenia  danych  i  potencjalnego
chińskiego szpiegostwa.

Posunięcie,  które  weszło  w  życie  w  tym  tygodniu,  jest
następstwem biuletynu bezpieczeństwa wydanego przez NIS, który
szczegółowo opisywał praktyki DeepSeek, w tym przechowywanie
danych  użytkowników  na  chińskich  serwerach  i  udzielanie
stronniczych odpowiedzi na wrażliwe pytania.

Decyzja o zablokowaniu DeepSeek pojawia się w czasie, gdy
Korea Południowa, wraz z innymi krajami, takimi jak Australia,
Tajwan  i  Włochy,  coraz  bardziej  obawia  się  zagrożeń
bezpieczeństwa  stwarzanych  przez  chińską  technologię.  NIS
ostrzegł, że praktyki DeepSeek w zakresie danych mogą ujawnić
poufne informacje rządowe chińskiemu rządowi, który ma prawo
dostępu do danych przechowywanych w jego granicach.
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Nadmierne  gromadzenie  danych  i
tendencyjne odpowiedzi
Według  NIS  metody  gromadzenia  danych  przez  DeepSeek  są
bardziej inwazyjne niż w przypadku innych usług AI. Agencja
stwierdziła, że DeepSeek „zawiera funkcję zbierania wzorców
wprowadzania  danych  z  klawiatury,  które  mogą  identyfikować
osoby i komunikować się z serwerami chińskich firm, takimi jak
volceapplog.com”.  Możliwości  te,  w  połączeniu  z  warunkami
korzystania  z  aplikacji,  które  pozwalają  na  przechowywanie
danych przez czas nieokreślony i nieograniczony dostęp do nich
przez  zewnętrznych  reklamodawców,  wzbudziły  poważne  obawy
dotyczące prywatności.

Jednym  z  najbardziej  niepokojących  aspektów  zachowania
DeepSeek  są  tendencyjne  odpowiedzi  na  pytania  dotyczące
wrażliwych  tematów.  Na  przykład  na  pytanie  o  pochodzenie
kimchi,  tradycyjnej  koreańskiej  potrawy,  DeepSeek  udzielił
różnych odpowiedzi w zależności od języka zapytania. W języku
koreańskim uznała kimchi za danie koreańskie, ale gdy zapytano
ją  po  chińsku,  twierdziła,  że  danie  pochodzi  z  Chin.  Ta
rozbieżność nie jest odosobniona; NIS zauważył również, że
odpowiedzi DeepSeek na pytania dotyczące Projektu Północno-
Wschodniego, chińskiej inicjatywy badawczej, która twierdzi,
że starożytne królestwa koreańskie są terytorium Chin, były
pod  silnym  wpływem  propagandy  Komunistycznej  Partii  Chin
(KPCh).

Globalne obawy i ograniczenia
Korea  Południowa  nie  jest  osamotniona  w  swoich  obawach.
Australia i Tajwan również zakazały DeepSeek na urządzeniach
rządowych,  powołując  się  na  zagrożenia  dla  bezpieczeństwa
narodowego.  Włoski  organ  nadzorujący  prywatność  nakazał
ogólnokrajową  blokadę  DeepSeek,  dając  firmie  20  dni  na
wyjaśnienie, w jaki sposób przestrzega europejskich przepisów



o ochronie danych. Stany Zjednoczone, w tym agencje takie jak
NASA i US Navy, również ograniczyły korzystanie z DeepSeek ze
względu na obawy dotyczące bezpieczeństwa i prywatności.

Działania  te  odzwierciedlają  rosnący  globalny  trend
ostrożności  wobec  chińskiej  technologii  sztucznej
inteligencji.  Stany  Zjednoczone  nałożyły  ścisłe  kontrole
eksportu zaawansowanych chipów i sprzętu do produkcji chipów
do  Chin,  mając  na  celu  ograniczenie  rozwoju  sztucznej
inteligencji. Jednak pojawienie się DeepSeek jako taniej i
wydajnej  alternatywy  dla  amerykańskich  modeli  sztucznej
inteligencji zachwiało zaufaniem inwestorów i wywołało pytania
o  przyszłość  globalnej  konkurencji  w  dziedzinie  sztucznej
inteligencji.

Decyzja o zablokowaniu DeepSeek na komputerach rządowych Korei
Południowej  podkreśla  zaangażowanie  tego  kraju  w  ochronę
danych swoich obywateli i bezpieczeństwa narodowego. W miarę
jak inne kraje idą w ich ślady, społeczność międzynarodowa
wysyła Chinom jasny komunikat: globalny krajobraz sztucznej
inteligencji nie zostanie zdominowany przez technologię, która
narusza prywatność i suwerenność. Rozwój DeepSeek nie tylko
wywołał  technologiczny  wyścig  zbrojeń,  ale  także  nasilił
napięcia geopolityczne między Wschodem a Zachodem.

Korea Południowa może wysłać
broń do Ukrainy po tym, jak
Korea Północna wysłała wojska
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na pomoc Rosji

Korea Południowa może wysłać broń do Ukrainy po wiadomościach
o rozmieszczeniu wojsk przez Koreę Północną w celu wsparcia
jej bliskiego sojusznika – Rosji.

Prezydent  Korei  Południowej  Yoon  Suk-yeol  powiedział
dziennikarzom w czwartek, 24 października, że Seul zareaguje
na rozmieszczenie przez Pjongjang wojsk w celu pomocy Moskwie
– w tym poprzez dostarczenie Kijowowi potrzebnej mu broni.
Powiedział, że Republika Korei (KRLD) nie będzie „siedzieć
bezczynnie”  w  obliczu  „prowokacji”  Koreańskiej  Republiki
Ludowo-Demokratycznej  (KRLD),  która  „zagraża  globalnemu
bezpieczeństwu poza Półwyspem Koreańskim i Europą”.

Yoon zadeklarował wsparcie dla dodatkowej sprzedaży broni z
Korei  Północnej  do  Polski,  w  tym  sprzedaży
południowokoreańskich  czołgów  bojowych  K2  o  wartości  7
miliardów  dolarów.  Według  NPR,  Seul  pomógł  Kijowowi,
dostarczając  broń  Stanom  Zjednoczonym  i  sąsiadom  Ukrainy.
Południowokoreański przywódca powiedział jednak, że polityka
ta może ulec zmianie.

„Mieliśmy  zasadę  nie  wspierania  bezpośrednio  śmiercionośnej
broni”  –  powiedział  Yoon  dziennikarzom  w  stolicy  Korei
Południowej. „Ale możemy być bardziej elastyczni i weryfikować
tę  politykę  w  zależności  od  działań  wojskowych  Korei
Północnej”.

Uwagi prezydenta Korei Południowej miały miejsce po spotkaniu
na szczycie z prezydentem Polski Andrzejem Dudą. Pojawiły się
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one również po tym, jak sekretarz obrony USA Lloyd Austin
stwierdził w środę, 23 października, że Waszyngton ma dowody
na to, że KRLD wysłała wojska do Rosji. Chociaż Austin nie
sprecyzował, co to za dowody, zauważył jednak, że wojska KRLD
walczące  po  stronie  Moskwy  byłyby  „bardzo,  bardzo  poważną
kwestią”.

Również w środę szef południowokoreańskiej Narodowej Służby
Wywiadowczej  (NIS)  powiedział  ustawodawcom,  że  Pjongjang
wysłał 3000 żołnierzy – w tym siły specjalne – do Rosji na
szkolenie.  KRLD  planuje  zwiększyć  tę  liczbę  do  10  000  do
grudnia.

Rosja  ostrzega  Koreę  Południową
przed przyłączeniem się do walki
Tydzień wcześniej NIS poinformował, że od sierpnia ubiegłego
roku  KRLD  wysłała  do  Rosji  ponad  13  000  kontenerów  z
artylerią, pociskami i inną bronią konwencjonalną. Tymczasem
prezydent Ukrainy Wołodymyr Zełenski ostrzegł na początku tego
miesiąca,  że  Korei  Północnej  „nie  chodzi  już  tylko  o
przekazywanie  broni”  –  ale  także  wojsk  do  pomocy  siłom
rosyjskim.

„Rozmieszczenie  wojsk  północnokoreańskich  może  zwiększyć
obawy, że wojna może się rozprzestrzenić i wpłynąć na napięcia
w Azji, od Półwyspu Koreańskiego po Cieśninę Tajwańską” –
zauważa NPR. Kilku komentatorów dorzuciło swoje dwa grosze w
tej sprawie.

Lee Ho-ryung, badacz z rządowego think tanku Korea Institute
for Defense Analyses z siedzibą w Seulu, powiedział, że wojska
Korei Północnej mogą zostać wysłane w celu osłabienia ofensywy
Ukrainy  w  rosyjskim  regionie  Kurska.  Według  niego,
prawdopodobnie  zostaną  oni  „najpierw  odpowiedzialni  za
bezpieczeństwo i tym podobne”.



„Ale  w  miarę  upływu  czasu  i  szkolenia  mogą  być  w  stanie
wspierać rosyjskie operacje” – kontynuował Lee. „Oczekuje się,
że w trakcie tego procesu będzie wiele ofiar”.

Tymczasem  emerytowany  kapitan  marynarki  wojennej  Korei
Północnej Yoon Sukjoon (nie spokrewniony z prezydentem Korei
Południowej), starszy pracownik naukowy Koreańskiego Instytutu
Strategii  Morskiej,  skomentował  obietnicę  Seulu  dotyczącą
uzbrojenia  Ukrainy.  Argumentował,  że  zobowiązanie
południowokoreańskiego przywódcy do uzbrojenia Ukrainy „jest
muzyką dla uszu Kijowa”. Co więcej, Ukraina wskazująca na
północnokoreańską interwencję wzmocni apele ukraińskiego rządu
o zachodnią pomoc wojskową.

„Korea Południowa mówiąc: 'Teraz staniemy po stronie USA i
sprzedamy Ukrainie broń ofensywną’ pomaga Ukrainie” – wyjaśnił
Yoon.  „Myślę,  że  ostatecznie  to  właśnie  Ukraina  chciała
uzyskać z ujawnienia Zelensky’ego”.

Ze swojej strony Rosja ostrzegła RKKA, by się nie angażowała.

„Należy  pomyśleć  o  konsekwencjach  dla  bezpieczeństwa  Korei
Południowej”  –  powiedziała  Maria  Zakharova,  rzeczniczka
rosyjskiego  Ministerstwa  Spraw  Zagranicznych.  „Federacja
Rosyjska  ostro  zareaguje  na  wszelkie  kroki,  które  mogą
stanowić  zagrożenie  dla  bezpieczeństwa  kraju  i  jego
obywateli”.

Wielu  przypuszcza,  że
cyberataki  nie  mogą  zabijać
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ludzi. To nieprawda

Cyberataków nie należy lekceważyć i traktować jako niewinnej
zabawy  młodych  ludzi.  To  poważne  przestępstwa,  które  mogą
prowadzić również do śmierci.

Grupa ekspertów ostrzega, że ​​Korea Północna mogłaby
wykorzystać techniki groźnych cyberataków.
Cyberprzestępcy mogą na przykład przejąć kontrolę nad
oczyszczalnią wody i zmienić mieszankę chemiczną, aby
była toksyczna…
…albo  przeniknąć  do  systemów  komputerowych  elektrowni
jądrowej, powodując poważne awarie.

Koreański dziennikarz Jung Min-ho pisze:

Jednym z najbardziej niedocenianych zagrożeń bezpieczeństwa
pochodzących z Korei Północnej są jej możliwości cyberataków.
Wielu przypuszcza, że ​​hakerzy nie mogą zabijać ludzi. Ale
mogą. 

Cyberprzestępcy mogą przejąć kontrolę nad oczyszczalnią wody i
zmienić  mieszankę  chemiczną,  aby  była  toksyczna,  lub  mogą
przeniknąć  do  systemów  komputerowych  elektrowni  jądrowej,
powodując poważne awarie. W ostatnich latach w wielu częściach
świata podejmowano próby takich cyberataków, niektóre z nich
zakończyły się pośrednio śmiercią lub obrażeniami.

Grupa  ekspertów  ostrzega,  że  ​​Korea  Północna  mogłaby
wykorzystać takie techniki, gdyby wybuchła wojna na Półwyspie
Koreańskim,  w  raporcie  RAND  Corporation  zatytułowanym
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“Charakterystyka  zagrożeń  związanych  z  północnokoreańską
bronią chemiczną i biologiczną, impulsem elektromagnetycznym i
zagrożeniami cybernetycznymi”.

Choi Kang, prezes Asan Institute for Policy Studies i jeden ze
współautorów wspólnego raportu napisanego z think tankiem RAND
Corporation, powiedział na konferencji prasowej w instytucie w
Seulu we wtorek.

Infrastruktura w Korei Południowej wydaje się być bardzo
podatna na cyberataki Północy. Widzieliśmy kilka przypadków w
systemach bankowych… Ale co z inną infrastrukturą, taką jak
zaopatrzenie  w  wodę  lub  elektryczność?  To  spowodowałoby
chaos.

Możliwe scenariusze
Jednym z możliwych scenariuszy może być wykolejenie pociągów
załadowanych śmiercionośnymi chemikaliami. Inne możliwe cele
obejmują  tamy,  szpitale,  lotniska  i  sieci  energetyczne,
których  wiele  systemów  komputerowych  zostało  już  wcześniej
przenikniętych przez Koreę Północną.

Raport mówi, że domniemane rozmieszczenie wirusa Stuxnet przez
Stany  Zjednoczone  i  Izrael  w  celu  uszkodzenia  irańskich
wirówek  do  wzbogacania  nuklearnego  oraz  rosyjski  program
złośliwego oprogramowania towarzyszący inwazji na Ukrainę w
tym  roku  mogą  służyć  jako  przykłady  do  naśladowania  i
rozwijania  przez  Koreę  Północną.

Źródło
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„Planned-Opolis”  Bidena
zniewoli Amerykę

Artykuł naukowy opublikowany w kwietniu tego roku przedstawia,
w jaki sposób inteligentne miasta i sztuczna inteligencja będą
wykorzystywane do „egzekwowania wytycznych, zasad i nakazów
rządowych w celu powstrzymania przyszłych epidemii”

W ramach prezydencji Bidena zrealizowane zostaną wieloletnie
plany globalistów dotyczące wprowadzenia „planowanych-Opolis”.

Niedawny  nagłówek  sugerował,  że  Biden  będzie  kontynuował
realizację planu inteligentnego miasta: „Administracja Bidena
może być dobra dla inteligentnych miast”:

„Ogólnie  rzecz  biorąc,  retoryka  kampanii  Bidena  miała
tendencję  do  sygnalizowania  dobrych  rzeczy  dla  miejskich
inicjatyw technologicznych. Prezydent elekt obiecał „zachęcać
do innowacji i uruchamiać inteligentniejsze miasta” – ze
szczególnym uwzględnieniem transportu”.

Chociaż  są  promowane  jako  futurystyczna  wizja  utopii,
inteligentne  miasta  na  całym  świecie  wykorzystywały
technologię  inteligentnych  miast  jako  „centra  dowodzenia  i
kontroli”  w  celu  egzekwowania  tyrańskich  blokad  COVID.  W
ramach Agendy ONZ 2030 świat zmierza do budowy tych miast.

W 2008 roku OTN poinformował o testowaniu inteligentnych miast
w Korei Południowej. Microsoft Billa Gatesa odegrał kluczową
rolę w opracowaniu technologii.
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Do testu wybrano Koreę Południową, ponieważ, jak mówią twórcy
miasta:  „Istnieje  historyczne  oczekiwanie  mniejszej
prywatności”.  New  York  Times  donosi:

„  Znaczna  część  tej  technologii  została  opracowana  w
laboratoriach badawczych w Stanach Zjednoczonych, ale istnieje
mniej  przeszkód  społecznych  i  prawnych  utrudniających  ich
wdrażanie w Korei” –  powiedział Townsend [dyrektor ds. Badań
w Institute for the Future w Palo Alto w Kalifornii], który
konsultował  na  własnym  planie  U-miasta  Seulu,  znanym  jako
Digital  Media  City.  „Istnieje  historyczne  oczekiwanie
mniejszej  prywatności.  Korea  jest  gotowa  odłożyć  trudne
pytania, aby przejąć inicjatywę i ustanowić standardy”.

Artykuł naukowy opublikowany w kwietniu tego roku przedstawia,
w jaki sposób inteligentne miasta i sztuczna inteligencja będą
wykorzystywane do „egzekwowania wytycznych, zasad i nakazów
rządowych  w  celu  powstrzymania  przyszłych  epidemii”.  W
artykule podsumowano, że „Proponowana architektura i aplikacje
wspomagane sztuczną inteligencją (…) mogą być wykorzystywane
do skutecznego i terminowego egzekwowania środków społecznego
dystansowania się oraz do optymalizacji wykorzystania zasobów
w sytuacjach krytycznych”.

Chiny budują miasta „odporne na COVID” „z myślą o przyszłych
blokadach”.

Indie  wykorzystały  swoje  inteligentne  miasto  Varanasi
do  egzekwowania  blokady  COVID:

„Aby uważnie obserwować przemieszczanie się ludzi podczas
blokady  i  obserwować  osoby  poddane  kwarantannie  w  domu
zakażone  COVID-19,  Varanasi,  okręg  wyborczy  premiera,
korzysta  z  telewizji  przemysłowej  i  technologii  systemu
informacji  geograficznej  (GIS),  do  której  ma  dostęp  za
pośrednictwem  zintegrowanego  dowództwa  i  centrum  kontroli
(ICCC) utworzone w ramach misji inteligentnego miasta”.
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Krótko mówiąc: „Permanentna inwigilacja”

Kolejnych 25 obywateli uznano
za  zmarłych  z  powodu
szczepionki przeciw grypie w
Korei

Rząd Korei Południowej oferuje obecnie bezpłatne szczepionki
przeciw grypie 19 milionom ludzi w całym kraju. Koreańskie
Stowarzyszenie Medyczne wywnioskowało, że szczepionka przeciw
grypie może potencjalnie zrównoważyć powikłania wywołane przez
COVID-19,  obiecując,  że  ludzie  będą  zdrowi  i  nie  będą
przebywać w szpitalu. Ta sama teoria (że szczepionka przeciw
grypie powstrzyma COVID-19) została rozpowszechniona przez New
York Times w marcu 2020 roku.

Teraz  szef  Koreańskiego  Stowarzyszenia  Medycznego  próbuje
powstrzymać  akcję  szczepień  przeciwko  grypie,  ponieważ
dwudziestu pięciu obywateli zostało uznanych za zmarłych po
przyjęciu szczepionki. Ofiary pochodziły ze wszystkich grup
wiekowych, wśród nich był 17-letni chłopiec i mężczyzna po
siedemdziesiątce.  Ponieważ  twórcy  szczepionek  cieszą  się
prawnym immunitetem, rytuał składania ofiar z ludzi będzie
kontynuowany, a wszelkie problemy zostaną zamiecione pod dywan
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i uznane za „konieczne” dla większego dobra.

Akcja szczepień powraca pomimo dwudziestu pięciu
zgonów i trzystu pięćdziesięciu ostrych powikłań
Ta sama akcja szczepień została wcześniej zawieszona na trzy
tygodnie,  po  tym,  jak  południowokoreańscy  urzędnicy  ds.
Zdrowia odkryli, że pięć milionów dawek było transportowanych
bez odpowiedniego chłodzenia. Ta ogromna ilość niewłaściwie
przechowywanych  szczepionek  stanowi  zagrożenie  dla
niezliczonych  obywateli.  Ostatecznie  kampania  szczepień
została wznowiona 13 października. W ciągu zaledwie jednego
tygodnia szczepionka pochłonęła życie dwóch tuzinów osób.

Choi  Dae-zip,  prezes  Koreańskiego  Stowarzyszenia  Medycznego
zażądał wstrzymania kampanii szczepień przeciwko grypie, ale
koreańskie władze zdrowotne (i inni ślepi wyznawcy „nauki” o
szczepionkach) próbują twierdzić, że zgony prawdopodobnie nie
były związane ze szczepionką. „Liczba zgonów wzrosła, ale nasz
zespół  widzi  niewielkie  prawdopodobieństwo,  że  zgony  były
wynikiem szczepionki” – powiedział Jeong Eun-kyeong, dyrektor
Koreańskiej Agencji Kontroli i Zapobiegania Chorobom.

Minister zdrowia Park Neung-hoo powiedział Parlamentowi, że
program szczepień będzie kontynuowany pomimo zgonów i obaw o
bezpieczeństwo publiczne. Po wznowieniu programu, co najmniej
trzysta pięćdziesiąt kolejnych osób pojawiło się z ostrymi
reakcjami na zaszczepienie.

Szczepionka  przeciw  grypie  prowadzi  do  urazów
wywołanych szczepionką, hospitalizacji, śmierci i
większej podatności na koronawirusy
W  badaniu  z  2015  r.  Zbadano  zgony  zgłoszone  do  systemu
zgłaszania zdarzeń niepożądanych szczepionek (VAERS) w Stanach
Zjednoczonych w latach 1997–2013. Naukowcy zbadali przyczynę
zgonu  i  stwierdzili,  że  51,4%  wszystkich  zgonów  dorosłych
wywołanych  szczepieniami  było  spowodowanych  inaktywowaną
szczepionką  przeciw  grypie.  Szczepionka  przeciw  grypie
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pozostaje  najbardziej  nieskuteczną  szczepionką  na  rynku,  z
największą liczbą zdarzeń niepożądanych zgłaszanych VAERS.

W  przypadku  dzieci  rokowanie  jest  równie  ponure.  Badanie
opublikowane  w  Thoracic  Society,  wykazuje,  że  dzieci
szczepione  inaktywowaną  szczepionką  przeciw  grypie  są  trzy
razy częściej hospitalizowane na choroby grypopodobne niż ich
niezaszczepieni  rówieśnicy.  Wyniki  te  były  szczególnie
prawdziwe w przypadku dzieci z astmą.

Badanie  Departamentu  Obrony,  opublikowane  w  2020
roku,  dotyczyło  zjawiska  zwanego  ingerencją  wirusa  wśród
personelu  wojskowego.  Naukowcy  odkryli,  że  szczepienie
przeciwko grypie może zwiększyć ryzyko, że biorca szczepionki
ulegnie  pewnym  wirusom  układu  oddechowego,  a  mianowicie
koronawirusom i metapneumowirusom. Kiedy naukowcy zbadali w
szczególności częstość występowania wirusów innych niż grypy,
prawdopodobieństwo  wystąpienia  zarówno  koronawirusa,  jak  i
ludzkiego metapneumowirusa u zaszczepionych osób było znacznie
wyższe  w  porównaniu  z  osobami  nieszczepionymi.  Wyniki  te
zostały potwierdzone w badaniu zatytułowanym Zwiększone ryzyko
zakażeń wirusami układu oddechowego innych niż grypa związane
z  otrzymaniem  inaktywowanej  szczepionki  przeciw
grypie.  Badanie  potwierdziło,  że  dzieci  zaszczepione
inaktywowaną szczepionką przeciw grypie były o 440% bardziej
narażone na zakażenie wirusami układu oddechowego innymi niż
grypa, takimi jak koronawirusy.

Jeśli  powstrzymanie  rozprzestrzeniania  się  wirusa  z  Wuhan
(COVID-19) jest tak ważne, a rządy zamykają ludziom firmy i
ograniczają ich środki do życia, to dlaczego nie jest badane
bardziej  szczegółowo  zakażenie  koronawirusem  wywołane
szczepionką przeciw grypie? Czy boimy się dowiedzieć, że nowe
wybuchy  chorób  zakaźnych  są  strategicznie  tworzone  i
przyspieszane poprzez supresję odporności i toksyczną naukę o
szczepieniach?

Kiedy  Korea  Południowa  i  inne  narody  kontynuują  kampanie
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masowych  szczepień,  ignorują  fakt,  że  ten  wolny  od
odpowiedzialności  produkt  zaostrza  tzw.  pandemię,  zwiększa
liczbę hospitalizacji dzieci i powoduje niepotrzebne zgony w
każdym  wieku.  Gdyby  choć  odrobina  energii  i  funduszy
przeznaczonych na kampanie szczepień została wykorzystana na
wdrożenie strategii, które faktycznie wzmacniają ludzki układ
odpornościowy,  to  wszystkie  te  wirusy  układu  oddechowego
byłyby tymi w odwrocie.
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