
Irlandia  Północna  znosi
ostatnie  covidowe
ograniczenia

Minister zdrowia Irlandii Północnej Robin Swann potwierdził w
poniedziałek  14  lutego,  że  z  dniem  15  lutego  wszystkie
oficjalne ograniczenia związane z pandemią Covid-19 zostaną
zastąpione  przez  rekomendacje.  Jednak  minister  przestrzegł
Irlandczyków,  by  nie  zaczęli  się  zachowywać  „tak,  jakby
pandemia się zakończyła”.

Irlandia  Północna  ostatecznie  znosi  wszelkie,  prawnie
umocowane,  covidowe  restrykcje.  Od  wtorku  15  lutego
ograniczenia,  które  wcześniej  były  oficjalnie  obowiązujące,
pod groźbą kary, teraz będą już stanowiły jedynie wytyczne.
Jedynym  wymogiem,  który  pozostanie  jeszcze  w  Irlandii
Północnej,  będzie  wymóg  poddania  się  izolacji  przez  osoby
zakażone koronawirusem.

Co zatem dokładnie oznacza odejście od covidowych restrykcji w
Irlandii Północnej? Otóż oznacza to na przykład, że w Ulsterze
nie będą już wymagane paszporty covidowe, by wejść do klubu
nocnego  lub  na  inną  imprezę  masową.  Dodatkowo  mieszkańcy
Irlandii  Północnej  nie  będą  już  zobowiązani  do  zakładania
maseczek i zniesiony zostanie limit 30 osób w trakcie spotkań
w domach. Wreszcie lokale gastronomiczne, lokale rozrywkowe i
inne tego typu miejsca, grupujące duże ilości ludzi, nie będą
już  zobowiązane  do  zbierania  informacji  o  swoich
gościach/uczestnikach  spotkań.
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Do  zniesienia  restrykcji  covidowych  w  Irlandii  Północnej
doszło, ale nie obyło się tu bez pewnych problemów. Wszystko
to  dlatego,  że  z  początkiem  lutego  rozsypał  się  rząd
prowincji. Do dymisji z funkcji Pierwszego Ministra podał się
Paul  Givan  (w  proteście  przeciwko  protokołowi
północnoirlandzkiemu), a to automatycznie pociągnęło za sobą
rezygnację  ze  stanowiska  jego  zastępczyni  z  Sinn  Fein  –
Michelle O’Neill. Minister zdrowia Robin Swann mógł jednak
wydać  rozporządzenie  dotyczące  zniesienia  covidowych
restrykcji, ponieważ na taki krok zgodzili się też pozostali
ministrowie.
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Irlandia  Północna  zawiesza
system  paszportów
szczepionkowych po incydencie
wycieku danych

Departament  Zdrowia  Irlandii  Północnej  (DoH)  tymczasowo
wstrzymał  swoją  internetową  usługę  certyfikacji  szczepionek
przeciw  COVID-19  po  incydencie  związanym  z  ujawnieniem
danych,  podkreślając  ryzyko  powierzenia  danych  dotyczących
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zdrowia rządowi.

Według  DoH  niektórym  użytkownikom  usługi  COVIDCert  NI
przedstawiono  w  pewnych  okolicznościach  dane  innych
użytkowników. Stwierdzono, że ograniczona liczba użytkowników
była potencjalnie narażona na dane innych użytkowników.

COVIDCert umożliwia w pełni zaszczepionym osobom z Irlandii
Północnej uzyskanie cyfrowego zaświadczenia potwierdzającego
status szczepienia przeciw COVID-19. Jest to system odrębny
od przepustki COVID National Health Service (NHS) stosowanej w
Anglii  i  Walii  oraz  podobnej  usługi  w  stylu  paszportu
szczepień  stosowanej  przez  Public  Health  Scotland.

Witryna COVIDCert i aplikacja mobilna nie działają
Usługa  Irlandii  Północnej  jest  dostępna  za  pośrednictwem
strony internetowej covidcertni.nidirect.gov.uk lub aplikacji
mobilnej  dla  użytkowników  systemów  Android  i  iOS.  Zarówno
witryna COVIDCert, jak i punkty końcowe aplikacji mobilnej nie
działały  podczas  testów  przeprowadzanych
przez  BleepingComputer,  witrynę  zajmującą  się  nowościami
technologicznymi.

„Nasze  usługi  nie  są  obecnie  dostępne.  Pracujemy  nad  jak
najszybszym przywróceniem wszystkich usług. Sprawdź ponownie
wkrótce”  –  czytamy  w  jednym  z  komunikatów  o  błędach
generowanych przez usługę na swojej stronie internetowej.

W międzyczasie komunikat „zasób… usunięto” jest wyświetlany
użytkownikom aplikacji mobilnej, którzy próbują się zalogować.

DoH  natychmiast  zgłosił  problem  do  Biura  Komisarza  ds.
Informacji w Wielkiej Brytanii (ICO). „DoH bardzo poważnie
traktuje prywatność danych obywateli i nawiązano kontakt z ICO
w  ramach  należytej  staranności  w  zakresie  ochrony  danych
obywateli”, powiedział departament w ogłoszeniu opublikowanym
we wtorek, 27 lipca.
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„Podjęto również natychmiastowe działanie w celu tymczasowego
usunięcia części usługi zarządzającej tożsamością”.

Lista stron, na które incydent nie miał
wpływu
DoH opublikowała również listę stron, na które incydent nie
miał  wpływu,  w  tym  wnioskodawców,  którzy  już  posiadają
certyfikat  (ich  aplikacje  lub  papierowe  kopie  nadal
działają);  wnioskodawców,  którzy  złożyli  wniosek  za
pośrednictwem portalu internetowego o plik PDF do pobrania,
którzy  jeszcze  go  nie  otrzymali  (ich  plik  PDF  zostanie
dostarczony);  oraz  wnioskodawcy,  którzy  złożyli  wniosek  za
pomocą  aplikacji  COVIDCert  NI  o  wydanie  certyfikatu
elektronicznego, którzy go jeszcze nie otrzymali (otrzymają
plik PDF jako etap pośredni).

Incydent nie będzie miał wpływu na niektóre osoby, które już
złożyły  wniosek  o  certyfikat  cyfrowy  lub  oczekują  na
weryfikację tożsamości. Mogą nadal normalnie korzystać z usług
po przywróceniu operacji.

Wnioskodawcy,  którzy  złożyli  wniosek  o  wydanie  certyfikatu
elektronicznego, ale zamiast tego otrzymali kopię PDF, będą
mogli  się  zalogować  i  pobrać  wersję  elektroniczną  po
rozwiązaniu problemu. Wnioskodawcy, którzy obecnie przechodzą
weryfikację  tożsamości  w  przepływie  pracy  NIDirect,  mogą
kontynuować.  Po  pomyślnym  zweryfikowaniu  będą  musieli  się
wstrzymać, aż problem zostanie rozwiązany.

Niektórzy użytkownicy mogą nie być w stanie zalogować się
przez swoje konto NIDirect, ponieważ zostali zablokowani z
powodu problemów technicznych.

Liczba naruszeń danych w służbie zdrowia rośnie z
roku na rok
Incydent  z  danymi  miał  miejsce  w  czasie,  gdy  wśród



społeczeństwa  jest  wiele  kontroli  i  obaw  dotyczących
paszportów  szczepionkowych  przeciwko  COVID-19.  Naruszenia
danych w służbie zdrowia rosną wykładniczo z roku na rok i nie
wydaje się, aby w najbliższym czasie spowolniły.

Ważne jest, aby specjaliści IT z opieki zdrowotnej podejmowali
kroki w celu zabezpieczenia swoich systemów, niezależnie od
tego, czy oznacza to ochronę przed zewnętrznymi zagrożeniami
stwarzanymi  przez  hakerów  i  cyberprzestępców,  czy
zabezpieczenie  wewnętrznych  zagrożeń  wynikających  z  nadużyć
dostępu ze strony użytkowników wewnętrznych.

Dane  dotyczące  opieki  zdrowotnej  są  cenne  na  czarnym
rynku,  ponieważ  często  zawierają  wszystkie  informacje
umożliwiające  identyfikację  danej  osoby,  a  nie  pojedynczą
informację,  która  może  zostać  znaleziona  w  przypadku
naruszenia  finansowego.

Rekord  danych  medycznych  jest  wart  na  czarnym
rynku do 250 USD
Według raportu Trustwave, rekord danych medycznych może być
wyceniany na 250 USDna czarnym rynku, w porównaniu do 5,40 USD
za kolejny rekord o najwyższej wartości – karty płatnicze.

Większość  z  tych  naruszeń  można  przypisać  przestępcom
wewnętrznym i hakerom, którzy uzyskują dostęp za pośrednictwem
zewnętrznych dostawców. Instytut Ponemon ustalił, że koszty
związane  z  naprawą  naruszenia  szacuje  się  na  740  000
USD. Jeśli osoba trzecia spowoduje naruszenie danych, koszt
ataku wzrasta o ponad 370 000 USD.

Eksperci  branżowi  twierdzą,  że  wektorami  ataków  są
najprawdopodobniej ataki typu ransomware lub SQL injection,
które  mogą  wystąpić,  gdy  złośliwa  poczta  e-mail,  witryna
internetowa lub oprogramowanie jest zainstalowane lub uzyskuje
dostęp  w  sieci,  często  przez  niczego  niepodejrzewającego
użytkownika.
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Opieka zdrowotna podatna na ataki ransomware
Branża opieki zdrowotnej jest szczególnie podatna na ataki
złośliwego oprogramowania ransomware. W styczniu 2018 r. atak
zmusił  informatyków  w  Hancock  Health  do  zamknięcia  swoich
systemów, podczas gdy informacje umożliwiające identyfikację
pacjentów były zakładnikami.

Naruszenie  przypisano  hakerowi,  który  korzystał  z  portalu
zdalnego  dostępu  i  danych  uwierzytelniających  innej  firmy,
które  są  głównymi  przyczynami  cyberataków.  Szpital  został
później zmuszony przez atakującego do zapłacenia 55 000 USD za
pomocą bitcoinów.

Prawdziwe niebezpieczeństwo ataków hakerów na placówki opieki
zdrowotnej  polega  na  tym,  że  personel  medyczny  pilnie
potrzebuje dostępu do akt pacjentów na miejscu. W niektórych
przypadkach może to być dosłownie kwestia życia i śmierci.

Hakerzy atakujący placówki opieki zdrowotnej wiedzą, że po
uzyskaniu  dostępu  za  pośrednictwem  sieci  VPN,  danych
uwierzytelniających  lub  phishingu  nie  ma  możliwości
ograniczenia dostępu do napotkanych informacji. Otwarcie tych
drzwi oznacza nieograniczony dostęp do dziesiątek, setek, a
nawet tysięcy akt pacjentów.
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