Upublicznianie W siecl
materiatéow o dziecku wigze
sie z zagrozenliaml. Eksperci
radza, jak im zapobiegad

Mimo informacji 0 kolejnych wyciekach danych
oraz o inwigilacji relacjonowanie codziennego zycia w mediach
spotecznos$ciowych wcigz wydaje sie nie tracié¢ na popularnosci.
Na stronie Centrum Informacji Konsumenckiej czytamy,
ze w Polsce ok. 40 proc. rodzicéw regularnie korzystajgcych
z internetu publikuje materiaty dotyczace wtasnego dziecka.
Z kolei wedtug badan dr Anny Brosch z Wydziatu Nauk
Spotecznych Uniwersytetu Slaskiego w Katowicach co czwarty
rodzic permanentnie udostepnia w mediach spotecznosSciowych
informacje o swoich dzieciach, ktoéore traktowane jak
,mikrocelebryci” dorastajg w przeswiadczeniu, ze dzielenie sie
szczegotami z prywatnego zycia jest naturalng praktyksa.

»Zycie na wirtualnym $wieczniku”

Zjawisko to nazywa sie sharentingiem (ang. share — dzielid sie
i parenting — rodzicielstwo) i odnosi sie do czestego
upubliczniania informacji intymnych o dziecku, ktdére naruszaja
jego prywatnos¢ i ktore majg zasieg publiczny, a wiec moga
trafi¢ do anonimowego odbiorcy. Moga to by¢ np. zdjecia
przedstawiajgce codzienne zycie, ale i zdjecia przed$miewcze,
np. gdy dziecko zasnie z nosem w talerzu.

Jak informujg eksperci, ok. 23 proc. dzieci zaczyna istnie¢
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w sieci jeszcze przed fizycznym przyjsciem na Swiat, poniewaz
ich rodzice zamieszczajg zdjecia badZz nagrania z USG. Czasem
nawet dzieci przebywajgce w tonie matki majg juz profile
w mediach spotecznoSciowych.

Z poradnika ,Sharenting i wizerunek dziecka w sieci” wydanego
przez Akademie NASK dowiadujemy sie, ze spora cze$¢ rodzicédw
zamieszczajacych w sieci tres$ci o swoim dziecku nie stosuje
ograniczen dotyczacych wyswietlania materiatdéw i udostepnia je
wiekszym grupom oséb.

Wedtug badan przeprowadzonych przez dr Anne Brosch w 2018 roku
w grupie 1036 rodzicéw dzieci w wieku przedszkolnym, co
czwarty z nich nagminnie udostepnia takie informacje. ,Nie
jest to wiec az tak popularny proceder, ale na pewno
zauwazalny, bo jezeli ktos upowszechnia dziesigtki albo nawet
setki zdjeé swoich dzieci, to odbiorcom wydaje sie, ze media
spotecznosciowe sg nimi zalane” — powiedziata dr Brosch.

Badaczka z Wydzia*u Nauk Spotecznych Uniwersytetu

Slaskiego zwraca uwage, ze sharentingiem zajmuja sie
przewaznie matki.

,Dawniej np. w latach 70. XX wieku mtode matki siadaty
przed blokiem na tawce, dzieci bawity sie w piaskownicy, a one
rozmawiaty o dzieciach. Teraz matki przeniosty sie do sieci” -
podkreslita.

W ocenie dr Brosch matki udostepniajg zdjecia swoich dzieci
z kilku powoddw. Po pierwsze, zeby pokazac¢ innym, jak dobrymi
sg matkami, ze sobie doskonale radzg. Po drugie, poszukuja
wsparcia i akceptacji spotecznej dla tego, co robij.

,Trzeci motyw zwigzany jest z charakterystyczng dla naszych
czasOw modg na popularnos¢. Chodzi o uzyskanie aprobaty
spotecznej poprzez lajki, co prowadzi do popularnosci. Wiele
oséb w sieci nasladuje innych — znanych tylko z tego, ze sa
znani. Nastepnie oni sami chcg sta¢ sie takimi celebrytami.
A ze nie maja szansy dzieki sobie, to starajg sie to uzyskad
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chociaz dzieki dziecku. Stad np. te zdjecia oS$mieszajace
dzieci, ktdére majg po prostu przykuwa¢ uwage” — ttumaczyta
badaczka.

Brosch dodata, ze ojcowie w duzo mniejszym stopniu ulegaja
sharentingowi, a jezeli juz, to najcze$Sciej w sytuacji,
gdy starajg sie o prawa do opieki nad dzieckiem.

CzesSciej kobiety ulegajg sharentingowi niz mezczyzni. Robiag
to, by pokazaé, ze sg dobrymi matkami, cho¢ wiele z nich
poszukuje réwniez akceptacji i popularnosci. Zdjecie
ilustracyjne (MarieXMartin / Pixabay)

Stacey Steinberg, profesor z Levin College of Law
na Uniwersytecie Florydy w Gainesville, podaje, ze dla czes$ci
rodzicéw sharenting jest rodzajem budowania wiezi
Z rozproszong rodzing, pomaga w dzieleniu sie problemami
i niweluje samotno$¢. Badaczka podkresla jednak, ze nalezy
pamietad takze o ptynacych z takiego dziatania zagrozeniach.

Jako obronfczyni praw dzieci zaznaczy*a, ze dzieci powinny miec
prawo do decydowania, jakie informacje o nich chcg zamies$ci¢
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w siecli ich rodzice.

Nawet jesli w danym przypadku publikowane tres$ci nie naraza
dziecka na rdéznego rodzaju represje, kradziez tozsamosci
czy moze nie trafig na strony z pornografig dziecieca,
to pediatrzy sg coraz bardziej S$Swiadomi znaczenia ochrony
obecnos$ci dzieci w cyfrowej rzeczywistos$ci i zwracaja uwage,
by nie zapomina¢ o prawie dziecka do prywatnosci.

Prywatnos¢ i ,,dtuga pamiec¢ internetu”

,Kazdy cztowiek powinien mie¢ mozliwosS¢ tworzenia wkasnej
tozsamo$ci i wizerunku, takze w Swiecie cyfrowym”
— podkreslajag Anna Borkowska i Marta Witkowska, autorki
poradnika ,Sharenting i wizerunek dziecka w sieci”. Wszystkim
niezaleznie od wieku nalezy sie prawo decydowania, jakie
szczegOty z wtasnej prywatnosci chce ujawnié¢. Rodzice
nagminnie dokumentujgcy w mediach spotecznos$ciowych zycie
wtasnych dzieci pozbawiajag je mozliwos$ci wyboru, co
i czy w ogbéle chciatyby opowiedzie¢ o sobie w wirtualnym
sSwiecie.

Ponadto autorki poradnika dla rodzicow o upublicznianiu
wizerunku dziecka w sieci wymieniajg jeszcze inne zagrozenia
zwigzane z sharentingiem.

Przypominaja, ze silnternet ma dtuga pamiec¢”
i w cyberprzestrzeni nic nie ginie, zwtaszcza ze tres$ci
zyskujace duzg popularnos¢ dos¢ szybko sa rozpowszechniane,
a zatem trudno je catkowicie usunac.

»Internet nigdy nie zapomina, wiec trudno przewidzied
konsekwencje tego procederu dla dzieci w przysztosci. W sieci
nic nie ginie, a jezeli wrzuci sie do sieci jakies$ zdjecie,
to zaczyna ono zy¢ wtasnym zyciem. Nie mdéwigc o skrajnych,
ale jednak [majgcych miejsce], przypadkach kradziezy
tozsamosci w internecie czy pedofilach w sieci” — méwi
dr Brosch.
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Utrata kontroli

Na przyktad w 2015 roku w Australii wykazano, ze okoto potowa
z 45 mln zdjec¢ znajdujacych sie na stronie z pornografig
dzieciecg pochodzita bezposrednio z medidw spotecznosciowych
i byty to przewaznie niewinne zdjecia z codziennej scenerii,
ktére pojawiaty sie w kontek$Scie niestosownych komentarzy.

Dlatego eksperci podkreslajg, by pamietaé, ze nad fotografiami
wrzuconymi do sieci, przestaje sie mie¢ petnag kontrole
i nie mozna by¢ pewnym, kto i w jaki sposdb je wykorzysta.
Moga zostac¢ bezprawnie uzyte w celach majgtkowych badz
przestepczych.

Specjalisci ostrzegaja, ze ,media spoteczno$ciowe s3g bardzo
czesto terenem poszukiwan dla pedofildéw, ktérzy nagminnie
pobierajg z nich zdjecia dzieci i handlujg nimi na zamknietych
forach internetowych”.

Przestepstwo postugiwania sie skradzionym wizerunkiem dziecka
w celu realizowania swoich fantazji nazywane jest cyfrowym
kidnapingiem (ang. baby role play).

Nie powinnismy tez naraza¢ dzieci na cyberprzemoc. Asumptem
do tego moze by¢ publikowanie w naszej opinii zabawnych zdje¢
dziecka, ktdore jednak w szerszej perspektywie mogg zostad
odebrane jako kompromitujgce. To moze spowodowaé¢ fale hejtu
i agresji ze strony zaréwno nieznajomych internautdw, jak
i réwiesnikéw dziecka oraz wptyngé¢ na jego samoocene.

Wykorzystywanie danych osobowych

Pozostaje tez kwestia udostepniania danych osobowych, ktére
Jwymieniamy” za mozliwos$¢ korzystania z profilu w mediach
spotecznosSciowych. Stanowig one Zzrddto informacji m.in. dla
firm marketingowych.

Co wiecej, eksperci ds. Chin, a takze politycy od lat
alarmujg, by nie korzysta¢ =z chinskich technologii,
m.in. TikToka czy WeChata, oraz innych pozornie niegroZnych
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narzedzi, ktére gromadza dane na temat uzytkownikdéw, a takze
pozyskujg w nielegalny sposob poufne informacje i wrazliwe
dane z réznych instytucji. Gdy takie informacje znajdg sie
w rekach rezimu komunistycznego, moga zagrazad bezpieczenstwu
krajéw oraz ich mieszkancoéw.
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~

Ilustracja demonstrujaca logo chinskiego komunikatora WeChat
wysSwietlonego na tablecie, 24.07.2019 r. (Martin
Bureau/AFP/Getty Images)

Komunistycznej Partii Chin do zbierania danych stuzg
np. platformy spoteczno$Sciowe, komunikatory, programy
do obrébki i ,ulepszania” zdje¢ lub aplikacje usprawniajgce
pisanie maili.

Wtadze ChRL wykorzystujag ,systemy big data do inwigilacji -
zwtaszcza w celu sprawdzenia, czy kto$ ma opinie sprzeczne
z prezentowanymi przez chinski rezim. Jednym ze sposobdéw jest
analizowanie zakupéw w sklepach internetowych”
— powiedziat profesor nauk politycznych dr Titus C. Chen
z Narodowego Uniwersytetu Sun Yat-sena na Tajwanie.



https://epochtimes.pl/indie-blokuja-59-glownie-chinskich-aplikacji-na-smartfony/
https://epochtimes.pl/chinski-rezim-buduje-orwellowski-koszmar/

Niemal wszechobecny monitoring w Chinach oraz nadzorowanie
aktywnosci w internecie uzywane sg do tzw. systemu oceny (ang.
social credit system). Wedtug niego kazdemu obywatelowi sg
przyznawane punkty ,spotecznej wiarygodnosci”. Ludziom moga
zosta¢ odjete punkty z ich wyniku oceny spotecznej, jesli
popetnig czyn uznawany przez KPCh za niepozadany, jak
np. przejscie przez ulice w miejscu niedozwolonym. O0soby
z niskimi wynikami oceny spotecznej sg uwazane za ,niegodne
zaufania”, a tym samym pozbawiane dostepu do wustug
i mozliwoSci. Moze chodzi¢ np. o zakaz podrdézowania samolotem
lub uczeszczania do szkét.

System stuzy do prze$ladowania m.in. zwolennikdéw duchowej
praktyki Falun Gong, Ujguréw i innych grup, ktére KPCh prébuje
zniszczyc.

Pojawiajgce sie co jakis czas informacje o wycieku
danych pokazuja, ze KPCh infiltruje nie tylko obywateli ChRL,
ale uwaznie obserwuje osoby na Zachodzie.

Konsekwencje

Zdaniem dr Anny Brosch sharenting sprawia, ze dzieci zaczynaja
by¢ traktowane jak ,mikrocelebryci”, ktdérzy dorastajg
w przesSwiadczeniu, ze dzielenie sie szczeg6tami z prywatnego
zycia jest naturalng praktyka.

»Mozna wiec przypuszczaé¢, bo to wymaga jeszcze badan,
ze gdy w przysztosci sami zostang rodzicami, beda jeszcze
bardziej otwarci i sktonni do samoujawniania. Ale z drugiej
strony, to juz sie dzieje, nastolatkowie prosza rodzicow
0 usuniecie zdje¢ i informacji o sobie; za granicg byty nawet
przypadki sgdowych rozpraw” — méwita dr Brosch.

Badania dr Brosch wykazujg, ze sharenting sie zmienia.

,Coraz mniej juz jest zasypywania catymi seriami przypadkowych
zdjec. Teraz sg one przemySlane. Wzrasta jednak nastawienie
rodzicéw na zachowania celebryckie i na zyski — im wiecej
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lajkéw, tym wieksza popularnosé¢ i by¢ moze mozliwos¢
zarabiania pieniedzy z uméw na produkty lokowane. W takich
przypadkach moga to by¢ nawet kompromitujgce filmy, ale liczy
sie zasieqg” — zauwazyta.

Znawcy przedmiotu doradzajg zastanowienie sie, jakie tresci
0 naszych pociechach wrzucamy do sieci i jakie to moze mie¢
konsekwencje w przysztosci. Jesli decydujemy sie
na publikacje, rébmy to odpowiedzialnie. Pamietajmy, Zze nawet
najlepsze zabezpieczenia nie dadzg nam pektnej
ochrony przed niepozgdang kradziezg wizerunku.

Dbajmy tez o to, by nie narazi¢ dzieci na ostracyzm i uczmy je
Swiadomego podejscia do wupubliczniania informacji
w cyberprzestrzeni.

Zrédta: PAP, Centrum Informacji Konsumenckiej, Akademia
NASK, NPR.

Google sSledzi uzytkownikéw
Chrome nawet w trybie
»lncognito”

Jesli uzywasz przegladarki Google Chrome do surfowania po
sieci i robisz to ,incognito”, co ma oznaczal przegladanie
prywatne, powinienes wiedziel¢, ze gigant z Doliny Krzemowej
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nadal potajemnie Sledzi twoja aktywnos$¢ w sieci.

Firma Alphabet Inc. twierdzi, ze aktywacja trybu ,stealth” w
Chrome oznacza po prostu, ze firma nie ,zapamieta Twojej
aktywnosci”. Nie oznacza to, ze Google nie jest w stanie
zobaczy¢, ktdére strony odwiedzasz i jak czesto je odwiedzasz,
co dla niektdrych moze by zaskoczeniem.

Sedzia okregowy USA Lucy Koh, znana z tego, ze wzieta sie za
Big Tech, ktore jest winne zbrodni przeciwko ludzkos$ci,
odpowiedziata na pozew zbiorowy przeciwko Google, méwigc, ze
jest ,zaniepokojona” praktykami gromadzenia danych przez
miedzynarodowg korporacje, ktore w najlepszym przypadku sg
zwodnicze.

Pozew domaga sie 5000 dolardéw odszkodowania za kazdego z
milionéw uzytkownikéw Chrome, ktorych prywatnos$¢ zostata
naruszona od czerwca 2016 roku. Koh méwi, ze uwaza za
,Niezwykte” to, ze Google doktada ,dodatkowego wysitku” w celu
zebrania takich danych, jesli rzekomo tego nie robi aby
profilowa¢ uzytkownikéw i kierowa¢ do nich reklamy.

Firma Google jest i byta uwiktana w liczne procesy

sgdowe dotyczace jej praktyk monopolistycznych, w tym
naruszania prywatnosci w reklamach cyfrowych i wyszukiwaniu
online. W jednym z nich Koh skutecznie zmusi*a Google do
ujawnienia skanowania prywatnych wiadomosci e-mail w celu
tworzenia profili i kierowania reklam.

W tym przypadku Google jest oskarzany o osadzanie kodu w
witrynach internetowych, ktére wykorzystujg jej ustugi
analityczne 1 reklamowe do pobierania danych z rzekomo
prywatnej historii przegladania uzytkownikéw i przekazywania
ich na serwery Google w celu przetworzenia.

Google sprawia wrazenie, jakby tryb przegladania prywatnego
zapewniat uzytkownikom wiekszg kontrole nad ich danymi, méwi
prawniczka Amanda Bonn, ale w rzeczywistos$ci ,Google twierdzi,
ze w zasadzie niewiele mozna zrobic¢, aby uniemozliwié nam
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gromadzenie Twoich danych, i wtasnie to powiniene$ zatozyd¢”

Google to zto; przestan uzywaé¢ ich produkty

Andrew Shapiro, prawnik Google, twierdzi, ze polityka
prywatnosci jego klienta ,wyraznie ujawnia” fakt, ze podczas
korzystania z produktu Google prawie nic nie jest prywatne.

,Gromadzenie danych, o ktérym mowa, zostato ujawnione” — mowi.

Stephen Broome, inny prawnik Google, méwi, ze strony
internetowe, ktdére zawierajg umowe z Google na korzystanie z
jej narzedzi analitycznych lub innych ustug, doskonale znaja
praktyki gromadzenia danych jego klientdéw i nie jest to
tajemnicy.

Broome prébowat bagatelizowal obawy powodéw, a takze sagdu
dotyczgce prywatnosci, wskazujgc, ze wtasna strona internetowa
federalnego sgdu korzysta z ustug Google. Ta taktyka
przyniosta jednak odwrotny skutek, gdy sedzia zazagdat
wyjasnienia , co doktadnie robi Google”, wyrazajac jednoczesnie
obawy, Ze osoby odwiedzajgce witryne sadu nieswiadomie
ujawniajg Google prywatne informacje.

,Chce osSwiadczenia od Google na temat tego, jakie informacje
gromadzg o uzytkownikach witryny sadu i do czego sg one
wykorzystywane” — powiedziata Koh prawnikom Google.

Wniosek z tego wszystkiego jest taki, ze Google nie mozna 1
nie powinno sie ufac¢. Wszystko, co robi, ma na celu zarabianie
pieniedzy, przejecie wtadzy, eliminacje praw ludzi 1
ostatecznie osiggniecie dominacji nad Swiatem.

»Ponadto Google i Alphabet ukradty kod Oracle, wiec cata ich
dziatalnos¢ opiera sie na tej kradziezy” — zauwazyt jeden z
naszych komentatordéw o kolejnej krdliczej dziurze Google.

,Sprawa jest w tej chwili w Sagdzie Najwyzszym i wkrodtce
zostanie rozpatrzona. Naprawde tatwo to udowodnié¢, Google jest
skoAczone. Nawet przestepcy w Sadzie Najwyzszym nie mogg



pozwoli¢ sobie na to. To zbyt oczywiste”.

Inny komentator zgodzit sie z tym, dodajac, ze ,dni Google sa
policzone”, poniewaz ,nigdy nie nauczg sie, ze wahadto moze
wychyla¢ sie tylko daleko w jednym kierunku, i musi wrdécic”.

Zrédta tego artykutu obejmuja:

BNNBloomberg.ca

NaturalNews.com

Wielki Brat szpilieguje cie na
tysigce sposobdow, a wszystkie
te 1informacje trafiaja do
scentralizowanych , systemow
fuzyjnych”

Wielki Brat cie obserwuje. Niestety, wiekszos¢ ludzi nie zdaje
sobie sprawy, jak rozlegta stata sie siatka nadzoru. Gdy
jedziesz do pracy lub szkoty, czytniki tablic rejestracyjnych
systematycznie Sledzg Twojg podrdéz. W duzych miastach tysigce
wysoce zaawansowanych kamer bezpieczenstwa (wiele z nich
wyposazonych jest w technologie rozpoznawania twarzy)
monitoruje kazdy Twoj ruch. Jesli wtadze wykryja, ze robisz
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co$ podejrzanego, mogg szybko przejrze¢ Twoja dokumentacje
karng, finansowg i medyczng. OczywisScie, jes$li chcag siegnacd
gtebiej, telefon i komputer nieustannie tworza skarbnice
danych z monitoringu. Nic, co robisz na ktérymkolwiek z nich,
nigdy nie jest prywatne.

W przesztosci zebranie wszystkich tych informacji zajmowa%o
duzo czasu. Ale teraz giganci technologiczni, tacy jak
Microsoft, Motorola, Cisco i Palantir, sprzedajg ,systemy
fuzyjne” rzadom na catym swiecie. Te ,systemy fuzyjne” moga
natychmiast integrowa¢ dane z monitoringu z tysiecy roéznych
zrodet, a to catkowicie zmienito sposdéb, w jaki egzekwowanie
prawa jest prowadzone w wielu najwiekszych miastach.

Arthur Holland Michel jest starszym wyktadowcg w Carnegie
Council for Ethics in International Affairs i odbyt wycieczke
po ,systemie fuzyjnym” uzywanym przez miasto Chicago o nazwie
Citigraf:

Kliknat ,ZBADAJ” i Citigraf zabrat sie do pracy nad
zgtoszonym napadem. Oprogramowanie dziata na czyms, co
Genetec nazywa ,silnikiem korelacyjnym”, czyli zestawem
algorytméow, ktore przeszukujg historyczne rejestry policyjne
miasta 1 dane z czujnikéw na zZywo w poszukiwaniu wzorcow i
potgczen. Kilka sekund pdézniej na ekranie pojawita sie dtuga
lista potencjalnych klientéow, w tym wykaz o0séb wczesniej
aresztowanych w okolicy za brutalne przestepstwa, adresy
domowe mieszkajgcych w poblizu zwolnionych warunkowo, katalog
podobnych niedawnych telefondéw 911, =zdjecia 1 numery
rejestracyjne pojazdéw, ktore wykryto uciekajgce z miejsca
zbrodni 1 nagrania wideo z wszelkich kamer, ktére mogty
wykry¢ dowody samej zbrodni, w tym tych zamontowanych w
przejezdzajgcych autobusach i pociggach. Innymi stowy, wiecej
niz wystarczajgca ilos¢ informacji, aby funkcjonariusz moégt
odpowiedzie¢ na to pierwotne wezwanie pod numer 911 z niemal
telepatycznym wyczuciem tego, co wtasnie sie wydarzyto.


https://www.wired.com/story/there-are-spying-eyes-everywhere-and-now-they-share-a-brain/
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Ale te systemy stuzg nie tylko do tropienia przestepcow.
W rzeczywistosci mozna ich uzy¢ do zbadania dostownie kazdego.

Przy innej okazji Arthur Holland Michel miat okazje
przetestowac¢ ,system fuzyjny”, ktéry Microsoft zbudowat dla
Nowego Jorku:

Funkcjonariusz NYPD pokazat mi, w jaki sposdob moze wyciggnac
kartoteke kazdego mieszkanca miasta, listy jego znanych
wspétpracownikdéw, przypadki, w ktérych zostali nazwani ofiarg
przestepstwa lub sSwiadkami, a jesSli mieli samochdéd, mape
cieplng gdzie zwykle prowadzili i petng historie ich naruszen
parkingowych. Potem wreczyt mi telefon. Smiato,
powiedziat; wyszukaj nazwisko.

Przyszta m i do gtowy fala ludzi:
przyjaciele. Kochankowie. Wrogowie. W koncu wybratem ofiare
strzelaniny, ktdrej bytem swiadkiem na Brooklynie kilka lat
wczesniej. Pojawit sie od razu, wraz z tym, co wydawato sie
bardziej osobistymi informacjami niz ja, a moze nawet ciekawy
funkcjonariusz, miatam prawo wiedzie¢ bez nakazu
sgdowego. Czujgc zawroty gtowy, oddatem telefon.

Jesli tak sie dzieje w duzych miastach, takich jak Chicago i
Nowy Jork, czy mozesz sobie wyobrazi¢ technologie, ktdérag musza
teraz posiadac¢ agencje alfabetu rzgdu federalnego?

Oczywiscie dzieje sie to nie tylko w Stanach Zjednoczonych.

Po drugiej stronie Atlantyku wspolny europejski projekt
nadzoru znany jako ROXANNE budzi wiele obaw:

Akronim Real time netwOrk, teXt, and speaker ANalytics for
combating orgaNized crimk (Analiza sieci, tekstu 1 mowy w
czasie rzeczywistym w celu zwalczania przestepczosSci
zorganizowanej), zostat ogtoszony w listopadzie w ramach
projektu opracowanego obecnie w Szwajcarii.
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Platforma biometryczna rzekomo stuzgca do monitorowania 1
rozprawiania sie z przestepczos$cig zorganizowang, dodatkowe
zastosowanie ROXANNE, ktére jego twdrcy swobodnie reklamuja,
jest mozliwos¢ monitorowania o0s6b winnych rzekomej mowy
nienawisci 1 politycznego ekstremizmu.

W catej Europie wprowadzane s nowe, surowe przepisy przeciwko
,mowie nienawisci” i ,ekstremizmowi politycznemu”, a to nowe
narzedzie pomoze wytropic¢ ,myslozbrodniarzy”.

W szczegdlnosSci to nowe narzedzie bedzie intensywnie

monitorowa¢ ,serwisy spotecznosciowe, takie jak Facebook,
YouTube, a takze zwykte platformy telekomunikacyjne”..

ROXANNE, produkt finansowany przez UE w ramach programu
»~Horyzont 2020”, majacy na celu wspieranie nowej technologii
nadzoru, dziata na portalach spotecznosciowych, takich jak
Facebook, YouTube, a takze na zwyktych platformach
telekomunikacyjnych, aby identyfikowac, kategoryzowac 1
sledzi¢ twarze 1 gtosy, umozliwiajgc wtadzom stworzenie
bardziej szczegdétowego obrazu badanej sieci, czy to w zwigzku
z dziatalnoScig przestepczga, czy tez uznang za politycznie
skrajng.

Umozliwienie wtadzom czerpania z surowych danych z réznych
Zzrédet i platform w celu rozpoznania typowych wzorcéw mowy,
rysow twarzy 1 geolokalizacji, rezultatem koncowym jest
zaréwno identyfikacja podejrzanych, jak 1 nakreSlenie
skomplikowanego obrazu sieci poddawanych pod mikroskop.

Jes$li wiec mieszkasz w Europie i uwazasz, ze w pewnym momencie
mozesz by¢ winny ,myslozbrodni”, mozesz chcieé¢ pozby¢ sie
telefonu i komputera.

Powaznie.

Tam naprawde Zle sie potoczyto i to tylko kwestia czasu, zanim
szalenstwo w_Stanach Zjednoczonych osiggnie ten sam poziom,
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poniewaz idziemy doktadnie tg samg droga.

W Stanach Zjednoczonych, z kazdym dniem coraz wiecej gtosow
politycznych jest ,obnizanych”. Postepowy reporter Jordan
Chariton poczatkowo wiwatowat, gdy konserwatysci byli
odrzucani, ale w tym momencie zatuje, ze wezwat do cenzury
teraz, gdy YouTube usungt jeden z jego filméw:

Jednak po tym, jak YouTube usungt wideo z jego wtasnego
kanatu, przedstawiajgce materiat z zamieszek 6 stycznia za
naruszenie zasad platformy przeciwko , spamowi 1 nieuczciwym
praktykom”, Chariton zmienit swoje stanowisko.

sMajgc czas na refleksje 1 widzgc atak cenzury Doliny
Krzemowej, zatuje tego tweeta” - napisat progresywny
dziennikarz. ,Niezaleznie od tego, czy niektdre kanaty
telewizji kablowej/YouTube wprowadzajg w btad widzoéw,
przedstawiajgc nieuczciwe twierdzenia pozbawione prawdziwych
dowodow, nie nalezy ich atakowac”

To wszystko jest zabawne, kiedy dzieje sie ,po drugiej
stronie”, ale kiedy ci sie to przytrafia, nagle staje sie
rzeczywistoscia.

Naprawde chcg kontrolowaé¢ to, co wszyscy robimy, méwimy i
myslimy, a siatka nadzoru Wielkiego Brata staje sie coraz
bardziej duszgca z kazdym mijajgcym rokiem.

Jesli nie ograniczymy tej technologii, pdéki jeszcze mozemy, to
tylko kwestia czasu, zanim nasze spoteczenstwo stanie sie
dystopijnym koszmarem o wiele straszniejszym niz cokolwiek, co
George Orwell kiedykolwiek odwazyt sie wyobrazic.

Artykut przettumaczono z zerohedge.com
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Dane 2,4 mln os6b z catego
Swiata, w tym Polakow,
zgromadzita chinska firma
lojalna wobec Komunistycznej
Partii Chin

W potowie wrzesnia 2020 roku wyciekty informacje o tym,
ze chinska firma Shenzhen Zhenhua Data Technology, powigzana
z tajnym oddziatem wojskowym 1 wywiadowczym Pekinu,
zgromadzita gigantyczng baze danych z plikami dotyczgcymi 2,4
mln ludzi z catego Swiata, w tym dane wptywowych os6b i ich
rodzin. W ostatnich dniach pojawity sie doniesienia, ze ChRL
zebrata réwniez dane Polakéw.

»Kolekcja” danych z catego globu w komunistycznych
rekach

Zhenhua Data Technology, ktéra jest powigzana z Armig Ludowo-
Wyzwolencza, Ministerstwem Bezpieczenstwa Panstwa
oraz Komunistyczng Partig Chin (KPCh), zgromadzita baze
skompilowang gt*oéwnie z tzw. materiatdéw open source, takich
jak posty w mediach spotecznoSciowych i dane online.

Baza danych okazata sie uszkodzona. Australijska firma
Internet 2.0, ktdéra =zajmuje sie cyberbezpieczenstwenm,
odzyskata ponad 10 proc. danych, ktdére byty w niej zawarte.
Firma ujawnita, ze posrod zrekonstruowanych plikéw znalazty
sie dane okoto 52 tys. Amerykandéw, 35 tys. Australijczykéw, 9
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tys. 700 Brytyjczykéw i 5 tys. Kanadyjczykéw.

W ostatnim tygodniu pazdziernika , Gazeta Polska” poinformowata
w_artykule, ze otrzymata od Internet 2.0 fragment bazy danych
z nazwiskami Polakéw. ,To spis ponad 3 tys. rekordéw
zawierajacych imiona 1 nazwiska (cze$¢ sie powtarza).
Nie wiadomo jednak, z jakiego powodu chifiski wywiad wojskowy
zlecit Zhenhua zbieranie informacji o tych osobach. Pewne jest
jednak, ze stuzba ta ma bardzo dobrg orientacje w polskim
Swiecie politycznym. Na liscie znajdujg sie nie tylko byli lub
obecni wysocy ranga urzednicy panstwowi, lecz takze ich
rodziny — matzonkowie, dzieci, rodzice i rodzenstwo” — podaje
gazeta.

Internet 2.0 odtworzyt* zaledwie 10 proc. catej bazy, wydaje
sie wiec, ze w tym momencie nie mozna stwierdzié, czy wsrdd
odzyskanych rekorddéw znalazty sie wszystkie dane Polakéw,
ktére zostaty zgromadzone w bazie.

Na kogo ,poluje” KPCh na catym sSwiecie?

Zgodnie z raportami globalnego konsorcjum medialnego baza
danych obejmuje osoby z réznych sektoréw — polityki, biznesu,
prawa, S$rodowiska akademickiego i obronnosci -
oraz zawiera szczegbtowe dane, takie jak daty urodzenia,
adresy, stan cywilny 1 upodobania polityczne.

Znajduja sie tam dane dotyczgce zardéwno zwyktych biznesmendw,
jak i wysokiej rangi osobistos$ci, takich jak oficerowie
marynarki wojennej Standéw Zjednoczonych, obserwatorzy Chin
w Waszyngtonie, osoby ze S$rodowiska naukowego, cztonkowie
brytyjskiej rodziny krolewskiej oraz liderzy
przedsiebiorczosci.

Ta baza danych, nazywana Overseas Key Information Database
(OKIDB), pozwala na dostep do zagranicznych danych
politycznych, wojskowych i biznesowych. Zawiera szczegdtowe
informacje na temat infrastruktury panstw, przemieszczania sie
zasobdéw wojskowych, a takze analizy opinii publicznej.
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Mimo ze obecnie nie ma dowoddw na to, ze rezimowe wtadze

wykorzystuja oprogramowanie OKIDB,
to jak podkresla ,Washington Post”, =z dokumentodw
marketingowych i rekrutacyjnych Zhenhua mozna wnioskowacd,
ze jest to ,firma patriotyczna”, ktérej gtownym klientem

docelowym jest wojsko.

»The Globe and Mail” po analizie danych dotyczacych
Kanadyjczykéw napisat, ze twdércy bazy przypisali osobom
z listy ,ocene” w skali od 1 do 3

~Wydaje sie, ze ci, ktérym przypisano 1, to osoby
o bezposrednim wptywie, takie jak burmistrzowie, postowie lub
wyzsi urzednicy panAstwowi, podczas gdy ci, ktdérym przypisano
2, byli czesto krewnymi oséb u wktadzy [..]” — podaje gazeta.
Z kolei ci, ktdrych oznaczono numerem 3, to najczesciej osoby
skazane, przewaznie za przestepstwa gospodarcze — napisat
dziennik.

Tajemnicza baza ujrzata swiatto dzienne

Baza danych zostat*a ujawniona przez zZrédto w Chinach,
a informacje przekazano profesorowi Christopherowi Baldingowi.
To amerykanski naukowiec, ktdéry do 2018 roku pracowat
na Uniwersytecie w Pekinie, skad udat*o mu sie wyjechad
ze wzgleddw bezpieczenstwa. To dzieki niemu sprawg zajeta sie
firma Internet 2.0.

14 wrzesnia Balding opublikowat na swojej
stronie oSwiadczenie, w ktérym napisat, Zze zajmowat sie
badaniami doniesien dotyczgcych Huawei. Trwato to do momentu,
zanim w jego badaniach nie nastgpit nagty zwrot. Natknagt sie
na ,co$, co dla badaczy Chin jest czym$ podobnym do odkrycia
Swietego Graala” - otrzymat informacje o istnieniu
tej poteznej bazy danych.

Przekazat ja konsorcjum mediow w Australii, Stanach
Zjednoczonych, Kanadzie, Wielkiej Brytanii, W+toszech
i Niemczech.
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Balding uwaza, ze dane potwierdzajg utrzymywane od dawna
podejrzenia, dotyczace dziatalnosci KPCh w zakresie nadzoru
i monitorowania. ,To, czego nie mozna lekcewazyc,
to rozlegtos¢ i szczegdtowos¢ nadzoru [prowadzonego przez]
chinskie panstwo oraz jego zasieg na catym Swiecie”
podkresla.

Jak zauwaza: ,Swiat jest dopiero na poczatkowych etapach
zrozumienia, ile Chiny inwestujg w wywiad i jak wptywaja
na operacje, korzystajac z surowych danych, musimy zrozumied
ich cele”.

We wczesniejszym wpisie naukowiec zwraca uwage, ze KPCh
stanowi ,bezprecedensowe wyzwanie dla otwartych, kochajgcych
wolnos¢ panstw prawa na catym Swiecie”. Rezim ,buduje
opresyjne panstwo z nadzorem technologicznym, ktdére daje
partii komunistycznej potezne Srodki do kontroli obywateli
w kraju” — wyjasnia.

,Mamy teraz dowody na to, jak chinskie firmy wspoéipracuja
z agencjami panstwowymi w celu monitorowania osob i instytucji
na catym swiecie” — ocenia Balding.

Reakcja Zhenhua nie zdziwita ekspertéw

Poproszona przez ,The Guardian” o komentarz firma Zhenhua
zaprzeczyta istnieniu takiej bazy danych, podajgc, ze wszelkie
zebrane informacje sg danymi ogdlnodostepnymi w internecie.
Przedstawicielka firmy stwierdzita, ze nie zbierajag danych
i jest to tylko ,integracja danych”. Zaznaczyta, ze model
biznesowy 1 partnerzy stanowig tajemnice handlowg firmy.

Zanegowata rdéwniez doniesienia, ze Zhenhua ma jakiekolwiek
powigzania z chinskimi wtadzami lub wojskiem, dodajgc, ze ich
klientami sg organizacje badawcze i grupy biznesowe.

W rozmowie z anglojezyczng edycja ,The Epoch Times” eksperci
przyznali, ze nie byli zaskoczeni takim stanowiskiem chinskiej
firmy.
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Wedtug Michaela Shoebridge’a, dyrektora programu obrony,
strategii i bezpieczenstwa narodowego w think tanku Australian
Strategic Policy Institute (ASPI), stwierdzenie Zhenhua ,nie
moze byC przyjmowane za dobrga monete”, wzigwszy pod uwage,
ze tamtejsze prawo zobowigzuje firmy do pomocy chinskim
agencjom bezpieczenstwa i wywiadu. Dodaje, ze firmy oczywiscie
muszg publicznie temu zaprzeczacd.

W ocenie Caseya Fleminga, dyrektora generalnego firmy BLACKOPS
Partners, zajmujacej sie strategiag wywiadowcza
i bezpieczenstwa, zgromadzone w bazie informacje sa
wykorzystywane do wspierania operacji ,nieograniczonej wojny
hybrydowej” chinskiego rezimu. Obejmuje to szpiegostwo, tajne
zagraniczne kampanie wptywOw oraz kradziez zagranicznych
innowacji 1 technologii wojskowej.

Termin nieograniczona wojna hybrydowa nawigzuje do powstatej
w latach 90. ubiegtego wieku strategii, ktdérg stworzyli
i opisali dwaj chinscy putkownicy sit powietrznych Qiao Liang
i Wang Xiangsui w ksigzce ,Unrestricted Warfare”. Wydata ja
Armia Ludowo-Wyzwolenhcza, sity zbrojne KPCh.
Autorzy korzystali z oryginalnych dokumentdéw wojskowych.
Strategia ta opowiada sie za zastosowaniem serii
niekonwencjonalnych taktyk, stworzonych po to, by o0siggnad
cele wojny jednak bez angazowania sie w rzeczywistg walke.

Jak zauwaza Fleming, ostatecznym celem tej strategii jest
nZNiszczenie demokracji po to, by chifAski komunizm mdg*
globalnie przejg¢ nadzor”.

Dyrektorem naczelnym Zhenhua jest Wang Xuefeng, byty inzynier
IBM. Jak podaje australijski nadawca ABC, wczesSniej
w chinskich mediach spotecznosciowych zamie$cit wpis
0 prowadzeniu ,wojny hybrydowej” poprzez manipulowanie opinig
publiczng i ,wojne psychologiczng”.

Zdaniem Nicholasa Eftimiadesa, bytego wysokiego
funkcjonariusza sit wywiadowczych USA i autora Kksigzki
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,Chinese Intelligence Operations” (pol. ,ChifAskie operacje
wywiadowcze”), baza danych pomogtaby chinskiemu wywiadowi
w namierzeniu tych, ktdérzy nadawaliby sie do rekrutacji lub
szantazu. Chodzi o osoby ze ,st*abos$ciami”, ktére mozna
wykorzystaé¢, np. ,zapotrzebowanie na pienigdze [lub] sympatie
polityczne przeciwne administracji”. Rezim mégtby wyszukiwad
w mediach spotecznosciowych posty, Kktdére sugeruja
niezadowolenie z rzadu lub trudnosci finansowe.

W analogiczny sposéb dziata to w przypadku operacji wywierania
wptywu. Wyszukiwani sg ludzie publikujgcy opinie, ktére
popierajg polityke rezimu. Kolejnym krokiem jest wspieranie
takiej osoby, jej organizacji, a tym samym wzmacnianie jej
pogladow.

Michael Shoebridge zwraca uwage, ze w bazie Zhenhua znajduja
sie takze dane dzieci wptywowych ludzi, m.in. politykdw
i dyrektoréw biznesowych. ,To dos$¢ niepokojgcy potencjat
wykorzystania takich danych” — zaznacza ekspert. Umozliwia
bowiem wywieranie nacisku na te osoby, wykorzystujgc stabosci
ich potomstwa.

Ponadto czes¢ tych dzieci moze w dorostym zyciu piastowad
eksponowane stanowiska. Zatem na skutek analizowania ich
profili juz od dziecinstwa ,mozliwos¢ wykorzystywania tych
osob i wptywania na nie jest znacznie wieksza, poniewaz
z biegiem czasu zyskujesz o wiele bardziej wszechstronne ich
zrozumienie” — wskazuje Shoebridge.

Kropla w morzu.. chinskich baz danych

Eksperci zaznaczaja, ze gromadzenie danych przez chinski rezim
komunistyczny odbywa sie na masowg skale, znacznie wieksza,
niz jestesmy w stanie sobie wyobrazié¢, a wyciek danych
z Zhenhua, to jedynie przystowiowa kropla w morzu tego, co tam
sie dzieje.

Shoebridge pordownat baze danych do pojedynczej plastikowej
piteczki w ogromnym basenie. Jak twierdzi, ten zbidér danych



bytby %*gczony z danymi, ktdére zebraty inne chinskie podmioty
w celu ich wykorzystania do réznych operacji, majacych
wesprze¢ interesy rezimu.

»10 interakcja firm posiadajgcych takie dane z innymi firmami
i danymi rzgdowymi daje wtadze” — skomentowat ekspert.

Michael Shoebridge tiumaczy, ze strategia ta znajduje
odzwierciedlenie w doktrynie rezimu o ,fuzji cywilno-
wojskowej”. Dzieki niej wtadze wykorzystujg 1innowacje
prywatnych przedsiebiorstw do napedzania rozwoju wojskowego.

W pazdzierniku 2019 roku Australian Strategic Policy Institute
opublikowat raport ,LEngineering global consent”, napisany
przez Samanthe Hoffman. Stwierdzono w nim, ze rezim tworzy
»masowy 1 globalny ekosystem gromadzenia danych”,
wykorzystujgc mozliwo$ci przedsiebiorstw panstwowych
i prywatnych chiinskich firm technologicznych.

Wymienia sie w nim Global Tone Communication Technology Co.,
spotke zalezna chinskiego przedsiebiorstwa panstwowego,
nadzorowanego przez centralny wydziat propagandy KPCh.

W wywiadzie udzielonym pod koniec zesztego roku polskiej
edycji ,,The Epoch Times” gen. Robert Spalding powiedzia*t,
ze Global ToneCommunication, to firma prowadzgca ustugi
ttumaczeniowe, ktdéra ,w rzeczywistos$ci przy uzyciu sztucznej
inteligencji gromadzi wielki zbidér danych”. Jak dodat:
,Czasami ma te funkcje wbudowang na podobnych zasadach co
produkty Huawei, jako most telekomunikacyjny, lub moze bazowad
na oprogramowaniu opartym na tzw. chmurze”.

Poza gromadzeniem ogromnych baz danych z catego sSwiata w ponad
65 jezykach, ktdére przetwarza na uzytek Pekinu do celdw
wywiadowczych, bezpieczenstwa i propagandy, firma koncentruje
sie na technologiach sztucznej inteligencji, takich jak
rozpoznawanie twarzy.

W opinii Nicholasa Eftimiadesa chinskich firm zaangazowanych
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w gromadzenie duzych ilosci danych na potrzeby rezimu sa
prawdopodobnie dziesigtki, jesli nie setki. Nie wliczajac
w to dziatan prowadzonych przez chinskie agencije
bezpieczenstwa, ktdére za posrednictwem zaawansowanego
technologicznie aparatu nadzoru tego kraju zbierajag dane
na temat wszystkich obywateli, a wiec 1,4 mld ludzi.

Eftimiades twierdzi, ze dane dziesigtek miliondéw Amerykandw
zostaty wykradzione przez chinskich hakeréw. Zostaty one
wprowadzone do baz w Chinach i stuzg do doskonalenia narzedzi
sztucznej inteligencji. WSréd atakéw wyliczy¢ mozna witamanie
do amerykanskiego Urzedu Zarzadzania Personelem (ang. Office
of Personnel Management, OPM) w 2014 roku, federalnej agencji
ds. personelu, naruszenie obowigzku sprawozdawczego firmy
Equifax w 2017 roku, a takze cyberatak na ubezpieczyciela
zdrowotnego Anthem w 2016 roku.

W lutym 2016 roku anglojezyczna edycja ,The Epoch Times”,
powotujgc sie na poufne Zrédto w Chinach, poinformowata,
ze chinskie agencje bezpieczenstwa stworzyty baze danych
wykorzystywang do przetwarzania skradzionych danych
Amerykandéw. Zawiera ona takze poufne dane osobowe,
wyszczegélnione w poswiadczeniach bezpieczenstwa 21 mln
obecnych i by*ych pracownikéw federalnych, pochodzace
z wtamania do Urzedu Zarzgdzania Personelem (OPM)
oraz osobiste dane prawie 80 mln obecnych i bytych klientodw
i pracownikéw Anthem.

Ta baza danych funkcjonuje na poteznym oprogramowaniu zdolnym
do przyjmowania ogromnych ilosci danych. Zgromadzone zasoby
analizuje sie pod katem relacji miedzy réznymi osobami
1 zdarzeniami.

Wyciek danych z Zhenhua Data Technology jest dla wszystkich,
niezaleznie od statusu spotecznego, okazjg do zastanowienia
sie nad zamieszczanymi tres$ciami w mediach spotecznos$ciowych.
Jak wida¢, moga one nieoczekiwanie stal sie pozywka dla
podmiotdow gromadzgacych dane. Moga zosta¢ wykorzystane
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przeciwko nam, zwtaszcza jes$li trafig do panstwa
totalitarnego, jakim sa Chiny.

Zréodta:

Military-Linked Chinese Company Collected Personal Data On

Thousands of Canadians

How Chinese Data Trove on 2 Million People Serves Beijing’s

Unrestricted Warfare

,Gazeta Polska”

The Washington Post

The Globe and Mail

The Guardian

Nowozelandzkie ,0bozy"”
Kwarantanny COVID-19 to
koniec wolnoscli osobiste]

Nardéd wyspiarski na Pacyfiku ma 25 zgonéw 2z powodu
koronawirusa na prawie piec¢ miliondéw mieszkancow..

Starszy wspétpracownik Hoover Institution, Victor Davis
Hanson, potepit
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nowozelandzkg instytucje ,obozoéw ” kwarantanny koronawirusa we
wtorkowym ,The Ingraham Angle”.

Premier Jacinda Ardern z centrolewicowej Partii Pracy w Nowej
Zelandii ogtosita w filmie, ze jesli ludzie wystani do obozu
odméwig poddania sie badaniom, bedg musieli pozostad jeszcze
dwa tygodnie po poczatkowym dwutygodniowym pobycie.

Ardern nazwata ostrzezenie ,catkiem dobrg zachetg” do
wykonania testu na obecnos¢ COVID-19.

,Albo wykonasz test 1 upewnisz sie, ze jestes czysty, albo
zatrzymamy cie w osrodku na dtuzej” — powiedziata.

»Mysle wiec, ze wiekszos¢ ludzi patrzy na to i méwi: ,Podejde

”n

do testu””.

Hanson powiedziat gospodarzowi Laurze Ingraham, ze takie
drakonskie Srodki, jak rozkazy Ardern nie majg sensu, biorac
pod uwage, jak niewielki wptyw tzw. pandemii wywarta na
wyspiarski kraj.

»Majg 5-milionowy nardéd” — wyjasnit Hanson.

,Stracili, tragicznie, ale stracili 25 oséb. To zdumiewajgco
niska liczba, jesli chodzi o pozbycie sie wolnosSci
osobistej”.

»Tutaj, w Stanach Zjednoczonych, czy to [gubernator
Kalifornii] Gavin Newsom, Michelle Obama czy Joe Biden,
wszyscy powiedzieli, ze jest to okazja, aby nie odpuszczac” -
dodat.

W dalszej czesci tego segmentu Ingraham zacytowat doniesienie
niemieckich medidéw, ze Parlament Europejski i Komisja
Europejska uzywajg kamer termowizyjnych wyprodukowanych w
Chinach, aby zapobiec rozprzestrzenianiu sie COVID-19.
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W raporcie DW.com zauwazono, ze firma produkujgca kamery jest
rowniez oskarzana o dostarczanie technologii wykorzystywanej
przez Pekin do patrolowania i nadzorowania muzutmanskich
obozéw internowania w prowincji Xinjiang.

,Czy tego typu scenariusze bedziemy musieli stawic czota pod
administracjg Bidena?” — zapytata Hansona.

,Tak, to przerazajgce” — odpowiedziat.

JWirus zaczagt sie w Chinach, rozprzestrzenit sie z Chin, a
teraz Chiny oferujag Zachodowi metodologie i technologie
faszyzmu, aby rzekomo wyleczy¢ to, co zaczeto”.

Zrédto:

humansarefree.com

Jak Twoje poCOVIDowe 2zycie
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Rockefeller Foundation oraz the Clinton Foundation opracowaty
serie COVID aplikacji, ktére bedg scisle kontrolowaé twoje
post-covid’'owe zycie. Inicjatywa zostata uruchomiona przez
fundacje non-profit Commons Project Foundation, ktora jest
cze$cig Swiatowego Forum Ekonomicznego. Projekt Commons
obejmuje trzy aplikacje COVID - CommonHealth, COVIDcheck i
CommonPass. Razem beda gromadzi¢, przechowywa¢ i monitorowad
dane dotyczgce zdrowia, na podstawie ktérych aplikacje
zdecydujg, czy mozesz podrézowac, uczy¢ sie, chodzic¢ do biura
itp.

COMMONHEALTH COMMONPASS COVIDCHECK

'~ CORONAVIRUS

HOW YOUR POST CORONA LIFE WILL BE CONTROLLED BY
ROCKEFELLER & CLINTON FOUNDATION FUNDED COVID APPS

WORLD GREATGAMEINDIA

Projekt Commons

Projekt Commons jest publicznym funduszem non-profit zatozonym
przy wsparciu Fundacji Rockefellera w celu budowania platform
i ustug, ktdére beda scisle regulowa¢ twoje post-covid’owe
zycie. Inicjatywa jest cze$cig Swiatowego Forum Ekonomicznego
realizujgcego program The Great Reset.

Na stronie www The Commons Project tak opisujg swoja role:
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Projekt Commons jest publicznym funduszem non-profit,
ustanowionym przy wsparciu Fundacji Rockefellera w celu
tworzenia ustug cyfrowych, ktdére stawiajg ludzi na pierwszym
miejscu.

Projekt Commons wypetnia luke miedzy firmami technologicznymi,
agencjami rzgdowymi i tradycyjnymi organizacjami non-profit w
celu tworzenia i obstugi ustug cyfrowych, ktére stanowig
infrastrukture publiczng w erze cyfrowej.

CommonHealth

CommonHealth bedzie gromadzi¢ i zarzgdza¢ Twoimi osobistymi
danymi zdrowotnymi oraz udostepnial je stuzbie zdrowia,
organizacjom i innym aplikacjom. Celem CommonHealth jest
rozszerzenie modelu przenoszenia danych zdrowotnych 1
wspotdziatania, ktdérego pionierem jest Apple Health, na 73%
ludzi na catym Swiecie korzystajacych z urzadzen z Androidem.



https://greatgameindia.com/rockefeller-clinton-covid-apps/#The_Commons_Project
https://greatgameindia.com/rockefeller-clinton-covid-apps/#The_Commons_Project
https://greatgameindia.com/rockefeller-clinton-covid-apps/#CommonHealth
https://greatgameindia.com/rockefeller-clinton-covid-apps/#CommonHealth

Zostat opracowany we wspétpracy z UCSF, Cornell Tech i Sage
Bionetworks.

COVIDcheck

COVIDcheck zostat opracowany we wspoOipracy z CDC, Clinton
Foundation i World Medical Association. Stworzy nowg norme dla
szk6*, wuniwersytetédw, pracodawcéw 1 agencji zdrowia
publicznego poprzez zestaw pytan, ktdre zadecydujg, co nalezy
zrobic¢ dalej.



https://greatgameindia.com/rockefeller-clinton-covid-apps/#COVIDcheck

o/ COVIDcheck

Check if you might have
COVID-19 and what to do next

Answer questions to get personalized advice on how to protect the health of you and
those around you.

COVIDcheck is built by The Commons Project, a non-profit public trust.

CommonPass

CommonPass to cyfrowy paszport zdrowotny, ktéry bedzie
posiadat certyfikat testu na COVID-19 lub pokaze, czy zostates
zaszczepiony, a w przysztosci czy ,jeste$ zgodny” z rdéznymi
przepisami réznych rzadéw.

Przepustka dziata, gdy pasazerowie przechodzg test w
certyfikowanym laboratorium przed przestaniem. Generuje kod
QR, ktéry moze zostal zeskanowany przez personel 1linii
lotniczej 1 funkcjonariuszy granicznych. Bedzie to jednak
wymagato od rzgddow zaufania do testow koronawirusa
przeprowadzonych w zagranicznych laboratoriach. Na podstawie
Twojego statusu CommonPass mozesz mie¢ pozwolenie na podréz
lub nie.

https://www.youtube.com/embed/hvHxMA1kA-g
Tymczasem technologia paszportowa CommonPass COVID jest

juz testowana podczas lotéw z lotniska Heathrow.

Operacja Rockefellera Lockstep

W 2010 roku Fundacja Rockefellera sfinansowata dcwiczenie
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planowania scenariuszy, ktdére pokazuje, jak globalne elity
mogg manipulowac¢ polityka publiczng i wptywal¢ na nig podczas

pandemii.
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Dokument ,Scenariusze przysztosci technologii” przewiduje
cztery narracje scenariuszowe, z ktérych jedna, nazwana ,Krok
po kroku”, dotyczy globalnej pandemii. Ten dokument jest
uwazany przez wielu za rodzaj ,instrukcji operacyjnej”,
podrecznika opisujacego, jak stworzy¢ nowg normalnos$¢ po
wybuchu globalnej pandemii.

Wszystko zdaje sie *gczy¢ w catos$¢ i prawdziwe oblicze
medialnego wirusa zaczyna nabiera¢ rumiencéw. Jedno jest
pewne, powoli zblizamy sie do kolejnego etapu globalnego
zniewolenia.

Zrédto:

greatgameindia.com

Facebook oskarzony 0
podgladanie przez kamery
uzytkownikéw Instagrama

Firma Facebook Inc. ponownie zostat*a pozwana za rzekome
szpiegowanie uzytkownikdéw Instagrama, tym razem poprzez
nieautoryzowane uzycie ich aparatéw w telefonach komdrkowych.

Pozew pochodzi z lipcowych doniesien medidéw, ze aplikacja do
udostepniania zdje¢ wydawata sie uzyskiwac¢ dostep do aparatéw
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iPhone’a, nawet jes$li nie byty one aktywnie uzywane.

Facebook zaprzeczyt* zgtoszeniom i obwinia b%*ad, ktdory, jak
twierdzg, zostat poprawiony, a wywotywat co$, co opisali jako
fatszywe powiadomienia, ze [JJInstagram uzyskuje dostep do
aparatéw iPhone’a.

W skardze ztozonej w czwartek w sadzie federalnym w San
Francisco, uzytkownik Instagrama z New Jersey, Brittany
Conditi, twierdzi, ze aplikacja aparatu uzywa aparatu celowo i
ma na celu gromadzenie , lukratywnych i warto$ciowych danych o
uzytkownikach, do ktérych w innym przypadku nie miataby
dostepu.”

Dzieki ,pozyskiwaniu niezwykle prywatnych i intymnych danych
osobowych swoich uzytkownikéw, w tym w zaciszu wtasnego domu”,
Instagram i Facebook moga gromadzic¢ ,cenne spostrzezenia i
badania rynkowe”, zgodnie z tres$cig skargi.

Facebook odméwit komentar:za.

W pozwie wniesionym w zesziym miesigcu, Facebook zostat
oskarzony o wykorzystywanie technologii rozpoznawania twarzy
do nielegalnego gromadzenia danych biometrycznych ponad 100
milionéw uzytkownikédw Instagrama. Facebook zaprzeczyt
twierdzeniu i powiedziat, ze Instagram nie uzywa technologii
rozpoznawania twarzy.

Sprawa to Conditi przeciwko Instagram, LLC, 20-cv-06534, Sad
Okregowy Standw Zjednoczonych, Pétnocny Dystrykt Kalifornii
(San Francisco).

Zrédto:

bloomberg.com
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W USA od niedzieli dostep do

chinskich aplikacji TikTok 1
WeChat bedzie zablokowany

Dostep do aplikacji TikTok i WeChat, nalezacych do chinskich
firm ByteDance i Tencent, od niedzieli o pétnocy zostanie
zablokowany w Stanach Zjednoczonych. Administracja prezydenta
Donalda Trumpa powotuje sie na obawy dotyczace bezpieczenstwa
narodowego.

Zgodnie z nowymi zasadami okreslonymi przez Departament Handlu
USA sklepy z aplikacjami beda miaty zakaz dystrybuowania
i obstugi TikToka i WeChata od niedzieli. Aktualni uzytkownicy
TikToka nadal bedg mogli korzystaé¢ z aplikacji do 12
listopada, jednak od péinocy w niedziele nie uzyskajg dostepu
do aktualizacji.

WeChat juz w niedziele zostanie catkowicie zablokowany
w Stanach Zjednoczonych.

»T1kTok w podstawowej formie pozostanie niezmieniony do 12
listopada” — powiedziat w pigtek dla Fox Business sekretarz
ds. handlu Wilbur Ross. ,Jesli do 12 listopada nie dosztoby
do zawarcia umowy zgodnie ze starym rozporzgdzeniem,
z praktycznego punktu widzenia TikTok rdéwniez zostatby
wytgczony” — dodat*, odnoszgc sie do rozporzadzenia

wykonawczego prezydenta Trumpa, nakazujgcego ByteDance,
chinskiej firmie macierzystej, do ktérej nalezy TikTok, zbycie
wszystkich jej amerykanskich aktywéw do 12 listopada.
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Jak podano w komunikacie Departamentu Handlu: ,Komunistyczna
Partia Chin (KPCh) zademonstrowat*a mozliwosci i motywy
uzywania tych aplikacji, aby zagrozi¢ bezpieczenstwu
narodowemu, polityce zagranicznej 1 gospodarce Standw
Zjednoczonych. Dzisiejsze ogtoszone zakazy, *acznie, chronia
uzytkownikéw w USA, eliminujgc dostep do tych aplikacji
i znacznie zmniejszajac ich funkcjonalnosc¢”.

Decyzja Departamentu Handlu to odpowiedZ na rozporzgdzenia
wykonawcze prezydenta Donalda Trumpa, nakazujgce zablokowanie
czesci operacji tych aplikacji, ktdére uznat on za zagrozenie
dla bezpieczenstwa narodowego USA. Ma to zwigzek
z gromadzeniem danych przez aplikacje nalezace do chinskich
firm ByteDance (TikTok) 1 Tencent (WeChat).

TikTok to aplikacja umozliwiajgca dzielenie sie krdétkimi
filmami wideo, ktdéra zyskata wielkg popularnos¢ wsrod mtodych
ludzi w USA i na swiecie. W Stanach Zjednoczonych ma 100 mln
uzytkownikow.

WeChat to komunikator, siecC spoteczno$ciowa, a takze system
mobilnych ptatno$ci, posiadajgcy ponad miliard uzytkownikoéw
w Chinach i innych krajach Azji. W USA korzysta z niego 19 mln
uzytkownikow.

WSréd uzytkownikéw TikToka sg réwniez politycy. Prezydent
Francji Emmanuel Macron w krétkim filmie gratulowat uczniom
szkot Srednich matury. W Polsce pod koniec marca prezydent
Andrzej Duda rozpoczat korzystanie z TikToka od zaproszenia
ucznidéw do wziecia wudziatu w turnieju organizowanym
przez Ministerstwo Cyfryzacji, jednak pdzZzniej zaprzestat
uzywania komunikatora. W sobote prezes PiS Jarostaw Kaczynski
na TikToku apelowat o poparcie dla projektu ustawy dotyczgcej
ochrony zwierzat, m.in. zakazu hodowli zwierzagt futerkowych.

TikTok i WeChat a prawa cztowieka

Istniejg jednak istotne roéznice pomiedzy TikTokiem i WeChatem
a innymi aplikacjami spotecznoSciowymi, z ktérych korzystaja
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internauci i dzieki ktéorym mozna dociera¢ z informacjami
do miliondéw ludzi.

TikTok, oprécz gromadzenia danych uzytkownikéw w tak duzym
stopniu, ze jeden z ekspertdéw nazwat komunikator ,atrakcyjng
bazg danych” dla chinskiego rezimu komunistycznego, cenzuruje
publikowane tres$ci. Konto studenta, ktéry po przyjeciu
przez Hongkong ustawy o ochronie chinskiego hymnu w akcie
sprzeciwu udostepnit nagranie, w satyryczny sposdb ukazujace
chinskich urzednikéw i niewtasciwe obchodzenie sie z pandemig
przez KPCh, po niespetna dobie zostato usuniete.

Na TikToku, ktory dziata wedtug wskazan KPCh, uzytkownik
moze nie znalezé¢ tredci niezgodnych =z polityka

wtadz komunistycznych. We wrze$niu 2019 roku ,The
Guardian” informowat, ze TikTok poinstruowat swoich
moderatordéw, by cenzurowali filmy wideo, ktdére wspominajg
tematy uwazane przez chinski rezim za tabu. Do tematéw
niewygodnych dla KPCh naleza masakra na placu Tiananmen
i Falun Gong, praktyka duchowa sktadajgca sie z pieciu ¢wiczen
medytacyjnych, oparta na naukach moralnych skupionych wokét
zasad Prawdy, Zyczliwo$ci i Cierpliwo$ci, ktéra od 1999 roku
jest brutalnie przesladowana w Chinach. Najpotworniejszym
przejawem represji trwajgcych juz dwie dekady jest grabiez
organéw od zywych ludzi usankcjonowana przez panstwo.

Informacje o moderacji na TikToku zostat*y podane na podstawie
ujawnionych dokumentdéw, zawierajgcych szczegdtowe wytyczne
na ten temat. TikTok przekazat wowczas w oswiadczeniu, ze te
zasady zostaty zmienione w maju 2019 roku 1 nie sg juz
uzywane.

W rozporzadzeniu wykonawczym prezydenta Donalda Trumpa
dotyczgcym TikToka wymieniono rdéwniez cenzure tresci
dotyczacych protestdéw w Hongkongu i represji wobec Ujguréw
w prowincji Xinjiang. Wedtug szacunkdéw ponad milion
Ujgurow zostato umieszczonych w obozach koncentracyjnych, sa
takze zmuszani do pracy przymusowej.
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Z kolei wedlug raportu Citizen Lab przesytanie wiadomosSci
na WeChacie nie tylko naraza uzytkownika na cenzure,
lecz takze umozliwia zaostrzanie systemu cenzury wobec
uzytkownikéw w Chinach, poniewaz rezim w ten
sposéb dopracowuje algorytm wychwytujgcy tresci w tym kraju
zakazane.

Jak ostrzegajg eksperci, kazda chinska firma znajduje
sie pod kontrolg rezimu komunistycznego, a wszelkie dane,
do ktérych takie przedsiebiorstwa majg dostep, pozostaja
do dyspozycji KPCh.

Zrédla:

Trump Administration Banning Access to Chinese Apps WeChat and
TikTok

U.S. Department of Commerce

PAP

Chinski rezim ,przewodzi
Swiatu w przesladowaniu” grup
wyznaniowych — mowi ambasador
USA Sam Brownback
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Chinski rezim komunistyczny przez lata ,udoskonalat” swéj
mechanizm represji wobec grup wyznaniowych, a teraz stara sie
eksportowaé¢ swdj autorytarny model na caty sSwiat, ostrzegt
ambasador USA ds. miedzynarodowych swobdd religijnych Sam
Brownback.

Rezim reklamuje sie jako Swiatowy lider, ,jednakze sSwiatu
przewodzi on w przesladowaniach — globalne przywddztwo objat
w przes$ladowaniach” — powiedziat Brownback w niedawnym
wywiadzie do programu ,American Thought Leaders” w ,The Epoch
Times”.

Powiedziat*, ze kolejne kampanie przesladowah wobec
praktykujgcych Falun Gong, buddystow tybetanskich,
chrzescijan, a ostatnio ujgurskich muzutmandw
w regionie Xinjiang, prowadzone przez Komunistyczng Partie
Chin (KPCh) umozliwity jej dopracowanie metod i technologii
wykorzystywanych do inwigilacji 1 ucisku.

oNaprawde ucisk w przysztosci widzimy jako mniejszag liczbe
0s0b w obozach koncentracyjnych i wieksza 1liczbe o0sob
kontrolowanych w spoteczeAstwie z 24-godzinnymi systemami
nadzoru ludzi i ograniczaniem tego, co moga robi¢ w danym
spoteczenstwie” — dodat.

Ambasador powiedzia*, Ze niedawne sankcje administracji Trumpa
przeciwko chifskim urzednikom i grupie o paramilitarnej
budowie zaangazowanej w tamanie praw cztowieka w Xinjiang
pokazuja, ze Stany Zjednoczone powaznie myslg o wystaniu
Pekinowi wiadomosci. Rowniez Departament Handlu USA umies$cit
na czarnej 1liscie ponad 30 chinskich firm i podmiotodw
rzgdowych z powodu ich roli we wspomaganiu
represji Ujgurow w tamtym regionie.

Brownback wyrazit* zaniepokojenie, iz KPCh zamierza
wyeksportowa¢ swdj model =zaawansowanych technologicznie
represji.

,Zamierzajg zaczg¢ wprowadza¢ na rynek i sprzedawa¢ tego


https://www.theepochtimes.com/t-religious-freedom
https://www.theepochtimes.com/ambassador-sam-brownback-communist-china-is-biggest-enabler-of-human-rights-abuses-around-the-world_3481901.html
https://www.theepochtimes.com/ambassador-sam-brownback-communist-china-is-biggest-enabler-of-human-rights-abuses-around-the-world_3481901.html
https://www.theepochtimes.com/t-falun-gong
https://www.theepochtimes.com/t-xinjiang
https://www.theepochtimes.com/chinese-officials-sanctioned-by-us-for-xinjiang-abuses-have-history-of-human-rights-crimes_3422798.html
https://www.theepochtimes.com/us-sanctions-2-more-chinese-officials-paramilitary-group-for-rights-abuses-in-xinjiang_3445449.html
https://www.theepochtimes.com/us-sanctions-2-more-chinese-officials-paramilitary-group-for-rights-abuses-in-xinjiang_3445449.html
https://www.theepochtimes.com/t-t-human-rights
https://www.theepochtimes.com/t-uyghurs

rodzaju autorytarne systemy kontroli innym autorytarnym
rezimom na catym Swiecie, ktdre [..] starajg sie kontrolowad
swojg populacje za pomocg tych zaawansowanych technologii” -
powiedziat.

Ambasador powiedziat, ze ateistyczna KPCh, od chwili swojego
powstania, jest przeciwna wierze.

,Nie ma w niej miejsca na wiare w wyzszy autorytet moralny” —
powiedziat*. ,Najwyzszym autorytetem moralnym jest partia
komunistyczna”.

Brownback powiedzia*, ze rezim moze jawi¢ sie jako oszczerczy
i przesladujgcy mniejszosci, ale jego taktyka na tym sie
nie konczy.

»Tak byto w catej historii. Jesli nie przeciwstawisz sie
zbirom, to po prostu przyjda” — powiedziat.

Dla przyktadu, Swiat przez lata przymykat oko na zarzuty,
ze KPCh sita usuwa narzady uwiezionym praktykujgcym Falun
Gong, by sprzedawa¢ je na rynku transplantacyjnym, powiedziat
Brownback. A jednak ,byty tam dowody poszlakowe” (ang.
circumstantial evidence), powiedziat, dodajac, ze teraz
istnieja wiarygodne instytucje, ktdére twierdza, ze [w ChRL] ma
miejsce usankcjonowana przez panstwo grabiez organdw.

W 2019 roku niezalezny trybunat spoteczny (Niezalezny Trybunat
w sprawie Grabiezy Organéw od WieZniéw Sumienia w Chinach,
ang. Independent Tribunal into Forced Organ Harvesting from
Prisoners of Conscience in China, obradujgcy w Londynie,
pod przewodnictwem Sir Geoffreya Nice’'a QC, ktéry kierowat
oskarzeniem bytego prezydenta Jugostawii Slobodana MiloSevicia
podczas posiedzen Miedzynarodowego Trybunatu Karnego dla bytej
Jugostawii w Hadze - przyp. redakcji), po catorocznym
Sledztwie, stwierdzi*, ze grabiez organéw miata miejsce
w Chinach ,na znamienng skale” i nadal trwa. Okazato sie,
ze gtéwnym zrodiem narzgdow byli uwiezieni praktykujacy Falun
Gong.



https://epochtimes.pl/dzis-jestes-bezpieczny-a-jutro-david-matas-swiatowej-slawy-obronca-praw-czlowieka-mowi-o-tym-jak-historia-uczy-by-nie-pozostawac-obojetnym-wobec-zbrodni-i-nie-pozwolic-na-bezkarnosc-oprawcow/
https://epochtimes.pl/4-serca-w-10-dni-chinski-bank-organow-na-zadanie-budzi-obawy-dotyczace-grabiezy-organow/
https://chinatribunal.com/
https://chinatribunal.com/
https://www.theepochtimes.com/china-is-a-criminal-state-independent-tribunal-finds-regime-still-killing-prisoners-of-conscience-for-their-organs_3260282.html
https://epochtimes.pl/grabiez-organow-w-chinach-odbywa-sie-na-wielka-skale-orzekl-niezalezny-trybunal/

,PO0 prostu wyobraz to sobie, ze zabierasz i przesladujesz
danego cztowieka. Zamierzasz zabic, a nastepnie zabrac organy,
aby je sprzeda¢. Po prostu to, co sie dzieje, jest
przerazajgce” — powiedziat Brownback.

Zrédto:

theepochtimes.com



