
Wyciąć prawdę z naszych głów

Cenzorzy tracą cierpliwość. Przeszli od żałowania istnienia
wolności słowa i grania w system najlepiej, jak potrafią, do
fantazjowania o jej zakończeniu za pomocą sankcji karnych.

W ciągu ostatnich kilku tygodni można zaobserwować tę zmianę
temperamentu – od frustracji, przez wściekłość, po nawoływanie
do  brutalnych  rozwiązań.  I  służy  to  jako  przypomnienie:
cenzura nigdy nie była punktem końcowym. Zawsze chodziło o
kontrolowanie „infrastruktury poznawczej” społeczeństwa, czyli
tego,  jak  myślimy.  I  w  jakim  celu?  Bezpieczny  monopol  na
władzę polityczną.

W  tym  tygodniu  reporter  Foxa  Peter  Doocy  spierał  się  z
rzeczniczką Białego Domu o to, czy FEMA finansuje migrantów,
nawet jeśli nie może pomóc amerykańskim ocalałym z burzy.
Natychmiast odpowiedziała i nazwała to „dezinformacją”. Peter
chciał wiedzieć, która część jego pytania się kwalifikuje.
Jean-Pierre powiedział, że był to cały kontekst pytania, a
poza tym nigdy nie powiedział.

Dla  każdego,  kto  to  oglądał,  było  jasne,  że  termin
„dezinformacja” oznacza dla niej nic innego jak przesłankę lub
fakt, który jest niepożądany i musi zostać zamknięty. Przekaz
ten  został  dodatkowo  wzmocniony  przez  reklamę  Harris/Walz
obwiniającą nienazwaną „dezinformację” Trumpa za zaostrzenie
cierpienia huraganów po huraganie Helene.

Ta  wymiana  zdań  nastąpiła  zaledwie  kilka  dni  po  tym,  jak
Hillary Clinton zasugerowała sankcje karne za dezinformację, w
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przeciwnym razie „stracą całkowitą kontrolę”. To dziwny zaimek
w  liczbie  mnogiej,  ponieważ  przypuszczalnie  nie  ma  ona
kontroli…  chyba  że  uważa  się  za  pełnomocnika  całej  klasy
władców.

Tymczasem były kandydat na prezydenta John Kerry powiedział,
że istnienie wolności słowa uniemożliwia rząd. Sama Kamala
Harris  przysięgła  „pociągnąć  media  społecznościowe  do
odpowiedzialności” za „nienawiść infiltrującą ich platformy”.
A dobrze powiązany lekarz Peter Hotez wzywa Bezpieczeństwo
Wewnętrzne i NATO do zakończenia debat na temat szczepionek

Można wyczuć wściekłość w ich głosach, prawie tak, jakby każdy
post na X lub wideo na Rumble powodował, że tracą rozum, do
tego  stopnia,  że  po  prostu  mówią  to  na  głos:  „Niech
przestaną”.

Wydaje  się,  że  huragan  Milton  doprowadził  cenzorów  do
gwałtownego szału, ponieważ ludzie zastanawiali się, czy i w
jakim stopniu rząd może mieć coś wspólnego z manipulowaniem
pogodą  z  powodów  politycznych.  Pisarz  w  Atlantic  wybucha:
„Kończą mi się sposoby na wyjaśnienie, jak bardzo jest to złe.
To, co dzieje się dziś w Ameryce, jest czymś mroczniejszym niż
kryzys dezinformacji”, jednocześnie potępiając »jawne teorie
spiskowe i kompletne bzdury gromadzące miliony wyświetleń w
Internecie«.

Łapiesz? Problemem jest samo oglądanie, tak jakby ludzie nie
byli w stanie samodzielnie myśleć.

Stary mem o człowieku piszącym do późna, ponieważ „ktoś się
myli w Internecie” odnosi się teraz do całej klasy rządzącej.
Chcą,  aby  wolność  zniknęła,  a  interesariusze  przejęli
kontrolę, w jakiś sposób zmuszając całą erę cyfrową do wersji
telewizji  z  lat  70.  z  trzema  kanałami  i  numerami  1-800.
Administracja  Bidena  odświeżyła  nawet  Internet,  zastępując
Deklarację Wolności nową Deklaracją Przyszłości.

Przypomina nam się rola Katherine Hepburn jako Violet Venable



w sztuce Tennessee Williamsa Nagle, zeszłego lata.

Violet jest dziedziczką i wdową z synem Sebastianem, którego
uwielbiała i z którym podróżowała po świecie przez wiele lat.
Pewnego lata jej siostrzenica Catherine (grana przez Elizabeth
Taylor) wyrusza w podróż zamiast niej, a syn umiera.

Catherine wyraźnie przeżyła traumę, ale nie wie co. Ale to
pozostało w jej pamięci: Sebastian nie był dobrym człowiekiem.
Zamiast  tego  wykorzystywał  kobiety,  które  mu  towarzyszyły,
jako  przynętę,  aby  zdobyć  chłopców  dla  swojej  seksualnej
przyjemności.

Violet była tak rozwścieczona tym spostrzeżeniem – wszystkim,
co pamiętała o śmierci Sebastiana – że wysłała Catherine do
szpitala  psychiatrycznego.  Co  więcej,  ma  zamiar  obdarować
lokalny szpital specjalizujący się w lobotomii, pod warunkiem,
że poddadzą ją Catherine.

Violet chce, aby Catherine przestała „bełkotać” i zamiast tego
„po  prostu  była  spokojna”.  Catherine  zauważa,  że  chcą  po
prostu  wyciąć  prawdę  z  jej  głowy,  zanim  zacznie  sobie
przypominać całość, co jest straszniejsze, niż można sobie
wyobrazić.

Doktor: „Nadal istnieje duże ryzyko”.

Violet: „Ale to ich uspokaja, czytałam o tym. To ich uspokaja.
Nagle stają się spokojne”.

Doktor: „Tak, ale…”

Jej celem była inwazyjna operacja na córce jej siostry, którą
była gotowa sfinansować, aby zapewnić, że odbędzie się ona
poprzez duży dar pod pozorem filantropii. Wszystko to było w
interesie psychologicznej samoobrony.

Violet  po  prostu  nie  chciała  znać  prawdy.  Zamiast  tego
chciała, aby jej własna „prawda” była skonstruowaną narracją:
jej  syn  był  wspaniałym  i  pobożnym  dżentelmenem,  a  jej



siostrzenica  była  szaloną  osobą,  godną  ubolewania,  mówcą
dezinformacji i dezinformacji.

Aby chronić własne wyobrażenia Violet i jej własne złudzenia,
była gotowa zaatakować mózg własnej siostrzenicy nożem, aby
powstrzymać ją przed jasnym myśleniem i jasnym mówieniem.

Catherine: „Wyciąć prawdę z mojego mózgu. Czy tego właśnie
chcesz? Nie możesz. Nawet Bóg nie może zmienić prawdy”.

Podobnie jak w przypadku Tennessee Williamsa i całej wielkiej
literatury,  ta  historia  dotyczy  znacznie  więcej  niż  się
wydaje. Tak naprawdę opowiada o tym, jak wiele jest w stanie
zrobić zamożna klasa rządząca, by nie dopuścić do podważenia
własnych iluzji na temat świata.

W tamtych czasach lobotomie były bardziej powszechne, a nawet
akceptowane i często stosowane przez tych, którzy mogli sobie
na  nie  pozwolić.  Historie  te  są  dość  legendarne,  więc  w
opowieści Williamsa nie było nic nierealnego. Psychochirurgia
była  stosowana  przez  dziesięciolecia  w  służbie  wycinania
prawdy z ludzkich mózgów.

Jak dotąd doświadczyliśmy tylko stosunkowo niskiej wersji tego
w porównaniu z tym, czego naprawdę chcą. Konta YouTube zostały
zdemonetyzowane i usunięte. Posty na Facebooku były dławione i
banowane. Algorytmy LinkedIn karzą posty, które kwestionują
narracje  reżimu.  Działania  te  nie  zostały  spowolnione  w
świetle  sporów  sądowych,  ale  raczej  kontynuowane  i
zintensyfikowane.

Celem jest zamknięcie Internetu. Zrobiliby to już teraz, gdyby
nie pierwsza poprawka, która stoi im na drodze. Na razie będą
kontynuować  pracę  poprzez  wycinki  uniwersyteckie,  dostawców
zewnętrznych,  fałszywych  weryfikatorów  faktów,  naciski  na
firmy technologiczne, które świadczą usługi rządowe po cenie i
inne mechanizmy, aby pośrednio osiągnąć to, czego nie mogą
jeszcze zrobić bezpośrednio.



Wśród  strategii  jest  polityczne  prześladowanie  dysydentów.
Alex Jones jest tu punktem odniesienia, a jego firma jest
bankrutem.  Steve  Bannon,  król  filozofii  MAGA,  przebywał  w
więzieniu  przez  cały  sezon  wyborczy  za  sprzeciwienie  się
wezwaniu do Kongresu za radą radcy prawnego. Protestujący 6
stycznia znaleźli się w więzieniu nie za wyrządzone szkody lub
wtargnięcie,  ale  za  wylądowanie  po  niewłaściwej  stronie
reżimu.

Większość z nas miała intuicję, że same mandaty dotyczące
szczepionek Covid nie dotyczyły wyłącznie zdrowia, ale raczej
taktyki wykluczenia tych, którzy nie ufali w pełni władzy.
Było to dość oczywiste, jeśli chodzi o wojsko i zawód lekarza,
ale mniej widoczne w środowisku akademickim, gdzie niechętni
studenci  i  profesorowie  byli  skutecznie  usuwani  za  odmowę
ryzykowania życia dla farmacji.

Mandaty dotyczące masek zawierały również element złośliwości.
Mimo że nie było żadnych naukowych dowodów na to, że chińska
syntetyczna tkanina noszona na twarzy może zmienić dynamikę
epidemiologiczną,  służyły  one  dobrze  jako  widoczny  znak
oddzielający  wierzących  od  niewierzących,  a  także  jako
sadystyczny sposób przypominania indywidualistom o tym, kto
naprawdę rządzi.

Ostatecznym środkiem cenzury jest przemoc wobec osób i mienia,
podczas  gdy  celem  jest  kontrolowanie  tego,  co  myślisz,  w
służbie rządów jednej partii. Główne firmy technologiczne i
główne media są całkowicie współwinne w doprowadzeniu do tego.
Tylko garstka usług powstrzymuje ten proces i wszystkie one są
celem reżimu poprzez niezliczone formy działań prawnych.

W końcowych scenach „Suddenly, Last Summer” Catherine zostaje
w  końcu  nakłoniona  do  przypomnienia  sobie  przerażających
szczegółów śmierci kuzyna i wyjawienia członkom rodziny całej
prawdy. Ciotka Violet nie może sobie z tym poradzić i sama
popada w zaprzeczenie i psychopatologię, wygłaszając własną
litanię dezinformacji.



W tym momencie widzowi zostaje przedstawiona najgłębsza ironia
ze  wszystkich:  każde  roszczenie,  które  Violet  wysunęła
przeciwko Catherine, ostatecznie odnosi się do samej Violet.
Osoba, która chciała użyć przemocy, aby wyciąć mózg z osoby
mówiącej prawdę, po prostu chroniła się przed straszną prawdą,
z którą nie mogła sobie poradzić.

I oto jest: to kłamca bardziej niż ktokolwiek inny ma powody,
by obawiać się wolności słowa.

Postscriptum:  w  momencie  publikacji  tego  artykułu  strona
archive.org nie działa już od ponad tygodnia, rzekomo z powodu
katastrofalnego ataku DDOS. Prywatni właściciele twierdzą, że
dane zostały zapisane i zostaną przywrócone na czas. Być może.
Weźmy jednak pod uwagę, że jest to jedyne narzędzie, dzięki
któremu możemy zweryfikować, co i kiedy zostało opublikowane.
W ten sposób dowiedzieliśmy się, że WHO zmieniła definicję
odporności stadnej. W ten sposób dowiedzieliśmy się, że CDC
stało za fiaskiem głosowania korespondencyjnego w 2020 roku.
Dzięki  temu  wiemy,  że  FTX  sfinansował  badania  przeciwko
Iwermektynie. I tak dalej. Linki były stabilne i dobre, nigdy
nie padały.

Aż  do  teraz,  dwa  tygodnie  przed  wyborami.  Oczywiście
powinniśmy  wierzyć,  że  ten  szokujący  upadek  jest  czystym
zbiegiem okoliczności. Być może. Prawdopodobnie. A jednak bez
tej  strony  –  centralnego  punktu  awarii  –  ogromna  ilość
historii  ostatniego  ćwierćwiecza  zostaje  usunięta.  Cała
zawartość sieci może zostać ponownie zapisana jako vaporware,
tutaj w jednej chwili, a w następnej już jej nie ma. Nawet
jeśli ta strona powróci, czego będzie brakować i ile czasu
zajmie  jej  odnalezienie?  Czy  Internet  zostanie  poddany
lobotomii? Jeśli nie tym razem, to czy może się to zdarzyć w
przyszłości? Z pewnością.
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„NYT”  pozwał  OpenAI  i
Microsoft  za  używanie
artykułów  do  trenowania
sztucznej inteligencji

Dziennik „New York Times” poinformował w środę, że złożył
pozew  przeciwko  firmom  OpenAI  i  Microsoft  zarzucający  im
bezprawne wykorzystanie artykułów gazety do szkolenia swoich
chatbotów ChatGPT i Bing. Według dziennika, firmy wykorzystały
miliony tekstów, naruszając prawa autorskie, tworząc na ich
podstawie usługę, która konkuruje z gazetą. „NYT” domaga się
miliardów dolarów odszkodowania.

Jak napisali prawnicy dziennika w pozwie złożonym w sądzie
federalnym  Dystryktu  Południowego  Nowego  Jorku,  ChatGPT
i Bing – oba oparte na dużym modelu językowym (LLM) GPT-4
stworzonym  przez  OpenAI  –  zostały  „zbudowane  poprzez
kopiowanie  i  wykorzystywanie  milionów  artykułów  ‘Timesa’
objętych prawami autorskimi”.

„Podczas gdy pozwani byli zaangażowani w kopiowanie na szeroką
skalę z wielu źródeł, dali treściom ‘Timesa’ szczególną wagę
podczas budowy LLM, ujawniając preferencję, która dostrzega
wartość tych dzieł” – twierdzi gazeta w pozwie. Choć „NYT”
nie  postawił  konkretnej  kwoty  żądanego  odszkodowania,
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zaznaczono,  że  ubiega  się  o  „miliardy”  zadośćuczynienia,
argumentując, że stworzone przez OpenAI i Microsoft chatboty
stanowią  dla  gazety  konkurencję  jako  źródło  informacji.
Podkreślono, że kiedy ich użytkownik zapyta ChatGPT lub Binga
o jakieś wydarzenie, w odpowiedzi dostaje często treść opartą
na artykułach „NYT”.

Firmy nie udzieliły dotąd komentarza.

Nowojorska gazeta jest pierwszym amerykańskim medium, które
pozwało czołowe firmy tworzące sztuczną inteligencję w ten
sposób, choć wcześniej podobne pozwy złożyli m.in. pisarze
John Grisham i Jonathan Franzen, a także agencja fotograficzna
Getty. Ich dzieła również były wykorzystywane przez OpenAI,
Metę i Stability AI do budowy własnych modeli AI.

Jak  pisze  „NYT”,  do  złożenia  pozwu  dochodzi  po  fiasku
negocjacji między gazetą i koncernami na temat „polubownego
rozwiązania”  sporu  dotyczącego  potencjalnego  porozumienia
handlowego lub wytyczenia zasad użytkowania tekstów gazety.
W grudniu porozumienie z OpenAI zawarł koncern Axel Springer,
do którego należą m.in. portale Politico i Business Insider
(a także polski Onet) oraz gazety „Bild” i „Die Welt”. Wedle
umowy, ChatGPT może wykorzystywać treści z mediów koncernu
(także tych za płatnym paywallem) do szkolenia modelu, a także
w  odpowiedziach  na  pytania,  jednocześnie  podając  linki
do  artykułów.  W  zamian  OpenAI  ma  wspomóc  własne
przedsięwzięcia  Axela  Springera  w  dziedzinie  sztucznej
inteligencji.
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Śmiertelna  pułapka  internetu
czyha na dzieci. Pornografia.
Uzależnienie.  Cyber-przemoc.
Gry śmierci. Uwodzenie.

Sidła  zastawione!  Śmiertelna  pułapka  internetu  czyha  na
dzieci. Pornografia. Uzależnienie. Cyber-przemoc. Gry śmierci.
Uwodzenie.

Dzieci,  które  nie  umieją  jeszcze  bezpiecznie  korzystać  z
internetu, mogą wpaść w śmiertelną pułapkę.

Bardzo  aktualnym  przykładem  jest  tu  tragedia  12-letniego
Archiego  Battersbee,  który  stał  się  ofiarą  igrania  ze
śmiercią  podczas  tzw.  internetowego  wyzwania,  zwanego
„Blackout  Challenge”  (w  polskim  tłumaczeniu  „utrata
przytomności”). Do tej pory ta demoniczna zabawa kosztowała
życie już siedmioro dzieci. A to nie jedyny „wilczy dół”, do
którego mogą wpaść nasze pociechy, kiedy bez żadnej kontroli,
swobodnie serfują w sieci.

7  kwietnia  2022  roku  rodzice  znaleźli  Archiego  w  stanie
nieprzytomności.  Leżał,  bez  oznak  życia,  na  podłodze  w
rodzinnym  domu.  Zabrano  go  do  szpitala,  gdzie  lekarze
stwierdzili,  iż  mózg  nastolatka  uległ  bardzo  poważnym
uszkodzeniom  wskutek  niedotlenienia.  Dziecko  podłączono  do
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aparatury  podtrzymującej  życie.  Po  jakimś  czasie  dyrekcja
szpitala  podjęła  decyzję  o  odłączeniu  Archiego  od  tej
aparatury, gdyż zdaniem lekarzy pień mózgu umarł i chłopca nie
da się uratować. Rodzice nie zgadzali się z decyzją szpitala.
Podali sprawę do sądu, który rację przyznał jednak lekarzom.
Archiego 7 sierpnia odłączono od aparatury, niedługo po tym
przestał oddychać.   

Rozpoczęło  się  dochodzenie  jak  doszło  do  tej  tragedii.
Ostatecznie ustalono, że nastolatek dał się namówić do udziału
w tzw. „wyzwaniu”, upowszechnionym na portalu społecznościowym
Tik Tok. Wyzwanie to, zwane z angielska „Blackout Challenge”
(utrata  przytomności)  polega  na  możliwie  najdłuższym
wstrzymaniu  oddechu.  Wówczas  to  w  mózgu  pozbawionym  tlenu
powstają halucynacje, podobne do wizji narkotycznych. Kiedy
jednak człowiek zbyt długo nie oddycha, wówczas najpierw traci
przytomność, a potem umiera.

Do  tej  pory,  na  całym  świecie,  ujawniono  co  najmniej  7
przypadków  zgonów  dzieci,  które  „bawiły  się”  w  „Blackout
Challenge”.  Ich  rodzice  złożyli  pozwy  do  sądów  przeciwko
platformie  Tik  Tok,  oskarżając  ją  o  nie  zablokowanie
śmiercionośnego  challengu.  Szefowie  Tik  Tok  bronią  się
podając, iż zablokowano możliwość wyszukiwania hasła Blackout.
Gracze  znaleźli  jednak  tzw.  „obejście”.  Wyzwanie  „utrata
przytomności” nie jest bynajmniej pierwszym takim igraniem ze
śmiercią  za  pośrednictwem  internetu.  Wcześniejsze  grupowe
„wyciskanie” adrenaliny w mediach społecznościowych, też miało
tragiczne skutki.

Uzależnienie
Internet jest pełen pułapek i sideł zastawionych na dzieci,
nieświadomych czyhających tam na nie niebezpieczeństw. Samo
długotrwałe  przebywanie  w  odrealnionym,  cyfrowym  świecie
prowadzi do uzależnienia. Dziecko uzależnione od internetu,
traci  kontakt  z  rzeczywistością,  a  kiedy  pozbawi  się  go



dostępu do sieci, staje się agresywne. Czasem tak bardzo, iż
potrafi zranić, albo nawet zabić. Świeża jest tragedia, do
której  doszło  w  tym  roku,  w  domu  położonym  niedaleko
hiszpańskiego miasteczka Elche. Kiedy rodzice, z powodu złych
wyników  w  nauce,  odcięli  dostęp  do  internetu  swojemu  15-
letniemu synowi, ten wpadł w szał i zastrzelił całą swoją
rodzinę – rodziców i brata.

Skala problemu uzależnienia od bycia w sieci widoczna jest
chociażby  bo  gwałtownie  rosnącej  liczbie  psychiatrycznych
oddziałów odwykowych od interentu na całym świecie, również w
Polsce.  Ministerstwo  zdrowia  uruchomiło  niedawno  program
„Terapia  dla  dzieci  i  młodzieży  uzależnionych  od  nowych
technologii  cyfrowych”.  Już  12  dużych  ośrodków  zdrowia
psychicznego w całej Polsce bierze udział w tym programie.
Ośrodki te znajdują się na ogół w dużych miastach, takich jak
m.in. Warszawa, Wrocław, Białystok, Szczecin, Łódź, Toruń czy
Siemianowice Śląskie.

Pornografia
Jednym  z  największych  niebezpieczeństw  grożących  dzieciom,
poruszających się w sieci, jest wszechobecna tam pornografia,
która  bardzo  mocno  degeneruje  młode  umysły  i  szybko  je
uzależnia.  Według  badań  naukowych  mózg  dziecka  nie  jest
przygotowany na zmierzenie się z treściami pornograficznymi,
które czynią w nim wielkie spustoszenie. Te przedwczesne i
nieuporządkowane  doznania  seksualne,  mają  bardzo  negatywny
wpływ na późniejsze – życie dorosłe. – Osoby, które miały
wczesny  kontakt  z  pornografią,  np.  w  wieku  12  lat  bądź
wcześniej, o wiele częściej wskazują na problemy związane z
czerpaniem  satysfakcji  w  związku  małżeńskim  –  powiedział
podczas jednego z wykładów wybitny specjalista – dr hab. Piotr
Rzymski  z  Zakładu  Medycyny  Środowiskowej  na  Uniwersytecie
Medycznym w Poznaniu. Niestety te problemy są częstym powodem
rozbicia małżeństwa. Z danych statystycznych wynika również,
że osoby uzależnione od pornografii o wiele częściej, niż



osoby  nie  uzależnione,  dopuszczają  się  gwałtów  i  przemocy
wobec kobiet.

Rozwiązaniem dla rodziców są na pewno odpowiednie programy,
które blokują strony pornograficzne oraz tego rodzaju reklamy.
Jedną  z  najskuteczniejszych  takich  zapór  są  przeglądarki
internetowe, produkowane przez firmy profesjonalnie zajmujące
się tworzeniem programów antywirusowych. Pomysłowość naszych
dzieci jest jednak ogromna i potrafią one skutecznie poradzić
sobie z różnego rodzaju blokadami stron, dlatego nieodzowna
jest rodzicielska kontrola. Co jakiś czas trzeba zasiąść do
komputera naszej pociechy i sprawdzić czy wszystko jest w
porządku, bo bez tego zdrowego monitoringu, nasza pociecha
może stać się dla nas ciężkim utrapieniem. Wystarczy, że same
naturalne  przemiany  rozwojowe  w  wieku  nastoletnim  są  dla
rodziców  poważnym  wyzwaniem,  po  co  więc  sobie  jeszcze
dokładać.  Pewien  mądry  i  wesoły  człowiek  powiedział  „Kto
przeżyje  trudy  wieku  nastoletniego  swoich  dzieci  –  temu
czyściec będzie darowany”. I tej nadziei się trzymajmy.

Gry śmierci
Inną „toksyną” związaną z komputerem, grasująca nie tylko w
przestrzeni internetu, są agresywne gry komputerowe. Pełno w
nich przemocy, krwawych i brutalnych scen. Oglądnie, a do tego
jeszcze uczestnictwo w zabijaniu na ekranie, wulgarny język
gier,  nie  może  pozostać  bez  negatywnego  wpływu  na  umysły
graczy.  Cyfrowe  gry  są  coraz  bardziej  nasycone  wszelkiego
rodzaju dewiacjami i agresją. Ich bohaterowie to przeważnie
seryjni  mordercy,  psychopaci,  zombi,  wampiry  i  demony.
Godziny, które gracze spędzają w takim ciemnym towarzystwie,
na pewno im nie służą. Jak mówi stare, mądre przysłowie „Z kim
przestajesz takim się stajesz”.  

Kiedy któregoś razu odwiedzałem kuzyna, wszedłem do pokoju
jego nastoletnich synów, żeby się z nimi przywitać. Obaj grali
właśnie na komputerze w bardzo drastyczną grę. Gdy zobaczyłem



na ekranie monitora skalę okrucieństwa i przemocy, aż zimny
pot  mnie  oblał.  Poczułem  się  jakbym  znalazł  się  nagle  w
przedsionku piekła. Zapytałem chłopaków jak mogą na to patrzeć
i to wiele godzin. Jeden z nich odpowiedział ze spokojem „To
tylko  gra”.  Jak  muszą  być  znieczulone  sumienia  osób
uczestniczących  w  tych  cyfrowych  igrzyskach  śmierci?  Jak
stępiona ludzka wrażliwość?  

Uwodzenie
Dla pedofilów sieć internetowa stała się siecią, którą łowią
dzieci.  Te  szatańskie  łowy  doczekały  się  nawet  swojej
anglojęzycznej  nazwy  –  grooming.  Pedofil  tworzy  profil  na
ulubionym portalu społecznościowym upatrzonej ofiary. Podaje
się tam za dziecko, najlepiej rówieśnika osoby małoletniej,
którą chce skrzywdzić. Zwyrodnialec obserwuje ofiarę, stara
się zdobyć jej zaufanie poprzez przyjazne rozmowy, wysyłanie 
swoich fałszywych zdjęć. Wszystko to, aby wyłudzić od dziecka
jego  adres  zamieszkania  lub  szkoły.  Kiedy  mu  się  to  uda,
wówczas może już uderzyć.

Cyberprzemoc
Agresja w internecie przejawia się na wiele sposobów i ma
wiele  imion.  Trollowanie  to  różnego  typu  nieprzyjazne
zachowania  wobec  innych  użytkowników  portali
społecznościowych, prowadzone w celu rozbicia ich dyskusji.
Flamingiem  nazywa  się  sprowadzanie  rozmowy  do  tonu  jak
najbardziej agresywnego i wulgarnego. Doskonale znany hejt to
obraźliwe, nienawistne wypowiedzi kierowane wobec innych osób.
Można  by  tu  jeszcze  długo  wymieniać  te  angielskie  imiona
nienawiści,  obecnej  w  sieci.  Ale  może  lepiej  sobie  tego
oszczędźmy. Dość powiedzieć, że przemoc w internecie nie jest
wirtualna, ale realna. Do tego stopnia, że potrafi zabić.

Mój przyjaciel, opowiedział mi historię dziewczyny o bardzo
kruchej psychice, która po zawodzie miłosnym, targnęła się na



swoje życie. Odratowano ją. Przeszła terapię, stanęła na nogi.
Zdawało się, że poukłada sobie życie. Niestety internetowi
hejterzy przypuścili na nią atak. Jeden z tych nienawistników
napisał „jest nieudacznikiem, nawet samobójstwa nie potrafi
popełnić”.  To  było  jak  kamieniowanie.  Policja  podała  w
komunikacie,  że  druga  próba  samobójcza  była  niestety
skuteczna. Ale tak naprawdę to nie ona się zabiła – zabiła ją
ludzka nienawiść, zwana internetowym hejtem.

Nie pozostawiajmy dzieci samych z
cyfrową hydrą
Najnowsze badania wskazują, że współczesny rodzic jest bardzo
często nieobecny w cyber świecie swojego dziecka. W 60 proc.
domów  rodzice  nie  stawiają  dzieciom  żadnych  granic  w
korzystaniu z internetu, a wiadomo, że dzieci same sobie tych
granic nie postawią.  Siedzą, czy leżą godzinami ze wzrokiem
utkwionym w ekran monitora lub smartfona. Trwanie w takim
bezruchu jest częstym powodem nadwagi, lub innej skrajności –
niedowagi, gdyż dziecko urzeczone wirtualną rzeczywistością,
nie da rady oderwać się od niej, nawet na posiłek. Brak ruchu,
świeżego  powietrza  prowadzi  do  utraty  zdrowia,  osłabienia
odporności. Wady wzroku to obecnie wśród dzieci i młodzieży
prawdziwa plaga, a to też efekt obciążania wzroku gapieniem
się w ekran z bliskiej odległości. Kolejnym „efektem ubocznym”
braku ograniczania przez rodziców czasu, które dzieci spędzają
przy monitorach, jest brak snu naszych pociech. Niewyspanie
odbija  się  niezdrowa  czkawką  w  postaci  braku  zdolności
koncentracji,  co  prowadzi  do  słabych  wyników  w  nauce  i
wzmożonej nerwowości, a nawet depresji i nerwic.

Warto więc znaleźć czas dla dziecka. Nie wykręcać się sianem,
że muszę dużo pracować, zarabiać, mam inne obowiązki. Jeżeli
nie znajdziemy czasu dla dziecka, to możemy je – stracić. Cóż
wówczas  będą  znaczyły  nasze  pieniądze,  praca  i  obowiązki?
Przecież  czas  przeżyty  z  osobą  bliską,  to  czas  najlepiej



przeżyty. Postarajmy się więc wyrwać swoje dziecko, choć na
krótki czas, ze świata wirtualnego i zainteresować go światem
realnym, który jest bez porównania piękniejszy i ciekawszy.
Mogą  w  tym  pomóc  wspólne  spacery,  sporty,  gry,  zabawy  na
świeżym powietrzu, w otoczeniu przyrody. Dobrze jest też pomóc
dziecku  w  odkrywaniu  jego  talentów  i  zachęcić,  aby  je
rozwijało. Wspólne, dobre spędzanie czasu razem z dzieckiem
buduje  zdrową  relację,  która  jest  podstawą,  do  tego,  aby
dziecko nie bało się nam powiedzieć o swoich problemach i
radościach, również do tego, aby wysłuchało naszej opowieści o
Stwórcy, świecie i prawdziwym sensie życia. 

Adam Białous

Popularne  nagranie  z
lockdownu  w  Szanghaju
wystawia  na  próbę  chińską
cenzurę

22 kwietnia w ściśle kontrolowanym chińskim internecie wybuchł
protest, gdy użytkownicy mediów społecznościowych przez wiele
godzin  walczyli  z  cenzurą,  by  rozpowszechnić  film
przedstawiający  wypowiedzi  mieszkańców  nagrane  podczas
trwającego w Szanghaju lockdownu.
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Sześciominutowy  film  zatytułowany  „Głos  kwietnia”  był
blokowany niedługo po tym, jak pojawiał się w komunikatorze
WeChat i na platformie mikroblogowej Weibo. Na obu popularnych
platformach społecznościowych z dużą skutecznością ograniczano
bezpośrednie linki do materiału filmowego.

Chińczycy  znajdowali  jednak  kreatywne  sposoby  na  ponowne
zamieszczenie filmu, na przykład zmieniając jego nazwę lub
umieszczając kody QR na pozornie niepowiązanych zdjęciach, aby
nakierować  innych  ludzi  do  pobrania  go  z  serwisów
przechowujących  dane  w  chmurze.

Również  w  tym  przypadku  kopie  te  szybko  stawały  się
niedostępne.  Hashtagi  z  ogólniejszymi  hasłami,  takimi  jak
„kwiecień”  i  „cisza  w  Szanghaju”,  były  usuwane  z  Weibo,
ponieważ zbuntowani użytkownicy sieci wciąż znajdowali sposoby
na ominięcie cenzury i rozpowszechnianie informacji o trudnej
sytuacji mieszkańców Szanghaju objętych ścisłym lockdownem.

Film  rozpoczyna  się  od  nagrań  audio  z  wypowiedziami
szanghajskich urzędników z dwóch dziennych briefingów w marcu,
kiedy mówili, że nie planują zamknięcia całego miasta.

„Nie możemy [zamknąć miasta]” – twierdził jeden z urzędników.
„Ponieważ  Szanghaj  jest  domem  nie  tylko  dla  mieszkańców
Szanghaju. Nasze miasto odgrywa ważną rolę w krajowym rozwoju
gospodarczym i społecznym”.

Zaledwie  jeden  dzień  później  władze  Szanghaju  gwałtownie
zmieniły  kurs  i  ogłosiły  dwuetapowy  plan  lockdownu,
który rozpoczął się 28 marca. To, co początkowo miało być
ośmiodniowym  lockdownem,  rozciągnęło  się  do  pięciu  tygodni
i trwa nadal.

Ten czarno-biały film przedstawia obraz widziany z lotu ptaka,
milczące drapacze chmur i puste ulice miasta, jednocześnie
chronologicznie  odtwarzanych  jest  ponad  20  nagrań  audio
z wypowiedziami mieszkańców, którzy opisują swoją sytuację.



Słychać:  płacz  niemowląt,  które  siłą  odebrano  rodzicom;
kierowcę  ciężarówki,  który  dobrowolnie  dostarczył
zaopatrzenie,  mówiącego,  że  później  utknął  w  mieście
bez jedzenia i wody; syna mówiącego, że jego ciężko choremu
ojcu  odmówiono  opieki  szpitalnej;  mieszkańców  zamkniętych
wspólnot  domagających  się  dostawy  żywności  oraz  kobietę
opisującą  niewykończone  miejsce  kwarantanny,
do  którego  została  wysłana.

„W ciągu miesiąca od wybuchu epidemii w Szanghaju widziałem
wiele wypowiedzi w internecie, a większość z nich wkrótce
potem  zniknęła”  –  napisał  autor  filmu  w  piątkowym  poście
na WeChat. „Ale niektóre rzeczy nie powinny były się wydarzyć
i nie powinny zostać zapomniane”.

W  jednym  z  niewielu  ciepłych  momentów  udokumentowanych
na  filmie,  starszy  mężczyzna  wysyła  jedzenie  pracownikom,
którzy utknęli w tym samym budynku.

„Ten wirus nas nie zabije, ale głód tak” – mówi.

„Wyzdrowiej szybko, Szanghaju” – czytamy na końcu filmu.

Większość historii z filmu została rozpowszechniona w mediach
społecznościowych.  Wielu  mieszkańców,  zamkniętych  w  swoich
pokojach, pisało na Weibo, prosząc o pomoc i wyrażając swoją
frustrację.

Choć nie jest to pierwsze nagranie dokumentujące życie podczas
lockdownu, które zostało usunięte przez chińskich cenzorów,
takiego przypływu społecznych emocji nie widziano od czasu
śmierci  chińskiego  informatora  Li  Wenlianga.  Lekarza,
który ostrzegał w mediach społecznościowych przed nową formą
zapalenia płuc i został upomniany przez policję za „szerzenie
plotek” pod koniec 2019 roku, a później sam zmarł na wirusa.
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Szanghaj zbliża się do piątego tygodnia lockdownu i końca tego
nie widać.

Jednak  surowe  środki  ograniczające  nie  zdołały  jak  dotąd
powstrzymać  wybuchu  epidemii  w  mieście,  wywołanej  szybko
rozwijającym  się  wariantem  omikron.  W  ciągu  ostatnich  24
godzin 24 kwietnia w Szanghaju odnotowano około 21 000 nowych
przypadków,  choć  oficjalne  dane  są  coraz  częściej
kwestionowane przez mieszkańców i ekspertów, biorąc pod uwagę
historię  bagatelizowania  i  ukrywania  przez  chiński  reżim
informacji o epidemiach COVID-19 w całym kraju.

24  kwietnia  władze  zaostrzyły  środki  kontroli,  wznosząc
metalowe bariery wokół osiedli, aby ograniczyć przemieszczanie
się  ludzi.  Wokół  wielu  osiedli  mieszkaniowych,
w których chociaż jedna osoba uzyskała pozytywny wynik testu
na COVID-19, zainstalowano dwumetrowe ogrodzenia.

Źródło: The Epoch Times
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Kolczasty  drut  polskiej
cenzury

Od dłuższego czasu (co najmniej od 26 lutego) portal „Myśli
Polskiej” dostępny jest wyłącznie przy zastosowaniu VPN lub
innych, sugerowanych przez informatyków obejść. Utrudnienia w
dostępie  do  niego  związane  są  z  uruchomieniem  mechanizmów
cenzury,  choć  na  temat  prawno-formalnych  aspektów
podejmowanych przeciwko wolności słowa w Polsce działań wiemy
niewiele.  Dowiadujemy  się  tymczasem,  że  na  liście
cenzurowanych w Internecie mediów pojawiają się nowe tytuły, w
tym ostatnio serwis wRealu24.

Prawo bezprawia
Wiele lat temu, w ustawie Prawo telekomunikacyjne z 16 lipca
2004 roku, choć Internet nie był wówczas tak istotnym środkiem
przekazu  jak  dziś,  pojawiła  się  już  możliwość  arbitralnej
cenzury. Art. 180 ust. 1 wspomnianej ustawy stanowi od tamtego
czasu, że „Przedsiębiorca telekomunikacyjny jest obowiązany do
niezwłocznego  blokowania  połączeń  telekomunikacyjnych  lub
przekazów  informacji,  na  żądanie  uprawnionych  podmiotów,
jeżeli połączenia te mogą zagrażać obronności, bezpieczeństwu
państwa oraz bezpieczeństwu i porządkowi publicznemu, albo do
umożliwienia  dokonania  takiej  blokady  przez  te  podmioty”.
Wydaje się, że intencja tego zapisu była nieco odmienna od
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https://isap.sejm.gov.pl/isap.nsf/download.xsp/WDU20041711800/T/D20041800L.pdf


jego cenzorskiego wymiaru, stosowanego obecnie. Furtka została
jednak otwarta.

Podmioty  uprawnione  do  zażądania  wprowadzenia  blokady
niektórych  stron  internetowych  od  dostawców  Internetu  to,
według  ustawy,  Policja,  Biuro  Nadzoru  Wewnętrznego,  Straż
Graniczna,  Służba  Ochrony  Państwa,  Agencja  Bezpieczeństwa
Wewnętrznego,  Służba  Kontrwywiadu  Wojskowego,  Żandarmeria
Wojskowa,  Centralne  Biuro  Antykorupcyjne  i  Krajowa
Administracja Skarbowa (art. 179 Prawa telekomunikacyjnego).
Praktyka  funkcjonowania  państwa  polskiego  wskazuje,  że
najpewniej  w  przypadku  obecnych  działań  cenzorskich  takim
podmiotem jest bezpieka z siedzibą przy ulicy Rakowieckiej w
Warszawie.

To właśnie ta instytucja ma również w ręku inne instrumenty
cenzorskie, przede wszystkim wynikające z aktualnego brzmienia
art. 32c ust. 1 ustawy o Agencji Bezpieczeństwa Wewnętrznego
oraz Agencji Wywiadu. Z kolei ono wynika z ustawy z 10 czerwca
2016 roku o działaniach antyterrorystycznych. Przypomnijmy, że
jej projekt został przegłosowany kilka miesięcy po przejęciu
władzy  przez  Prawo  i  Sprawiedliwość  w  2015  roku,  przy
wsparciu  Pawła  Kukiza  i  jego  ówczesnych  przybocznych.

Jak czytamy we wspomnianym artykule ustawy, szef ABW złożyć
może, kontrasygnowany uprzednio przez Prokuratora Generalnego,
wniosek o zablokowanie dostępu do stron internetowych, które,
jego   zdaniem,  mają  „związek  ze  zdarzeniem  o  charakterze
terrorystycznym  lub  określonych  usług  teleinformatycznych
służących  lub  wykorzystywanych  do  spowodowania  zdarzenia  o
charakterze terrorystycznym”. Sformułowania nader mgliste, zaś
w  świetle  uznawania  przez  niektóre  organy  nawet
przedstawicielstw  dyplomatycznych  niektórych  krajów  za
podmioty związane z terroryzmem, dowolność ich interpretacji
zależy  wyłącznie  od  widzimisię,  antypatii,  sympatii  oraz
politycznych  zleceń  naczelnika  bezpieki.  O  kolejnych
przedłużeniach blokowania stron internetowych decydować ma w
składzie jednoosobowym, na posiedzeniu niejawnym Sąd Okręgowy

https://isap.sejm.gov.pl/isap.nsf/download.xsp/WDU20020740676/U/D20020676Lj.pdf
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w Warszawie. I tu pojawiają się co najmniej trzy elementy
wskazujące na zagrożenie fikcyjnością owej kontroli sądowej.
Pierwszy ma charakter polityczny; prezesem Sądu Okręgowego w
Warszawie, do którego trafia większość spraw o charakterze
politycznym w państwie PiS jest od 2020 roku Piotr Schab,
jeden z sędziów lojalnych wobec Ministerstwa Sprawiedliwości i
jego aktualnej polityki. Drugi – psychologiczny: orzekanie pod
naciskiem służb specjalnych, w trybie wydawanego w składzie
jednoosobowym postanowienia to naturalna, dodatkowa presja na
sędziego,  szczególnie  w  systemie  autorytarnym.  Trzeci  to
aberracja  prawna:  w  myśl  obowiązujących  przepisów  wydawca
zablokowanej strony internetowej nie jest nawet o blokadzie
informowany, wszystko ma charakter ściśle tajny, a on sam
pozbawiony jest możliwości zaprezentowania swoich argumentów
podczas  posiedzeń  sądu  w  jego  przecież  sprawie.  Ścieżką
odwoławczą  dysponuje  zaś  wyłącznie  ABW  i  prokuratura,  na
wypadek, gdyby któryś z sędziów jednak zdecydował się wydać
postanowienie wbrew polityczno-bezpieczniackim sugestiom.

Wszystkie  przytoczone  wyżej  przepisy  powodują,  że  prawa
konstytucyjne  obywateli  i  podmiotów  podlegających  cenzurze
przestają  mieć  jakiekolwiek  znaczenie.  Chodzi  tu  przede
wszystkim o art. 45 ustawy zasadniczej gwarantujący każdemu
prawo do sądu oraz art. 77 ust. 2, który stanowi, że „ustawa
nie może nikomu zamykać drogi sądowej dochodzenia naruszonych
wolności  i  praw”.  Jak  się  okazuje,  jeśli  polityczne
kierownictwo  służb  bezpieczeństwa  uzna,  że  ktoś  stanowi
zagrożenie  dla  państwa  (a  dokładniej  –  dla  linii  partii
rządzącej i rządu), konstytucyjnymi gwarancjami cieszyć się
nie może. A o wszystkim zadecyduje funkcjonariusz bezpieki z
Rakowieckiej, nadgorliwy z własnej inicjatywy, bądź wykonujący
polityczne dyspozycje swego partyjnego patrona.

Nie zmienia to faktu, że w Polsce również dobrze wszystko
odbywać może się „bez żadnego trybu”, jak mawiał z trybuny
sejmowej prezes rządzącego ugrupowania. Nie wiemy jak było w
przypadku  aktualnych  działań  cenzorskich.  Być  może  nie

https://www.rp.pl/sady-i-trybunaly/art420131-rzecznik-dyscyplinarny-piotr-schab-prezesem-sadu-okregowego-w-warszawie


zawracano  sobie  głowy  spełnianiem  jakichkolwiek  wymogów
formalnych.

Kwestia politycznej celowości
Zarówno portal „Myśli Polskiej”, jak i inne, które podlegały w
ostatnim  okresie  działaniom  cenzorskim,  notabene  wprost
zakazanym przez wspomnianą Konstytucję, nie stanowiły i nie
stanowią głównego nurtu w polskiej przestrzeni informacyjnej.
Są raczej głosami intelektualnych dysydentów, na dodatek nie
mających  żadnych  aspiracji  partyjno-wyborczych,  czyli
bezpośrednio nie zagrażających istniejącemu systemowi.

Pojawia  się  wobec  tego  pytanie,  bardzo  trudne,  jak  się
przekonamy,  o  rzeczywiste  motywacje  stosowania  działań
cenzorskich przez bezpiekę i organy władzy. Skoro krytyczna
myśl  nie  stanowi  na  obecnym  etapie  żadnego  politycznego
zagrożenia dla klasy politycznej, po co zaprzątać sobie głowę
jej blokowaniem, które – chcąc nie chcąc – prowadzi wyłącznie
do wzrostu zainteresowania czytelników niezależnymi mediami?

Odpowiedzi na to pytanie może być kilka, przy czym żadna z
nich  nie  napawa  optymizmem.  Znając  poziom  intelektualny  i
etyczny  bezpieki,  uznać  możemy,  że  to  samowolne,
nieskoordynowane  inicjatywy  jej  co  mniej  lotnych
funkcjonariuszy. W takim przypadku można przyjąć, że jakaś
grupa przy ulicy Rakowieckiej z braku lepszych zajęć i z chęci
przypodobania się swoim politycznym mocodawcom zdecydowała się
na  ruchy  całkowicie  sprzeczne  z  logiką,  ale  dające  się
sprzedać  zwierzchnikom  jako  „skuteczna”  walka  z  tzw.
dezinformacją (w rzeczywistości z krytycznymi opiniami) czy
obcą  rządzącym  narracją,  szczególnie  w  sprawach  polityki
zagranicznej.  Jeśli  tak  istotnie  jest,  byłoby  to  kolejnym
świadectwem kompletnej nieudolność polskich służb specjalnych,
które zamiast zajmować się niewątpliwie istniejącymi poważnymi
zagrożeniami dla bezpieczeństwa państwa, umilają sobie czas
polowaniem na „nieprawomyślność” w Internecie.



Druga opcja jest jeszcze bardziej przygnębiająca od pierwszej.
Zakłada  bowiem,  że  polityczne  kierownictwo  obecnych  służb
cierpi nie tylko z powodu poważnych deficytów intelektualnych,
lecz  także  za  przyczyną  różnego  rodzaju  fobii,
uniemożliwiających jakikolwiek trzeźwy osąd sytuacji. W tym
przypadku założyć możemy, że jakiś niewydarzony polityk składa
donos  (specjalność  Polaków  w  ostatnich  latach)  w  sprawie
rzekomego zagrożenia bezpieczeństwa przez obecne w Internecie,
„wywrotowe”  w  jego  przekonaniu  treści,  bezpieka  posłusznie
wykonuje otrzymane instrukcje. I nawet, gdyby uważała je za
głupie i nieracjonalne, nie odważy się im sprzeciwić. Wszak
los  jej  funkcjonariuszy,  biorąc  pod  uwagę  fale  kolejnych
weryfikacji i czystek, wisi każdego dnia na włosku.

Trzecia  teoria  bazuje  na  stwierdzeniu  całkowitego  braku
suwerenności  władz  polskich.  Zakładać  trzeba  wtedy,  że
instrukcje  dotyczące  wprowadzenia  mechanizmów  cenzury
przychodzą z zewnątrz. Albo od rezydenta służb amerykańskich
ukrytego wśród personelu dyplomatycznego Stanów Zjednoczonych
lub Wielkiej Brytanii w Warszawie, albo – to jeszcze prostsze
wyjaśnienie  –  od  oficerów  Służby  Bezpieczeństwa  Ukrainy,
wielokrotnie już kierujących de facto  działalnością polskich
służb specjalnych, choćby w słynnej sprawie Sławomira Nowaka.
Centrala decyzyjna znajdowałaby się przy takim założeniu nie w
stolicy  Polski,  lecz  w  Waszyngtonie,  Londynie  czy  nawet
Kijowie. Straszne? Owszem. Nieprawdopodobne? Nie do końca.

Jest  jeszcze  wyjaśnienie  z  gatunku  tych  bardziej
optymistycznych. Być może tęgie analityczne głowy w polskich
kręgach władzy doszły do wniosku, z pomocą innych tęgich głów
z zagranicy, że za jakiś czas dojdzie do przewartościowania
poglądów  społeczeństwa  na  wiele  spraw,  w  tym  dotyczących
polityki wschodniej. Być może uznano, że przewartościowania te
doprowadzą  do  wzrostu  potencjału  informacyjnego  mediów
opozycyjnych,  konsekwentnie  krytycznych.  A  potencjał  ten  z
kolei  może  przynieść  przetasowania  na  scenie  partyjnej  w
przyszłości,  będąc  tym  samym  śmiertelnym  zagrożeniem  dla



obecnej  klasy  politycznej  i  jej  zewnętrznych  patronów.
Postanowiono w tej sytuacji działać prewencyjnie, zdusić w
zarodku tendencje do racjonalnego myślenia, zanim rozleją się
one  szerzej  w  społeczeństwie.  Jedynym  minusem  przyjęcia
takiego  scenariusza  byłby  fakt,  że  my  sami  nie  potrafimy
docenić  drzemiącego  w  naszych  Czytelnikach  i  środowiskach
potencjału.

Może  być  tak  (najczęściej  tak  w  rzeczywistości  społecznej
właśnie  bywa),  że  w  każdej  z  powyższych  prób  wyjaśnienia
ostatnich wydarzeń, jest jakieś ziarno prawdy. A z drugiej
strony,  być  może  jednak  wszystkie  one  są  fałszywe,  a
rzeczywistość jest dużo straszniejsza niż nam się wydaje. Czas
pokaże.

Informacyjne podłoże dla anty-Rosji
Pobieżny przegląd stron internetowych w języku rosyjskim, nie
tylko tych rządowych i powiązanych z Moskwą, pokazuje, że
cenzura  w  Polsce  objęła  również  cały  szereg  mediów
rosyjskojęzycznych.  Są  wśród  nich  także  media  prywatne,  a
nawet  te  znajdujące  się  w  ostrożnej  opozycji  wobec  władz
rosyjskich.  Z  jakich  przyczyn  uznano  je  za  równie
niebezpieczne,  co  portal  „Myśli  Polskiej”?

Musi to naprawdę zastanawiać, i to głęboko. Według badań z
2015 roku (TNS Polska), językiem rosyjskim włada biegle 3%
Polaków. Rzeczywisty odsetek może być jeszcze mniejszy; po
pierwsze, w wyniku tendencji do zawyżania swoich kompetencji w
ankietach; po drugie – od wspomnianego badania minęło siedem
lat, a trendy językowe i demograficzne w tym czasie działały
raczej  na  niekorzyść  najważniejszego  z  języków
wschodniosłowiańskich.

Strony  rosyjskich  mediów  publicznych  zablokowane  zostały  w
wyniku skoordynowanej akcji cenzorskiej całego tzw. Zachodu
(za wyjątkiem, co ciekawe, Stanów Zjednoczonych). Pozostałe
portale  zostały  wszakże  zablokowane  z  inicjatywy  polskiej.

https://serwisy.gazetaprawna.pl/edukacja/artykuly/1111366,jakie-jezyki-obce-znaja-polacy.html


Nietrudno to sprawdzić. Wystarczy zastosować aplikację VPN, by
przekonać się, że są one dostępne z terytoriów większości
krajów  Unii  Europejskiej.  W  naszym  kraju  niemal  wszystkie
zostały ocenzurowane.

Ich  czytelnikami  nie  byli  z  pewnością  nie  znający  języka
rosyjskiego Polacy. Nawet, jeśli uznamy, że 2-3% z nich ma
odpowiednie umiejętności językowe, można chyba założyć, że nie
spędzałoby to snu z powiek polskiej klasy politycznej. Dlatego
coraz bardziej uprawniona staje się teza, że cenzura mediów
rosyjskojęzycznych  stosowana  jest  nie  z  uwagi  na  ich
potencjalnie „wywrotowy” wpływ na obywateli polskich, a raczej
po to, by nie sięgała po nie kilkumilionowa rzesza żyjących
dziś w Polsce Ukraińców, z reguły rosyjskojęzycznych lub co
najmniej dwujęzycznych.

Może to być planowe pozbawienie ich dostępu do przestrzeni
informacyjnej  alternatywnej  i  równoległej  wobec  tej,  która
kreowana jest przez media ukraińskie i w niemałym stopniu
również polskie (w ich ukraińskojęzycznych edycjach). Po co?
Przy założeniu, wcale nie tak nieprawdopodobnym, że w wyniku
wojny na Ukrainie osiągnięte zostaną przynajmniej częściowo
cele polityczne i ideologiczne zadeklarowane na wstępie przez
Moskwę, anty-Rosja, którą był w ostatnich latach koordynowany
przez tzw. Zachód projekt ukraiński przemieści się na nasze
terytorium.  Przesunięcie  ludności  ukraińskiej  (migrantów,
uchodźców)  może  mieć,  jak  twierdzi  choćby  Grzegorz  Braun,
charakter  planowego  przemieszczenia  ludności,  swoistej
operacji  narodowościowej  i  demograficznej.  W  takim  wypadku
odpowiednie służby czuwać muszą i już to robią, by Ukraińcy
osiedlający  się  w  Polsce  nie  ulegali  wpływom  przekazów
alternatywnych, krytycznych wobec projektu anty-Rosja, który
przecież mają tym razem na naszym terytorium współtworzyć.
Nawet wyrywkowe rozmowy z wieloma z nich pokazują, że poziom
ich  zainteresowania  polityką  jest  obecnie  nikły.  Owszem,
sięgają  po  media  rosyjskie,  lecz  raczej  poszukują  tam
materiałów nie związanych z wojną czy geopolityką. Trzeba ich



zatem  ukształtować,  by  mogli  odegrać  swą  rolę.  I  usunąć
wszystkie przeszkody na drodze do formowania ich umysłów. Bez
ukraińskich budowniczych trudno bowiem będzie o skonstruowanie
i legitymizację anty-Rosji w Polsce.

Kwestia szacunku
Filozofia współczesnej cenzury polega na starym jak świat,
pesymistycznym oglądzie natury ludzkiej. Choć może nie warto
bawić się tu w eufemizmy: zwulgaryzowane współczesne ujęcie,
tradycyjnego niegdyś dla konserwatystów, założenia o ułomności
poznawczej  i  intelektualnej  człowieka  zakłada,  że  wszyscy
jesteśmy kretynami, wdzięcznymi obiektami cudzych manipulacji,
niezdolnymi  do  krytycznego  myślenia  troglodytami.  Poddawani
jesteśmy zatem procesowi infantylizacji. Dzieciom zabrania się
przecież  korzystania  z  niektórych  przyjemności  w  imię  ich
własnego dobra. Podobnie nam próbuje zakazywać się sięgania po
te opinie, informacje czy oceny, które nie wykazują zbieżności
z narracją klasy politycznej.

Filozofia  ta  zakłada  całkowity  brak  szacunku  dla  każdego
obywatela. Jest też niebezpiecznym precedensem, bo skoro dziś
zabrania  nam  się  czytać  i  oglądać  te  treści,  które  sami
wybieramy, jutro ktoś może uznać, że w imię bezpieczeństwa
państwa  trzeba  pozbawić  nas  prawa  głosowania  w  wyborach.
Chronić nas przed samymi sobą i ryzykami wolności, odmówić nam
prawa do krytycznej oceny rzeczywistości, a na koniec zamknąć
w barakach neoliberalno-atlantyckiego obozu koncentracyjnego.
Obozu, w którym wprawdzie będzie telewizor i Internet, lecz
zakres dostępnych przekazów wahać będzie się między w zasadzie
jednolitą treścią przekazu TVP i TVN, „Gazety Polskiej” i
„Newsweeka. Polska”.

Dlatego dziś to VPN i inne proponowane przez informatyków
rozwiązania  pozwolą  nam  uniknąć  zamknięcia  za  zasiekami
informacyjnej blokady. To ważne, tym bardziej, że myślenie i
krytycyzm są w czasach tak trudnych, jak obecne, czymś wręcz



niezastąpionym.

Mateusz Piskorski

Wygenerowani  przez  sztuczną
inteligencję  „ludzie”
rozpowszechniają
antyzachodnie  i  pro-KPCh
opinie  w  mediach
społecznościowych

Ogromna  prochińska  sieć  „spamuflażu”  wykorzystywana  jest
w  mediach  społecznościowych  do  zniekształcania
międzynarodowego  postrzegania  ważnych  kwestii,  takich  jak
amerykańskie  prawo  dotyczące  broni,  COVID-19
oraz  dyskryminacja  rasowa,  o  czym  w  najnowszym  raporcie
poinformowało Centre for Information Resilience (CIR).

Przedstawiona  w  raporcie  taktyka  polega  na  wykorzystywaniu
rozległej  sieci  wygenerowanych  komputerowo  „ludzi”
do  promowania  narracji  Komunistycznej  Partii  Chin  (KPCh)
i  dyskredytowania  Zachodu,  zwłaszcza  Stanów  Zjednoczonych.
Boty i fałszywe profile użytkowników są używane na Twitterze,
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Facebooku, Instagramie i YouTubie, jak wynika z opublikowanego
5  sierpnia  (PDF)  raportu  CIR.  Centre  for  Information
Resilience to niezależna organizacja non profit, której celem
jest przeciwdziałanie dezinformacji.

W  raporcie  stwierdzono  ponadto,  że  użytkownicy,
którzy  zamierzają  prowadzić  otwartą,  uczciwą  dyskusję  lub
szukają  rzetelnych  opinii  na  platformach  społecznościowych,
nie będą deliberować, gdy natrafią na wypowiedzi botów.

Boty są prawie nie do odróżnienia od prawdziwych ludzi. Choć
sprawiają  wrażenie,  jakby  były  ludźmi,  to  są  po  prostu
generowane  przez  najnowocześniejszą  sztuczną  inteligencję
(SI).  W  raporcie  zauważono  również,  że  niektóre  konta
użytkowników  należały  wcześniej  do  prawdziwych  ludzi
i  nie  zostały  stworzone  na  potrzeby  sieci,  ale  zostały
przejęte  przez  boty  w  celu  przeprowadzania  kampanii
propagandowych  KPCh  w  internecie.

CIR znalazło ponad 350 fałszywych kont, które posługują się
pełnymi  negatywnego  nastawienia  memami  lub  długimi  blokami
tekstowymi.  Ich  celem  jest  zarówno  wzmocnienie  spekulacji
na temat amerykańskiego podejścia do kwestii COVID-19, jak
i wywołanie u internautów wzburzenia w związku z dyskryminacją
oraz przemocą z użyciem broni w Stanach Zjednoczonych. Posty
te są w języku angielskim i chińskim.

Niektóre  konta  rozpowszechniają  treści  wizualne,  takie  jak
kreskówki  i  filmy  wideo,  aby  osiągnąć  pewne  cele:  zasiać
wątpliwości odnośnie do twierdzeń rządu Stanów Zjednoczonych
na  temat  wirusa  KPCh,  powszechnie  znanego  jako  nowy
koronawirus, który pochodzi z laboratorium w Wuhan, lub aby
odpierać zarzuty dotyczące łamania praw człowieka w chińskim
regionie  Xinjiang  oraz  szerzyć  dezinformację  na  temat
przebywającego  na  emigracji  chińskiego  miliardera  Guo
Wengui  i  wirusolog  z  Hongkongu  Li-Meng  Yan.

Posty stworzone przez boty są echem osób publicznych z Pekinu,
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w  tym  redaktora  naczelnego  tuby  medialnej  KPCh  –  „Global
Times”  oraz  rzeczników  Departamentu  Informacji  Ministerstwa
Spraw Zagranicznych Chińskiej Republiki Ludowej.

„Nasze badania pokazują dowody na celowy wysiłek w kierunku
zniekształcenia  międzynarodowego  postrzegania  istotnych
kwestii  –  w  tym  przypadku,  na  korzyść  Chin”  –  powiedział
Benjamin Strick, autor raportu.

CIR prowadziło swoje badania, szukając wzorców w niektórych
hashtagach używanych na portalach społecznościowych. Znaleźli
skupiska kont konsekwentnie podbijających treści i hashtagi
z  głównego  konta.  CIR  napisało,  że  wskaźnik  komentarzy,
retweetów  i  polubień  jest  „bardzo  nieprawdziwy”.  Poprzez
namierzenie  centralnego  posta,  badacze  mogą  zidentyfikować
więcej komentarzy.

Owa grupa badaczy stwierdziła, że nie ma konkretnych dowodów
na sponsorowanie sieci przez chiński reżim. Niemniej działania
mające na celu wywieranie takiego wpływu mają podobny znak
rozpoznawczy znaleziony na kontach użytkowników, które zostały
wcześniej zamknięte przez platformy mediów społecznościowych.

„Wzywamy platformy wymienione w tym raporcie do zbadania tejże
sieci,  formalnego  przypisania  autorów  i  jej  zlikwidowania.
Ważne jest, aby osoby odpowiedzialne za jej istnienie zostały
zdemaskowane”  –  powiedział  Ross  Burley,  współzałożyciel
i dyrektor wykonawczy CIR.

Firmy  z  branży  mediów  społecznościowych
wielokrotnie podejmowały działania mające na celu usunięcie
podobnych sieci.

Twitter usunął ponad 170 tys. kont w czerwcu 2020 roku po tym,
jak  Graphika,  firma  zajmująca  się  analizą  społeczną,
zidentyfikowała  propekińską  sieć  propagandową
nazwaną „Spamouflage Dragon”. Ta sieć fałszywych kont aktywnie
rozpowszechnia posty, które chwalą komunistyczny reżim Chin,
atakują  ruch  prodemokratyczny  w  Hongkongu  oraz  Stany
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Upublicznianie  w  sieci
materiałów  o  dziecku  wiąże
się z zagrożeniami. Eksperci
radzą, jak im zapobiegać

Mimo  informacji  o  kolejnych  wyciekach  danych
oraz o inwigilacji relacjonowanie codziennego życia w mediach
społecznościowych wciąż wydaje się nie tracić na popularności.
Na  stronie  Centrum  Informacji  Konsumenckiej  czytamy,
że w Polsce ok. 40 proc. rodziców regularnie korzystających
z internetu publikuje materiały dotyczące własnego dziecka.
Z  kolei  według  badań  dr  Anny  Brosch  z  Wydziału  Nauk
Społecznych  Uniwersytetu  Śląskiego  w  Katowicach  co  czwarty
rodzic  permanentnie  udostępnia  w  mediach  społecznościowych
informacje  o  swoich  dzieciach,  które  traktowane  jak
„mikrocelebryci” dorastają w przeświadczeniu, że dzielenie się
szczegółami z prywatnego życia jest naturalną praktyką.

„Życie na wirtualnym świeczniku”
Zjawisko to nazywa się sharentingiem (ang. share – dzielić się
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i  parenting  –  rodzicielstwo)  i  odnosi  się  do  częstego
upubliczniania informacji intymnych o dziecku, które naruszają
jego prywatność i które mają zasięg publiczny, a więc mogą
trafić  do  anonimowego  odbiorcy.  Mogą  to  być  np.  zdjęcia
przedstawiające codzienne życie, ale i zdjęcia prześmiewcze,
np. gdy dziecko zaśnie z nosem w talerzu.

Jak informują eksperci, ok. 23 proc. dzieci zaczyna istnieć
w sieci jeszcze przed fizycznym przyjściem na świat, ponieważ
ich rodzice zamieszczają zdjęcia bądź nagrania z USG. Czasem
nawet  dzieci  przebywające  w  łonie  matki  mają  już  profile
w mediach społecznościowych.

Z poradnika „Sharenting i wizerunek dziecka w sieci” wydanego
przez Akademię NASK dowiadujemy się, że spora część rodziców
zamieszczających w sieci treści o swoim dziecku nie stosuje
ograniczeń dotyczących wyświetlania materiałów i udostępnia je
większym grupom osób.

Według badań przeprowadzonych przez dr Annę Brosch w 2018 roku
w  grupie  1036  rodziców  dzieci  w  wieku  przedszkolnym,  co
czwarty z nich nagminnie udostępnia takie informacje. „Nie
jest  to  więc  aż  tak  popularny  proceder,  ale  na  pewno
zauważalny, bo jeżeli ktoś upowszechnia dziesiątki albo nawet
setki zdjęć swoich dzieci, to odbiorcom wydaje się, że media
społecznościowe są nimi zalane” – powiedziała dr Brosch.

Badaczka  z  Wydziału  Nauk  Społecznych  Uniwersytetu
Śląskiego  zwraca  uwagę,  że  sharentingiem  zajmują  się
przeważnie  matki.

„Dawniej  np.  w  latach  70.  XX  wieku  młode  matki  siadały
przed blokiem na ławce, dzieci bawiły się w piaskownicy, a one
rozmawiały o dzieciach. Teraz matki przeniosły się do sieci” –
podkreśliła.

W ocenie dr Brosch matki udostępniają zdjęcia swoich dzieci
z kilku powodów. Po pierwsze, żeby pokazać innym, jak dobrymi
są matkami, że sobie doskonale radzą. Po drugie, poszukują
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wsparcia i akceptacji społecznej dla tego, co robią.

„Trzeci motyw związany jest z charakterystyczną dla naszych
czasów  modą  na  popularność.  Chodzi  o  uzyskanie  aprobaty
społecznej poprzez lajki, co prowadzi do popularności. Wiele
osób w sieci naśladuje innych – znanych tylko z tego, że są
znani. Następnie oni sami chcą stać się takimi celebrytami.
A że nie mają szansy dzięki sobie, to starają się to uzyskać
chociaż  dzięki  dziecku.  Stąd  np.  te  zdjęcia  ośmieszające
dzieci, które mają po prostu przykuwać uwagę” – tłumaczyła
badaczka.

Brosch dodała, że ojcowie w dużo mniejszym stopniu ulegają
sharentingowi,  a  jeżeli  już,  to  najczęściej  w  sytuacji,
gdy starają się o prawa do opieki nad dzieckiem.

Częściej kobiety ulegają sharentingowi niż mężczyźni. Robią
to, by pokazać, że są dobrymi matkami, choć wiele z nich
poszukuje  również  akceptacji  i  popularności.  Zdjęcie
ilustracyjne  (MarieXMartin  /  Pixabay)

Stacey  Steinberg,  profesor  z  Levin  College  of  Law
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na Uniwersytecie Florydy w Gainesville, podaje, że dla części
rodziców  sharenting  jest  rodzajem  budowania  więzi
z  rozproszoną  rodziną,  pomaga  w  dzieleniu  się  problemami
i niweluje samotność. Badaczka podkreśla jednak, że należy
pamiętać także o płynących z takiego działania zagrożeniach.

Jako obrończyni praw dzieci zaznaczyła, że dzieci powinny mieć
prawo do decydowania, jakie informacje o nich chcą zamieścić
w sieci ich rodzice.

Nawet jeśli w danym przypadku publikowane treści nie narażą
dziecka  na  różnego  rodzaju  represje,  kradzież  tożsamości
czy  może  nie  trafią  na  strony  z  pornografią  dziecięcą,
to  pediatrzy  są  coraz  bardziej  świadomi  znaczenia  ochrony
obecności dzieci w cyfrowej rzeczywistości i zwracają uwagę,
by nie zapominać o prawie dziecka do prywatności.

Prywatność i „długa pamięć internetu”
„Każdy  człowiek  powinien  mieć  możliwość  tworzenia  własnej
tożsamości  i  wizerunku,  także  w  świecie  cyfrowym”
–  podkreślają  Anna  Borkowska  i  Marta  Witkowska,  autorki
poradnika „Sharenting i wizerunek dziecka w sieci”. Wszystkim
niezależnie  od  wieku  należy  się  prawo  decydowania,  jakie
szczegóły  z  własnej  prywatności  chce  ujawnić.  Rodzice
nagminnie  dokumentujący  w  mediach  społecznościowych  życie
własnych  dzieci  pozbawiają  je  możliwości  wyboru,  co
i  czy  w  ogóle  chciałyby  opowiedzieć  o  sobie  w  wirtualnym
świecie.

Ponadto  autorki  poradnika  dla  rodziców  o  upublicznianiu
wizerunku dziecka w sieci wymieniają jeszcze inne zagrożenia
związane z sharentingiem.

Przypominają,  że  „internet  ma  długą  pamięć”
i  w  cyberprzestrzeni  nic  nie  ginie,  zwłaszcza  że  treści
zyskujące dużą popularność dość szybko są rozpowszechniane,
a zatem trudno je całkowicie usunąć.
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„Internet  nigdy  nie  zapomina,  więc  trudno  przewidzieć
konsekwencje tego procederu dla dzieci w przyszłości. W sieci
nic nie ginie, a jeżeli wrzuci się do sieci jakieś zdjęcie,
to zaczyna ono żyć własnym życiem. Nie mówiąc o skrajnych,
ale  jednak  [mających  miejsce],  przypadkach  kradzieży
tożsamości  w  internecie  czy  pedofilach  w  sieci”  –  mówi
dr Brosch.

Utrata kontroli
Na przykład w 2015 roku w Australii wykazano, że około połowa
z  45  mln  zdjęć  znajdujących  się  na  stronie  z  pornografią
dziecięcą pochodziła bezpośrednio z mediów społecznościowych
i były to przeważnie niewinne zdjęcia z codziennej scenerii,
które pojawiały się w kontekście niestosownych komentarzy.

Dlatego eksperci podkreślają, by pamiętać, że nad fotografiami
wrzuconymi  do  sieci,  przestaje  się  mieć  pełną  kontrolę
i nie można być pewnym, kto i w jaki sposób je wykorzysta.
Mogą  zostać  bezprawnie  użyte  w  celach  majątkowych  bądź
przestępczych.

Specjaliści ostrzegają, że „media społecznościowe są bardzo
często  terenem  poszukiwań  dla  pedofilów,  którzy  nagminnie
pobierają z nich zdjęcia dzieci i handlują nimi na zamkniętych
forach internetowych”.

Przestępstwo posługiwania się skradzionym wizerunkiem dziecka
w celu realizowania swoich fantazji nazywane jest cyfrowym
kidnapingiem (ang. baby role play).

Nie powinniśmy też narażać dzieci na cyberprzemoc. Asumptem
do tego może być publikowanie w naszej opinii zabawnych zdjęć
dziecka,  które  jednak  w  szerszej  perspektywie  mogą  zostać
odebrane jako kompromitujące. To może spowodować falę hejtu
i  agresji  ze  strony  zarówno  nieznajomych  internautów,  jak
i rówieśników dziecka oraz wpłynąć na jego samoocenę.
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Wykorzystywanie danych osobowych
Pozostaje też kwestia udostępniania danych osobowych, które
„wymieniamy”  za  możliwość  korzystania  z  profilu  w  mediach
społecznościowych. Stanowią one źródło informacji m.in. dla
firm marketingowych.

Co  więcej,  eksperci  ds.  Chin,  a  także  politycy  od  lat
alarmują,  by  nie  korzystać  z  chińskich  technologii,
m.in. TikToka czy WeChata, oraz innych pozornie niegroźnych
narzędzi, które gromadzą dane na temat użytkowników, a także
pozyskują w nielegalny sposób poufne informacje i wrażliwe
dane z różnych instytucji. Gdy takie informacje znajdą się
w rękach reżimu komunistycznego, mogą zagrażać bezpieczeństwu
krajów oraz ich mieszkańców.

Ilustracja demonstrująca logo chińskiego komunikatora WeChat
wyświetlonego  na  tablecie,  24.07.2019  r.  (Martin
Bureau/AFP/Getty  Images)
Komunistycznej  Partii  Chin  do  zbierania  danych  służą
np.  platformy  społecznościowe,  komunikatory,  programy
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do obróbki i „ulepszania” zdjęć lub aplikacje usprawniające
pisanie maili.

Władze ChRL wykorzystują „systemy big data do inwigilacji –
zwłaszcza w celu sprawdzenia, czy ktoś ma opinie sprzeczne
z prezentowanymi przez chiński reżim. Jednym ze sposobów jest
analizowanie  zakupów  w  sklepach  internetowych”
–  powiedział  profesor  nauk  politycznych  dr  Titus  C.  Chen
z Narodowego Uniwersytetu Sun Yat-sena na Tajwanie.

Niemal  wszechobecny  monitoring  w  Chinach  oraz  nadzorowanie
aktywności w internecie używane są do tzw. systemu oceny (ang.
social credit system). Według niego każdemu obywatelowi są
przyznawane  punkty  „społecznej  wiarygodności”.  Ludziom  mogą
zostać odjęte punkty z ich wyniku oceny społecznej, jeśli
popełnią  czyn  uznawany  przez  KPCh  za  niepożądany,  jak
np.  przejście  przez  ulicę  w  miejscu  niedozwolonym.  Osoby
z niskimi wynikami oceny społecznej są uważane za „niegodne
zaufania”,  a  tym  samym  pozbawiane  dostępu  do  usług
i możliwości. Może chodzić np. o zakaz podróżowania samolotem
lub uczęszczania do szkół.

System  służy  do  prześladowania  m.in.  zwolenników  duchowej
praktyki Falun Gong, Ujgurów i innych grup, które KPCh próbuje
zniszczyć.

Pojawiające  się  co  jakiś  czas  informacje  o  wycieku
danych pokazują, że KPCh infiltruje nie tylko obywateli ChRL,
ale uważnie obserwuje osoby na Zachodzie.

Konsekwencje
Zdaniem dr Anny Brosch sharenting sprawia, że dzieci zaczynają
być  traktowane  jak  „mikrocelebryci”,  którzy  dorastają
w przeświadczeniu, że dzielenie się szczegółami z prywatnego
życia jest naturalną praktyką.

„Można  więc  przypuszczać,  bo  to  wymaga  jeszcze  badań,
że gdy w przyszłości sami zostaną rodzicami, będą jeszcze

https://epochtimes.pl/chinski-rezim-buduje-orwellowski-koszmar/
https://epochtimes.pl/kon-trojanski-kyle-bass-ostrzega-ze-chiny-wykorzystaja-cyfrowego-juana-do-eksportu-autorytaryzmu-opartego-na-technologiach/
https://epochtimes.pl/dane-24-mln-osob-z-calego-swiata-w-tym-polakow-zgromadzila-chinska-firma-lojalna-wobec-komunistycznej-partii-chin/
https://epochtimes.pl/dane-24-mln-osob-z-calego-swiata-w-tym-polakow-zgromadzila-chinska-firma-lojalna-wobec-komunistycznej-partii-chin/


bardziej otwarci i skłonni do samoujawniania. Ale z drugiej
strony,  to  już  się  dzieje,  nastolatkowie  proszą  rodziców
o usunięcie zdjęć i informacji o sobie; za granicą były nawet
przypadki sądowych rozpraw” – mówiła dr Brosch.

Badania dr Brosch wykazują, że sharenting się zmienia.

„Coraz mniej już jest zasypywania całymi seriami przypadkowych
zdjęć. Teraz są one przemyślane. Wzrasta jednak nastawienie
rodziców na zachowania celebryckie i na zyski – im więcej
lajków,  tym  większa  popularność  i  być  może  możliwość
zarabiania pieniędzy z umów na produkty lokowane. W takich
przypadkach mogą to być nawet kompromitujące filmy, ale liczy
się zasięg” – zauważyła.

Znawcy przedmiotu doradzają zastanowienie się, jakie treści
o naszych pociechach wrzucamy do sieci i jakie to może mieć
konsekwencje  w  przyszłości.  Jeśli  decydujemy  się
na publikację, róbmy to odpowiedzialnie. Pamiętajmy, że nawet
najlepsze  zabezpieczenia  nie  dadzą  nam  pełnej
ochrony  przed  niepożądaną  kradzieżą  wizerunku.

Dbajmy też o to, by nie narazić dzieci na ostracyzm i uczmy je
świadomego  podejścia  do  upubliczniania  informacji
w  cyberprzestrzeni.

Źródła:  PAP,  Centrum  Informacji  Konsumenckiej,  Akademia
NASK, NPR.

Zadbaj o silne hasła do kont.
Zniwelujesz  zagrożenie
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cyberatakiem  i  ochronisz
swoje dane, pieniądze

W cyberprzestrzeni coraz częściej przechowujemy wiele cennych
informacji  –  prywatnych  i  nie  tylko.  Od  nas  zależy,
czy odpowiednio je zabezpieczymy. Wydział Promocji Polityki
Cyfrowej Kancelarii Prezesa Rady Ministrów (KPRM) przypomina,
że  internetowi  przestępcy  atakują  nie  tylko  duże
przedsiębiorstwa,  lecz  także  zwykłych  ludzi.  Eksperci
namawiają  do  stosowania  silnych  haseł  do  kont  bankowych,
poczty elektronicznej, na portalach społecznościowych, a także
w  telefonie  czy  w  komputerze,  by  nikt  ich  nie  przejął,
nie ukradł tożsamości, nie pozbawił oszczędności bądź nie miał
dostępu do naszych prywatnych danych. Jak zatem powinniśmy
tworzyć kody zabezpieczające?

Mankamenty haseł
Cyfryzacja KPRM podaje, że część cyberataków uderza właśnie
w  hasła  użytkowników,  dlatego  należy  wystrzegać  się
najpowszechniejszych  błędów,  a  więc  unikać  prostych  haseł
i nie używać tego samego kodu zabezpieczającego do różnych
kont. Wskazane jest tworzenie unikatowych haseł dla każdej
witryny.

Jakich  jeszcze  błędów  nie  powinniśmy  popełniać?
Nie  zabezpieczajmy  dostępu  do  swoich  danych
najpopularniejszymi hasłami lub oczywistymi wyrażeniami, typu:
„hasło”, „123456”, „qwerty”, „piłka nożna”, „wpuscmnie”, ani
imieniem  własnym  bądź  kogoś  z  bliskiego  otoczenia,  bądź
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ulubionego  zwierzaka.  Ta  sama  zasada  dotyczy  też  danych
osobowych, które łatwo zdobyć, takich jak: data urodzenia,
numer telefonu, numer rejestracyjny samochodu, nazwa ulicy,
numer mieszkania lub domu.

Niewskazane  jest  stosowanie  wyrażeń  identycznych  z  nazwą
użytkownika, lub nawet jej częścią, oraz sekwencji kolejnych
liter,  liczb  lub  innych  znaków,  np.  „abcde”,  „12345”,
„QWERTY”, jak również dwóch lub trzech kolejno powtarzających
się ciągów znaków, np. „bbbb2bbb”.

Ponadto  odradza  się  używanie  pojedynczego  wyrazu  dowolnego
języka,  pisanego  normalnie  lub  wspak,  nie  wystarczy  też,
że poprzedzimy lub zakończymy go znakiem specjalnym lub cyfrą.

W  komunikacie  zwrócono  uwagę,  by  przy  zmianie  hasła
do istniejącego konta nie użyć tego samego sformułowania, co
poprzednio  lub  po  niewielkiej  modyfikacji,  np.  zmiana
z  „hasło1”  na  „hasło2”.

Cyberklucz
Cyfryzacja KPRM przypomina: „Hasła są jak klucze do sejfu lub
domu”. Trzeba dbać, żeby nie dostały się w niepowołane ręce.

Dlatego radzi, aby tworzyć dłuższe hasła, składające się z 12
lub 14 znaków, które będą zawierały co najmniej jeden znak
z  każdej  z  następujących  grup:  małe  litery,  duże  litery,
liczby, znaki specjalne.

Konstruując  unikatowe  hasło,  można,  jak  podpowiadają
specjaliści,  wykorzystać  frazy,  wybrać  np.  łatwy
do  zapamiętania  cytat  z  piosenki  i  użyć  pierwszych  liter
poszczególnych  słów.  Poleca  się  zastępowanie  liter  bądź
wyrazów liczbami i symbolami.

Podano  przykłady:  „Mam  dwadzieścia  lat”  można  zamienić
na M@m2dzie$ciAl4T, a „Mam psa” na M@m%p$@.

Można  stosować  też  metodę  łączenia  trzech  losowych  słów,
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np.  „kawatramwajryba”,  byleby  nie  były  zbyt  proste
do  odgadnięcia.

Podkreślono,  że  zabezpieczeń  nie  powinno  się  zapisywać
na  papierze,  przesyłać  np.  w  mailu  albo  wpisywać  haseł,
gdy ktoś to widzi, bo nawet bardzo silne kody mogą w takich
przypadkach okazać się bezużyteczne.

Cyfryzacja  KPRM  ostrzega  przed  podszywającymi  się
np.  pod  pracowników  pomocy  technicznej  hakerami,
którzy  próbują  wyłudzić  dane  użytkownika  i  hasła.  Jak
zaznaczono:  „Wiarygodne  witryny  i  organizacje  nigdy
nie poproszą o nazwę użytkownika i hasło w wiadomości e-mail
lub przez telefon”.

Hasło powinniśmy bezzwłocznie zmienić, jeśli doszło do jego
naruszenia lub nawet jeśli tylko przypuszczamy, że ktoś mógł
je wykraść.

Nie należy również wpisywać hasła, gdy korzystamy z cudzego
komputera.

Aby dane były bezpieczniejsze, potrzebne jest nie tylko silne
hasło, lecz także stosowanie dwuetapowej weryfikacji.

Dodatkowe  informacje  o  zabezpieczaniu  danych
w cyberprzestrzeni można znaleźć w poradniku „Jak chronić się
przed cyberatakami”.

Źródła: PAP, Cyfryzacja KPRM.

Pekin  wykorzystuje  pandemię
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koronawirusa  do  rozbudowy
aparatu nadzoru internetowego

Według  raportu  Freedom  House,  Pekin  wykorzystuje  pandemię
koronawirusa w Wuhan (COVID-19) jako uzasadnienie rozszerzenia
i zintensyfikowania i tak już gigantycznych systemów nadzoru
internetowego.

W  swoim  corocznym  raporcie  Freedom  of  the  Net,  w
którym szczegółowo opisano stan nadzoru cyfrowego w ponad 60
krajach, organizacja non-profit umieściła Chiny na ostatnim
miejscu z wynikiem 10 na 100. To szósty rok z rzędu, w którym
kraj  ten  został  ukoronowany  jako  „najgorszy  gwałciciel
wolności w internecie” na świecie.

„Ta  pandemia  normalizuje  rodzaj  cyfrowego  autorytaryzmu,
który Komunistyczna Partia Chin (KPCh) od dawna stara się
wprowadzić  do  głównego  nurtu”  –  napisał  Freedom  House  w
oświadczeniu.

Według raportu, chińskie władze wdrożyły zarówno niską, jak i
zaawansowaną  technologię,  aby  kontrolować  swobodny  przepływ
informacji  w  Internecie  na  temat  stanu  tzw.  pandemii
koronawirusa w tym kraju. Wykorzystały również te technologie,
aby  uniemożliwić  użytkownikom  Internetu  przeglądanie
niezależnych  źródeł  wiadomości,  które  kwestionują  oficjalną
narrację KPCh.

Freedom House zauważył również, że na początku tzw. pandemii
Chiny próbowały bagatelizować i ignorować ostrzeżenia lekarzy
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dotyczące pierwotnego wybuchu koronawirusa w Wuhan. Odkryli
również,  że  mniej  użytkowników  internetu  w  Chinach  z
powodzeniem omija krajową Wielką Zaporę Sieciową, zwłaszcza po
zaostrzeniu  przez  Pekin  ograniczeń  dotyczących  osób
korzystających z wirtualnych sieci prywatnych w celu uzyskania
dostępu do zablokowanych witryn.

W  raporcie  stwierdza  się  ponadto,  że  tylko  w  pierwszym
kwartale  2020  r.  Chińska  Administracja  Cyberprzestrzeni,
główny  regulator  internetowy  w  kraju,  zamknęła  816  stron
internetowych  i  usunęła  ponad  33000  kont  i  grup  na
zatwierdzonych witrynach społecznościowych, takich jak Renren,
Weibo i WeChat.

Masowa ekspansja wysiłków w zakresie inwigilacji Internetu w
tym  kraju  spowodowała  również  wzrost  liczby  „fabryk
cenzury”. W tych miejscach pracy znajdują się tysiące cenzorów
internetowych, którzy zamiatają przestrzenie internetowe kraju
za pomocą technologii sztucznej inteligencji.

Chiny  nie  są  jedynym  krajem  wykorzystującym  COVID-19  do
uzasadnienia  ekspansji  możliwości  nadzoru
internetowego. Zarówno podmioty państwowe, jak i niepaństwowe
wdrażają nowe technologie, które w dowolnym momencie przed
globalną pandemią byłyby uważane za zbyt inwazyjne.

Pozostałe  kraje,  które  dołączają  do  Chin  w  pierwszej
piątce,  to  Iran,  Syria,  Kuba  i  Wietnam.  Pięć  najlepszych
krajów  to  Islandia,  Estonia,  Kanada,  Niemcy  i  Wielka
Brytania. Tajwan nie został uwzględniony w rankingu pomimo
tego, że był znany jako drugi najbardziej wolny kraj w Azji.

Technologia  nadzoru  przeciw  dysydentom  jest
wdrażana jako instrumenty „zdrowia publicznego”
Sarah Cook, starszy badacz w Freedom House, twierdzi, że wiele
nowych  chińskich  technologii  inwigilacji  zostało  po  raz
pierwszy  opracowanych  w  celu  ochrony  kraju  przed
dysydentami. W szczególności Cook zauważa, że ​​technologia
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opracowana  przeciwko  Ujgurom  i  innym  mniejszościom
muzułmańskim w Xinjiangu rośnie obecnie w innych częściach
kraju.

Jedną z takich technologii przeciwdziałania dysydentom jest
urządzenie przenośne, którego władze mogą używać do skanowania
smartfonów  ludzi  i  pobierania  z  nich  danych  bez  zgody
właściciela.

„Rząd Chin już teraz korzysta z najbardziej wyrafinowanego i
wielowarstwowego  aparatu  cenzurującego  i  kontrolującego
Internet na całym świecie” – powiedziała Cook.

Istniejąca  technologia  nadzoru  przeciwko  dysydentom  jest
również  udoskonalana  na  potrzeby  epoki  pandemii.  W  marcu,
kiedy  koronawirus  dopiero  zaczynał  rozprzestrzeniać  się  po
całym  świecie,  Chiny  były  już  bliskie  ulepszenia  swojej
technologii  rozpoznawania  twarzy  w  celu  identyfikacji  osób
noszących maski.

Inne  technologie,  zarówno  stare,  jak  i  nowe,  są  również
wykorzystywane do naruszania prywatności obywateli Chin, na
przykład zmuszając ludzi do korzystania z aplikacji, która
śledzi  infekcje  i  zmuszając  ludzi  do  umieszczania  kamer
internetowych w ich domach i poza ich drzwiami, aby śledzić
ich ruchy. Cook twierdzi, że te systemy mają tylne drzwi,
które pozwalają policji nadzorować ludzi, kiedy tylko zechcą.

Według Cooka rozprzestrzenianie się pandemii jest bezpośrednio
związane z ekspansją kontroli KPCh nad mową w Internecie.

Warto  zadać  sobie  pytanie:  jak  się  ma  sytuacja  w  Polsce,
jeżeli  chodzi  o  aplikacje  nadzorujące  osoby  objęte
kwarantanną…?

Źródła:
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Przyznano  licencję  dla  Elon
Musk’s SpaceX na dostarczanie
Internetu  satelitarnego  na
obszarach wiejskich Kanady

Kanadyjski  regulator  telekomunikacyjny  udzielił  firmie  Elon
Musk  's  Space  Exploration  Technologies  Corp.  (  SpaceX  )
licencji umożliwiającej firmie świadczenie satelitarnych usług
internetowych dla mieszkańców Kanady na obszarach wiejskich.

Kanadyjska Komisja Radiofonii i Telekomunikacji wysłała list
do dyrektora finansowego SpaceX Breta Johnsona, informując go,
że zatwierdziła wniosek firmy o licencję Basic International
Telecommunications Services (BITS). Licencja BITS upoważniłaby
SpaceX  do  świadczenia  międzynarodowych  usług
telekomunikacyjnych  między  Kanadą  a  innymi  krajami.
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CRTC poinformowało, że otrzymało i przejrzało 2585 komentarzy
dotyczących aplikacji SpaceX BITS od czasu, gdy firma złożyła
ją 15 maja. Większość komentarzy pochodziła od Kanadyjczyków
mieszkających w odległych częściach kraju, według CBC News.

Licencja BITS umożliwi SpaceX wprowadzenie programu Starlink
dla Kanadyjczyków z obszarów wiejskich. Program ma na celu
„dostarczenie szybkiego szerokopasmowego Internetu do miejsc,
w  których  dostęp  był  zawodny,  drogi  lub  całkowicie
niedostępny” poprzez konstelację satelitów na niskiej orbicie
okołoziemskiej.

Nie jest jasne, kiedy usługa internetowa będzie dostępna na
obszarach wiejskich.

Starlink jest obecnie skierowany na rynki w północnych Stanach
Zjednoczonych i Kanadzie i zamierza rozszerzyć zasięg globalny
na  2021.  Musk,  założyciel  i  dyrektor  generalny  SpaceX,
powiedział, że beta testy już trwają.

„Gdy te satelity osiągną swoją docelową pozycję, będziemy
mogli wdrożyć dość szeroką publiczną wersję beta w północnych
Stanach  Zjednoczonych  i  miejmy  nadzieję,  w  południowej
Kanadzie” – powiedział w poście na Twitterze 6 października.

SpaceX kolejno wypuszcza partie satelitów Starlink od maja
2019  r.,  Planując  docelowo  zbudować  połączoną  sieć  12000
satelitów.

Pojawiły  się  obawy,  że  Starlink  i  podobne  inicjatywy  w
zakresie  megakonstelacji  są  źródłem  śmieci  kosmicznych  i
„zanieczyszczenia  światłem”,  co  może  znacząco  zakłócać
obserwacje kosmiczne.

The United Nations Office for Outer Space Affairs and the
International  Astronomical  Union  otworzyły  8  października
czterodniowe  warsztaty  internetowe  zatytułowane  „Ciemne  i
ciche niebo dla nauki i społeczeństwa”, mając nadzieję na



podniesienie świadomości społecznej na temat tego problemu.

W wywiadzie dla Space.com uczestnik wydarzenia powiedział, że
długoterminowym  celem  jest  przekonanie  ONZ  do  „wydania
wytycznych  dotyczących  ochrony  nocnego  nieba,  które  będą
odzwierciedlać  rozsądny  kompromis  między  operatorami
satelitarnymi  a  potrzebami  astronomów”.

Musk  wielokrotnie  odpowiadał  na  te  obawy,  zauważając,  że
SpaceX przeprowadzał eksperymenty w celu zmniejszenia światła
słonecznego odbitego od satelitów.

„Coraz trudniej będzie zobaczyć satelity Starlink, ponieważ
aktywnie  współpracujemy  ze  społecznością  astronomów,  aby
upewnić  się,  że  nawet  najbardziej  czułe  teleskopy  są  w
porządku, a postęp naukowy nie jest utrudniony” – powiedział
w tweecie z 2 października.

Ostatnia  misja  startowa,  z  holowaniem  pełnego  stosu  60
satelitów, odbyła się 18 października w Kennedy Space Center
na Florydzie, dzięki czemu całkowita liczba satelitów Starlink
na orbicie osiągnęła 835.

Źródło:

theepochtimes.com

https://www.theepochtimes.com/elon-musks-spacex-granted-a-licence-to-provide-satellite-internet-to-rural-canada_3546356.html

