Wycig¢ prawde z naszych gtow

Cenzorzy tracg cierpliwos¢. Przeszli od zatowania istnienia
wolnosci stowa i grania w system najlepiej, jak potrafig, do
fantazjowania o jej zakonczeniu za pomocg sankcji karnych.

W ciggu ostatnich kilku tygodni mozna zaobserwowaé te zmiane
temperamentu — od frustracji, przez wsSciektos$¢, po nawotywanie
do brutalnych rozwigzan. I stuzy to jako przypomnienie:
cenzura nigdy nie byta punktem kofcowym. Zawsze chodzito o
kontrolowanie ,infrastruktury poznawczej” spoteczenstwa, czyli
tego, jak myslimy. I w jakim celu? Bezpieczny monopol na
wtadze polityczng.

W tym tygodniu reporter Foxa Peter Doocy spierat sie z
rzeczniczka Biatego Domu o to, czy FEMA finansuje migrantow,
nawet jesli nie moze pomdc amerykanskim ocalatym z burzy.
Natychmiast odpowiedziat*a i nazwa*a to ,dezinformacjg”. Peter
chciat wiedzieé, ktdéra czes¢ jego pytania sie kwalifikuje.
Jean-Pierre powiedziat, ze byt to caty kontekst pytania, a
poza tym nigdy nie powiedziat.

Dla kazdego, kto to ogladat, byto jasne, ze termin
.dezinformacja” oznacza dla niej nic innego jak przestanke lub
fakt, ktdéry jest niepozadany i musi zostal zamkniety. Przekaz
ten zostat dodatkowo wzmocniony przez reklame Harris/Walz
obwiniajgcg nienazwang ,dezinformacje” Trumpa za zaostrzenie
cierpienia huragandéw po huraganie Helene.

Ta wymiana zdan nastgpita zaledwie kilka dni po tym, jak
Hillary Clinton zasugerowata sankcje karne za dezinformacje, w
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przeciwnym razie ,stracg catkowitg kontrole”. To dziwny zaimek
w liczbie mnogiej, poniewaz przypuszczalnie nie ma ona
kontroli.. chyba ze uwaza sie za peinomocnika catej klasy
wtadcow.

Tymczasem byty kandydat na prezydenta John Kerry powiedziat,
ze istnienie wolnosSci stowa uniemozliwia rzad. Sama Kamala
Harris przysiegt*a ,pociggng¢ media spotecznoSciowe do
odpowiedzialnosci” za ,nienawis$¢ infiltrujgcg ich platformy”.
A dobrze powigzany lekarz Peter Hotez wzywa Bezpieczenhstwo
Wewnetrzne i NATO do zakonczenia debat na temat szczepionek

Mozna wyczuc¢ wsciektos¢ w ich gtosach, prawie tak, jakby kazdy
post na X lub wideo na Rumble powodowa*, ze tracg rozum, do
tego stopnia, ze po prostu mowig to na gtos: ,Niech
przestana”.

Wydaje sie, ze huragan Milton doprowadzit cenzordw do
gwattownego szatu, poniewaz ludzie zastanawiali sie, czy i w
jakim stopniu rzad moze mie¢ co$ wspdlnego z manipulowaniem
pogoda z powoddéw politycznych. Pisarz w Atlantic wybucha:
,KoAczg mi sie sposoby na wyjasnienie, jak bardzo jest to zte.
To, co dzieje sie dzi$ w Ameryce, jest czym$ mroczniejszym niz
kryzys dezinformacji”, jednoczes$nie potepiajgc »jawne teorie
spiskowe i kompletne bzdury gromadzgce miliony wyswietlen w
Internecie«.

tapiesz? Problemem jest samo oglgdanie, tak jakby ludzie nie
byli w stanie samodzielnie mysled.

Stary mem o cztowieku piszacym do pdzna, poniewaz ,ktos$ sie
myli w Internecie” odnosi sie teraz do catej klasy rzadzgcej.
Chcg, aby wolnos$¢ znikneta, a interesariusze przejeli
kontrole, w jaki$ sposdb zmuszajac catg ere cyfrowa do wersji
telewizji z lat 70. z trzema kanatami 1 numerami 1-800.
Administracja Bidena odswiezyta nawet Internet, zastepujac
Deklaracje WolnoSci nowg Deklaracja Przysztosci.

Przypomina nam sie rola Katherine Hepburn jako Violet Venable



w sztuce Tennessee Williamsa Nagle, zesztego lata.

Violet jest dziedziczkg i wdowg z synem Sebastianem, ktdrego
uwielbiata i z ktdérym podrdézowata po Swiecie przez wiele lat.
Pewnego lata jej siostrzenica Catherine (grana przez Elizabeth
Taylor) wyrusza w podréz zamiast niej, a syn umiera.

Catherine wyraznie przezyta traume, ale nie wie co. Ale to
pozostato w jej pamieci: Sebastian nie byt dobrym cztowiekiem.
Zamiast tego wykorzystywat kobiety, ktdre mu towarzyszyty,
jako przynete, aby zdoby¢ chtopcéw dla swojej seksualnej
przyjemnosci.

Violet byta tak rozw$Scieczona tym spostrzezeniem — wszystkim,
co pamietata o Smierci Sebastiana - Ze wystata Catherine do
szpitala psychiatrycznego. Co wiecej, ma zamiar obdarowad
lokalny szpital specjalizujacy sie w lobotomii, pod warunkiem,
ze poddadza ja Catherine.

Violet chce, aby Catherine przestata ,betkotad¢” i zamiast tego
»,po prostu byta spokojna”. Catherine zauwaza, ze chcg po
prostu wycig¢ prawde z jej gtowy, zanim zacznie sobie
przypomina¢ catos¢, co jest straszniejsze, niz mozna sobie
wyobrazic.

Doktor: ,Nadal istnieje duze ryzyko”.

Violet: ,Ale to ich uspokaja, czytatam o tym. To ich uspokaja.
Nagle stajg sie spokojne”.

Doktor: ,Tak, ale..”

Jej celem byta inwazyjna operacja na cérce jej siostry, ktérag
byta gotowa sfinansowac, aby zapewnié¢, ze odbedzie sie ona
poprzez duzy dar pod pozorem filantropii. Wszystko to byto w
interesie psychologicznej samoobrony.

Violet po prostu nie chciata zna¢ prawdy. Zamiast tego
chciata, aby jej wtasna ,prawda” byta skonstruowang narracja:
jej syn byt wspaniatym 1 poboznym dzentelmenem, a jej



siostrzenica by*a szalong osobg, godna ubolewania, mdwca
dezinformacji i dezinformacji.

Aby chroni¢ wtasne wyobrazenia Violet i jej wtasne ztudzenia,
byta gotowa zaatakowal mézg wtasnej siostrzenicy nozem, aby
powstrzymaé¢ ja przed jasnym mysSleniem i jasnym méwieniem.

Catherine: ,Wycig¢ prawde z mojego moézgu. Czy tego wtasnie
chcesz? Nie mozesz. Nawet Bdg nie moze zmienic prawdy”.

Podobnie jak w przypadku Tennessee Williamsa i catej wielkiej
literatury, ta historia dotyczy znacznie wiecej niz sie
wydaje. Tak naprawde opowiada o tym, jak wiele jest w stanie
zrobi¢ zamozna klasa rzadzgca, by nie dopusci¢ do podwazenia
wtasnych iluzji na temat sSwiata.

W tamtych czasach lobotomie byty bardziej powszechne, a nawet
akceptowane i czesto stosowane przez tych, ktdérzy mogli sobie
na nie pozwoli¢. Historie te sg do$¢ legendarne, wiec w
opowie$ci Williamsa nie byto nic nierealnego. Psychochirurgia
byta stosowana przez dziesieciolecia w stuzbie wycinania
prawdy z ludzkich mézgodw.

Jak dotad doswiadczylismy tylko stosunkowo niskiej wersji tego
w pordéwnaniu z tym, czego naprawde chcg. Konta YouTube zostaty
zdemonetyzowane 1 usuniete. Posty na Facebooku byty dtawione i
banowane. Algorytmy LinkedIn karzag posty, ktdére kwestionujg
narracje rezimu. Dziatania te nie zostaty spowolnione w
Swietle spordéw sagdowych, ale raczej kontynuowane i
zintensyfikowane.

Celem jest zamkniecie Internetu. Zrobiliby to juz teraz, gdyby
nie pierwsza poprawka, ktéra stoi im na drodze. Na razie beda
kontynuowal prace poprzez wycinki uniwersyteckie, dostawcow
zewnetrznych, fat*szywych weryfikatoréw faktéw, naciski na
firmy technologiczne, ktore swiadczg ustugi rzadowe po cenie i
inne mechanizmy, aby posSrednio osiggna¢ to, czego nie moga
jeszcze zrobic¢ bezposrednio.



WSsréd strategii jest polityczne prze$ladowanie dysydentow.
Alex Jones jest tu punktem odniesienia, a jego firma jest
bankrutem. Steve Bannon, krdél filozofii MAGA, przebywat w
wiezieniu przez caty sezon wyborczy za sprzeciwienie sie
wezwaniu do Kongresu za radg radcy prawnego. Protestujgcy 6
stycznia znalezli sie w wiezieniu nie za wyrzadzone szkody lub
wtargniecie, ale za wyladowanie po niewtasciwej stronie
rezimu.

Wiekszos¢ z nas miata intuicje, ze same mandaty dotyczgce
szczepionek Covid nie dotyczyty wytgcznie zdrowia, ale raczej
taktyki wykluczenia tych, ktérzy nie ufali w petni wtadzy.
Byto to dos¢ oczywiste, jesli chodzi o wojsko i zawdd lekarza,
ale mniej widoczne w S$rodowisku akademickim, gdzie niechetni
studenci i profesorowie byli skutecznie usuwani za odmowe
ryzykowania zycia dla farmacji.

Mandaty dotyczgce masek zawieraty réwniez element ztosSliwoSci.
Mimo ze nie by*o zadnych naukowych dowodéw na to, ze chiniska
syntetyczna tkanina noszona na twarzy moze zmienié¢ dynamike
epidemiologiczng, stuzyty one dobrze jako widoczny znak
oddzielajgcy wierzgcych od niewierzgcych, a takze jako
sadystyczny sposdb przypominania indywidualistom o tym, kto
naprawde rzadzi.

Ostatecznym Srodkiem cenzury jest przemoc wobec oséb i mienia,
podczas gdy celem jest kontrolowanie tego, co myslisz, w
stuzbie rzgdéw jednej partii. Gtéwne firmy technologiczne i
gtéwne media sg catkowicie wspdétwinne w doprowadzeniu do tego.
Tylko garstka ustug powstrzymuje ten proces i wszystkie one sg
celem rezimu poprzez niezliczone formy dzia*an prawnych.

W koncowych scenach ,Suddenly, Last Summer” Catherine zostaje
w koncu nakt*oniona do przypomnienia sobie przerazajgcych
szczeg6tdéw smierci kuzyna i wyjawienia cztonkom rodziny catej
prawdy. Ciotka Violet nie moze sobie z tym poradzi¢ i sama
popada w zaprzeczenie 1 psychopatologie, wygtaszajac wtasng
litanie dezinformacji.



W tym momencie widzowli zostaje przedstawiona najgtebsza ironia
ze wszystkich: kazde roszczenie, ktére Violet wysuneta
przeciwko Catherine, ostatecznie odnosi sie do samej Violet.
Osoba, ktéra chciata uzy¢ przemocy, aby wycigé¢ mézg z osoby
méwigcej prawde, po prostu chronita sie przed straszng prawda,
z ktérg nie mogta sobie poradzic.

I oto jest: to ktamca bardziej niz ktokolwiek inny ma powody,
by obawia¢ sie wolnosci stowa.

Postscriptum: w momencie publikacji tego artykutu strona
archive.org nie dziata juz od ponad tygodnia, rzekomo z powodu
katastrofalnego ataku DDOS. Prywatni wtasciciele twierdzag, ze
dane zostaty zapisane i zostang przywrécone na czas. By¢ moze.
WeZzmy jednak pod uwage, ze jest to jedyne narzedzie, dzieki
ktéoremu mozemy zweryfikowa¢, co i kiedy zostato opublikowane.
W ten sposdb dowiedzielismy sie, ze WHO zmienita definicje
odpornosci stadnej. W ten sposdb dowiedzielismy sie, ze CDC
stato za fiaskiem gtosowania korespondencyjnego w 2020 roku.
Dzieki temu wiemy, ze FTX sfinansowa* badania przeciwko
Iwermektynie. I tak dalej. Linki byty stabilne i dobre, nigdy
nie padaty.

Az do teraz, dwa tygodnie przed wyborami. OczywisScie
powinnismy wierzy¢, ze ten szokujgcy upadek jest czystym
zbiegiem okolicznosci. By¢ moze. Prawdopodobnie. A jednak bez
tej strony — centralnego punktu awarii — ogromna ilos¢
historii ostatniego d¢wieréwiecza zostaje usunieta. Ca%a
zawartos¢ sieci moze zostal ponownie zapisana jako vaporware,
tutaj w jednej chwili, a w nastepnej juz jej nie ma. Nawet
jesli ta strona powrdci, czego bedzie brakowaé¢ i ile czasu
zajmie jej odnalezienie? (Czy Internet zostanie poddany
lobotomii? Jesli nie tym razem, to czy moze sie to zdarzy¢ w
przysztosci? Z pewnoscig.

Zrédto
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»NYT"” pozwat OpenAl 1
Microsoft za uzywanie
artykutow do trenowania
sztucznej inteligencji

Dziennik ,New York Times” poinformowat w Srode, ze ztozyt
pozew przeciwko firmom OpenAI i Microsoft zarzucajacy im
bezprawne wykorzystanie artykutdéw gazety do szkolenia swoich
chatbotow ChatGPT i Bing. Wedtug dziennika, firmy wykorzystaty
miliony tekstdéw, naruszajac prawa autorskie, tworzac na ich
podstawie ustuge, ktdéra konkuruje z gazeta. ,NYT” domaga sie
miliardéw dolardow odszkodowania.

Jak napisali prawnicy dziennika w pozwie ztozonym w sadzie
federalnym Dystryktu Potudniowego Nowego Jorku, ChatGPT
i Bing — oba oparte na duzym modelu jezykowym (LLM) GPT-4
stworzonym przez OpenAl - zostaty ,zbudowane poprzez
kopiowanie i wykorzystywanie miliondéw artykuitdéw ‘Timesa’
objetych prawami autorskimi”.

,Podczas gdy pozwani byli zaangazowani w kopiowanie na szeroka
skale z wielu Zrdédet, dali tresciom ‘Timesa’ szczegdlng wage
podczas budowy LLM, ujawniajgc preferencje, ktdéra dostrzega
wartos¢ tych dziet” — twierdzi gazeta w pozwie. Cho¢ ,NYT”
nie postawit* konkretnej kwoty zagdanego odszkodowania,
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zaznaczono, ze ubiega sie o ,miliardy” zadoscuczynienia,
argumentujgc, ze stworzone przez OpenAI i Microsoft chatboty
stanowig dla gazety konkurencje jako Zroédto informacji.
Podkreslono, ze kiedy ich uzytkownik zapyta ChatGPT lub Binga
o jakies wydarzenie, w odpowiedzi dostaje czesto tres¢ oparta
na artykutach ,NYT”.

Firmy nie udzielity dotad komentarza.

Nowojorska gazeta jest pierwszym amerykanskim medium, ktore
pozwato czotowe firmy tworzgce sztuczng inteligencje w ten
sposob, cho¢ wczes$niej podobne pozwy z*ozyli m.in. pisarze
John Grisham i Jonathan Franzen, a takze agencja fotograficzna
Getty. Ich dzieta réwniez byty wykorzystywane przez OpenAlI,
Mete 1 Stability AI do budowy wtasnych modeli AI.

Jak pisze ,NYT"”, do ztozenia pozwu dochodzi po fiasku
negocjacji miedzy gazeta i koncernami na temat ,polubownego
rozwigzania” sporu dotyczgcego potencjalnego porozumienia
handlowego lub wytyczenia zasad uzytkowania tekstdw gazety.
W grudniu porozumienie z OpenAI zawart koncern Axel Springer,
do ktérego nalezg m.in. portale Politico i Business Insider
(a takze polski Onet) oraz gazety ,Bild” i ,Die Welt”. Wedle
umowy, ChatGPT moze wykorzystywaé tresci z mediéw koncernu
(takze tych za p*atnym paywallem) do szkolenia modelu, a takze
w odpowiedziach na pytania, jednoczesnie podajgc linki
do artykutéw. W zamian OpenAI ma wspomdéc wtasne
przedsiewziecia Axela Springera w dziedzinie sztucznej

inteligenciji.

Zrédto
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Smiertelna putapka internetu
czyha na dzieci. Pornografia.
Uzaleznienie. Cyber-przemoc.
Gry Smierci. Uwodzenie.

Sidta zastawione! Smiertelna putapka internetu czyha na
dzieci. Pornografia. Uzaleznienie. Cyber-przemoc. Gry sSmierci.
Uwodzenie.

Dzieci, ktdére nie umiejg jeszcze bezpiecznie korzystac¢ z
internetu, moga wpas¢ w sSmiertelna putapke.

Bardzo aktualnym przyktadem jest tu tragedia 12-letniego
Archiego Battersbhee, ktory stat sie ofiara igrania ze
Smiercig podczas tzw. internetowego wyzwania, zwanego
»,Blackout Challenge” (w polskim tXumaczeniu ,utrata
przytomnosci”). Do tej pory ta demoniczna zabawa kosztowata
zycie juz siedmioro dzieci. A to nie jedyny ,wilczy dét”, do
ktérego mogag wpas¢ nasze pociechy, kiedy bez zadnej kontroli,
swobodnie serfuja w sieci.

7 kwietnia 2022 roku rodzice znalezli Archiego w stanie
nieprzytomnosci. Lezat, bez oznak zycia, na podtodze w
rodzinnym domu. Zabrano go do szpitala, gdzie lekarze
stwierdzili, iz mézg nastolatka ulegt bardzo powaznym
uszkodzeniom wskutek niedotlenienia. Dziecko podtaczono do
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aparatury podtrzymujgcej zycie. Po jakim$ czasie dyrekcja
szpitala podjeta decyzje o odtgczeniu Archiego od tej
aparatury, gdyz zdaniem lekarzy pien mézgu umart i chtopca nie
da sie uratowac¢. Rodzice nie zgadzali sie z decyzjg szpitala.
Podali sprawe do sadu, ktory racje przyznat jednak lekarzom.
Archiego 7 sierpnia odtaczono od aparatury, niedtugo po tym
przestat oddychac.

Rozpoczeto sie dochodzenie jak doszto do tej tragedii.
Ostatecznie ustalono, ze nastolatek dat sie naméwic¢ do udziatu
w tzw. ,wyzwaniu”, upowszechnionym na portalu spotecznos$ciowym
Tik Tok. Wyzwanie to, zwane z angielska ,Blackout Challenge”
(utrata przytomnosci) polega na mozliwie najdituzszym
wstrzymaniu oddechu. Wéwczas to w mdézgu pozbawionym tlenu
powstajg halucynacje, podobne do wizji narkotycznych. Kiedy
jednak cztowiek zbyt dtugo nie oddycha, wdéwczas najpierw traci
przytomnos¢, a potem umiera.

Do tej pory, na catym $Swiecie, ujawniono co najmniej 7
przypadkéw zgondéw dzieci, ktére ,bawity sie” w ,Blackout
Challenge”. Ich rodzice z*ozyli pozwy do sadow przeciwko
platformie Tik Tok, oskarzajgc jg o nie zablokowanie
Smiercionosnego challengu. Szefowie Tik Tok bronig sie
podajac, iz zablokowano mozliwos¢ wyszukiwania hasta Blackout.
Gracze znalezli jednak tzw. ,obejscie”. Wyzwanie ,utrata
przytomnosci” nie jest bynajmniej pierwszym takim igraniem ze
Smiercig za posrednictwem internetu. WczesSniejsze grupowe
swyciskanie” adrenaliny w mediach spotecznosSciowych, tez miato
tragiczne skutki.

Uzaleznienie

Internet jest peten putapek i sidet zastawionych na dzieci,
nieswiadomych czyhajgcych tam na nie niebezpieczenstw. Samo
dtugotrwate przebywanie w odrealnionym, cyfrowym Swiecie
prowadzi do uzaleznienia. Dziecko uzaleznione od internetu,
traci kontakt z rzeczywistoscig, a kiedy pozbawi sie go



dostepu do sieci, staje sie agresywne. (Czasem tak bardzo, iz
potrafi zranié, albo nawet zabié. Swieza jest tragedia, do
ktérej doszto w tym roku, w domu potozonym niedaleko
hiszpanskiego miasteczka Elche. Kiedy rodzice, z powodu ztych
wynikéw w nauce, odcieli dostep do internetu swojemu 15-
letniemu synowi, ten wpadt w szat i zastrzelit catag swoja
rodzine — rodzicéw i brata.

Skala problemu uzaleznienia od bycia w sieci widoczna jest
chociazby bo gwattownie rosnagcej liczbie psychiatrycznych
oddziatéw odwykowych od interentu na catym sSwiecie, réwniez w
Polsce. Ministerstwo zdrowia uruchomito niedawno program
.lerapia dla dzieci i mtodziezy uzaleznionych od nowych
technologii cyfrowych”. Juz 12 duzych oS$rodkéw zdrowia
psychicznego w catej Polsce bierze udziat w tym programie.
0Srodki te znajdujg sie na ogdét w duzych miastach, takich jak
m.in. Warszawa, Wroctaw, Biatystok, Szczecin, t6dZ, Torun czy
Siemianowice Slaskie.

Pornografia

Jednym z najwiekszych niebezpieczehAstw grozacych dzieciom,
poruszajgcych sie w sieci, jest wszechobecna tam pornografia,
ktéra bardzo mocno degeneruje mtode umysty i szybko je
uzaleznia. Wedtug badan naukowych mézg dziecka nie jest
przygotowany na zmierzenie sie z tresciami pornograficznymi,
ktére czynig w nim wielkie spustoszenie. Te przedwczesne i
nieuporzadkowane doznania seksualne, majg bardzo negatywny
wptyw na pdézniejsze — zycie doroste. — Osoby, ktére miaty
wczesny kontakt z pornografig, np. w wieku 12 lat badz
wczesniej, o wiele czeSciej wskazujg na problemy zwigzane z
czerpaniem satysfakcji w zwigzku matzenskim — powiedziat
podczas jednego z wyktaddéw wybitny specjalista — dr hab. Piotr
Rzymski z ZakYadu Medycyny Srodowiskowej na Uniwersytecie
Medycznym w Poznaniu. Niestety te problemy sg czestym powodem
rozbicia ma*zenstwa. Z danych statystycznych wynika réwniez,
ze osoby uzaleznione od pornografii o wiele czesSciej, niz



osoby nie uzaleznione, dopuszczajg sie gwattéw i przemocy
wobec kobiet.

Rozwigzaniem dla rodzicow sg na pewno odpowiednie programy,
ktore blokujg strony pornograficzne oraz tego rodzaju reklamy.
Jedng z najskuteczniejszych takich zapdér sa przegladarki
internetowe, produkowane przez firmy profesjonalnie zajmujace
sie tworzeniem programéw antywirusowych. Pomystowo$¢ naszych
dzieci jest jednak ogromna i potrafig one skutecznie poradzi¢
sobie z réznego rodzaju blokadami stron, dlatego nieodzowna
jest rodzicielska kontrola. Co jakis czas trzeba zasigs¢ do
komputera naszej pociechy i sprawdzié¢ czy wszystko jest w
porzadku, bo bez tego zdrowego monitoringu, nasza pociecha
moze sta¢ sie dla nas ciezkim utrapieniem. Wystarczy, ze same
naturalne przemiany rozwojowe w wieku nastoletnim sg dla
rodzicéw powaznym wyzwaniem, po co wiec sobie jeszcze
doktada¢. Pewien madry i wesoty cztowiek powiedziat ,Kto
przezyje trudy wieku nastoletniego swoich dzieci — temu
czysciec bedzie darowany”. I tej nadziei sie trzymajmy.

Gry Smierci

Inng ,toksyng” zwigzang z komputerem, grasujgca nie tylko w
przestrzeni internetu, sg agresywne gry komputerowe. Petno w
nich przemocy, krwawych i brutalnych scen. 0Ogladnie, a do tego
jeszcze uczestnictwo w zabijaniu na ekranie, wulgarny jezyk
gier, nie moze pozosta¢ bez negatywnego wptywu na umysty
graczy. Cyfrowe gry sg coraz bardziej nasycone wszelkiego
rodzaju dewiacjami 1 agresja. Ich bohaterowie to przewaznie
seryjni mordercy, psychopaci, zombi, wampiry 1 demony.
Godziny, ktdére gracze spedzajg w takim ciemnym towarzystwie,
na pewno im nie stuzg. Jak méwi stare, madre przystowie ,Z kim
przestajesz takim sie stajesz”.

Kiedy ktdoregos razu odwiedzatem kuzyna, wszedtem do pokoju
jego nastoletnich syndéw, zeby sie z nimi przywitaé¢. Obaj grali
wtasnie na komputerze w bardzo drastyczng gre. Gdy zobaczytem



na ekranie monitora skale okrucienstwa i przemocy, az zimny
pot mnie obla*. Poczutem sie jakbym znalazt sie nagle w
przedsionku piekta. Zapytatem chtopakéw jak mogg na to patrzed
1 to wiele godzin. Jeden z nich odpowiedziat ze spokojem ,To
tylko gra”. Jak muszg by¢ znieczulone sumienia o0s0b
uczestniczgcych w tych cyfrowych igrzyskach $mierci? Jak
stepiona ludzka wrazliwos$c¢?

Uwodzenie

Dla pedofiléw sieé¢ internetowa stata sie sieciag, ktdorg *owia
dzieci. Te szatanskie *owy doczekaty sie nawet swojej
anglojezycznej nazwy — grooming. Pedofil tworzy profil na
ulubionym portalu spotecznoSciowym upatrzonej ofiary. Podaje
sie tam za dziecko, najlepiej rowiesnika osoby matoletniej,
ktéora chce skrzywdzi¢. Zwyrodnialec obserwuje ofiare, stara
sie zdoby¢ jej zaufanie poprzez przyjazne rozmowy, wysytanie

swoich fatszywych zdjecl. Wszystko to, aby wytudzi¢ od dziecka
jego adres zamieszkania lub szkoty. Kiedy mu sie to uda,
wowczas moze juz uderzyc.

Cyberprzemoc

Agresja w internecie przejawia sie na wiele sposobdéw i ma
wiele imion. Trollowanie to réznego typu nieprzyjazne
zachowania wobec innych uzytkownikow portali
spotecznosciowych, prowadzone w celu rozbicia ich dyskusji.
Flamingiem nazywa sie sprowadzanie rozmowy do tonu jak
najbardziej agresywnego i wulgarnego. Doskonale znany hejt to
obrazliwe, nienawistne wypowiedzi kierowane wobec innych oséb.
Mozna by tu jeszcze dtugo wymieniad¢ te angielskie imiona
nienawisci, obecnej w sieci. Ale moze lepiej sobie tego
oszczedZzmy. Do$¢ powiedziel, Ze przemoc w internecie nie jest
wirtualna, ale realna. Do tego stopnia, ze potrafi zabic.

M6éj przyjaciel, opowiedziat mi historie dziewczyny o bardzo
kruchej psychice, ktéra po zawodzie mitosnym, targneta sie na



swoje zycie. Odratowano jg. Przeszta terapie, staneta na nogi.
Zdawato sie, ze pouktada sobie zycie. Niestety internetowi
hejterzy przypuscili na nig atak. Jeden z tych nienawistnikéw
napisat ,jest nieudacznikiem, nawet samobdjstwa nie potrafi
popeinic¢”. To byto jak kamieniowanie. Policja podata w
komunikacie, ze druga prdba samobdjcza byta niestety
skuteczna. Ale tak naprawde to nie ona sie zabi*a — zabita ja
ludzka nienawis¢, zwana internetowym hejtem.

Nie pozostawiajmy dzieci samych z
cyfrowg hydrag

Najnowsze badania wskazuja, ze wspétczesny rodzic jest bardzo
czesto nieobecny w cyber sSwiecie swojego dziecka. W 60 proc.
domow rodzice nie stawiajg dzieciom zadnych granic w
korzystaniu z internetu, a wiadomo, ze dzieci same sobie tych
granic nie postawig. Siedzg, czy lezg godzinami ze wzrokiem
utkwionym w ekran monitora lub smartfona. Trwanie w takim
bezruchu jest czestym powodem nadwagi, lub innej skrajnos$ci —
niedowagi, gdyz dziecko urzeczone wirtualng rzeczywistoscig,
nie da rady oderwa¢ sie od niej, nawet na positek. Brak ruchu,
Swiezego powietrza prowadzi do utraty zdrowia, ostabienia
odpornosci. Wady wzroku to obecnie wsréd dzieci i mtodziezy
prawdziwa plaga, a to tez efekt obcigzania wzroku gapieniem
sie w ekran z bliskiej odlegtosci. Kolejnym ,efektem ubocznym”
braku ograniczania przez rodzicow czasu, ktore dzieci spedzaja
przy monitorach, jest brak snu naszych pociech. Niewyspanie
odbija sie niezdrowa czkawka w postaci braku zdolnosci
koncentracji, co prowadzi do stabych wynikdéw w nauce i
wzmozonej nerwowo$ci, a nawet depresji i nerwic.

Warto wiec znalez¢ czas dla dziecka. Nie wykreca¢ sie sianenm,
ze musze duzo pracowad, zarabiac¢, mam inne obowigzki. Jezeli
nie znajdziemy czasu dla dziecka, to mozemy je — stracic¢. C6z
wowczas beda znaczyty nasze pienigdze, praca i obowigzki?
Przeciez czas przezyty z osobag bliska, to czas najlepie]



przezyty. Postarajmy sie wiec wyrwa¢ swoje dziecko, cho¢ na
krotki czas, ze Swiata wirtualnego i zainteresowal go Swiatem
realnym, ktéry jest bez pordwnania piekniejszy i ciekawszy.
Mogg w tym pomdéc wspdlne spacery, sporty, gry, zabawy na
Swiezym powietrzu, w otoczeniu przyrody. Dobrze jest tez poméc
dziecku w odkrywaniu jego talentdéw i zachecié¢, aby je
rozwijato. Wspdlne, dobre spedzanie czasu razem z dzieckiem
buduje zdrowg relacje, ktdéra jest podstawg, do tego, aby
dziecko nie bato sie nam powiedzie¢ o swoich problemach i
radosciach, rowniez do tego, aby wystuchato naszej opowie$ci o
Stwlércy, Swiecie i prawdziwym sensie zycia.

Adam Bia%ous

Popularne nagranie Z
lockdownu W Szanghaju
wystawia na probe chinska
cenzure

22 kwietnia w $cisle kontrolowanym chinskim internecie wybucht
protest, gdy uzytkownicy mediéw spotecznosSciowych przez wiele
godzin walczyli z <cenzura, by rozpowszechni¢ film
przedstawiajgcy wypowiedzi mieszkancéw nagrane podczas
trwajgcego w Szanghaju Llockdownu.
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Szesciominutowy film zatytutowany ,Gtos kwietnia” byt
blokowany niedtugo po tym, jak pojawiat sie w komunikatorze
WeChat i na platformie mikroblogowej Weibo. Na obu popularnych
platformach spotecznosciowych z duza skuteczno$cia ograniczano
bezposrednie linki do materiatu filmowego.

Chinczycy znajdowali jednak kreatywne sposoby na ponowne
zamieszczenie filmu, na przyktad zmieniajgc jego nazwe Llub
umieszczajac kody QR na pozornie niepowigzanych zdjeciach, aby
nakierowa¢ innych 1ludzi do pobrania go z serwisOw
przechowujgcych dane w chmurze.

Rowniez w tym przypadku kopie te szybko stawaty sie
niedostepne. Hashtagi z ogdélniejszymi hastami, takimi jak
.kwiecien” i ,cisza w Szanghaju”, byly usuwane z Weibo,
poniewaz zbuntowani uzytkownicy sieci wcigz znajdowali sposoby
na ominiecie cenzury 1 rozpowszechnianie informacji o trudnej
sytuacji mieszkancow Szanghaju objetych $cistym lockdownem.

Film rozpoczyna sie od nagrahn audio z wypowiedziami
szanghajskich urzednikéw z dwoch dziennych briefingéw w marcu,
kiedy méwili, ze nie planujg zamkniecia catego miasta.

,Nie mozemy [zamkng¢ miasta]” — twierdzit jeden z urzednikow.
»Poniewaz Szanghaj jest domem nie tylko dla mieszkancow
Szanghaju. Nasze miasto odgrywa wazng role w krajowym rozwoju
gospodarczym i spotecznym”.

Zaledwie jeden dzien p6zniej wtadze Szanghaju gwattownie
zmienity kurs 1 ogtosity dwuetapowy plan lockdownu,
ktéry rozpoczagt sie 28 marca. To, co poczgtkowo miato byc
o$smiodniowym lockdownem, rozciggneto sie do pieciu tygodni
i trwa nadal.

Ten czarno-biaty film przedstawia obraz widziany z lotu ptaka,
milczgce drapacze chmur i puste ulice miasta, jednoczes$nie
chronologicznie odtwarzanych jest ponad 20 nagran audio
z wypowiedziami mieszkancéw, ktdorzy opisuja swojg sytuacje.



Stychac¢: ptacz niemowlagt, ktore sitg odebrano rodzicom;
kierowce ciezard6wki, ktory dobrowolnie dostarczyt
zaopatrzenie, méwigcego, ze pO6zniej utkngt w miesScie
bez jedzenia i wody; syna mowigcego, ze jego ciezko choremu
ojcu odméwiono opieki szpitalnej; mieszkancéw zamknietych
wspdlnot domagajgcych sie dostawy zywnos$ci oraz kobiete
opisujaca niewykonczone miejsce kwarantanny,
do ktdorego zostata wystana.

oW ciggu miesigca od wybuchu epidemii w Szanghaju widziatem
wiele wypowiedzi w internecie, a wiekszos¢ z nich wkrotce
potem znikneta” — napisat autor filmu w pigtkowym posScie
na WeChat. ,Ale niektdére rzeczy nie powinny byty sie wydarzy¢
i nie powinny zostac¢ zapomniane”.

W jednym z niewielu cieptych momentéw udokumentowanych
na filmie, starszy mezczyzna wysyta jedzenie pracownikom,
ktérzy utkneli w tym samym budynku.

»,Ten wirus nas nie zabije, ale gtdéd tak” — méwi.
SWyzdrowiej szybko, Szanghaju” — czytamy na koncu filmu.

Wiekszo$¢ historii z filmu zostata rozpowszechniona w mediach
spotecznosciowych. Wielu mieszkancow, zamknietych w swoich
pokojach, pisato na Weibo, proszgc o pomoc i wyrazajgc swoj3g
frustracje.

Cho¢ nie jest to pierwsze nagranie dokumentujgce zycie podczas
lockdownu, ktdére zostato usuniete przez chinskich cenzoroéw,
takiego przyptywu spotecznych emocji nie widziano od czasu
Smierci chinskiego informatora Li Wenlianga. Lekarza,
ktéory ostrzegat w mediach spotecznosSciowych przed nowa formg
zapalenia ptuc 1 zostat upomniany przez policje za ,szerzenie
plotek” pod koniec 2019 roku, a pdéZniej sam zmart na wirusa.
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Szanghaj zbliza sie do pigtego tygodnia lockdownu i konca tego
nie widac.

Jednak surowe Srodki ograniczajgce nie zdotaty jak dotad
powstrzyma¢ wybuchu epidemii w mie$cie, wywotanej szybko
rozwijajgcym sie wariantem omikron. W ciggu ostatnich 24
godzin 24 kwietnia w Szanghaju odnotowano okoto 21 000 nowych
przypadkéw, cho¢ oficjalne dane sg coraz czesciej
kwestionowane przez mieszkancéw i ekspertoéow, biorgc pod uwage
historie bagatelizowania i ukrywania przez chinski rezim
informacji o epidemiach COVID-19 w catym kraju.

24 kwietnia wtadze zaostrzyty $rodki kontroli, wznoszac
metalowe bariery wokét osiedli, aby ograniczy¢ przemieszczanie
sie ludzi. Wokdét wielu osiedli mieszkaniowych,
w ktérych chociaz jedna osoba uzyskat*a pozytywny wynik testu
na COVID-19, zainstalowano dwumetrowe ogrodzenia.

Zrédto: The Epoch Times



https://www.theepochtimes.com/not-proper-for-me-to-ask-shanghai-doctor-says-hospital-covering-up-covid-19-cases_4381012.html
https://www.theepochtimes.com/china-underreporting-covid-19-death-rate-by-17000-percent-economist-says_4211606.html
https://epochtimes.pl/chiny-nadal-dopuszczaja-sie-ludobojstwa-i-zbrodni-przeciwko-ludzkosci-blinken/
https://www.theepochtimes.com/voice-of-april-viral-shanghai-lockdown-video-tests-chinas-censors_4427217.html

Kolczasty drut polskiej
cenzury

0d dtuzszego czasu (co najmniej od 26 lutego) portal ,Mysli
Polskiej” dostepny jest wytacznie przy zastosowaniu VPN lub
innych, sugerowanych przez informatykéw obejsc¢. Utrudnienia w
dostepie do niego zwigzane sa z uruchomieniem mechanizméw
cenzury, cho¢ na temat prawno-formalnych aspektéw
podejmowanych przeciwko wolnos$ci stowa w Polsce dziatan wiemy
niewiele. Dowiadujemy sie tymczasem, ze na 1liscie
cenzurowanych w Internecie medidéw pojawiaja sie nowe tytuty, w
tym ostatnio serwis wRealu24.

Prawo bezprawia

Wiele lat temu, w ustawie Prawo telekomunikacyjne z 16 lipca
2004 roku, cho¢ Internet nie byt wowczas tak istotnym Srodkiem
przekazu jak dzis, pojawita sie juz mozliwos$¢ arbitralnej
cenzury. Art. 180 ust. 1 wspomnianej ustawy stanowi od tamtego
czasu, ze ,Przedsiebiorca telekomunikacyjny jest obowigzany do
niezwtocznego blokowania potgczen telekomunikacyjnych Tlub
przekazéw informacji, na Zgdanie uprawnionych podmiotoéw,
jezeli potgczenia te moga zagrazac obronnosSci, bezpieczenstwu
panstwa oraz bezpieczernstwu 1 porzadkowi publicznemu, albo do
umozliwienia dokonania takiej blokady przez te podmioty”.
Wydaje sie, ze intencja tego zapisu byta nieco odmienna od
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jego cenzorskiego wymiaru, stosowanego obecnie. Furtka zostata
jednak otwarta.

Podmioty uprawnione do zazgdania wprowadzenia blokady
niektérych stron internetowych od dostawcéw Internetu to,
wedtug ustawy, Policja, Biuro Nadzoru Wewnetrznego, Straz
Graniczna, S*uzba Ochrony PanAstwa, Agencja Bezpieczenstwa
Wewnetrznego, Stuzba Kontrwywiadu Wojskowego, Zandarmeria
Wojskowa, Centralne Biuro Antykorupcyjne 1 Krajowa
Administracja Skarbowa (art. 179 Prawa telekomunikacyjnego).
Praktyka funkcjonowania panstwa polskiego wskazuje, ze
najpewniej w przypadku obecnych dziatan cenzorskich takim
podmiotem jest bezpieka z siedzibg przy ulicy Rakowieckiej w
Warszawie.

To wtasnie ta instytucja ma rdowniez w reku inne instrumenty
cenzorskie, przede wszystkim wynikajgce z aktualnego brzmienia
art. 32c ust. 1 ustawy o Agencji BezpieczehAstwa Wewnetrznego
oraz Agencji Wywiadu. Z kolei ono wynika z ustawy z 10 czerwca
2016 roku o dziataniach antyterrorystycznych. Przypomnijmy, ze
jej projekt zostat przegtosowany kilka miesiecy po przejeciu
wtadzy przez Prawo i Sprawiedliwo$¢ w 2015 roku, przy
wsparciu Pawta Kukiza i jego 6éwczesnych przybocznych.

Jak czytamy we wspomnianym artykule ustawy, szef ABW ztozyc
moze, kontrasygnowany uprzednio przez Prokuratora Generalnego,
wniosek o zablokowanie dostepu do stron internetowych, ktére,
jego zdaniem, maja ,zwigzek ze zdarzeniem o charakterze
terrorystycznym lub okreslonych ustug teleinformatycznych
stuzgcych lub wykorzystywanych do spowodowania zdarzenia o
charakterze terrorystycznym”. Sformutowania nader mgliste, za$
w Swietle wuznawania przez niektdére organy nawet
przedstawicielstw dyplomatycznych niektdérych krajow za
podmioty zwigzane z terroryzmem, dowolno$¢ ich interpretacji
zalezy wytagcznie od widzimisie, antypatii, sympatii oraz
politycznych zleceA naczelnika bezpieki. 0 kolejnych
przedtuzeniach blokowania stron internetowych decydowa¢ ma w
sktadzie jednoosobowym, na posiedzeniu niejawnym Sad Okregowy
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w Warszawie. I tu pojawiajg sie co najmniej trzy elementy
wskazujgce na zagrozenie fikcyjnosScig owej kontroli sadowej.
Pierwszy ma charakter polityczny; prezesem Sgdu Okregowego w
Warszawie, do ktdérego trafia wiekszos¢ spraw o charakterze
politycznym w panstwie PiS jest od 2020 roku Piotr Schab,
jeden z sedzidéw lojalnych wobec Ministerstwa Sprawiedliwosci i
jego aktualnej polityki. Drugi — psychologiczny: orzekanie pod
naciskiem stuzb specjalnych, w trybie wydawanego w sktadzie
jednoosobowym postanowienia to naturalna, dodatkowa presja na
sedziego, szczegdlnie w systemie autorytarnym. Trzeci to
aberracja prawna: w mysl obowigzujacych przepiséw wydawca
zablokowanej strony internetowej nie jest nawet o blokadzie
informowany, wszystko ma charakter scisle tajny, a on sam
pozbawiony jest mozliwoSci zaprezentowania swoich argumentéw
podczas posiedzed sadu w jego przeciez sprawie. Sciezka
odwotawczg dysponuje za$ wytgcznie ABW i prokuratura, na
wypadek, gdyby ktérys z sedzidéw jednak zdecydowat sie wydad
postanowienie wbrew polityczno-bezpieczniackim sugestiom.

Wszystkie przytoczone wyzej przepisy powodujg, ze prawa
konstytucyjne obywateli i podmiotdéw podlegajgcych cenzurze
przestajg mie¢ jakiekolwiek znaczenie. Chodzi tu przede
wszystkim o art. 45 ustawy zasadniczej gwarantujacy kazdemu
prawo do sadu oraz art. 77 ust. 2, ktdéry stanowi, ze ,ustawa
nie moze nikomu zamykac¢ drogi sgadowej dochodzenia naruszonych
wolnosci 1 praw”. Jak sie okazuje, jesli polityczne
kierownictwo stuzb bezpieczenstwa uzna, ze kto$ stanowi
zagrozenie dla panstwa (a doktadniej — dla 1linii partii
rzgdzacej i rzadu), konstytucyjnymi gwarancjami cieszy¢ sie
nie moze. A o wszystkim zadecyduje funkcjonariusz bezpieki z
Rakowieckiej, nadgorliwy z wtasnej inicjatywy, badz wykonujacy
polityczne dyspozycje swego partyjnego patrona.

Nie zmienia to faktu, ze w Polsce réwniez dobrze wszystko
odbywa¢ moze sie ,bez zadnego trybu”, jak mawiat z trybuny
sejmowej prezes rzadzgcego ugrupowania. Nie wiemy jak byto w
przypadku aktualnych dziatan cenzorskich. By¢ moze nie


https://www.rp.pl/sady-i-trybunaly/art420131-rzecznik-dyscyplinarny-piotr-schab-prezesem-sadu-okregowego-w-warszawie

zawracano sobie gtowy speinianiem jakichkolwiek wymogow
formalnych.

Kwestia politycznej celowosci

Zaréwno portal ,Mysli Polskiej”, jak i inne, ktoére podlegaty w
ostatnim okresie dziataniom cenzorskim, notabene wprost
zakazanym przez wspomniang Konstytucje, nie stanowity 1 nie
stanowig gtdéwnego nurtu w polskiej przestrzeni informacyjnej.
Sg raczej gtosami intelektualnych dysydentow, na dodatek nie
majgcych zadnych aspiracji partyjno-wyborczych, czyli
bezpoSrednio nie zagrazajgcych istniejgcemu systemowi.

Pojawia sie wobec tego pytanie, bardzo trudne, jak sie
przekonamy, o rzeczywiste motywacje stosowania dziatan
cenzorskich przez bezpieke i organy wtadzy. Skoro krytyczna
my$l nie stanowi na obecnym etapie zadnego politycznego
zagrozenia dla klasy politycznej, po co zaprzatal sobie gtowe
jej blokowaniem, ktére — chcgc nie chcgc — prowadzi wytacznie
do wzrostu zainteresowania czytelnikdéw niezaleznymi mediami?

Odpowiedzi na to pytanie moze by¢ kilka, przy czym zadna z
nich nie napawa optymizmem. Znajgc poziom intelektualny i
etyczny bezpieki, uzna¢ mozemy, ze to samowolne,
nieskoordynowane inicjatywy jej co mniej lotnych
funkcjonariuszy. W takim przypadku mozna przyjaé¢, ze jakas
grupa przy ulicy Rakowieckiej z braku lepszych zaje¢ i z checi
przypodobania sie swoim politycznym mocodawcom zdecydowata sie
na ruchy catkowicie sprzeczne z logikag, ale dajagce sie
sprzeda¢ zwierzchnikom jako ,skuteczna” walka z tzw.
dezinformacja (w rzeczywistos$ci z krytycznymi opiniami) czy
obca rzadzacym narracja, szczegdlnie w sprawach polityki
zagranicznej. Jesli tak istotnie jest, bytoby to kolejnym
Swiadectwem kompletnej nieudolnos¢ polskich stuzb specjalnych,
ktére zamiast zajmowal sie niewgtpliwie istniejgcymi powaznymi
zagrozeniami dla bezpieczenstwa panstwa, umilajg sobie czas
polowaniem na ,nieprawomys$lnos¢” w Internecie.



Druga opcja jest jeszcze bardziej przygnebiajgca od pierwszej.
Zaktada bowiem, ze polityczne kierownictwo obecnych stuzb
cierpi nie tylko z powodu powaznych deficytdow intelektualnych,
lecz takze za ©przyczynag réznego rodzaju fobii,
uniemozliwiajacych jakikolwiek trzezwy osad sytuacji. W tym
przypadku zatozy¢ mozemy, ze jakis$ niewydarzony polityk sktada
donos (specjalnos$¢ Polakdéw w ostatnich latach) w sprawie
rzekomego zagrozenia bezpieczeAstwa przez obecne w Internecie,
~wywrotowe” w jego przekonaniu tresci, bezpieka postusznie
wykonuje otrzymane instrukcje. I nawet, gdyby uwazata je za
gtupie i nieracjonalne, nie odwazy sie im sprzeciwic¢. Wszak
los jej funkcjonariuszy, biorgc pod uwage fale kolejnych
weryfikacji i czystek, wisi kazdego dnia na wtosku.

Trzecia teoria bazuje na stwierdzeniu catkowitego braku
suwerennosci wtadz polskich. Zaktada¢ trzeba wtedy, ze
instrukcje dotyczgce wprowadzenia mechanizméw cenzury
przychodza z zewnatrz. Albo od rezydenta stuzb amerykanskich
ukrytego wsrod personelu dyplomatycznego Standw Zjednoczonych
lub Wielkiej Brytanii w Warszawie, albo — to jeszcze prostsze
wyjasnienie — od oficerdw Stuzby Bezpieczenstwa Ukrainy,
wielokrotnie juz kierujacych de facto dziatalnoscig polskich
stuzb specjalnych, choéby w stynnej sprawie Stawomira Nowaka.
Centrala decyzyjna znajdowataby sie przy takim zatozeniu nie w
stolicy Polski, lecz w Waszyngtonie, Londynie czy nawet
Kijowie. Straszne? Owszem. Nieprawdopodobne? Nie do konAca.

Jest jeszcze wyjasnienie 1z gatunku tych bardziej
optymistycznych. By¢ moze tegie analityczne gtowy w polskich
kregach wtadzy doszty do wniosku, z pomoca innych tegich gtéw
z zagranicy, ze za jakis czas dojdzie do przewarto$ciowania
poglgddéw spoteczennstwa na wiele spraw, w tym dotyczgcych
polityki wschodniej. By¢ moze uznano, ze przewarto$ciowania te
doprowadzg do wzrostu potencjatu informacyjnego medidw
opozycyjnych, konsekwentnie krytycznych. A potencjat ten z
kolei moze przynies$é¢ przetasowania na scenie partyjnej w
przysztosci, bedac tym samym sSmiertelnym zagrozeniem dla



obecnej klasy politycznej i jej zewnetrznych patrondw.
Postanowiono w tej sytuacji dziataé prewencyjnie, zdusié w
zarodku tendencje do racjonalnego mysSlenia, zanim rozlejg sie
one szerzej w spoteczenstwie. Jedynym minusem przyjecia
takiego scenariusza bytby fakt, ze my sami nie potrafimy
doceni¢ drzemigcego w naszych Czytelnikach i Srodowiskach
potencjatu.

Moze by¢ tak (najczesciej tak w rzeczywistosSci spotecznej
wtasnie bywa), ze w kazdej z powyzszych préob wyjasnienia
ostatnich wydarzen, jest jakie$ ziarno prawdy. A z drugiej
strony, by¢ moze jednak wszystkie one sg fatszywe, a
rzeczywistos¢ jest duzo straszniejsza niz nam sie wydaje. Czas
pokaze.

Informacyjne podtoze dla anty-Rosji

Pobiezny przeglad stron internetowych w jezyku rosyjskim, nie
tylko tych rzadowych i powigzanych z Moskwa, pokazuje, ze
cenzura w Polsce objeta roéwniez caty szereg medidw
rosyjskojezycznych. Sa wsrdd nich takze media prywatne, a
nawet te znajdujgce sie w ostroznej opozycji wobec wtadz
rosyjskich. Z jakich przyczyn wuznano je za roéwnie
niebezpieczne, co portal ,Mysli Polskiej”?

Musi to naprawde zastanawia¢, i to gteboko. Wedtug badanh z
2015 roku (TNS Polska), jezykiem rosyjskim wtada biegle 3%
Polakéw. Rzeczywisty odsetek moze by¢ jeszcze mniejszy; po
pierwsze, w wyniku tendencji do zawyzania swoich kompetencji w
ankietach; po drugie — od wspomnianego badania mineto siedem
lat, a trendy jezykowe i demograficzne w tym czasie dziataty
raczej na niekorzys¢ najwazniejszego z Jjezykéw
wschodniostowianskich.

Strony rosyjskich medidw publicznych zablokowane zostaty w
wyniku skoordynowanej akcji cenzorskiej catego tzw. Zachodu
(za wyjatkiem, co ciekawe, Standow Zjednoczonych). Pozostate
portale zostaty wszakze zablokowane z inicjatywy polskiej.


https://serwisy.gazetaprawna.pl/edukacja/artykuly/1111366,jakie-jezyki-obce-znaja-polacy.html

Nietrudno to sprawdzié¢. Wystarczy zastosowac aplikacje VPN, by
przekona¢ sie, ze sg one dostepne z terytoridw wiekszosci
krajéw Unii Europejskiej. W naszym kraju niemal wszystkie
zostaty ocenzurowane.

Ich czytelnikami nie byli z pewno$Scig nie znajacy jezyka
rosyjskiego Polacy. Nawet, jesli uznamy, ze 2-3% z nich ma
odpowiednie umiejetnos$ci jezykowe, mozna chyba zatozy¢, ze nie
spedzatoby to snu z powiek polskiej klasy politycznej. Dlatego
coraz bardziej uprawniona staje sie teza, ze cenzura medidw
rosyjskojezycznych stosowana jest nie 2z wuwagi na ich
potencjalnie ,wywrotowy” wptyw na obywateli polskich, a raczej
po to, by nie siegata po nie kilkumilionowa rzesza zyjgcych
dzis w Polsce Ukraincéw, z reguty rosyjskojezycznych lub co
najmniej dwujezycznych.

Moze to by¢ planowe pozbawienie ich dostepu do przestrzeni
informacyjnej alternatywnej i rownolegtej wobec tej, ktora
kreowana jest przez media ukraifiskie i w niematym stopniu
rowniez polskie (w ich ukrainskojezycznych edycjach). Po co?
Przy zatozeniu, wcale nie tak nieprawdopodobnym, ze w wyniku
wojny na Ukrainie osiggniete zostang przynajmniej cze$Sciowo
cele polityczne 1 ideologiczne zadeklarowane na wstepie przez
Moskwe, anty-Rosja, ktdrg byt w ostatnich latach koordynowany
przez tzw. Zachod projekt ukrainski przemiesci sie na nasze
terytorium. Przesuniecie ludnosci ukrainskiej (migrantow,
uchodzcéw) moze mie¢, jak twierdzi choéby Grzegorz Braun,
charakter planowego przemieszczenia ludnos$ci, swoistej
operacji narodowosciowej i demograficznej. W takim wypadku
odpowiednie stuzby czuwa¢ muszg i juz to robig, by Ukraincy
osiedlajgcy sie w Polsce nie ulegali wptywom przekazéw
alternatywnych, krytycznych wobec projektu anty-Rosja, ktdéry
przeciez majg tym razem na naszym terytorium wspéttworzyc.
Nawet wyrywkowe rozmowy z wieloma z nich pokazuja, ze poziom
ich zainteresowania polityka jest obecnie nikty. Owszem,
siegajg po media rosyjskie, lecz raczej poszukujag tam
materiatéw nie zwigzanych z wojna czy geopolityka. Trzeba ich



zatem uksztattowal, by mogli odegra¢ swg role. I usungd
wszystkie przeszkody na drodze do formowania ich umystow. Bez
ukrainskich budowniczych trudno bowiem bedzie o skonstruowanie
1 legitymizacje anty-Rosji w Polsce.

Kwestia szacunku

Filozofia wspétczesnej cenzury polega na starym jak Swiat,
pesymistycznym oglgdzie natury ludzkiej. Cho¢ moze nie warto
bawi¢ sie tu w eufemizmy: zwulgaryzowane wspdtczesne ujecie,
tradycyjnego niegdys dla konserwatystéow, zatozenia o utomnos$ci
poznawczej 1 intelektualnej cztowieka zaktada, ze wszyscy
jestesmy kretynami, wdziecznymi obiektami cudzych manipulacji,
niezdolnymi do krytycznego myslenia troglodytami. Poddawani
jestesmy zatem procesowi infantylizacji. Dzieciom zabrania sie
przeciez korzystania z niektdérych przyjemnosci w imie ich
wtasnego dobra. Podobnie nam probuje zakazywal sie siegania po
te opinie, informacje czy oceny, ktdére nie wykazuja zbieznosci
z narracjg klasy politycznej.

Filozofia ta zaktada catkowity brak szacunku dla kazdego
obywatela. Jest tez niebezpiecznym precedensem, bo skoro dzis
zabrania nam sie czyta¢ i ogladac¢ te tresci, ktdére sami
wybieramy, jutro ktos moze uznaé¢, ze w imie bezpieczenstwa
panstwa trzeba pozbawi¢ nas prawa gtosowania w wyborach.
Chroni¢ nas przed samymi sobg i ryzykami wolnos$ci, odmdéwié nam
prawa do krytycznej oceny rzeczywistosci, a na koniec zamkng¢
w barakach neoliberalno-atlantyckiego obozu koncentracyjnego.
Obozu, w ktérym wprawdzie bedzie telewizor i Internet, lecz
zakres dostepnych przekazéw waha¢ bedzie sie miedzy w zasadzie
jednolita tred$cig przekazu TVP i TVN, ,Gazety Polskiej” i
~Newsweeka. Polska”.

Dlatego dzis to VPN i inne proponowane przez informatykéw
rozwigzania pozwolag nam unikng¢ zamkniecia za zasiekami
informacyjnej blokady. To wazne, tym bardziej, ze mySlenie i
krytycyzm sg w czasach tak trudnych, jak obecne, czyms wrecz



niezastgpionym.

Mateusz Piskorski

Wygenerowanl przez sztuczna
inteligencje yludzie”
rozpowszechniaja
antyzachodnie 1 pro-KPCh
opinie W mediach
spotecznosciowych

Ogromna prochinska sie¢ ,spamuflazu” wykorzystywana jest
w mediach spotecznos$ciowych do znieksztatcania
miedzynarodowego postrzegania waznych kwestii, takich jak
amerykanskie prawo dotyczgce broni, COVID-19
oraz dyskryminacja rasowa, O Czym w najnowszym raporcie
poinformowato Centre for Information Resilience (CIR).

Przedstawiona w raporcie taktyka polega na wykorzystywaniu
rozlegtej sieci wygenerowanych komputerowo ,ludzi”
do promowania narracji Komunistycznej Partii Chin (KPCh)
i dyskredytowania Zachodu, zwtaszcza Standow Zjednoczonych.
Boty i fatszywe profile uzytkownikdéw sg uzywane na Twitterze,
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Facebooku, Instagramie i YouTubie, jak wynika z opublikowanego
5 sierpnia (PDF) raportu CIR. Centre for Information
Resilience to niezalezna organizacja non profit, ktdérej celem
jest przeciwdziatanie dezinformacji.

W raporcie stwierdzono ponadto, ze wuzytkownicy,
ktdrzy zamierzajg prowadzic¢ otwarta, uczciwg dyskusje lub
szukajg rzetelnych opinii na platformach spotecznosSciowych,
nie beda deliberowa¢, gdy natrafig na wypowiedzi botdw.

Boty sg prawie nie do odrdéznienia od prawdziwych ludzi. Chod
sprawiajg wrazenie, jakby byty ludZzmi, to sa po prostu
generowane przez najnowoczes$niejszg sztuczng inteligencje
(SI). W raporcie zauwazono rowniez, ze niektdre konta
uzytkownikéw nalezaty wczesSniej do prawdziwych ludzi
i nie zostaty stworzone na potrzeby sieci, ale zostaty
przejete przez boty w celu przeprowadzania kampanii
propagandowych KPCh w internecie.

CIR znalazto ponad 350 fatszywych kont, ktdre postugujg sie
petnymi negatywnego nastawienia memami lub dtugimi blokami
tekstowymi. Ich celem jest zardwno wzmocnienie spekulacji
na temat amerykanskiego podej$cia do kwestii COVID-19, jak
i wywotanie u internautdow wzburzenia w zwigzku z dyskryminacja
oraz przemocg z uzyciem broni w Stanach Zjednoczonych. Posty
te sg w jezyku angielskim i chinskim.

Niektére konta rozpowszechniajg tresci wizualne, takie jak
kreskéwki i filmy wideo, aby osiggng¢ pewne cele: zasiacd
watpliwosci odnosnie do twierdzen rzgdu Standéw Zjednoczonych
na temat wirusa KPCh, powszechnie znanego jako nowy
koronawirus, ktéry pochodzi z laboratorium w Wuhan, lub aby
odpiera¢ zarzuty dotyczace *amania praw cztowieka w chinskim
regionie Xinjiang oraz szerzy¢ dezinformacje na temat
przebywajacego na emigracji chinskiego miliardera Guo
Wengui 1 wirusolog z Hongkongu Li-Meng Yan.

Posty stworzone przez boty sg echem os6b publicznych z Pekinu,
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w tym redaktora naczelnego tuby medialnej KPCh - ,Global
Times” oraz rzecznikéw Departamentu Informacji Ministerstwa
Spraw Zagranicznych Chinskiej Republiki Ludowej.

,Nasze badania pokazujg dowody na celowy wysitek w kierunku
znieksztatcenia miedzynarodowego postrzegania istotnych
kwestii — w tym przypadku, na korzys¢ Chin” — powiedziat
Benjamin Strick, autor raportu.

CIR prowadzito swoje badania, szukajgc wzorcow w niektdrych
hashtagach uzywanych na portalach spotecznosciowych. Znalezli
skupiska kont konsekwentnie podbijajgcych tresci i hashtagi
z gtéwnego konta. CIR napisato, ze wskaznik komentarzy,
retweetéw i polubien jest ,bardzo nieprawdziwy”. Poprzez
namierzenie centralnego posta, badacze mogg zidentyfikowad
wiecej komentarzy.

Owa grupa badaczy stwierdzita, ze nie ma konkretnych dowodéw
na sponsorowanie sieci przez chiiAski rezim. Niemniej dziatania
majgce na celu wywieranie takiego wptywu majag podobny znak
rozpoznawczy znaleziony na kontach uzytkownikow, ktére zostaty
wczesniej zamkniete przez platformy medidw spotecznosciowych.

~Wzywamy platformy wymienione w tym raporcie do zbadania tejze
sieci, formalnego przypisania autordéw i jej zlikwidowania.
Wazne jest, aby osoby odpowiedzialne za jej istnienie zostaty
zdemaskowane” — powiedziat Ross Burley, wspétzatozyciel
i dyrektor wykonawczy CIR.

Firmy Z branzy medidw spotecznos$ciowych
wielokrotnie podejmowaty dziatania majgce na celu usuniecie
podobnych sieci.

Twitter usungt ponad 170 tys. kont w czerwcu 2020 roku po tym,
jak Graphika, firma zajmujgca sie analizg spoteczng,
zidentyfikowata propekinska siec propagandowaq
nazwang ,Spamouflage Dragon”. Ta siec¢ fatszywych kont aktywnie
rozpowszechnia posty, ktdre chwalg komunistyczny rezim Chin,
atakujg ruch prodemokratyczny w Hongkongu oraz Stany
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Zjednoczone.

Zréodto: TheEpochTimes.com

Upublicznianie W siecl
materiatow o dziecku wigze
sie z zagrozeniaml. Eksperci
radza, jak im zapobiegad

-

Mimo informacji 0 kolejnych wyciekach danych
oraz o inwigilacji relacjonowanie codziennego zycia w mediach
spotecznos$ciowych wcigz wydaje sie nie traci¢ na popularnosci.
Na stronie Centrum Informacji Konsumenckiej <czytamy,
ze w Polsce ok. 40 proc. rodzicéw regularnie korzystajgcych
z internetu publikuje materiaty dotyczgce wtasnego dziecka.
Z kolei wedtug badan dr Anny Brosch z Wydziatu Nauk
Spotecznych Uniwersytetu Slagskiego w Katowicach co czwarty
rodzic permanentnie udostepnia w mediach spotecznoSciowych
informacje o swoich dzieciach, ktéore traktowane jak
,mikrocelebryci” dorastajg w przesSwiadczeniu, ze dzielenie sie
szczegotami z prywatnego zycia jest naturalng praktyka.

»2ycie na wirtualnym swieczniku”

Zjawisko to nazywa sie sharentingiem (ang. share — dzielid sie
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1 parenting — rodzicielstwo) 1 odnosi sie do czestego
upubliczniania informacji intymnych o dziecku, ktdre naruszaja
jego prywatnos$¢ i ktore majg zasieg publiczny, a wiec moga
trafi¢ do anonimowego odbiorcy. Mogga to by¢ np. zdjecia
przedstawiajgce codzienne zycie, ale i zdjecia przesSmiewcze,
np. gdy dziecko zasnie z nosem w talerzu.

Jak informujg eksperci, ok. 23 proc. dzieci zaczyna istnie¢
w sieci jeszcze przed fizycznym przyjsciem na Swiat, poniewaz
ich rodzice zamieszczajg zdjecia badZz nagrania z USG. Czasem
nawet dzieci przebywajgce w tonie matki majg juz profile
w mediach spoteczno$ciowych.

Z poradnika ,Sharenting i wizerunek dziecka w sieci” wydanego
przez Akademie NASK dowiadujemy sie, ze spora cze$¢ rodzicéw
zamieszczajacych w sieci tres$ci o swoim dziecku nie stosuje
ograniczen dotyczacych wyswietlania materiatéw i udostepnia je
wiekszym grupom oséb.

Wedtug badan przeprowadzonych przez dr Anne Brosch w 2018 roku
w grupie 1036 rodzicéw dzieci w wieku przedszkolnym, co
czwarty z nich nagminnie udostepnia takie informacje. ,Nie
jest to wiec az tak popularny proceder, ale na pewno
zauwazalny, bo jezeli ktosS upowszechnia dziesigtki albo nawet
setki zdje¢ swoich dzieci, to odbiorcom wydaje sie, ze media
spotecznosciowe sg nimi zalane” — powiedzia*a dr Brosch.

Badaczka 2z Wydziatu Nauk Spotecznych Uniwersytetu
Slaskiego zwraca uwage, ze sharentingiem zajmuja sie
przewaznie matki.

,Dawniej np. w latach 70. XX wieku mtode matki siadaty
przed blokiem na tawce, dzieci bawity sie w piaskownicy, a one
rozmawiaty o dzieciach. Teraz matki przeniosty sie do sieci” -
podkreslita.

W ocenie dr Brosch matki udostepniajg zdjecia swoich dzieci
z kilku powoddéw. Po pierwsze, zeby pokazac¢ innym, jak dobrymi
sg matkami, ze sobie doskonale radzg. Po drugie, poszukuja
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wsparcia i1 akceptacji spotecznej dla tego, co robij.

,Trzeci motyw zwigzany jest z charakterystyczng dla naszych
czasOw modg na popularnos¢. Chodzi o uzyskanie aprobaty
spotecznej poprzez lajki, co prowadzi do popularnosci. Wiele
oséb w sieci nasladuje innych — znanych tylko z tego, ze sa
znani. Nastepnie oni sami chcg stad¢ sie takimi celebrytami.
A ze nie maja szansy dzieki sobie, to starajg sie to uzyskad
chociaz dzieki dziecku. Stad np. te zdjecia oSmieszajace
dzieci, ktdére majg po prostu przykuwa¢ uwage” — ttumaczyta
badaczka.

Brosch dodata, ze ojcowie w duzo mniejszym stopniu ulegaja
sharentingowi, a jezeli juz, to najcze$Sciej w sytuacji,
gdy starajg sie o prawa do opieki nad dzieckiem.

CzesSciej kobiety ulegajg sharentingowi niz mezczyzni. Robig
to, by pokazac¢, ze sg dobrymi matkami, cho¢ wiele z nich
poszukuje réwniez akceptacji i popularnosci. Zdjecie
ilustracyjne (MarieXMartin / Pixabay)

Stacey Steinberg, profesor z Levin College of Law
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na Uniwersytecie Florydy w Gainesville, podaje, ze dla czesci
rodzicéw sharenting jest rodzajem budowania wiezi
zZz rozproszong rodzing, pomaga w dzieleniu sie problemami
i niweluje samotno$¢. Badaczka podkresla jednak, ze nalezy
pamieta¢ takze o ptynacych z takiego dziatania zagrozeniach.

Jako obronczyni praw dzieci zaznaczy*a, ze dzieci powinny miec
prawo do decydowania, jakie informacje o nich chcag zamiescit
w sieci ich rodzice.

Nawet jesli w danym przypadku publikowane tres$ci nie narazg
dziecka na rdéznego rodzaju represje, kradziez tozsamosci
czy moze nie trafig na strony z pornografig dziecieca,
to pediatrzy sg coraz bardziej $Swiadomi znaczenia ochrony
obecnosci dzieci w cyfrowej rzeczywistosci i zwracaja uwage,
by nie zapominac¢ o prawie dziecka do prywatnosci.

Prywatnos¢ i ,,dtuga pamiec¢ internetu”

,Kazdy cztowiek powinien mie¢ mozliwoS¢ tworzenia wkasnej
tozsamos$ci i wizerunku, takze w Swiecie cyfrowym”
— podkreslaja Anna Borkowska i Marta Witkowska, autorki
poradnika ,Sharenting i wizerunek dziecka w sieci”. Wszystkim
niezaleznie od wieku nalezy sie prawo decydowania, jakie
szczegb6ty z wtasnej prywatnosci chce ujawnié¢. Rodzice
nagminnie dokumentujgcy w mediach spotecznos$ciowych zycie
wtasnych dzieci pozbawiajag je mozliwosSci wyboru, co
i czy w ogbéle chciatyby opowiedzie¢ o sobie w wirtualnym
sSwiecie.

Ponadto autorki poradnika dla rodzicow o upublicznianiu
wizerunku dziecka w sieci wymieniajg jeszcze inne zagrozenia
zwigzane z sharentingiem.

Przypominaja, Ze sinternet ma dtuga pamiec”
i w cyberprzestrzeni nic nie ginie, zwtaszcza ze tres$ci
zyskujace duzg popularnos¢ dos¢ szybko sa rozpowszechniane,
a zatem trudno je catkowicie usunac.
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»Internet nigdy nie zapomina, wiec trudno przewidzied
konsekwencje tego procederu dla dzieci w przysztosci. W sieci
nic nie ginie, a jezeli wrzuci sie do sieci jakie$ zdjecie,
to zaczyna ono zy¢ wtasnym zyciem. Nie mdéwiac o skrajnych,
ale jednak [majagcych miejsce], przypadkach kradziezy
tozsamosci w internecie czy pedofilach w sieci” - moéwi
dr Brosch.

Utrata kontroli

Na przyktad w 2015 roku w Australii wykazano, ze okoto potowa
z 45 mln zdjec znajdujacych sie na stronie z pornografig
dzieciecg pochodzita bezposrednio z medidw spotecznoSciowych
1 byty to przewaznie niewinne zdjecia z codziennej scenerii,
ktére pojawiaty sie w kontekScie niestosownych komentarzy.

Dlatego eksperci podkreslajg, by pamietaé, ze nad fotografiami
wrzuconymi do sieci, przestaje sie mie¢ petnag kontrole
i nie mozna by¢ pewnym, kto i w jaki sposéb je wykorzysta.
Moga zostal¢ bezprawnie uzyte w celach majgtkowych badz
przestepczych.

Specjalisci ostrzegaja, ze ,media spoteczno$ciowe sg bardzo
czesto terenem poszukiwan dla pedofildéw, ktdédrzy nagminnie
pobierajg z nich zdjecia dzieci i handlujg nimi na zamknietych
forach internetowych”.

Przestepstwo postugiwania sie skradzionym wizerunkiem dziecka
w celu realizowania swoich fantazji nazywane jest cyfrowym
kidnapingiem (ang. baby role play).

Nie powinnismy tez narazal¢ dzieci na cyberprzemoc. Asumptem
do tego moze by¢ publikowanie w naszej opinii zabawnych zdjec
dziecka, ktore jednak w szerszej perspektywie mogg zostad
odebrane jako kompromitujgce. To moze spowodowac¢ fale hejtu
i agresji ze strony zardwno nieznajomych internautdw, jak
i réwiesnikéw dziecka oraz wptyngé¢ na jego samoocene.
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Wykorzystywanie danych osobowych

Pozostaje tez kwestia udostepniania danych osobowych, ktére
Jwymieniamy” za mozliwos$¢ korzystania z profilu w mediach
spoteczno$ciowych. Stanowig one Zrdédito informacji m.in. dla
firm marketingowych.

Co wiecej, eksperci ds. Chin, a takze politycy od lat
alarmujg, by nie korzysta¢ =z chinskich technologii,
m.in. TikToka czy WeChata, oraz innych pozornie niegroZnych
narzedzi, ktdére gromadzg dane na temat uzytkownikéw, a takze
pozyskujg w nielegalny sposdéb poufne informacje i wrazliwe
dane z rdéznych instytucji. Gdy takie informacje znajda sie
w rekach rezimu komunistycznego, mogg zagrazacC bezpieczenstwu
krajéw oraz ich mieszkancéw.

L
~

Ilustracja demonstrujaca logo chinskiego komunikatora WeChat
wyswietlonego na tablecie, 24.07.2019 r. (Martin
Bureau/AFP/Getty Images)

Komunistycznej Partii Chin do zbierania danych s%tuza
np. platformy spotecznosciowe, komunikatory, programy
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do obrébki i ,ulepszania” zdje¢ lub aplikacje usprawniajgce
pisanie maili.

Wtadze ChRL wykorzystujg ,systemy big data do inwigilacji -
zwtaszcza w celu sprawdzenia, czy ktoS ma opinie sprzeczne
z prezentowanymi przez chinski rezim. Jednym ze sposobdéw jest
analizowanie zakupdéw w sklepach internetowych”
— powiedziat profesor nauk politycznych dr Titus C. Chen
z Narodowego Uniwersytetu Sun Yat-sena na Tajwanie.

Niemal wszechobecny monitoring w Chinach oraz nadzorowanie
aktywnos$ci w internecie uzywane sg do tzw. systemu oceny (ang.
social credit system). Wedtug niego kazdemu obywatelowi sg
przyznawane punkty ,spotecznej wiarygodnosci”. Ludziom moga
zosta¢ odjete punkty z ich wyniku oceny spotecznej, jesli
popetnia czyn uznawany przez KPCh za niepozadany, jak
np. przejscie przez ulice w miejscu niedozwolonym. O0soby
z niskimi wynikami oceny spotecznej sg uwazane za ,nlegodne
zaufania”, a tym samym pozbawiane dostepu do wustug
i mozliwo$ci. Moze chodzi¢ np. o zakaz podrdézowania samolotem
lub uczeszczania do szkét.

System stuzy do przesladowania m.in. zwolennikdéw duchowej
praktyki Falun Gong, Ujguréw i innych grup, ktére KPCh prébuje
zniszczyc.

Pojawiajgce sie co jakis czas informacje o wycieku
danych pokazuja, ze KPCh infiltruje nie tylko obywateli ChRL,
ale uwaznie obserwuje osoby na Zachodzie.

Konsekwencje

Zdaniem dr Anny Brosch sharenting sprawia, ze dziecli zaczynaja
by¢ traktowane jak ,mikrocelebryci”, ktdérzy dorastajg
w przeswiadczeniu, ze dzielenie sie szczegbétami z prywatnego
zycia jest naturalng praktyka.

»Mozna wiec przypuszcza¢, bo to wymaga jeszcze badan,
ze gdy w przysztosci sami zostang rodzicami, beda jeszcze
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bardziej otwarci i sktonni do samoujawniania. Ale z drugiej
strony, to juz sie dzieje, nastolatkowie proszg rodzicow
0 usuniecie zdje¢ i informacji o sobie; za granicg byty nawet
przypadki sgdowych rozpraw” — méwita dr Brosch.

Badania dr Brosch wykazuja, ze sharenting sie zmienia.

,Coraz mniej juz jest zasypywania catymi seriami przypadkowych
zdjeé. Teraz sg one przemy$Slane. Wzrasta jednak nastawienie
rodzicow na zachowania celebryckie i na zyski — im wiecej
lajkow, tym wieksza popularnos¢ i by¢ moze mozliwos¢
zarabiania pieniedzy z uméw na produkty lokowane. W takich
przypadkach moga to by¢ nawet kompromitujgce filmy, ale liczy
sie zasieqg” — zauwazyta.

Znawcy przedmiotu doradzajg zastanowienie sie, jakie tresci
0 naszych pociechach wrzucamy do sieci i jakie to moze mie¢
konsekwencje w przysztosci. Jesli decydujemy sie
na publikacje, rébmy to odpowiedzialnie. Pamietajmy, ze nawet
najlepsze zabezpieczenia nie dadzg nam pektnej
ochrony przed niepozadang kradzieza wizerunku.

Dbajmy tez o to, by nie narazi¢ dzieci na ostracyzm i uczmy je
Swiadomego podejscia do wupubliczniania informacji
w cyberprzestrzeni.

Zrédta: PAP, Centrum Informacji Konsumenckiej, Akademia
NASK, NPR.

Zadbaj o silne hasta do kont.
Zniwelujesz zagrozenie
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cyberatakiem 1 ochronisz
swoje dane, pieniadze

W cyberprzestrzeni coraz czesciej przechowujemy wiele cennych
informacji - prywatnych i nie tylko. 0d nas zalezy,
czy odpowiednio je zabezpieczymy. Wydziat Promocji Polityki
Cyfrowej Kancelarii Prezesa Rady Ministréw (KPRM) przypomina,
ze 1internetowli przestepcy atakujag nie tylko duze
przedsiebiorstwa, lecz takze zwyktych 1ludzi. Eksperci
namawiajg do stosowania silnych haset* do kont bankowych,
poczty elektronicznej, na portalach spoteczno$ciowych, a takze
w telefonie czy w komputerze, by nikt ich nie przejat,
nie ukradt tozsamo$ci, nie pozbawit oszczedno$ci badz nie mia%t
dostepu do naszych prywatnych danych. Jak zatem powinnismy
tworzy¢ kody zabezpieczajgce?

Mankamenty haset

Cyfryzacja KPRM podaje, ze czes¢ cyberatakéw uderza wtasnie
w hasta uzytkownikow, dlatego nalezy wystrzegac¢ sie
najpowszechniejszych btedéw, a wiec unikac¢ prostych haset
i nie uzywa¢ tego samego kodu zabezpieczajgcego do réznych
kont. Wskazane jest tworzenie unikatowych haset dla kazdej
witryny.

Jakich jeszcze btedéw nie powinnismy popeiniac?
Nie zabezpieczajmy dostepu do swoich danych
najpopularniejszymi hastami lub oczywistymi wyrazeniami, typu:
,hasto”, ,123456", ,qwerty”, ,pitka nozna”, ,wpuscmnie”, ani
imieniem wtasnym badZz kogo$ z bliskiego otoczenia, badZ
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ulubionego zwierzaka. Ta sama zasada dotyczy tez danych
osobowych, ktére tatwo zdoby¢, takich jak: data urodzenia,
numer telefonu, numer rejestracyjny samochodu, nazwa ulicy,
numer mieszkania lub domu.

Niewskazane jest stosowanie wyrazen identycznych z nazwa
uzytkownika, lub nawet jej czesScig, oraz sekwencji kolejnych
liter, 1liczb lub innych znakéw, np. ,abcde”, ,12345",
»QWERTY”, jak roéwniez dwéch lub trzech kolejno powtarzajacych
sie ciggbw znakdéw, np. ,bbbb2bbb”.

Ponadto odradza sie uzywanie pojedynczego wyrazu dowolnego
jezyka, pisanego normalnie lub wspak, nie wystarczy tez,
ze poprzedzimy lub zakoriczymy go znakiem specjalnym lub cyfra.

W komunikacie zwrécono uwage, by przy zmianie hasta
do istniejacego konta nie uzy¢ tego samego sformutowania, co
poprzednio 1lub po niewielkiej modyfikacji, np. zmiana
z ,hasto0l” na ,hasto02”.

Cyberklucz

Cyfryzacja KPRM przypomina: ,Hasta sg jak klucze do sejfu lub
domu”. Trzeba dba¢, zeby nie dostaty sie w niepowotane rece.

Dlatego radzi, aby tworzy¢ dtuzsze hasta, sktadajgce sie z 12
lub 14 znakdéw, ktdére beda zawieraty co najmniej jeden znak
z kazdej z nastepujgcych grup: mate litery, duze litery,
liczby, znaki specjalne.

Konstruujgc wunikatowe hasto, mozna, jak podpowiadaja
specjalisci, wykorzysta¢ frazy, wybra¢ np. %tatwy
do zapamietania cytat z piosenki i uzyc¢ pierwszych liter
poszczegdlnych s*6w. Poleca sie zastepowanie 1liter badz
wyrazéw liczbami i symbolami.

Podano przyktady: ,Mam dwadzieScia 1lat” mozna zamienid
na M@m2dzie$ciAl4T, a ,Mam psa” na M@m%p$@.

Mozna stosowal tez metode %aczenia trzech losowych stéw,
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np. ,kawatramwajryba”, byleby nie byty zbyt proste
do odgadniecia.

Podkreslono, ze zabezpieczen nie powinno sie zapisywad
na papierze, przesyta¢ np. w mailu albo wpisywa¢ haset,
gdy kto$ to widzi, bo nawet bardzo silne kody mogg w takich
przypadkach okaza¢ sie bezuzyteczne.

Cyfryzacja KPRM ostrzega przed podszywajgcymi sie
np. pod pracownikdéw pomocy technicznej hakerami,
ktérzy prébujg wytudzi¢ dane uzytkownika i hasta. Jak
zaznaczono: ,Wiarygodne witryny 1 organizacje nigdy
nie poprosza o nazwe uzytkownika i hasto w wiadomosci e-mail
lub przez telefon”.

Hasto powinnismy bezzwocznie zmienié, jesli doszto do jego
naruszenia lub nawet jesli tylko przypuszczamy, ze ktos mdgt
je wykrascd.

Nie nalezy réwniez wpisywac hasta, gdy korzystamy z cudzego

komputera.

Aby dane byty bezpieczniejsze, potrzebne jest nie tylko silne
hasto, lecz takze stosowanie dwuetapowej weryfikacji.

Dodatkowe informacje 0 Zzabezpieczaniu danych
w cyberprzestrzeni mozna znalez¢ w poradniku ,Jak chronié sie
przed cyberatakami”.

Zrédta: PAP, Cyfryzacja KPRM.

Pekin wykorzystuje pandemie
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koronawirusa do rozbudowy
aparatu nadzoru internetowego

Wedtug raportu Freedom House, Pekin wykorzystuje pandemie
koronawirusa w Wuhan (COVID-19) jako uzasadnienie rozszerzenia
i zintensyfikowania i tak juz gigantycznych systeméw nadzoru
internetowego.

W swoim corocznym raporcie Freedom of the Net, w
ktorym szczegbétowo opisano stan nadzoru cyfrowego w ponad 60
krajach, organizacja non-profit umiesScit*a Chiny na ostatnim
miejscu z wynikiem 10 na 100. To szésty rok z rzedu, w ktdérym
kraj ten zostat ukoronowany jako ,najgorszy gwatciciel
wolnosci w internecie” na S$wiecie.

,Ta pandemia normalizuje rodzaj cyfrowego autorytaryzmu,
ktéory Komunistyczna Partia Chin (KPCh) od dawna stara sie
wprowadzi¢ do gtéwnego nurtu” — napisat Freedom House w
oSwiadczeniu.

Wedtug raportu, chinskie wtadze wdrozyty zardéwno niska, jak i
zaawansowang technologie, aby kontrolowa¢ swobodny przeptyw
informacji w Internecie na temat stanu tzw. pandemii
koronawirusa w tym kraju. Wykorzystaty réwniez te technologie,
aby wuniemozliwi¢ wuzytkownikom Internetu przegladanie
niezaleznych Zrédet wiadomos$ci, ktdére kwestionujg oficjalnag
narracje KPCh.

Freedom House zauwazyt* rowniez, ze na poczatku tzw. pandemii
Chiny prébowaty bagatelizowa¢ i ignorowal ostrzezenia lekarzy
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dotyczgce pierwotnego wybuchu koronawirusa w Wuhan. Odkryli
rowniez, ze mniej uzytkownikdéw internetu w Chinach z
powodzeniem omija krajowg Wielka Zapore Sieciowg, zwtaszcza po
zaostrzeniu przez Pekin ograniczen dotyczgcych o0séb
korzystajacych z wirtualnych sieci prywatnych w celu uzyskania
dostepu do zablokowanych witryn.

W raporcie stwierdza sie ponadto, ze tylko w pierwszym
kwartale 2020 r. Chinska Administracja Cyberprzestrzeni,
gtdéwny regulator internetowy w kraju, zamkneta 816 stron
internetowych i wusuneta ponad 33000 kont 1 grup na
zatwierdzonych witrynach spotecznos$ciowych, takich jak Renren,
Weibo i WeChat.

Masowa ekspansja wysitkéw w zakresie inwigilacji Internetu w
tym kraju spowodowata réwniez wzrost liczby ,fabryk
cenzury”. W tych miejscach pracy znajdujg sie tysigce cenzoréw
internetowych, ktérzy zamiatajg przestrzenie internetowe kraju
za pomocg technologii sztucznej inteligencji.

Chiny nie s3a jedynym krajem wykorzystujgcym COVID-19 do
uzasadnienia ekspansji mozliwos$ci nadzoru
internetowego. Zardéwno podmioty panstwowe, jak i niepanstwowe
wdrazajg nowe technologie, ktdre w dowolnym momencie przed
globalng pandemig bytyby uwazane za zbyt inwazyjne.

Pozostate kraje, ktdére dotaczajg do Chin w pierwszej

pigtce, to Iran, Syria, Kuba i Wietnam. Piel najlepszych
krajéw to Islandia, Estonia, Kanada, Niemcy i Wielka
Brytania. Tajwan nie zostat uwzgledniony w rankingu pomimo
tego, ze byt znany jako drugi najbardziej wolny kraj w Azji.

Technologia nadzoru przeciw dysydentom jest
wdrazana jako instrumenty ,zdrowia publicznego”

Sarah Cook, starszy badacz w Freedom House, twierdzi, ze wiele
nowych chinskich technologii inwigilacji zostato po raz
pierwszy opracowanych w celu ochrony kraju przed
dysydentami. W szczegd6lnosci Cook zauwaza, ze [J[Jtechnologia
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opracowana przeciwko Ujgurom i innym mniejszoS$ciom
muzutmanskim w Xinjiangu rosnie obecnie w innych czesciach
kraju.

Jedng z takich technologii przeciwdziat*ania dysydentom jest
urzadzenie przenos$ne, ktdérego wtadze mogg uzywa¢ do skanowania
smartfondw ludzi i pobierania z nich danych bez zgody
wtasciciela.

»Rzgd Chin juz teraz korzysta z najbardziej wyrafinowanego 1
wielowarstwowego aparatu cenzurujgcego 1 kontrolujgcego
Internet na catym swiecie” — powiedziata Cook.

Istniejgca technologia nadzoru przeciwko dysydentom jest
réowniez udoskonalana na potrzeby epoki pandemii. W marcu,
kiedy koronawirus dopiero zaczynat rozprzestrzeniaé¢ sie po
catym Swiecie, Chiny byty juz bliskie ulepszenia swojej
technologii rozpoznawania twarzy w_celu identyfikacji oséb
noszgcych maski.

Inne technologie, zardéwno stare, jak 1 nowe, sa rowniez
wykorzystywane do naruszania prywatnosci obywateli Chin, na
przyktad zmuszajgc ludzi do korzystania z aplikacji, ktéra
Sledzi infekcje i zmuszajgc ludzi do umieszczania kamer
internetowych w ich domach i poza ich drzwiami, aby $ledzi¢
ich ruchy. Cook twierdzi, ze te systemy majag tylne drzwi,
ktére pozwalajg policji nadzorowac¢ ludzi, kiedy tylko zechca.

Wedtug Cooka rozprzestrzenianie sie pandemii jest bezposSrednio
zwigzane z ekspansja kontroli KPCh nad mowg w Internecie.

Warto zada¢ sobie pytanie: jak sie ma sytuacja w Polsce,
jezeli chodzi o aplikacje nadzorujgce osoby objete
kwarantanng..?

Zrédta:

TheEpochTimes.com
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Przyznano licencje dla Elon
Musk’'s SpaceX na dostarczanie
Internetu satelitarnego na
obszarach wiejskich Kanady

Kanadyjski regulator telekomunikacyjny udzielit firmie Elon
Musk 's Space Exploration Technologies Corp. ( SpaceX )
licencji umozliwiajgcej firmie Swiadczenie satelitarnych ustug
internetowych dla mieszkancéw Kanady na obszarach wiejskich.

Kanadyjska Komisja Radiofonii i Telekomunikacji wystata list
do dyrektora finansowego SpaceX Breta Johnsona, informujac go,
ze zatwierdzita wniosek firmy o licencje Basic International
Telecommunications Services (BITS). Licencja BITS upowaznitaby
SpaceX do Swiadczenia miedzynarodowych ustug
telekomunikacyjnych miedzy Kanada a innymi krajami.
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CRTC poinformowato, ze otrzymato i przejrzato 2585 komentarzy
dotyczacych aplikacji SpaceX BITS od czasu, gdy firma ztozyta
ja 15 maja. Wiekszos¢ komentarzy pochodzita od Kanadyjczykéw
mieszkajgcych w odlegtych czesSciach kraju, wedtug CBC News.

Licencja BITS umozliwi SpaceX wprowadzenie programu Starlink
dla Kanadyjczykéw z obszardéw wiejskich. Program ma na celu
,dostarczenie szybkiego szerokopasmowego Internetu do miejsc,
w ktorych dostep byt zawodny, drogi 1lub catkowicie
niedostepny” poprzez konstelacje satelitédw na niskiej orbicie
okotoziemskiej.

Nie jest jasne, kiedy ustuga internetowa bedzie dostepna na
obszarach wiejskich.

Starlink jest obecnie skierowany na rynki w poétnocnych Stanach
Zjednoczonych i Kanadzie i zamierza rozszerzy¢ zasieg globalny
na 2021. Musk, zatozyciel i dyrektor generalny SpaceX,
powiedziat, ze beta testy juz trwaja.

,Gdy te satelity osiggng swojg docelowa pozycje, bedziemy
mogli wdrozy¢ dos¢ szerokg publiczng wersje beta w pétnocnych
Stanach Zjednoczonych 1 miejmy nadzieje, w potudniowe]j
Kanadzie” — powiedziat w poscie na Twitterze 6 pazdziernika.

SpaceX kolejno wypuszcza partie satelitow Starlink od maja
2019 r., Planujgc docelowo zbudowa¢ potgczong siec¢ 12000
satelitow.

Pojawity sie obawy, ze Starlink i podobne inicjatywy w
zakresie megakonstelacji sg Zrdédtem Smieci kosmicznych i
nZanieczyszczenia Swiattem”, co moze znaczagco zaktodcacd
obserwacje kosmiczne.

The United Nations Office for Outer Space Affairs and the
International Astronomical Union otworzyty 8 paZdziernika
czterodniowe warsztaty internetowe zatytutowane ,Ciemne 1
ciche niebo dla nauki i spoteczenstwa”, majac nadzieje na



podniesienie Swiadomosci spotecznej na temat tego problemu.

W wywiadzie dla Space.com uczestnik wydarzenia powiedziat, ze
dtugoterminowym celem jest przekonanie ONZ do ,wydania
wytycznych dotyczacych ochrony nocnego nieba, ktore beda
odzwierciedla¢ rozsadny kompromis miedzy operatorami
satelitarnymi a potrzebami astronoméw”.

Musk wielokrotnie odpowiadat na te obawy, zauwazajagc, ze
SpaceX przeprowadzat eksperymenty w celu zmniejszenia swiata
stonecznego odbitego od satelitéw.

,Coraz trudniej bedzie zobaczy¢ satelity Starlink, poniewaz
aktywnie wspodlpracujemy ze spotecznoscig astronoméw, aby
upewnic¢ sie, ze nawet najbardziej czute teleskopy sg w
porzadku, a postep naukowy nie jest utrudniony” — powiedziat
w tweecie z 2 pazdziernika.

Ostatnia misja startowa, z holowaniem petnego stosu 60
satelitéw, odbyta sie 18 pazdziernika w Kennedy Space Center
na Florydzie, dzieki czemu catkowita liczba satelitéw Starlink
na orbicie osiggneta 835.

Zrédto:

theepochtimes.com
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