Irlandia Poétnocna zawlesza
system paszportow
szczepionkowych po incydencie
wycieku danych

Departament Zdrowia Irlandii Po6tnocnej (DoH) tymczasowo
wstrzymat swojg internetowg ustuge certyfikacji szczepionek
przeciw COVID-19 po incydencie zwigzanym z ujawnieniem
danych, podkreslajagc ryzyko powierzenia danych dotyczagcych
zdrowia rzadowi.

Wedtug DoH niektorym uzytkownikom ustugi COVIDCert NI
przedstawiono w pewnych okolicznoSciach dane innych
uzytkownikéw. Stwierdzono, ze ograniczona liczba uzytkownikéw
byta potencjalnie narazona na dane innych uzytkownikoéw.

COVIDCert umozliwia w peini zaszczepionym osobom z Irlandii
Potnocnej uzyskanie cyfrowego zaswiadczenia potwierdzajacego
status szczepienia przeciw COVID-19. Jest to system odrebny
od przepustki COVID National Health Service (NHS) stosowanej w
Anglii i Walii oraz podobnej wustugi w stylu paszportu
szczepien stosowanej przez Public Health Scotland.

Witryna COVIDCert i aplikacja mobilna nie dziataja

Ustuga Irlandii Pé*nocnej jest dostepna za posSrednictwem
strony internetowej covidcertni.nidirect.gov.uk lub aplikacji
mobilnej dla uzytkownikéw systemdédw Android i i0S. Zaréwno
witryna COVIDCert, jak i punkty koncowe aplikacji mobilnej nie
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dziataty podczas testoéw przeprowadzanych
przez BleepingComputer, witryne zajmujgacg sie nowoSciami
technologicznymi.

»Nasze ustugi nie sg obecnie dostepne. Pracujemy nad jak
najszybszym przywréceniem wszystkich ustug. SprawdZ ponownie
wkrotce” — czytamy w jednym z komunikatéw o btedach
generowanych przez ustuge na swojej stronie internetowej.

W miedzyczasie komunikat ,zasdb.. usunieto” jest wyswietlany
uzytkownikom aplikacji mobilnej, ktorzy probujg sie zalogowacl.

DoH natychmiast zgtosit* problem do Biura Komisarza ds.
Informacji w Wielkiej Brytanii (ICO). ,DoH bardzo powaznie
traktuje prywatnos¢ danych obywateli i nawigzano kontakt z ICO
w ramach nalezytej staranno$ci w zakresie ochrony danych
obywateli”, powiedziat* departament w ogtoszeniu opublikowanym
we wtorek, 27 lipca.

,Podjeto rowniez natychmiastowe dziatanie w celu tymczasowego
usuniecia czesci ustugi zarzadzajacej tozsamosciag”.

Lista stron, na ktdre incydent nie miat
wptywu

DoH opublikowata rdéwniez liste stron, na ktdére incydent nie
miat wptywu, w tym wnioskodawcdéw, ktorzy juz posiadaja
certyfikat (ich aplikacje 1lub papierowe Kkopie nadal
dziatajg); wnioskodawcow, ktdérzy =ztozyli wniosek za
posrednictwem portalu internetowego o plik PDF do pobrania,
ktédrzy jeszcze go nie otrzymali (ich plik PDF zostanie
dostarczony); oraz wnioskodawcy, ktdérzy ztozyli wniosek za
pomocg aplikacji COVIDCert NI o wydanie certyfikatu
elektronicznego, ktdorzy go jeszcze nie otrzymali (otrzymaja
plik PDF jako etap posredni).

Incydent nie bedzie miat wptywu na niektdre osoby, ktdre juz
ztozyty wniosek o certyfikat cyfrowy Llub oczekuja na



weryfikacje tozsamosci. Mogg nadal normalnie korzystad z ustug
po przywroceniu operacji.

Wnioskodawcy, ktérzy ztozyli wniosek o wydanie certyfikatu
elektronicznego, ale zamiast tego otrzymali kopie PDF, beda
mogli sie zalogowa¢ i pobra¢ wersje elektronicznag po
rozwigzaniu problemu. Wnioskodawcy, ktdérzy obecnie przechodza
weryfikacje tozsamos$ci w przeptywie pracy NIDirect, moga
kontynuowa¢. Po pomyslnym zweryfikowaniu beda musieli sie
wstrzymaé, az problem zostanie rozwigzany.

Niektdérzy uzytkownicy mogg nie by¢ w stanie zalogowal sie
przez swoje konto NIDirect, poniewaz zostali zablokowani z
powodu probleméw technicznych.

Liczba naruszen danych w stuzbie zdrowia rosnie z
roku na rok

Incydent z danymi miat* miejsce w czasie, gdy wsréd
spoteczenstwa jest wiele kontroli i obaw dotyczgcych
paszportow szczepionkowych przeciwko COVID-19. Naruszenia
danych w stuzbie zdrowia rosng wyktadniczo z roku na rok i nie
wydaje sie, aby w najblizszym czasie spowolnity.

Wazne jest, aby specjalisci IT z opieki zdrowotnej podejmowali
kroki w celu zabezpieczenia swoich systemdéw, niezaleznie od
tego, czy oznacza to ochrone przed zewnetrznymi zagrozeniami
stwarzanymi przez hakerdw 1 cyberprzestepcéw, czy
zabezpieczenie wewnetrznych zagrozen wynikajgcych z naduzyd
dostepu ze strony uzytkownikéw wewnetrznych.

Dane dotyczgce opieki zdrowotnej sg cenne na czarnym

rynku, poniewaz czesto zawierajg wszystkie informacje
umozliwiajgce identyfikacje danej osoby, a nie pojedyncza
informacje, ktdéra moze zostac¢ znaleziona w przypadku
naruszenia finansowego.
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Rekord danych medycznych jest wart na czarnym
rynku do 250 USD

Wedtug raportu Trustwave, rekord danych medycznych moze by¢
wyceniany na 250 USDna czarnym rynku, w poréwnaniu do 5,40 USD
za kolejny rekord o najwyzszej wartosci — karty ptatnicze.

Wiekszos¢ z tych naruszehA mozna przypisaé¢ przestepcom
wewnetrznym i hakerom, ktorzy uzyskujg dostep za poSrednictwem
zewnetrznych dostawcOw. Instytut Ponemon ustalit, Ze koszty
zwigzane z naprawg naruszenia szacuje sie na 740 000
USD. Jesli osoba trzecia spowoduje naruszenie danych, koszt
ataku wzrasta o ponad 370 000 USD.

Eksperci branzowi twierdza, ze wektorami atakdéw s3g
najprawdopodobniej ataki typu ransomware lub SQL injection,
ktére moga wystapié¢, gdy ztosliwa poczta e-mail, witryna
internetowa lub oprogramowanie jest zainstalowane lub uzyskuje
dostep w sieci, czesto przez niczego niepodejrzewajgcego
uzytkownika.

Opieka zdrowotna podatna na ataki ransomware

Branza opieki zdrowotnej jest szczegdlnie podatna na ataki
ztosliwego oprogramowania ransomware. W styczniu 2018 r. atak
zmusit informatykéw w Hancock Health do zamkniecia swoich
systeméw, podczas gdy informacje umozliwiajgce identyfikacje
pacjentéw byty zaktadnikami.

Naruszenie przypisano hakerowi, ktéry korzystat z portalu
zdalnego dostepu i danych uwierzytelniajgcych innej firmy,
ktére sa gtéwnymi przyczynami cyberatakéw. Szpital zostat
pézniej zmuszony przez atakujgcego do zaptacenia 55 000 USD za
pomocg bitcoindw.

Prawdziwe niebezpieczenstwo atakéw hakerdw na placédwki opieki
zdrowotnej polega na tym, ze personel medyczny pilnie
potrzebuje dostepu do akt pacjentéw na miejscu. W niektdrych
przypadkach moze to by¢ dostownie kwestia zycia i Smierci.



Hakerzy atakujgcy placéwki opieki zdrowotnej wiedzg, ze po
uzyskaniu dostepu za posrednictwem sieci VPN, danych
uwierzytelniajgcych 1lub phishingu nie ma mozliwosci
ograniczenia dostepu do napotkanych informacji. Otwarcie tych
drzwi oznacza nieograniczony dostep do dziesigtek, setek, a
nawet tysiecy akt pacjentéw.

Zrédta obejmuja:

BleepingComputer.com

SecurelLink.com

USA oskarza 6 rosyjskich
oficerow GRU o globalnag
operacje hakerska

Departament Sprawiedliwo$ci oskarzyt szesSciu rosyjskich
hakerow wojskowych o angazowanie sie w serie atakéw na
infrastrukture, wybory czy biznesy innych krajdéw, co zostato
opisane jako ,najbardziej ucigzliwa 1 destrukcyjna serii
atakow komputerowych przypisana do jednej grupy.”

Oskarzeni, bedacy agentami rosyjskiej agencji wywiadu
wojskowego, znanej jako GRU, rzekomo stosowali roézne taktyki
cybernetyczne, w tym rozmieszczanie destrukcyjnego szkodliwego


https://www.bleepingcomputer.com/news/security/northern-irelands-covid-certification-service-suspended-after-data-leak/
https://www.securelink.com/blog/healthcare-data-new-prize-hackers/
https://ocenzurowane.pl/usa-oskarza-6-rosyjskich-oficerow-gru-o-globalna-operacje-hakerska/
https://ocenzurowane.pl/usa-oskarza-6-rosyjskich-oficerow-gru-o-globalna-operacje-hakerska/
https://ocenzurowane.pl/usa-oskarza-6-rosyjskich-oficerow-gru-o-globalna-operacje-hakerska/

oprogramowania w celu wspierania interesow rzadu rosyjskiego w
destabilizacji i ingerowaniu w systemy polityczne 1
gospodarcze innych krajéw, powiedziat Departament
Sprawiedliwosci (DO0J).

GRU to ta sama agencja, ktdra rzekomo byta zaangazowana w
préby wtamania sie, aby ingerowal w wybory prezydenckie w USA
w 2016 roku.

Wsréd celéw znajduje sie ukrainska siecC elektroenergetyczna,
Ministerstwo Finansdéw i Sk*uzba Skarbu Panstwa; Partia
polityczna prezydenta Francji Emmanuela Macrona i francuscy
politycy; gospodarze, uczestnicy, partnerzy, uczestnicy 1
systemy informatyczne Zimowych Igrzysk Olimpijskich w
PyeongChang 2018; organizacje 1 podmioty badajgce zatrucie
srodkiem nerwowym Siergieja Skripala; Gruzinskie firmy i
jednostki rzagdowe; oraz firmy i placdéwki medyczne w Stanach
Zjednoczonych.

»Zaden kraj nie wykorzystat swoich zdolno$ci cybernetycznych
tak z*osliwie i nieodpowiedzialnie jak Rosja, bezmys$lnie
powodujgc bezprecedensowe szkody w celu osiggniecia
niewielkiej przewagi taktycznej 1 zaspokojenia napadow
ztosliwosci” — powiedziat zastepca prokuratora generalnego ds.
Bezpieczenstwa narodowego John C. Demers podczas konferencji
prasowej 19 paZdziernika ogtaszajac zarzuty.

Zgodnie z aktem oskarzenia hakerzy wdrozyli ,jedne z
najbardziej destrukcyjnych dotychczas szkodliwych programéw na
Swiecie” — takie jak KillDisk, Industroyer i NotPetya — ktére
spowodowaty rozlegte szkody, w tym przerwy w dostawie energii
na Ukrainie i zaktdécenia pracy tysiecy komputerdéw uzywanych do
obstugi programu Winter 2018 Igrzyska Olimpijskie.

Mezczyzni zostali oskarzeni o spisek majgcy na celu
dokonywanie oszustw i naduzy¢ komputerowych, spisek w celu
popetnienia oszustwa elektronicznego, oszustwa
elektronicznego, niszczenia chronionych komputerdw i kradziezy
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tozsamosci. Kazdy jest oskarzony w kazdym przypadku w akcie
oskarzenia zwroconym przez federalne trybunaty sadowe w
Pittsburghu.

GRU HACKERS' DESTRUCTIVE MALWARE

AND INTERNATIONAL CYBER ATTACKS

Conspiracy to Commit an Offense Against the United States; False Registration of a
Domain Name; Conspiracy to Commit Wire Fraud; Wire Fraud; Intentional Damage to
Protected Computers; Aggravated Identity Theft

Wurly &queuﬂcn Amdricnko Sergey Viadimirovich Detistoy

Anatolly Sergeyevich Kovaley Artgrn Valgrygvich Ochachanico Petr Mikolayewich Pliskin

REMARKS

On October 15, 2020, a federal grand jury sitting in the Western District of Pennsylvania returned an indictment
against six Russian military intelligence officers for their alleged roles in targeting and compromising computer
systems worldwide, including those relating to critical infrastructure in Ukraine, a political campaign in France, and
the country of Georgia; international victims of the "NotPetya® malware attacks (including critical infrastructure
providers); and international victims associated with the 2018 Winter Olympic Games and investigations of nerve
agent attacks that have been publicly attributed to the Russian government. The indictment charges the defendants,
Yuriy Sergeyevich Andrienko, Sergey Viadimirovich Detistov, Pavel Valeryevich Frolov, Anatoliy Sergeyevich Kovalew,
Artem Valeryevich Ochichenko, and Petr Nikolayevich Pliskin, with a computer hacking conspiracy intended to deploy
destructive malware and take other disruptive actions, for the strategic benefit of Russia, through unauthorized
access to victims' computers. The indictment also charges these defendants with false registration of a domain name,
conspiracy to commit wire fraud, wire fraud, intentional damage to protected computers, aggravated identity theft,
and aiding and abetting those crimes. The United States District Court for the Western District of Pennsylvania issued
a federal arrest warrant for each of these defendants upon the grand jury’s return of the indictment.

SHOULD BE CONSIDERED ARMED AND DANGEROUS, AN INTERNATIONAL FLIGHT
RISK, AND AN ESCAPE RISK

If you have any information concerning these individuals, please contact your local FBI office, or the
nearest American Embassy or Consulate.
www.fbi.gov
Plakat przedstawiajgcy szesciu poszukiwanych oficerow
rosyjskiego wywiadu wojskowego.



(Departament sprawiedliwosci)
Departament powiedziat, ze kilku mezczyzn zostato wczesniej

oskarzonych o ich role w rzekomym ingerowaniu w wybory w USA w
2016 roku.

Demers powiedziat, ze zarzuty powinny by¢ dowodem na to, ze
Stany Zjednoczone nie powinny zaakceptowal oferty prezydenta
Wtadimira Putina dotyczgcej cyber ,resetu” miedzy dwoma
krajami. Porozumienie wymagatoby od obu zapewnienia gwarancji,
ze nie bedg angazowa¢ sie w ,cyberwtrgcanie sie” do swoich
wyboroéw.

,Rosja z pewnoscig ma racje, ze zaawansowane technologicznie
narody, ktdére aspirujg do przywédztwa, majg szczegdlng
odpowiedzialnos¢ za zabezpieczenie swiatowego porzgdku 1
przyczynianie sie do powszechnie akceptowanych norm, pokoju 1
stabilnosci. To wtasnie robimy tutaj dzisiaj”- powiedziat
Demers.

,Ale ten akt oskarzenia obnaza wykorzystanie przez Rosje jej
zdolnosci cybernetycznych do destabilizacji i ingerowania w
wewnetrzne systemy polityczne i1 gospodarcze innych krajéw,
stanowigc w ten sposdéb zimne przypomnienie, dlaczego jej
propozycja jest niczym innym jak nieuczciwg retoryka oraz
cyniczng i tanig propagandg”.

Departament Sprawiedliwos$ci powiedziat, ze ataki spowodowaty
prawie miliard dolardow strat trzech ofiar w USA, w tym
Heritage Valley Health System w Pensylwanii. Mezczyzni rzekomo
wdrozyli ztosliwe oprogramowanie NotPetya, ktdore spowodowato
,hiedostepnos¢ list pacjentdédw, historii pacjentdéw, plikow
badan i danych laboratoryjnych”.

oHeritage Valley utracit*o dostep do swoich Kkrytycznych
systeméw komputerowych (takich jak te zwigzane z kardiologig,
medycyng nuklearng, radiologig i chirurgig) na okoto tydzien,
a administracyjne systemy komputerowe na prawie miesigc,


https://uk.reuters.com/article/uk-russia-usa-putin-idUKKCN26G1OM

powodujgc tym samym zagrozenie dla zdrowia i bezpieczenistwa
publicznego,” zgodnie z osSwiadczeniem wydziatu.

Inne cele w USA to TNT Express BV, spétka zalezna FedEx Corp.,
oraz duzy producent farmaceutyczny.

Zrédto:

theepochtimes.com



https://www.theepochtimes.com/us-charges-6-russian-gru-officers-over-international-hacking-operation-targeting-winter-olympics-french-elections_3544432.html?utm_source=morningbrief&utm_medium=email&utm_campaign=mb-2020-10-20

