
Facebook  zatrudnia
izraelskiego  doradcę  do
cenzurowania propalestyńskich
treści  w  mediach
społecznościowych

Meta ma teraz szefa polityki „żydowskiej diaspory”, którego
zadaniem  jest  „domaganie  się  cenzury  krytyków  Izraela”  na
Facebooku i Instagramie.

Jordana Cutler jest długoletnim wysokim urzędnikiem państwowym
w  Izraelu,  który  osobiście  doradzał  premierowi  Benjaminowi
Netanjahu  i  partii  Likud.  Teraz  trolluje  Facebooka  i
Instagrama w poszukiwaniu pro-palestyńskich postów, które ją
obrażają i oznacza je do usunięcia z powodu „mowy nienawiści”.

Sam Biddle z The Intercept opublikował artykuł o Cutler, który
wyjaśnia, w jaki sposób wielokrotnie atakowała Studentów na
rzecz Sprawiedliwości w Palestynie (SJP), grupę na kampusie,
która  pomagała  organizować  antywojenne  protesty  po  7
października.

Cutler  jest  łącznikiem  Meta  do  cenzurowania  treści  pro-
palestyńskich w szeregu produktów cyfrowych Meta. Wykorzystuje
swoją pozycję, aby agresywnie atakować każdego, kogo denerwują
jej komentarze na temat tego, co Izrael robi w Strefie Gazy i
na innych terytoriach palestyńskich.
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Obejrzyj  poniżej,  jak  Cutler  wyjaśnia,  w  jaki  sposób
wykorzystuje swoją pozycję do cenzurowania „mowy nienawiści”,
która „sprawia, że Żydzi czują się niebezpiecznie”. Obejrzyj,
jak Cutler przypisuje sobie również zasługi za zakazanie przez
Metę  „szkodliwych  stereotypów,  takich  jak”  Żydzi  rządzą
światem „ jako »mowy nienawiści« po konsultacji ze Światowym
Kongresem Żydów.

Facebook's "Jewish Diaspora" chief Jordana Cutler explains
how she uses her position to censor "hate speech" that "makes
Jewish people feel unsafe."

She says Meta banned "harmful stereotypes like 'Jews run the
world'" as "hate speech" after consulting w/ World Jewish
Congress. pic.twitter.com/d6bD8vMa3o

— Chris Menahan �� (@infolibnews) October 22, 2024

Meta  płonie  z  powodu  wysiłków
mediów,  aby  opublikować
„niebezpieczny i nieodpowiedzialny”
artykuł  o  zwyczajach  cenzury
Cutlera
Wybranym przez Cutlera narzędziem do flagowania wydaje się być
polityka  „Niebezpiecznych  organizacji  i  osób”  Meta,  która
zabrania użytkownikom produktów Meta omawiania tajnej listy
tysięcy  podmiotów  znajdujących  się  na  czarnej  liście.
Wspomniana polityka ogranicza „gloryfikację” wszystkiego, co
znajduje  się  na  czarnej  liście,  jednocześnie  rzekomo
zezwalając  na  „dyskurs  społeczny  i  polityczny”  oraz
„komentarze”.

Należy  zauważyć,  że  Cutler  jest  odpowiedzialna  jedynie  za
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oznaczanie treści, a nie za ich usuwanie. Oznacza to, że nie
wszystko,  co  oflaguje,  zostanie  automatycznie  ocenzurowane,
choć eksperci zauważają, że sporo oflagowanych treści zostaje
usuniętych.

Po otrzymaniu szczegółowej listy pytań dotyczących filozofii
flagowania postów Cutlera, Meta odpowiedziała mediom, karcąc
je za próbę napisania „niebezpiecznego i nieodpowiedzialnego”
artykułu na jej temat.

Rzeczniczka  Meta,  Dani  Lever,  napisała,  że  ktokolwiek
„oflaguje  konkretną  treść  do  przeglądu,  nie  ma  znaczenia,
ponieważ  nasze  zasady  regulują,  co  jest,  a  co  nie  jest
dozwolone na platformie”.

„W rzeczywistości oczekiwaniem wielu zespołów w Meta, w tym
Public  Policy,  jest  eskalacja  treści,  które  mogą  naruszać
nasze zasady, gdy się o nich dowiedzą, i robią to w różnych
regionach i obszarach” – kontynuowała Lever.

„Za  każdym  razem,  gdy  jakakolwiek  treść  jest  oflagowana,
oddzielny zespół ekspertów sprawdza, czy narusza ona nasze
zasady”.

Według Levera, relacja The Intercept i przesłuchanie Cutlera
„celowo  fałszywie  przedstawia  sposób  działania  naszych
procesów”, choć firma odmówiła dokładnego określenia, w jaki
sposób.

Cutler po raz pierwszy dołączyła do Meta w 2006 roku po pracy
na wysokim szczeblu w izraelskim rządzie. Przez kilka lat
pracowała w ambasadzie Izraela w Waszyngtonie, a następnie
pracowała zarówno dla Netanjahu, jak i partii Likud.

Kiedy  po  raz  pierwszy  została  zatrudniona  w  2016  roku,
ówczesny  minister  bezpieczeństwa  publicznego,  spraw
strategicznych i informacji Gilad Erdan skomentował, że jej
nominacja  na  izraelsko-palestyńskiego  cenzora  Facebooka
stanowi  „postęp  w  dialogu  między  państwem  Izrael  a



Facebookiem”.

Cutler mówi, że jest naprawdę „dumna” z partnerstwa swojego
pracodawcy ze Światową Radą Żydów, która pomogła jej stworzyć
mechanizm cenzury dla osób kwestionujących Holokaust.

ŻYDZI  UKRYWAJĄ  LUDOBÓJSTWO:
Doradca  Netanjahu  Jordana
Cutler  mianowany  szefem
amerykańskiej  jednostki
cenzury Facebooka ds. Izraela
i Palestyny

Wyszło na jaw, że szefem działu cenzury Facebooka w sprawach
związanych  z  Izraelem  i  Palestyną  jest  nikt  inny  jak
wieloletni wysoki rangą izraelski urzędnik państwowy i doradca
Benjamina Netanjahu i partii Likud, Jordana Cutler.

Sam Biddle z The Intercept napisał artykuł o tym, jak Cutler
osobiście  naciskała  na  cenzurę  kont  na  Instagramie  (część
Meta)  należących  do  organizacji  Studenci  na  rzecz
Sprawiedliwości  w  Palestynie  (SJP),  która  odegrała  wiodącą
rolę  na  arenie  światowej  w  organizowaniu  protestów  na
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kampusach  przeciwko  wojnie  Izraela  w  Strefie  Gazy.

Oficjalnie zatytułowany jako szef polityki Meta w zakresie
Izraela  i  diaspory  żydowskiej,  Cutler  wykorzystał  kanały
eskalacji treści firmy, aby oznaczyć do przeglądu nie mniej
niż  cztery  posty  SJP  na  platformie,  a  także  inne  treści
kwestionujące politykę zagraniczną Izraela.

Wybraną  przez  Cutler  polityką  było  nazwanie  treści,  które
chciała  usunąć,  „niebezpiecznymi  organizacjami  i  osobami”.
Innymi słowy, Cutler zdecydowała, że wszystkie treści pro-
palestyńskie  są  „niebezpieczne”  dla  izraelskiego  reżimu,  a
zatem muszą być cenzurowane.

Nawiasem  mówiąc,  polityka  Meta  dotycząca  niebezpiecznych
organizacji  i  osób  uniemożliwia  użytkownikom  swobodne
omawianie tajnej listy tysięcy podmiotów znajdujących się na
czarnej  liście.  Polityka  zabrania  „gloryfikacji”  osób
znajdujących  się  na  czarnej  liście  za  pośrednictwem
którejkolwiek z platform mediów społecznościowych Meta, choć
rzekomo nadal zezwala na „dyskurs społeczny i polityczny”, a
także „komentarze”.

Czy  Facebook  jest  izraelską
operacją?
Chociaż  nie  wiadomo,  czy  wysiłki  Cutlera  mające  na  celu
cenzurowanie treści propalestyńskich zakończyły się sukcesem –
Meta  odmawia  powiedzenia  w  ten  czy  inny  sposób  –  z  jej
zatrudnienia jasno wynika, że Facebook nie jest dokładnie po
stronie wolności słowa.

„To krzyczy o stronniczości” – skomentowała Marwa Fatafta,
doradca ds. polityki w organizacji Access Now zajmującej się
prawami cyfrowymi, która konsultuje się bezpośrednio z Metą w
kwestiach związanych z moderowaniem treści.

„Tak  naprawdę  nie  potrzeba  wiele  inteligencji,  by



wywnioskować,  co  ta  osoba  zamierza”.

The  Intercept  przesłał  do  Mety  szczegółową  listę  pytań
dotyczących flagowania postów przez Cutlera, ale nie otrzymał
żadnej odpowiedzi poza sugestią, że napisanie o niej artykułu
byłoby  „niebezpieczne  i  odpowiedzialne”.  The  Intercept
oczywiście i tak opublikował artykuł o Cutler.

„Cutler została zatrudniona przez FB w 2016 roku jako pierwszy
szef  polityki  firmy  w  Izraelu,  wcześniej  pracowała  w
ambasadzie Izraela, jako pracownik Likudu i doradca Netanjahu”
–  napisał  na  Twitterze  Biddle.  „W  wywiadzie  z  2020  roku
powiedziała:”  Moim  zadaniem  jest  reprezentowanie  Facebooka
przed Izraelem i reprezentowanie Izraela przed Facebookiem ”.

„Wewnętrzne zapisy, które przejrzałem, pokazują, że regularnie
korzystała z wewnętrznego kanału eskalacji firmy, aby oznaczać
propalestyńskie  treści  /  konta  w  ramach  polityki  Meta
dotyczącej niebezpiecznych organizacji i osób”. Meta odmówiła
komentarza na temat wyniku tych wniosków”.

W 2020 roku Jerusalem Post opublikował profil Cutler, w którym
została  opisana  jako  „nasza  kobieta  na  Facebooku”,  która
została zatrudniona do „reprezentowania interesów Izraela w
największej i najbardziej aktywnej sieci społecznościowej na
świecie”.

Na pytanie, czy Facebook słucha jej proizraelskiego głosu,
Cutler odpowiedziała głośno: „oczywiście, że tak”.

„I myślę, że to jedna z najbardziej ekscytujących części mojej
pracy” – dodała – »że mam okazję naprawdę wpłynąć na sposób, w
jaki patrzymy na politykę i wyjaśniamy sprawy w terenie«.

Biddle mówi, że jest zaangażowany w dotarcie do sedna tej
sprawy, tak bardzo, że zachęca każdego, kto ma jakiekolwiek
dalsze informacje na ten temat lub jakąkolwiek inną sprawę, do
skontaktowania się z nim za pośrednictwem Signal pod adresem
sambiddle.99 z prywatnego, niepracującego konta.



Inżynier  oprogramowania  Meta
przyznaje,  że  Facebook
ingerował w przebieg wyborów
w 2024 r. w imieniu Kamali
Harris.

Starszy  inżynier  oprogramowania  Facebooka,  Jeevan  Gyawali,
został  przesłuchany  przez  działającego  pod  przykrywką
dziennikarza z OKeefe Media Group. Podczas wywiadu Gyawali
przyznał,  że  cień  Facebooka  blokuje  użytkowników,  jeśli
publikują  coś  krytycznego  wobec  Kamali  Harris  i  Partii
Demokratycznej.  Następnie  powiedział,  że  platforma  została
zaprojektowana w celu ingerowania w wybory w 2024 r. w imieniu
Kamali  Harris  i,  według  Gyawali,  Mark  Zuckerberg  w  100%
akceptuje te plany.

Meta banuje w trybie cienia posty
krytyczne  wobec  Kamali  Harris  i
Partii Demokratycznej
Gyawali  powiedział,  że  posty  anty-Kamali  są  „automatycznie
degradowane”, co oznacza, że ich zasięg jest ograniczony, a
treści nie są widoczne dla znajomych użytkowników ani opinii
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publicznej. „Powiedzmy, że twój wujek z Ohio powiedział coś o
tym, że Kamala Harris nie nadaje się na prezydenta, ponieważ
nie  ma  dziecka,  tego  rodzaju  gówno  jest  automatycznie
degradowane”  –  powiedział.

Kiedy użytkownik zostaje zablokowany na Facebooku, nie jest o
tym powiadamiany. Zamiast tego Facebook potajemnie ogranicza
post, aby znajomi użytkownika i inne kontakty nie mogły go
zobaczyć w swoich kanałach informacyjnych ani zaangażować się
w  jego  treść.  Wyjaśnił,  że  zablokowany  użytkownik  zobaczy
wtedy  spadek  zaangażowania  i  wyświetleń  swojego  posta,  co
skłoni  go  do  nie  publikowania  takich  treści  ponownie.
Banowanie  w  cieniu  często  prowadzi  do  autocenzury.  Kiedy
konserwatywni użytkownicy Facebooka nie mogą wyrażać swoich
poglądów politycznych online i angażować się w kontakt ze
znajomymi,  przestają  wchodzić  w  interakcje  i  publikować
treści, które są dla nich ważne.

Ponadto Gyawali wyjaśnił, że Meta ma „zespół ds. uczciwości”,
który jest odpowiedzialny za kontrolowanie treści za pomocą
„klasyfikatorów  obywatelskich”.  Ten  „zespół  ds.  uczciwości”
nie  jest  niczym  innym,  ponieważ  nie  ma  uczciwości  w
cenzurowaniu  poglądów  politycznych,  z  którymi  się  nie
zgadzasz.

Gyawali ujawnił również własny wyspecjalizowany zespół SWAT
(Special  Weapons  and  Tactics),  który  został  utworzony  w
kwietniu 2024 roku. „Istnieje zespół SWAT, który jest już
utworzony od kwietnia… tylko po to, aby przemyśleć wszystkie
scenariusze, w jaki sposób platforma może być nadużywana” –
powiedział Gyawali.

Tymczasem  to  inżynierowie  Facebooka  nadużywają  platformy,
cenzurując  użytkowników  i  niszcząc  demokrację  w  celu
promowania  kandydata,  który  został  wybrany  przez  super
delegatów i elitarnych darczyńców. Kamala Harris nie została
wybrana w drodze formalnych prawyborów opartych na woli ludu.
Teraz  towarzysze  Kamali  wspierają  ją,  wykorzystując



technologię  do  cenzurowania  wszelkich  dyskusji  na  ważne
tematy, które mają wpływ na przyszłość Stanów Zjednoczonych i
ich pozycję na świecie.

Kiedy Gyawali został zapytany o zdolność Mety do wpływania na
wynik  wyborów,  Gyawali  potwierdził  „tak”,  kiwając  głową  z
aprobatą dla zdolności firmy do wpływania na wyniki polityczne
za  pomocą  technologii,  która  tłumi  i  oszukuje  amerykańską
opinię publiczną.

Zapytany,  czy  Mark  Zuckerberg,  współzałożyciel  i  dyrektor
generalny Meta, wspiera wpływy polityczne i program Meta, aby
pomóc Partii Demokratycznej, Gyawali odpowiedział: „100%”.

Meta  bagatelizuje  cenzurę
republikanów,  konserwatystów  i
niezależnych.
Dyrektor ds. komunikacji w Meta, Andy Stone, odpowiedział na
zarzuty, bagatelizując uwagi Gyawali jako próbę zaimponowania
swojej randce. „Jeśli chodzi o Centrum Operacji Wyborczych
Meta, to jest to również coś, o czym mówimy publicznie od lat”
–  stwierdził  Stone,  wyjaśniając,  że  centrum  ma  na  celu
zwalczanie  »dezinformacji«  i  reagowanie  na  preferencje
użytkowników  dotyczące  mniej  politycznych  treści.  Innymi
słowy,  Meta  otwarcie  mówi  o  swoich  planach  zdegradowania
użytkowników,  którzy  szerzą  „dezinformację”.  Oczywiście
„dezinformacja” w tym kontekście to tak naprawdę informacje,
które ujawniają lekkomyślny program Partii Demokratycznej.

Rewelacja ta pojawia się po tym, jak Zuckerberg przyznał, że
Facebook  ocenzurował  „dezinformację  COVID”  na  prośbę
administracji  Bidena.  W  liście  do  Kongresu  Zuckerberg
przyznał, że firma zareagowała na naciski rządu, stwierdzając,
że  Biały  Dom  wielokrotnie  starał  się  cenzurować  niektóre
treści związane z COVID-19.



Implikacje komentarzy Gyawali, w połączeniu z historią cenzury
Meta,  wywołały  znaczącą  debatę  na  temat  przejrzystości
algorytmów mediów społecznościowych i ich roli w ingerowaniu w
wybory.  Donald  Trump  napisał  wcześniej,  że  Zuckerbergowi
zostaną postawione zarzuty karne, jeśli będzie spiskował z
Demokratami w celu ingerencji w wybory w 2024 roku.

Facebook  zbudował  potok
cenzury VIP dla Białego Domu
i CDC, ujawniają dokumenty

Jak wynika z dokumentów uzyskanych przez America First Legal
(AFL), platforma mediów społecznościowych Facebook zbudowała
podobno potok cenzury VIP dla Białego Domu i Centrum Kontroli
i Zapobiegania Chorobom (CDC).

Dokumenty uzyskane przez AFL ujawniły powiązanie między CDC a
Facebookiem, a Reclaim The Net opisał to przedsięwzięcie jako
„małą grę w »whack-a-mole« z wolnością słowa”.

Serwis kontynuował, że Facebook „nie tylko pilnował tego, co
uważał za” dezinformację „na temat COVID-19 i szczepionek;
działał jako de facto ramię wykonawcze inicjatywy kontroli
myśli rządu USA. Administracja Biden-Harris, trąbiąc o swojej
„walce  o  prawdę”,  zasadniczo  oddelegowała  Facebooka  do
uporządkowania niechlujnego świata dyskursu online”.
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Zgodnie  z  dokumentami,  firma  pod  kierownictwem  Marka
Zuckerberga  Meta  Platforms  zbudowała  zgrabny  „kompleksowy
przepływ pracy” dostosowany do potrzeb cenzury Białego Domu.
System,  który  mógł  obsłużyć  do  20  wniosków  o  cenzurę
jednocześnie,  zawierał  ekskluzywny  portal  dla  urzędników
państwowych  i  organów  ścigania,  na  którym  można  było
publikować  wszystko,  co  uznano  za  konieczne  do  uciszenia
krytyków. Rob Flaherty, były dyrektor ds. strategii cyfrowej w
Białym Domu, był w centrum tych wysiłków.

Co więcej, strategia cenzury Facebooka koncentrowała się na
treściach uznanych przez CDC za „niebezpieczne”. Ta strategia
cenzury  została  przeprowadzona  w  ścisłej  zgodności  z  tak
zwanymi „standardami społeczności” platformy.

Ekskluzywny  portal  pozwolił  również  urzędnikom  państwowym
ominąć  tradycyjną  komunikację  e-mailową,  która  zostałaby
uwzględniona w żądaniach Freedom of Information Act. „Każdy
wniosek o cenzurę otrzymywał nowy, błyszczący numer, dzięki
czemu rząd mógł śledzić posłuszeństwo Facebooka” – czytamy w
oświadczeniu  Reclaim  The  Net.  „Korzystając  z  tego
wyspecjalizowanego  portalu,  a  nie  z  poczty  elektronicznej,
rząd mógł ominąć te nieznośne federalne przepisy dotyczące
prowadzenia dokumentacji”.

Szef AFL: Prawo do wypowiedzi jest
„fundamentalne”  dla  tożsamości
narodowej Ameryki
„Dokumenty te zdecydowanie pokazują architekturę stojącą za
systemami, których polityczni nominaci i rządowi biurokraci
używali  do  niekonstytucyjnego  cenzurowania  wolności  słowa
Amerykanów w Internecie” – powiedział dyrektor wykonawczy AFL
Gene Hamilton.

„Prawo do wypowiadania się – a nawet kwestionowania władzy –



jest tak fundamentalne dla naszej tożsamości narodowej. Jednak
w  imię  kryzysu  zdrowia  publicznego  urzędnicy  administracji
Bidena współpracowali z dużymi firmami, aby uciszyć sprzeciw.
Amerykanie muszą zapoznać się z tymi dokumentami i zrozumieć,
jak daleko posunęli się nasi przywódcy w Waszyngtonie, aby
naruszyć pierwszą poprawkę do naszej konstytucji”.

Ujawnienie dokumentów przez AFL nastąpiło ponad miesiąc po
tym, jak Zuckerberg wyraził ubolewanie z powodu ugięcia się
pod presją rządu w kwestii cenzury. W liście z 26 sierpnia do
Komisji  Sądownictwa  Izby  Reprezentantów,  dyrektor  generalny
Meta przyznał, że wyżsi urzędnicy w administracji Biden-Harris
„wielokrotnie naciskali” na jego firmę, aby „cenzurowała pewne
treści” w związku z pandemią koronawirusa Wuhan (COVID-19).

„Myślę, że dokonaliśmy pewnych wyborów, których z perspektywy
czasu i nowych informacji nie dokonalibyśmy dzisiaj. Żałuję,
że nie mówiliśmy o tym głośniej” – napisał Zuckerberg.

„Tak jak powiedziałem naszym zespołom w tamtym czasie, czuję,
że nie powinniśmy obniżać naszych standardów treści z powodu
nacisków  ze  strony  jakiejkolwiek  administracji  w  dowolnym
kierunku. I jesteśmy gotowi odeprzeć atak, jeśli coś takiego
się powtórzy”.

Wojskowe korzenie Facebooka

Komentarz: Przecież to jasne , że nie ma czegoś takiego jak

https://ocenzurowane.pl/wojskowe-korzenie-facebooka/


geniusz, który napisał aplikację i z zera został miliarderem.
Bez opieki odpowiednich ludzi nie robi się takiej kariery. Tak
samo z Gates’em – gdyby nie to że to był SWÓJ chłop, z
dziadkiem związanym z klinikami aborcyjnymi, to by też nie był
promowany. Tak samo jak Owsiak. Krzysztof

Rosnąca  rola  Facebooka  w  stale  rozwijającym  się  aparacie
nadzoru  i  „przedkryminalnym”  państwie  bezpieczeństwa
narodowego  wymaga  nowej  analizy  pochodzenia  firmy  i  jej
produktów  w  odniesieniu  do  poprzedniego,  kontrowersyjnego
programu  nadzoru  prowadzonego  przez  DARPA,  który  był
zasadniczo analogiczny do tego, co jest obecnie największą na
świecie siecią społecznościową.

W połowie lutego Daniel Baker, amerykański weteran określany
przez media jako „antytrumpowy, antyrządowy, przeciwny białej
supremacji i przeciwny policji”, został oskarżony przez wielką
ławę  przysięgłych  z  Florydy  o  dwa  zarzuty  „przekazywania
wiadomości  komunikat  w  handlu  międzystanowym  zawierający
groźbę porwania lub zranienia.”

Komunikat, o którym mowa, Baker umieścił na Facebooku, gdzie
stworzył  stronę  wydarzenia  mającą  na  celu  zorganizowanie
zbrojnego wiecu w stosunku do zaplanowanego przez zwolenników
Donalda  Trumpa  6  stycznia  w  stolicy  Florydy,  Tallahassee.
„Jeśli boisz się umrzeć, walczyć z wrogiem, a potem zostań w
łóżku  i  żyj.  Zadzwoń  do  wszystkich  swoich  znajomych  i
powstańcie!” – napisał Baker na swojej stronie wydarzenia na
Facebooku.

Sprawa  Bakera  jest  godna  uwagi,  ponieważ  jest  to  jedno  z
pierwszych aresztowań „przed przestępstwem” opartych wyłącznie
na  wpisach  w  mediach  społecznościowych  –  logiczny  wniosek
płynący z wysiłków administracji Trumpa, a obecnie Bidena, na
rzecz normalizacji aresztowań osób za wpisy w Internecie, aby
zapobiec  aktom  przemocy,  zanim  będą  one  mogły  to  zrobić.
zdarzyć.  Począwszy  od  rosnącego  stopnia
zaawansowania  programów  predykcyjnych  działań

https://miami.cbslocal.com/2021/02/19/florida-man-daniel-baker-charged-with-plotting-attack-on-trump-supporters/
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policyjnych  Palantira,  przedsiębiorstwa  wywiadu
USA/kontraktora  wojskowego  ,  po  formalne  ogłoszenie  przez
Departament  Sprawiedliwości  programu  zakłócania  i  wczesnego
zaangażowania  w  2019  r.  po  pierwszy  budżet  Bidena,  który
obejmuje 111 mln dolarów na ściganie i zarządzanie „rosnącą
liczbą spraw związanych z terroryzmem krajowym” – Pod rządami
każdej administracji prezydenckiej po 11 września zauważalny
był stały postęp w kierunku skupionej przed przestępczością
„wojny z terroryzmem wewnętrznym”.

Ta nowa, tak zwana wojna z terroryzmem krajowym faktycznie
zaowocowała wieloma tego typu postami na Facebooku. I chociaż
Facebook od dawna starał się przedstawiać siebie jako „rynek
miejski”,  który  umożliwia  nawiązywanie  kontaktów  ludziom  z
całego świata, głębsze spojrzenie na jego pozornie wojskowe
pochodzenie  i  ciągłe  powiązania  wojskowe  ujawnia,  że  ​
największa  na  świecie  sieć  społecznościowa  zawsze  miała
działać  jako  narzędzie  nadzoru  służące  identyfikowaniu  i
zwalczaniu sprzeciwu w kraju.

Część  1  tej  dwuczęściowej  serii  na  temat  Facebooka  i
amerykańskiego stanu bezpieczeństwa narodowego bada początki
tej sieci mediów społecznościowych oraz czas i charakter jej
powstania  w  związku  z  kontrowersyjnym  programem  wojskowym,
który został zamknięty tego samego dnia, w którym uruchomiono
Facebooka. Program, znany jako LifeLog, był jednym z kilku
kontrowersyjnych  programów  obserwacji  po  11  września,
realizowanych  przez  Agencję  Zaawansowanych  Projektów
Badawczych w dziedzinie Obronności (DARPA) Pentagonu, który
groził  zniszczeniem  prywatności  i  swobód  obywatelskich  w
Stanach Zjednoczonych, a jednocześnie miał na celu zebranie
danych  do  celów  produkujących  „humanizowaną”  sztuczną
inteligencję  (AI).  

Jak wykaże ten raport, Facebook nie jest jedynym gigantem z
Doliny Krzemowej, którego początki ściśle pokrywają się z tą
samą serią inicjatyw DARPA i którego obecne działania stanowią
zarówno silnik, jak i paliwo dla zaawansowanej technologicznie

https://www.theverge.com/2018/2/27/17054740/palantir-predictive-policing-tool-new-orleans-nopd
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wojny z krajowym sprzeciwem.

Eksploracja  danych  DARPA  dla
„bezpieczeństwa  narodowego”  i
„humanizowania”  sztucznej
inteligencji
W następstwie ataków z 11 września DARPA, w ścisłej współpracy
ze  społecznością  wywiadowczą  USA  (w  szczególności  z  CIA),
rozpoczęła  opracowywanie  „przedprzestępczego”  podejścia  do
zwalczania  terroryzmu,  znanego  jako  Total  Information
Awareness  (TIA).  Celem  TIA  było  opracowanie
„wszystkowidzącego”  aparatu  wojskowego  nadzoru.  Oficjalna
logika stojąca za TIA była taka, że ​​inwazyjna inwigilacja
całej  populacji  USA  była  konieczna,  aby  zapobiec  atakom
terrorystycznym, zjawiskom bioterroryzmu, a nawet naturalnie
występującym epidemiom chorób. 

Pomysłodawcą TIA i człowiekiem, który przewodził jej podczas
jej  stosunkowo  krótkiego  istnienia,  był  John  Poindexter  ,
najbardziej znany z tego, że był doradcą Ronalda Reagana ds.
bezpieczeństwa  narodowego  podczas  afery  Iran-Contras  i
został  skazany  za  pięć  przestępstw  w  związku  z  tym
skandalem.  Mniej  znaną  działalnością  przedstawicieli  Iran-
Contras,  takich  jak  Poindexter  i  Oliver  North,  było
opracowanie przez nich bazy danych Main Core do wykorzystania
w  protokołach  „ciągłości  rządzenia”.  Main  Core  został
wykorzystany do sporządzenia listy amerykańskich dysydentów i
„potencjalnych wichrzycieli”, z którymi należy się uporać w
przypadku  powołania  się  na  protokoły  COG.  Na  protokoły
te  można  się  powołać  z  różnych  powodów,  w  tym  z  powodu
powszechnego sprzeciwu opinii publicznej wobec amerykańskiej
interwencji  wojskowej  za  granicą,  powszechnego  sprzeciwu
wewnętrznego  lub  niejasno  określonego  momentu  „kryzysu
narodowego”  lub  „czasu  paniki”.  Amerykanie  nie  byli

https://www.aclu.org/other/qa-pentagons-total-information-awareness-program
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informowani, czy ich nazwisko znalazło się na liście, a dana
osoba  mogła  zostać  dodana  do  listy  tylko  dlatego,  że  w
przeszłości brała udział w protestach, nie płaciła podatków
lub  miała  inne,  „często  błahe”  zachowania  uznawane  za  „
nieprzyjazny” przez jego architektów w administracji Reagana. 

W świetle tego nie było przesadą, gdy felietonista „New York
Timesa” William Safire zauważył, że dzięki TIA „Poindexter
realizuje  teraz  swoje  dwudziestoletnie  marzenie:  uzyskanie
mocy „eksploracji danych” umożliwiającej szpiegowanie każdego
publicznego i prywatnego działania każdego Amerykanina”.

Program TIA spotkał się ze znacznym oburzeniem obywateli po
jego ujawnieniu opinii publicznej na początku 2003 r. Wśród
krytyków  TIA  znalazła  się  Amerykańska  Unia  Wolności
Obywatelskich, która twierdziła , że ​​wysiłki inwigilacyjne
„zabiją prywatność w Ameryce”, ponieważ „każdy aspekt naszego
życia byłby skatalogowane”, podczas gdy kilka mediów głównego
nurtu  ostrzegało,  że  TIA  „walczy  z  terroryzmem  poprzez
przerażanie obywateli USA”. W wyniku nacisków DARPA zmieniła
nazwę  programu  na  Terrorist  Information  Awareness,  aby
brzmiała  mniej  jak  panoptykon  dotyczący  bezpieczeństwa
narodowego, a bardziej jak program skierowany szczególnie do
terrorystów w epoce po 11 września. 

https://www.nytimes.com/2002/11/14/opinion/you-are-a-suspect.html
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Logo Biura Świadomości Informacyjnej DARPA, które nadzorowało
Total Information Awareness podczas jego krótkiego istnienia

Projekty TIA nie zostały jednak w rzeczywistości zamknięte, a
większość z nich została przeniesiona do tajnych tek Pentagonu
i  społeczności  wywiadowczej  USA.  Niektóre  z  nich,  jak  na
przykład Palantir Petera Thiela , stały się finansowane przez
wywiad  i  kierowały  przedsięwzięciami  sektora  prywatnego  ,
podczas gdy inne pojawiły się ponownie po latach pod pozorem
walki z kryzysem związanym z Covid-19. 

Wkrótce po zainicjowaniu TIA podobny program DARPA nabierał
kształtu pod kierownictwem bliskiego przyjaciela Poindextera,
menadżera  programu  DARPA  Douglasa  Gage’a.  Projekt  Gage’a,
LifeLog, miał na celu „zbudowanie bazy danych śledzącej całe
życie danej osoby”, która obejmowałaby relacje i komunikację
danej osoby (rozmowy telefoniczne, poczta itp.), jej nawyki
dotyczące korzystania z mediów, zakupy i wiele innych w celu
zbudowania cyfrowy zapis „ wszystko, co dana osoba mówi, widzi
lub robi”. LifeLog następnie pobierze te nieustrukturyzowane
dane i uporządkuje je w „ dyskretne odcinki ” lub migawki,
jednocześnie  „mapując  relacje,  wspomnienia,  wydarzenia  i
doświadczenia”.

https://unlimitedhangout.com/2020/12/investigative-series/palantirs-tiberius-race-and-the-public-health-panopticon/
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Według Gage’a i zwolenników programu LifeLog stworzyłby trwały
i  przeszukiwalny  elektroniczny  dziennik  całego  życia  danej
osoby,  który  według  DARPA  mógłby  zostać  wykorzystany  do
stworzenia „cyfrowych asystentów” nowej generacji i zaoferować
użytkownikom „niemal idealną pamięć cyfrową”. ” Gage upierał
się , że nawet po zakończeniu programu poszczególne osoby
miałyby „pełną kontrolę nad własnymi działaniami związanymi z
gromadzeniem  danych”,  ponieważ  mogłyby  „decydować,  kiedy
włączyć, a kiedy wyłączyć czujniki i kto udostępni dane”. Od
tego  czasu  analogiczne  obietnice  dotyczące  kontroli
użytkowników  składali  giganci  technologiczni  z  Doliny
Krzemowej,  ale  wielokrotnie  łamali  je  dla  zysku  i  w  celu
zasilania rządowego aparatu nadzoru wewnętrznego.

Informacje,  które  LifeLog  zbierał  na  podstawie  każdej
interakcji  danej  osoby  z  technologią,  byłyby  łączone  z
informacjami  uzyskanymi  z  nadajnika  GPS,  który  śledził  i
dokumentował  lokalizację  danej  osoby,  czujników
audiowizualnych rejestrujących to, co dana osoba widziała i
mówiła, a także biomedycznych monitorów oceniających zdrowie
danej osoby. Podobnie jak TIA, LifeLog był promowany przez
DARPA  jako  potencjalnie  wspierający  „badania  medyczne  i
wczesne wykrywanie pojawiającej się epidemii”.

Krytycy w mediach głównego nurtu i poza nim szybko zwrócili
uwagę,  że  program  nieuchronnie  zostanie  wykorzystany  do
budowania  sylwetek  dysydentów,  a  także  podejrzanych  o
terroryzm. W połączeniu z wielopoziomowym monitorowaniem osób
przez TIA, LifeLog poszedł dalej, „dodając informacje fizyczne
(takie jak to, jak się czujemy) i dane medialne (takie jak to,
co czytamy) do danych transakcyjnych”. Jeden z krytyków, Lee
Tien z Electronic Frontier Foundation, ostrzegł wówczas , że
programy  realizowane  przez  DARPA,  w  tym  LifeLog,  „mają
oczywiste i łatwe ścieżki do wdrożenia w ramach bezpieczeństwa
wewnętrznego”. 

W tamtym czasie DARPA publicznie utrzymywała , że ​​LifeLog i
TIA  nie  są  ze  sobą  powiązane,  pomimo  ich  oczywistych
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podobieństw,  oraz  że  LifeLog  nie  będzie  wykorzystywany  do
„tajnego nadzoru”. Jednakże w dokumentacji DARPA dotyczącej
LifeLog  odnotowano,  że  w  ramach  projektu  „będzie  można
.  .  .  wywnioskować  o  rutynach,  zwyczajach  i  relacjach
użytkownika  z  innymi  ludźmi,  organizacjami,  miejscami  i
przedmiotami  oraz  wykorzystać  te  wzorce,  aby  ułatwić  mu
zadanie”, w którym uznano jego potencjalne zastosowanie jako
narzędzia masowej inwigilacji.

Oprócz możliwości profilowania potencjalnych wrogów państwa,
LifeLog miał inny cel, prawdopodobnie ważniejszy dla państwa
zapewniającego  bezpieczeństwo  narodowe  i  jego  partnerów
akademickich  –  „humanizację”  i  rozwój  sztucznej
inteligencji. Pod koniec 2002 roku, zaledwie kilka miesięcy
przed  ogłoszeniem  istnienia  LifeLog,  DARPA  opublikowała
dokument strategiczny szczegółowo opisujący rozwój sztucznej
inteligencji poprzez zasilanie jej ogromnym strumieniem danych
z różnych źródeł. 

Projekty nadzoru wojskowego po 11 września – LifeLog i TIA to
tylko dwa z nich – zapewniły ilości danych, których uzyskanie
wcześniej było nie do pomyślenia, a które mogłyby potencjalnie
stanowić  klucz  do  osiągnięcia  hipotetycznej  „osobliwości
technologicznej”.  Dokument  DARPA  z  2002  r.  omawia  nawet
wysiłki  DARPA  mające  na  celu  stworzenie  interfejsu  mózg-
maszyna,  który  przesyłałby  ludzkie  myśli  bezpośrednio  do
maszyn w celu rozwoju sztucznej inteligencji poprzez ciągłe
zalewanie jej świeżo wydobytymi danymi. 

Jeden  z  projektów  przedstawionych  przez  DARPA,  Cognitive
Computing  Initiative,  miał  na  celu  rozwój  zaawansowanej
sztucznej  inteligencji  poprzez  stworzenie  „trwałego,
spersonalizowanego asystenta poznawczego”, nazwanego później
Perceptive Asystent, który się uczy , (PAL). PAL od samego
początku  był  powiązany  z  LifeLog,  którego  pierwotnym
zamierzeniem  było  zapewnienie  „asystentowi”  sztucznej
inteligencji przypominającego człowieka zdolności podejmowania
decyzji  i  rozumienia  poprzez  przekształcanie  mas
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nieustrukturyzowanych  danych  w  format  narracyjny.  

Przyszli główni badacze projektu LifeLog odzwierciedlają także
końcowy  cel  programu,  jakim  jest  stworzenie  humanizowanej
sztucznej  inteligencji.  Na  przykład  Howard  Shrobe  z
Laboratorium Sztucznej Inteligencji MIT i jego ówczesny zespół
mieli  być  ściśle  zaangażowani  w  LifeLog.  Shrobe  pracował
wcześniej dla DARPA nad „ewolucyjnym projektowaniem złożonego
oprogramowania”, zanim został zastępcą dyrektora Laboratorium
AI  na  MIT  i  poświęcił  swoją  długą  karierę  na  budowaniu
„sztucznej  inteligencji  w  stylu  kognitywnym”.  W  latach  po
odwołaniu LifeLog ponownie pracował dla DARPA, a także przy
projektach  badawczych  związanych  ze  sztuczną  inteligencją
związanych ze społecznością wywiadowczą. Ponadto laboratorium
AI na MIT było ściśle powiązane z korporacją z lat 80. XX
wieku i wykonawcą DARPA o nazwie Thinking Machines , która
została  założona  przez  wielu  luminarzy  laboratorium  i/lub
zatrudniała  wielu  luminarzy  laboratorium,  w  tym  Danny’ego
Hillisa, Marvina Minsky’ego i Erica Landera, i starała się
budować  superkomputery  AI  zdolne  do  myślenia  na  poziomie
ludzkim. Później okazało się, że wszystkie trzy osoby były
bliskimi  współpracownikami  i/lub  sponsorowanymi  przez
powiązanego  z  wywiadem  pedofila  Jeffreya  Epsteina,  który
również  hojnie  przekazał  darowizny  na  rzecz  MIT  jako
instytucji oraz był głównym fundatorem i orędownikiem badań
naukowych związanych z transhumanizmem.

Wkrótce po zamknięciu programu LifeLog krytycy obawiali się,
że podobnie jak TIA będzie on kontynuowany pod inną nazwą. Na
przykład  Lee  Tien  z  Electronic  Frontier
Foundation powiedział VICE w momencie anulowania LifeLog: „Nie
zdziwiłbym się, gdybym dowiedział się, że rząd w dalszym ciągu
finansował badania, które popchnęły tę dziedzinę do przodu,
nie nazywając go LifeLog”.

Wraz z krytykami jeden z potencjalnych badaczy pracujących nad
LifeLog, David Karger z MIT, również był pewien, że projekt
DARPA będzie kontynuowany w nowej formie. Powiedział Wired ,

https://people.csail.mit.edu/hes/
https://www.csail.mit.edu/person/howard-shrobe
https://www.technologyreview.com/2006/11/01/227633/thinking-machines/
https://www.thelastamericanvagabond.com/bidens-nominee-lead-new-cabinet-level-science-position-epstein-linked-geneticist/
https://www.vice.com/en/article/vbqdb8/15-years-ago-the-military-tried-to-record-whole-human-lives-it-ended-badly
https://www.vice.com/en/article/vbqdb8/15-years-ago-the-military-tried-to-record-whole-human-lives-it-ended-badly
https://www.wired.com/2004/02/pentagon-kills-lifelog-project/
https://www.wired.com/2004/02/pentagon-kills-lifelog-project/


że „Jestem pewien, że takie badania będą nadal finansowane z
innego  tytułu.  .  .  Nie  mogę  sobie  wyobrazić,  że  DARPA
„porzuci”  tak  kluczowy  obszar  badawczy”.  

Wydaje się, że odpowiedź na te spekulacje należy do firmy,
która uruchomiła usługę dokładnie tego samego dnia, w którym
Pentagon zamknął LifeLog: Facebooka.

Świadomość informacyjna Thiela
Po znacznych kontrowersjach i krytyce pod koniec 2003 roku TIA
została  zamknięta  i  pozbawiona  finansowania  przez  Kongres,
zaledwie kilka miesięcy po jej uruchomieniu. Dopiero później
ujawniono, że TIA tak naprawdę nigdy nie została  zamknięta ,
a jej różne programy zostały potajemnie podzielone pomiędzy
sieć  agencji  wojskowych  i  wywiadowczych  tworzących
amerykańskie  państwo  zapewniające  bezpieczeństwo
narodowe.  Część  z  nich  została  sprywatyzowana.

W tym samym miesiącu, w którym TIA została zmuszona do zmiany
nazwy w związku z rosnącymi sprzeciwami, Peter Thiel założył
firmę  Palantir,  która,  nawiasem  mówiąc,  opracowywała
podstawowe  oprogramowanie  panopticon,  którego  TIA  miała
nadzieję  używać.  Wkrótce  po  założeniu  Palantir  w  2003  r.
Richard  Perle,  notoryczny  neokonserwatysta  z  administracji
Reagana i Busha oraz architekt wojny w Iraku, zadzwonił do
Poindextera  z  TIA  i  powiedział,  że  chce  przedstawić  go
Thielowi  i  jego  współpracownikowi  Alexowi  Karpowi,  obecnie
dyrektorowi generalnemu Palantir. Według raportu magazynu  New
York Poindexter „był dokładnie tą osobą”, z którą Thiel i Karp
chcieli się spotkać, głównie dlatego, że „ich nowa firma miała
podobne ambicje do tego, co Poindexter próbował stworzyć w
Pentagonie ” , czyli TIA . Podczas tego spotkania Thiel i Karp
starali  się  „wybrać  mózg  człowieka  obecnie  powszechnie
postrzeganego jako ojciec chrzestny współczesnej inwigilacji”.
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Peter Thiel przemawia na Światowym Forum Ekonomicznym w 2013
r., Źródło: Mirko Ries Dzięki uprzejmości Światowego Forum
Ekonomicznego

Wkrótce  po  założeniu  Palantira,  choć  dokładny  termin  i
szczegóły inwestycji pozostają ukryte przed opinią publiczną,
In-Q-Tel  z  CIA  stał  się,  obok  samego  Thiela,  pierwszym
sponsorem firmy, przekazując jej szacunkową kwotę 2 milionów
dolarów. Informacje o udziałach In-Q-Tel w Palantir zostaną
podane do wiadomości publicznej dopiero w połowie 2006 roku . 

Pieniądze  z  pewnością  się  przydały.  Ponadto  Alex
Karp  powiedział   New  York  Times  w  październiku  2020  r.:
„prawdziwą wartością inwestycji In-Q-Tel było to, że zapewniła
ona Palantirowi dostęp do analityków CIA, którzy byli jego
zamierzonymi klientami”. Kluczową postacią w inwestycjach In-
Q-Tel  w  tym  okresie,  w  tym  w  inwestycji  w  Palantir,  był
dyrektor ds. informacji CIA, Alan Wade, który był głównym
przedstawicielem społeczności wywiadowczej w zakresie Totalnej
Świadomości  Informacyjnej.  Wade  był  wcześniej
współzałożycielem  firmy  Chiliad,  dostawcy  oprogramowania
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Homeland Security po 11 września, wraz z Christine Maxwell,
siostrą  Ghislaine  Maxwell  i  córką  działacza  Iran-Contras,
agenta wywiadu i barona medialnego Roberta Maxwella. 

Po inwestycji In-Q-Tel CIA była jedynym klientem Palantira aż
do  2008  roku.  W  tym  okresie  dwaj  czołowi  inżynierowie
Palantira – Aki Jain i Stephen Cohen – podróżowali co dwa
tygodnie do siedziby CIA w Langley w Wirginii . Jain pamięta,
że ​​w latach 2005–2009 odbył co najmniej dwieście podróży do
siedziby CIA. Podczas tych regularnych wizyt analitycy CIA
„testowali [oprogramowanie Palantira] i przekazywali opinie, a
następnie  Cohen  i  Jain  wracali  do  Kalifornii,  aby  je
ulepszyć”.  Podobnie  jak  w  przypadku  decyzji  In-Q-Tel  o
inwestycji w Palantir, główny specjalista ds. informacji CIA
pozostał w tym czasie jednym z architektów TIA. Alan Wade
odegrał kluczową rolę w wielu z tych spotkań, a następnie w
„udoskonalaniu” produktów Palantir.

Obecnie  produkty  Palantir  są  wykorzystywane  do  masowej
inwigilacji,  predykcyjnych  działań  policyjnych  i  innych
niepokojących  polityk  amerykańskiego  państwa  zapewniającego
bezpieczeństwo  narodowe.  Wymownym  przykładem  jest  znaczne
zaangażowanie Palantir w nowy program nadzoru nad ściekami
prowadzony przez służbę zdrowia i opiekę społeczną, który po
cichu rozprzestrzenia się w całych Stanach Zjednoczonych. Jak
zauważono w poprzednim raporcie Unlimited Hangout , system ten
jest  wskrzeszeniem  programu  TIA  o  nazwie
Biosurveillance. Przesyła wszystkie swoje dane do zarządzanej
przez Palantir i tajnej platformy danych HHS Protect. Decyzja
o  przekształceniu  kontrowersyjnych  programów  prowadzonych
przez DARPA w prywatne przedsięwzięcia nie ograniczała się
jednak do Palantira Thiela.

Powstanie Facebooka
Zamknięcie  TIA  w  DARPA  miało  wpływ  na  kilka  powiązanych
programów,  które  również  zostały  zlikwidowane  w  wyniku
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publicznego  oburzenia  wywołanego  programami  DARPA  po  11
września. Jednym z takich programów był LifeLog. Gdy wieść o
programie  rozeszła  się  po  mediach,  wielu  z  tych  samych
głośnych  krytyków,  którzy  zaatakowali  TIA,  z  podobną
gorliwością  zaatakowało  LifeLog,  a  Steven  Aftergood  z
Federacji Amerykańskich Naukowców powiedział wówczas Wired ,
że  „LifeLog  ma  potencjał,  aby  stać  się  czymś  jak  „TIA  w
kostkach”. Postrzeganie LifeLog jako czegoś, co mogłoby okazać
się jeszcze gorsze niż niedawno odwołany TIA, miało wyraźny
wpływ na DARPA, która właśnie anulowała zarówno TIA, jak i
inny  powiązany  program  po  znacznych  protestach  opinii
publicznej  i  prasy.  

Burza  krytyki  programu  LifeLog  zaskoczyła  jego  menadżera
programu, Douga Gage’a, a Gage w dalszym ciągu zapewniał, że
krytycy programu „całkowicie błędnie scharakteryzowali” cele i
ambicje projektu. Pomimo protestów Gage’a oraz potencjalnych
badaczy  i  innych  zwolenników  LifeLog,  projekt
został publicznie porzucony 4 lutego 2004 r. DARPA nigdy nie
wyjaśniła swojego cichego ruchu w celu zamknięcia LifeLog, a
rzecznik stwierdził jedynie, że było to powiązane z „ zmiana
priorytetów” dla agencji. W związku z decyzją dyrektora DARPA
Tony’ego  Tethera  o  zabiciu  LifeLog,  Gage  powiedział
później VICE : „Myślę, że TIA tak go poparzyła, że ​​nie
chciał  mieć  do  czynienia  z  dalszymi  kontrowersjami  z
LifeLog.  Śmierć  LifeLog  była  szkodą  uboczną  związaną  ze
śmiercią TIA.

Szczęśliwie dla zwolenników celów i ambicji LifeLog, firma,
która okazała się jej odpowiednikiem z sektora prywatnego,
narodziła się tego samego dnia, w którym ogłoszono zakończenie
działalności  LifeLog.  4  lutego  2004  r.  Facebook,  będący
obecnie  największą  siecią  społecznościową  na
świecie, uruchomił swoją witrynę internetową i szybko wspiął
się na szczyty mediów społecznościowych, pozostawiając inne
ówczesne firmy zajmujące się mediami społecznościowymi w tyle.
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Sean  Parker  z  Founders  Fund  przemawia  podczas  konferencji
LeWeb w 2011 r., Źródło: @Kmeron dla LeWeb11 @ Les Docks de
Paris

Kilka miesięcy po uruchomieniu Facebooka, w czerwcu 2004 roku,
współzałożyciele Facebooka Mark Zuckerberg i Dustin Moskovitz
wprowadzili  Seana  Parkera  do  zespołu  wykonawczego
Facebooka.  Parker,  wcześniej  znany  ze  współzałożyciela
Napstera, później połączył Facebooka z pierwszym inwestorem
zewnętrznym,  Peterem  Thielem.  Jak  wspomniano,  Thiel  w  tym
czasie,  w  porozumieniu  z  CIA,  aktywnie  próbował  wskrzesić
kontrowersyjne programy DARPA, które zostały zlikwidowane w
poprzednim roku. Warto zauważyć, że Sean Parker, który został
pierwszym prezydentem Facebooka, miał także historię związaną
z CIA, która zwerbowała go w wieku szesnastu lat, wkrótce po
tym, jak FBI przyłapało go za włamywanie się do korporacyjnych
i wojskowych baz danych. Dzięki Parkerowi we wrześniu 2004 r.
Thiel  formalnie  nabył  akcje  Facebooka  o  wartości  500  000
dolarów i został włączony do jego zarządu. Parker utrzymywał
bliskie  kontakty  z  Facebookiem  i  Thielem,  a  w  2006  roku
Parker został zatrudniony jako partner zarządzający Thiel’s
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Founders Fund.

Thiel i współzałożyciel Facebooka, Mosokvitz, zaangażowali się
poza siecią społecznościową długo po tym, jak Facebook zyskał
na  znaczeniu,  a  fundusz  założycielski  Thiela  stał
się znaczącym inwestorem w firmie Moskovitz Asana w 2012 r.
Długotrwała symbiotyczna relacja Thiela ze współzałożycielami
Facebooka rozciąga się na jego firmę Palantir, jak wynika z
danych  informacje,  które  użytkownicy  Facebooka
upubliczniają, niezmiennie trafiają do baz danych Palantir i
pomagają w napędzaniu silnika monitorującego, który Palantir
obsługuje garstkę amerykańskich departamentów policji, wojska
i  służb  wywiadowczych.  W  przypadku  skandalu  związanego  z
danymi Facebooka i Cambridge Analytica Palantir był również
zaangażowany w wykorzystywanie danych z Facebooka na potrzeby
kampanii prezydenckiej Donalda Trumpa w 2016 r. 

Dziś,  jak  wykazały  niedawne  aresztowania,  takie  jak
aresztowanie Daniela Bakera, dane z Facebooka mają pomóc w
nadchodzącej  „wojnie  z  terroryzmem  krajowym”,  biorąc  pod
uwagę,  że  informacje  udostępniane  na  platformie  są
wykorzystywane  do  „przed  popełnieniem  przestępstwa”
przechwytywania obywateli USA na szczeblu krajowym . W świetle
tego warto zatrzymać się nad faktem, że wysiłki Thiela mające
na celu wskrzeszenie głównych aspektów TIA jako jego własnej
prywatnej  firmy  zbiegły  się  w  czasie  z  tym,  że  stał  się
pierwszym inwestorem zewnętrznym w czymś, co zasadniczo było
analogią do innego programu DARPA, głęboko powiązanego z TIA. 

Facebook, front
Ze względu na zbieg okoliczności, że Facebook uruchomił się
tego samego dnia, w którym zamknięto LifeLog, pojawiły się
ostatnio  spekulacje,  że  Zuckerberg  rozpoczął  i  uruchomił
projekt wspólnie z Moskovitzem, Saverinem i innymi w drodze
zakulisowej koordynacji z DARPA lub innym organem. państwa
bezpieczeństwa  narodowego.  Chociaż  nie  ma  bezpośrednich
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dowodów  potwierdzających  to  dokładne  twierdzenie,  wczesne
zaangażowanie Parkera i Thiela w projekt, szczególnie biorąc
pod uwagę czas innych działań Thiela, ujawnia, że ​​w rozwój
Facebooka  zaangażowane  było  państwo  zapewniające
bezpieczeństwo  narodowe.  Dyskusyjne  jest,  czy  Facebook  od
samego początku miał być analogiem LifeLog, czy też stał się
projektem  mediów  społecznościowych,  który  spełniał  te
wymagania po jego uruchomieniu. To drugie wydaje się bardziej
prawdopodobne,  zwłaszcza  biorąc  pod  uwagę,  że  Thiel
zainwestował  także  w  inną  wczesną  platformę  mediów
społecznościowych,  Friendster  .  

Ważnym punktem łączącym Facebooka i LifeLog jest późniejsza
identyfikacja  Facebooka  z  LifeLog  przez  samego  architekta
DARPA tego ostatniego. W 2015 roku Gage powiedział VICE , że
„Facebook  jest  obecnie  prawdziwą  twarzą  pseudo-
LifeLog”. Wymownie dodał: „Skończyło się na udostępnianiu tego
samego rodzaju szczegółowych danych osobowych reklamodawcom i
brokerom danych, nie wywołując przy tym takiego sprzeciwu,
jaki wywołał LifeLog”. 

Użytkownicy  Facebooka  i  innych  dużych  platform  mediów
społecznościowych byli dotychczas zadowoleni, umożliwiając tym
platformom sprzedaż ich prywatnych danych, o ile działają one
publicznie  jako  przedsiębiorstwa  prywatne.  Reakcja  pojawiła
się  naprawdę  dopiero  wtedy,  gdy  takie  działania  zostały
publicznie  powiązane  z  rządem  USA,  a  zwłaszcza  z  armią
amerykańską, mimo że Facebook i inni giganci technologiczni
rutynowo  udostępniają  dane  swoich  użytkowników  państwu
zapewniającemu  bezpieczeństwo  narodowe.  W  praktyce  różnica
pomiędzy podmiotami publicznymi i prywatnymi jest niewielka.

Edward Snowden, sygnalista NSA, w szczególności ostrzegł w
2019  r.,  że  Facebook  jest  tak  samo  niegodny  zaufania  jak
wywiad  USA,  stwierdzając,  że  „wewnętrznym  celem  Facebooka,
niezależnie od tego, czy podaje to publicznie, czy nie, jest
gromadzenie doskonałych zapisów życia prywatnego w maksymalnym
stopniu możliwości, a następnie wykorzystać je do wzbogacenia
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własnego przedsiębiorstwa. I cholera, konsekwencje.

Snowden  stwierdził  również  w  tym  samym  wywiadzie,  że  „im
więcej Google o Tobie wie, im więcej wie o Tobie Facebook, tym
więcej może. . . tworzyć trwałe zapisy życia prywatnego, tym
większy wpływ i władzę mają na nas.” To podkreśla, jak zarówno
Facebook, jak i powiązane z wywiadem Google osiągnęły wiele z
tego, co zamierzał LifeLog, ale na znacznie większą skalę, niż
pierwotnie przewidywała DARPA.

Rzeczywistość jest taka, że ​​większość dzisiejszych dużych
firm  z  Doliny  Krzemowej  jest  od  samego  początku  ściśle
powiązana  z  amerykańskim  establishmentem  zapewniającym
bezpieczeństwo  narodowe.  Godnymi  uwagi  przykładami,  poza
Facebookiem i Palantirem, są Google i Oracle . Dziś firmy te
bardziej otwarcie współpracują z agencjami wywiadu wojskowego,
które kierowały ich rozwojem i/lub zapewniały finansowanie na
wczesnym etapie, ponieważ są wykorzystywane do dostarczania
danych  niezbędnych  do  napędzania  nowo  ogłoszonej  wojny  z
terroryzmem krajowym i towarzyszącymi mu algorytmami. 

To nie przypadek, że ktoś taki jak Peter Thiel, który zbudował
Palantir wraz z CIA i pomógł zapewnić rozwój Facebooka, jest
również mocno zaangażowany w oparte na Big Data „predykcyjne
działania  policyjne”  oparte  na  sztucznej  inteligencji  i
podejściu  do  inwigilacji  i  egzekwowania  prawa,  zarówno  za
pośrednictwem Palantira, jak i jego inne inwestycje . TIA,
LifeLog  oraz  powiązane  programy  i  instytucje  rządowe  i
prywatne  uruchomione  po  11  września  zawsze  miały  na
celu  wykorzystanie  przeciwko  amerykańskiemu  społeczeństwu  w
wojnie przeciwko sprzeciwowi. Zostało to zauważone przez ich
krytyków  w  latach  2003-2004  oraz  przez  tych,
którzy badali pochodzenie zwrotu „bezpieczeństwa wewnętrznego”
w  USA  i  jego  powiązanie  z  przeszłymi  programami
„antyterrorystycznymi” CIA w Wietnamie i Ameryce Łacińskiej. 

Ostatecznie iluzja, że ​​Facebook i powiązane z nim firmy są
niezależne  od  amerykańskiego  państwa  zapewniającego
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bezpieczeństwo  narodowe,  uniemożliwiła  rozpoznanie
rzeczywistości  platform  mediów  społecznościowych  i  ich  od
dawna  planowanych,  ale  ukrytych  zastosowań,  które  –  jak
zaczynamy – zaczynają wychodzić na jaw po wydarzeniach z 6
stycznia.  Teraz,  gdy  miliardy  ludzi  jest  zmuszonych  do
korzystania  z  Facebooka  i  mediów  społecznościowych  w
codziennym  życiu,  pojawia  się  pytanie:  czy  gdyby  dziś  ta
iluzja została bezpowrotnie rozwiana, zrobiłoby to różnicę dla
użytkowników Facebooka? A może społeczeństwo tak przyzwyczaiło
się  do  oddawania  swoich  prywatnych  danych  w  zamian  za
napędzane dopaminą pętle walidacji społecznej, że nie ma już
znaczenia, kto ostatecznie będzie przechowywał te dane?

Amerykańskie  szpitale  dzielą
się  danymi  pacjentów  z
Facebookiem

Artykuł zatytułowany „Facebook Is Receiving Sensitive Medical
Information  from  Hospital  Websites”  („Facebook  otrzymuje
wrażliwe informacje medyczne ze stron internetowych szpitali”)
jest jednym z bardziej szokujących artykułów śledczych tego
tygodnia, który jednak nie trafił do mainstreamowych mediów
korporacyjnych – donosi strona LifesiteNews, powołując się na
wpis dr. Roberta Malone.
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Autorzy dokumentują, że na prywatnych, wewnętrznych stronach
internetowych  (intranetowych)  wielu  szpitali  zainstalowano
narzędzie śledzące, które zbiera informacje o stanie zdrowia
pacjentów.  Obejmują  one  schorzenia,  recepty  i  wizyty
lekarskie. Narzędzie to następnie wysyła wszystkie te dane do
Facebooka (i jego firmy macierzystej Meta).

Mamy tu do czynienia z najjaskrawszym przypadkiem złamania nie
tylko etyki lekarskiej, ale przepisów – znanych w Stanach
Zjednoczonych jako HIPAA – które powinno chronić dane prywatne
pacjenta. Przepisami HIPAA zasłaniają się szpitale, odmawiając
nawet współmałżonkowi czy rodzicom, dostępu do informacji o
stanie zdrowia. Jak widać, dzielenie się tymi wrażliymi danymi
z  korporacyjnymi  podmiotami,  których  jednym  z  największych
zadań  jest  śledzenie  użytkowników,  nie  stanowi  jednak
najmniejszego  problemu  dla  administratorów  szpitali.

Autorzy, którzy pierwotnie opublikowali wyniki śledztwa w The
Markup, wskazują, że narzędzie szpiegujące było zainstalowane
w 33 ze 100 najlepszych szpitali w USA i w siedmiu głównych
systemach medycznych, w tym w systemie „My Chart”. Oznacza to,
że duży odsetek szpitali bezpośrednio wysyłał dane pacjentów
do Facebooka (lub Mety).

„Aby było jasne, chodzi tu tylko o 33 szpitale, które zostały
przetestowane przez The Markup, a nie o systemy szpitalne czy
zdecydowaną większość szpitali i gabinetów lekarskich, które
korzystają z tych dużych systemów oprogramowania opartych na
chmurze lub sieci w USA.” – piszą dziennikarze śledczy.

Gdyby wyniki te ekstrapolować na całość systemu szpitalnego w
USA,  to  oznaczałoby  to,  że  ponad  1/3  wszystkich  placówek
dzieli się danymi pacjentów z największą korporacją, w gruncie
rzeczy powołaną do zbierania danych użytkowników.

„Jeszcze w 2017 r. rząd rzeczywiście martwił się, że systemy
medyczne mogą zostać zhakowane.” – pisze dr Malone, nieco
naiwnie uważając, że rząd kiedykolwiek „martwił się” o ochronę

https://en.wikipedia.org/wiki/Health_Insurance_Portability_and_Accountability_Act


praw pacjenta. „Najwyraźniej 'my’, ludzie, nie możemy polegać
na rządzie USA. … Dlatego musimy chronić się sami.” – kończy
jednak trzeźwo.

Jak pisaliśmy wiele lat temu o historiach powstawania takich
firm  jak  Facebook  czy  Google:  niech  nikt  nie  powtarza
idiotycznych bajek jakoby kilku studentów, ot tak, samorzutnie
utworzyło największe firmy na świecie. Co prawda nie znamy
(jeszcze  oficjalnie)  pikantnych  szczegółów  powstania
Facebooka,  ale  jeśli  chodzi  o  Google,  to  wiemy  już  –  ze
zdeklasyfikowanych  dokumentów  –  że  powstał  on  przy  pomocy
finansowej i przy wsparciu DARPA (Defense Advanced Research
Projects Agency – Agencja Zaawansowanych Projektów Badawczych
w Obszarze Obronności), czyli Agencji Departamentu Obrony USA,
odpowiedzialnej m.in. za sfinansowanie pierwszych badań nad
stworzeniem Internetu, najnowocześniejszych broni, czy broni
biologicznej. Z takimi firmami jak Google czy Facebook jest
właśnie  tak  jak  można  było  sobie  przeczytać  w  niejednym
„konspiracyjnym”  opowiadaniu  science-fiction:  rządowe
inwigilacyjne  agencje  typu  NSA  uznały,  że  łatwiej  będzie
zebrać dane ludzi przy użyciu popularnych narzędzi zabawowo-
komunikacyjnych  niż  przy  pomocy  „klasycznej”  acz
technologicznie  zaawansowanej  metody
wywiadowczej.  Sfinansowano  więc  projekty  Google’a  (i
Facebooka) i rozpostarto parasol ochronny nad przydatnymi dla
wywiadu firmami.

A propos: czy nie powinno dać nieco do myślenia, że dzisiejsze
giganty wywiadowcze założone zostały przez Żydów? Larry Page
(matka żydówka), Sergey Brin (rodzice – rosyjscy żydzi, żona –
żydówka  polskiego  pochodzenia),  Mark  Zuckerberg,  Eduardo
Saverin czy Dustin Moskovitz… można wymieniać. Ale przecież to
tylko  przypadek,  wszak  jedynie  żydowscy  studenci  są  tacy
zdolni…

Pamiętaj: używając Facebooka sam instalujesz sobie Spyware i



Malware.

Używając  Facebooka  czy  Google  nie  miej  złudzeń  co  do
zachowania  prywatności.  Firmy  te  istnieją  głównie  CELEM
zbierania danych.

Za Twoją „darmową” skrzynkę pocztową – i inne „damowe” usługi
– płacisz danymi o sobie.

Źródło

„Weryfikatorzy  faktów”
Facebook’a są opłacani przez
korporacje 'szczepionkowe’

Nie będzie zaskoczeniem dla tego, kto zwrócił uwagę na to, że
„weryfikatorzy faktów” Facebooka są opłacani przez korporacje
'szczepionkowe’,  aby  cenzurować  prawdę  w  mediach
społecznościowych  o  niebezpieczeństwach  i  nieskuteczności
preparatów zwanych szczepionkami przeciw COVID-19.

RT  poświęciło  cały  segment  otwierającemu  oczy  tweetowi
reprezentanta  Thomasa  Massie  (R-Ky.)  ujawniającego  zespół
Facebooka „sprawdzający fakty” za to, że jest tylko grupą
korporacyjnych  trolli,  których  zadaniem  jest  wpychanie
„szczepionek”  do  sieci  i  uciszanie  każdego,  kto  je
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kwestionuje.

Szczepienia  na  Grypę  Fauciego  są  „bezpieczne  i  skuteczne”
tylko  dla  przemysłu  szczepionkowego,  który  bezpiecznie  i
skutecznie  zgarnia  rekordowe  zyski  na  tej
zainscenizowanej  plandemii.  Jeśli  chodzi  o  ludzi,  którzy
faktycznie otrzymują preparat, mogą spodziewać się przewlekłej
choroby przez całe życie – zakładając, że przeżyją.

„Kto pokrywa czeki sprawdzających fakty? Osoby sprawdzające
fakty  dotyczące  szczepionek  w  @factcheckdotorg,  które
twierdzą, że są niezależne, są finansowane przez organizację,
która  posiada  akcje  firmy  zajmującej  się  szczepionkami  o
wartości ponad 1,8 miliarda dolarów i jest prowadzona przez
byłego dyrektora @CDCgov”, ujawniła Massie, wskazując na wpis
dotyczący  „weryfikatorów  faktów”  na  Facebooku,  który
stwierdza:

„Otrzymaliśmy również 53 501 dolarów od Fundacji Roberta Wooda
Johnsona. Projekt SciCheck dotyczący COVID-19 / Szczepień jest
możliwy dzięki dotacji Fundacji Roberta Wooda Johnsona”.

Poniżej możesz obejrzeć pełny raport RT w j. angielskim:

https://www.brighteon.com/embed/b2689592-2a3b-47f6-9888-8910fb
67ae4b

Zuckerberg  jest  aktywem  rządowym,
który promuje faszyzm medyczny
Oprócz tego, że jest rajem dla pedofilów i handlarzy seksem,
Facebook jest wysoce kontrolowanym medium do prania mózgu,
którego  Big  Pharma  używa  do  rozpowszechniania  kłamstw  i
dezinformacji  na  temat  preparatów  przeciw  COVID-19  zwanych
potocznie szczepionkami.

Mark Zuckerberg jest agentem rządowym, a jego platforma jest
ogromną operacją psychologiczną, którą Deep State wykorzystuje
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do  wpływania  na  myślenie  –  w  tym  przypadku  do  wspierania
„programu szczepień”.

„Jest to absolutna zmowa ze strony producentów szczepionek
finansujących  „weryfikatorów  faktów”  w  mediach
społecznościowych”,  ostrzega  Michael  Rectenwald,  profesor
studiów liberalnych na Uniwersytecie Nowojorskim (NYU).

„Więc faktycznie dochodzimy do punktu, w którym życie ludzi
jest  zagrożone.  Całkowicie  straciliśmy  zaufanie  do  mediów
społecznościowych i naszych mediów głównego nurtu. Wszystko,
co stoi w sprzeczności z lewicową agendą, jest uważane za
„dezinformację”.  Ludzie  nie  są  teraz  w  stanie  uzyskać
informacji o tym, co jest najlepsze dla ich zdrowia, w tym o
szkodliwości szczepionki”.

To, że ktoś nadal korzysta z Facebooka, jest zdumiewające. W
końcu nie jest tak, że tego typu rewelacje są czymś nowym. Od
lat wiemy, że Facebook sprzeciwia się wolności słowa, wolności
i wyborom, jeśli chodzi o osoby podejmujące własne decyzje
medyczne.

Gdyby to zależało od Facebooka, wszyscy byliby zmuszeni do
'zaszczepienia się’ pod groźbą pozbawienia życia, aby wszyscy
byli „bezpieczni”. Na szczęście nie zaszliśmy tak daleko –
przynajmniej jeszcze nie.

„Jeśli te firmy otrzymają fundusze federalne i fundusze te
można  z  tym  powiązać,  możliwe  są  naruszenia  Pierwszej
Poprawki”  –  napisał  na  Twitterze  jeden  z  użytkowników  w
odpowiedzi na raport RT dotyczący Facebooka.

„Mają  kłopoty  tylko  wtedy,  gdy  ktokolwiek  u  władzy  ma
najmniejszy interes w egzekwowaniu lub orzekaniu prawa, które
mogłoby zawstydzić Deep State” — napisał inny. – Ani śladu
tego na horyzoncie.

Ponieważ Facebook najwyraźniej stoi ponad prawem, jeśli chodzi
o  pociągnięcie  do  odpowiedzialności  za  naruszanie  praw  do

http://www.nyu.edu/


wolności słowa swoich użytkowników, najlepszym sposobem dla
zwykłych  ludzi  na  walkę  jest  zlikwidowanie  ich  kont  na
Facebooku i nigdy więcej nie korzystanie z platformy.

Aplikacje  należące  do
Facebooka  mogą  śledzić  i
zbierać  Twoje  dane,  nawet
jeśli  nie  używasz  ich
aktywnie

Wiele  aplikacji  na  smartfony  śledzi  dane  osób,  w  tym  ich
bieżącą  lokalizację,  nawet  jeśli  nie  korzystają  z  nich
aktywnie.  Eksperci  twierdzą,  że  jednym  z  najgorszych
przestępców jest Facebook Messenger, dedykowana aplikacja do
przesyłania wiadomości firmy mediów społecznościowych.

Eksperci  zachęcają  teraz  ludzi  do  przeprowadzenia  badań  i
zastanowienia  się,  jakie  dane  osobowe  mogą  rozdawać,
pobierając i rejestrując się w aplikacjach takich jak Facebook
Messenger.

„Jestem świadomy tego, kogo zaprosić do mojego domu, więc
myślałem tak samo o tym, co mam na telefonie, i zachowałem
ostrożność przy pobieranych aplikacjach” – powiedział Michael
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Huth, dyrektor ds. Badań i współzałożyciel firmy zajmującej
się  prywatnością  i  zorientowaną  przeglądarką  z  własną
wyszukiwarką  i  aplikacją.

Huth poradził ludziom, aby obniżyli poziom tego, do czego
Facebook  Messenger  może  uzyskać  dostęp  ze  swoich
smartfonów. Aplikacja Facebook może zbierać wszelkiego rodzaju
dane od swoich użytkowników, jeśli tego nie robią, zwłaszcza
jeśli nie są świadomi, do czego aplikacja ma dostęp.

„Firmy takie jak Google i Facebook próbują ukryć to, co robią
z  danymi  i  sprawić,  by  brzmiały  pozytywnie”,  powiedział
współzałożyciel  i  dyrektor  generalny  Xayn  Leif-Nissen
Lundbaek. „Zawierają język, który brzmi tak, jakby chroniły
prywatność, chociaż tak nie jest”.

Innym przykładem, który podał Lundbaek, jest WhatsApp, rzekomo
prywatna usługa przesyłania wiadomości należąca do Facebooka z
szyfrowaniem typu end-to-end.

Lundbaek  powiedział,  że  WhatsApp  oferuje  niewiele  funkcji,
które  według  Facebooka  poprawiają  jego  prywatność.  W
rzeczywistości te funkcje w niewielkim stopniu chronią dane
osób.

„Istnieje szereg aplikacji, takich jak przeglądarka Google i
TiKTok, które są gorsze niż WhatsApp, ale nadal nie jest to
dobry  przykład”  –  powiedział.  „To  nie  jest  obrońca
prywatności”.

„Śledzą wszystko, od interakcji po inne używane aplikacje,
lokalizacje i ruch” – dodał Lundbaek.

Inne  aplikacje  należące  do
Facebooka  przekazujące  dane

https://facebookcollapse.com/


użytkownika firmie macierzystej
Facebook  Messenger,  WhatsApp  i  Instagram  są  własnością
Facebooka. Wszystkie są znane z udostępniania wielu prywatnych
danych firmie macierzystej.

Obecne zasady WhatsApp chronią zawartość czatów danej osoby, w
tym zdjęcia, filmy i połączenia, przed przechwyceniem przez
Facebook. Nie wiadomo, czy niniejsza polityka prywatności jest
przestrzegana co do joty.

To, co usługa szyfrowanych wiadomości typu end-to-end może
udostępniać,  to  numer  telefonu  i  nazwa  profilu
użytkownika. Może również udostępniać, gdy użytkownik wysyła
wiadomość  do  innych  osób.  Adres  IP  użytkownika  może  być
również gromadzony i udostępniany innym markom należącym do
Facebooka.

Polityka prywatności WhatsApp jest celowo niejasna. Mówi, że
może udostępniać dane osobowe Facebookowi wyraźnie wyróżnione
w polityce „lub uzyskane po powiadomieniu lub na podstawie
Twojej zgody”.

Niedawna  zmiana  w  polityce  prywatności  WhatsApp  umożliwiła
również  firmom  reklamującym  się  za  pośrednictwem  Facebooka
przechowywanie czatów użytkowników na serwerach należących do
Facebooka.  Zak  Doffman,  dyrektor  generalny  firmy  Digital
Barriers zajmującej się technologią monitoringu, powiedział,
że podważa to wiarygodność WhatsApp jako rzekomo kompleksowej
usługi szyfrowanej wiadomości.

„WhatsApp twierdzi, że Facebook nie może wykorzystywać tych
danych, ale firma może wyszukiwać czaty w celach reklamowych”
– powiedział Doffman.

Instagram jest o wiele bardziej bezpośredni dzięki zbieranym
danym.  Jego  polityka  prywatności  stwierdza,  że  ​​Facebook
„łączy informacje o twoich działaniach w różnych produktach i

https://www.wired.co.uk/article/whatsapp-instagram-facebook-data
https://www.wired.co.uk/article/whatsapp-instagram-facebook-data


urządzeniach  Facebooka”.  Aplikacja  podobno  robi  to,  aby
zapewnić  użytkownikom  „bardziej  dostosowane  i  spójne
wrażenia”.

Ponadto Instagram swobodnie gromadzi lokalizacje użytkowników,
miejsca  zamieszkania,  miejsca,  które  odwiedzają,  oraz
szczegóły dotyczące firm i osób, z którymi są blisko i z
którymi wchodzą w interakcje, aby „dostarczać, personalizować
i ulepszać produkty Facebooka”.

Innymi słowy, Instagram udostępnia te dane Facebookowi w celu
reklamy ukierunkowanej.

Jake  Moore,  specjalista  ds.  cyberbezpieczeństwa,  ostrzegł
osoby, które chcą korzystać z Instagrama, że ​​ma on mniej
kontroli prywatności niż sam Facebook.

„Instagram  ma  mniej  kontroli  prywatności  niż  Facebook”  –
powiedział. „I nie można powstrzymać większości swoich danych
między platformami”.

Źródło:

The-Sun.com

Wired.co.uk

Biały Dom przyznaje, że rząd
USA  współpracuje  z
Facebookiem,  aby  cenzurować
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wolność słowa

Sekretarz  prasowy  mówi,  że  administrator  Biden  „oznacza
dezinformację”,  którą  gigant  mediów  społecznościowych
następnie usuwa.

Agencje  rządowe  oznaczają  posty  jako  „dezinformację”  dla
Facebooka.  Zasadniczo  mówią  firmom  internetowym,  kogo
cenzurować. Zawsze to podejrzewaliśmy, ale teraz faktycznie to
przyznali.

Jen  Psaki,  sekretarz  prasowy  Bidena,  powiedziała  to  samo
podczas briefingu prasowego w zeszłym tygodniu:

Zgłaszamy  problematyczne  posty  na  Facebooku,  które
rozpowszechniają  dezinformację”.

Jeśli to prawda – a to nigdy nie jest pewne, gdy mówi Psaki –
jest to szczere przyznanie się, że Biały Dom aktywnie łamie
prawa  obywateli  USA  z  pierwszej  poprawki  (i  potencjalnie
również prawa człowieka obcokrajowców).

Kwestia cenzury w Internecie jest tematem, który obszernie
omawialiśmy. Od ponad dekady powoli i stale rośnie, z wyraźnym
przyspieszeniem po tym, jak konflikt na Ukrainie wyrzucił ją
na szczyt listy rzeczy do zrobienia w 2015 roku.

Każdy akt terroryzmu, każda kontrowersja, każde wybory… każda
„pandemia” jest nową wymówką do nałożenia nowych ograniczeń na
to, kto, co i gdzie może mówić.

Doprowadziło to do tego, że wszystkie media społecznościowe i

https://ocenzurowane.pl/bialy-dom-przyznaje-ze-rzad-usa-wspolpracuje-z-facebookiem-aby-cenzurowac-wolnosc-slowa/
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platformy  internetowe  koordynowały  całkowite  usunięcie
urzędującego prezydenta Stanów Zjednoczonych z Internetu.

Wiadomość,
że  celebrytka  X  ,  dziennikarz  Y  lub  witryna  Z  została
usunięta,  zdemonetyzowana  lub  zdeplatformowana,  jest  teraz
codziennością.  Internet,  a  przynajmniej  internet  głównego
nurtu,  stał  się  państwem  quasi-policyjnym.  Cyfrowe  gestapo
puka do drzwi w środku nocy i *puf*… głos dysydenta zostaje
wyciszony.

Media głównego nurtu oczywiście się z tym zgadzają. Wprost
odmawiają  mówienia  o  „cenzurze”.  Zamiast  mówić  o  tym,  że
„wolność  słowa  ma  swoje  konsekwencje”  lub  argumentować,
że „wolność słowa potrzebuje nowej definicji w dobie mediów
społecznościowych”.

Postawa  „liberalna”  lub  „postępowa”  zawsze  głosiła,  że  ​
wolność słowa dotyczy tylko ucisku państwa, a nie prywatnych
firm czy osób.

Argumentem zawsze było to, że Facebook/Twitter/Google itd. to
prywatne firmy, które mają pełne prawo decydować o tym, co
pojawia  się  na  ich  platformach.  Oczywiście,  jeśli  państwo
aktywnie  instruuje  prywatne  firmy,  co  należy  usunąć…  ten
argument rozpada się w pył.

Przypadkowe odkrycie Psaki oznacza, że ​​ta sofistyka nie jest
już  po  prostu  logicznie  błędna,  ale  teraz  jest  z  natury
nieuczciwa.

Potwierdza  również,  że  pantomima  rządu  kontra  media
społecznościowe  to  tylko…  pantomima.  Za  każdym  razem,  gdy
polityk narzeka na Facebooka za dopuszczenie mowy nienawiści
lub  narzeka  na  brak  przepisów  dla  internetowych  gigantów,
kłamie.

To fałszywy konflikt. Skonstruowane ćwiczenie PR mające na
celu ukrycie podstawowej prawdy – rząd mówi Facebookowi, co ma
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usunąć, a Facebook to usuwa.

Powiedzieli to i nie mogą tego cofnąć… ale prawdopodobnie będą
próbowali powstrzymać nas przed powtórzeniem tego.

E-maile  Fauciego  demaskują
Marka  Zuckerberga  jako
oferującego  „zasoby  i
pieniądze” planistom pandemii

Więcej maili Fauciego wychodzi na jaw pokazując, że „lekarzowi
Ameryki”  zaproponowano  „zasoby  i  pieniądze”  przez  Mark
Zuckerberg,  który  pojawia  się  i  odgrywał  ważną  rolę  w
rozpętaniu  „pandemii”  koronawirusa  z  Wuhan  (Covid-19).

Częściowo zredagowane e-maile pokazują, że Fauci przyznał się
do łapówek od Zuckerberga. Zuckerberg podobno poprosił również
go o pomoc w „zbudowaniu centrum informacji o koronawirusie”
na Facebooku, aby rozpowszechniać informacje o plandemii .

„Napiszę lub zadzwonię do Marka i powiem mu, że jestem tym
zainteresowany”  –  napisał  Fauci  w  jednym  z  e-maili,
najwyraźniej akceptując ofertę złożoną mu przez Zuckerberga.

Jeden z e-maili Zuckerberga do Fauci, datowany 15 marca 2020
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r.,  wyjaśnia,  że  ​​celem  Facebooka  w  tamtym  czasie  było
„upewnienie się, że ludzie mogą uzyskać wiarygodne informacje
z  wiarygodnych  źródeł”,  a  także  „zachęcanie  ludzi  do
praktykowania dystansu społecznego i dawania ludziom pomysłów
na robi to za pomocą narzędzi internetowych”.

Zuckerberg  poprosił  również  Fauciego  o  nagranie  wideo,
ponieważ uważał, że skuteczniej będzie skłonić użytkowników
Facebooka  do  podążania  za  planem,  w  przeciwieństwie  do
słuchania „tylko kilku agencji i przywódców politycznych”.

„Robię  również  serię  transmitowanych  na  żywo  pytań  i
odpowiedzi z ekspertami ds. zdrowia, aby spróbować wykorzystać
moją dużą liczbę obserwujących na platformie (100 milionów
obserwujących), aby również uzyskać wiarygodne informacje” –
napisał Zuckerberg.

„Bardzo  chciałbym,  żebyś  zrobił  jedno  z  tych  pytań  i
odpowiedzi. Może to być film, który umieścilibyśmy w centrum
koronawirusa, lub może to być inna rzecz, którą dystrybuujemy
osobno, ale myślę, że może to być również skuteczne”.

Fauci  mówi,  że  wszystko,  co  robił  podczas
plandemii, było „niewinne”
Zapytany przez prowadzącą „Sway” Karę Swisher o te obciążające
e-maile  podczas  ostatniego  podcastu,  Fauci  oczywiście
zaprzeczył jakimkolwiek wykroczeniom, twierdząc, że każdy z
nich „można wyjaśnić w sposób całkowicie normalny, całkowicie
niewinny i całkowicie szczere.”

W swojej zwykłej, jęczącej defensywie Fauci szydził z pomysłu,
że zrobił coś nielegalnego, mimo że przestępstwem jest dla
prywatnej organizacji, w tym przypadku Facebooka, oferowanie
gotówki lub „zasobów” pracownikowi rządu.

„W każdym innym świecie byłoby to formą łapówki dla urzędnika
państwowego” – piszą Raheem Kassam i Natalie Winters dla The
National Pulse.



Były prokurator generalny Kansas, Phill Kline, zgadza się,
stwierdzając,  że  cała  ta  sprawa  jest  „jak  posiadanie
prywatnych  interesów  wpychających  pieniądze  do  kieszeni
sędziego, zanim wywoła on pierwszą piłkę lub uderzenie”.

Fauci zachowuje się również głupio, jeśli chodzi o całą sprawę
związaną z wyciekami e-maili i losowymi fragmentami niektórych
z nich, które są redagowane z nieznanych powodów. Powiedział
Swisherowi, że wszystko jest „całkowicie poza moją kontrolą”,
sugerując, że jest ofiarą tego wszystkiego.

„Hej, sensacja. No to ruszamy. Mark powiedział, hej, czy jest
coś,  co  możemy  zrobić,  aby  pomóc  w  rozpowszechnianiu
wiadomości,  właściwych  wiadomości  dotyczących  zdrowia
publicznego?” – Fauci szydził sarkastycznie podczas wywiadu.

„Mam  bardzo  ważne  medium  tutaj,  na  Facebooku.  Czy  mogę
pomóc?  W  rzeczywistości,  jeśli  nie  macie  wystarczających
zasobów i pieniędzy, aby zrobić coś, czego chcecie, po prostu
daj nam znać”.

Niezła próba, Fauci, ale wszyscy znamy prawdę. Prawie nikogo
już nie oszukasz, z wyjątkiem swoich oddanych wyznawców kultu,
którzy podwoją się i potroją, nawet jeśli w końcu – miejmy
nadzieję  –  będziesz  musiał  stanąć  przed  sędzią,  ławą
przysięgłych  lub  trybunałem  wojskowym,  aby  odpowiedzieć  za
swoje zbrodnie przeciwko ludzkości. Powodzenia.

Artykuł przetłumaczono z: techgiants.news
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