Swiatowe Forum Ekonomiczne
naciska na Wielkli Reset
poprzez ,cyberatak o cechach
podobnych do COVID”

Swiatowe Forum Ekonomiczne (WEF) to miedzynarodowa organizacja

pozarzgdowa rzekomo poswiecona ulepszaniu Swiata poprzez
biznes, polityke i $rodowisko akademickie. Ostatnio zagtebia
sie w Swiat cyberbezpieczenstwa. W rzeczywistosci WEF dazy do
Wielkiego Resetu za pomoca , cyberataku o cechach podobnych do
COVID".

WEF odegrat wiodgcg role w plandemii COVID-19. Naciska*o na
paszporty szczepionkowe, cyfrowe $ledzenie koddéw kreskowych i,
co najwazniejsze, Wielki Reset. Teraz ostrzega Swiat przed
mozliwym cyberatakiem obejmujgcym caty sSwiat, ktory
moze sparalizowaé globalny system finansowy.

WEF przygotowuje ludzi do oczekiwania cyberataku
obejmujacego caty swiat

Na poczatku 2021 r. WEF Center for Cybersecurity ogtosito
Cyber [OPolygon 2021. To internetowa konferencja posSwiecona
cyberbezpieczenstwu. Tegoroczny Cyber [J[JPolygon ma jeden cel:
dowiedziec¢ sie, jak wyglada ,cyberatak z cechami podobnymi do
CovID”.

We wczesniejszych wersjach WEF powiedziato, ze Cyber [JJPolygon
2021 skupi sie na oprogramowaniu ransomware, podatnosci
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globalnego *ancucha dostaw na cyberataki i waluty cyfrowe. WEF
obiecato réwniez przeprowadzenie ,<¢wiczen szkoleniowych na
zywo"”, ktdére sa odpowiedzig na ,ukierunkowany atak %ancucha
dostaw na ekosystem korporacyjny w prawdziwym zyciu”.

~Wszyscy wiemy, ale wcigz nie zwracamy na niego wystarczajgcej
uwagi, przerazajacy scenariusz kompleksowego cyberataku, ktdéry
catkowicie wstrzymatby dostawy energii, transport, ustugil
szpitalne, nasze spoteczenstwo jako catos$¢” — powiedziat* Klaus
Schwab, zatozyciel i prezes wykonawczy WEF. ,Kryzys COVID-19
bytby pod tym wzgledem postrzegany jako niewielkie zaktdcenie
w pordwnaniu z powaznym cyberatakiem”.

Schwab doda*, ze wazne jest, aby WEF wykorzystat trwajgca
pandemie COVID-19, aby ,przemysled¢ 1lekcje spotecznosci
cyberbezpieczenstwa, aby wyciggng¢ i poprawic¢ naszg
nieprzygotowanie na potencjalng cyberpandemie”.

Schwab wygtosit te komentarze w zesztym roku, pokazujac, ze
WEF od pewnego czasu planuje przygotowywa¢ ludzi do Wielkiego
Resetu wywotanego cyberatakiem. 9 lipca, w dniu rozpoczecia
konferencji Cyber [JJPolygon, Schwab powtdrzyt swoje sianie
strachu, przypominajac ludziom o ostatnich cyberatakach, ktére
miaty miejsce.

»W ciggu ostatnich kilku miesiecy widzielid$my na przyktad
ataki ransomware wymierzone w szpitale, infrastrukture
krytyczng, systemy szkolne, siecC energetyczng i wiele innych
podstawowych ustug” — powiedziat.

»Ataki ransomware sg ztozone, a przedsiebiorstwa przestepcze
zwiekszajg swoja skale i wpityw. Podkresla to potrzebe
ustrukturyzowanego wielostronnego, wielostronnego podejscia do
zabezpieczenia naszego spoteczenstwa przed nimi”.

Trwaja ogolnoswiatowe cwiczenia WEF w zakresie
cyberpandemii

Cwiczenie szkoleniowe Cyber [[JPolygon sktada sie z ponad 200
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zespotO6w z 48 krajow. Firmy takie jak IBM, Santander i Ernst
and Young wystaty swoje zespoty ds. bezpieczenstwa
cybernetycznego, aby wzig¢ udziat w tym ogdélnoswiatowym
cwiczeniu.

»Nieuniknione jest, ze pewnego dnia dojdzie do wiekszego
ataku”, powiedziat John Sancenito, prezes firmy konsultingowej
ds. bezpieczenstwa z siedzibga w Pensylwanii. ,To, o czym méwi
sie dzisiaj 1 w ciggu najblizszych kilku dni, jest potencjalng
sytuacjg w sSwiecie rzeczywistym”.

Sancenito jest zainteresowane tematem tegorocznego ¢wiczenia
na zywo. Jesli cyberatak wycelowany jest w %tancuch dostaw w
Stanach Zjednoczonych, moze wptyna¢ na codzienne zycie ludzi
poprzez zamkniecie infrastruktury krytycznej, takiej jak sie¢
energetyczna lub oczyszczalnie Sciekodw.

»,Co bys zrobit, gdybys$ nie mégt uzyskac dostepu do swoich kont
bankowych, Internetu lub nagle przestat dziatal telefon
komérkowy? Sa to rzeczy, ktére ludzie naprawde muszg
przemysleé, poniewaz pewnego dnia mozemy stangé¢ w obliczu
takiego kryzysu” — powiedziat Sancenito.

Cwiczenie na zywo Cyber [JJPolygon trwa kilka dni. W chwili
obecnej trwa nadal.

Artykut przettumaczono z: newstarget.com
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