Chiny wysytaja szplegow
poprzez program wizowy dla
Hongkonczykow

Chinscy szpiedzy udajacy uchodZzcéw politycznych prébujg dostacd
sie do Wielkiej Brytanii poprzez program przesiedlenczy
przeznaczony dla mieszkancéw Hongkongu - wujawnit
w poniedziatek dziennik ,The Times”.

Jak méwig cytowane przez gazete zZrédta rzadowe, brytyjskie
wtadze majg Swiadomos¢, iz usSpieni chifAscy agenci ubiegajag sie
o wizy brytyjskie dla hongkonskich posiadaczy brytyjskich
paszportéw zamorskich (BNO) pod pozorem szukania schronienia
przed totalitarnym panstwem.

»,53 prowadzone bardzo rygorystyczne kontrole $rodowiskowe dla
wnioskéw wizowych i jest ku temu powdd. Proces lustracji
wnioskéw w ramach programu wizowego dla BNO jest o wiele
bardziej doktadny niz jakikolwiek inny” — méwi to Zrédto.

,Mamy do czynienia z panstwem totalitarnym, ktdre wykorzystuje
informatoréw. Jesli ktokolwiek ma obawy, ze Komunistyczna
Partia Chin (KPCh) bedzie dgzy¢ do umieszczenia informatoroéw
i ludzi, ktoéorzy wykradng tajemnice dotyczgce bezpieczenstwa
w otwartych spoteczeristwach, to sg one catkowicie uzasadnione.
Powinnismy traktowa¢ to (zagrozenie jako) realne” — powiedzia%t
ostatni brytyjski gubernator Hongkongu Chris Patten. Dodat
jednak, ze przedstawiona przez brytyjski rzad oferta przyjecia
hongkoAskich posiadaczy paszportéw BNO byta wtasciwg
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odpowiedzig na narzucong przez Chiny Hongkongowi ustawe
0 bezpieczenstwie panstwowym.

(Film w przewazajagcej mierze opowiladajacy
o sytuacji Hongkongu)

Jak podaje ,The Times”, dotychczas ponad 30 tys. mieszkancéw
Hongkongu ztozyto wnioski o state wizy pobytowe w Wielkiej
Brytanii. Otwarta 31 stycznia tego roku $Sciezka wizowa jest
dostepna dla ok. 350 tys. Hongkonczykdéw, ktdérzy maja
brytyjskie paszporty zamorskie, a takze dla ok. 2,5 mln,
ktérzy sg do nich uprawnieni, oraz ok. 2,5 mln pozostajgcych
na ich utrzymaniu, co %*gcznie daje niecate 5,4 mln o0soéb.
Status brytyjskich obywateli zamorskich zostat stworzony
w 1985 roku tylko dla mieszkancéw Hongkongu, ktérzy urodzili
sie przed przekazaniem Hongkongu Chinom, czyli do 30 czerwca
1997 roku wkgcznie, i ktérzy w wyznaczonym terminie wystgpili
0 jego przyznanie. Brytyjski rzad szacuje, ze skorzysta
z tej mozliwo$ci 300-325 tys. osob.

»Zgadzam sie z obawami i zaniepokojeniem w zwigzku z wptywem
Pekinu na istniejgce chinskie organizacje w Wielkiej Brytanii.
Martwie sie, ze Pekin bedzie wptywat na brytyjski parlament
i brytyjskie wartos$ci poprzez te chinskie towarzystwa. KPCh
korzysta z wszelkich $rodkow, jakie ma, aby wywierad wptyw
na rzady obcych panstw dla wtasnych korzys$ci. By¢ moze rzad
brytyjski powinien rozwazy¢ wprowadzenie ograniczen dla
posiadaczy wiz dla BNO, ktdérzy sa zaangazowani w dziatania
polityczne przeciwko brytyjskiemu interesowi narodowemu”
méwi ,The Times” pragnacy zachowa¢ anonimowo$¢ byty lokalny
radny z Hongkongu, ktéry sam w ostatnich dniach przyjechat
do Wielkiej Brytanii w ramach tej $ciezki wizowej.

Brytyjskie Ministerstwo Spraw Zagranicznych zapewnito,
ze sktadajgcy wnioski sg skrupulatnie sprawdzani. ,W catym
procesie sktadania wnioskdw istnieja zabezpieczenia
zapewniajgce, ze jest on wolny od naduzy¢ i pomaga tym,
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ktérzy sa w najwiekszej potrzebie. Sciezka wizowa dla BNO
odzwierciedla historyczne 1 moralne zobowigzanie Wielkiej
Brytanii wobec mieszkancéw Hongkongu” - oSwiadczyto
ministerstwo.

Zréodto: epochtimes.pl

Akt oskarzenia w sprawie o
szplegostwo przeciw Polakowil

1 Chinczykowi trafit do sadu

0 udziat w dziatalnosci wywiadu Chinskiej Republiki Ludowej
przeciwko Polsce zostali oskarzeni Piotr D., bytly
funkcjonariusz Agencji Bezpieczenstwa Wewnetrznego, i Weijing
W., ktdéry pracowat w chinskim koncernie telekomunikacyjnym
Huawei.

Rzecznik prasowy ministra koordynatora stuzb specjalnych
Stanistaw Zaryn powiedziat w $rode PAP, ze akt oskarzenia
przeciwko mezczyznom zatrzymanym w styczniu 2019
roku przez Agencje Bezpieczenistwa Wewnetrznego trafit do Sadu
Okregowego w Warszawie 16 listopada.

,0skarzono ich, ze prowadzili dziatalnos¢ szpiegowska
na szkode intereséw Polski. Akt oskarzenia to wynik Sledztwa
prowadzonego przez Departament Postepowan Karnych ABW
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pod nadzorem Mazowieckiego Wydziatu Zamiejscowego Departamentu
ds. Przestepczosci Zorganizowanej i Korupcji Prokuratury
Krajowej” — powiedziat PAP Zaryn.

Sledztwo byto niejawne, a za takie przestepstwo grozi kara
od 3 do 15 lat wiezienia.

D. wptacit poreczenie majgtkowe, ma zakaz opuszczania kraju
i dozér policji, a drugi oskarzony — W. jest nadal w areszcie
— poinformowat PAP rzecznik.

Przypomniat*, Zze postepowanie przygotowawcze w tej sprawie
zostato wszczete na podstawie zawiadomienia szefa ABW
0 uzasadnionym podejrzeniu popeinienia przestepstwa
szpiegostwa.

Do sgdu trafit akt oskarzenia przeciwko Piotrowi D. 1
Weijingowi W., podejrzanym o branie udziatu w dziatalnosci
wywiadu Chinskiej Republiki Ludowej przeciwko
Rzeczypospolitej Polskiej.

Szczeqoty w Komunikacie:https://t.co/1kA6KgtPKV

— Stanistaw Zaryn (@StZaryn) November 18, 2020

11 stycznia 2019 roku ABW zatrzymata W. — jednego z dyrektoroéw
polskiego oddziatu chinskiego koncernu telekomunikacyjnego
Huawei i D. — w przesztosci funkcjonariusza polskich stuzb
specjalnych, ktéry peinit wazne funkcje w innych instytucjach
publicznych zwigzanych z informatyzacjag.

Po zatrzymaniu W. firma Huaweli podata, ze zwolnita go z pracy.
W oswiadczeniu przekazanym w styczniu PAP W. stwierdzit,
ze jest niewinny, a postawiony mu zarzut jest bezpodstawny
i krzywdzacy.

D. jest magistrem inzynierem, absolwentem Informatyki
Stosowanej 1 Zarzadzania, Akademii Obrony Narodowej, Szkoty
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Gtoéwnej Handlowej. W administracji rzadowej zajmowat sie
teleinformatyka, rejestrami panstwowymi, systemami %tgcznos$ci,
a takze realizacjg projektéw wspdétfinansowanych ze Srodkéw
Unii Europejskiej — mozna byto przeczyta¢ na stronie Katedry
Prawa Informatycznego Wydziatu Prawa i Administracji UKSW,
gdzie mezczyzna wyktadat.

Petnit stanowiska kierownicze w Ministerstwie Spraw
Wewnetrznych i Administracji, Agencji Bezpieczenstwa
Wewnetrznego, Urzedzie Komunikacji Elektronicznej. W ABW
petnit funkcje wiceszefa departamentu bezpieczenstwa
teleinformatycznego 1 doradcy ds. teleinformatycznych szefa
ABW. Brat réwniez udziat we wdrazaniu pilotazowego systemu
lokalizacji numerdéw alarmowych, zintegrowanego systemu
Xgcznosci, m.in. na potrzeby wizyty w Polsce papieza,
oraz systemu %tgcznos$ci specjalnej przed prezydencjg Polski
w UE.

Zrédto: PAP

Dane 2,4 mln os6b z catego
Swiata, w tym Polakodw,
zgromadzita chinska firma
lojalna wobec Komunistycznej
Partii Chin
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W potowie wrzesnia 2020 roku wyciekty informacje o tym,
ze chinska firma Shenzhen Zhenhua Data Technology, powigzana
z tajnym oddziatem wojskowym 1 wywiadowczym Pekinu,
zgromadzita gigantyczng baze danych z plikami dotyczgcymi 2,4
mln ludzi z catego sSwiata, w tym dane wptywowych os6b i ich
rodzin. W ostatnich dniach pojawity sie doniesienia, ze ChRL
zebrata réowniez dane Polakéw.

»Kolekcja” danych z catego globu w komunistycznych
rekach

Zhenhua Data Technology, ktéra jest powigzana z Armig Ludowo-
Wyzwolencza, Ministerstwem Bezpieczenstwa Panstwa
oraz Komunistyczng Partig Chin (KPCh), zgromadzita baze
skompilowang gtdéwnie z tzw. materiatdéw open source, takich
jak posty w mediach spotecznosSciowych i dane online.

Baza danych okazata sie uszkodzona. Australijska firma
Internet 2.0, ktdéra =zajmuje sie cyberbezpieczenstwenm,
odzyskata ponad 10 proc. danych, ktére bytly w niej zawarte.
Firma ujawnita, ze posrdd zrekonstruowanych plikéw znalazty
sie dane okoto 52 tys. Amerykandéw, 35 tys. Australijczykéw, 9
tys. 700 Brytyjczykéw i 5 tys. Kanadyjczykow.

W ostatnim tygodniu pazdziernika ,Gazeta Polska” poinformowata
w_artykule, ze otrzymata od Internet 2.0 fragment bazy danych
z nazwiskami Polakéw. ,To spis ponad 3 tys. rekordéw
zawierajgcych imiona 1 nazwiska (cze$¢ sie powtarza).
Nie wiadomo jednak, z jakiego powodu chinski wywiad wojskowy
zlecit Zhenhua zbieranie informacji o tych osobach. Pewne jest
jednak, ze stuzba ta ma bardzo dobrg orientacje w polskim
Swiecie politycznym. Na liscie znajdujg sie nie tylko byli lub
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obecni wysocy rangg urzednicy panstwowi, lecz takze ich
rodziny — matzonkowie, dzieci, rodzice i rodzenstwo” — podaje
gazeta.

Internet 2.0 odtworzyt zaledwie 10 proc. catej bazy, wydaje
sie wiec, ze w tym momencie nie mozna stwierdzic¢, czy wsréd
odzyskanych rekordéw znalazty sie wszystkie dane Polakow,
ktére zostaty zgromadzone w bazie.

Na kogo ,poluje” KPCh na catym Swiecie?

Zgodnie z raportami globalnego konsorcjum medialnego baza
danych obejmuje osoby z réznych sektoréw — polityki, biznesu,
prawa, S$rodowiska akademickiego 1 obronnos$ci -
oraz zawiera szczegbtowe dane, takie jak daty urodzenia,
adresy, stan cywilny i upodobania polityczne.

Znajduja sie tam dane dotyczace zardéwno zwyktych biznesmenodw,
jak i wysokiej rangi osobistos$ci, takich jak oficerowie
marynarki wojennej Standéw Zjednoczonych, obserwatorzy Chin
w Waszyngtonie, osoby ze sSrodowiska naukowego, cztonkowie
brytyjskiej rodziny kréolewskiej oraz liderzy
przedsiebiorczosci.

Ta baza danych, nazywana Overseas Key Information Database
(OKIDB), pozwala na dostep do =zagranicznych danych
politycznych, wojskowych i biznesowych. Zawiera szczegdtowe
informacje na temat infrastruktury panstw, przemieszczania sie
zasobd6w wojskowych, a takze analizy opinii publicznej.

Mimo ze obecnie nie ma dowoddéw na to, ze rezimowe wtadze

wykorzystuja oprogramowanie OKIDB,
to jak podkresla ,Washington Post”, =z dokumentédw
marketingowych i rekrutacyjnych Zhenhua mozna wnioskowacd,
ze jest to ,firma patriotyczna”, ktdédrej gtownym klientem

docelowym jest wojsko.

»The Globe and Mail” po analizie danych dotyczacych
Kanadyjczykéw napisat, ze tworcy bazy przypisali osobom
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z listy ,ocene” w skali od 1 do 3

~Wydaje sie, ze ci, ktérym przypisano 1, to osoby
o0 bezpoSrednim wptywie, takie jak burmistrzowie, postowie lub
wyzsi urzednicy panstwowi, podczas gdy ci, ktérym przypisano
2, byli czesto krewnymi oséb u wktadzy [..]” — podaje gazeta.
Z kolei ci, ktdrych oznaczono numerem 3, to najczesciej osoby
skazane, przewaznie za przestepstwa gospodarcze — napisat
dziennik.

Tajemnicza baza ujrzata swiatto dzienne

Baza danych zostat*a ujawniona przez Zrédto w Chinach,
a informacje przekazano profesorowi Christopherowi Baldingowi.
To amerykanski naukowiec, ktdéry do 2018 roku pracowat
na Uniwersytecie w Pekinie, skad udato mu sie wyjechad
ze wzgleddw bezpieczenstwa. To dzieki niemu sprawg zajeta sie
firma Internet 2.0.

14 wrzesnia Balding opublikowat na swojej
stronie oSwiadczenie, w ktérym napisat, ze zajmowal sie
badaniami doniesien dotyczgcych Huawei. Trwato to do momentu,
zanim w jego badaniach nie nastgpit nagty zwrot. Natknat sie
na ,cos, co dla badaczy Chin jest czym$ podobnym do odkrycia
Swietego Graala” - otrzymat informacje o istnieniu
tej poteznej bazy danych.

Przekaza*® ja konsorcjum medidw w Australii, Stanach
Zjednoczonych, Kanadzie, Wielkiej Brytanii, Wtoszech
i Niemczech.

Balding uwaza, ze dane potwierdzajg utrzymywane od dawna
podejrzenia, dotyczace dziat*alnosci KPCh w zakresie nadzoru
i monitorowania. ,To, czego nie mozna lekcewazy(,
to rozlegtos¢ i szczegdétowos$¢ nadzoru [prowadzonego przez]
chinskie panstwo oraz jego zasieg na catym Swiecie”
podkresla.

Jak zauwaza: ,Swiat jest dopiero na poczatkowych etapach
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zrozumienia, ile Chiny inwestujg w wywiad i1 jak wptywaja
na operacje, korzystajac z surowych danych, musimy zrozumied
ich cele”.

We wczesniejszym wpisie naukowiec zwraca uwage, ze KPCh
stanowi ,bezprecedensowe wyzwanie dla otwartych, kochajgcych
wolnos$¢ panstw prawa na catym Swiecie”. Rezim ,buduje
opresyjne panstwo z nadzorem technologicznym, ktdére daje
partii komunistycznej potezne Srodki do kontroli obywateli
w kraju” — wyjasnia.

,Mamy teraz dowody na to, jak chinskie firmy wspdétpracuja
z agencjami panstwowymi w celu monitorowania osob i instytucji
na catym swiecie” — ocenia Balding.

Reakcja Zhenhua nie zdziwita ekspertéw

Poproszona przez ,The Guardian” o komentarz firma Zhenhua
zaprzeczyta istnieniu takiej bazy danych, podajgc, ze wszelkie
zebrane informacje sg danymi ogdlnodostepnymi w internecie.
Przedstawicielka firmy stwierdzita, ze nie zbierajg danych
i jest to tylko ,integracja danych”. Zaznaczyta, ze model
biznesowy i partnerzy stanowig tajemnice handlowg firmy.

Zanegowatla réwniez doniesienia, ze Zhenhua ma jakiekolwiek
powigzania z chinskimi wtadzami lub wojskiem, dodajgc, ze ich
klientami sg organizacje badawcze i grupy biznesowe.

W rozmowie z anglojezyczng edycja ,The Epoch Times” eksperci
przyznali, ze nie byli zaskoczeni takim stanowiskiem chinskiej
firmy.

Wedtug Michaela Shoebridge’a, dyrektora programu obrony,
strategii i bezpieczenAstwa narodowego w think tanku Australian
Strategic Policy Institute (ASPI), stwierdzenie Zhenhua ,nie
moze by¢ przyjmowane za dobra monete”, wzigwszy pod uwage,
ze tamtejsze prawo zobowigzuje firmy do pomocy chinskim
agencjom bezpieczenstwa i wywiadu. Dodaje, ze firmy oczywiscie
muszg publicznie temu zaprzeczad.
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W ocenie Caseya Fleminga, dyrektora generalnego firmy BLACKOPS
Partners, zajmujacej sie strategiag wywiadowczag
i bezpieczenstwa, zgromadzone w bazie informacje sa
wykorzystywane do wspierania operacjl ,nieograniczonej wojny
hybrydowej” chinskiego rezimu. Obejmuje to szpiegostwo, tajne
zagraniczne kampanie wptywOw oraz kradziez zagranicznych
innowacji 1 technologii wojskowej.

Termin nieograniczona wojna hybrydowa nawigzuje do powstatej
w latach 90. ubiegtego wieku strategii, ktdéra stworzyli
i opisali dwaj chinscy putkownicy sit powietrznych Qiao Liang
1 Wang Xiangsui w ksigzce ,Unrestricted Warfare”. Wydata ja
Armia Ludowo-WyzwoleAcza, sity zbrojne KPCh.
Autorzy korzystali z oryginalnych dokumentdéw wojskowych.
Strategia ta opowiada sie za zastosowaniem serii
niekonwencjonalnych taktyk, stworzonych po to, by o0siggnad
cele wojny jednak bez angazowania sie w rzeczywistg walke.

Jak zauwaza Fleming, ostatecznym celem tej strategii jest
nZNiszczenie demokracji po to, by chiAski komunizm mdg*
globalnie przejg¢ nadzor”.

Dyrektorem naczelnym Zhenhua jest Wang Xuefeng, byty inzynier
IBM. Jak podaje australijski nadawca ABC, wczesSniej
w chinskich mediach spotecznosSciowych zamie$cit wpis
0 prowadzeniu ,wojny hybrydowej” poprzez manipulowanie opinig
publiczng i ,wojne psychologiczng”.

Zdaniem Nicholasa Eftimiadesa, bytego wysokiego
funkcjonariusza sit wywiadowczych USA i autora Kksigzki
»Chinese Intelligence Operations” (pol. ,Chinskie operacje
wywiadowcze”), baza danych pomogtaby chinskiemu wywiadowi
w namierzeniu tych, ktérzy nadawaliby sie do rekrutacji lub
szantazu. Chodzi o osoby ze ,st*abo$ciami”, ktére mozna
wykorzystaé¢, np. ,zapotrzebowanie na pienigdze [lub] sympatie
polityczne przeciwne administracji”. Rezim mégtby wyszukiwad
w mediach spotecznoSciowych posty, ktére sugeruja
niezadowolenie z rzadu lub trudnos$ci finansowe.
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W analogiczny sposéb dziata to w przypadku operacji wywierania
wptywu. Wyszukiwani sg ludzie publikujgcy opinie, ktére
popierajg polityke rezimu. Kolejnym krokiem jest wspieranie
takiej osoby, jej organizacji, a tym samym wzmacnianie jej
pogladdéw.

Michael Shoebridge zwraca uwage, ze w bazie Zhenhua znajduja
sie takze dane dzieci wptywowych ludzi, m.in. politykow
i dyrektoréw biznesowych. ,To do$¢ niepokojacy potencjat
wykorzystania takich danych” - zaznacza ekspert. Umozliwia
bowiem wywieranie nacisku na te osoby, wykorzystujgc stabosSci
ich potomstwa.

Ponadto czes¢ tych dzieci moze w dorostym zyciu piastowad
eksponowane stanowiska. Zatem na skutek analizowania ich
profili juz od dziecinstwa ,mozliwo$¢ wykorzystywania tych
oséb i wptywania na nie jest znacznie wieksza, poniewaz
z biegiem czasu zyskujesz o wiele bardziej wszechstronne ich
zrozumienie” — wskazuje Shoebridge.

Kropla w morzu.. chinskich baz danych

Eksperci zaznaczaja, ze gromadzenie danych przez chinski rezim
komunistyczny odbywa sie na masowg skale, znacznie wiekszg,
niz jestesmy w stanie sobie wyobrazié¢, a wyciek danych
z Zhenhua, to jedynie przystowiowa kropla w morzu tego, co tam
sie dzieje.

Shoebridge porodownat baze danych do pojedynczej plastikowej
piteczki w ogromnym basenie. Jak twierdzi, ten zbidér danych
bytby *gczony z danymi, ktdére zebraty inne chinskie podmioty
w celu ich wykorzystania do réznych operacji, majacych
wesprze¢ interesy rezimu.

»10 interakcja firm posiadajgcych takie dane z innymi firmami
i danymi rzgdowymi daje wtadze” — skomentowat ekspert.

Michael Shoebridge tiumaczy, ze strategia ta znajduje
odzwierciedlenie w doktrynie rezimu o ,fuzji cywilno-



wojskowej”. Dzieki niej wtadze wykorzystujg innowacje
prywatnych przedsiebiorstw do napedzania rozwoju wojskowego.

W paZzdzierniku 2019 roku Australian Strategic Policy Institute
opublikowat raport ,Engineering global consent”, napisany
przez Samanthe Hoffman. Stwierdzono w nim, ze rezim tworzy
»,masowy 1 globalny ekosystem gromadzenia danych”,
wykorzystujgc mozliwo$ci ©przedsiebiorstw panstwowych
i prywatnych chinskich firm technologicznych.

Wymienia sie w nim Global Tone Communication Technology Co.,
spotke zalezna chinskiego przedsiebiorstwa panstwowego,
nadzorowanego przez centralny wydziat propagandy KPCh.

W wywiadzie udzielonym pod koniec zesztego roku polskiej
edycji ,The Epoch Times” gen. Robert Spalding powiedzia*t,
ze Global ToneCommunication, to firma prowadzgca ustugi
ttumaczeniowe, ktéra ,w rzeczywistos$ci przy uzyciu sztucznej
inteligencji gromadzi wielki zbiodor danych”. Jak dodat:
,Czasami ma te funkcje wbudowang na podobnych zasadach co
produkty Huawei, jako most telekomunikacyjny, lub moze bazowad
na oprogramowaniu opartym na tzw. chmurze”.

Poza gromadzeniem ogromnych baz danych z catego sSwiata w ponad
65 jezykach, ktdére przetwarza na uzytek Pekinu do celdw
wywiadowczych, bezpieczenstwa i propagandy, firma koncentruje
sie na technologiach sztucznej inteligencji, takich jak
rozpoznawanie twarzy.

W opinii Nicholasa Eftimiadesa chinskich firm zaangazowanych
w gromadzenie duzych ilo$ci danych na potrzeby rezimu sa
prawdopodobnie dziesigtki, jesli nie setki. Nie wliczajac
w to dziatan prowadzonych przez chinskie agencije
bezpieczenstwa, ktdére za posSrednictwem zaawansowanego
technologicznie aparatu nadzoru tego kraju zbierajag dane
na temat wszystkich obywateli, a wiec 1,4 mld ludzi.

Eftimiades twierdzi, ze dane dziesigtek miliondéw Amerykandw
zostaty wykradzione przez chinskich hakerdéw. Zostaty one
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wprowadzone do baz w Chinach i stuzg do doskonalenia narzedzi
sztucznej inteligencji. WSréd atakéw wyliczy¢ mozna wtamanie
do amerykanskiego Urzedu Zarzadzania Personelem (ang. Office
of Personnel Management, OPM) w 2014 roku, federalnej agencji
ds. personelu, naruszenie obowigzku sprawozdawczego firmy
Equifax w 2017 roku, a takze cyberatak na ubezpieczyciela
zdrowotnego Anthem w 2016 roku.

W lutym 2016 roku anglojezyczna edycja ,The Epoch Times”,
powotujgc sie na poufne Zzrédto w Chinach, poinformowata,
ze chinskie agencje bezpieczenstwa stworzyty baze danych
wykorzystywang do przetwarzania skradzionych danych
Amerykandw. Zawiera ona takze poufne dane osobowe,
wyszczegélnione w poswiadczeniach bezpieczeristwa 21 mln
obecnych i by*ych pracownikow federalnych, pochodzace
z wtamania do Urzedu Zarzgdzania Personelem (OPM)
oraz osobiste dane prawie 80 mln obecnych i bytych klientéw
i pracownikéw Anthem.

Ta baza danych funkcjonuje na poteznym oprogramowaniu zdolnym
do przyjmowania ogromnych ilosci danych. Zgromadzone zasoby
analizuje sie pod kagtem relacji miedzy réznymi osobami
1 zdarzeniami.

Wyciek danych z Zhenhua Data Technology jest dla wszystkich,
niezaleznie od statusu spotecznego, okazjg do zastanowienia
sie nad zamieszczanymi tres$ciami w mediach spoteczno$ciowych.
Jak wida¢, mogg one nieoczekiwanie sta¢ sie pozywkag dla
podmiotow gromadzgacych dane. Moga zosta¢ wykorzystane
przeciwko nam, zwlaszcza jesli trafig do panstwa
totalitarnego, jakim sa Chiny.

Zrédta:

Military-Linked Chinese Company Collected Personal Data 0On
Thousands of Canadians

How Chinese Data Trove on 2 Million People Serves Beijing’s
Unrestricted Warfare
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