
Amazon  wprowadza  system
płatności  dłonią  w  stylu
Znaku Bestii o nazwie ONE

Imperium  Amazon  próbuje  pozbyć  się  gotówki,  uruchamiając
Amazon One, nową „usługę tożsamości”, która pozwala klientom
Amazon płacić za drogie, tanie produkty Amazon za pomocą samej
dłoni.

Amazon  zachęca  swoich  klientów  do  natychmiastowego
„połączenia” swoich dłoni z kontami Amazon, aby mogli wyjść ze
sklepu  spożywczego  Whole  Foods  Market  lub  Amazon  Fresh,
przesuwając dłonie zamiast chipowanych kart kredytowych lub
debetowych.

„Porzuć swój portfel i z łatwością przechodź przez kasy i
bramki wejściowe” – mówi firma w materiałach marketingowych
dla Amazon One, zatytułowanych „Twoja dłoń, Twój wybór”.

„Wystarczy umieścić dłoń nad urządzeniem Amazon One i gotowe”.

O ile ktoś nie ukradnie ci dłoni,
nie ma sposobu na oszukanie Amazon
One.
Podobnie jak odciski palców, wszystkie dłonie są unikalne. Są
„unikalną częścią ciebie”, cytując Amazon, i nie „trafiają
nigdzie, gdzie nie jesteś i nie mogą być używane przez nikogo
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poza tobą” – chyba że ktoś ukradnie twoje ramię lub rękę.

„Za każdym razem, gdy korzystasz z Amazon One, musisz celowo
zeskanować swoją dłoń, aby działała – decydujesz dokładnie,
kiedy i gdzie chcesz zostać rozpoznany” – mówi firma.

W  erze  post-COVID  wiele  osób  nadal  obawia  się  płatności
„zbliżeniowych”,  co  oznacza  brak  konieczności  dotykania
czegokolwiek. Amazon One oferuje system płatności palmą, który
pozwala  klientom  doświadczyć  „prawdziwie  bezdotykowej
interakcji” ze sklepami Amazon.

„Nasza usługa oznacza, że po zarejestrowaniu się nie będą
Państwo musieli niczego dotykać, aby z niej skorzystać” –
chwali się firma.

Aktor  Russell  Brand  porównuje
Amazon  One  do  biblijnego  Znaku
Bestii
Amazon twierdzi, że płatności bezgotówkowe są przyszłością,
umożliwiając klientom „płynne poruszanie się” w ciągu dnia –
ale czy jest w tym coś bardziej złowieszczego? Aktor Russell
Brand uważa, że tak.

Brand opublikował film zatytułowany „It’s Happening” – proszę
obejrzeć  poniżej  –  który  podkreśla  „nikczemną  naturę  Big
Tech”, ostrzegając, że ludzie będą musieli powiedzieć „pa, pa
wolność”,  aby  uczestniczyć  w  nowym  globalnym  paradygmacie
technologicznym.

Coś, czego Amazon nie mówi swoim klientom o Amazon One, to
fakt, że aby bezgotówkowe płatności dłonią działały, klienci
są  zobowiązani  do  przekazania  prywatnych  danych
biometrycznych,  które  firma  wykorzysta,  kto  wie,  do  czego
później.



Konsumenci, ostrzega Brand, zostali „odurzeni wygodą”, słowo
wygoda pojawia się wielokrotnie w materiałach marketingowych
Amazon  One.  Jak  dodaje,  zagrożona  jest  cała  „koncepcja
wolności”.

„To nie jest tak, że w Biblii jest dosłownie napisane, że Znak
Bestii zostanie wypisany na dłoni lub coś w tym rodzaju” –
twierdzi Brand. „Proszę się nie martwić; po prostu idź twarzą
w  Armagedon,  nie  kwestionując  tego.  Wygodnie  jest  mieć
apokalipsę”.

Bliski związek Amazona z państwem
policyjnym
W  przeszłości  Amazon  został  przyłapany  na  przekazywaniu
wrażliwych danych klientów organom ścigania. Marka nie może
nie zauważyć, że stwarza to poważne problemy dla prywatności i
bezpieczeństwa konsumentów, biorąc pod uwagę, że Amazon ma
wiele „relacji z państwem policyjnym” i rządem.

Jak  również  informujemy  od  wielu  lat,  Amazon  sprzedaje
wszelkiego  rodzaju  technologie  szpiegowskie,  tj.  głośniki
Alexa, dzwonki do drzwi Ring i odkurzacze iRobot, które są
niepokojące same w sobie. Proszę dodać do tego Amazon One i
staje  się  jasne,  że  Amazon  chce  mieć  pełną  kontrolę  nad
doświadczeniami konsumentów.

„Proszę po prostu przekazać Amazon wszystkie swoje dane i
pozwolić  im  przekazać  je  komu  tylko  zechcą”  –  zażartował
Brand. „Proszę tylko machnąć ręką”.

Może nadejść czas, ostrzegł Brand, kiedy Amazon może zacząć
śledzić przekonania polityczne swoich klientów, aby uruchomić
system kontroli społecznej.

„Nie jest Pan zainteresowany kontrolowaniem własnego życia,
prawda?” zapytał sarkastycznie, będąc komikiem i w ogóle.



Zakaz  kupowania  lub  sprzedawania
bez Amazon
Monopolistyczny  model  biznesowy  Amazona  to  kolejna  część
równania, którą niewielu bierze pod uwagę. W miarę jak Amazon
jeden po drugim wyrzuca z rynku wszystkich swoich konkurentów,
w końcu stanie się jednym z jedynych miejsc, w których ludzie
mogą robić zakupy. Ile czasu minie, zanim Amazon całkowicie
zrezygnuje z gotówki, umożliwiając jedynie skanowanie dłoni?

Kongres jest zaniepokojony tym zagrożeniem, przynajmniej na
pierwszy  rzut  oka.  Kilku  amerykańskich  senatorów  napisało
kilka  lat  temu  list  do  Amazon,  w  którym  odnieśli  się  do
„wyjątkowych zagrożeń bezpieczeństwa” związanych z praktykami
firmy  w  zakresie  gromadzenia  i  przechowywania  informacji
biometrycznych.

„Niektóre stany mają przepisy dotyczące świadomej zgody na
dane biometryczne, ale po ich zebraniu informacje mogą być
śledzone i łączone” – wyjaśnia Stephanie Martin, pisząc dla
Church Leaders.

Kiedy Amazon One został po raz pierwszy wprowadzony, pisarz
technologiczny  James  Vincent  ostrzegł,  że  „nie  jest  to
technologia płatności [ale] technologia tożsamości, która może
dać Amazonowi większy zasięg w Państwa życiu niż kiedykolwiek
wcześniej”.

Vincent  dodał,  że  skanowanie  dłoni  podczas  zakupów  to
„przesada” i prawdopodobnie w celu późniejszej ekspansji na
inne obszary handlu i życia, takie jak miejsca koncertów i
teatrów,  lotniska,  budynki  biurowe,  a  nawet  ruch
transgraniczny  na  całym  świecie.

Prawa  do  prywatności  w  ogóle,  ostrzega  analityk  polityki
technologicznej Frederike Kaltheuner, stają się „trudniejsze
do  ustanowienia  i  zachowania”  w  erze  cyfrowej,  ponieważ
„Państwa  fizyczne  ja  dosłownie  staje  się  narzędziem



transakcyjnym”.

Amazon prowadzi świat prosto do bezgotówkowego nowego porządku
świata – czy są Państwo gotowi?

Ethan Huff

Aplikacje  należące  do
Facebooka  mogą  śledzić  i
zbierać  Twoje  dane,  nawet
jeśli  nie  używasz  ich
aktywnie

Wiele  aplikacji  na  smartfony  śledzi  dane  osób,  w  tym  ich
bieżącą  lokalizację,  nawet  jeśli  nie  korzystają  z  nich
aktywnie.  Eksperci  twierdzą,  że  jednym  z  najgorszych
przestępców jest Facebook Messenger, dedykowana aplikacja do
przesyłania wiadomości firmy mediów społecznościowych.

Eksperci  zachęcają  teraz  ludzi  do  przeprowadzenia  badań  i
zastanowienia  się,  jakie  dane  osobowe  mogą  rozdawać,
pobierając i rejestrując się w aplikacjach takich jak Facebook
Messenger.

„Jestem świadomy tego, kogo zaprosić do mojego domu, więc
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myślałem tak samo o tym, co mam na telefonie, i zachowałem
ostrożność przy pobieranych aplikacjach” – powiedział Michael
Huth, dyrektor ds. Badań i współzałożyciel firmy zajmującej
się  prywatnością  i  zorientowaną  przeglądarką  z  własną
wyszukiwarką  i  aplikacją.

Huth poradził ludziom, aby obniżyli poziom tego, do czego
Facebook  Messenger  może  uzyskać  dostęp  ze  swoich
smartfonów. Aplikacja Facebook może zbierać wszelkiego rodzaju
dane od swoich użytkowników, jeśli tego nie robią, zwłaszcza
jeśli nie są świadomi, do czego aplikacja ma dostęp.

„Firmy takie jak Google i Facebook próbują ukryć to, co robią
z  danymi  i  sprawić,  by  brzmiały  pozytywnie”,  powiedział
współzałożyciel  i  dyrektor  generalny  Xayn  Leif-Nissen
Lundbaek. „Zawierają język, który brzmi tak, jakby chroniły
prywatność, chociaż tak nie jest”.

Innym przykładem, który podał Lundbaek, jest WhatsApp, rzekomo
prywatna usługa przesyłania wiadomości należąca do Facebooka z
szyfrowaniem typu end-to-end.

Lundbaek  powiedział,  że  WhatsApp  oferuje  niewiele  funkcji,
które  według  Facebooka  poprawiają  jego  prywatność.  W
rzeczywistości te funkcje w niewielkim stopniu chronią dane
osób.

„Istnieje szereg aplikacji, takich jak przeglądarka Google i
TiKTok, które są gorsze niż WhatsApp, ale nadal nie jest to
dobry  przykład”  –  powiedział.  „To  nie  jest  obrońca
prywatności”.

„Śledzą wszystko, od interakcji po inne używane aplikacje,
lokalizacje i ruch” – dodał Lundbaek.

Inne  aplikacje  należące  do
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Facebooka  przekazujące  dane
użytkownika firmie macierzystej
Facebook  Messenger,  WhatsApp  i  Instagram  są  własnością
Facebooka. Wszystkie są znane z udostępniania wielu prywatnych
danych firmie macierzystej.

Obecne zasady WhatsApp chronią zawartość czatów danej osoby, w
tym zdjęcia, filmy i połączenia, przed przechwyceniem przez
Facebook. Nie wiadomo, czy niniejsza polityka prywatności jest
przestrzegana co do joty.

To, co usługa szyfrowanych wiadomości typu end-to-end może
udostępniać,  to  numer  telefonu  i  nazwa  profilu
użytkownika. Może również udostępniać, gdy użytkownik wysyła
wiadomość  do  innych  osób.  Adres  IP  użytkownika  może  być
również gromadzony i udostępniany innym markom należącym do
Facebooka.

Polityka prywatności WhatsApp jest celowo niejasna. Mówi, że
może udostępniać dane osobowe Facebookowi wyraźnie wyróżnione
w polityce „lub uzyskane po powiadomieniu lub na podstawie
Twojej zgody”.

Niedawna  zmiana  w  polityce  prywatności  WhatsApp  umożliwiła
również  firmom  reklamującym  się  za  pośrednictwem  Facebooka
przechowywanie czatów użytkowników na serwerach należących do
Facebooka.  Zak  Doffman,  dyrektor  generalny  firmy  Digital
Barriers zajmującej się technologią monitoringu, powiedział,
że podważa to wiarygodność WhatsApp jako rzekomo kompleksowej
usługi szyfrowanej wiadomości.

„WhatsApp twierdzi, że Facebook nie może wykorzystywać tych
danych, ale firma może wyszukiwać czaty w celach reklamowych”
– powiedział Doffman.

Instagram jest o wiele bardziej bezpośredni dzięki zbieranym
danym.  Jego  polityka  prywatności  stwierdza,  że  ​​Facebook
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„łączy informacje o twoich działaniach w różnych produktach i
urządzeniach  Facebooka”.  Aplikacja  podobno  robi  to,  aby
zapewnić  użytkownikom  „bardziej  dostosowane  i  spójne
wrażenia”.

Ponadto Instagram swobodnie gromadzi lokalizacje użytkowników,
miejsca  zamieszkania,  miejsca,  które  odwiedzają,  oraz
szczegóły dotyczące firm i osób, z którymi są blisko i z
którymi wchodzą w interakcje, aby „dostarczać, personalizować
i ulepszać produkty Facebooka”.

Innymi słowy, Instagram udostępnia te dane Facebookowi w celu
reklamy ukierunkowanej.

Jake  Moore,  specjalista  ds.  cyberbezpieczeństwa,  ostrzegł
osoby, które chcą korzystać z Instagrama, że ​​ma on mniej
kontroli prywatności niż sam Facebook.

„Instagram  ma  mniej  kontroli  prywatności  niż  Facebook”  –
powiedział. „I nie można powstrzymać większości swoich danych
między platformami”.

Źródło:

The-Sun.com

Wired.co.uk

Facebook  cenzuruje
konserwatystów  a  odmawia
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banowania  lewicowych  grup
ekstremistycznych
wykorzystujących platformę do
destabilizacji Stanów

Facebook  obiecał  rozprawić  się  z  wszelkimi  próbami
wykorzystywania  ich  platformy  w  celu  zakłócenia  wyborów
prezydenckich. Chociaż doprowadziło to do usunięcia stron na
Facebooku kilku anarchistycznych ekstremistycznych organizacji
informacyjnych, takich jak It’s Going Down i CrimethInc., jak
dotąd  odmówili  podjęcia  działań  przeciwko  wielu  innym
kontrowersyjnym stronom radykalnej lewicy, takim jak Adbusters
i Rose City Antifa.

Rose City Antifa, z siedzibą w Portland, która powstała w 2007
roku  ,  twierdzi,  że  ich  celem  jest  obrona  Portland  przed
faszyzmem. Jednak znana jest ze względu na przemoc polityczną,
nawet wobec zwykłych konserwatystów. Kilku członków Rose City
Antifa  zostało  nawet  oskarżonych  o  pobicie  Andy’ego  Ngo,
prawdopodobnie  doprowadzając  do  uszkodzenia  mózgu  u  tego
konserwatywnego niezależnego dziennikarza.

Adbusters, grupa z siedzibą w Kanadzie, jest odpowiedzialna za
pomoc w rozpoczęciu zamieszek „Occupy Wall Street” w 2011
roku. Obecnie są zajęci wtrącaniem się do wyborów, organizując
„oblężenie”  Białego  Domu  ,  które  ma  się  rozpocząć  17-go
września i zakończyć po wyborach.
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Mimo  to  w  wywiadzie  Zuckerberg  powiedział,  że  platforma
aktywnie  próbuje  wykorzenić  brutalne  organizacje  ze  swojej
strony  internetowej.  „Staramy  się  mieć  pewność,  że  robimy
wszystko,  co  w  naszej  mocy,  aby  nic  z  tego  nie  było
zorganizowane  na  Facebooku”  –  powiedział.

Jednak po przedstawieniu obszernego raportu na temat przemocy
popełnionej przez Rose City Antifa i inne lewicowe organizacje
ekstremistyczne, Facebook nadal odmawiał podjęcia działań.

Przemoc  Antifa  zorganizowana  na  Facebooku
doprowadziła do śmierci konserwatysty
Przemoc Antify, która jest organizowana za pośrednictwem sieci
społecznościowych, takich jak Facebook, już spowodowała śmierć
ludzi.

Najbardziej  godnym  uwagi  przykładem  jest  Michael  Forest
Reinoehl,  który  zastrzelił  39-letniego  Aarona  „Jaya”
Danielsona,  konserwatywnego  zwolennika  Trumpa.

Reinoehl opisał się jako „100 procent Antifa” w poście na
Instagramie, którego właścicielem jest Facebook, na początku
zaplanowanych  zamieszek  –  kilka  miesięcy  przed  fatalnym
incydentem.  Facebook  mógł  coś  zrobić,  by  zamknąć  konta  w
mediach  społecznościowych  Reinoehla,  co  utrudniłoby  mu
organizowanie  się  z  towarzyszami  Antify,  ale  tak  się  nie
stało.

Danielson w chwili, gdy został postrzelony, miał na głowie
kapelusz  grupy  Patriot  Prayer,  konserwatywnej  organizacji
aktywistycznej, której Facebook zablokował dostęp do swojej
strony internetowej w celu usunięcia „Violent Social Militias”
z ich platformy.

Ponieważ  Zuckerberg  nadal  kłamie  na  temat  cenzury  na
Facebooku, krajowe organizacje terrorystyczne, takie jak ruch
Black  Lives  Matter,  nadal  organizują  się  za  pośrednictwem
mediów  społecznościowych.  Posłuchaj  tego  odcinka   „raportu
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Health Ranger„, podcastu Mike’a Adamsa i dowiedz się więcej o
tym,  jak  ruch  nie  promuje  równości  rasowej,  ale  jest
organizacją  zakorzenioną  w  'antybiałym’  rasizmie,  wyższości
rasowej i supremacji Czarnych.

Zuckerberg kłamał, mówiąc, że wierzy w wolność
słowa
W swoim występie w programie Axios 8-go września Zuckerberg
wyjaśnił, że jest „wielkim zwolennikiem wolności słowa”, mimo
że na tydzień przed wyborami zdecydował się zakazać wszelkiego
rodzaju  reklam  politycznych.  Powodem,  dla  tego  bezczelnego
aktu cenzury, może być to, że Facebook, pomimo iż ma ponad 15
000  moderatorów,  może  nie  mieć  czasu  na  „poprawianie”
wszelkich „dezinformacji”, które nagle się rozprzestrzeniają.

Dodał, że jeśli w nocy 3-go listopada nie zostanie ogłoszony
żaden  wyraźny  zwycięzca,  Facebook  będzie  cenzurować  posty,
które ogłaszają zwycięzcę, dodając do nich własny „kontekst
informacyjny”. Nie jest do końca jasne, jaki może być ten
kontekst.

„Musimy zrobić wszystko, co w naszej mocy, aby zmniejszyć
ryzyko przemocy lub niepokojów społecznych w następstwie tych
wyborów” – powiedział Zuckerberg.
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Najwyższy  czas!  GOP
przedstawia  przepisy  w  celu
zreformowania  sekcji  230
Ustawy  o  komunikacji,  aby
zapanować nad cenzurą BigTech

Przez  prawie  cztery  lata,  w  trakcie  prezydentury  Donalda
Trumpa, lewicowa cenzura BigTech jego zwolenników, a także
ogólnie konserwatystów, dała się we znaki.

W rzeczywistości cenzura naprawdę się pogorszyła w tym roku ,
ponieważ  'bogowie  technologii’,  tacy  jak  Jack  Dorsey  z
Twittera  i  Mark  Zuckerberg  z  Facebooka,  instruują  swoich
sługusów, aby podwoili wysiłki w celu kontrolowania narracji,
ukrywania  uzasadnionych  i  faktycznych  informacji  przed
użytkownikami  oraz  ukrywania  prawdy  –  wszystko  po  to  by
promować punkty widzenia i opinie ludzi i ruchów, których
celem jest zniszczenie Ameryki.

Z  pewnymi  godnymi  uwagi  wyjątkami,  do  tej  pory  Partia
Republikańska w Kongresie praktycznie milczała na temat ataku
Bigtech  na  konserwatystów  i  podstawowych  zasad  Stanów
Zjednoczonych  (postanowienia  dotyczące  wolności  słowa  i
wypowiedzi zawarte w Pierwszej Poprawce).
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Ale wydaje się, że to się zmienia, chociaż jest już za późno,
aby  cokolwiek  zrobić  z  ingerencją  lewicowych  'bogów
technologicznych’  w  bieżący  cykl  wyborczy.

Newsbusters donosi: 

Kilku  czołowych  senatorów  republikańskich  zaprezentowało
przepisy mające na celu zwiększenie presji na BigTech. 

Senatorowie Roger Wicker (R-MS), Marsha Blackburn (R-TN) i
Lindsey  Graham  (R-SC)  przedstawili   8  września  Ustawę
o wolności w Internecie i różnorodności punktów widzenia .
Ustawa ma na celu zmianę sekcji 230 ustawy Communications
Decency Act (CDA) i zapewnić większą odpowiedzialność firmom
BigTech.

„Firmy BigTech przekroczyły swoje granice odpowiedzialności, a
dyskus  narodowy  teraz  cierpi  z  tego  powodu”  –  zauważył
Blackburn w tweecie ogłaszającym ustawodawstwo.

Big Tech companies have stretched their liability shield past
its limits, and the national discourse now suffers because of
it. @SenatorWicker @LindseyGrahamSC https://t.co/5mfURf4rhe

— Sen. Marsha Blackburn (@MarshaBlackburn) September 8, 2020

„Dzisiejszy  Internet  jest  innym  produktem  online  niż  ten,
który był dostępny w 1996 roku; dopracowane megaplatformy,
które  kojarzymy  z  badaniami  i  debatami  online,  wywierają
bezprecedensowy wpływ na to, jak Amerykanie odkrywają nowe
informacje  i  jakie  informacje  są  dostępne  do  odkrycia”–
dodała.

Ustawa  nadal  pozwala  dużym  platformom  technologicznym
cenzurować  treści  –  takie  jak  te  dotyczące  szczepionek,
z którymi się nie zgadzają, na przykład przeciwko masowym
szczepieniom – ale musieliby „obiektywnie rozsądne przekonać”,
że konieczne było usunięcie tych treści.
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Co więcej, zamiast zezwalać firmom na eliminowanie „budzących
zastrzeżenia”  materiałów,  ustawa  ogranicza  cenzurę  do
materiałów, które „promują samookaleczenia, promują terroryzm
lub  są  niezgodne  z  prawem”.  Określa  również,  w  jakich
okolicznościach  treść  może  zostać  ocenzurowana.

Nowe  przepisy  są  przedmiotem  zaciekłej,  pogłębiającej  się
debaty na temat sekcji 230, która obecnie zapewnia ochronę
firmom  technologicznym  cenzurującym  materiały.  W  zeszłym
miesiącu  Federalna  Komisja  Łączności  (FCC)  ogłosiła,  że  ​
publicznie  skomentuje  majowy  dekret  prezydenta  Trumpa  w
sprawie  „Zapobiegania  cenzurze  w  Internecie”.  W  następnym
miesiącu  Senatorowie.Marco  Rubio  (R-Fla.),  Josh  Hawley  (R-
Mo.), Kelly Loeffler (R-Ga.) I Kevin Cramer (RN.D.) wysłali
list do FCC z prośbą o agencji do „świeże spojrzenie” na
sekcję 230 i „zinterpretowanie niejasnego standardu „w dobrej
wierze” z określonymi wytycznymi i wskazówkami”.

„Zbyt długo platformy mediów społecznościowych ukrywały się za
zabezpieczeniami  z  sekcji  230,  aby  cenzurować  treści
odbiegające od ich przekonań” – ironicznie napisał Wicker na
Twitterze.

For  too  long,  social  media  platforms  have  hidden  behind
Section 230 protections to censor content that deviates from
their beliefs.

These practices should not receive special protections in our
society  where  freedom  of  speech  is  at  the  core  of  our
nation’s values. https://t.co/ZgZVa6ggyZ

— Senator Roger Wicker (@SenatorWicker) September 8, 2020

„Praktyki  te  nie  powinny  podlegać  szczególnej  ochronie  w
naszym  społeczeństwie,  gdzie  wolność  słowa  jest  podstawą
wartości naszego narodu”.

Niektórzy  twierdzą,  że  giganci  mediów  społecznościowych  to
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prywatne korporacje i dlatego mają prawo cenzurować dowolne
treści. Mówią, że rząd nie powinien mieć w tym żadnej roli.

Problem polega jednak na tym, że firmy zajmujące się mediami
społecznościowymi stały się tak potężne, że według ekspertów
mają  moc  wpływania  na  wyniki  wyborów.  Stały
się  tak  wszechobecne  w  naszym  społeczeństwie.

Jest więcej dobrych wiadomości. Prywatne firmy rzeczywiście
opracowują  alternatywy,  takie  jak  platforma
wideo Brighteon.com i podobna do Twittera Brighteon.Social.
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