Droga do cyfrowych mandatéw
identyfikacyjnych: Jak
regulacja medidw
spotecznosciowych moze
zmienic¢ prywatnos¢ online

W szybko zmieniajgcym sie krajobrazie cyfrowym, dazenie do
zaostrzenia przepisdw dotyczgcych medidw spotecznosSciowych
zyskuje na popularnosci w catych Stanach Zjednoczonych.
Connecticut, Nebraska i Utah znajdujg sie w czotdwce tego
ruchu, z proponowanymi przepisami, ktdére maja na celu
ograniczenie wptywu medidéw spoteczno$ciowych na nieletnich.
Chociaz Srodki te sg okreslane jako niezbedne kroki w celu
ochrony dzieci, stanowig one réwniez znaczgcg zmiane w
kierunku obowigzkowych cyfrowych systeméw identyfikacji.
Zmiana ta moze mie¢ daleko idace konsekwencje dla prywatnosci
w Internecie i wolno$ci osobistej, rodzgc krytyczne pytania o
przysztos¢ Internetu.

Connecticut: Ukierunkowanie
algorytmow 1 naktadanie ograniczen
czasowych

Connecticut’s House Bill 6857, zatytutowany ,An Act Concerning
the Attorney General’s Recommendations Regarding Social Media
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and Minors”, jest jednym z najbardziej ambitnych projektoéw
regulacji tresci w mediach spotecznosciowych dla mtodych
uzytkownikéw. Prokurator generalny William Tong, gtos$ny
zwolennik wustawy, argumentuje, ze platformy medidw
spotecznosciowych celowo wykorzystuja algorytmy uczenia
maszynowego, aby wutrzymal zaangazowanie uzytkownikdw,
zwtaszcza dzieci. ,Algorytmy te analizujg =zachowanie
uzytkownikéw, aby dostarcza¢ im coraz bardziej atrakcyjne
tresci, co moim zdaniem jest szczegdlnie szkodliwe dla dzieci”
— twierdzi Tong.

Jesli ustawa HB6857 zostanie przyjeta, natozy ona kilka
rygorystycznych srodkéw:

Rekomendacje algorytmiczne: Zakaz rekomendacji tres$ci opartych
na algorytmach dla nieletnich, chyba ze rodzic wyraZnie wyrazi
na to zgode.

Ograniczenia czasowe: Zablokowanie dostepu do medidw
spotecznos$ciowych dla dzieci miedzy podétnocg a 6 rano i
natozenie dziennego limitu uzytkowania wynoszgcego jedna
godzine.

Zgoda rodzicéw: Wymaganie od rodzicéw podjecia aktywnej
decyzji dotyczagcej dostepu ich dziecka do algorytméw,
upewniajgc sie, ze wigze sie to z czyms wiecej niz zwyktg
zgodg na klikniecie.

Tong podkresla znaczenie zaangazowania rodzicéw: ,Jesli
pojedynczy rodzic zdecyduje, ze chce, aby jego dziecko mia%o
dostep do algorytmdéw, ze moze sobie z tym poradzié¢, moze to
zrobi¢, ale musi podjg¢ taka decyzje”.

Pomimo tych intencji, ustawa uznaje réwniez wyzwania zwigzane
ze skuteczng weryfikacjg wieku. Tong odrzuca poglad, ze
gigantom medidw spotecznosSciowych brakuje zasobdéw, aby wdrozy¢
solidne $rodki weryfikacji wieku: ,To do tych firm, ktére
kazdego roku zarabiajg biliony dolardéw na nas wszystkich,
nalezy wymy$Slenie, jak skutecznie blokowa¢ wiek, weryfikowad
wiek mtodych ludzi i weryfikowal zgode rodzicéw. Wiemy, ze
samo umieszczenie strony z napisem ,Masz 18 lat czy nie?” 1



klikniecie , Tak” lub ,Nie” nie wystarczy. To nie wystarczy”.

Nebraska: Rozszerzenie wymagan
dotyczacych cyfrowego dokumentu
tozsamosci

Nebraska LB383, ustawa o prawach rodzicielskich w mediach
spotecznosciowych, przyjmuje podobne, ale odmienne podejscie.
Ustawa naktada na firmy zajmujgce sie mediami
spotecznosciowymi obowigzek wdrozenia ,rozsadnej weryfikacji
wieku” w celu zablokowania nieletnim dostepu do platform bez
zgody rodzicdéw. Wedtug Unicameral Update, akceptowalne metody
weryfikacji obejmujg cyfrowe identyfikatory i zewnetrzne
ustugi uwierzytelniania wieku. Podmioty te bytyby zobowigzane
do usuniecia danych osobowych po weryfikacji, ale ustawa nadal
budzi obawy co do ilosci danych osobowych, ktére uzytkownicy
muszg podac.

Prokurator generalny Mike Hilgers postrzega zaangazowanie w
mediach spotecznosciowych jako skalkulowany model biznesowy:
»TO nie sg przypadkowe algorytmy, ktére przypadkowo
przyciggajg dzieci. Sa one zaprojektowane, poniewaz jednymi z
najbardziej lukratywnych klientdéw, jakich mozna znalez¢ w tym
obszarze, sg dzieci”. Pomimo zapewnien o usuwaniu danych,
krytycy ostrzegaja, ze przepisy te moga stanowié precedens dla
szerszych wymagan dotyczacych cyfrowej identyfikacji,
potencjalnie zmniejszajgc anonimowo$¢ w Internecie.

Utah: Odpowiedzialnos¢ App Store 1
kontrola rodzicielska

Ustawa Senatu Utah nr 142 (SB142), czyli App Store
Accountability Act, przenosi punkt ciezkosci na sklepy z
aplikacjami. Ustawa wymagataby od sklepéw z aplikacjami
weryfikacji wieku uzytkownika przed zezwoleniem na pobieranie.



Jesli uzytkownik jest niepetnoletni, jego konto musiatoby byc
powigzane z kontem rodzica, a rodzice weryfikowaliby jego
tozsamos¢ — potencjalnie za pomoca karty kredytowej — przed
udzieleniem dostepu.

Mechanizm egzekwowania prawa w SB142 jest szczegdlnie
agresywny. Nieprzestrzeganie przepisdow bytoby klasyfikowane
jako ,,zwodnicza praktyka handlowa” zgodnie z prawem stanu
Utah, dajac rodzicom prawo do podjecia krokdéw prawnych
przeciwko dostawcom sklepdw z aplikacjami. Przepis ten
podkresla nacisk ustawy na kontrole rodzicielska i
odpowiedzialnos$¢.

Szersze implikacje ekspansji
cyfrowego ID

Podczas gdy ustawy te sa rzekomo ukierunkowane na ochrone
dzieci, stanowig one rdéwniez znaczacy krok w kierunku bardziej
monitorowanej i kontrolowanej przestrzeni cyfrowej. Cyfrowe
systemy identyfikacji, niezaleznie od tego, czy sg to
identyfikatory wydawane przez rzad, karty kredytowe czy ustugi
weryfikacji stron trzecich, moga zasadniczo zmieni¢ internet.
Krytycy twierdza, ze gdy kontrole tozsamosci stang sie
standardem, mogg one wykroczy¢ poza media spotecznoSciowe,
utrudniajgc anonimowy dostep online.

Joel R. McConvey, piszgc dla jednego z serwiséw
technologicznych, podkresla globalny trend w kierunku
weryfikacji wieku. ,W ciggu ostatnich dwunastu miesiecy
weryfikacja wieku dla tres$ci online zmienita sie ze stosunkowo
niszowej kwestii w priorytetowy punkt programu dla rzaddw,
aktywistéw i najwiekszych nazwisk w branzy technologicznej”.
Tendencja ta jest widoczna w réznych dziataniach
legislacyjnych, od brytyjskich wytycznych Ofcom po trwajace
testy technologii weryfikacji wieku w Australii.

Google 1 Meta, dwie najwieksze firmy technologiczne, juz teraz



sktaniajg sie ku weryfikacji wieku. Google ogtosito, ze
wykorzysta algorytmy uczenia maszynowego do oszacowania wieku
uzytkownikéw YouTube, majgc na celu zapewnienie odpowiednich
do wieku dosSwiadczen i zabezpieczen. Meta podobno idzie w ich
slady, testujgc podobne technologie.

Jednak sytuacja prawna jest ztozona. Sedzia federalny w
Teksasie tymczasowo zablokowat czes¢ stanowej ustawy SCOPE,
powotujgc sie na obawy dotyczgce pierwszej poprawki. Gtowny
radca prawny FIRE Bob Corn-Revere argumentuje: ,Stany nie moga
blokowa¢ dorostym mozliwoSci angazowania sie w legalne
wypowiedzi w imie ochrony dzieci, ani nie mogg powstrzymywac
nieletnich przed ideami, ktére rzad uwaza za nieodpowiednie”.

Rownowazenie bezpieczenstwa 1
wolnosSci

Nacisk na regulacje medidw spotecznosciowych w Connecticut,
Nebrasce i Utah odzwierciedla rosngce obawy dotyczgce wptywu
platform cyfrowych na mtodych uzytkownikéw. Chociaz Srodki te
majg na celu ochrone dzieci, podnosza rdéwniez wazne pytania
dotyczace prywatnos$ci, wolnosSci osobistej i przysztosdci
Internetu. W miare postepu prac nad tymi ustawami debata
prawdopodobnie bedzie sie nasilad, zmuszajgc decydentéw, firmy
technologiczne i spoteczenstwo do zmagania sie z kompromisami
miedzy bezpieczehAstwem a wolnoscig w erze cyfrowej.

Chiny wykorzystane jako
koziot ofiarny zakazu TikTok:
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IZRAEL byt sita napedowa
zakazu, chciat zdusié tresci
propalestynskie

Wedtug osdéb wtajemniczonych w kongresie i dokumentéw, ktore
wyciekty, dagzenie rzadu USA do zakazania TikTok jest mniej
zwigzane z obawami o bezpieczenstwo narodowe w zwigzku z
chinskg wtasnosSciag, a bardziej z uciszaniem g*oséw
propalestynskich, ktére kwestionujga narracje Izraela.
Posuniecie to podkresla niepokojacy sojusz miedzy
amerykanskimi prawodawcami a izraelskimi interesami, rodzac
pytania o wolno$¢ stowa i przejrzystos¢ rzadu.

Prawdziwa historia stojaca za
zakazem TikTok

Podczas Monachijskiej Konferencji Bezpieczenstwa w lutym 2024
r. senator Mark Warner, czotowy demokrata w Senackiej Komisji
Wywiadu, zasugerowat ,prawdziwg historie” stojacag za
dwupartyjnym dgzeniem do zakazania TikTok. Komentarze Warnera,
wraz z komentarzami bytego kongresmena Mike'a Gallaghera,
ujawnity, ze sit*a napedowg ustawodawstwa nie byta wtasnosd
Chin na platformie, ale raczej rozprzestrzenianie sie tresci
propalestynskich, ktére podwazyty narracje Izraela w trwajacym
konflikcie w Strefie Gazy.

oMielismy wiec dwupartyjny konsensus” — powiedziat* Gallagher
podczas dyskusji panelowej. ,Mielismy wtadze wykonawczg, ale
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ustawa by*a martwa az do 7 paZzdziernika. Ludzie zaczeli
widzie¢ na platformie mnéstwo antysemickich tresci, a nasza
ustawa zndéw miata nogi”.

Przyznanie to jest zgodne z doniesieniami niezaleznego
dziennikarza Kena Klippensteina, Kktéry uzyskat notatke
Departamentu Stanu szczegdétowo opisujgcag obawy izraelskich
urzednikoéw dotyczagce wptywu TikTok na amerykanskg mtodziez.
Emmanuel Nahshon, zastepca dyrektora generalnego ds.
dyplomacji publicznej Izraela, podobno obwinia* algorytm
TikTok za faworyzowanie tresci propalestynskich, ktére jego
zdaniem zwracaty mtodych ludzi przeciwko Izraelowi.

Wptyw Izraela na polityke Stanow
Zjednoczonych

Wyciekta notatka ujawnia wyrazny rozdzwiek miedzy izraelskimi
urzednikami a administracjg Bidena w kwestii przyczyn rosnacej
miedzynarodowej krytyki Izraela. Nahshon odrzucit obawy o
wiarygodnos¢ Izraela, zamiast tego przypisujac zmiane opinii
publicznej algorytmowi TikTok. ,Mtodzi ludzie zwrdécili sie
przeciwko Izraelowi w duzej mierze dlatego, ze algorytm TikTok
faworyzuje tresci propalestynskie” — czytamy w notatce.

Narracja ta =zostata powtdrzona przez amerykanskich
prawodawcdw, w tym republikanskiego senatora Mitta Romneya,
ktéry powigzat swoje poparcie dla zakazu TikTok z rzekomg
stronniczos$cig platformy w stosunku do tresci palestynskich.
,Jesli spojrze¢ na posty na TikTok i liczbe wzmianek o
Palestynczykach, w poréwnaniu 2z innymi serwisami
spotecznosciowymi — to w przewazajacej mierze dotyczy to
transmisji na TikTok” — powiedziat Romney w maju 2023 roku.

Nikki Haley, inna republikanska posta¢ i byta kandydatka na
prezydenta, poszta dalej, sugerujgc, ze samo ogladanie filméw
na TikTok moze uczynié¢ uzytkownikéw antysemitami. OsSwiadczenia
te odzwierciedlajg szersze wysitki majgce na celu



przedstawienie TikTok jako narzedzia obcego wpitywu, pomimo
braku konkretnych dowoddéw *3czacych platforme z chifAskimi
dziataniami propagandowymi.

Zastona dymna dla cenzury

Administracja Bidena uzasadniajgc zakaz korzystania z TikTok
skupita sie na kwestiach bezpieczehAstwa narodowego, w
szczegdlnosSci na posiadaniu platformy przez chinskg firme
ByteDance. Jednak osoby wtajemniczone sugerujg, ze ta narracja
jest zastong dymng dla bardziej podstepnego planu: ttumienia
wolno$ci stowa i ochrony wizerunku Izraela.

W marcu 2023 r. Kongresowl przedstawiono tajne informacje
wywiadowcze, rzekomo szczegdétowo opisujgce zagrozenie dla
bezpieczenstwa narodowego ze strony TikTok. Briefing podobno
przechylit szale na korzys¢ zakazu, a komisja Izby
Reprezentantéw zagtosowata 50-0 za przyjeciem ustawy.
Niektérzy ustawodawcy wyrazili jednak sceptycyzm co do
przedstawionych informacji.

»Ani jedna rzecz, ktdorg ustyszelismy podczas dzisiejszej
tajnej odprawy, nie byta wyjgtkowa dla TikTok” — powiedzia%a
wOwczas kongresmenka Sara Jacobs. ,To byty rzeczy, ktére
zdarzaja sie na kazdej platformie medidéw spotecznoSciowych”.

Ten sceptycyzm podkresla brak przejrzystosci wokétr zakazu i
rodzi pytania o prawdziwe motywacje, ktére za nim stojg. Jak
przyznat Gallagher podczas Monachijskiej Konferencji
Bezpieczennstwa, nacisk na zakazanie TikTok byt spowodowany
obawami o jego wpityw na opinie publiczng, a nie jego
wtasnosciag przez Chiny.

Zakaz TikTok reprezentuje niepokojacg zbieznos¢ intereséw USA
i Izraela, z wolnosScig stowa 1 zasadami demokracji
poswieconymi na ottarzu geopolitycznej celowosci.
Przedstawiajgc zakaz jako kwestie bezpieczeristwa narodowego,
administracja Bidena skutecznie uciszyta sprzeciw i ochronita



Izrael przed krytyka, jednoczesSnie podwazajac prawa obywateli
amerykanskich wynikajgce z Pierwszej Poprawki.

Podczas gdy debata na temat TikTok trwa, jedna rzecz jest
jasna: prawdziwy spisek nie lezy we wtasnos$ci platformy, ale w
dtugosci, do jakiej rzady posung sie, aby kontrolowad
narracje. Niczym sztuczka magika, zakaz TikTok odwraca uwage
od prawdziwej kwestii — cenzury — pozostawiajac opinie
publiczng w ciemnos$ci. A w cieniu pozostajg prawdziwi
architekci tego planu, a ich sekrety sg bezpieczne przed
kontrolga.

BEZPRZEWODOWY SWIAT: Nowa era
1nwazyjnego nadzoru
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W Swiecie coraz bardziej potgczonym przez technologie, nowe
badanie ujawnia niepokojace zjawisko: mozliwo$¢ wykorzystania
Wi-Fi i wiez komérkowych do inwigilacji bez wiedzy lub zgody
os6b fizycznych. Technologia ta, ktdédra wykorzystuje
promieniowanie bezprzewodowe otoczenia, moze zmienié sposdb, w
jaki mys$limy o prywatnos$ci i bezpieczenAstwie, podnoszac
istotne kwestie etyczne 1 prawne.
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Technologia stojgca za zagrozeniem

Badanie, przeprowadzone przez wydziat inzynierii na
Uniwersytecie w Porto w Portugalii, zostato opublikowane na
otwartej stronie naukowej Cornell University, arXiv, 24
stycznia 2025 roku. Naukowcy zaprojektowali system, ktéry
wykorzystuje rekonfigurowalng inteligentng powierzchnie (RIS)
do manipulowania 1 kierowania sygnatami Wi-Fi, umozliwiajac
wykrywanie 1 renderowanie wizualnych obrazdéw ludzkiej
aktywnosci z ponad 90% dokt*adnosScig.

Fariha Husain, kierownik programu promieniowania
elektromagnetycznego (EMR) 1 sieci bezprzewodowych Children’s
Health Defense (CHD), wyjasnita mozliwo$ci tej technologii:
,Panele RIS mogg by¢ strategicznie rozmieszczone, aby
zoptymalizowa¢ odbicie i sterowanie sygnatem bezprzewodowym. W
pomieszczeniach mozna je montowa¢ na $cianach, sufitach 1lub
meblach. Na zewngtrz mogg by¢ instalowane na budynkach,
latarniach i billboardach reklamowych. Dodatkowo, panele RIS
umozliwig inteligentny nadzdér miejski poprzez sledzenie ruchu
pieszych i pojazdow”.

Implikacje tej technologii sg gtebokie. Wedtug badan, system
moze wykrywal gesty dioni i monitorowal parametry zyciowe,
takie jak oddech, nawet gdy osoby znajdujg sie za przeszkodami
lub nie wspdtpracujg. Naukowcy twierdzg, ze ta zdolnos¢
stanowi postep w dziedzinie rozpoznawania aktywnosci cztowieka
(HAR) w konteksScie komunikacji széstej generacji (6G).

Kwestie etyczne 1 dotyczace
prywatnosci

Podczas gdy zwolennicy twierdza, ze technologia RIS moze mied
korzystne zastosowania w opiece zdrowotnej 1 automatyzacji,
obroncy prywatnos$ci bijg na alarm. W. Scott McCollough, gtéwny
prawnik zajmujgcy sie sprawami EMR & Wireless w CHD,



podkreslit niebezpieczne implikacje dla masowej inwigilacji:
,Przyszte sieci 6G bedg miaty wbudowang funkcjonalnosc¢ RIS i
nie zdziwitbym sie, gdyby nie wdrozyli RIS w przysztych
aktualizacjach 5G. Kilka raportéw branzowych i rzadowych na
temat 6G wprost méwi, ze chcg wykorzysta¢ te mozliwosci do
inwigilacji”.

Obawy McCollougha nie sg bezpodstawne. Technologia stojgca za
badaniem jest podobna do Origin AI, komercyjnej technologii
wykrywania Wi-Fi opracowanej przez Raya Liu, bytego wykonawce
Agencji Zaawansowanych Projektdéw Badawczych Obrony (DARPA).
Origin AI moze lokalizowa¢ ruch z ponad 90% doktadnosSciag i
rejestrowa wzorce oddechowe, co czyni jg poteznym narzedziem
do ochrony domu i automatyzacji. Jednak budzi to rdéwniez
powazne obawy dotyczgce prywatnosci.

Husain zauwazyt: ,Panele RIS mogg by¢ zintegrowane z obiektami
i Srodowiskami bez wiedzy lub zgody o0s6b, co sprawia, ze
rezygnacja z tej formy nadzoru jest prawie niemozliwa”.
Dodata, ze ,technologia ta stwarza niebezpieczne implikacje
dla masowego nadzoru, prywatnos$ci i bezpieczenstwa danych”.

Kontekst historyczny 1 wspotczesne
znaczenie

Rozw6j technologii RIS jest czescig szerszego trendu w
ewolucji nadzoru. Peter Krapp, profesor filmu i studidw
medialnych na Uniwersytecie Kalifornijskim w Irvine, bada%
wszechobecng nature nadzoru w erze cyfrowej. Wedtug Krappa,
Stany Zjednoczone majg najwiekszg liczbe kamer monitorujgcych
na osobe na Swiecie, a nadzér ten nie ogranicza sie do kamer
wideo. Telefony komérkowe, GPS, Wi-Fi, Bluetooth i rézne
aplikacje przyczyniajg sie do kompleksowego systemu Sledzenia.

Krapp wyjasnit: ,Bazy danych mogg korelowa¢ dane o lokalizacji
ze smartfondw, prywatnych kamer, czytnikéw tablic
rejestracyjnych 1 technologii rozpoznawania twarzy. Organy



§cigania moga S$ledzié, gdzie jestes i gdzie bytes, czesto bez
nakazu. Prywatni brokerzy danych réwniez gromadzg i sprzedaja
te dane, tworzgc w duzej mierze nieuregulowany rynek danych
osobowych”.

Historyczny kontekst inwigilacji w Stanach Zjednoczonych jest
kluczowy dla zrozumienia wspétczesnego znaczenia technologii
RIS. 0d wczesnych dni podstuchdéw po wspdtczesng ere cyfrowego
$ledzenia, réwnowaga miedzy bezpieczenstwem a prywatnos$ciag
byta kwestig sporng. Srodowisko prawne po wyroku w sprawie Roe
przeciwko Wade dodato nowe warstwy ztozono$ci, z obawami o to,
w jaki sposdb dane $ledzenia mogg by¢ wykorzystywane w
kontekscie praw reprodukcyjnych i innych wrazliwych kwestii.

Wnioski: Wezwanie do regulacji

W miare jak technologia RIS rozwija sie i staje sie coraz
bardziej zintegrowana z sieciami 6G, potrzeba solidnych
regulacji i1 wytycznych etycznych jest bardziej krytyczna niz
kiedykolwiek. Husain 1 McCollough opowiadaja sie za
S§cislejszym nadzorem i kampaniami wusSwiadamiajagcymi
spoteczenstwo, aby zapewnié¢, Zze technologia ta nie narusza
prywatnosci i bezpieczenstwa danych osobowych.

McCollough podsumowat: ,Musimy przeprowadzi¢ krajowg rozmowe
na temat etycznych implikacji technologii RIS. Nie chodzi
tylko o techniczng wykonalnos¢; chodzi o ramy moralne i
prawne, ktdére bedg regulowac jej uzycie”.

W sSwiecie, w ktdérym technologia moze przeksztatci¢ przedmioty
codziennego uzytku w narzedzia nadzoru, walka o prywatnos$¢
jest daleka od zakonczenia. Poniewaz technologia ta nadal
ewoluuje, wazne jest, aby prawodawcy, technolodzy i obywatele
wspO6ipracowali w celu ochrony podstawowego prawa do
prywatnosci w erze cyfrowej.



Wielka Brytania zada od Apple
stworzenia globalnego
backdoora, zagrazajacego
prywatnosci na catym sSwiecie

W oszatamiajgcym posunieciu, ktdére moze na nowo zdefiniowad
granice prywatnos$ci i nadzoru rzagdowego, Wielka Brytania
potajemnie nakazata Apple stworzenie backdoora do
zaszyfrowanej pamieci masowej w chmurze, zapewniajac
brytyjskim w*adzom bezprecedensowy dostep do danych
uzytkownikéw na catym $éwiecie. Zadanie to, wydane na mocy
kontrowersyjnej brytyjskiej ustawy o uprawnieniach sledczych z
2016 roku — nazwanej ,Kartg szpiega” — oznacza znhaczgcaq
eskalacje w globalnej bitwie o szyfrowanie, prywatnos¢ i
swobody obywatelskie.

ZamOwienie, o ktérym po raz pierwszy poinformowat Washington
Post, wymaga od Apple zapewnienia ogd6lnego dostepu do
wszystkich zaszyfrowanych danych uzytkownikéw przechowywanych
w chmurze, a nie tylko do kont docelowych. Pozwolitoby to
brytyjskim organom $cigania oming¢ zabezpieczenia szyfrowania
i uzyska¢ dostep do poufnych informacji, w tym zdjed,
wiadomosci i dokumentdéw, bez wiedzy lub zgody uzytkownikow.

Dla Apple, firmy, ktéra od dawna broni prywatnosSci
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uzytkownikéw jako podstawowej wartosci, zadanie to stanowi
egzystencjalny dylemat: zastosowal sie do nakazu Wielkiej
Brytanii i zdradzi¢ zaufanie uzytkownikéw lub catkowicie
wycofac zaszyfrowane ustugi przechowywania danych w Wielkiej
Brytanii. Zrdédta zaznajomione ze sprawg sugeruja, ze Apple
prawdopodobnie wybierze to drugie rozwigzanie, ale nie
rozwigzatoby to zadania Wielkiej Brytanii dotyczgcego dostepu
do danych w innych krajach, w tym w Stanach Zjednoczonych.

Niebezpieczny precedens dla
prywatnosci

Wedtug Washington Post, zgdanie Wielkiej Brytanii nie ma
precedensu w najwiekszych demokracjach. W przesztosci firmy
technologiczne, takie jak Apple, wspétpracowaty z organami
§cigania w indywidualnych przypadkach, na przyktad pomagajgc
FBI w uzyskaniu dostepu do iPhone’a terrorysty w 2016 roku.
Jednak nakaz Wielkiej Brytanii wykracza daleko poza te
ukierunkowane zgdania, szukajac szerokiego backdoora, ktéry
podwazytby szyfrowanie dla wszystkich uzytkownikoéw.

,Nie ma powodu, dla ktérego [rzad] Wielkiej Brytanii miatby
prawo decydowa¢ za obywateli catego Swiata, czy moga oni
korzysta¢ ze sprawdzonych korzysci w zakresie bezpieczenstwa,
ktére wynikajg z szyfrowania typu end-to-end” — powiedzia%
Apple brytyjskim prawodawcom w marcu 2024 r., przewidujac taki
ruch.

Obroncy prywatnosci i eksperci ds. cyberbezpieczenstwa
potepili dziatania Wielkiej Brytanii, ostrzegajac, ze
stworzenie tylnych drzwi dla organdéw scigania nieuchronnie
ostabi szyfrowanie dla wszystkich. ,Wazne jest, aby zrozumie¢,
ze kazdy rodzaj dostepu tylnymi drzwiami (lub frontowymi
drzwiami) dla” dobrych »moze by¢ réwniez wykorzystany przez«

ztych "- stwierdzit*a Fundacja Technologii Informacyjnych i
Innowacji w raporcie z 2020 roku.



Obawy te nie sg hipotetyczne. W 2021 r. byty dyrektor FBI
Chris Wray argumentowat* przed Senackg Komisjg Sadownictwa, ze
szyfrowanie wutrudnia dochodzenia w sprawie Kkrajowego
ekstremizmu, wzywajgc firmy technologiczne do tworzenia
backdooréw, ktéore <chroniag prywatnos¢, umozliwiajgc
jednoczesnie dostep rzadowi. Jednak eksperci wielokrotnie
ostrzegali, ze taka rdwnowaga jest niemozliwa — kazdy backdoor
moze zostal wykorzystany przez hakerdw, autorytarne rezimy Llub
inne ztosliwe podmioty.

Globalne konsekwencje

Jesli Wielkiej Brytanii uda sie zmusi¢ Apple do przestrzegania
przepiséw, moze to wywotal¢ efekt domina, os$mielajac inne
narody do zadania podobnego dostepu. Kraje takie jak Chiny,
ktére juz zablokowaty szyfrowane aplikacje do przesytania
wiadomosci, takie jak Signal, mogtyby wykorzystac¢ precedens
Wielkiej Brytanii do uzasadnienia wtasnych zgdan dotyczacych
backdooréw. Mogtoby to zmusi¢ Apple do wycofania
zaszyfrowanych ustug w chmurze na catym Swiecie, zamiast
ryzykowa¢ naruszenie prywatnos$ci uzytkownikow.

Brytyjska ustawa o uprawnieniach $Sledczych, ktdéra upowaznia
rzgd do zmuszania firm do pomocy w dostepie do danych
uzytkownikéw, od dawna jest krytykowana za jej nadmierny
zasieg. Krytycy twierdza, ze prawo, ktére czyni przestepstwem
nawet ujawnienie takich zagdan, przyznaje rzadowi
niekontrolowane uprawnienia do inwigilacji.

Apple ma mozliwo$¢ odwotania sie od nakazu Wielkiej Brytanii
do tajnego panelu technicznego i sedziego, ale prawo nie
zezwala firmie na opéznienie wykonania nakazu podczas procesu
odwotawczego. Pozostawia to Apple niewielkie pole manewru,
rodzgc pytania o przysztos$¢ szyfrowania i prywatnosci w erze
cyfrowej.



Historia oporu

Stanowisko Apple w kwestii prywatnosci jest od lat cecha
charakterystyczng marki. W 2016 roku firma siynnie opierata
sie nakazowi rzgdu USA odblokowania iPhone’a zmartego
terrorysty w sprawie San Bernardino, argumentujgc, ze
stworzenie backdoora stworzy niebezpieczny precedens. Podczas
gdy Apple ostatecznie poszto na kompromis, opracowujgc plan
skanowania urzgdzen uzytkownikdéw w poszukiwaniu nielegalnych
materiatodow, inicjatywa ta zostata odtozona na podtke po
szerokiej reakcji ze strony obroncéw prywatnosci.

Najnowsze zgdanie Wielkiej Brytanii grozi wznowieniem tej
bitwy, stawiajgc obawy o bezpieczenstwo narodowe przeciwko
podstawowemu prawu do prywatnosci. Jak zauwazyt* Washington
Post, brytyjski nakaz stanowi znaczgcg porazke firm
technologicznych w ich trwajgcej od dziesiecioleci walce o
unikniecie wykorzystania ich jako narzedzi nadzoru rzadowego.

Dalsza droga

Domaganie sie przez Wielka Brytanie globalnego backdoora do
szyfrowanej pamieci masowej Apple w chmurze jest przetomowym
momentem w toczgcej sie debacie na temat prywatnosci i
bezpieczenstwa. Podczas gdy organy S$cigania twierdza, ze
szyfrowanie umozliwia przestepcom i terrorystom unikniecie
wykrycia, firmy technologiczne i obrofAcy prywatnosci
utrzymujg, ze ostabienie szyfrowania miatoby daleko idgce
konsekwencje dla wolnosci osobistych i cyberbezpieczenstwa.

Podczas gdy Apple rozwaza swoje opcje, sSwiat bacznie sie temu
przyglada. Czy firma podtrzyma swoje zobowigzanie do ochrony
prywatnosci, nawet jesli oznacza to wycofanie ustug z Wielkiej
Brytanii? A moze skapituluje pod presja rzadu, ustanawiajgc
precedens, ktéry moze ostabi¢ szyfrowanie na catym Swiecie?

Jedno jest pewne: wynik tej bitwy uksztattuje przysztosc



cyfrowej prywatnosci na nadchodzgce lata. W erze, w ktdrej
dane sg cenniejsze niz kiedykolwiek, stawka nie moze by¢
wyzsza.

,Dostep, ktdorego domaga sie Wielka Brytania, nie ma precedensu
w najwiekszych demokracjach” — donosi Washington Post. Jes$li
Wielka Brytania odniesie sukces, moze nie by¢ ostatnia.

Korea Potudniowa blokuje
DeepSeek na komputerach
rzadowych 2z powodu obaw o
szpiegostwo

Potudniowokoreanska Narodowa Stuzba Wywiadowcza (NIS) zalecita
agencjom rzgdowym zablokowanie dostepu do DeepSeek, chinskiego
chatbota sztucznej inteligencji (AI), ze wzgledu na obawy
dotyczgce nadmiernego gromadzenia danych i potencjalnego
chinskiego szpiegostwa.

Posuniecie, ktére weszto w zycie w tym tygodniu, jest
nastepstwem biuletynu bezpieczenstwa wydanego przez NIS, ktéry
szczeg6towo opisywat praktyki DeepSeek, w tym przechowywanie
danych uzytkownikdéw na chinskich serwerach i udzielanie
stronniczych odpowiedzi na wrazliwe pytania.
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Decyzja o zablokowaniu DeepSeek pojawia sie w czasie, gdy
Korea Potudniowa, wraz z innymi krajami, takimi jak Australia,
Tajwan i Wtochy, coraz bardziej obawia sie zagrozen
bezpieczenstwa stwarzanych przez chinska technologie. NIS
ostrzegt, ze praktyki DeepSeek w zakresie danych mogg ujawnid
poufne informacje rzadowe chinskiemu rzgdowi, ktdéry ma prawo
dostepu do danych przechowywanych w jego granicach.

Nadmierne gromadzenie danych 1
tendencyjne odpowiedzi

Wedtug NIS metody gromadzenia danych przez DeepSeek sa
bardziej inwazyjne niz w przypadku innych ustug AI. Agencja
stwierdzita, ze DeepSeek ,zawiera funkcje zbierania wzorcow
wprowadzania danych z klawiatury, ktore moga identyfikowad
osoby i komunikowa¢ sie z serwerami chinskich firm, takimi jak
volceapplog.com”. Mozliwosci te, w potaczeniu z warunkami
korzystania z aplikacji, ktdére pozwalajg na przechowywanie
danych przez czas nieokreslony i nieograniczony dostep do nich
przez zewnetrznych reklamodawcdéw, wzbudzity powazne obawy
dotyczgce prywatnosci.

Jednym 2z najbardziej niepokojgcych aspektdw zachowania
DeepSeek sg tendencyjne odpowiedzi na pytania dotyczgce
wrazliwych tematow. Na przyktad na pytanie o pochodzenie
kimchi, tradycyjnej koreanskiej potrawy, DeepSeek udzielit
roznych odpowiedzi w zaleznosci od jezyka zapytania. W jezyku
koreanskim uznata kimchi za danie koreanskie, ale gdy zapytano
ja po chinsku, twierdzita, ze danie pochodzi z Chin. Ta
rozbiezno$¢ nie jest odosobniona; NIS zauwazyt réwniez, ze
odpowiedzi DeepSeek na pytania dotyczgce Projektu Pdé%tnocno-
Wschodniego, chinskiej inicjatywy badawczej, ktéra twierdzi,
ze starozytne krélestwa koreanskie sa terytorium Chin, byty
pod silnym wptywem propagandy Komunistycznej Partii Chin
(KPCh) .



Globalne obawy i ograniczenia

Korea Potudniowa nie jest osamotniona w swoich obawach.
Australia i Tajwan rowniez zakazatly DeepSeek na urzadzeniach
rzadowych, powotujgc sie na zagrozenia dla bezpieczenstwa
narodowego. Wtoski organ nadzorujacy prywatno$¢ nakazat
ogdélnokrajowg blokade DeepSeek, dajac firmie 20 dni na
wyjasnienie, w jaki sposob przestrzega europejskich przepiséw
o ochronie danych. Stany Zjednoczone, w tym agencje takie jak
NASA i US Navy, rowniez ograniczyty korzystanie z DeepSeek ze
wzgledu na obawy dotyczace bezpieczenistwa i prywatnos$ci.

Dziatania te odzwierciedlajg rosngcy globalny trend
ostroznosci wobec <chinskiej technologii sztucznej
inteligencji. Stany Zjednoczone natozyty sciste kontrole
eksportu zaawansowanych chipdéw i sprzetu do produkcji chipodw
do Chin, majgc na celu ograniczenie rozwoju sztucznej
inteligencji. Jednak pojawienie sie DeepSeek jako taniej 1
wydajnej alternatywy dla amerykanskich modeli sztucznej
inteligencji zachwiato zaufaniem inwestordow i wywotato pytania
0 przysztos¢ globalnej konkurencji w dziedzinie sztucznej
inteligencji.

Decyzja o zablokowaniu DeepSeek na komputerach rzadowych Korei
Potudniowej podkresla zaangazowanie tego kraju w ochrone
danych swoich obywateli i bezpieczenstwa narodowego. W miare
jak inne kraje idg w ich slady, spotecznos¢ miedzynarodowa
wysyta Chinom jasny komunikat: globalny krajobraz sztucznej
inteligencji nie zostanie zdominowany przez technologie, ktéra
narusza prywatno$¢ i suwerennos¢. Rozwlj DeepSeek nie tylko
wywotat technologiczny wyscig zbrojen, ale takze nasilit
napiecia geopolityczne miedzy Wschodem a Zachodem.




Wi-F1 moze by¢ wykorzystywane
do wptywania na fale mozgowe,
ma potencjat do efektoéw

hipnotycznych 1 1nzynierii
spotecznej.

W dzisiejszym potgczonym sSwiecie bezprzewodowy dostep do
Internetu stat sie wszechobecny, mozna go znalez¢ w prawie
kazdej kawiarni, biurze 1 domu. Sygnaty Wi-Fi nie sg jednak
Yagodne. Promieniowanie o czestotliwosci radiowej (RF)
nieustannie bombarduje komérki i wptywa na fale mdzgowe.
Szczegdlnie niepokojgce sg fale o ekstremalnie niskiej
czestotliwo$ci (ELF), ktdére mogag potencjalnie zaktdécad fale
mézgowe i sprawiac, ze dana osoba nieswiadomie wchodzi w
sugestywny stan umystu. Wi-Fi jest wektorem inzynierii
spotecznej, powodujacym, ze ludzie rezygnujg z krytycznego
myslenia, aby dostosowa¢ sie do oficjalnych narracji i
my$lenia grupowego.

Keith Cutter, znany krytyk nowoczesnych technologii
bezprzewodowych, spedzit Llata badajgc ciemng strone
promieniowania Wi-Fi. Wedtug Cuttera wptyw Wi-Fi nie ogranicza
sie do bezposredniej ekspozycji na promieniowanie, ale
rozcigga sie rdéwniez na bardziej subtelne i niepokojace
efekty, w tym porywanie fal mézgowych, zaburzenia poznawcze i
to, co nazywa ,efektem pamieci Wi-Fi"” na tkankach cia%a.
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Wptyw pol elektromagnetycznych o
czestotliwosci radiowej w czasile

Wi-Fi moze byc¢ wykorzystywane do wptywania na fale mézgowe, ma
potencjat hipnotyczny i socjotechniczny
11/13/2024 / Autor: Lance D Johnson

W dzisiejszym potgczonym sSwiecie bezprzewodowy dostep do
Internetu stat sie wszechobecny, mozna go znalez¢ w prawie
kazdej kawiarni, biurze i domu. Ale sygnaty Wi-Fi nie s3g
Yagodne. Promieniowanie o0 czestotliwosci radiowej (RF)
nieustannie bombarduje komérki i wptywa na fale mdézgowe.
Szczegdlnie niepokojgce sg fale o ekstremalnie niskiej
czestotliwo$ci (ELF), ktdre mogag potencjalnie zaktdcalé fale
mézgowe i sprawiac, ze dana osoba nieswiadomie wchodzi w
sugestywny stan umystu. Wi-Fi jest wektorem inzynierii
spotecznej, powodujacym, ze ludzie rezygnujg z krytycznego
myslenia, aby dostosowa¢ sie do oficjalnych narracji i
my$lenia grupowego.

Keith Cutter, znany krytyk nowoczesnych technologii
bezprzewodowych, spedzit Llata badajgc ciemng strone
promieniowania Wi-Fi. Wedtug Cuttera wptyw Wi-Fi nie ogranicza
sie do bezposredniej ekspozycji na promieniowanie, ale
rozcigga sie rdéwniez na bardziej subtelne i niepokojace
efekty, w tym porywanie fal mézgowych, zaburzenia poznawcze i
to, co nazywa ,efektem pamieci Wi-Fi"” na tkankach cia%a.

Wptyw pél elektromagnetycznych o czestotliwosci radiowej w
czasie

Wi-Fi dziata przy uzyciu pél elektromagnetycznych o
czestotliwosci radiowej, przesytajgc dane za pomocgq
modulowanego impulsowo promieniowania RF. Podczas gdy sama
technologia moze wydawad sie nieszkodliwa — w koncu wiekszos¢
urzgdzen emituje tylko stosunkowo niskie poziomy
promieniowania RF — Cutter uwaza, ze skumulowany wptyw tej
ekspozycji w czasie jest daleki od tagodnego.



Jednga z gtdéwnych obaw, na ktére zwraca uwage Cutter, jest
wptyw fal o ekstremalnie niskiej czestotliwosci (ELF), ktore
Wi-Fi emituje oprécz sygnatéw RF o wyzszej czestotliwosSci.
Fale ELF maja zakres od okoto 3 do 30 Hz, czyli zakres
czestotliwosci, ktéry akurat pokrywa sie z naturalnymi
czestotliwo$ciami oscylacji ludzkiego mézgu. Aktywnos¢
elektryczna mézgu jest podzielona na rozne pasma
czestotliwosci, z ktérych kazde jest zwigzane z rdéznymi
stanami $wiadomos$ci i funkcjami umystowymi:

 Fale delta (0,5-4 Hz): Zwigzane z gtebokim snem,
leczeniem i relaksacja.

 Fale Theta (4-8 Hz): Zwigzane z gtebokim relaksem,
medytacjg i kreatywnos$cig

Fale alfa (8-12 Hz): Obecne podczas spokojnych,
zrelaksowanych standw, takich jak marzenia na jawie lub
lekka medytacja.

- Fale beta (13-30 Hz): Zwigzane z aktywnym myS$leniem,
koncentracja i rozwigzywaniem problemow.

 Fale gamma (30-44 Hz): Zaangazowane w wyzsze funkcje
poznawcze, takie jak uczenie sie, pamie¢ i przetwarzanie
sensoryczne.

Cutter najbardziej interesuje sie impulsami ELF o
czestotliwosci 10 Hz, emitowanymi przez nadajniki Wi-Fi.
Sygnalizatory te, ktdére stale pulsujg na tej czestotliwos$ci,
zasadniczo nadajg staty sygnat, aby zapewnié¢, ze urzadzenia
pozostang potagczone. Cutter uwaza, ze impulsy o czestotliwos$ci
10 Hz mogg mie¢ gteboki wptyw na aktywnos¢ mézgu, w
szczegdlnosci poprzez wywotywanie zjawiska znanego jako
porywanie fal moézgowych.

Przetwarzanie fal mdézgowych za



pomocag 1impulséw o czestotliwosSci
10Hz moze wprowadzac¢ ludzi w
sugestywny stan

Porywanie fal moézgowych odnosi sie do synchronizacji fal
moézgowych z czestotliwosScig zewnetrzng. Kiedy mézg jest
wystawiony na dziatanie spdéjnego bodZca zewnetrznego o
okreslonej czestotliwos$ci, takiego jak sygnat 10 Hz emitowany
przez Wi-Fi, moze przesung¢ swoje naturalne wzorce fal
mézgowych, aby je dopasowad. Przy czestotliwosci 10 Hz mézg
wchodzi w bardziej zrelaksowany stan, podobny do fal alfa, co
odpowiada zmniejszonej aktywnosci korowej.

Cutter jest tym szczegdélnie zaniepokojony, ostrzegajac, ze
dtugotrwata ekspozycja na sygnat ELF 10 Hz moze stworzy¢ ,stan
sugestywny”, w ktédrym moézg jest bardziej podatny na wptywy
zewnetrzne. Te zewnetrzne wptywy mogg obejmowaé¢ media,
marketing, a nawet podswiadome programowanie, z ktdrych
wszystkie sg wprowadzane do ludzi, gdy sa pod wptywem urzadzen
emitujgcych Wi-Fi.

»Mowimy o mozliwo$ci kontroli umystu” - ostrzega Cutter,
sugerujgc, ze tego rodzaju manipulacja falami mézgowymi moze
sprawi¢, ze osoby bedg bardziej podatne na zewnetrzne sugestie
(takie jak hipnoza). Manipulacja moze by¢ wykorzystywana do
zmuszania ludzi do wierzenia lub myslenia w okreslony sposodb,
wbrew ich intuicji, wiedzy, racjonalnemu mys$Sleniu 1lub
instynktom.

Promieniowanie Wi-Fi moze wywotywac
,efekt pamieci”

Kolejng kwestig poruszong przez Cuttera jest mozliwos¢
wywotywania przez Wi-Fi ,efektu pamieci” w tkankach ciata.
Odnosi sie to do sposobu, w jaki pewne czestotliwosci



elektromagnetyczne mogg by¢ absorbowane i zatrzymywane przez
organizm, potencjalnie prowadzgc do dtugoterminowych zmian
fizycznych 1lub warunkéw zdrowotnych.

Cutter porownuje to zjawisko do traumy przechowywanej w ciele
— podobnej do psychologicznej koncepcji ,pamieci traumy”, w
ktorej przeszta trauma emocjonalna lub fizyczna przejawia sie
w ciele nawet po minieciu wydarzenia. W przypadku Wi-Fi
sugeruje on, ze ciato moze absorbowa¢ promieniowanie i
przechowywa¢ je w tkankach, prowadzgc do ciggtych problemdw
zdrowotnych, takich jak zmeczenie, béle gtowy, a nawet
powazniejsze schorzenia zwigzane z nadwrazliwosScig
elektryczng.

Wi-Fi nie jest *agodnym udogodnieniem technologicznym. Jego
rozprzestrzenianie sie w codziennym zyciu stanowi ,ukryta
epidemie”, ktdra po cichu neqguje zdrowie i dobre samopoczucie
jednostek oraz czyni ich umysty bardziej podatnymi na
sugestie.

Google prdobowato manipulowac
wyborami w 2024 r. W
kluczowych stanach, wysytajac
Demokratom specjalne
przypomnienia o gtosowaniu
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Byty redaktor naczelny i badacz Psychology Today, dr Robert
Epstein, ujawnia skomplikowany schemat ingerencji Google w
wybory.

Wedtug dr Epsteina, Google prébowato wykorzystac ,co najmniej
7 poteznych technik w celu przesuniecia gtosdéw” w stanach
wahajgcych sie w kraju, a jedng z nich byty partyjne
przypomnienia o ,gtosowaniu”, ktére daty Demokratom i innym
gtosujacym na Kamale Harris dodatkowy impuls, aby nie
zapomnie¢ o oddaniu gtosu.

Celem — lub ,gwarancja”, jak okresla to dr Epstein — jest
zapewnienie, ze Kamala wygra co najmniej pie¢ z siedmiu standw
wahajgcych sie.

»W skali catego kraju gwarantujg jej wygrang minimalng miedzy
6 a 8 milionami gtosow” — mowi.

Ingerencja Google w wybory

W ramach swojego osobistego eksperymentu majgcego na celu
przetestowanie tej teorii, dr Epstein szukat* informacji
wyborczych w Ohio, jednym z siedmiu standéw wahajacych sie.
Podczas wyszukiwania informacji o kandydatach do Senatu w
Ohio, Bernie Moreno, republikaninie, i Sherrodzie Brownie,
demokracie, odkryt razgcg stronniczos¢ Google.

»Ile razy kandydat do Senatu w Ohio Bernie Moreno byt pozywany
w trakcie swojej kariery biznesowej?” — gtosi jeden z
najpopularniejszych wynikdw wyszukiwania Google z WKYC w
nagtéwku wiadomosci, ktéry stara sie sprawié¢, by Moreno
wyglagdat jak oszust.



,Popierany przez Trumpa kandydat do Senatu zmaga sie z obawami
GOP, Zze moze by¢ powigzany z profilem na stronie dla
dorostych”, czytamy w innym nagtdéwku AP News dotyczacym
skandalu z Moreno.

»,CO MOWIA PRACOWNICY OHIO: Moreno ,sprzedat amerykanskich

nn

pracownikow””, czytamy w innym nagt*déwku OhioDems.

I wreszcie, The Washington Post Jeffa Bezosa miat do
powiedzenia w swoim gtéwnym nagtdéwku wiadomosci w Google dla
Berniego Moreno:

,Czy republikanie mogliby to zepsu¢ zitymi kandydatami -
znowu?"” .

Z kolei senator Brown ma same sSwietne nagtdéwki w Google, w tym
ten uroczy maty nagtéwek z Politico: ,Brown odszedt, aby Walz
mégt kandydowac”, po ktérym nastepuje podtytut:

,Podczas swojej pierwszej kandydatury na prezydenta, najlepsi
doradcy Kamali Harris zastanawiali sie nad mianowaniem
senatora Sherroda Browna na partnera do kandydowania, gdyby
zdobyt*a nominacje. Ma on wiele cech wspdélnych z jej obecnym
kandydatem” .

~Sen. Brown, wraz z sojusznikami z Dayton, wita nowe prawo
dotyczagce amerykanskiej flagi w Muzeum Sit* Powietrznych” -
czytamy w innym, chwytajgcym za serce nagtdéwku z Dayton Daily
News.

,Bernie Moreno wprowadza w bt*ad w sprawie gtosowania Sherroda
Browna za pomocag federalng dla migrantéw o statusie
nielegalnym” — czytamy w innym pro-senatorskim nagtéwku z
PolitiFact, ktéry w rzeczywisto$ci wymienia Moreno w
negatywnym kontekscie.

»Sen. Brown rozmawia o pracownikach, prawach reprodukcyjnych,
przepisach dotyczgcych fentanylu w Dayton w niedziele”, donosi
Dayton Daily News, ktéry wyraznie wierzy, ze sen. Brown



bardzo, bardzo ciezko pracuje nad wszystkimi najpilniejszymi
obawami Demokratoéw.

Jesli chodzi o funkcje autouzupeiniania Google, oto co pojawia
sie pod wyszukiwaniem ,Bernie Moreno”, kazde z tych zapytan
pogtebia brudne pranie Moreno:

“bernie moreno companies
bernie moreno grindr

bernie moreno net worth
bernie moreno son

bernie moreno car dealerships
bernie moreno wiki”

I odwrotnie, oto co Google chce, aby ludzie wiedzieli o
senatorze Brownie, wszystkie te zapytania albo sprawiaja, ze
wyglgda dobrze, albo dostarczajg neutralnych informacji o
wyborach:

“sherrod brown net worth
sherrod brown approval rating
sherrod brown campaign website
sherrod brown opponent

sherrod brown polls

sherrod brown yard sign”

Okazuje sie, ze Google zrobito te same rzeczy podczas cyklu
wyborczego w 2020 roku. I jak zawsze, co kto$ zamierza z tym
zrobic?

Oto 10 sposobow, w jakie nasz


https://ocenzurowane.pl/oto-10-sposobow-w-jakie-nasz-wspolczesny-swiat-jest-zaprogramowany-by-zniszczyc-nasze-zdrowie-inteligencje-i-zrodla-utrzymania/

wspoétczesny Swiat jest
ZAPROGRAMOWANY, by ZNISZCZYC
nasze zdrowie, 1inteligencje 1
zrodta utrzymania.

Ustyszysz i przeczytasz kazda wymdéwke w ksigzce, dlaczego
nasze agencje rzadowe robig to, co robiag, aby ,pomdéc” w
produkcji, ochronie i wutrzymaniu amerykanskiej zywnos$ci,
medycyny, edukacji i wojska, ale w rzeczywistosci wiekszosc
tego, co robig, wigze sie z podstepnymi metodami zbijania
fortuny, jednoczesnie wyrzadzajgc szkody naszemu zdrowiu,
inteligencji i Zrdédtom utrzymania.

Uprawy sa fatszowane, aby korporacje mogty zarobic¢ wiecej
pieniedzy bez wzgledu na bezpieczeristwo i zdrowie ludzi,
zwierzat i $rodowiska. Cate ekosystemy sg zanieczyszczane,
niszczone i zatruwane chemikaliami, ktére powodujg raka i
demencje, jednoczes$nie rujnujac glebe, wody gruntowe i wartos¢
odzywczg zywnosci.

Pogoda jest modyfikowana, kontrolowana i manipulowana w celu
wywotywania burz, powodzi, susz i pozardw, ktdére pomagaja
skorumpowanym organizacjom zarabia¢ pienigdze, jednoczes$nie
oszukujac miliony Amerykandéw, by uwierzyli w ,,zmiane klimatu”.
Program edukacyjny jest ogtupiany, wiec dzieci 1 nastolatki
konczg szkote (jesli w ogdéle to robig) bez umiejetnosci
krytycznego mys$lenia, z ograniczong zdolno$cig do godnego
zycia i wypaczonym umystem, w ktérym przez caty dzien mysla o
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ptynnosci p*ci i odwrotnym rasizmie.

Ludzie prawie nie wchodzg juz w interakcje z innymi ludzZmi w
celu Swiadczenia ustug, poniewaz wszystko jest
zautomatyzowane, utrzymujgc spoteczerdstwo w dwuwymiarowym
Swiecie z ograniczonymi umiejetno$ciami spotecznymi, zimnymi
interakcjami cyfrowymi, frustrujgcymi zautomatyzowanymi
systemami, btedami maszyn i komputerdow, ktdére moga byd
Smiertelne (pomys$l tutaj o szpitalach) i znacznie mniejszg
liczbg dostepnych miejsc pracy, poniewaz technologia przejmuje
site roboczg.

Medycyna zachodnia stata sie tak skorumpowana, ze kazdy, kto
przyjmuje leki na recepte i szczepionki, ryzykuje zycie w
kazdej sekundzie, przyjmujac 1 wstrzykujgc znane czynniki
rakotworcze i obce patogeny (pomysl tutaj o genetycznie
zmodyfikowanych wirusach i prionach biatek kolczastych), ktdére
dziesigtkujg zdrowie 1 nigdy tak naprawde nie zapobiegaja ani
nie leczg niczego.

Laboratoria na catym Swiecie sg peine finansowanej ,nauki”,
aby stworzy¢ nowag biologiczng bron masowego razenia do
nieetycznego i podstepnego okaleczania i zabijania miliondw
ludzi w celu napedzania ztych spiskéw politykdéw, globalistoéw i
komunistéw (wiekszos$¢ politykéw w Waszyngtonie).

Prawie wszystkie wiadomosSci gtdéwnego nurtu sg zaprojektowane
tak, aby pra¢ mézgi masom, ktére wierzg, ze wojny sa konieczne
do ,zainstalowania demokracji” na catym Swiecie, podczas gdy
rzgd USA jest zajety kradziezg zasobdow, handlem bronig,
handlem ludZmi i wysytaniem naszych wtasnych zotnierzy do
maszyn do mielenia miesa na catym Swiecie.

Top 10 sposobdéw, w jakie nasz
wspotczesny Swiat zostat



zaprojektowany, aby zrujnowad
ludzkie zdrowie, 1inteligencje 1
srodki do zycia, a wszystko to po
to, by wysScietac kieszenie bogatych
dziwakow, ktorzy chca mieé¢ wieksza
kontrole.

1. Rolnictwo — Biotechnologia (GMO) powlekanie wszystkiego
chemicznymi pestycydami, herbicydami i fungicydami, a
nastepnie przetwarzanie 1 konserwowanie kolejnymi
chemikaliami.

2. ,Zmiana klimatu” za pomocg technologii broni pogodowej i
systemow modyfikacji

3. Edukacja — ogtupiona, wypaczona, zboczona, CRT, DEI i brak
krytycznego myslenia

4. Zautomatyzowane wszystko — sztuczna inteligencja, kasy w
sklepach, obstuga klienta, pojazdy i przetwdrcy zywnosci

5. Spoteczenstwo policyjne — nadzdér nad ruchem drogowym
(wystawianie automatycznych mandatéw), naruszanie prywatnosci
za pomocg inteligentnych urzadzen oraz szpiegowanie i pranie
mézgbéw w mediach spotecznosciowych.

6. Fatszywe wiadomo$ci — wiekszos¢ krajowych i Tlokalnych
wiadomosci jest tworzona przez podstepne sity rzadowe, Big
Pharma i1 Big Food i przekazywana na wszystkich poziomach 1 we
wszystkich mediach, w tym w telewizji, radiu, Internecie,
mediach spotecznosciowych, YouTube i za poSrednictwem
wyszukiwarek.

7. Medycyna laboratoryjna i brudne szczepionki

8. Bron masowego razenia, w tym samonaprowadzajgce sie pociski



rakietowe, gtowice nuklearne 1 brudne bomby kontrolowane przez
drony 1 sztuczng inteligencje

9. Miasta metropolitalne — mato drzew, trawy, zanieczyszczone
powietrze, nienaturalne kwadratowe biura i budynki, cementowe
chodniki i drogi, odizolowane boksy w biurach

10. Brudna energia i zanieczyszczenie EMF — Wi-Fi, sieci 5G,
urzadzenia, 1linie energetyczne, podstacje elektryczne,
oSwietlenie fluorescencyjne, zarowki LED i CFL, inteligentne
liczniki

Zrédko

Rzad Wielkie] Brytanii
podejmuje powazne kroki w
kierunku cyfrowego
identyfikatora

Rzad Wielkiej Brytanii uruchomit Office for Digital Identities
and Attribute (OfDIA) — cyfrowy organ nadzorujacy ID w ramach
Departamentu Nauki, Innowacji i Technologii, ktdrego zadaniem
jest wspieranie rozwoju rynku cyfrowego ID pod kierownictwem
dyrektora generalnego Hannah Rutter.
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W ten sposdéb rzad Partii Pracy podjat dziatania tam, gdzie
porzucit rzad konserwatywny, biorgc pod uwage, ze Biuro
zostato po raz pierwszy ogtoszone przez poprzedni rzad w 2022
r., kiedy to miato by¢ ,tymczasowym” podmiotem wprowadzajacym
cyfrowy dowdd tozsamosci w Wielkiej Brytanii.

»Wygoda” po raz kolejny znajduje sie w centrum sposobu, w jaki
wtadze wyjasniajg potrzebe takiego nacisku: Rutter cytuje, ze
zamiast ,mozaiki papierkowej roboty” — i ma na mysli
papierkowg robote zarédwno od rzadu, jak i podmiotdédw prywatnych
— potrzebng dzi$ jako dowdd tozsamos$ci, istnieje ,lepszy
sposob”.

,Cyfrowa tozsamos$¢ moze utatwi¢ ludziom zycie i odblokowad
miliardy funtéw wzrostu gospodarczego” — powiedziata Rutter,
nie podajgc dalej liczb, ktdére pomogty jej dojs¢ do liczby
»miliardéw funtoéw«.

System, za ktory odpowiada OfDIA, nie obejmuje opracowania
rzgdowego dowodu osobistego i moze by¢ uzywany na zasadzie
dobrowolnosci, kontynuowata.

Rutter odnios*a sie do jednego z zarzutéw dotyczagcych
bezpieczenstwa takich systeméw — centralizacji — mdéwigc, ze
system, nad ktérym pracuje jej biuro, réwniez nie ma
scentralizowanej cyfrowej bazy danych.

Jest to pewne przynajmniej na razie — 1 to potencjalni
uzytkownicy zdecydujg, czy wybrany przez OfDIA model wyglada
na bardziej godny zaufania: ,Bedziesz mégt wybierac sposrdd
szeregu dostawcOw tozsamoSci cyfrowej i atrybutédw, w oparciu o
sektor prywatny i charytatywny”, Rutter starat sie 1ich
uspokoic.

Obecnie OfDIA pracuje nad stworzeniem ,zaufanego 1
bezpiecznego rynku tozsamosci cyfrowej”, a prace te
koncentrujg sie na pieciu obszarach, poczawszy od opracowania
i utrzymania tozsamo$ci cyfrowej i ram, a nastepnie bycia
odpowiedzialnym za rejestr akredytowanych organizacji, ktdre



spetniajg wymagania ram.

Jurysdykcja Urzedu obejmuje jednoczesnie wydawanie ,znakéw
zaufania” firmom — obecnie istnieje podobno 49 speiniajgcych
jedno z trzech kryteridéw. Do tego dochodzi wspétpraca
miedzynarodowa, ktorej celem jest zapewnienie
interoperacyjnosci, tj. ponadnarodowej rentownosci systemu
(systemow) .

Microsoft znalazt sie pod
ostrzatem ze wzgledu na
popularny program Word
sInclusiveness Checker”,
ktory sprawdza wszystkie
formy mowy nieinkluzywnej

Firma Big Tech Microsoft po raz kolejny znalazta sie pod
ostrzatem po tym, jak wprowadzita ,Inclusiveness Checker” w
swoim popularnym programie Word, budzgc obawy o mozliwo$¢
,nadzorowania mowy” .

Narzedzie Inclusiveness Checker 1lub Inclusivity Checker w
programie Word moze byC¢ uzywane do sprawdzania pisania danej
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osoby pod katem ,p*ci, wieku, uprzedzen kulturowych i nie
tylko”. Uzytkownicy programu Word mogg zdecydowal sie na
dezaktywacje tej funkcji. Ale gdy jest on uzywany, gdy dana
osoba napisze co$ przy uzyciu ,niewykluczajgcego” jezyka, Word
zasugeruje alternatywy. (Powigzane: NASZ O0JCIEC? NOPE..
Liberalny ko$cidét chrzescijanski porzuca meskie zaimki
opisujace Boga na rzecz ,inkluzywnos$ci ptciowej”).

Wspomniane ,narzedzie” wydaje sie dziat*ac poprzez oznaczanie
prawie kazdego stowa w jezyku angielskim z konotacjg ptciowa,
w tym ,matka” i ,ojciec”. Kiedy uzytkownicy dowiedzieli sie o
narzedziu Inclusiveness Checker i sprdbowali sprawdzic, jak
daleko moze sie ono posung¢, dowiedzieli sie, ze w przypadku
uzycia terminu ,urlop macierzynski” narzedzie Checker zaleci
zmiane frazy na ,urlop zwigzany z urodzeniem dziecka”, ,urlop
rodzicielski” 1lub ,urlop porodowy”. 0dnoszgac sie do ,urlopu
ojcowskiego”, sugeruje ,urlop zwigzany z narodzinami dziecka”
jako alternatywe.

Gdy uzytkownicy prébowali wprowadzi¢ termin ,listonosz”,
narzedzie Inclusiveness Checker sugerowato ,pracownik poczty”.
W przypadku uzycia terminu ,sit*a robocza” modut sprawdzajacy
zalecat zastgpienie tego stowa stowem ,sita robocza”.

Microsoft oskarzony o cenzure 1
2kontrole mowy” za pomoca narzedzia
Inclusiveness Checker

Narzedzie do sprawdzania inkluzywnosci zostato po raz pierwszy
wdrozone w 2019 r. w ramach wtgczenia funkcji sztucznej
inteligencji do programu Microsoft Word. Checker mozna roéwniez
znalez¢ w innych popularnych programach Microsoft, w tym
PowerPoint i Outlook. Jego powszechne wtgczenie do wiekszos$ci
aplikacji Microsoft zostato oznaczone jako niepokojgce przez
dziataczy na rzecz wolno$ci stowa, obawiajgcych sie, ze gigant
technologiczny moze prébowa¢ wtgczy¢ ten Checker jako forme



ykontroli mowy”.

Jest to szczegdlnie podstepna forma kontroli jezyka,
»pPrzypominajgca »Dziewietnascie Osiemdziesigt Cztery«” -
ostrzegt Toby Young, dyrektor brytyjskiej organizacji non-
profit Free Speech Union, odnoszac sie do przetomowej powies$ci
George’a Orwella o totalitaryzmie i represjonowaniu wolnos$ci
przez rzad. ,To tak, jakby w twoim komputerze byt cenzor,
ktéry karci cie za odejscie od politycznie poprawnej
ortodoksji”.

Didi Rankovic, piszaca dla internetowego serwisu Reclaim The
Net, skupiajgcego sie na mowie, podobnie zauwazyta, ze
Inclusiveness Checker bardzo przypomina ,mroczny dystopijny
Swiat Orwella rzadzony przez ekstremalng cenzure i kontrole
rzgdu”. Dodata, ze chociaz korzystanie z Inclusiveness Checker
jest obecnie opcjg opt-in dla uzytkownikéw Worda, ,nigdy nie
wiadomo, co kryje sie za rogiem” z firmami takimi jak
Microsoft.

A jesli uzytkownicy Worda chcieliby przetgczy¢ sie na inny
edytor tekstu, Rankovic ma zte wiesci: ,[Google] ma rowniez
podobng funkcje, wprowadzong w 2022 roku”.

»,Google marszczy brwi na terminy takie jak” gospodyni domowa
»i« wtasciciel »i wolatby, aby$ napisat« matzonek pozostajacy
w domu »i« wkasciciel nieruchomo$ci "”- napisat Rankovic.

Nawet miliarder Big Tech, Elon Musk, sprzeciwit sie
Checkerowi, zauwazajgc, ze program oznaczyt go, gdy wpisat
stowo ,szalony”.

sMicrosoft Word karci cie teraz, jesli uzywasz stéw, ktére nie

n

sq” inkluzywne ", skomentowat Musk.



