Chinskie procesory graficzne
niemal dziesieciokrotnie
przewyzszaja uktady Nvidii w
symulacjach
superkomputerowych: Zmiana w
suwerennoscl technologicznej

W przetomowym odkryciu, ktdére moze zmienic globalny krajobraz
pétprzewodnikdéw, chinscy naukowcy osiggneli niemal
dziesieciokrotny wzrost wydajnosci w symulacjach
superkomputerowych przy wuzyciu krajowych procesoréw
graficznych (GPU), ©przewyzszajac systemy zasilane
najnowoczes$niejszym sprzetem firmy Nvidia. Ten kamien milowy,
szczegbtowo opisany w recenzowanym badaniu opublikowanym w
Chinese Journal of Hydraulic Engineering, podkresla rosnaca
sprawnos¢ Chin w zakresie wysokowydajnych obliczen (HPC) i ich
determinacje w ograniczaniu zalezno$ci od zagranicznych
technologii.

Osiggniecie to pojawia sie w kluczowym momencie globalnego
wyscigu technologicznego, poniewaz eskalacja amerykanskich
sankcji na zaawansowane pOtprzewodniki zmusita Chiny do
przyspieszenia wysitkdéw na rzecz opracowania wtasnych
alternatyw. Podczas gdy sceptycy ostrzegajg, ze same
optymalizacje oprogramowania nie mogg w nieskonczonos$¢
wypetniaé¢ luk sprzetowych, badanie podkres$la, w jaki sposéb
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innowacyjne projekty obliczen réwnolegtych i poprawki
oprogramowania mogg odblokowa¢ bezprecedensowy wzrost
wydajnosci, nawet przy mniej zaawansowanym sprzecie.

Przetom w obliczeniach rownolegtych

Badania, prowadzone przez profesora Nan Tongchao z Panstwowego
Kluczowego Laboratorium Hydrologii Zasobdéw Wodnych i
Inzynierii Wodnej Uniwersytetu Hohai, koncentrowaty sie na
podejsciu do obliczen réwnolegtych ,wiele weztdw, wiele
procesoréw graficznych”. Wykorzystujac produkowane w kraju
procesory CPU i GPU, zespét osiggnat znaczng poprawe
wydajnosci w symulacjach na duzg skale w wysokie]j
rozdzielczosci — co ma kluczowe znaczenie dla takich
zastosowan jak modelowanie obrony przeciwpowodziowej i
zapobieganie podtopieniom w miastach.

2Wyzwanie dla chinskich naukowcOéw jest jeszcze trudniejsze”,
zauwazono w badaniu, wskazujgc na dominacje zagranicznych
producentdéw w produkcji zaawansowanych procesordéw graficznych,
takich jak A100 i H100 firmy Nvidia. Sprawe pogarsza rdéwniez
zastrzezony ekosystem oprogramowania CUDA firmy Nvidia, ktoéry
nie moze by¢ uruchamiany na sprzecie innych firm, skutecznie
uniemozliwiajgc chifiskim programistom dostep do kluczowych
narzedzi do opracowywania algorytméw.

Pomimo tych przeszkod, zespdét profesora Nana wykazat, ze
techniki optymalizacji oprogramowania mogg znacznie zwiekszy¢
wydajnos¢ chinskich procesordw graficznych, umozliwiajgc im
przescigniecie amerykanskich superkomputeréw w okreslonych
obliczeniach naukowych. Przetom ten nie tylko podwaza
dominacje firmy Nvidia, ale takze podkresla potencjat
alternatywnych podejs¢ do obliczen o wysokiej wydajnosci.

Szersze implikacje sankcj1i



technologicznych

Wyniki badania podkreslajg niezamierzone konsekwencje
amerykanskich sankcji technologicznych, ktére miaty na celu
ograniczenie dostepu Chin do zaawansowanych pétprzewodnikéw i
krytycznych technologii. Wydaje sie, ze zamiast ttumic
innowacje, ograniczenia te ozywity wysitki Chin na rzecz
osiggniecia samowystarczalnosci technologicznej.

»,0siggniecie to wskazuje na mozliwe niezamierzone konsekwencje
eskalacji sankcji technologicznych Waszyngtonu, jednoczesSnie
podwazajgc dominacje amerykanskich chipéw, od dawna uwazanych
za kluczowe dla zaawansowanych badan naukowych” — czytamy w
badaniu.

Rozwéj ten jest zgodny z szersza strategig Pekinu majaca na
celu ztagodzenie ryzyka ,punktu krytycznego” w krytycznych
technologiach — termin odnoszgcy sie do stabych punktow w
Yancuchach dostaw, ktdére moga zostad¢ wykorzystane przez
przeciwnikéw geopolitycznych. Inwestujgc znaczne Srodki w
krajowg produkcje pétprzewodnikdéw i ekosystemy oprogramowania,
Chiny dazg do zmniejszenia swojej zaleznosci od zagranicznego
sprzetu i oprogramowania, zapewniajac sobie odpornos¢
technologiczng na coraz bardziej rozdrobnionym rynku
globalnym.

Kontekst historyczny: 0d zaleznosci
do innowacji

Znaczenie tego osiggniecia jest nie do przecenienia w
kontekscie trwajgcej od dziesiecioleci walki Chin o dogonienie
zachodniej technologii péiprzewodnikéw. W przesztosci Chiny w
duzym stopniu polegaty na imporcie zaawansowanych chipéw, a na
rynku dominowaty amerykanskie firmy, takie jak Nvidia, Intel i
AMD. Zalezno$¢ ta stata sie razacg staboscig wraz z eskalacja
napie¢ geopolitycznych, co sktonito Stany Zjednoczone do



natozenia szeroko zakrojonych kontroli eksportu zaawansowanych
potprzewodnikow i sprzetu do produkcji chipéw.

W odpowiedzi Chiny zwiekszyty inwestycje w swdj krajowy
przemyst poétprzewodnikéw, dzieki inicjatywom takim jak ,Big
Fund”, przeznaczajgc miliardy dolaréw na badania i rozwdj.
Chociaz wyzwania pozostajg — szczegdlnie w zakresie produkcji
chipow w najnowoczesniejszych 3-nanometrowych i nizszych
weztach — ten najnowszy przetom pokazuje, ze Chiny robig
znaczagce postepy w wykorzystywaniu istniejgcego sprzetu
poprzez innowacje w oprogramowaniu.

Co nas czeka?

Cho¢ wyniki badania sg imponujgce, eksperci ostrzegaja, ze
same optymalizacje oprogramowania nie sg w stanie w peini
zrekompensowa¢ ograniczen sprzetowych. Przyktadowo, uktady GPU
firmy Nvidia styng nie tylko z surowej mocy obliczeniowej, ale
takze z wszechstronnosci i integracji z solidnym ekosystemem
oprogramowania. Powtdrzenie tego poziomu wydajnosci w szerokim
zakresie aplikacji bedzie wymagato ciggtego rozwoju zarowno
sprzetu, jak i oprogramowania.

Niemniej jednak badanie to stanowi znaczacy krok naprzéd w
dazeniu Chin do suwerennos$ci technologicznej. Poniewaz zespoét
profesora Nana nadal udoskonala swoje podejscie do obliczen
rownolegtych, implikacje dla takich dziedzin jak modelowanie
klimatu, sztuczna inteligencja i bezpieczenAstwo narodowe mogag
by¢ gtebokie.

Zdaniem jednego z obserwatordéw branzy, ,jest to sygnat
alarmowy dla globalnej spotecznosci technologicznej. Chiny
udowadniajag, ze potrafig wprowadza¢ innowacje pod presja, a
reszta Swiata bedzie musiata dostosowac¢ sie do tej nowej
rzeczywistosci”.

W miare nasilania sie wojny technologicznej miedzy Stanami
Zjednoczonymi a Chinami, badanie to stuzy jako przypomnienie,



ze innowacje czesto rozwijajg sie w obliczu przeciwnosci losu.
Czy ten przetom doprowadzi do szerszej zmiany w rownowadze sit
technologicznych, dopiero sie okaze, ale jedno jest pewne:
wyscig o dominacje pétprzewodnikéw jest daleki od zakonczenia.

8 najwiekszych zalet 1 wad
sztucznej 1inteligencji

Sztuczna inteligencja przezywata boom w ciggu ostatnich kilku
lat i jest to dobre i zte z wielu powoddéw. Przysztos¢ nie jest
tym, czym ,byta kiedy$” i to jest pewne. Kto mogt sobie to
wyobrazi¢? Czy dojdzie do przejecia ,Sky-Net”, jak w filmie
sTerminator”? Czy sztuczna inteligencja bedzie rewolucyjna 1
pomoze miliardom ludzi zy¢ bezpieczniej, zdrowiej i wydajniej?
Oto 8 zalet 1 wad tej oszatamiajgcej ery technologicznej, w
ktérej wszyscy teraz zyjemy.

1. Sztuczna inteligencja (AI) moze pomdéc w badaniach i
pisaniu, ale moze réwniez tworzy¢ fatszywe wiadomos$ci i
krytyczne btedy, w tym nielogiczne wnioski i halucynacje.

2. Sztuczna inteligencja moze (poméc) kontrolowac¢ drony,
pojazdy i broA wojskowg, ale moze zosta¢ zhakowana 1lub
przechytrzy¢ uzytkownikéw i zwrdci¢ sie przeciwko ludzkosSci.

3. Sztuczna inteligencja moze tworzy¢ obrazy i filmy, %*aczac
informacje i wizualizacje w celu pobudzenia wyobrazni i w
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celach rozrywkowych, ale moze tez oszuka¢ ludzi, by uwierzyli
w Tfatlszywe koncepcje, takie jak inwazje kosmitéw T1ub
przemOwienia polityczne, ktdére nie miaty miejsca.

4. Sztuczna inteligencja moze by¢ wykorzystywana do
wykonywania wielu zadan wydajniej i spdéjniej niz ludzie,
takich jak praca w fabrykach, ale moze to oznacza¢ koniec
miliondw miejsc pracy, ktdére nie wymagajg krytycznego
my$lenia, kreatywnosci ani interakcji miedzyludzkich.

5. Sztuczna inteligencja moze by¢ wykorzystywana przez roboty
do ratowania ludzkiego zycia, na przyktad w walce, ale wtedy
ci zoilnierze i psy-roboty moga sta¢ sie agresywne 1lub
popetniad krytyczne btedy, ktdore ranig lub zabijaja ludzi.

6. Sztuczna inteligencja moze by¢ pomocna w domu, pomagajgc w
prostych zadaniach, wyszukiwaniu informacji lub rozrywce, ale
to eliminuje wiele interakcji miedzyludzkich, czynigc zycie
mniej spotecznym, serdecznym, satysfakcjonujgcym i
uduchowionym.

7. Sztuczna inteligencja dostarcza informacji bez dramatyzmu,
nastawienia czy ego, ale informacje te mogg by¢ cenzurowane,
aby celowo dostarcza¢ nielogicznych dezinformacji 1
dezinformacji na najwazniejsze tematy, takie jak zdrowie 1
bezpieczenstwo.

8. Sztuczna inteligencja moze zmienic¢ przysztos¢ dzieki
technologii, ale moze tez zmienié przesztos¢, piszac historie
na nowo.

Nowy model jezyka wizyjnego LLaVA-
ol opracowany w Chinach poprawia
zdolnosScli rozumowania, ale zmaga



sie ze zXozonymi zadaniami
wymagajacymi logicznego
rozumowanlia.

Naukowcy z wielu uniwersytetow w Chinach zaprezentowali LLaVA-
ol, nowy model jezyka wizji, ktdry znacznie poprawia zdolnosci
rozumowania dzieki zastosowaniu systematycznego 1
ustrukturyzowanego podejscia.

Tradycyjne modele jezyka wizji (VLM) o otwartym kodzie
zrédtowym czesto zmagajg sie ze ztozonymi zadaniami
wymagajacymi logicznego rozumowania. Zazwyczaj wykorzystuja
one metode bezposredniego przewidywania, w ktdrej generuja
odpowiedzi bez rozbijania problemu lub nakreslania krokéw
niezbednych do jego rozwigzania. Takie podejsScie czesto
prowadzi do bteddéw, a nawet halucynacji.

Aby zaradzi¢ tym ograniczeniom, badacze stojacy za LLaVA-ol
zainspirowali sie modelem ol OpenAI. Model ol OpenAI pokazat,
ze wykorzystanie wiekszej mocy obliczeniowej podczas procesu
wnioskowania moze zwiekszy¢ umiejetnos$ci rozumowania modelu
jezykowego. Jednak zamiast po prostu zwiekszad¢ moc
obliczeniowg, LLaVA-o0l wykorzystuje unikalng metode, ktéra
dzieli rozumowanie na ustrukturyzowane etapy.

LLaVA-0l1 dziata w czterech odrebnych etapach:

1. Zaczyna od podsumowania pytania, identyfikujac gtéwny
problem.

2. Jesli obraz jest obecny, skupia sie na istotnych
czesSciach i opisuje je.

3. Nastepnie przeprowadza logiczne rozumowanie w celu
uzyskania wstepnej odpowiedzi.

4. Na koniec przedstawia zwiezte podsumowanie odpowiedzi.

Ten etapowy proces rozumowania jest niewidoczny dla



uzytkownika, co pozwala modelowi zarzadzal wtasnym procesem
myslowym i skuteczniej dostosowywal sie do ztozonych zadan.
Aby jeszcze bardziej poprawié¢ mozliwosci rozumowania modelu,
LLaVA-0l wykorzystuje technike zwang ,wyszukiwaniem wigzki na
poziomie etapu”. Metoda ta generuje wiele kandydujgcych
wynikéw na kazdym etapie rozumowania, wybierajgc najlepszego
kandydata do kontynuowania procesu. Podejscie to jest bardziej
elastyczne i wydajne niz tradycyjne metody, w ktéorych model
generuje kompletne odpowiedzi przed wybraniem najlepszej.

Naukowcy uwazaja, ze to ustrukturyzowane podejscie i
wykorzystanie etapowego wyszukiwania wigzki sprawi, ze LLaVA-
0ol bedzie poteznym narzedziem do rozwigzywania ztozonych zadan
rozumowania, CO Cczyni g0 znaczacym postepem w dziedzinie
sztucznej inteligencji. Rozw6j ten moze potencjalnie
zrewolucjonizowa¢ sposdb interakcji ze sztuczng inteligencja,
szczeg6lnie w dziedzinach wymagajacych ztozonego rozumowania,
takich jak opieka zdrowotna, finanse i ustugi prawne. LLaVA-ol
stanowi obiecujgcy krok w kierunku bardziej inteligentnych 1
elastycznych systeméw sztucznej inteligencji.

Artykut przettumaczono przy pomocy AI []

Wiceprezydent USA Vance
ostrzega Europe przed
przyjmowaniem chinskich

modeli sztucznej inteligencji
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typu open source

W przeméwieniu o wysokiej stawce na paryskim szczycie AI
wiceprezydent USA JD Vance naciskat na globalne przyjecie
zamknietych systemow sztucznej inteligencji, przedstawiajac
sztuczng inteligencje jako broA geopolityczng. Jego uwagi,
przeplatane cienko zawoalowanymi grozbami, podkres$laja rosnagce
napiecie miedzy wysitkami USA zmierzajgcymi do
zmonopolizowania sztucznej inteligencji a wzrostem znaczenia
Chin jako lidera innowacji open source.

USA rozpoczynaja ¢geopolityczna
bitwe o0 przysztosé¢ sztucznej
inteligencji

W przemdéwieniu, ktére %tgczyto ambicje z zastraszaniem,
wiceprezydent USA JD Vance wyszedt na scene podczas paryskiego
szczytu AI w dniu 12 lutego 2025 r., aby przekazac surowe
przestanie: Przysztos¢ sztucznej inteligencji musi by¢
ksztattowana przez Stany Zjednoczone, a wszelkie odchylenia od
tej Sciezki beda kosztowac. Uwagi Vance'a, ktére okreslity
sztuczng inteligencje zardéwno jako narzedzie dobrobytu, jak i
bron wptywow geopolitycznych, podkreslajag eskalacje
rywalizacji miedzy Stanami Zjednoczonymi a Chinami w wy$cigu o
dominacje w krajobrazie sztucznej inteligencji.

»Sztuczna inteligencja to bron, ktdéra jest niebezpieczna w
niewtasciwych rekach, ale jest niesamowitym narzedziem
wolnosci i dobrobytu we wtasciwych rekach” — oswiadczy* Vance,
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nie pozostawiajgc watpliwo$ci co do tego, kto jego zdaniem
powinien sprawowal te wtadze. Jego przemdwienie, opisane przez
obserwatoréw jako ,grozne” i ,mroczne”, podkreslito
zaangazowanie USA w utrzymanie pozycji lidera w dziedzinie
sztucznej 1inteligencji poprzez ograniczenie dostepu do
krytycznych komponentéw i technologii.

»Stany Zjednoczone Ameryki sg liderem w dziedzinie sztucznej
inteligencji, a nasza administracja planuje utrzyma¢ ten stan
rzeczy” — powiedziat Vance, dodajac, ze USA »zamkng drogi
przeciwnikom do osiggniecia zdolnosci AI« na réwni z wtasnymi.

Rozwéj sztucznej inteligencjli open

source: wyzwanie dla dominacji 1
arogancji USA

Ostrzezenia Vance'a pojawiajg sie w czasie, gdy chinskie
modele sztucznej inteligencji typu open source, takie jak
DeepSeek, zyskujg na popularnosci na catym Swiecie. W
przeciwienstwie do zamknietych, zastrzezonych systemow
promowanych przez amerykanskie firmy, takie jak OpenAlI,
DeepSeek oferuje przejrzystg, konfigurowalng alternatywe,
ktéra juz wykazata wyzszg wydajnos¢ i optacalnos¢.

,Stany Zjednoczone nadal trzymajag sie myS$lenia” matego
dziedzinca z wysokimi murami ", zauwazyt jeden z analitykéw,
odnoszac sie do preferencji Ameryki dla systeméw o zamknietym
kodzie Zrddtowym. ,Ale dzieki otwartemu oprogramowaniu i tanim
alternatywom” wysoki mur dziedzifnica »moze sta¢ sie $lepa

uliczka«.

Otwarty charakter DeepSeek pozwala programistom na catym
Swiecie replikowa¢ i modyfikowad technologie bez warstw
cenzury wbudowanych w modele amerykanskie. Na przyktad,
podczas gdy serwery DeepSeek w Chinach moga ograniczad
niektére zapytania, takie jak te zwigzane z protestami na



placu Tiananmen w 1989 roku i innymi wrazliwymi tematami,
wersje DeepSeek dziatajgce poza Chinami mogg dziatad bez
takich ograniczen, umozliwiajgc programistom wykorzystanie
jego peinych mozliwo$ci. Ta elastycznos¢ sprawita, ze model
ten stat sie poteznym narzedziem innowacji w regionach, w
ktérych dostep do amerykanskich systeméw sztucznej
inteligencji jest ograniczony lub gdzie utrzymujg sie obawy
dotyczace cenzury i bezpieczenAstwa danych.

Amerykanskie systemy sztucznej
inteligencji majg wiliecej warstw
cenzury niz modele chinskie

Przeméwienie Vance’'a i powstanie DeepSeek podkreslajg
fundamentalny podziat w ekosystemie sztucznej inteligencji:
wybor miedzy zastrzezonymi systemami o zamknietym kodzie
zrodtowym a alternatywami o otwartym kodzie Zrddtowym. Podczas
gdy amerykanskie firmy, takie jak OpenAI, wspierane przez
rzad, zbudowatly swojg reputacje na S$cisle kontrolowanych,
wysokowydajnych modelach, podejscie Chin polegato na
demokratyzacji sztucznej inteligencji poprzez udostepnienie
swojej technologii globalnej spoteczno$ci. Strategia ta juz
zaczeta zmienia¢ uktad sit w wyScigu o sztuczng inteligencje.

Krytycy amerykanskiego podejs$cia twierdzg, ze jego nacisk na
zamkniete systemy grozi izolacjg amerykandskich firm i
ttumieniem innowacji. Z kolei modele open-source, takie jak
DeepSeek, oferujg Sciezke do wspétpracy i szybkiego rozwoju,
umozliwiajgc mniejszym krajom i prywatnym przedsiebiorstwom
konkurowanie na réwnych warunkach. Dla Europy, ktdra od dawna
stara sie sta¢ trzecim biegunem w transatlantycko-azjatyckiej
rywalizacji technologicznej, DeepSeek stanowi potencjalnag
szanse na zmniejszenie zaleznosci od technologii
amerykanskiej.

Rozwéj sztucznej inteligencji typu open source ma réwniez



istotne implikacje strategiczne. Zwiekszajgc dostepnos¢
zaawansowanych narzedzi sztucznej inteligencji, Chiny rzucaja
wyzwanie monopolowi USA na najnowocze$niejsze technologie. Na
przyktad zdolnos¢ DeepSeek do przetwarzania ogromnych ilosci
danych z wieksza wydajnoscig niz wiele modeli amerykanskich
moze przyspieszy¢ innowacje w dziedzinach takich jak opieka
zdrowotna, energia 1 pojazdy autonomiczne. Co wiecej,
dostepnos¢ sztucznej inteligencji typu open-source mogtaby
umozliwi¢ krajom i firmom rozwijanie wtasnych mozliwoSci w
zakresie sztucznej inteligencji bez polegania na
infrastrukturze 1lub wiedzy specjalistycznej Stanéw
Zjednoczonych, zmniejszajac dzwignie, jakag Stany Zjednoczone
posiadajg obecnie na globalnych rynkach technologicznych.

Istniejg jednak obawy dotyczgce bezpieczenstwa i etycznych
implikacji sztucznej inteligencji typu open source. Chociaz
przejrzystos¢ DeepSeek jest mocng strong, rodzi réwniez
pytania o to, w jaki sposdéb technologia ta moze zostad
niewtasciwie wykorzystana lub uzbrojona. Ostrzezenie Vance’a o
tym, ze sztuczna inteligencja jest ,bronig”, przypomina, ze
stawka w tej rywalizacji jest niezwykle wysoka.

Korea Potudniowa blokuje
DeepSeek na komputerach
rzadowych 2z powodu obaw o
szpliegostwo
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Potudniowokoreanska Narodowa Stuzba Wywiadowcza (NIS) zalecita
agencjom rzgdowym zablokowanie dostepu do DeepSeek, chinskiego
chatbota sztucznej inteligencji (AI), ze wzgledu na obawy
dotyczace nadmiernego gromadzenia danych 1 potencjalnego
chinskiego szpiegostwa.

Posuniecie, ktdére weszto w zycie w tym tygodniu, jest
nastepstwem biuletynu bezpieczenstwa wydanego przez NIS, ktéry
szczegbtowo opisywat praktyki DeepSeek, w tym przechowywanie
danych uzytkownikdéw na chinskich serwerach i udzielanie
stronniczych odpowiedzi na wrazliwe pytania.

Decyzja o zablokowaniu DeepSeek pojawia sie w czasie, gdy
Korea Potudniowa, wraz z innymi krajami, takimi jak Australia,
Tajwan i Wtxochy, coraz bardziej obawia sie zagrozen
bezpieczenstwa stwarzanych przez chinska technologie. NIS
ostrzegt, ze praktyki DeepSeek w zakresie danych mogg ujawnit
poufne informacje rzadowe chifiskiemu rzgdowi, ktdéry ma prawo
dostepu do danych przechowywanych w jego granicach.

Nadmierne gromadzenie danych 1
tendencyjne odpowiedzi

Wedtug NIS metody gromadzenia danych przez DeepSeek s3g
bardziej inwazyjne niz w przypadku innych ustug AI. Agencja
stwierdzita, ze DeepSeek ,zawiera funkcje zbierania wzorcéw
wprowadzania danych z klawiatury, ktore moga identyfikowad
osoby i komunikowad¢ sie z serwerami chinskich firm, takimi jak
volceapplog.com”. Mozliwosci te, w potaczeniu z warunkami
korzystania z aplikacji, ktdére pozwalajg na przechowywanie
danych przez czas nieokreslony i nieograniczony dostep do nich



przez zewnetrznych reklamodawcow, wzbudzity powazne obawy
dotyczgce prywatnosci.

Jednym z najbardziej niepokojgcych aspektow zachowania
DeepSeek sg tendencyjne odpowiedzi na pytania dotyczgce
wrazliwych tematdéw. Na przyktad na pytanie o pochodzenie
kimchi, tradycyjnej koreanskiej potrawy, DeepSeek udzielit
roznych odpowiedzi w zaleznosci od jezyka zapytania. W jezyku
koreanskim uznata kimchi za danie koreanskie, ale gdy zapytano
ja po chinsku, twierdzita, ze danie pochodzi z Chin. Ta
rozbiezno$¢ nie jest odosobniona; NIS zauwazyt réwniez, ze
odpowiedzi DeepSeek na pytania dotyczgce Projektu Pdé*nocno-
Wschodniego, chinskiej inicjatywy badawczej, ktéra twierdzi,
ze starozytne krélestwa koreanskie sg terytorium Chin, byty
pod silnym wptywem propagandy Komunistycznej Partii Chin
(KPCh) .

Globalne obawy i ograniczenia

Korea Potudniowa nie jest osamotniona w swoich obawach.
Australia i Tajwan rowniez zakazatly DeepSeek na urzadzeniach
rzadowych, powotujgc sie na zagrozenia dla bezpieczenstwa
narodowego. Wtoski organ nadzorujacy prywatno$¢ nakazat
ogdélnokrajowg blokade DeepSeek, dajac firmie 20 dni na
wyjasnienie, w jaki sposob przestrzega europejskich przepiséw
0 ochronie danych. Stany Zjednoczone, w tym agencje takie jak
NASA i US Navy, réwniez ograniczyty korzystanie z DeepSeek ze
wzgledu na obawy dotyczace bezpieczenstwa i prywatnosci.

Dziatania te odzwierciedlajg rosngcy globalny trend
ostroznosci wobec <chinskiej technologii sztucznej
inteligencji. Stany Zjednoczone natozyty sSciste kontrole
eksportu zaawansowanych chipdéw i sprzetu do produkcji chipodw
do Chin, majac na celu ograniczenie rozwoju sztucznej
inteligencji. Jednak pojawienie sie DeepSeek jako taniej 1
wydajnej alternatywy dla amerykanskich modeli sztucznej
inteligencji zachwiato zaufaniem inwestordow i wywotato pytania



0 przysztos¢ globalnej konkurencji w dziedzinie sztucznej
inteligencji.

Decyzja o zablokowaniu DeepSeek na komputerach rzadowych Korei
Potudniowej podkresla zaangazowanie tego kraju w ochrone
danych swoich obywateli i bezpieczenstwa narodowego. W miare
jak inne kraje idg w ich slady, spotecznos¢ miedzynarodowa
wysyta Chinom jasny komunikat: globalny krajobraz sztucznej
inteligencji nie zostanie zdominowany przez technologie, ktéra
narusza prywatnos¢ i suwerennos¢. Rozwlj DeepSeek nie tylko
wywotat technologiczny wyscig zbrojen, ale takze nasilit
napiecia geopolityczne miedzy Wschodem a Zachodem.

Chiny prezentuja pierwszy na
Swieclie wojskowy system 5G do
zasilania 10 000 robotoéw
bojowych

Chiny zaprezentowaty pierwsza na Swiecie mobilng stacje bazowa
5G zaprojektowang specjalnie do uzytku na polu bitwy.

Opracowany wspdlnie przez China Mobile Communications Group i
Armie Ludowo-Wyzwolenczg (PLA), ten najnowoczesniejszy system
obiecuje zrewolucjonizowa¢ wspbétczesne dziatania wojenne,
umozliwiajac ptynna komunikacje nawet 10 000 robotodw
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wojskowych i dronéw w promieniu 3 kilometréw (1,8 mili).

System, szczegdétowo opisany w recenzowanym artykule
opublikowanym 17 grudnia w chinskim czasopisd$mie
Telecommunications Science, oferuje bezprecedensowe mozliwosSci
szybkiej, niskiej latencji i ultra-bezpiecznej wymiany danych.
Nawet w najtrudniejszych warunkach — takich jak tereny gorskie
lub miejskie — system utrzymuje nieprzerwang przepustowos¢ 10
gigabitéw na sekunde i op6znienie ponizej 15 milisekund.
Zapewnia to niezawodnag %*aczno$¢ dla jednostek PLA
poruszajgcych sie z predkoscig do 80 kilometréw na godzine (50
mil na godzine).

Rozwdj sieci 5G klasy wojskowej jest krytycznym krokiem w
ambitnym planie Chin, aby zbudowa¢ najwieksze na S$wiecie
bezzatogowe sity zbrojne. PLA przewiduje przysztosé¢, w ktdérej
drony, zrobotyzowane psy 1 inne bezzatogowe platformy bojowe
przewyzszajg Lliczebnie ludzkich zoinierzy na polu bitwy.
Jednak istniejgce wojskowe systemy komunikacyjne z trudem
radzity sobie z ogromnym zapotrzebowaniem na dane w tak duzych
operacjach robotycznych.

Nowy system 5G stawia czota temu wyzwaniu. W przeciwienstwie
do cywilnych sieci 5G, ktore opierajg sie na statej
infrastrukturze, wersja wojskowa zostata zaprojektowana do
dziatania w Srodowiskach, w ktdérych nie ma naziemnych stacji
bazowych 1lub sygnaty satelitarne sg zagrozone. Aby
przezwyciezy¢ ograniczenia tradycyjnych anten w celu
unikniecia przeszkdd, system wykorzystuje flote drondw.

Drony jako powletrzne stacje bazowe

Innowacyjne rozwigzanie polega na zamontowaniu platformy na
pojazdach wojskowych, ktdéra miesci od trzech do czterech
dronéw. Drony te dziataja jako powietrzne stacje bazowe, na
zmiane utrzymujgc ciggty zasieg 5G. Gdy bateria jednego drona
sie wyczerpie, przekazuje on swoje obowigzki innemu 1 wraca do
pojazdu w celu natadowania. Ten autonomiczny system zostat



rygorystycznie przetestowany przez PLA i okazat sie skuteczny
W rozwigzywaniu probleméw, takich jak czeste roztgczenia i
niskie predkosci, zapewniajac ,bezpieczne, niezawodne i
szybkie wdrozenie”.

Jednym z najwazniejszych zagrozen dla wojskowej sieci 5G sg
zakt6cenia elektromagnetyczne, ktére mogg pochodzié¢ zardéwno od
sit wroga, jak i przyjaznych jednostek dziatajgcych na tym
samym obszarze. Aby temu przeciwdzia*aé¢, PLA wyposazyta system
w zaawansowane S$rodki zaradcze. Mate terminale komunikacyjne
po stronie uzytkownika mogg przesytaé¢ dane na bardzo wysokich
poziomach mocy — do 400 megawatéow — nawet przy ttumieniu
elektromagnetycznym, przy jednoczesnym zachowaniu niskiego
zuzycia energii do dtugotrwatej pracy.

Wojskowy system 5G wykorzystuje rdéwniez rozlegta chinska
cywilng infrastrukture 5G, ktéra w listopadzie 2024 r. bedzie
liczy¢ prawie 4,2 miliona stacji bazowych. Integrujac cywilne
narzedzia automatyzacji, PLA osiggneta szybkie i ptynne
przetgczanie miedzy dronami a naziemnymi stacjami bazowymi,
proces, ktdéry mozna zakonczy¢ ,w mgnieniu oka”.

»,0bstuga tak rozlegtej sieci z konieczno$ci wymaga poteznych
narzedzi i srodkéw automatyzacji, wsrod ktdédrych znajduje sie
technologia automatycznego otwierania stacji. Moze ona
autonomicznie zakonczy¢ tworzenie danych stacji bazowej sieci
bazowej, *adowanie danych, konfiguracje parametrdéw bazowych i
inne zadania” — napisat zespét badawczy.

Podczas gdy chinski wojskowy system 5G jest gotowy do
wdrozenia, Stany Zjednoczone wcCigz zmagajg Ssie z wyzwanliami
technicznymi we wtasnych wysitkach na rzecz militaryzacji 5G.
W 2020 r. Stany Zjednoczone rozpoczety co$, CcOo nazwaty
najwiekszg kampanig militaryzacji technologii 5G, ale postep
byt powolny. Lockheed Martin 1 Verizon opracowaty system
demonstracyjny 5G.MIL, ktéory rejestruje op6Znienie do 30
milisekund podczas przesytania danych miedzy dwoma pojazdami
Humvee oddalonymi od siebie o 100 metréow. Chociaz speinia to



amerykanskie standardy wojskowe, nie speinia bardziej
rygorystycznych wymagan PLA.

Chinski militarny przetom 5G stanowi kamien milowy w ewolucji
nowoczesnych dziatan wojennych. Umozliwiajgc rozmieszczenie na
duzg skale inteligentnych maszyn wojennych, system ten stawia
PLA w czotdéwce bezzatogowych zdolnosci bojowych. Technologia
ta, obserwowana przez catly Swiat, moze na nowo zdefiniowad
rownowage sit na przysztych polach bitew, gdzie roboty i drony
mogg wkrotce przewyzszy¢ liczebnie ludzkich zotnierzy.

Dzieki solidnej wydajno$ci, zdolno$ci adaptacji do trudnych
warunkéw 1i integracji najnowoczesniejszych technologii
cywilnych, chinski wojskowy system 5G to nie tylko osiggniecie
technologiczne - to strategiczna przewaga, ktdra moze
ksztattowal przysztos¢ globalnych operacji wojskowych.

SledZ CommunistChina.news, aby uzyskaé¢ wiecej informacji na
temat postepdéw wojskowych Chin.

Obejrzyj ponizszy film o rozpoczeciu przez Chiny masowej
produkcji robotéw AI dla magazyndéw i sklepdw.

https://www.brighteon.com/cb950f2a-fe58-4ecb-932c-d063255dd2cf

OpenAl proponuje budowe
centrow danych 5GW w catych
Stanach Zjednoczonych
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Gigant sztucznej inteligencji OpenAl zaproponowat budowe
pieciogigawatowych centréw danych w catych Stanach
Zjednoczonych.

Raport ten pojawit sie po niedawnym spotkaniu dyrektora
generalnego OpenAI Sama Altmana w Biatym Domu. Celem OpenAI na
tym spotkaniu byto przedstawienie administracji prezydenta Joe
Bidena i wiceprezydent Kamali Harris korzysci ekonomicznych i
bezpieczenstwa narodowego wynikajgcych z budowy dziesigtek
pieciogigawatowych centréw danych w réznych stanach USA.

Aby umiesci¢ w konteksScie potrzeb energetycznych propozycji
OpenAI, tylko jedno centrum danych, ktdére zuzywa piec
gigawatdéw energii elektrycznej rocznie, potrzebowatoby rocznej
produkcji energii oko*o pieciu reaktoréw jagdrowych T1lub
wystarczajgcej ilosci energii do zasilania prawie trzech
milionéw doméw.

Wedtug OpenAI, inwestowanie w budowe tych centréw danych
mogtoby zapewnic¢ dziesigtki tysiecy nowych miejsc pracy dla
Amerykandow, zwiekszy¢ produkt krajowy brutto USA i zapewnig,
ze Ameryka utrzyma pozycje lidera w rozwoju technologii AI.
Aby osiggng¢ ten cel, OpenAI domaga sie wsparcia rzgdowego dla
polityk promujgcych wiekszg pojemnos¢ centréw danych.

Altman lobbuje réwniez inwestordw, aby pomogli sfinansowad
bardzo kosztowng infrastrukture potrzebng do wspierania
rozwoju jego firmy 1 rozwoju technologii AI.

»0penAl aktywnie dziat*a na rzecz wzmocnienia infrastruktury
sztucznej inteligencji w Stanach Zjednoczonych, co naszym
zdaniem ma kluczowe znaczenie dla utrzymania Ameryki w



czotdwce Swiatowych innowacji, przyspieszenia
deindustrializacji w catym kraju i udostepnienia korzysci
ptyngcych ze sztucznej inteligencji wszystkim” — powiedziat
OpenAl w oSwiadczeniu.

OpenAI ma problemy ze znalezieniem
wystarczajacej mocy dla jednego
centrum danych

Joseph Dominguez, prezes i dyrektor generalny dostawcy energii
elektrycznej Constellation Energy z siedzibg w Baltimore w
stanie Maryland, powiedziat*t Bloomberg News, ze Altman
proponuje budowe od pieciu do siedmiu centréw danych, z
ktérych kazde bedzie wymagato okoto pieciu gigawatdéw mocy
rocznie. Liczba ta nie zostata potwierdzona przez OpenAl, a
dokument, ktéory firma udostepnita Biatemu Domowi w zwigzku ze
swoim planem, nie podaje konkretnej liczby.

Dominguez powiedziat, ze pierwszym celem OpenAl jest skupienie
sie na budowie jednego centrum danych, aby pokazaé¢, ze jego
budowa bytaby korzystna dla Stanéw Zjednoczonych. Nastepnie
Altman planuje rozszerzy¢ dziatalnos¢ w oparciu o dostepne
zasoby.

»T0, 0 czym méwimy, jest nie tylko czym$, czego nigdy nie
zrobiono, ale nie wierze, ze jest to wykonalne jako inzynier,
jako ktos, kto dorastat w tej dziedzinie” - powiedzia%
Dominguez. ,Z pewnoscig nie jest to mozliwe w ramach
czasowych, ktore dotyczg bezpieczeristwa narodowego i czasu”.

OpenAI szuka pomocy ze strony rzadu i inwestordw w zakresie
zapotrzebowania na energie swoich centréw danych w czasie, gdy
nowe projekty energetyczne w USA napotykajg znaczne opdzZnienia
z powodu rdéznych czynnikéw, w tym opdZnien w wydawaniu
pozwolen, kwestii zwigzanych z %ancuchem dostaw, niedoboréw
sity roboczej i bardzo dtugiego czasu oczekiwania potrzebnego



na podtgczenie tych nowych projektéw do amerykanskiej sieci
energetycznej. Dyrektorzy ds. energii, tacy jak Dominguez,
podkreslali ponadto, ze =zasilenie zaledwie jednego
pieciogigawatowego centrum danych bytoby duzym wyzwaniem.

John W. Ketchum, przewodniczacy, prezes i dyrektor generalny
giganta energii odnawialnej NextEra Energy, powiedziat, nie
wymieniajgc zadnych konkretnych firm, ze otrzymat prosby od
niektérych duzych firm Big Tech o znalezienie lokalizacji,
ktére moga obstuzy¢ piel gigawatdéw zapotrzebowania.

»,TOo wielko$¢ zasilania miasta Miami” - zauwazyt Ketchum.
Zauwazyt, ze tatwiej bytoby znalez¢ miejsce w USA, ktére
mogtoby pomiesci¢ centrum danych o mocy jednego gigawata, a
znalezienie pileciu wymagatoby potgczenia nowych farm
wiatrowych i stonecznych, magazynowania baterii i potgczenia z
szerszg sieciq.

Amerykanskie eksperymenty
wojskowe ze sztuczna
inteligencja, ktora moze
przewldziec¢ przysztosd

Departament Obrony testuje programy sztucznej inteligencji,
ktére mogtyby, gdyby zostaty w peini rozwiniete, ,zobaczyc
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przysztoscé.”

United States Northern Command (USNORTHCOM) przeprowadzito
ostatnio serie eksperymentoéw V4 Pentagonem i
Pétnocnoamerykanskim Dowédztwem Obrony Kosmicznej
(NORAD) . Testy te byty znane jako Global Information Dominance
Experiments (GIDE).

GIDE potaczyto globalne sieci czujnikdéw, systemy sztucznej
inteligencji i programy do przetwarzania w chmurze. Celem
eksperymentdéw byto ,osiggniecie dominacji informacyjnej” i
2Wyzszosci decyzyjnej” na symulowanych polach walki.

Technologia sztucznej 1inteligencji
analizuje ogromne 1ilosci danych,
aby tworzy¢ prognozy

Generat Glen D. VanHerck, dowdédca USNORTHCOM i NORAD,
powiedziat niedawno dziennikarzom, ze najnowszy test GIDE byt
w rzeczywistosci trzecim takim eksperymentem. Zawierat
przedstawicieli wszystkich 11 dowddztw bojowych w Pentagonie.

Pentagon nie wujawnit* wielu szczeg6towych informacji
dotyczgcych GIDE ze wzgledu na obawy zwigzane z
bezpieczenstwem. Wiadomo jednak, ze trzecia préba jest do tej
pory najbardziej ekspansywng. Skoncentrowano sie na
rozwigzywaniu scenariuszy, w ktdérych ,kwestionowana logistyka”
moze stanowié¢ problem. Jedna z symulacji podczas testu
dotyczyta tego, co by sie stato, gdyby komunikacja w rejonie
Kanatu Panamskiego zostata zakdcona i przejeta przez wroga.

,T0, co widzielismy, to zdolno$¢ zajs¢ znacznie dalej — to, co

nazywam byciem z dala — z dala od bycia reaktywnym do
faktycznego bycia proaktywnym” — powiedziat* VanHerck podczas
briefingu z dziennikarzami w Pentagonie. ,I nie méwie o

minutach i godzinach — méwie o dniach.”
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,Zdolnos¢ widzenia 2z kilkudniowym wyprzedzeniem tworzy
przestrzen decyzyjng. Dla mnie jako dowddcy operacyjnego
przestrzen decyzyjna do potencjalnego ustawienia sit w celu
stworzenia opcji odstraszania, aby zapewnié¢ to [sekretarzowi
obrony] lub nawet prezydentowi” — [JJpowiedziat VanHerck. ,Aby
wykorzystaé¢ wiadomos$ci, przestrzen informacyjng do tworzenia
opcji odstraszania i przesytania wiadomos$Sci, a jesli to
konieczne, aby i$¢ dalej i ustawiac¢ sie na porazke”.

VanHerck podkreslit, ze system sztucznej inteligencji tak
naprawde nie wigze sie z wykorzystaniem zadnej nowej
technologii. To, co rozwija wojsko, to po prostu nowe
podejscie do wykorzystywania istniejgcej technologii do
przetwarzania wielu informacji 1 przewidywania na podstawie
tych informacji.

,Dane istnieja” — powiedziat* VanHerck. ,To, co robimy, to
udostepnianie tych danych i udostepnianie ich w chmurze, w
ktérej patrza na nie uczgce sie maszyny i sztuczna
inteligencja. I przetwarzajg to naprawde szybko i dostarczaja
decydentom, co nazywam wyzszo$cig decyzji”.

Jesli proces ten zostanie udoskonalony, VanHerck twierdzi, ze
moze to spowodowal, ze kraj otrzyma wyprzedzajgce ostrzezenia
o0 dni, zanim pojawi sie jakiekolwiek potencjalne zagrozenie.

Technologia predykcyjna moze by¢
wkrotce zastosowana

VanHerck powiedzia*, ze platforma sztucznej inteligencji moze
wkrétce zosta¢ wprowadzona do wuzytku w Swiecie
rzeczywistym. Uwazat, ze wojsko jest gotowe do wykorzystania
oprogramowania na obecnych polach bitew i moze je zweryfikowad
podczas kolejnego testu GIDE wiosng 2022 roku.

VanHerck wyjasnit, dlaczego ten rodzaj szybkiego systemu
przetwarzania informacji jest bardzo potrzebny w dzisiejszym



wspbétczesnym krajobrazie wojennym.

,Dzisiaj znajdujemy sie w $rodowisku reaktywnym, poniewaz
spéZzniamy sie z danymi i informacjami. A wiec zbyt czesto
reagujemy na ruch konkurenta” - wyjasnit. ,W tym przypadku
pozwala nam to na tworzenie odstraszania, ktdére zapewnia
stabilnos¢ dzieki wcze$niejszej sSwiadomos$ci tego, co [wrog]
faktycznie robi”.

Ale pomimo swoich wyraznych zalet, predykcyjny system
sztucznej inteligencji wcigz ma swoje ograniczenia. Musi
szuka¢ danych, ktére sa niezwykte. Nie jest w stanie
powiedziel z cat*a pewnos$cig, co sie dzieje. Analitycy muszg
by¢ mocno zaangazowani, aby wszelkie przewidywania miaty sens.

Mimo to VanHerck uwaza, ze [Jsystem sztucznej inteligencji
moze nadal by¢ optacalny, zwtaszcza jesSli moze przewidzied i
zapobiec atakowi.

Zrédta
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Google cenzuruje prawde o
plandemii, poniewaz jest
mocno zalnwestowto W
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nSzczepionki” przeciwko
COVID-19

Gtownym powodem, dla ktorego Google, a co za tym idzie
YouTube, agresywnie cenzuruje catg prawde o ,pandemii”
COVID-19, jest to, ze firma bezposSrednio zainwestowata w
zastrzyki AstraZeneca i Uniwersytetu Oksfordzkiego.

Innymi stowy, Google czerpie bezpoSrednie zyski ze sprzedazy
zastrzykéw na 'grype Fauciego’, co wyjasnia, dlaczego jedna z
najbardziej ztych korporacji na Swiecie usuwa filmy z YouTube
i cenzuruje wyniki wyszukiwania, ktdére zwracajg uwage na catg
nauke, ktora obala plandemie pokazujgc wymyslone oszustwo.

Dr Reiner Fuellmich z niemieckiej pozaparlamentarnej komisji
S§ledczej ds. korony (AuBerparlamentarischer Corona
Untersuchungsausschuss) rozmawiat niedawno z niezaleznym
reporterem Sledczym Whitney Webb o zmowie miedzy Google i
AstraZeneca oraz o tym, jak swiat jest przez niag oszukiwany.

Pomimo twierdzen, ze jej szczepienie jest ,nienastawione na
zysk”, AstraZeneca opracowata zastrzyk na wirusa za
poSrednictwem Adriana Hilla i Sarah Gilbert z Jenner Institute
for Vaccine Research. Patenty i prawa licencyjne sg réwniez w
posiadaniu prywatnej korporacji znanej jako Vaccitech, ktérej
wsp6tzatozycielami byli Hill i Gilbert.

Do najwazniejszych inwestordw Vaccitech nalezg Google
Ventures, Wellcome Trust, rzad brytyjski, spdétka inwestycyjna
Deutsche Bank znana jako BRAAVOS oraz rézne komunistyczne
firmy chinskie, w tym Fosun Pharma.

2Wszyscy ci inwestorzy mogg czerpaC zyski z tej ,szczepionki”
w najblizszej przysztosci, a Vaccitech byt dos$¢ otwarty na
temat przysztego potencjatu zyskéw ze swoimi akcjonariuszami,
zauwazajgc, ze strzat przeciw COVID-19 najprawdopodobniej
stanie sie coroczng szczepionka aktualizowang co sezon,
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podobnie jak szczepionka przeciw grypie sezonowej”, wyjasnia
dr Joseph Mercola.

,0czywiscie, AstraZeneca obiecata, ze [J[Jnie przyniesie zadnych
zyskéw z tej szczepionki przeciw COVID-19, ale ta obietnica
jest ograniczona czasowo. Przysiega non-profit wygasa po
zakonczeniu pandemii, a sama AstraZeneca moze zdecydowac,
kiedy to nastapi”.

Globalisci chca catkowitej kontroli
nad Twoimi pieniedzmi 1 ciatem

Cenzurujgc wszystkie informacje i prawde, ktdére zagrazaja
atakowi COVID-19, Google chroni swoje udziaty finansowe, a
takze swoich sojusznikdéw i partneréw.

Google prébuje rowniez zagtebic¢ sie w branze opieki
zdrowotnej, tworzgc nowe programy ,telemedycyny” i sztucznej
inteligencji (AI), ktoéore firma ma nadzieje, ze ostatecznie
zostang wdrozone jako zamiennik ludzkich lekarzy.

,Zaczeli na nowo wyobrazac sobie opieke zdrowotng jako sposéb
na przejecie kontroli nad zyciem ludzi, mdéwigc im, ze jest to
z korzyscig dla spoteczenstwa, zbiorowosci, a takze ich
osobistego zdrowia, podczas gdy tak naprawde jest to sposdb na
wdrozenie tych transhumanistycznych 1lub technokratycznych
technologii pod pozorem, ze jest to przedsiewziecie zwigzane
ze zdrowiem” — mowi Webb o programie.

Ostatecznym celem jest zastgpienie wszystkich tradycyjnych
form medycyny 1 zastgpienie ich scentralizowanynm,
kontrolowanym przez globalistéw, prowadzonym przez Big Tech
systemem opartym na catkowitym zniewoleniu ludzkosci.

Méwi sie, ze wojsko amerykanskie jest zaangazowane w operacje,
wspOtpracujagc z Google, aby dziat*a¢ jako sita przy jej
wdrazaniu — co oznacza obowigzkowe przejscie na 'Covidianski
Kult’ pod groZzba uzycia broni.



Wydaje sie, ze w fabule wstrzykiwania preparatu na wirusa jest
element transhumanistyczny, co sugeruje, ze cos w fiolkach
ktadzie podwaliny pod ,znak bestii”, ktéry przeksztatci
ludzkie ciata stworzone na obraz Boga w <ciata
transhumanistyczne odtworzone na obraz Szatana.

»DARPA jest mocno zainwestowana w technologie
transhumanistyczne do uzytku w zotnierzach, w tym interfejsy
mézg-maszyna i inne, jeszcze bardziej ekstremalne pomysty”,
ostrzega Webb. ,Ostatnio potgczyli sity z Wellcome Trust, aby
stworzy¢ cos, co nazywa sie ,Wellcome Leap”, raczej
niepokojgcy ruch, ktéry ma zapoczatkowal transhumanizm”.

Brytyjska MHRA zdaje sobie
sprawe, ze szczepionki
przeciwko COVID-19 beda
niezwykle niebezpieczne dla
spoteczenstwa

Podczas gdy ktamliwe, zdradzieckie media gtdéwnego nurtu mdwig
nam wszystkim, ze szczepionki przeciwko COVID-19 sg catkowicie
bezpieczne i ,w 95% skuteczne” — i to ktamstwo jest powtarzane
przez PJ Media, Breitbart 1 1innych tak zwanych
»konserwatywnych” wydawcéw wiadomosci — rzgd Wielkiej Brytanii
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opublikowat ogtoszenie o przetargu na systemu sztucznej
inteligencji (AI), ktéry moze przeanalizowad spodziewang fale
obrazen wywotanych szczepionkg na Covid-19 oraz skutkoéw
ubocznych.

Zatytutowane po prostu ,Dostawy — 506291-2020" i znajdujgce
sie pod tym linkiem w Tenders Electronic Daily, ogtoszenie o
przetargu podsumowano w nastepujgcy sposodb:

MHRA pilnie poszukuje narzedzia programowego sztucznej
inteligencji (AI) do przetwarzania spodziewanej duzej ilosci
niepozgdanych reakcji lekowych (ADR) szczepionki Covid-19 1
zapewnienia, ze [JJzadne szczeqgdty z tekstu reakcji ADRs nie
zostang pominiete.

Wniosek o system AI do przetwarzania reakcji na szczepionki na
COVID-19 pochodzi od brytyjskiej Agencji Regulacji Lekéw i
Produktéw Opieki Zdrowotnej, MHRA.

W dalszej czesci dokumentu MHRA opisuje ,niezwykle pilng
potrzebe na mocy art. 32(2)(c), zwigzang z udostepnieniem
szczepionki przeciwko Covid-19” i stwierdza, ze [Jspodziewana
fala niepozadanych reakcji na szczepionke przeciwko COVID-19
przyttoczy obecny ,system prawny.”

,Jesli MHRA nie wdrozy narzedzia AI”, wyjasnia MHRA, ,nie
bedzie w stanie skutecznie przetwarzac¢ tych ADR. Utrudni to
jej zdolnos¢ do szybkiego zidentyfikowania wszelkich
potencjalnych probleméw dotyczgacych bezpieczenstwa
szczepionki na Covid-19 1 stanowi bezpoSrednie zagrozenie dla
zycia pacjentoéw 1 zdrowia publicznego.”
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Przetarg jest szczegdélnie pilny:

Powody, dla ktérych jest to wyjgtkowo pilne — MHRA przyznaje,
ze planowany proces zakupu programu SafetyConnect, w tym
narzedzia AI, nie zostatby zakonczony wprowadzeniem
szczepionki. Prowadzi do niemoznosci skutecznego monitorowania
niepozadanych reakcji na szczepionke Covid-19.

Wydarzenia nieprzewidywalne — kryzys zwigzany z Covid-19 jest
nowy, a postep w poszukiwaniu szczepionki przeciwko Covid-19
nie przebiega dotychczas wedtug zadnego przewidywalnego
wzorca.



Czy to brzmi jak agencja, ktora oczekuje, ze
szczepionka przeciwko COVID-19 bedzie bezpieczna i
skuteczna?

Z opisu zawartego w dokumencie przetargowym jasno wynika, ze:

1. MHRA spodziewa sie, ze szczepionki przeciwko COVID-19
spowodujg fale zdarzen niepozadanych / skutkoéw
ubocznych.

2. MHRA jest w peini Swiadoma, ze []J[Jte niepozagdane
zdarzenia beda szkodzi¢ i zabijal wielu pacjentdow. W
szczegdlnosSci ostrzegaja przed ,bezposSrednim zagrozeniem
zycia pacjentow”.

3. Starsze systemy MHRA nie sg w stanie obstuzyd
spodziewanej 1liczby naptywajgcych zgtoszen urazow
wywotanych szczepionkg na COVID-19, co oznacza, ze []
spodziewana liczba takich zgtoszen bedzie bardzo duza i
bezprecedensowa.

4. MHRA wyraza ,niezwykle pilng potrzebe” wprowadzenia
nowego systemu identyfikacji dzia*an niepozadanych
szczepionek przeciwko COVID-19.

5. MHRA stwierdza, ze [J[Jjesli nowy system sztucznej
inteligencji nie zostanie pilnie zainstalowany, nie
bedzie w stanie zidentyfikowa¢ wielu niepozagdanych
reakcji wynikajagcych ze szczepionki przeciwko COVID-19 i
ze ta sytuacja wptynie negatywnie na zdrowie
publiczne. (tj. ludzie umra.)

To pokazuje brutalng szczeros¢ MHRA za kulisami w procesie
przetargowym na systemy AI. Jednak publicznie, prawie
wszystkie rzadowe agencje regulacyjne na catym Swiecie — w tym
te w Wielkiej Brytanii i USA - nie udostepniajg takich
szczeg6tow opinii publicznej i fatszywie przedstawiaja
szczepionki przeciwko COVID-19 jako prawie w 100% bezpieczne 1
skuteczne.

Teraz wiemy, ze nawet brytyjska MHRA zdaje sobie sprawe, ze
szczepionki przeciwko COVID-19 beda niezwykle niebezpieczne



dla spoteczenstwa, generujgc katastrofalng fale niepozgdanych
reakcji i $miertelnych skutkéw ubocznych.

Nasuwa sie pytanie: dlaczego MHRA nie méwi o tym publicznie?

Ubodj ludzkiej populacji
smiercionosna bronia biologiczng 1
toksycznymi szczepionkami: ,Wielki
Reset” to medyczna tyrania 1
ekonomiczny komunizm

Bez wagtpienia CDC tez o tym wie 1 nie przekazuje niczego, co
mogtoby zaalarmowacC opinie publiczng o tej rzeczywistosci.

Oczywisdcie, opinia publiczna jest celowo trzymana w tajemnicy
jesli chodzi o niebezpieczenstwa zwigzane ze szczepionkami
przeciwko COVID-19 i niestety, nawet konserwatywne media w USA
papuguja propagande przemystu szczepionkowego, aby sprébowad
przekona¢ ludzi, ze szczepionki na COVID-19 uratujg Swiat.

Nalezy pamietad, ze zdradzieccy giganci
technologiczni spiskowali w ciggu ostatnich kilku lat, aby
cenzurowa¢ kazdego, kto kwestionuje bezpieczenstwo

skuteczno$ci szczepionek. Oznacza to, ze mimo iz 1ludzie
umierajg z powodu szczepionki przeciw COVID-19, nikt nie
bedzie mégt o tym méwié¢ ani podnosié¢ alarmu. Wszystkie zgony
wywotane szczepionkg na COVID-19 beda ukrywane i chronione
przed opinig publiczng. Media oczywisScie zrobig wszystko, aby
chroni¢ Big Pharme.

W istocie Big Pharma i globalistyczni kontrolerzy oczekuja, ze
ludzkos¢ ustawi sie w szeregu, przyjmie zastrzyk i umrze w
milczeniu, gdy wszystko zostanie nam wszystkim skradzione
przez ztych globalistycznych wspétpracownikéw ,Wielkiego
Resetu”. Szczepionki, ktdore osiggaja cel masowego ludobdjstwa
i wyludnienia, sg tylko jedng warstwg ich wielkiego planu,



ktory obejmuje rdéwniez skoordynowang, globalng kradziez
wszystkich prywatnych aktywdéw poprzez zaplanowany upadek
waluty fiducjarnej, ktéry sprawia, ze [JQwszystkie denominowane
w walutach oszczednos$ci i aktywa sa natychmiast
bezwartosciowe.

Nie tylko ludzie, ktorzy przyjmg szczepionke i zostang ranni
lub umrg; wszystko, co kiedys$s posiadali, zostanie im
skonfiskowane i ukradzione przez tych samych globalistéw,
ktérzy propaguja szczepionki i cenzure.

Sg to ci sami globalisci, ktdérzy wtasnie ukradli wybory w USA
w 2020 roku, oczywiscie, fat*szujgc maszyny do gtosowania
Dominium i oS$wietlajagc caty nardéd fatszywymi mediami
informacyjnymi.

Ostatecznym rozwigzaniem przeciwko ludzkosci jest potgczenie
globalnego resetu gospodarczego, masowego ludobdjstwa poprzez
szczepionki, 1inzynieryjnego gtodu poprzez kontrolowane
zatamanie zapasOw zywnosci oraz catkowitej kontroli nad mowg i
myslami poprzez cenzure Big Tech i programy
socjotechniczne. Dla globalistéw jestes tylko zwierzeciem
hodowlanym i uwazaja, nadszedt* czas, aby zebra¢ wszystkie
zwierzeta na rzez.

Stad potrzeba koronawirusa SARS-CoV-2 od samego poczatku:
pozwolit globalistom uwolni¢ wszystkie ich programy
zniewolenia ludzkosSci i zniszczenia ludzkiej wolnosci,
jednoczed$nie twierdzgc, ze ,chroni” cie przed tg samg bronig
biologiczng, ktorag zbudowali i wydali w pierwszej kolejnosci.

Autor: Mike Adams
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