
BEZPRZEWODOWY ŚWIAT: Nowa era
inwazyjnego nadzoru

W świecie coraz bardziej połączonym przez technologię, nowe
badanie ujawnia niepokojące zjawisko: możliwość wykorzystania
Wi-Fi i wież komórkowych do inwigilacji bez wiedzy lub zgody
osób  fizycznych.  Technologia  ta,  która  wykorzystuje
promieniowanie bezprzewodowe otoczenia, może zmienić sposób, w
jaki  myślimy  o  prywatności  i  bezpieczeństwie,  podnosząc
istotne kwestie etyczne i prawne.

Technologia stojąca za zagrożeniem
Badanie,  przeprowadzone  przez  wydział  inżynierii  na
Uniwersytecie w Porto w Portugalii, zostało opublikowane na
otwartej  stronie  naukowej  Cornell  University,  arXiv,  24
stycznia  2025  roku.  Naukowcy  zaprojektowali  system,  który
wykorzystuje rekonfigurowalną inteligentną powierzchnię (RIS)
do manipulowania i kierowania sygnałami Wi-Fi, umożliwiając
wykrywanie  i  renderowanie  wizualnych  obrazów  ludzkiej
aktywności  z  ponad  90%  dokładnością.

Fariha  Husain,  kierownik  programu  promieniowania
elektromagnetycznego (EMR) i sieci bezprzewodowych Children’s
Health Defense (CHD), wyjaśniła możliwości tej technologii:
„Panele  RIS  mogą  być  strategicznie  rozmieszczone,  aby
zoptymalizować odbicie i sterowanie sygnałem bezprzewodowym. W
pomieszczeniach można je montować na ścianach, sufitach lub
meblach.  Na  zewnątrz  mogą  być  instalowane  na  budynkach,
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latarniach i billboardach reklamowych. Dodatkowo, panele RIS
umożliwią inteligentny nadzór miejski poprzez śledzenie ruchu
pieszych i pojazdów”.

Implikacje tej technologii są głębokie. Według badań, system
może wykrywać gesty dłoni i monitorować parametry życiowe,
takie jak oddech, nawet gdy osoby znajdują się za przeszkodami
lub  nie  współpracują.  Naukowcy  twierdzą,  że  ta  zdolność
stanowi postęp w dziedzinie rozpoznawania aktywności człowieka
(HAR) w kontekście komunikacji szóstej generacji (6G).

Kwestie  etyczne  i  dotyczące
prywatności
Podczas gdy zwolennicy twierdzą, że technologia RIS może mieć
korzystne zastosowania w opiece zdrowotnej i automatyzacji,
obrońcy prywatności biją na alarm. W. Scott McCollough, główny
prawnik  zajmujący  się  sprawami  EMR  &  Wireless  w  CHD,
podkreślił niebezpieczne implikacje dla masowej inwigilacji:
„Przyszłe sieci 6G będą miały wbudowaną funkcjonalność RIS i
nie  zdziwiłbym  się,  gdyby  nie  wdrożyli  RIS  w  przyszłych
aktualizacjach 5G. Kilka raportów branżowych i rządowych na
temat 6G wprost mówi, że chcą wykorzystać te możliwości do
inwigilacji”.

Obawy McCollougha nie są bezpodstawne. Technologia stojąca za
badaniem jest podobna do Origin AI, komercyjnej technologii
wykrywania Wi-Fi opracowanej przez Raya Liu, byłego wykonawcę
Agencji  Zaawansowanych  Projektów  Badawczych  Obrony  (DARPA).
Origin AI może lokalizować ruch z ponad 90% dokładnością i
rejestrować wzorce oddechowe, co czyni ją potężnym narzędziem
do  ochrony  domu  i  automatyzacji.  Jednak  budzi  to  również
poważne obawy dotyczące prywatności.

Husain zauważył: „Panele RIS mogą być zintegrowane z obiektami
i  środowiskami  bez  wiedzy  lub  zgody  osób,  co  sprawia,  że
rezygnacja  z  tej  formy  nadzoru  jest  prawie  niemożliwa”.



Dodała, że „technologia ta stwarza niebezpieczne implikacje
dla masowego nadzoru, prywatności i bezpieczeństwa danych”.

Kontekst historyczny i współczesne
znaczenie
Rozwój  technologii  RIS  jest  częścią  szerszego  trendu  w
ewolucji  nadzoru.  Peter  Krapp,  profesor  filmu  i  studiów
medialnych  na  Uniwersytecie  Kalifornijskim  w  Irvine,  badał
wszechobecną naturę nadzoru w erze cyfrowej. Według Krappa,
Stany Zjednoczone mają największą liczbę kamer monitorujących
na osobę na świecie, a nadzór ten nie ogranicza się do kamer
wideo.  Telefony  komórkowe,  GPS,  Wi-Fi,  Bluetooth  i  różne
aplikacje przyczyniają się do kompleksowego systemu śledzenia.

Krapp wyjaśnił: „Bazy danych mogą korelować dane o lokalizacji
ze  smartfonów,  prywatnych  kamer,  czytników  tablic
rejestracyjnych  i  technologii  rozpoznawania  twarzy.  Organy
ścigania mogą śledzić, gdzie jesteś i gdzie byłeś, często bez
nakazu. Prywatni brokerzy danych również gromadzą i sprzedają
te dane, tworząc w dużej mierze nieuregulowany rynek danych
osobowych”.

Historyczny kontekst inwigilacji w Stanach Zjednoczonych jest
kluczowy dla zrozumienia współczesnego znaczenia technologii
RIS. Od wczesnych dni podsłuchów po współczesną erę cyfrowego
śledzenia,  równowaga  między  bezpieczeństwem  a  prywatnością
była kwestią sporną. Środowisko prawne po wyroku w sprawie Roe
przeciwko Wade dodało nowe warstwy złożoności, z obawami o to,
w  jaki  sposób  dane  śledzenia  mogą  być  wykorzystywane  w
kontekście praw reprodukcyjnych i innych wrażliwych kwestii.

Wnioski: Wezwanie do regulacji
W miarę jak technologia RIS rozwija się i staje się coraz
bardziej  zintegrowana  z  sieciami  6G,  potrzeba  solidnych
regulacji i wytycznych etycznych jest bardziej krytyczna niż



kiedykolwiek.  Husain  i  McCollough  opowiadają  się  za
ściślejszym  nadzorem  i  kampaniami  uświadamiającymi
społeczeństwo, aby zapewnić, że technologia ta nie narusza
prywatności i bezpieczeństwa danych osobowych.

McCollough podsumował: „Musimy przeprowadzić krajową rozmowę
na  temat  etycznych  implikacji  technologii  RIS.  Nie  chodzi
tylko  o  techniczną  wykonalność;  chodzi  o  ramy  moralne  i
prawne, które będą regulować jej użycie”.

W świecie, w którym technologia może przekształcić przedmioty
codziennego użytku w narzędzia nadzoru, walka o prywatność
jest  daleka  od  zakończenia.  Ponieważ  technologia  ta  nadal
ewoluuje, ważne jest, aby prawodawcy, technolodzy i obywatele
współpracowali  w  celu  ochrony  podstawowego  prawa  do
prywatności  w  erze  cyfrowej.

Syndrom EMR: nowa nazwa dla
rosnącego  problemu
zdrowotnego XXI wieku

Miliony ludzi na całym świecie doświadczają wyniszczających
objawów – od bólów głowy i bezsenności po kołatanie serca i
zaburzenia  poznawcze  –  gdy  są  narażeni  na  promieniowanie
elektromagnetyczne (EMR) z codziennych technologii, takich jak
telefony komórkowe, routery Wi-Fi i inteligentne urządzenia.
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Do tej pory stan ten był znany pod wieloma nazwami, w tym
wrażliwości  elektromagnetycznej,  nadwrażliwości
elektromagnetycznej  i  zespołu  mikrofalowego,  powodując
zamieszanie  i  stygmatyzację  osób  dotkniętych  chorobą.  W
przełomowym wysiłku na rzecz ujednolicenia i destygmatyzacji
tego stanu, OneName Project wprowadził nowy termin: Syndrom
Promieniowania Elektromagnetycznego lub Syndrom EMR.

Zapowiedź ta, ogłoszona w styczniu 2025 r., stanowi punkt
zwrotny dla osób żyjących z niepełnosprawnością związaną z
EMR, a także dla rzeczników, naukowców i lekarzy pracujących
nad zwiększeniem świadomości i zapewnieniem uznania dla tego
schorzenia.  Nowa  nazwa  ma  na  celu  ułatwienie  publicznego
zrozumienia,  wspieranie  rzecznictwa  i  utorowanie  drogi  do
globalnego uznania.

Dlaczego nazwa ma znaczenie
Przez  lata  brak  jednego,  powszechnie  akceptowanego  terminu
utrudniał  wysiłki  mające  na  celu  edukację  społeczeństwa,
promowanie dostosowań i naciskanie na badania naukowe. Nazwy
takie jak „nadwrażliwość elektryczna” lub „zespół mikrofalowy”
często  stygmatyzowały  osoby,  przedstawiając  problem  jako
osobistą wrażliwość, a nie fizjologiczną reakcję na czynniki
środowiskowe. Inne, takie jak „syndrom Hawany”, były mylące
lub  wprowadzały  w  błąd,  przywołując  raczej  intrygi
geopolityczne  niż  wszechobecny  wpływ  promieniowania
bezprzewodowego.

Ruth  F.  Moss,  specjalistka  ds.  marketingu  i  zwolenniczka
syndromu EMR, opisała frustrację związaną z poruszaniem się po
wielu terminach po jej diagnozie w 2015 roku. „Otrzymałam pięć
różnych odpowiedzi” – powiedziała. „Nikt nie zapamięta stanu
zdrowia, jeśli jest on nazywany 10 różnymi rzeczami. Ludzie
potrzebują jednej nazwy, którą mogą rozpoznać i zapamiętać”.

Projekt OneName miał na celu sprostanie temu wyzwaniu poprzez
zwołanie  zróżnicowanej  grupy  interesariuszy,  w  tym  osób  z



niepełnosprawnościami  związanymi  z  EMR,  specjalistów
medycznych i naukowców. W ciągu rocznego procesu zespół ocenił
wkład  publiczny  i  analizę  ekspertów,  aby  uzyskać  termin
„syndrom EMR”.

„Ta  decyzja  była  wynikiem  prawdziwie  wspólnego  procesu”  –
powiedział dr Kent Chamberlin, emerytowany profesor inżynierii
elektrycznej i komputerowej na Uniwersytecie New Hampshire i
kluczowa postać w projekcie. „Nie tylko stworzyliśmy jednolitą
tożsamość  dla  tej  choroby,  ale  także  odnowiliśmy  poczucie
nadziei dla osób z nią żyjących”.

Nauka stojąca za syndromem EMR
Syndrom  EMR  nie  jest  nowym  zjawiskiem.  Doniesienia  o
niekorzystnych skutkach zdrowotnych pól elektromagnetycznych
(EMF)  sięgają  lat  siedemdziesiątych  XX  wieku,  kiedy  to
personel wojskowy USA pracujący ze sprzętem radarowym zgłaszał
objawy,  takie  jak  bóle  głowy,  zmęczenie  i  zaburzenia
poznawcze. Obecnie stan ten jest coraz częściej wiązany z
rozprzestrzenianiem  się  technologii  bezprzewodowych,  w  tym
sieci 5G.

Recenzowane badanie z 2020 roku wykazało, że od 1,6% do 10,3%
populacji  w  różnych  krajach  zgłaszało  objawy  zgodne  z
syndromem EMR. Objawy te często wpływają na wiele układów
organizmu, w tym na układ sercowo-naczyniowy i neurologiczny,
i  mogą  poważnie  ograniczać  zdolność  jednostki  do
funkcjonowania  w  nowoczesnych,  opartych  na  technologii
środowiskach.

Pomimo  rosnącej  liczby  dowodów,  stan  ten  pozostaje
kontrowersyjny.  Krytycy  twierdzą,  że  objawy  mogą  być
psychosomatyczne  i  związane  z  zachowaniami  paranoicznymi,
podczas gdy zwolennicy wskazują na badania wykazujące zmiany
fizjologiczne u osób narażonych na EMR. Projekt OneName miał
na celu zniwelowanie tego podziału poprzez wybranie terminu,
który  jest  naukowo  wiarygodny  i  dostępny  dla  opinii
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publicznej.

„Poprzednie nazwy, takie jak nadwrażliwość elektromagnetyczna,
stanowiły problem, gdy dana osoba udawała się do lekarza” –
powiedziała dr Sharon Goldberg, lekarz medycyny integracyjnej
i członek komitetu decyzyjnego. „Takie określenia oznaczały,
że dana osoba jest zbyt wrażliwa. To musiało się zmienić”.

Wprowadzenie „syndromu EMR” następuje w krytycznym momencie.
Federalna  Komisja  Łączności  (FCC)  spotkała  się  z  rosnącą
krytyką za przestarzałe limity ekspozycji na promieniowanie
bezprzewodowe, które zostały ostatnio zaktualizowane w 1996
roku. W 2021 r. koalicja grup rzeczniczych, w tym Children’s
Health Defense i Environmental Health Trust, wygrała proces
sądowy kwestionujący brak zajęcia się przez FCC dowodami na
szkodliwość 5G i innych technologii bezprzewodowych.

Rzecznicy naciskają teraz na zmiany systemowe, w tym bardziej
rygorystyczne  przepisy,  bezpieczniejsze  projekty
technologiczne  i  większą  świadomość  społeczną.  „Chodzi  o
wskazanie drogi do większej świadomości i bezpieczniejszych
praktyk,  które  można  wykorzystać  do  bezpieczniejszego  i
zdrowszego  życia”  –  powiedziała  Pam  Wallace,  zwolenniczka
bezpiecznych technologii i członek komitetu organizacyjnego.

Lokalne  społeczności  również  podejmują  działania.  Niektóre
miasta  przyjęły  rozporządzenia  wymagające  umieszczenia  wież
komórkowych w odległości co najmniej 1640 stóp od domów, szkół
i firm – zalecenie oparte na ustaleniach Komisji New Hampshire
do zbadania wpływu ewolucji technologii 5G na środowisko i
zdrowie. Nowa definicja utoruje drogę do zmian prawnych, które
lepiej chronią zdrowie ludzi.



Chiny prezentują pierwszy na
świecie wojskowy system 5G do
zasilania  10  000  robotów
bojowych

Chiny zaprezentowały pierwszą na świecie mobilną stację bazową
5G zaprojektowaną specjalnie do użytku na polu bitwy.

Opracowany wspólnie przez China Mobile Communications Group i
Armię Ludowo-Wyzwoleńczą (PLA), ten najnowocześniejszy system
obiecuje  zrewolucjonizować  współczesne  działania  wojenne,
umożliwiając  płynną  komunikację  nawet  10  000  robotów
wojskowych i dronów w promieniu 3 kilometrów (1,8 mili).

System,  szczegółowo  opisany  w  recenzowanym  artykule
opublikowanym  17  grudnia  w  chińskim  czasopiśmie
Telecommunications Science, oferuje bezprecedensowe możliwości
szybkiej, niskiej latencji i ultra-bezpiecznej wymiany danych.
Nawet w najtrudniejszych warunkach – takich jak tereny górskie
lub miejskie – system utrzymuje nieprzerwaną przepustowość 10
gigabitów  na  sekundę  i  opóźnienie  poniżej  15  milisekund.
Zapewnia  to  niezawodną  łączność  dla  jednostek  PLA
poruszających się z prędkością do 80 kilometrów na godzinę (50
mil na godzinę).

Rozwój sieci 5G klasy wojskowej jest krytycznym krokiem w
ambitnym  planie  Chin,  aby  zbudować  największe  na  świecie
bezzałogowe siły zbrojne. PLA przewiduje przyszłość, w której

https://ocenzurowane.pl/chiny-prezentuja-pierwszy-na-swiecie-wojskowy-system-5g-do-zasilania-10-000-robotow-bojowych/
https://ocenzurowane.pl/chiny-prezentuja-pierwszy-na-swiecie-wojskowy-system-5g-do-zasilania-10-000-robotow-bojowych/
https://ocenzurowane.pl/chiny-prezentuja-pierwszy-na-swiecie-wojskowy-system-5g-do-zasilania-10-000-robotow-bojowych/
https://ocenzurowane.pl/chiny-prezentuja-pierwszy-na-swiecie-wojskowy-system-5g-do-zasilania-10-000-robotow-bojowych/


drony, zrobotyzowane psy i inne bezzałogowe platformy bojowe
przewyższają  liczebnie  ludzkich  żołnierzy  na  polu  bitwy.
Jednak  istniejące  wojskowe  systemy  komunikacyjne  z  trudem
radziły sobie z ogromnym zapotrzebowaniem na dane w tak dużych
operacjach robotycznych.

Nowy system 5G stawia czoła temu wyzwaniu. W przeciwieństwie
do  cywilnych  sieci  5G,  które  opierają  się  na  stałej
infrastrukturze,  wersja  wojskowa  została  zaprojektowana  do
działania w środowiskach, w których nie ma naziemnych stacji
bazowych  lub  sygnały  satelitarne  są  zagrożone.  Aby
przezwyciężyć  ograniczenia  tradycyjnych  anten  w  celu
uniknięcia przeszkód, system wykorzystuje flotę dronów.

Drony jako powietrzne stacje bazowe
Innowacyjne rozwiązanie polega na zamontowaniu platformy na
pojazdach  wojskowych,  która  mieści  od  trzech  do  czterech
dronów. Drony te działają jako powietrzne stacje bazowe, na
zmianę utrzymując ciągły zasięg 5G. Gdy bateria jednego drona
się wyczerpie, przekazuje on swoje obowiązki innemu i wraca do
pojazdu w celu naładowania. Ten autonomiczny system został
rygorystycznie przetestowany przez PLA i okazał się skuteczny
w rozwiązywaniu problemów, takich jak częste rozłączenia i
niskie  prędkości,  zapewniając  „bezpieczne,  niezawodne  i
szybkie wdrożenie”.

Jednym z najważniejszych zagrożeń dla wojskowej sieci 5G są
zakłócenia elektromagnetyczne, które mogą pochodzić zarówno od
sił wroga, jak i przyjaznych jednostek działających na tym
samym obszarze. Aby temu przeciwdziałać, PLA wyposażyła system
w zaawansowane środki zaradcze. Małe terminale komunikacyjne
po stronie użytkownika mogą przesyłać dane na bardzo wysokich
poziomach  mocy  –  do  400  megawatów  –  nawet  przy  tłumieniu
elektromagnetycznym,  przy  jednoczesnym  zachowaniu  niskiego
zużycia energii do długotrwałej pracy.

Wojskowy  system  5G  wykorzystuje  również  rozległą  chińską



cywilną infrastrukturę 5G, która w listopadzie 2024 r. będzie
liczyć prawie 4,2 miliona stacji bazowych. Integrując cywilne
narzędzia  automatyzacji,  PLA  osiągnęła  szybkie  i  płynne
przełączanie między dronami a naziemnymi stacjami bazowymi,
proces, który można zakończyć „w mgnieniu oka”.

„Obsługa tak rozległej sieci z konieczności wymaga potężnych
narzędzi i środków automatyzacji, wśród których znajduje się
technologia  automatycznego  otwierania  stacji.  Może  ona
autonomicznie zakończyć tworzenie danych stacji bazowej sieci
bazowej, ładowanie danych, konfigurację parametrów bazowych i
inne zadania” – napisał zespół badawczy.

Podczas  gdy  chiński  wojskowy  system  5G  jest  gotowy  do
wdrożenia, Stany Zjednoczone wciąż zmagają się z wyzwaniami
technicznymi we własnych wysiłkach na rzecz militaryzacji 5G.
W  2020  r.  Stany  Zjednoczone  rozpoczęły  coś,  co  nazwały
największą kampanią militaryzacji technologii 5G, ale postęp
był  powolny.  Lockheed  Martin  i  Verizon  opracowały  system
demonstracyjny  5G.MIL,  który  rejestruje  opóźnienie  do  30
milisekund podczas przesyłania danych między dwoma pojazdami
Humvee oddalonymi od siebie o 100 metrów. Chociaż spełnia to
amerykańskie  standardy  wojskowe,  nie  spełnia  bardziej
rygorystycznych  wymagań  PLA.

Chiński militarny przełom 5G stanowi kamień milowy w ewolucji
nowoczesnych działań wojennych. Umożliwiając rozmieszczenie na
dużą skalę inteligentnych maszyn wojennych, system ten stawia
PLA w czołówce bezzałogowych zdolności bojowych. Technologia
ta, obserwowana przez cały świat, może na nowo zdefiniować
równowagę sił na przyszłych polach bitew, gdzie roboty i drony
mogą wkrótce przewyższyć liczebnie ludzkich żołnierzy.

Dzięki solidnej wydajności, zdolności adaptacji do trudnych
warunków  i  integracji  najnowocześniejszych  technologii
cywilnych, chiński wojskowy system 5G to nie tylko osiągnięcie
technologiczne  –  to  strategiczna  przewaga,  która  może
kształtować  przyszłość  globalnych  operacji  wojskowych.



Śledź CommunistChina.news, aby uzyskać więcej informacji na
temat postępów wojskowych Chin.

Obejrzyj  poniższy  film  o  rozpoczęciu  przez  Chiny  masowej
produkcji robotów AI dla magazynów i sklepów.

https://www.brighteon.com/cb950f2a-fe58-4ecb-932c-d063255dd2cf

Technologia  5G  –
promieniowanie
elektromagnetyczne

Technologia  5G  (5G),  co  oznacza  „piątą  generację”,  jest
najnowszą  generacją  technologii  mobilnej  i  jest  obecnie
wykorzystywana w prawie wszystkich szerokopasmowych sieciach
komórkowych.  Jej  stale  rosnącą  popularność  można  przypisać
szybkim prędkościom połączeń, które mogą wynosić od 10 do 100
razy  szybciej  niż  obecne  sieci  4G  lub  czwarta  generacja
technologii telefonii komórkowej.

Jednak w przeciwieństwie do technologii 4G, technologia 5G
wykorzystuje do działania fale milimetrowe o „ultra wysokiej
częstotliwości” lub „ultra wysokiej intensywności”.

Fale milimetrowe (mmWave) wykorzystują „ukierunkowaną energię”
zamiast „rozproszonej energii” technologii 4G. Ponieważ jednak
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technologia 5G wykorzystuje inny sprzęt niż technologia 4G do
dostarczania  sygnałów,  ta  pierwsza  będzie  wymagać  budowy
nowych  i  większej  liczby  wież  komórkowych  bardzo  blisko
siebie.

Niebezpieczeństwo polega na nieuniknionym i bezprecedensowym
poziomie  narażenia  na  promieniowanie  elektromagnetyczne  w
prawie wszystkich obszarach miejskich i zaludnionych.

Fala  impulsowa  jest  bardziej
niebezpieczna  niż  promieniowanie
fali ciągłej
Jedną z unikalnych cech inteligentnych liczników jest to, że
emitują one promieniowanie pulsacyjne, a nie ciągłe. Oznacza
to, że działają one w cyklach start-stop, emitując impuls pola
elektromagnetycznego  (EMF),  a  następnie  przechodząc  w  stan
tymczasowej nieaktywności.

Dzieje  się  tak  zbyt  wiele  razy  dziennie,  a  zeznania
przedsiębiorstw  użyteczności  publicznej,  takich  jak  Pacific
Gas and Electric Company (PG&E) z Kalifornii, ujawniają, że
inteligentne liczniki wysyłają fale pulsacyjne od 9 600 do 190
000 razy dziennie.

W filmie z 2018 r. naukowiec zajmujący się promieniowaniem
bezprzewodowym i EMF, dr Martin Pall, ostrzegł, że 13 badań
wykazało,  że  fale  pulsacyjne  EMF  są  bardziej  aktywne  i
niebezpieczne w porównaniu z falami ciągłymi EMF.

Technologia 5G została powiązana z
głęboką  penetracją  pól
elektromagnetycznych
Głównym powodem, dla którego telefony komórkowe są bardziej

https://www.globalresearch.ca/5g-danger-13-reasons-5g-wireless-technology-will-be-a-catastrophe-for-humanity/5680503


niebezpieczne  dla  dzieci  niż  dorosłych,  poza  faktem,  że
absorpcja promieniowania kumuluje się przez całe życie, jest
penetracja pól elektromagnetycznych.

Pall wyjaśnił, że branża twierdzi, że bardziej konwencjonalne
pola  elektromagnetyczne  o  częstotliwości  mikrofalowej  są
ograniczone  w  działaniu  tylko  do  zewnętrznego  centymetra
ciała. Dane dowiodły jednak, że nie jest to prawdą „ze względu
na  wpływ  głęboko  w  ludzkim  mózgu,  na  serce  [i]  układy
hormonalne”.

W  dwóch  najważniejszych  badaniach  wykazujących  wpływ  pól
elektromagnetycznych  głęboko  w  organizmie,  profesor  Michael
Hassig i jego koledzy ze Szwajcarii analizowali powstawanie
zaćmy u nowonarodzonych cieląt. Te dwa badania wykazały, że
gdy  ciężarne  krowy  są  wypasane  w  pobliżu  stacji  bazowych
telefonii komórkowej lub wież telefonii komórkowej, cielęta
rodzą  się  z  „znacznie  zwiększoną  częstością  występowania
zaćmy”.

W badaniu z 2009 roku, Hassig wyjaśnił, że spośród 253 cieląt,
79 (32 procent) miało różne stopnie zaćmy jądrowej, a dziewięć
(3,6 procent) cieląt miało ciężką zaćmę jądrową.

Wyniki  wykazały  związek  między  lokalizacją  cieląt  z  zaćmą
jądrową w pierwszym trymestrze ciąży a siłą anten. Liczba
anten w odległości od 100 do 199 metrów była powiązana ze
stresem oksydacyjnym.

Zespół  badawczy  poinformował  również,  że  istnieje  związek
„między  stresem  oksydacyjnym  a  odległością  do  najbliższej
stacji bazowej telefonii komórkowej”.



Sejm  Litwy:  Na  rynku
łączności  elektronicznej
tylko wiarygodni producenci

W  litewskim  rynku  łączności  elektronicznej  będą  mogli
uczestniczyć  tylko  wiarygodni  producenci  i  dystrybutorzy  –
postanowił  Sejm  we  wtorek.  Chodzi  przede  wszystkim
o bezpieczne wdrażanie technologii 5G. Chiński koncern Huawei
wyraził ubolewanie z powodu tej decyzji.

Przewodniczący  sejmowej  Komisji  Bezpieczeństwa  Narodowego
i  Obrony,  poseł  Laurynas  Kasčiūnas,  uzasadniając  przyjęcie
odpowiednich  poprawek  legislacyjnych,  ocenił,  że  „[…]  5G
to nasza technologiczna przyszłość, chodzi o Internet Rzeczy,
da nam wiele różnych możliwości, ale jednocześnie będzie niósł
z  sobą  wiele  różnych  zagrożeń  dla  bezpieczeństwa.  Jeśli
popieramy ten projekt i jestem pewien, że to zrobimy, bardzo
jasno damy do zrozumienia, że Litwa nie chce znajdować się
w  kontrolowanej  przez  Chińczyków  technosferze.  Nie  chcemy
przebywać  w  tej  technosferze  na  mocy  takich  przepisów
państwowych,  gdzie  ich  firmy,  nawet  prywatne,  które
zgromadziły dane, powinny w razie potrzeby udostępniać te dane
rządowi i służbom bezpieczeństwa Chińskiej Republiki Ludowej.
Przechowujmy  nasze  dane  i  wprowadźmy  kontrolę,  która  jest
ważna dla bezpieczeństwa narodowego, miejmy tę kontrolę”.

Zgodnie z przyjętymi poprawkami operatorzy sieci korzystający
już  ze  sprzętu  niespełniającego  wyznaczonego  kryterium
bezpieczeństwa  będą  musieli  wymienić  sprzęt  do  końca  2025
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roku.  W  przeciwnym  razie  nie  będą  mogli  ubiegać  się
o  przydzielanie  przez  państwo  spektrum  częstotliwości
do  komunikacji  5G.

Chińska  firma  telekomunikacyjna  Huawei  wyraziła  we  wtorek
ubolewanie  z  powodu  decyzji  litewskiego  Sejmu  i  oceniła,
że nie zapewni to bezpieczeństwa sieci telekomunikacyjnych,
a jedynie ograniczy rynek.

Źródła: PAP, Lietuvos Respublikos Seimas.

Szwecja  zakazała
wykorzystywania  sprzętu
Huawei i ZTE do budowy sieci
5G

W Szwecji urząd nadzoru telekomunikacyjnego ogłosił we wtorek,
że  w  budowaniu  sieci  5G  w  tym  kraju  zakazane  będzie
korzystanie ze sprzętu chińskich koncernów telekomunikacyjnych
Huawei  i  ZTE  lub  ich  dostawców.  To  kolejne  państwo
europejskie,  które  zdecydowało  się  na  taki  krok.

Urząd poczty i telekomunikacji poinformował o tej decyzji przy
okazji  ogłoszonych  w  Szwecji  na  10  listopada  aukcji
częstotliwości  umożliwiających  rozwój  sieci  5G.

https://epochtimes.pl/tag/huawei/
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Regulator zakazał stosowania produktów dwóch chińskich firm
do  nowych  instalacji  telekomunikacyjnych  tworzonych
na potrzeby obsługiwania tych kontraktów. Do 2025 roku również
będzie musiał zostać wycofany sprzęt produkcji Huawei i ZTE,
który już jest w Szwecji używany i wykorzystywany w tym celu.

Decyzję podjęto na podstawie obowiązującej od początku roku
nowej  ustawy,  po  przeprowadzeniu  konsultacji  z  wojskiem
i  służbami  specjalnymi,  „by  zapewnić,  że  używanie  sprzętu
radiowego  w  tych  pasmach  nie  przyczyni  się  do  narażenia
bezpieczeństwa Szwecji”.

USA starają się przekonać swoich sojuszników do wykluczania
chińskich  firm  z  budowy  infrastruktury  telekomunikacyjnej,
uzasadniając  to  obawami  o  bezpieczeństwo  danych.  Koncerny
z  ChRL  muszą  zgodnie  z  tamtejszym  prawem  pomagać
państwu w zbieraniu danych wywiadowczych – przypomina Reuters.

Na całkowitą rezygnację z używania produktów Huawei do 2027
roku zdecydowała się w tym roku Wielka Brytania, kilka innych
krajów  europejskich  podjęło  lub  zamierza  podjąć  podobne
działania – pisze AFP.

Na  decyzji  szwedzkiego  regulatora  najprawdopodobniej
skorzystają szwedzki koncern Ericsson i fińska Nokia również
produkujące sprzęt wykorzystywany do budowy infrastruktury 5G.

Źródło:

PAP

Chińska  technologia  5G  nie
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uratuje gospodarki, mówi były
minister finansów reżimu

https://vs.youmaker.com/assets/4cc1dcdc-c039-4aaa-7436-2472162
71906/video_360p.mp4
Były minister finansów Chin Lou Jiwei ostrzegł w niedawnym
przemówieniu,  że  „niedojrzała”  chińska
technologia 5G prawdopodobnie okaże się nieudaną inwestycją.

W ostatnich tygodniach chiński przywódca Xi Jinping podkreślił
potrzebę  opracowania  „wewnętrznego  system
cyrkulacji” w gospodarce krajowej – innymi słowy, by krajowe
sektory  produkowały  wszystkie  towary  na  potrzeby  chińskiej
konsumpcji, od surowców po produkty końcowe.

Xi stwierdził, że w ramach gospodarki należy „stworzyć nowy
wzorzec rozwoju, w którym rynki krajowe i zagraniczne będą
mogły  się  nawzajem  stymulować,  a  rynek  krajowy  będzie
podstawą”.

Jednak  Lou  stwierdził,  że  chińskie  innowacje  5G  –  mocno
dotowane przez Pekin – mogą stać się „punktem blokującym” ten
„wewnętrzny  system  cyrkulacji”,  ponieważ  nie  ma  chętnych
na inwestycję za setki miliardów.
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Lou poruszył tę kwestię podczas Forum 50 Chińskich Ekonomistów
(ang.  Chinese  Economists  50  Forum),  które  odbyło  się
w  Pekinie,  o  czym  napisano  w  „Hong  Kong  Economic  Times”,
w relacji z 28 września.

Były minister dokonał analizy i wysunął wnioski, że nie da się
zmienić  łańcuchów  dostaw  tak,  aby  były  zgodne  z  teorią
cyrkulacji  Xi  i  że  jest  mało  prawdopodobne,  aby  Chiny  „z
powodzeniem uzyskały przewagę technologiczną”.

Sieć  5G  pozostaje  punktem  zapalnym  między  USA  a  Chinami,
ponieważ  Stany  Zjednoczone  zakazały  chińskiemu  gigantowi
telekomunikacyjnemu  Huawei  wprowadzenia  na  ich  rynek  5G
i zmobilizowały inne kraje, aby zrobiły to samo – powołując
się  na  zagrożenia  bezpieczeństwa  wynikające  z  powiązań
Huawei z chińską armią.

Według  statystyk  opublikowanych  przez  chińskie  Ministerstwo
Przemysłu i Technologii Informacyjnych (ang. China’s Ministry
of  Industry  and  Information  Technology,  MIIT)  Chiny
kontynentalne wybudowały do 5 września 480 000 stacji bazowych
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dla sieci 5G, z ponad 100 milionami punktów końcowych sieci.

Lou Jiwei był ministrem finansów Chin od marca 2013 do 2016
roku.  To  jeden  z  urzędników  partii  komunistycznej,
który opowiadał się za reformą gospodarczą i jest dobrze znany
ze  swojej  szczerości.  Podczas  zeszłorocznego  Forum  50
Chińskich Ekonomistów, które odbyło się 16 lutego 2019 roku,
skrytykował  reformy  strukturalne  po  stronie  podaży,  jakie
forsowała władza, i potępił praktykę tworzenia komórek partii
komunistycznej  wewnątrz  prywatnych  przedsiębiorstw,  co  jak
powiedział,  „znacznie  nadwątliło  ich  zaufanie,  gdy  partia
interweniowała w strategię korporacyjną”.

W wywiadzie z 7 marca 2019 roku dla „South China Morning Post”
z siedzibą w Hongkongu Lou oświadczył, że od samego początku
był przeciwny ekonomicznemu planowi „Made in China 2025”. Jego
zdaniem inicjatywa, która ma na celu uczynienie z Chin potęgi
produkcyjnej  w  dziedzinie  supertechnologii  do  2025  roku,
to marnotrawstwo pieniędzy podatników.

„Byłem  temu  przeciwny  od  początku,  bardzo  się  z  tym
nie zgadzałem” – powiedział. „[Władza] chce, aby do tego czasu
branże  były  na  najwyższym  poziomie,  ale  te  branże  nie  są
przewidywalne i władza nie powinna sądzić, że jest w stanie
przewidzieć to, czego nie da się przewidzieć”.
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Ogłoszony w maju 2015 roku „Made in China 2025” był planem
Pekinu na pobudzenie rozwoju w 10 sektorach zaawansowanych
technologii,  m.in.  w  robotyce,  lotnictwie,  nowych  źródłach
energii, półprzewodnikach i nowych materiałach. Administracja
USA  skrytykowała  reżim  za  pozwolenie  na  kradzież
z  amerykańskich  firm  i  instytucji  własności  intelektualnej
dofinansowywanej przez państwo.

Źródło:
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