
Światowe  Forum  Ekonomiczne
naciska  na  Wielki  Reset
poprzez „cyberatak o cechach
podobnych do COVID”

Światowe Forum Ekonomiczne (WEF) to międzynarodowa organizacja
pozarządowa  rzekomo  poświęcona  ulepszaniu  świata  poprzez
biznes, politykę i środowisko akademickie. Ostatnio zagłębia
się w świat cyberbezpieczeństwa. W rzeczywistości WEF dąży do
Wielkiego Resetu za pomocą „ cyberataku o cechach podobnych do
COVID”.

WEF odegrał wiodącą rolę w plandemii COVID-19. Naciskało na
paszporty szczepionkowe, cyfrowe śledzenie kodów kreskowych i,
co najważniejsze, Wielki Reset. Teraz ostrzega świat przed
możliwym  cyberatakiem  obejmującym  cały  świat,  który
może  sparaliżować  globalny  system  finansowy.

WEF przygotowuje ludzi do oczekiwania cyberataku
obejmującego cały świat
Na początku 2021 r. WEF Center for Cybersecurity ogłosiło
Cyber ​​Polygon 2021. To internetowa konferencja poświęcona
cyberbezpieczeństwu. Tegoroczny Cyber ​​Polygon ma jeden cel:
dowiedzieć się, jak wygląda „cyberatak z cechami podobnymi do
COVID”.

We wcześniejszych wersjach WEF powiedziało, że Cyber ​​Polygon
2021  skupi  się  na  oprogramowaniu  ransomware,  podatności
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globalnego łańcucha dostaw na cyberataki i waluty cyfrowe. WEF
obiecało  również  przeprowadzenie  „ćwiczeń  szkoleniowych  na
żywo”, które są odpowiedzią na „ukierunkowany atak łańcucha
dostaw na ekosystem korporacyjny w prawdziwym życiu”.

„Wszyscy wiemy, ale wciąż nie zwracamy na niego wystarczającej
uwagi, przerażający scenariusz kompleksowego cyberataku, który
całkowicie  wstrzymałby  dostawy  energii,  transport,  usługi
szpitalne, nasze społeczeństwo jako całość” – powiedział Klaus
Schwab, założyciel i prezes wykonawczy WEF. „Kryzys COVID-19
byłby pod tym względem postrzegany jako niewielkie zakłócenie
w porównaniu z poważnym cyberatakiem”.

Schwab dodał, że ważne jest, aby WEF wykorzystał trwającą
pandemię  COVID-19,  aby  „przemyśleć  lekcje  społeczności
cyberbezpieczeństwa,  aby  wyciągnąć  i  poprawić  naszą
nieprzygotowanie  na  potencjalną  cyberpandemię”.

Schwab wygłosił te komentarze w zeszłym roku, pokazując, że
WEF od pewnego czasu planuje przygotowywać ludzi do Wielkiego
Resetu wywołanego cyberatakiem. 9 lipca, w dniu rozpoczęcia
konferencji  Cyber  ​​Polygon,  Schwab  powtórzył  swoje  sianie
strachu, przypominając ludziom o ostatnich cyberatakach, które
miały miejsce.

„W  ciągu  ostatnich  kilku  miesięcy  widzieliśmy  na  przykład
ataki  ransomware  wymierzone  w  szpitale,  infrastrukturę
krytyczną, systemy szkolne, sieć energetyczną i wiele innych
podstawowych usług” – powiedział.

„Ataki ransomware są złożone, a przedsiębiorstwa przestępcze
zwiększają  swoją  skalę  i  wpływ.  Podkreśla  to  potrzebę
ustrukturyzowanego wielostronnego, wielostronnego podejścia do
zabezpieczenia naszego społeczeństwa przed nimi”.

Trwają  ogólnoświatowe  ćwiczenia  WEF  w  zakresie
cyberpandemii
Ćwiczenie szkoleniowe Cyber ​​Polygon składa się z ponad 200
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zespołów z 48 krajów. Firmy takie jak IBM, Santander i Ernst
and  Young  wysłały  swoje  zespoły  ds.  bezpieczeństwa
cybernetycznego,  aby  wziąć  udział  w  tym  ogólnoświatowym
ćwiczeniu.

„Nieuniknione  jest,  że  pewnego  dnia  dojdzie  do  większego
ataku”, powiedział John Sancenito, prezes firmy konsultingowej
ds. bezpieczeństwa z siedzibą w Pensylwanii. „To, o czym mówi
się dzisiaj i w ciągu najbliższych kilku dni, jest potencjalną
sytuacją w świecie rzeczywistym”.

Sancenito jest zainteresowane tematem tegorocznego ćwiczenia
na żywo. Jeśli cyberatak wycelowany jest w łańcuch dostaw w
Stanach Zjednoczonych, może wpłynąć na codzienne życie ludzi
poprzez zamknięcie infrastruktury krytycznej, takiej jak sieć
energetyczna lub oczyszczalnie ścieków.

„Co byś zrobił, gdybyś nie mógł uzyskać dostępu do swoich kont
bankowych,  Internetu  lub  nagle  przestał  działać  telefon
komórkowy?  Są  to  rzeczy,  które  ludzie  naprawdę  muszą
przemyśleć,  ponieważ  pewnego  dnia  możemy  stanąć  w  obliczu
takiego kryzysu” – powiedział Sancenito.

Ćwiczenie na żywo Cyber ​​Polygon trwa kilka dni. W chwili
obecnej trwa nadal.
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