Niemiecka Stuzba Wywiadowcza
Gotowa Rozszerzy¢ Inwigilacje

Wedtug planéw Urzedu Kanclerza Federalnego, niemiecki wywiad
zagraniczny, BND, ma znacznie rozszerzy¢ swoje mozliwosSci
inwigilacyjne. Szczeg6lny nacisk potozony jest na komunikacje
internetowg przesytang z Niemiec za granice, ktora ma zostad
wtgczona do katalogu monitorowania agencji w przysztosci.

Po miesigcach gorgcych debat na temat rozszerzenia
brukselskiego aparatu cenzury w ramach ustawy o ustugach
cyfrowych i unijnej kontroli czatéw, uwaga na dziatalnos¢
szpiegowskg Komisji Europejskiej nieco ostabta. Teraz projekt
ustawy z Kancelarii, do ktdérego dotarty WDR, NDR i Siiddeutsche
Zeitung, powoduje zamieszanie.

Proponowane rozszerzenie uprawnien BND jednoznacznie wskazuje:
niemiecka polityka dzia*a w S$cistej synchronizacji z Komisjg
Brukselskga — 1idgc na catego przeciwko prywatnosci i
komunikacji obywateli, medidéw i organizacji krytycznych wobec
rzadu.

Przypomnienie skandalu NSA

Przypominamy sobie skandal sprzed ponad dekady zwigzany z
amerykanska Agencjag Bezpieczenstwa Narodowego (NSA).
Sygnalista Edward Snowden ujawnit dziatania agencji. NSA
zbierata globalne dane telekomunikacyjne i internetowe — w tym
rozmowy telefoniczne, e-maile i komunikacje online miliondw
obywateli — czesto bez jakiejkolwiek przyczyny kryminalnej.
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Programy takie jak PRISM, ktére pozwalaty na bezpoSredni
dostep do danych od amerykanskich firm technologicznych, czy
X-Keyscore, ktory moégt monitorowad aktywnos¢ internetowg w
czasie rzeczywistym, pokazaty juz, jak zaawansowana stata sie
inwigilacja panstwowa 1 jakie mozliwo$ci techniczne sa
dostepne dla aktoréw rzadowych.

Ujawniony dokument Kancelarii pokazuje teraz, dokad zmierzaja
Niemcy: projekt ustawy podaza prawie tg samg zasadg. BND
otrzymatby pozwolenie na monitorowanie ruchu internetowego z
Niemiec =za granice, co byto wczesniej zabronione,
przechwytujgc do 30% ruchu. Komunikacja internetowa bytaby
przechowywana przez szes¢ miesiecy, tym razem wtgcznie z
trescig — nie tylko metadanymi — Sledzac powigzania miedzy
konkretnymi podmiotami.

Strategiczny Otwieracz Drzwi

Podejscie Kancelarii do rozszerzenia uprawnien BND jest znane:
najpierw otwierane sg drzwi do wtasciwego *amania regut.
Bezpieczne przestrzenie dla dziennikarzy pracujgcych dla
medidow panstwowych panstw autorytarnych sg stopniowo
niszczone. Ustalenia, kto zalicza sie do ,autorytarnego”,
najprawdopodobniej przypadng ,komisji etycznej” poddanej
§cistym zasadom etycznym Kancelarii Merza.

Wkrotce wchodzg do gry terminy takie jak ,mowa nienawis$ci i
podzeganie” lub ,dziatalnos¢ antydemokratyczna”, jak zawsze
cytowane w walce z opozycjg. W skrécie: priorytetowa tresd
obraca sie woko6t kregu AfD. Dotyczy to réwniez
libertarianskich i konserwatywnych pogladéw sprzeciwiajgcych
sie kompleksowi klimatyczno-socjalistycznemu 1Llub ekspansji
sektora wojskowego. Kwestie takie jak ,Europa regionéw” i opédr
wobec rosngcego kompleksu wtadzy w Brukseli najprawdopodobniej
stang sie cze$cig wytycznych monitorowania BND.

0d tego punktu wyjscia uprawnienia inwigilacyjne sa stopniowo
rozszerzane — w oparciu o pilnos¢ polityczng.



Jesli zagraniczni dostawcy 1 operatorzy platform bedg
niechetni do wspotpracy, BND moégtby uzyskaé¢ pozwolenie na
legalne hakowanie i wydobywanie danych osobowych i komunikacji
— nawet w granicach Niemiec. To jest carte blanche dla kazdej
,Czapki szpiegowskiej”. Klimat spoteczny w Niemczech wyraznie
przybiera cechy zdigitalizowanej NRD.

Cyfrowa Inwigilacja Masowa

Projekt kanclerza Friedricha Merza siega znacznie dalej niz
poprzednie préby kontroli czatéw w catej UE. Planowane jest
legalne hakowanie zagranicznych systeméw, w tym Google, Meta
czy platformy X Elona Muska. Uzasadnienie tej inwazyjnej
polityki jest skonstruowane jako konieczno$¢ strategiczna:
infrastruktura IT Niemiec jest coraz bardziej zagrozona przez
wrogie ataki cybernetyczne.

BND ma odegra¢ kluczowg role i dziata¢ bardziej niezaleznie od
amerykanskich s*uzb wywiadowczych. Niemcy zamierzaja
uczestniczy¢ w globalnej szachownicy sieci wywiadowczych. W
praktyce inwigilacja czesSciej bedzie dotyczyta wtasnych
obywateli, poniewaz zasoby techniczne 1 osobowe s3
niewystarczajgce, aby dziata¢ na poziomie miedzynarodowym.
Dtugie okresy przechowywania i analizy wskazuja jasno
kierunek: podczas gdy francuski wywiad moze przechowywa¢ dane
przez okres do czterech lat, a Wielka Brytania lub Wochy
dziatajag ,tak dtugo, jak to konieczne”, niemieccy obywatele
powoli tracg prywatnos¢ na rzecz rozrastajgcego sie panstwa
biurokratycznego.

Cyniczna Polityka 1 Nadzor Opozycji

Dla polityka Partii Zielonych Konstantina von Notza,
przewodniczgcego Parlamentarnej Komisji Kontroli Stuzb
Specjalnych (PKGr), sytuacja jest jasna: cyberbezpieczenstwo
powinno by¢ lepiej finansowane, ale w ramach S$cistych ram
prawnych.



Na pierwszy rzut oka brzmi to zgodnie z prawem, ale jest
systematycznie podwazane przez rzeczywiste dziatania rzadu -—
proponowane uprawnienia wykraczajg daleko poza niezbedng prace
wywiadowczg. Polityczny kierunek Brukseli i Berlina wskazuje
doktadnie na masowa 1inwigilacje komunikacji cyfrowej.
Platformy takie jak X dzia*aja jak katalizatory gtosodw
opozycji przeciwko Berlinowi 1 Brukseli, krytykujac polityke
wobec Rosji, rezim pandemiczny 1 rosnagcy aparat
biurokratyczny. Tutaj dochodzi do star¢ miedzy panstwem a
opozycja.

Szczegblnie niesmaczne jest zlecanie monitorowania tak zwanym
»Zaufanym Sygnalistom”, ktorzy zgtaszaja niepozagdane tresci —
tworzgc sie¢ inwigilacyjng przypominajgacag metody NRD:
cztonkowie opozycji stajg przed presjg, postepowaniem sadowym
lub utrata dostepu do banku — spoteczna sSmieré¢ na rozkaz
rzgdu. W tym konteksScie rozszerzenie uprawnien BND jest
krokiem w kierunku powigzania wielu systemdéw nadzoru. Koniec
tajemnicy korespondencji i anonimowej komunikacji cyfrowej
wydaje sie przesadzony dla obywateli UE.

Represyjny 1 Hipokrytyczny

Podczas debaty UE na temat kontroli czatdéw Niemcy poczatkowo
publicznie sprzeciwiaty sie bezwarunkowej inwigilacji, aby
zachowal pozory i sprawial wrazenie przestrzegania tradycji
wolnosci obywatelskich. Historycznie sity libertarianskie w
Niemczech skutecznie opieraty sie retencji danych napedzanej
przez panstwo - dowdd zdrowego spotecznego uktadu
odpornos$ciowego.

Teraz BND ma zamiar zamkng¢ te ,informacyjng” luke,
zainicjowang bezposSrednio przez Kanclerza. Merz teatralnie
przedstawia sie jako obroica wolno$ci, podczas gdy pozwala
swojej partii i koalicji na ostentacyjny sprzeciw wobec
gtebokiej unijnej kontroli czatéw.

Merz milczat podczas debat koncoworocznych, w petni Swiadomy,



ze nastepny obrét o 180° zostat juz wczedSniej opracowany w
projekcie ustawy. Teraz, z wyrachowanym cynizmem, ustawia
niemiecki aparat szpiegowski przeciwko wtasnym obywatelom.

Kiedy projekt trafi do parlamentu, pozostaje niejasne.
Kancelaria nie udzielita zadnych osSwiadczen w tej kluczowej
kwestii; dziata potajemnie. Niemcy lat 20. XXI wieku wcigz
pozbawione sg skutecznych spotecznych ,przeciwciat” przeciwko
rosngcemu aparatowi represji panstwowych, prawdopodobnie z
powodu dziesiecioleci ramowania przez media przedstawiajgcego
panstwo jako dobrotliwe.

Podsumowujgc: Niemcy staty sie czynnikiem napedzajacym zardéwno
destrukcyjng polityke klimatyczng, jak i systematyczng erozje
praw obywatelskich w UE — a moze zawsze byty, zrecznie
unikajgc pozordw bycia ztym graczem w tej nieprzyjemnej grze.



