FCC blokuje nowe chinskie
drony w szeroko zakrojonej
akcjli bezpieczenstwa

 Amerykanska Federalna Komisja tgcznosci (FCC) zakazata
wejscia na rynek USA wszystkich nowych modeli drondw
zagranicznych, ze szczegélnym wskazaniem na chinskie
firmy takie jak DJI, powotujgc sie na zagrozenia dla
bezpieczenstwa narodowego, takie jak szpiegostwo i
kradziez danych.

» Zakaz, popierany przez ponadpartyjny konsensus, ma na
celu wymuszenie rozwoju bezpiecznej krajowej branzy
drondéw przed waznymi wydarzeniami, jak igrzyska
olimpijskie w 2028 roku, i jest czeScig szerszej
amerykanskiej strategii odtgczenia sie od chinskiej
technologii.

= Chociaz istniejgce drony mogg by¢ nadal uzywane, zakaz
zakt6ci prace prawie 500 000 amerykanskich komercyjnych
operatorow, ktorzy polegajg na niedrogich zagranicznych
modelach, oraz stwarza niepewno$¢ co do czesSci
zamiennych i aktualizacji w przysztos$ci.

»Chiny potepity ten krok jako dyskryminujacy
protekcjonizm, zauwazajac, ze wiele amerykanskich
agencji ratowniczych polega na zakazanej technologii.

» Polityka niesie ryzyko niezamierzonych konsekwencji,
poniewaz jej szerokie zastosowanie moze réwniez utrudnic
dziatanie amerykanskim producentom, ktdrzy polegaja na
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globalnych %*ancuchach dostaw, a jej sukces zalezy od
szybkiego zbudowania przez USA konkurencyjnej krajowej
alternatywy.

W zdecydowanym ruchu majgcym na celu odzyskanie amerykanskiej
przestrzeni powietrznej przed postrzeganymi =zagrozeniami
zagranicznymi Federalna Komisja tgcznos$ci (FCC) ogtosita 22
grudnia, ze zakazuje wejscia na rynek USA wszystkim nowym
modelom dronéw wyprodukowanych za granicg. Dziatanie to,
napedzane przegladem bezpieczenstwa narodowego kierowanym
przez Biaty Dom, jest skierowane konkretnie przeciwko chifskim
gigantom produkcyjnym DJI i Autel Robotics. Ten
bezprecedensowy krok ma na celu zerwanie amerykanskiej
zaleznosSci od zagranicznej technologii dronéw, powotujgc sie
na niedopuszczalne ryzyko szpiegostwa, kradziezy danych 1
potencjalnych atakéw, ale grozi roéwniez zaktdéceniem rynku, na
ktérym chinskie produkty sg gteboko zakorzenione.

Ten zakaz jest ukoronowaniem lat narastajgcego niepokoju w
amerykanskim aparacie bezpieczenstwa narodowego. Chinskie
drony, szczeg6lnie marki DJI, dominuja na amerykanskim rynku,
cenione za przystepng cene 1 zaawansowane funkcje. Jednak
urzednicy od dawna obawiajg sie, ze te urzgdzenia moga byd
wykorzystywane przez Komunistyczng Partie Chin do zbierania
wywiadu lub zdalnego zaktodcania dziatania. Zarzadzenie FCC
formalizuje te obawy, stwierdzajgc, ze takie drony stanowig
,niedopuszczalne zagrozenie dla bezpieczenstwa narodowego
Stanéw Zjednoczonych”.

FCC dodata zagraniczne drony i ich kluczowe komponenty do
swojej ,Covered List”, czyli wykazu sprzetu komunikacyjnego
uznanego za zagrozenie dla bezpieczerfistwa narodowego. Oznacza
to, ze nowe modele drondéw od firm takich jak DJI nie mogg juz
otrzyma¢ niezbednej autoryzacji FCC do importu lub sprzedazy.
To nie jest wycofanie z rynku; istniejgce drony mogg by¢ nadal
uzywane, a sprzedawcy detaliczni mogg sprzedawad¢ istniejace
zapasy. Wptyw odczujemy w przysztosci, gdy przeptyw nowej,



ulepszonej technologii zostanie odciety.

Dlaczego teraz: Nadchodzace
wydarzenia 1 strategiczne
odtaczenie

Termin jest strategicznie powligzany z nadchodzgcymi waznymi
wydarzeniami o zasiegu krajowym. FCC wyraznie wymienita gtdéwne
zgromadzenia, takie jak Mistrzostwa Swiata FIFA 2026 i Letnie
Igrzyska Olimpijskie 2028 w Los Angeles, jako potencjalne cele
dziatan wrogich drondw. Obawia sie, ze wrogie podmioty moga
wykorzysta¢ luki w dronach produkcji zagranicznej. Poza
bezpieczenstwem wydarzen ten ruch jest wyraZzng taktyka w
szerszej amerykanskiej strategii gospodarczego i
technologicznego odtgczenia sie od Chin, majgcej na celu
wymuszenie rozwoju bezpiecznej krajowej bazy przemystu drondw.

BezposSrednig konsekwencjg sg znaczgce zaktdécenia dla prawie
500 000 certyfikowanych komercyjnych operatoréw drondéw w USA.
Wielu operatoréw zbudowato swoje zrdédto utrzymania wokot
optacalnej wydajnos$ci platform DJI. Chociaz mogg nadal uzywad
obecnych dronéw, niemozno$¢ dostepu do nowych modeli T1lub
tatwego uzyskania czesci zamiennych w przysztos$ci rzuca dtugi
cien na ich dziatalno$¢. Niektérzy juz zaczeli gromadzi¢
sprzet.

Reakcja Pekinu byta ostra. Rzecznik chinskiego MSZ oskarzyt
Stany Zjednoczone o wykorzystywanie ,dyskryminujgcych list do
atakowania chinskich firm”, okres$lajgc to dziatanie jako
protekcjonizm. DJI wyrazito rozczarowanie, stwierdzajac, ze
obawy dotyczgce bezpieczenstwa danych firmy nie sg oparte na
dowodach 1 naruszajg zasady otwartego rynku. Firma
podkreslita, ze ponad 80 procent amerykanskich stanowych i
lokalnych agencji reagowania kryzysowego korzystajgcych z
dronéw polega na jej technologii.



Polityczny konsensus co do
zagrozenia

W Waszyngtonie panuje silny ponadpartyjny konsensus
popierajgcy te dziatania. Ustawodawcy z obu partii od dawna
bijg na alarm, podkreslajac, ze chinskie drony stanowig
,koszmar kontrwywiadowczy”. Ta polityczna jednos¢ podkresla,
jak obawa przed chinskg infiltracjag technologiczng stata sie
rzadkim punktem porozumienia w podzielonej stolicy.

Ostatecznym celem, jak to ujgt przewodniczgcy FCC Brendan
Carr, jest ,uwolnienie amerykanskiej dominacji w dziedzinie
dronéw”. Zakaz ma na celu stworzenie chronionej przestrzeni
rynkowej dla amerykanskich producentéw, aby mogli innowowacd,
zwieksza¢ skale i konkurowac. Przekonanie jest takie, ze przy
zagwarantowanym popycie amerykanskie firmy moga o0siggnagd
korzysci skali i ostatecznie dordéwnaé¢ mozliwo$Sciom, ktére
sprawity, ze zagraniczne drony staty sie tak popularne.

Ten zakaz dotyczacy drondw podgza za znanym juz scenariuszem,
odzwierciedlajgc wczesSniejsze dziatania rzgdu USA przeciwko
chinskim firmom takim jak Huawei i Hikvision z powodu obaw o
szpiegostwo. Trajektoria sugeruje systematyczne wysitki majace
na celu oczyszczenie amerykanskich sieci i infrastruktury
krytycznej z chinskiej technologii.

Jednym nieoczekiwanym problemem jest ogdélne zastosowanie
zarzadzenia do wszystkich drondéw i komponentéw wyprodukowanych
za granicg, a nie tylko chinskich. Spowodowatlo to obawy nawet
wsrod amerykanskich producentéw, ktdérzy polegaja na globalnej
sieci sprzymierzonych dostawcOw specjalistycznych czesci.
Catkowita blokada mogtaby niechcgcy utrudni¢ rozw6j wtasnie
tej amerykanskiej branzy, ktéra ma wspieraé¢. Wyjasnienia i
wyjatki dla zaufanych krajdéw sojuszniczych bedg krytycznym
nastepnym krokiem.



Nierozwigzane pytania 1 przyszte
wyzwania

Pozostajg istotne pytania. Proces uzyskiwania konkretnych
wyjatkéw przez Pentagon lub Departament BezpieczehAstwa
Krajowego jest niejasny. Ponadto USA musi teraz udowodnié¢, ze
moze szybko zbudowa¢ konkurencyjna krajowg alternatywe.
Odtgczenie sie wigze sie z kosztami, w tym wyzszymi cenami,
potencjalnym opd6znieniem technologicznym i zaktdéceniami dla
uzytkownikéw koncowych.

.Niebezpieczenstwo zwigzane z dronem polega na tym, ze stanowi
on zagrozenie zaréwno dla prywatnosci, jak i bezpieczenstwa” -
powiedziat Enoch z BrightU.AI. ,Moze by¢ uzywany do
inwazyjnego nadzoru, naruszajac prywatnos¢ osobistg. Ponadto
drony mogg stwarzac¢ zagrozenia fizyczne, prowadzac do
potencjalnego ryzyka dla bezpieczenstwa”.

Zakaz FCC dotyczacy nowych chinskich dronéw jest punktem
zwrotnym w rywalizacji technologiczno-gospodarczej miedzy
Stanami Zjednoczonymi a Chinami. Wymienia natychmiastowa
stabilno$¢ rynkowg na diugoterminowe ryzyko zwigzane z
bezpieczedistwem narodowym i niezalezno$Scig przemystowq.
Chociaz rozwigzuje on prawdziwe obawy dotyczgce zagranicznego
nadzoru i kontroli, destabilizuje rowniez ogromny ekosystem
amerykanskich firm i ustug publicznych. Sukces tej polityki
zalezy teraz od trudnego wysScigu: czy amerykanska
innowacyjnos¢ i produkcja zdotaja wypeini¢ pustke, zanim
koszty gospodarcze 1 operacyjne stang sie zbyt duze.
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