Droga do cyfrowych mandatéw
identyfikacyjnych: Jak
regulacja medidw
spotecznosciowych moze
zmienic¢ prywatnos¢ online

W szybko zmieniajgcym sie krajobrazie cyfrowym, dazenie do
zaostrzenia przepisdw dotyczgcych medidw spotecznosSciowych
zyskuje na popularnosci w catych Stanach Zjednoczonych.
Connecticut, Nebraska i Utah znajdujg sie w czotdwce tego
ruchu, z proponowanymi przepisami, ktdére maja na celu
ograniczenie wptywu medidéw spoteczno$ciowych na nieletnich.
Chociaz Srodki te sg okreslane jako niezbedne kroki w celu
ochrony dzieci, stanowig one réwniez znaczgcg zmiane w
kierunku obowigzkowych cyfrowych systeméw identyfikacji.
Zmiana ta moze mie¢ daleko idace konsekwencje dla prywatnosci
w Internecie i wolno$ci osobistej, rodzgc krytyczne pytania o
przysztos¢ Internetu.

Connecticut: Ukierunkowanie
algorytmow 1 naktadanie ograniczen
czasowych

Connecticut’s House Bill 6857, zatytutowany ,An Act Concerning
the Attorney General’s Recommendations Regarding Social Media
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and Minors”, jest jednym z najbardziej ambitnych projektoéw
regulacji tresci w mediach spotecznosciowych dla mtodych
uzytkownikéw. Prokurator generalny William Tong, gtos$ny
zwolennik wustawy, argumentuje, ze platformy medidw
spotecznosciowych celowo wykorzystuja algorytmy uczenia
maszynowego, aby wutrzymal zaangazowanie uzytkownikdw,
zwtaszcza dzieci. ,Algorytmy te analizujg =zachowanie
uzytkownikéw, aby dostarcza¢ im coraz bardziej atrakcyjne
tresci, co moim zdaniem jest szczegdlnie szkodliwe dla dzieci”
— twierdzi Tong.

Jesli ustawa HB6857 zostanie przyjeta, natozy ona kilka
rygorystycznych srodkéw:

Rekomendacje algorytmiczne: Zakaz rekomendacji tres$ci opartych
na algorytmach dla nieletnich, chyba ze rodzic wyraZnie wyrazi
na to zgode.

Ograniczenia czasowe: Zablokowanie dostepu do medidw
spotecznos$ciowych dla dzieci miedzy podétnocg a 6 rano i
natozenie dziennego limitu uzytkowania wynoszgcego jedna
godzine.

Zgoda rodzicéw: Wymaganie od rodzicéw podjecia aktywnej
decyzji dotyczagcej dostepu ich dziecka do algorytméw,
upewniajgc sie, ze wigze sie to z czyms wiecej niz zwyktg
zgodg na klikniecie.

Tong podkresla znaczenie zaangazowania rodzicéw: ,Jesli
pojedynczy rodzic zdecyduje, ze chce, aby jego dziecko mia%o
dostep do algorytmdéw, ze moze sobie z tym poradzié¢, moze to
zrobi¢, ale musi podjg¢ taka decyzje”.

Pomimo tych intencji, ustawa uznaje réwniez wyzwania zwigzane
ze skuteczng weryfikacjg wieku. Tong odrzuca poglad, ze
gigantom medidw spotecznosSciowych brakuje zasobdéw, aby wdrozy¢
solidne $rodki weryfikacji wieku: ,To do tych firm, ktére
kazdego roku zarabiajg biliony dolardéw na nas wszystkich,
nalezy wymy$Slenie, jak skutecznie blokowa¢ wiek, weryfikowad
wiek mtodych ludzi i weryfikowal zgode rodzicéw. Wiemy, ze
samo umieszczenie strony z napisem ,Masz 18 lat czy nie?” 1



klikniecie , Tak” lub ,Nie” nie wystarczy. To nie wystarczy”.

Nebraska: Rozszerzenie wymagan
dotyczacych cyfrowego dokumentu
tozsamosci

Nebraska LB383, ustawa o prawach rodzicielskich w mediach
spotecznosciowych, przyjmuje podobne, ale odmienne podejscie.
Ustawa naktada na firmy zajmujgce sie mediami
spotecznosciowymi obowigzek wdrozenia ,rozsadnej weryfikacji
wieku” w celu zablokowania nieletnim dostepu do platform bez
zgody rodzicdéw. Wedtug Unicameral Update, akceptowalne metody
weryfikacji obejmujg cyfrowe identyfikatory i zewnetrzne
ustugi uwierzytelniania wieku. Podmioty te bytyby zobowigzane
do usuniecia danych osobowych po weryfikacji, ale ustawa nadal
budzi obawy co do ilosci danych osobowych, ktére uzytkownicy
muszg podac.

Prokurator generalny Mike Hilgers postrzega zaangazowanie w
mediach spotecznosciowych jako skalkulowany model biznesowy:
»TO nie sg przypadkowe algorytmy, ktére przypadkowo
przyciggajg dzieci. Sa one zaprojektowane, poniewaz jednymi z
najbardziej lukratywnych klientdéw, jakich mozna znalez¢ w tym
obszarze, sg dzieci”. Pomimo zapewnien o usuwaniu danych,
krytycy ostrzegaja, ze przepisy te moga stanowié precedens dla
szerszych wymagan dotyczacych cyfrowej identyfikacji,
potencjalnie zmniejszajgc anonimowo$¢ w Internecie.

Utah: Odpowiedzialnos¢ App Store 1
kontrola rodzicielska

Ustawa Senatu Utah nr 142 (SB142), czyli App Store
Accountability Act, przenosi punkt ciezkosci na sklepy z
aplikacjami. Ustawa wymagataby od sklepéw z aplikacjami
weryfikacji wieku uzytkownika przed zezwoleniem na pobieranie.



Jesli uzytkownik jest niepetnoletni, jego konto musiatoby byc
powigzane z kontem rodzica, a rodzice weryfikowaliby jego
tozsamos¢ — potencjalnie za pomoca karty kredytowej — przed
udzieleniem dostepu.

Mechanizm egzekwowania prawa w SB142 jest szczegdlnie
agresywny. Nieprzestrzeganie przepisdow bytoby klasyfikowane
jako ,,zwodnicza praktyka handlowa” zgodnie z prawem stanu
Utah, dajac rodzicom prawo do podjecia krokdéw prawnych
przeciwko dostawcom sklepdw z aplikacjami. Przepis ten
podkresla nacisk ustawy na kontrole rodzicielska i
odpowiedzialnos$¢.

Szersze implikacje ekspansji
cyfrowego ID

Podczas gdy ustawy te sa rzekomo ukierunkowane na ochrone
dzieci, stanowig one rdéwniez znaczacy krok w kierunku bardziej
monitorowanej i kontrolowanej przestrzeni cyfrowej. Cyfrowe
systemy identyfikacji, niezaleznie od tego, czy sg to
identyfikatory wydawane przez rzad, karty kredytowe czy ustugi
weryfikacji stron trzecich, moga zasadniczo zmieni¢ internet.
Krytycy twierdza, ze gdy kontrole tozsamosci stang sie
standardem, mogg one wykroczy¢ poza media spotecznoSciowe,
utrudniajgc anonimowy dostep online.

Joel R. McConvey, piszgc dla jednego z serwiséw
technologicznych, podkresla globalny trend w kierunku
weryfikacji wieku. ,W ciggu ostatnich dwunastu miesiecy
weryfikacja wieku dla tres$ci online zmienita sie ze stosunkowo
niszowej kwestii w priorytetowy punkt programu dla rzaddw,
aktywistéw i najwiekszych nazwisk w branzy technologicznej”.
Tendencja ta jest widoczna w réznych dziataniach
legislacyjnych, od brytyjskich wytycznych Ofcom po trwajace
testy technologii weryfikacji wieku w Australii.

Google 1 Meta, dwie najwieksze firmy technologiczne, juz teraz



sktaniajg sie ku weryfikacji wieku. Google ogtosito, ze
wykorzysta algorytmy uczenia maszynowego do oszacowania wieku
uzytkownikéw YouTube, majgc na celu zapewnienie odpowiednich
do wieku dosSwiadczen i zabezpieczen. Meta podobno idzie w ich
slady, testujgc podobne technologie.

Jednak sytuacja prawna jest ztozona. Sedzia federalny w
Teksasie tymczasowo zablokowat czes¢ stanowej ustawy SCOPE,
powotujgc sie na obawy dotyczgce pierwszej poprawki. Gtowny
radca prawny FIRE Bob Corn-Revere argumentuje: ,Stany nie moga
blokowa¢ dorostym mozliwoSci angazowania sie w legalne
wypowiedzi w imie ochrony dzieci, ani nie mogg powstrzymywac
nieletnich przed ideami, ktére rzad uwaza za nieodpowiednie”.

Rownowazenie bezpieczenstwa 1
wolnosSci

Nacisk na regulacje medidw spotecznosciowych w Connecticut,
Nebrasce i Utah odzwierciedla rosngce obawy dotyczgce wptywu
platform cyfrowych na mtodych uzytkownikéw. Chociaz Srodki te
majg na celu ochrone dzieci, podnosza rdéwniez wazne pytania
dotyczace prywatnos$ci, wolnosSci osobistej i przysztosdci
Internetu. W miare postepu prac nad tymi ustawami debata
prawdopodobnie bedzie sie nasilad, zmuszajgc decydentéw, firmy
technologiczne i spoteczenstwo do zmagania sie z kompromisami
miedzy bezpieczehAstwem a wolnoscig w erze cyfrowej.



