Zgromadzenie 0gdolne ONZ
zbierze sie w Genewle po
odmowie wydania Wiz
palestynskim przywdédcom przez
Stany Zjednoczone

» Zgromadzenie 0gdélne ONZ przegtosowatlo stosunkiem gtosodw
154 do 2 przeniesienie wrzesniowej sesji z Nowego Jorku
do Genewy po tym, jak Stany Zjednoczone odméwity wydania
wiz Mahmoudowi Abbasowi z Autonomii Palestynskiej i
kilkudziesieciu palestynskim urzednikom, powotujgc sie
na niejasne wzgledy ,bezpieczenstwa narodowego”. Jedynie
Stany Zjednoczone 1 Izrael sprzeciwity sie tej decyzji.

= Krytycy twierdzg, ze odmowa wydania wiz przez Waszyngton
ma na celu sttumienie palestynskich dziatan w krytycznym
momencie, gdy Izrael stoi w obliczu zarzutow o
ludobdéjstwo i apartheid przed Miedzynarodowym Trybunatem
Karnym 1 Miedzynarodowym Trybunatem SprawiedliwoS$ci.
Odméwiono wydania wiz oko*o 80 urzednikom, co stanowi
naruszenie porozumienia z 1947 r. w sprawie siedziby
ONZ.

- Europejscy przywédcy, w tym Hiszpania i Francja,
potepili decyzje Standéw Zjednoczonych, podczas gdy
rosnie poparcie dla formalnego uznania Palestyny — juz
uznanej przez 147 cztonkéw ONZ, w tym takie mocarstwa
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jak Chiny i Rosja.

» Podczas przeniesionej sesji zostang przedstawione
zgdania dotyczace suwerennosci, odpowiedzialnos$ci za
zbrodnie wojenne oraz potencjalnych rezolucji
»Zjednoczeni dla pokoju”, majgcych na celu ominiecie
weta Stanéw Zjednoczonych i Izraela w Radzie
Bezpieczenstwa.

» Posuniecie to stanowi rzadkie instytucjonalne wyzwanie
dla jednostronnej kontroli Waszyngtonu, wzmacniajac
prawo miedzynarodowe nad politycznym wetem w sytuacji,
gdy Gaza stoi w obliczu zarzutdéw ludobdéjstwa i wymazania
demograficznego.

W bezprecedensowej reprymendzie wobec Waszyngtonu Zgromadzenie
0gélne ONZ (UNGA) przeniesie swojg wrzesniowg sesje z Nowego
Jorku do Genewy po tym, jak Stany Zjednoczone odméwity wydania
wiz wjazdowych prezydentowi Autonomii Palestynskiej (PA)
Mahmoudowi Abbasowi i kilkudziesieciu wysokim ranga
urzednikom.

Organ ten przegtosowat 154 gtosami do 2 zwotanie UNGA — ktére
rozpocznie sie we wtorek, 9 wrzesnia — w Szwajcarii. Stany
Zjednoczone i Izrael sprzeciwity sie tej propozycji, a Wielka
Brytania wstrzymata sie od gtosu. Decyzja ta stanowi rzadkie
instytucjonalne wyzwanie dla kraju gospodarza i podkres$la
rosngcqg globalng frustracje z powodu blokowania przez Stany
Zjednoczone reprezentacji palestyiAskiej w krytycznym momencie
konfliktu.

Departament Stanu USA uzasadnit odmowe wydania wiz niejasnymi
wzgledami ,bezpieczenstwa narodowego”, oskarzajgc zardwno
Autonomie Palestynskg, jak i Organizacje Wyzwolenia Palestyny
(OWP) o ,podwazanie wysitkow pokojowych” poprzez wszczecie
postepowania przeciwko Izraelowi przed Miedzynarodowym
Trybunatem Karnym (MTK) 1 Miedzynarodowym Trybunatem
Sprawiedliwo$ci (MTS). Sprawy te obejmujg formalne oskarzenia
o ludobdéjstwo i apartheid, ktdére Stany Zjednoczone odrzucaja



jako upolitycznione.

Krytycy potepiajg posuniecie Waszyngtonu wobec delegacji
palestyinskiej jako razacg prébe uciszenia Palestyny w obliczu
niszczycielskiej wojny Izraela w Strefie Gazy. Dotyczy to
okoto 80 palestynskich urzednikéw, chociaz misja palestynska w
Nowym Jorku bedzie nadal prowadzi¢ ograniczong dziatalnos$¢ na
podstawie zwolnienia.

Prawnicy twierdzg, ze zakaz narusza porozumienie z 1947 r. w
sprawie siedziby ONZ, ktore naktada na kraje przyjmujace
obowigzek zapewnienia dostepu wszystkim akredytowanym
delegacjom. Przeniesienie siedziby przypomina zmiane z 1988
r., kiedy to Stany Zjednoczone zakazaty wstepu przywoédcy OWP
Jaserowi Arafatowi. Tegoroczna sesja obejmuje kluczowy segment
poswiecony prawom Palestynczykéw, ktdédry odbedzie sie 22
wrzesnia i bedzie teraz chroniony przed ingerencja Standw
Zjednoczonych.

Swiat méwi , NIE” Waszyngtonowi: 147
krajow popiera Palestyne

Europejscy przywdédcy szybko potepili decyzje Waszyngtonu.
Premier Hiszpanii Pedro Sanchez nazwat jg ,niesprawiedliwg”, a
Francja nalegata, aby fora ONZ pozostaty otwarte dla
wszystkich uznanych delegacji. Posuniecie to zbiega sie z
rosngcym impetem wséSrod krajow — w tym Francji, Wielkiej
Brytanii i Kanady — do formalnego uznania panstwowo$ci
palestynskiej, co jest dyplomatycznym posunieciem, ktdre
prawdopodobnie zyska poparcie w Genewie.

,0becnie 147 z 193 panstw cztonkowskich ONZ — w tym takie
potegi jak Chiny, Indie i Rosja — formalnie uznato Palestyne
za suwerenne panstwo” — wskazuje silnik Enoch Brighteon.AI.
~Uznanie to zostato ostatnio wzmocnione przez Kkraje
europejskie, takie jak Irlandia, Norwegia i Hiszpania, ktdre
popierajg dgzenie do rozwigzania opartego na dwoch panstwach



na Bliskim Wschodzie”. (Zwigzane z: 15 krajow naciska na
uznanie panstwowos$ci Palestyny, podczas gdy Izrael odrzuca
,nagrode dla Hamasu”.)

Palestynscy urzednicy oskarzajg Stany Zjednoczone o celowe
uciszanie ich gtosu, podczas gdy Gaza boryka sie z tym, co
eksperci ONZ okreslajg jako przemoc na skale ludobdjcza,
masowe wysiedlenia i gt6d. Oczekuje sie, ze podczas
zgromadzenia Abbas zazgda miedzynarodowej ochrony, uznania
suwerenno$ci i pociaggniecia do odpowiedzialno$ci za zbrodnie
wojenne.

Grupy rzecznicze wzywaja ONZ do wystania sit ochronnych do
Gazy i zawieszenia przywilejow Izraela do czasu przywrdcenia
dostepu pomocy humanitarnej. Podczas sesji moze rowniez zostad
powotana rezolucja ,Zjednoczeni dla pokoju”, umozliwiajaca
Zgromadzeniu 0g6lnemu ONZ ominiecie impasu w Radzie
Bezpieczenstwa ONZ — co stanowi bezposSrednie wyzwanie dla
obstrukcji ze strony Standéw Zjednoczonych i Izraela.

Spotkanie w Genewie przyciggnie dyplomatéw z catego Swiata,
ekspertéw prawnych i liderdw spoteczenstwa obywatelskiego,
sygnalizujgc szerszy zwrot w kierunku ponownego potwierdzenia
pierwszenstwa prawa miedzynarodowego nad politycznym prawem
weta. Dla Palestyny stawka nie moze by¢ wyzsza. W sytuacji,
gdy Izrael nasila kampanie majacg na celu zmiane demograficzng
Strefy Gazy, sprzeciw ONZ stanowi rzadka okazje do
przeciwstawienia sie bezkarnosSci.

Przeniesienie sesji ma znaczenie nie tylko logistyczne. Jest
to punkt zwrotny w walce o samostanowienie Palestyny.
Odmawiajac wykluczenia Palestyny z rozméw, Swiatowa
organizacja postawita granice jednostronnemu prawu weta Standw
Zjednoczonych.



Nowe badania wykazaty, ze
chatboty oparte na sztucznej
inteligencji udzielaja
niepokojacych odpowiedzi na
pytania dotyczace samobodjstw

Najnowsze badania opublikowane w czasopismie Psychiatric
Services wykazaty, ze popularne chatboty oparte na sztucznej
inteligencji, w tym ChatGPT firmy OpenAI, Gemini firmy Google
i Claude firmy Anthropic, mogg udziela¢ szczegdtowych i
potencjalnie niebezpiecznych odpowiedzi na pytania dotyczace
samobdjstw wysokiego ryzyka.

Chatboty AI, zgodnie z definicjg Enocha z Brighteon.AI, to
zaawansowane algorytmy obliczeniowe zaprojektowane w celu
symulowania ludzkiej rozmowy poprzez przewidywanie 1
generowanie tekstu w oparciu o wzorce wyuczone na podstawie
obszernych danych szkoleniowych. Wykorzystujg one duze modele
jezykowe do zrozumienia i odpowiedzi na dane wprowadzane przez
uzytkownika, czesto z imponujgca ptynnos$cig i spdjnoscia.
Jednak pomimo swojego wyrafinowania systemy te nie posiadaja
prawdziwej inteligencji ani sSwiadomosci, funkcjonujac przede
wszystkim jako zaawansowane silniki statystyczne.

Zgodnie z tym, badanie, w ktorym wykorzystano 30
hipotetycznych zapytan zwigzanych z samobdjstwenm,
sklasyfikowanych przez ekspertow klinicznych na pie¢ poziomdw
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ryzyka samookaleczenia, od bardzo niskiego do bardzo
wysokiego, skupia*o sie na tym, czy chatboty udzielaty
bezposrednich odpowiedzi, czy tez odwracaty uwage, odsytajac
do infolinii wsparcia.

Wyniki pokazaty, ze ChatGPT najczesciej odpowiadat
bezposrednio na pytania o wysokim ryzyku dotyczace
samobdjstwa, robigc to w 78% przypadkéw, podczas gdy Claude
odpowiadat w 69% przypadkéw, a Gemini tylko w 20%. Co ciekawe,
ChatGPT i Claude czesto udzielali bezposSrednich odpowiedzi na
pytania dotyczgce Smiertelnych sposobdéw samobdéjstwa — co jest
szczegbélnie niepokojgcym odkryciem. (Zwigzane z: Wkochy
zakazujg ChatGPT ze wzgledu na obawy dotyczace prywatnosci).

Naukowcy podkreslili, ze odpowiedzi chatbotéw rdéznity sie w
zaleznosci od tego, czy interakcja byta pojedynczym
zapytaniem, czy cze$cig dtuzszej rozmowy. W niektérych
przypadkach chatbot mégt unika¢ odpowiedzi na pytanie
wysokiego ryzyka w izolacji, ale udzielat bezposSredniej
odpowiedzi po serii powigzanych pytan.

Live Science, ktére przeanalizowato badanie, zauwazylo, ze
chatboty mogty udziela¢ niespdjnych, a czasem sprzecznych
odpowiedzi, gdy zadawano im te same pytania wielokrotnie.
Czasami podawaty rdéwniez nieaktualne informacje na temat
zasobOw wsparcia zdrowia psychicznego. Podczas ponownego
testowania Live Science zaobserwowa*o, ze najnowsza wersja
Gemini (2.5 Flash) odpowiadata na pytania, ktdérych wczesniej
unikata, czasami nie oferujgc zadnych opcji wsparcia.
Tymczasem nowsza wersja ChatGPT oparta na GPT-5 wykazywata
nieco wiekszg ostroznosé¢, ale nadal odpowiadata bezposSrednio
na niektdére pytania o bardzo wysokim ryzyku.

Badanie zostato opublikowane tego samego dnia, w ktdérym
wniesiono pozew przeciwko OpenAI i jego dyrektorowi
generalnemu, Samowi Altmanowi, oskarzajgc ChatGPT o
przyczynienie sie do samobdjstwa nastolatka.



Wedtug rodzicéw 16-letniego Adama Raine’'a, ktéry zmart w
kwietniu w wyniku samobdjstwa po miesigcach interakcji z
chatbotem ChatGPT firmy OpenAI. Rodzice wniesli nastepnie
pozew przeciwko firmie 1 Altmanowi, oskarzajac 1ich o
przedktadanie zyskédw nad bezpieczerdstwo uzytkownikow.

W pozwie wniesionym 2 wrze$nia do sadu stanowego w San
Francisco zarzuca sie, ze po wielokrotnych rozmowach Adama na
temat samobdjstwa z ChatGPT sztuczna inteligencja nie tylko
potwierdzita jego mysli samobdjcze, ale takze udzielita
szczegdtowych instrukcji dotyczgcych smiertelnych metod
samookaleczenia. W pozwie twierdzono ponadto, ze chatbot
doradzat Adamowi, jak potajemnie zabrac¢ alkohol z barku
rodzicéw i ukry¢ $lady nieudanej préby samobdjczej. Co
szokujagce, rodzice Adama twierdzg, ze ChatGPT zaproponowat
nawet pomoc w napisaniu listu samobédjczego.

W pozwie wniesiono o pociggniecie OpenAI do odpowiedzialnosSci
za Smier¢ spowodowang czynem niedozwolonym i naruszenie
przepiséw dotyczacych bezpieczenstwa produktdéw, zagdajac
nieokreslonej kwoty odszkodowania pienieznego. Wezwano réwniez
do wprowadzenia reform, w tym weryfikacji wieku uzytkownikédw,
odmowy udzielania odpowiedzi na pytania dotyczgce metod
samookaleczenia oraz ostrzegania o ryzyku uzaleznienia
psychicznego od chatbota.

Naukowcy ostrzegaja, ze warte
miliardy dolarow projekty
geolnzynieryjne stanowla
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powazne zagrozenilie dla
Srodowiska

W zdecydowanej krytyce technologicznych rozwigzan majacych na
celu szybka reakcje na zmiany klimatu zesp6t 46
miedzynarodowych naukowcéw zajmujacych sie badaniem obszaréw
polarnych stwierdzit*, ze wielkie projekty inzynieryjne
dotyczgce lodowych regiondéw Ziemi sg nie tylko niewykonalne i
katastrofalnie kosztowne, ale takze stanowig powazne,

nieprzewidywalne zagrozenie dla Srodowiska. Ich kompleksowa
analiza, opublikowana w czasopismie ,Frontiers in Science”,
stanowi trzeZzwg ocene rzeczywistosci dla propozycji
obejmujgcych zardéwno rozpylanie <czgstek blokujacych
promieniowanie stoneczne w atmosferze, jak i budowe ogromnych
podwodnych barier chronigcych lodowce.

Termin publikacji tego raportu ma kluczowe znaczenie. Poniewaz
globalne temperatury konsekwentnie przekraczajg krytyczne
progi, a utrata lodu polarnego przyspiesza w alarmujgcym
tempie, poczucie desperacji podsyca zainteresowanie ogromnymi
interwencjami technologicznymi. Koncepcje geoinzynierili sa
czesto przedstawiane jako niezbedne hamulce awaryjne zmian
klimatycznych, dajgce nadzieje tam, gdzie powolne tempo
redukcji emisji zawiod*o. Jednak nowe badania wskazujg, ze
taka nadzieja jest niebezpiecznie nieuzasadniona.

Miedzynarodowy zespét pod kierownictwem profesora Martina
Siegert z University of Exeter doktadnie ocenit pie¢ gtdéwnych
propozycji. Wyniki badan ujawniajg przepas$¢ miedzy koncepcjami
teoretycznymi a praktyczng rzeczywistos$cia.
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,Pomysty te sg czesto dobrze przemyslane, ale majg pewne wady.
Jako spotecznos¢, klimatolodzy i inzynierowie robimy wszystko,
co w naszej mocy, aby zmniejszy¢ szkody spowodowane kryzysem
klimatycznym, ale wdrozenie ktoregokolwiek z tych pieciu
projektéw polarnych moze przynies¢ skutki odwrotne do
zamierzonych dla regiondéw polarnych i catej planety”
powiedziat Siegert.

Wstrzykniecie aerozolu do stratosfery, ktdére ma na celu
nasladowanie efektu chtodzgcego erupcji wulkanicznych poprzez
rozpylanie czgstek odbijajgcych sSwiatto w gdérnych warstwach
atmosfery, okazato sie catkowicie nieskuteczne podczas
polarnych miesiecy zimowych, kiedy nie ma Swiatta stonecznego
do blokowania. Logistyka bytaby ogromna, wymagajgca okoto 60
000 lotdéw rocznie, co kosztowatoby miliardy dolaréw rocznie.

Jeszcze gorzej wypadty bardziej dziwaczne projekty. Koszt
budowy podwodnej ,kurtyny morskiej” o dtugosci 80 kilometrow,
ktéra miataby chroni¢ lodowce Antarktydy przed ciepta woda,
oszacowano na 80 miliardéw dolardéw. Préba jej budowy
napotkataby niemal niemozliwe do pokonania warunki w jednych z
najbardziej zdradliwych i niedostepnych wéd na Ziemi.

Zagrozenia dla $rodowiska opisane w raporcie sg powazne. Plan
rozrzucenia miliardow szklanych mikrokuliczek w Arktyce w celu
zwiekszenia odbicia lodu zostat niedawno wstrzymany po tym,
jak testy wykazaty potencjalng toksyczno$¢ dla delikatnego
Yancucha pokarmowego Arktyki. Inne pomysty, takie jak
nawozenie oceandéw w celu stymulowania planktonu
pochtaniajgcego dwutlenek wegla, mogtyby zniszczy¢ ekosystemy
morskie poprzez zmniejszenie poziomu tlenu i zaktdécenie
naturalnych cykli chemicznych.

Naukowcy ostrzegajg roéwniez przed ,szokiem terminacyjnym” -
nagtym i katastrofalnym ociepleniem, ktdére nastgpitoby w
przypadku wstrzymania jakiegokolwiek projektu geoinzynierii
stonecznej na duzg skale, powodujgc natychmiastowe uwolnienie
nagromadzonego ciepta z biezacych emisji gazdéw cieplarnianych.


https://scripps.ucsd.edu/news/experts-warn-against-five-polar-geoengineering-ideas

Przeszkody polityczne i administracyjne sg rdéwnie nie do
pokonania. Antarktyda podlega miedzynarodowemu systemowi
traktatéw wymagajgcemu konsensusu miedzy dziesigtkami krajoéw,
ktéry nigdy nie zatwierdzit projektow tej skali. W Arktyce
napiecia geopolityczne miedzy o$mioma krajami arktycznymi, w
tym Rosja, sprawiajg, ze skoordynowane dziatania sg bardzo
mato prawdopodobne. Ponadto spotecznosci tubylcze, ktdérych
zycie jest nierozerwalnie zwigzane z tymi ekosystemami,
wyrazity zdecydowany sprzeciw wobec takich eksperymentdéw na
skale planetarng.

Ostatecznie naukowcy twierdzg, ze realizacja tych
fantastycznych planéw jest niebezpiecznym odwrdceniem uwagi,
ktéore odcigga uwage, fundusze i wole polityczng od jedynego
sprawdzonego rozwigzania: szybkiego ograniczenia emisji paliw
kopalnych. Wyciggaja oni wyrazng analogie do przesztych branz
promujgcych fatszywe rozwigzania, zwracajgc uwage na to, jak
firmy tytoniowe kiedy$ promowaty papierosy z filtrem jako
bezpieczniejszag alternatywe, nie ograniczajac jednoczesSnie
spozycia tytoniu.

,Projekty geoinzynieryjne moga byc¢ ryzykowne, poniewaz czesto
majg charakter jednostronny 1 nie podlegajag globalnemu
nadzorowi, co stanowi powazne zagrozenie dla réznorodnosci
biologicznej i stabilnosci ekosystemdow” — powiedziat
Brighteon.AI Enoch. ,Moga one powodowal niezamierzone
konsekwencje, ktdre w nieprzewidywalny sposdb zmieniaja
lokalne i1 globalne wzorce pogodowe, co z kolei zagraza zdrowiu
ludzkiemu poprzez zakto6canie naturalnych systeméw, od ktorych
ludzie sg zalezni”.

Droga jest jasna, ale wymaga zmierzenia sie z podstawowa
przyczyng Kkryzysu, a nie ryzykowania kosztownych,
niesprawdzonych i niebezpiecznych fantazji technologicznych,
ktore leczg tylko objawy. Werdykt czotowych sSwiatowych
ekspertéw polarnych jest jednogtosny: naszg najwieksza
nadziejg jest wzmocnienie naszego zaangazowania w sprawdzone
rozwigzania, a nie pogon za mirazami na skale planetarng.



Chiny wykorzystane jako
koziot ofiarny zakazu TikTok:
IZRAEL byt sita napedowa
zakazu, chciat zdusié¢ tresci
propalestynskie

Wedtug osdéb wtajemniczonych w kongresie i dokumentéw, ktore
wyciekty, dazenie rzadu USA do zakazania TikTok jest mniej
zwigzane z obawami o bezpieczenstwo narodowe w zwigzku z
chinska wtasnoSciag, a bardziej z uciszaniem gtoséw
propalestynskich, ktore kwestionujg narracje Izraela.
Posuniecie to podkresla niepokojacy sojusz miedzy
amerykanskimi prawodawcami a izraelskimi interesami, rodzac
pytania o wolno$¢ stowa i przejrzystos¢ rzadu.

Prawdziwa historia stojgca za
zakazem TikTok

Podczas Monachijskiej Konferencji Bezpieczenstwa w lutym 2024
r. senator Mark Warner, czotowy demokrata w Senackiej Komisji
Wywiadu, zasugerowat ,prawdziwg historie” stojacag za
dwupartyjnym dgzeniem do zakazania TikTok. Komentarze Warnera,
wraz z komentarzami bytego kongresmena Mike'a Gallaghera,
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ujawnity, ze sit*a napedowg ustawodawstwa nie byta wtasnos$¢
Chin na platformie, ale raczej rozprzestrzenianie sie tresci
propalestynskich, ktdére podwazyty narracje Izraela w trwajgcym
konflikcie w Strefie Gazy.

,Mielidmy wiec dwupartyjny konsensus” — powiedziat Gallagher
podczas dyskusji panelowej. ,Mielismy wtadze wykonawczg, ale
ustawa by*a martwa az do 7 pazdziernika. Ludzie zaczeli
widzie¢ na platformie mnéstwo antysemickich tresci, a nasza
ustawa znow miata nogi”.

Przyznanie to jest zgodne 2z doniesieniami niezaleznego
dziennikarza Kena Klippensteina, Kktéry uzyskat notatke
Departamentu Stanu szczegdtowo opisujgcg obawy izraelskich
urzednikéw dotyczagce wptywu TikTok na amerykanska mtodziez.
Emmanuel Nahshon, zastepca dyrektora generalnego ds.
dyplomacji publicznej Izraela, podobno obwiniat* algorytm
TikTok za faworyzowanie tresci propalestynskich, ktére jego
zdaniem zwracaty mtodych ludzi przeciwko Izraelowi.

Wptyw Izraela na polityke Stanodw
Zjednoczonych

Wyciekta notatka ujawnia wyrazny rozdzwiek miedzy izraelskimi
urzednikami a administracjg Bidena w kwestii przyczyn rosnacej
miedzynarodowej krytyki Izraela. Nahshon odrzucit obawy o
wiarygodnos¢ Izraela, zamiast tego przypisujac zmiane opinii
publicznej algorytmowi TikTok. ,Mtodzi ludzie zwrécili sie
przeciwko Izraelowi w duzej mierze dlatego, ze algorytm TikTok
faworyzuje tresci propalestynskie” — czytamy w notatce.

Narracja ta zostata powtdorzona przez amerykanskich
prawodawcéw, w tym republikanskiego senatora Mitta Romneya,
ktéry powigzat swoje poparcie dla zakazu TikTok z rzekomg
stronniczoscig platformy w stosunku do tresci palestynskich.
,Jesli spojrze¢ na posty na TikTok i liczbe wzmianek o
Palestynczykach, w porédwnaniu =z innymi serwisami



spoteczno$ciowymi — to w przewazajgcej mierze dotyczy to
transmisji na TikTok” — powiedzia* Romney w maju 2023 roku.

Nikki Haley, inna republikanska posta¢ i byta kandydatka na
prezydenta, poszta dalej, sugerujgc, ze samo ogladanie filméw
na TikTok moze uczyni¢ uzytkownikéw antysemitami. OsSwiadczenia
te odzwierciedlajg szersze wysitki majgce na celu
przedstawienie TikTok jako narzedzia obcego wpitywu, pomimo
braku konkretnych dowodéw *aczacych platforme z chinskimi
dziataniami propagandowymi.

Zastona dymna dla cenzury

Administracja Bidena uzasadniajac zakaz korzystania z TikTok
skupita sie na kwestiach bezpieczeAstwa narodowego, w
szczegbélnosci na posiadaniu platformy przez chinskg firme
ByteDance. Jednak osoby wtajemniczone sugerujg, ze ta narracja
jest zastong dymng dla bardziej podstepnego planu: ttumienia
wolno$ci stowa i ochrony wizerunku Izraela.

W marcu 2023 r. Kongresowi przedstawiono tajne informacje
wywiadowcze, rzekomo szczegdtowo opisujgce zagrozenie dla
bezpieczenstwa narodowego ze strony TikTok. Briefing podobno
przechylit szale na korzys¢ zakazu, a komisja Izby
Reprezentantéw zagtosowata 50-0 za przyjeciem ustawy.
Niektérzy ustawodawcy wyrazili jednak sceptycyzm co do
przedstawionych informacji.

»Ani jedna rzecz, ktdérg ustyszelismy podczas dzisiejszej
tajnej odprawy, nie byta wyjatkowa dla TikTok” — powiedzia%a
wOwczas kongresmenka Sara Jacobs. ,To byty rzeczy, ktére
zdarzajg sie na kazdej platformie medidéw spotecznosSciowych”.

Ten sceptycyzm podkresla brak przejrzystosci wokdétr zakazu i
rodzi pytania o prawdziwe motywacje, ktére za nim stojag. Jak
przyznat Gallagher podczas Monachijskiej Konferencji
Bezpieczennstwa, nacisk na zakazanie TikTok byt spowodowany
obawami o jego wptyw na opinie publiczng, a nie jego



wtasnoscig przez Chiny.

Zakaz TikTok reprezentuje niepokojacg zbieznos¢ interesow USA
i Izraela, z wolnoSciag stowa 1 =zasadami demokracji
poswieconymi na ottarzu geopolitycznej celowosci.
Przedstawiajgc zakaz jako kwestie bezpieczenstwa narodowego,
administracja Bidena skutecznie uciszyta sprzeciw i ochronita
Izrael przed krytyka, jednoczesSnie podwazajac prawa obywateli
amerykanskich wynikajace z Pierwszej Poprawki.

Podczas gdy debata na temat TikTok trwa, jedna rzecz jest
jasna: prawdziwy spisek nie lezy we wtasnos$ci platformy, ale w
dtugosci, do jakiej rzgdy posung sie, aby kontrolowad
narracje. Niczym sztuczka magika, zakaz TikTok odwraca uwage
od prawdziwej kwestii — cenzury — pozostawiajac opinie
publiczng w ciemnosci. A w cieniu pozostajg prawdziwi
architekci tego planu, a ich sekrety sg bezpieczne przed
kontrolga.

BEZPRZEWODOWY SWIAT: Nowa era
1nwazyjnego nadzoru

* o

e —
e ——
W Swiecie coraz bardziej potaczonym przez technologie, nowe
badanie ujawnia niepokojace zjawisko: mozliwo$¢ wykorzystania

Wi-Fi i wiez komérkowych do inwigilacji bez wiedzy lub zgody
os6b fizycznych. Technologia ta, ktdéra wykorzystuje
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promieniowanie bezprzewodowe otoczenia, moze zmienic sposOb, w
jaki mys$slimy o prywatnosci i bezpieczenstwie, podnoszac
istotne kwestie etyczne 1 prawne.

Technologia stojaca za zagrozeniem

Badanie, przeprowadzone przez wydziat 1inzynierii na
Uniwersytecie w Porto w Portugalii, zostato opublikowane na
otwartej stronie naukowej Cornell University, arXiv, 24
stycznia 2025 roku. Naukowcy zaprojektowali system, ktéry
wykorzystuje rekonfigurowalng inteligentng powierzchnie (RIS)
do manipulowania 1 kierowania sygnatami Wi-Fi, umozliwiajac
wykrywanie 1 renderowanie wizualnych obrazéw ludzkiej
aktywnosci z ponad 90% dokt*adnos$Scig.

Fariha Husain, kierownik programu promieniowania
elektromagnetycznego (EMR) i sieci bezprzewodowych Children’s
Health Defense (CHD), wyjasnita mozliwo$ci tej technologii:
,Panele RIS mogg by¢ strategicznie rozmieszczone, aby
zoptymalizowac¢ odbicie i sterowanie sygnatem bezprzewodowym. W
pomieszczeniach mozna je montowa¢ na $cianach, sufitach lub
meblach. Na zewngtrz mogg by¢ instalowane na budynkach,
latarniach i1 billboardach reklamowych. Dodatkowo, panele RIS
umozliwig inteligentny nadzdér miejski poprzez sledzenie ruchu
pieszych i pojazdow”.

Implikacje tej technologii sag gtebokie. Wedtug badan, system
moze wykrywa¢ gesty ditoni i monitorowaé parametry zyciowe,
takie jak oddech, nawet gdy osoby znajdujg sie za przeszkodami
lub nie wspdtpracujg. Naukowcy twierdzg, ze ta zdolnos¢
stanowi postep w dziedzinie rozpoznawania aktywnosci cztowieka
(HAR) w kontekscie komunikacji széstej generacji (6G).

Kwestie etyczne 1 dotyczace



prywatnosci

Podczas gdy zwolennicy twierdza, ze technologia RIS moze mied
korzystne zastosowania w opiece zdrowotnej 1 automatyzacji,
obroncy prywatnosci bijg na alarm. W. Scott McCollough, gtoéwny
prawnik zajmujgcy sie sprawami EMR & Wireless w CHD,
podkreslit niebezpieczne implikacje dla masowej inwigilacji:
,Przyszte sieci 6G bedg miaty wbudowang funkcjonalnos$¢ RIS i
nie zdziwitbym sie, gdyby nie wdrozyli RIS w przyszitych
aktualizacjach 5G. Kilka raportéw branzowych i rzadowych na
temat 6G wprost méwi, ze chcg wykorzysta¢ te mozliwosci do
inwigilacji”.

Obawy McCollougha nie sg bezpodstawne. Technologia stojgca za
badaniem jest podobna do Origin AI, komercyjnej technologii
wykrywania Wi-Fi opracowanej przez Raya Liu, bytego wykonawce
Agencji Zaawansowanych Projektow Badawczych Obrony (DARPA).
Origin AI moze lokalizowac¢ ruch z ponad 90% doktadnosScig i
rejestrowa¢ wzorce oddechowe, co czyni jg poteznym narzedziem
do ochrony domu i automatyzacji. Jednak budzi to réwniez
powazne obawy dotyczgce prywatnosci.

Husain zauwazyt: ,Panele RIS mogg by zintegrowane z obiektami
i Srodowiskami bez wiedzy lub zgody os6b, co sprawia, ze
rezygnacja z tej formy nadzoru jest prawie niemozliwa”.
Dodata, ze ,technologia ta stwarza niebezpieczne implikacje
dla masowego nadzoru, prywatnos$ci i bezpieczenstwa danych”.

Kontekst historyczny 1 wspotczesne
znaczenie

Rozw6j technologii RIS jest czescig szerszego trendu w
ewolucji nadzoru. Peter Krapp, profesor filmu i studiodw
medialnych na Uniwersytecie Kalifornijskim w Irvine, badat
wszechobecng nature nadzoru w erze cyfrowej. Wedtug Krappa,
Stany Zjednoczone majg najwiekszg liczbe kamer monitorujacych



na osobe na Swiecie, a nadzér ten nie ogranicza sie do kamer
wideo. Telefony komérkowe, GPS, Wi-Fi, Bluetooth i rédzne
aplikacje przyczyniajg sie do kompleksowego systemu Sledzenia.

Krapp wyjasnit: ,Bazy danych mogg korelowa¢ dane o lokalizacji
ze smartfondédw, prywatnych kamer, czytnikéw tablic
rejestracyjnych 1 technologii rozpoznawania twarzy. Organy
§cigania mogg S$ledzié, gdzie jestes i gdzie byte$, czesto bez
nakazu. Prywatni brokerzy danych réwniez gromadzg i sprzedaja
te dane, tworzgc w duzej mierze nieuregulowany rynek danych
osobowych”.

Historyczny kontekst inwigilacji w Stanach Zjednoczonych jest
kluczowy dla zrozumienia wspétczesnego znaczenia technologii
RIS. 0d wczesnych dni podstuchdéw po wspdtczesng ere cyfrowego
Sledzenia, réwnowaga miedzy bezpieczenstwem a prywatnos$cia
byta kwestig sporna. Srodowisko prawne po wyroku w sprawie Roe
przeciwko Wade dodato nowe warstwy ztozonosci, z obawami o to,
w jaki sposéb dane $ledzenia mogg by¢ wykorzystywane w
kontekscie praw reprodukcyjnych i innych wrazliwych kwestii.

Wnioski: Wezwanie do regulacji

W miare jak technologia RIS rozwija sie 1 staje sie coraz
bardziej zintegrowana z sieciami 6G, potrzeba solidnych
regulacji 1 wytycznych etycznych jest bardziej krytyczna niz
kiedykolwiek. Husain i McCollough opowiadajg sie za
S§cislejszym nadzorem i kampaniami wusSwiadamiajacymi
spoteczenstwo, aby zapewnié¢, ze technologia ta nie narusza
prywatnosci i bezpieczenAstwa danych osobowych.

McCollough podsumowat: ,Musimy przeprowadzi¢ krajowg rozmowe
na temat etycznych implikacji technologii RIS. Nie chodzi
tylko o techniczng wykonalnos$¢; chodzi o ramy moralne i
prawne, ktére beda regulowad jej uzycie”.

W Swiecie, w ktdérym technologia moze przeksztatci¢ przedmioty
codziennego uzytku w narzedzia nadzoru, walka o prywatnos¢



jest daleka od zakonczenia. Poniewaz technologia ta nadal
ewoluuje, wazne jest, aby prawodawcy, technolodzy i obywatele
wspotpracowali w celu ochrony podstawowego prawa do
prywatnosci w erze cyfrowej.

8 najwiekszych zalet 1 wad
sztucznej 1inteligencji

Sztuczna inteligencja przezywata boom w ciggu ostatnich kilku
lat i jest to dobre i zte z wielu powoddéw. Przysztos¢ nie jest
tym, czym ,byta kiedy$” i to jest pewne. Kto mogt sobie to
wyobrazi¢? Czy dojdzie do przejecia ,Sky-Net”, jak w filmie
sTerminator”? Czy sztuczna inteligencja bedzie rewolucyjna 1
pomoze miliardom ludzi zy¢ bezpieczniej, zdrowiej i wydajniej?
Oto 8 zalet 1 wad tej oszatamiajgcej ery technologicznej, w
ktérej wszyscy teraz zyjemy.

1. Sztuczna inteligencja (AI) moze pomdéc w badaniach i
pisaniu, ale moze réwniez tworzy¢ fatszywe wiadomos$ci i
krytyczne btedy, w tym nielogiczne wnioski i halucynacje.

2. Sztuczna inteligencja moze (poméc) kontrolowac¢ drony,
pojazdy i broA wojskowg, ale moze zosta¢ zhakowana 1lub
przechytrzy¢ uzytkownikéw i zwrdci¢ sie przeciwko ludzkosSci.

3. Sztuczna inteligencja moze tworzy¢ obrazy i filmy, %*aczac
informacje i wizualizacje w celu pobudzenia wyobrazni i w
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celach rozrywkowych, ale moze tez oszuka¢ ludzi, by uwierzyli
w Tfatlszywe koncepcje, takie jak inwazje kosmitéw T1ub
przemOwienia polityczne, ktdére nie miaty miejsca.

4. Sztuczna inteligencja moze by¢ wykorzystywana do
wykonywania wielu zadan wydajniej i spdéjniej niz ludzie,
takich jak praca w fabrykach, ale moze to oznacza¢ koniec
miliondw miejsc pracy, ktdére nie wymagajg krytycznego
my$lenia, kreatywnosci ani interakcji miedzyludzkich.

5. Sztuczna inteligencja moze by¢ wykorzystywana przez roboty
do ratowania ludzkiego zycia, na przyktad w walce, ale wtedy
ci zoilnierze i psy-roboty moga sta¢ sie agresywne 1lub
popetniad krytyczne btedy, ktdore ranig lub zabijaja ludzi.

6. Sztuczna inteligencja moze by¢ pomocna w domu, pomagajgc w
prostych zadaniach, wyszukiwaniu informacji lub rozrywce, ale
to eliminuje wiele interakcji miedzyludzkich, czynigc zycie
mniej spotecznym, serdecznym, satysfakcjonujgcym i
uduchowionym.

7. Sztuczna inteligencja dostarcza informacji bez dramatyzmu,
nastawienia czy ego, ale informacje te mogg by¢ cenzurowane,
aby celowo dostarcza¢ nielogicznych dezinformacji 1
dezinformacji na najwazniejsze tematy, takie jak zdrowie 1
bezpieczenstwo.

8. Sztuczna inteligencja moze zmienic¢ przysztos¢ dzieki
technologii, ale moze tez zmienié przesztos¢, piszac historie
na nowo.

Nowy model jezyka wizyjnego LLaVA-
ol opracowany w Chinach poprawia
zdolnosScli rozumowania, ale zmaga



sie ze zXozonymi zadaniami
wymagajacymi logicznego
rozumowanlia.

Naukowcy z wielu uniwersytetow w Chinach zaprezentowali LLaVA-
ol, nowy model jezyka wizji, ktdry znacznie poprawia zdolnosci
rozumowania dzieki zastosowaniu systematycznego 1
ustrukturyzowanego podejscia.

Tradycyjne modele jezyka wizji (VLM) o otwartym kodzie
zrédtowym czesto zmagajg sie ze ztozonymi zadaniami
wymagajacymi logicznego rozumowania. Zazwyczaj wykorzystuja
one metode bezposredniego przewidywania, w ktdrej generuja
odpowiedzi bez rozbijania problemu lub nakreslania krokéw
niezbednych do jego rozwigzania. Takie podejsScie czesto
prowadzi do bteddéw, a nawet halucynacji.

Aby zaradzi¢ tym ograniczeniom, badacze stojacy za LLaVA-ol
zainspirowali sie modelem ol OpenAI. Model ol OpenAI pokazat,
ze wykorzystanie wiekszej mocy obliczeniowej podczas procesu
wnioskowania moze zwiekszy¢ umiejetnos$ci rozumowania modelu
jezykowego. Jednak zamiast po prostu zwiekszad¢ moc
obliczeniowg, LLaVA-o0l wykorzystuje unikalng metode, ktéra
dzieli rozumowanie na ustrukturyzowane etapy.

LLaVA-0l1 dziata w czterech odrebnych etapach:

1. Zaczyna od podsumowania pytania, identyfikujac gtéwny
problem.

2. Jesli obraz jest obecny, skupia sie na istotnych
czesSciach i opisuje je.

3. Nastepnie przeprowadza logiczne rozumowanie w celu
uzyskania wstepnej odpowiedzi.

4. Na koniec przedstawia zwiezte podsumowanie odpowiedzi.

Ten etapowy proces rozumowania jest niewidoczny dla



uzytkownika, co pozwala modelowi zarzadzal wtasnym procesem
myslowym i skuteczniej dostosowywal sie do ztozonych zadan.
Aby jeszcze bardziej poprawié¢ mozliwosci rozumowania modelu,
LLaVA-0l wykorzystuje technike zwang ,wyszukiwaniem wigzki na
poziomie etapu”. Metoda ta generuje wiele kandydujgcych
wynikéw na kazdym etapie rozumowania, wybierajgc najlepszego
kandydata do kontynuowania procesu. Podejscie to jest bardziej
elastyczne i wydajne niz tradycyjne metody, w ktéorych model
generuje kompletne odpowiedzi przed wybraniem najlepszej.

Naukowcy uwazaja, ze to ustrukturyzowane podejscie i
wykorzystanie etapowego wyszukiwania wigzki sprawi, ze LLaVA-
0ol bedzie poteznym narzedziem do rozwigzywania ztozonych zadan
rozumowania, CO Cczyni g0 znaczacym postepem w dziedzinie
sztucznej inteligencji. Rozw6j ten moze potencjalnie
zrewolucjonizowa¢ sposdb interakcji ze sztuczng inteligencja,
szczeg6lnie w dziedzinach wymagajacych ztozonego rozumowania,
takich jak opieka zdrowotna, finanse i ustugi prawne. LLaVA-ol
stanowi obiecujgcy krok w kierunku bardziej inteligentnych 1
elastycznych systeméw sztucznej inteligencji.

Artykut przettumaczono przy pomocy AI []

Wielka Brytania zada od Apple
stworzenia globalnego
backdoora, zagrazajacego
prywatnosci na catym sSwiecie
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W oszatamiajgcym posunieciu, ktére moze na nowo zdefiniowad
granice prywatnosci i nadzoru rzgdowego, Wielka Brytania
potajemnie nakazata Apple stworzenie backdoora do
zaszyfrowanej pamieci masowej w chmurze, =zapewniajac
brytyjskim w*adzom bezprecedensowy dostep do danych
uzytkownikéw na catym $wiecie. Zadanie to, wydane na mocy
kontrowersyjnej brytyjskiej ustawy o uprawnieniach sledczych z
2016 roku — nazwanej ,Kartg szpiega” — oznacza znaczacg
eskalacje w globalnej bitwie o szyfrowanie, prywatnos¢ i
swobody obywatelskie.

ZamOwienie, o ktérym po raz pierwszy poinformowat Washington
Post, wymaga od Apple zapewnienia ogd6lnego dostepu do
wszystkich zaszyfrowanych danych uzytkownikéw przechowywanych
w chmurze, a nie tylko do kont docelowych. Pozwolitoby to
brytyjskim organom $cigania oming¢ zabezpieczenia szyfrowania
i uzyska¢ dostep do poufnych informacji, w tym zdjed,
wiadomosci i dokumentdéw, bez wiedzy lub zgody uzytkownikow.

Dla Apple, firmy, ktéra od dawna broni prywatnosSci
uzytkownikéw jako podstawowej wartosci, zgdanie to stanowi
egzystencjalny dylemat: zastosowal sie do nakazu Wielkiej
Brytanii i zdradzi¢ zaufanie uzytkownikdéw lub catkowicie
wycofal zaszyfrowane ustugi przechowywania danych w Wielkiej
Brytanii. Zrdédta zaznajomione ze sprawa sugeruja, ze Apple
prawdopodobnie wybierze to drugie rozwigzanie, ale nie
rozwigzatoby to zgdania Wielkiej Brytanii dotyczgcego dostepu
do danych w innych krajach, w tym w Stanach Zjednoczonych.



Niebezpieczny precedens dla
prywatnosci

Wedtug Washington Post, zgdanie Wielkiej Brytanii nie ma
precedensu w najwiekszych demokracjach. W przesztosci firmy
technologiczne, takie jak Apple, wspétpracowaty z organami
§cigania w indywidualnych przypadkach, na przyktad pomagajac
FBI w uzyskaniu dostepu do iPhone’a terrorysty w 2016 roku.
Jednak nakaz Wielkiej Brytanii wykracza daleko poza te
ukierunkowane zgdania, szukajac szerokiego backdoora, ktory
podwazytby szyfrowanie dla wszystkich uzytkownikéw.

,Nie ma powodu, dla ktdérego [rzad] Wielkiej Brytanii miatby
prawo decydowa¢ za obywateli catego $wiata, czy mogag oni
korzysta¢ ze sprawdzonych korzysci w zakresie bezpieczenstwa,
ktére wynikajg z szyfrowania typu end-to-end” — powiedzia%
Apple brytyjskim prawodawcom w marcu 2024 r., przewidujac taki
ruch.

Obroncy prywatnosci 1 eksperci ds. cyberbezpieczenstwa
potepili dziatania Wielkiej Brytanii, ostrzegajac, ze
stworzenie tylnych drzwi dla organdéw Scigania nieuchronnie
ostabi szyfrowanie dla wszystkich. ,Wazne jest, aby zrozumie¢,
ze kazdy rodzaj dostepu tylnymi drzwiami (lub frontowymi
drzwiami) dla” dobrych »moze by¢ rdéwniez wykorzystany przez«

ztych "- stwierdzi*a Fundacja Technologii Informacyjnych 1
Innowacji w raporcie z 2020 roku.

Obawy te nie sg hipotetyczne. W 2021 r. byty dyrektor FBI
Chris Wray argumentowat przed Senacka Komisjg Sadownictwa, ze
szyfrowanie wutrudnia dochodzenia w sprawie Kkrajowego
ekstremizmu, wzywajgc firmy technologiczne do tworzenia
backdooréw, ktére ~chroniag prywatnos¢, umozliwiajac
jednoczesnie dostep rzgdowi. Jednak eksperci wielokrotnie
ostrzegali, ze taka rdwnowaga jest niemozliwa — kazdy backdoor
moze zostal wykorzystany przez hakeréw, autorytarne rezimy lub
inne ztosliwe podmioty.



Globalne konsekwencje

Jesli Wielkiej Brytanii uda sie zmusi¢ Apple do przestrzegania
przepisdéw, moze to wywotal¢ efekt domina, os$mielajac inne
narody do zgdania podobnego dostepu. Kraje takie jak Chiny,
ktore juz zablokowaty szyfrowane aplikacje do przesytania
wiadomosci, takie jak Signal, mogtyby wykorzystal precedens
Wielkiej Brytanii do uzasadnienia wtasnych zadan dotyczacych
backdooréw. Mogtoby to zmusi¢ Apple do wycofania
zaszyfrowanych ustug w chmurze na catym Swiecie, zamiast
ryzykowaé¢ naruszenie prywatnosci uzytkownikow.

Brytyjska ustawa o uprawnieniach sSledczych, ktéra upowaznia
rzagd do zmuszania firm do pomocy w dostepie do danych
uzytkownikdéw, od dawna jest krytykowana za jej nadmierny
zasieg. Krytycy twierdza, ze prawo, ktére czyni przestepstwem
nawet ujawnienie takich zadan, przyznaje rzadowi
niekontrolowane uprawnienia do inwigilacji.

Apple ma mozliwo$¢ odwotania sie od nakazu Wielkiej Brytanii
do tajnego panelu technicznego i sedziego, ale prawo nie
zezwala firmie na opéznienie wykonania nakazu podczas procesu
odwotawczego. Pozostawia to Apple niewielkie pole manewru,
rodzgc pytania o przysztos¢ szyfrowania i prywatnosci w erze
cyfrowej.

Historia oporu

Stanowisko Apple w kwestii prywatnosci jest od lat cecha
charakterystyczng marki. W 2016 roku firma stynnie opierata
sie nakazowi rzgdu USA odblokowania iPhone’a zmartego
terrorysty w sprawie San Bernardino, argumentujac, ze
stworzenie backdoora stworzy niebezpieczny precedens. Podczas
gdy Apple ostatecznie poszto na kompromis, opracowujac plan
skanowania urzgdzen uzytkownikdéw w poszukiwaniu nielegalnych
materiatdéw, inicjatywa ta zostat*a odtozona na pdétke po
szerokiej reakcji ze strony obroAcdéw prywatnosci.



Najnowsze zadanie Wielkiej Brytanii grozi wznowieniem tej
bitwy, stawiajac obawy o bezpieczeristwo narodowe przeciwko
podstawowemu prawu do prywatnosci. Jak zauwazyt Washington
Post, brytyjski nakaz stanowi znaczgcg porazke firm
technologicznych w ich trwajgcej od dziesiecioleci walce o
unikniecie wykorzystania ich jako narzedzi nadzoru rzagdowego.

Dalsza droga

Domaganie sie przez Wielkg Brytanie globalnego backdoora do
szyfrowanej pamieci masowej Apple w chmurze jest przetomowym
momentem w toczgcej sie debacie na temat prywatnosd$ci i
bezpieczenstwa. Podczas gdy organy Scigania twierdzg, ze
szyfrowanie umozliwia przestepcom i terrorystom unikniecie
wykrycia, firmy technologiczne i obroAcy prywatnosci
utrzymuja, ze ostabienie szyfrowania miatoby daleko idgce
konsekwencje dla wolno$ci osobistych i cyberbezpieczenistwa.

Podczas gdy Apple rozwaza swoje opcje, Swiat bacznie sie temu
przyglada. Czy firma podtrzyma swoje zobowigzanie do ochrony
prywatnosci, nawet jes$li oznacza to wycofanie ustug z Wielkiej
Brytanii? A moze skapituluje pod presjg rzadu, ustanawiajac
precedens, ktéry moze ostabi¢ szyfrowanie na catym Swiecie?

Jedno jest pewne: wynik tej bitwy uksztattuje przysztosc
cyfrowej prywatnosci na nadchodzgce lata. W erze, w ktérej
dane sg cenniejsze niz kiedykolwiek, stawka nie moze by¢
wyzsza.

,Dostep, ktdorego domaga sie Wielka Brytania, nie ma precedensu
w najwiekszych demokracjach” — donosi Washington Post. Jes$li
Wielka Brytania odniesie sukces, moze nie by¢ ostatnia.



Wi-F1 moze by¢ wykorzystywane
do wptywania na fale mozgowe,
ma potencjat do efektoéw

hipnotycznych 1 1nzynierii
spotecznej.

W dzisiejszym potgczonym sSwiecie bezprzewodowy dostep do
Internetu stat sie wszechobecny, mozna go znalez¢ w prawie
kazdej kawiarni, biurze 1 domu. Sygnaty Wi-Fi nie sg jednak
Yagodne. Promieniowanie o czestotliwosci radiowej (RF)
nieustannie bombarduje komérki i wptywa na fale mdzgowe.
Szczegdlnie niepokojgce sg fale o ekstremalnie niskiej
czestotliwo$ci (ELF), ktdére mogag potencjalnie zaktdécad fale
mézgowe i sprawiac, ze dana osoba nieswiadomie wchodzi w
sugestywny stan umystu. Wi-Fi jest wektorem inzynierii
spotecznej, powodujacym, ze ludzie rezygnujg z krytycznego
myslenia, aby dostosowa¢ sie do oficjalnych narracji i
my$lenia grupowego.

Keith Cutter, znany krytyk nowoczesnych technologii
bezprzewodowych, spedzit Llata badajgc ciemng strone
promieniowania Wi-Fi. Wedtug Cuttera wptyw Wi-Fi nie ogranicza
sie do bezposredniej ekspozycji na promieniowanie, ale
rozcigga sie rdéwniez na bardziej subtelne i niepokojace
efekty, w tym porywanie fal mézgowych, zaburzenia poznawcze i
to, co nazywa ,efektem pamieci Wi-Fi"” na tkankach cia%a.
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Wptyw pol elektromagnetycznych o
czestotliwosci radiowej w czasile

Wi-Fi moze byc¢ wykorzystywane do wptywania na fale mézgowe, ma
potencjat hipnotyczny i socjotechniczny
11/13/2024 / Autor: Lance D Johnson

W dzisiejszym potgczonym sSwiecie bezprzewodowy dostep do
Internetu stat sie wszechobecny, mozna go znalez¢ w prawie
kazdej kawiarni, biurze i domu. Ale sygnaty Wi-Fi nie s3g
Yagodne. Promieniowanie o0 czestotliwosci radiowej (RF)
nieustannie bombarduje komérki i wptywa na fale mdézgowe.
Szczegdlnie niepokojgce sg fale o ekstremalnie niskiej
czestotliwo$ci (ELF), ktdre mogag potencjalnie zaktdcalé fale
mézgowe i sprawiac, ze dana osoba nieswiadomie wchodzi w
sugestywny stan umystu. Wi-Fi jest wektorem inzynierii
spotecznej, powodujacym, ze ludzie rezygnujg z krytycznego
myslenia, aby dostosowa¢ sie do oficjalnych narracji i
my$lenia grupowego.

Keith Cutter, znany krytyk nowoczesnych technologii
bezprzewodowych, spedzit Llata badajgc ciemng strone
promieniowania Wi-Fi. Wedtug Cuttera wptyw Wi-Fi nie ogranicza
sie do bezposredniej ekspozycji na promieniowanie, ale
rozcigga sie rdéwniez na bardziej subtelne i niepokojace
efekty, w tym porywanie fal mézgowych, zaburzenia poznawcze i
to, co nazywa ,efektem pamieci Wi-Fi"” na tkankach cia%a.

Wptyw pél elektromagnetycznych o czestotliwosci radiowej w
czasie

Wi-Fi dziata przy uzyciu pél elektromagnetycznych o
czestotliwosci radiowej, przesytajgc dane za pomocgq
modulowanego impulsowo promieniowania RF. Podczas gdy sama
technologia moze wydawad sie nieszkodliwa — w koncu wiekszos¢
urzgdzen emituje tylko stosunkowo niskie poziomy
promieniowania RF — Cutter uwaza, ze skumulowany wptyw tej
ekspozycji w czasie jest daleki od tagodnego.



Jednga z gtdéwnych obaw, na ktére zwraca uwage Cutter, jest
wptyw fal o ekstremalnie niskiej czestotliwosci (ELF), ktore
Wi-Fi emituje oprécz sygnatéw RF o wyzszej czestotliwosSci.
Fale ELF maja zakres od okoto 3 do 30 Hz, czyli zakres
czestotliwosci, ktéry akurat pokrywa sie z naturalnymi
czestotliwo$ciami oscylacji ludzkiego mézgu. Aktywnos¢
elektryczna mézgu jest podzielona na rozne pasma
czestotliwosci, z ktérych kazde jest zwigzane z rdéznymi
stanami $wiadomos$ci i funkcjami umystowymi:

 Fale delta (0,5-4 Hz): Zwigzane z gtebokim snem,
leczeniem i relaksacja.

 Fale Theta (4-8 Hz): Zwigzane z gtebokim relaksem,
medytacjg i kreatywnos$cig

Fale alfa (8-12 Hz): Obecne podczas spokojnych,
zrelaksowanych standw, takich jak marzenia na jawie lub
lekka medytacja.

- Fale beta (13-30 Hz): Zwigzane z aktywnym myS$leniem,
koncentracja i rozwigzywaniem problemow.

 Fale gamma (30-44 Hz): Zaangazowane w wyzsze funkcje
poznawcze, takie jak uczenie sie, pamie¢ i przetwarzanie
sensoryczne.

Cutter najbardziej interesuje sie impulsami ELF o
czestotliwosci 10 Hz, emitowanymi przez nadajniki Wi-Fi.
Sygnalizatory te, ktdére stale pulsujg na tej czestotliwos$ci,
zasadniczo nadajg staty sygnat, aby zapewnié¢, ze urzadzenia
pozostang potagczone. Cutter uwaza, ze impulsy o czestotliwos$ci
10 Hz mogg mie¢ gteboki wptyw na aktywnos¢ mézgu, w
szczegdlnosci poprzez wywotywanie zjawiska znanego jako
porywanie fal moézgowych.

Przetwarzanie fal mdézgowych za



pomocag 1impulséw o czestotliwosSci
10Hz moze wprowadzac¢ ludzi w
sugestywny stan

Porywanie fal moézgowych odnosi sie do synchronizacji fal
moézgowych z czestotliwosScig zewnetrzng. Kiedy mézg jest
wystawiony na dziatanie spdéjnego bodZca zewnetrznego o
okreslonej czestotliwos$ci, takiego jak sygnat 10 Hz emitowany
przez Wi-Fi, moze przesung¢ swoje naturalne wzorce fal
mézgowych, aby je dopasowad. Przy czestotliwosci 10 Hz mézg
wchodzi w bardziej zrelaksowany stan, podobny do fal alfa, co
odpowiada zmniejszonej aktywnosci korowej.

Cutter jest tym szczegdélnie zaniepokojony, ostrzegajac, ze
dtugotrwata ekspozycja na sygnat ELF 10 Hz moze stworzy¢ ,stan
sugestywny”, w ktédrym moézg jest bardziej podatny na wptywy
zewnetrzne. Te zewnetrzne wptywy mogg obejmowaé¢ media,
marketing, a nawet podswiadome programowanie, z ktdrych
wszystkie sg wprowadzane do ludzi, gdy sa pod wptywem urzadzen
emitujgcych Wi-Fi.

»Mowimy o mozliwo$ci kontroli umystu” - ostrzega Cutter,
sugerujgc, ze tego rodzaju manipulacja falami mézgowymi moze
sprawi¢, ze osoby bedg bardziej podatne na zewnetrzne sugestie
(takie jak hipnoza). Manipulacja moze by¢ wykorzystywana do
zmuszania ludzi do wierzenia lub myslenia w okreslony sposodb,
wbrew ich intuicji, wiedzy, racjonalnemu mys$Sleniu 1lub
instynktom.

Promieniowanie Wi-Fi moze wywotywac
,efekt pamieci”

Kolejng kwestig poruszong przez Cuttera jest mozliwos¢
wywotywania przez Wi-Fi ,efektu pamieci” w tkankach ciata.
Odnosi sie to do sposobu, w jaki pewne czestotliwosci



elektromagnetyczne mogg by¢ absorbowane i zatrzymywane przez
organizm, potencjalnie prowadzgc do dtugoterminowych zmian
fizycznych 1lub warunkéw zdrowotnych.

Cutter porownuje to zjawisko do traumy przechowywanej w ciele
— podobnej do psychologicznej koncepcji ,pamieci traumy”, w
ktorej przeszta trauma emocjonalna lub fizyczna przejawia sie
w ciele nawet po minieciu wydarzenia. W przypadku Wi-Fi
sugeruje on, ze ciato moze absorbowa¢ promieniowanie i
przechowywa¢ je w tkankach, prowadzgc do ciggtych problemdw
zdrowotnych, takich jak zmeczenie, béle gtowy, a nawet
powazniejsze schorzenia zwigzane z nadwrazliwosScig
elektryczng.

Wi-Fi nie jest *agodnym udogodnieniem technologicznym. Jego
rozprzestrzenianie sie w codziennym zyciu stanowi ,ukryta
epidemie”, ktdra po cichu neqguje zdrowie i dobre samopoczucie
jednostek oraz czyni ich umysty bardziej podatnymi na
sugestie.

Google prdobowato manipulowac
wyborami w 2024 r. W
kluczowych stanach, wysytajac
Demokratom specjalne
przypomnienia o gtosowaniu
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Byty redaktor naczelny i badacz Psychology Today, dr Robert
Epstein, ujawnia skomplikowany schemat ingerencji Google w
wybory.

Wedtug dr Epsteina, Google prébowato wykorzystac ,co najmniej
7 poteznych technik w celu przesuniecia gtosdéw” w stanach
wahajgcych sie w kraju, a jedng z nich byty partyjne
przypomnienia o ,gtosowaniu”, ktére daty Demokratom i innym
gtosujacym na Kamale Harris dodatkowy impuls, aby nie
zapomnie¢ o oddaniu gtosu.

Celem — lub ,gwarancja”, jak okresla to dr Epstein — jest
zapewnienie, ze Kamala wygra co najmniej pie¢ z siedmiu standw
wahajgcych sie.

»W skali catego kraju gwarantujg jej wygrang minimalng miedzy
6 a 8 milionami gtosow” — mowi.

Ingerencja Google w wybory

W ramach swojego osobistego eksperymentu majgcego na celu
przetestowanie tej teorii, dr Epstein szukat* informacji
wyborczych w Ohio, jednym z siedmiu standéw wahajacych sie.
Podczas wyszukiwania informacji o kandydatach do Senatu w
Ohio, Bernie Moreno, republikaninie, i Sherrodzie Brownie,
demokracie, odkryt razgcg stronniczos¢ Google.

»Ile razy kandydat do Senatu w Ohio Bernie Moreno byt pozywany
w trakcie swojej kariery biznesowej?” — gtosi jeden z
najpopularniejszych wynikdw wyszukiwania Google z WKYC w
nagtéwku wiadomosci, ktéry stara sie sprawié¢, by Moreno
wyglagdat jak oszust.



,Popierany przez Trumpa kandydat do Senatu zmaga sie z obawami
GOP, Zze moze by¢ powigzany z profilem na stronie dla
dorostych”, czytamy w innym nagtdéwku AP News dotyczacym
skandalu z Moreno.

»,CO MOWIA PRACOWNICY OHIO: Moreno ,sprzedat amerykanskich

nn

pracownikow””, czytamy w innym nagt*déwku OhioDems.

I wreszcie, The Washington Post Jeffa Bezosa miat do
powiedzenia w swoim gtéwnym nagtdéwku wiadomosci w Google dla
Berniego Moreno:

,Czy republikanie mogliby to zepsu¢ zitymi kandydatami -
znowu?"” .

Z kolei senator Brown ma same sSwietne nagtdéwki w Google, w tym
ten uroczy maty nagtéwek z Politico: ,Brown odszedt, aby Walz
mégt kandydowac”, po ktérym nastepuje podtytut:

,Podczas swojej pierwszej kandydatury na prezydenta, najlepsi
doradcy Kamali Harris zastanawiali sie nad mianowaniem
senatora Sherroda Browna na partnera do kandydowania, gdyby
zdobyt*a nominacje. Ma on wiele cech wspdélnych z jej obecnym
kandydatem” .

~Sen. Brown, wraz z sojusznikami z Dayton, wita nowe prawo
dotyczagce amerykanskiej flagi w Muzeum Sit* Powietrznych” -
czytamy w innym, chwytajgcym za serce nagtdéwku z Dayton Daily
News.

,Bernie Moreno wprowadza w bt*ad w sprawie gtosowania Sherroda
Browna za pomocag federalng dla migrantéw o statusie
nielegalnym” — czytamy w innym pro-senatorskim nagtéwku z
PolitiFact, ktéry w rzeczywisto$ci wymienia Moreno w
negatywnym kontekscie.

»Sen. Brown rozmawia o pracownikach, prawach reprodukcyjnych,
przepisach dotyczgcych fentanylu w Dayton w niedziele”, donosi
Dayton Daily News, ktéry wyraznie wierzy, ze sen. Brown



bardzo, bardzo ciezko pracuje nad wszystkimi najpilniejszymi
obawami Demokratoéw.

Jesli chodzi o funkcje autouzupeiniania Google, oto co pojawia
sie pod wyszukiwaniem ,Bernie Moreno”, kazde z tych zapytan
pogtebia brudne pranie Moreno:

“bernie moreno companies
bernie moreno grindr

bernie moreno net worth
bernie moreno son

bernie moreno car dealerships
bernie moreno wiki”

I odwrotnie, oto co Google chce, aby ludzie wiedzieli o
senatorze Brownie, wszystkie te zapytania albo sprawiaja, ze
wyglgda dobrze, albo dostarczajg neutralnych informacji o
wyborach:

“sherrod brown net worth
sherrod brown approval rating
sherrod brown campaign website
sherrod brown opponent

sherrod brown polls

sherrod brown yard sign”

Okazuje sie, ze Google zrobito te same rzeczy podczas cyklu
wyborczego w 2020 roku. I jak zawsze, co kto$ zamierza z tym
zrobic?

Oto 10 sposobow, w jakie nasz
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wspoétczesny Swiat jest
ZAPROGRAMOWANY, by ZNISZCZYC
nasze zdrowie, 1inteligencje 1
zrodta utrzymania.

Ustyszysz i przeczytasz kazda wymdéwke w ksigzce, dlaczego
nasze agencje rzadowe robig to, co robiag, aby ,pomdéc” w
produkcji, ochronie i wutrzymaniu amerykanskiej zywnos$ci,
medycyny, edukacji i wojska, ale w rzeczywistosci wiekszosc
tego, co robig, wigze sie z podstepnymi metodami zbijania
fortuny, jednoczesnie wyrzadzajgc szkody naszemu zdrowiu,
inteligencji i Zrdédtom utrzymania.

Uprawy sa fatszowane, aby korporacje mogty zarobic¢ wiecej
pieniedzy bez wzgledu na bezpieczeristwo i zdrowie ludzi,
zwierzat i $rodowiska. Cate ekosystemy sg zanieczyszczane,
niszczone i zatruwane chemikaliami, ktére powodujg raka i
demencje, jednoczes$nie rujnujac glebe, wody gruntowe i wartos¢
odzywczg zywnosci.

Pogoda jest modyfikowana, kontrolowana i manipulowana w celu
wywotywania burz, powodzi, susz i pozardw, ktdére pomagaja
skorumpowanym organizacjom zarabia¢ pienigdze, jednoczes$nie
oszukujac miliony Amerykandéw, by uwierzyli w ,,zmiane klimatu”.
Program edukacyjny jest ogtupiany, wiec dzieci 1 nastolatki
konczg szkote (jesli w ogdéle to robig) bez umiejetnosci
krytycznego mys$lenia, z ograniczong zdolno$cig do godnego
zycia i wypaczonym umystem, w ktérym przez caty dzien mysla o
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ptynnosci p*ci i odwrotnym rasizmie.

Ludzie prawie nie wchodzg juz w interakcje z innymi ludzZmi w
celu Swiadczenia ustug, poniewaz wszystko jest
zautomatyzowane, utrzymujgc spoteczerdstwo w dwuwymiarowym
Swiecie z ograniczonymi umiejetno$ciami spotecznymi, zimnymi
interakcjami cyfrowymi, frustrujgcymi zautomatyzowanymi
systemami, btedami maszyn i komputerdow, ktdére moga byd
Smiertelne (pomys$l tutaj o szpitalach) i znacznie mniejszg
liczbg dostepnych miejsc pracy, poniewaz technologia przejmuje
site roboczg.

Medycyna zachodnia stata sie tak skorumpowana, ze kazdy, kto
przyjmuje leki na recepte i szczepionki, ryzykuje zycie w
kazdej sekundzie, przyjmujac 1 wstrzykujgc znane czynniki
rakotworcze i obce patogeny (pomysl tutaj o genetycznie
zmodyfikowanych wirusach i prionach biatek kolczastych), ktdére
dziesigtkujg zdrowie 1 nigdy tak naprawde nie zapobiegaja ani
nie leczg niczego.

Laboratoria na catym Swiecie sg peine finansowanej ,nauki”,
aby stworzy¢ nowag biologiczng bron masowego razenia do
nieetycznego i podstepnego okaleczania i zabijania miliondw
ludzi w celu napedzania ztych spiskéw politykdéw, globalistoéw i
komunistéw (wiekszos$¢ politykéw w Waszyngtonie).

Prawie wszystkie wiadomosSci gtdéwnego nurtu sg zaprojektowane
tak, aby pra¢ mézgi masom, ktére wierzg, ze wojny sa konieczne
do ,zainstalowania demokracji” na catym Swiecie, podczas gdy
rzgd USA jest zajety kradziezg zasobdow, handlem bronig,
handlem ludZmi i wysytaniem naszych wtasnych zotnierzy do
maszyn do mielenia miesa na catym Swiecie.

Top 10 sposobdéw, w jakie nasz
wspotczesny Swiat zostat



zaprojektowany, aby zrujnowad
ludzkie zdrowie, 1inteligencje 1
srodki do zycia, a wszystko to po
to, by wysScietac kieszenie bogatych
dziwakow, ktorzy chca mieé¢ wieksza
kontrole.

1. Rolnictwo — Biotechnologia (GMO) powlekanie wszystkiego
chemicznymi pestycydami, herbicydami i fungicydami, a
nastepnie przetwarzanie 1 konserwowanie kolejnymi
chemikaliami.

2. ,Zmiana klimatu” za pomocg technologii broni pogodowej i
systemow modyfikacji

3. Edukacja — ogtupiona, wypaczona, zboczona, CRT, DEI i brak
krytycznego myslenia

4. Zautomatyzowane wszystko — sztuczna inteligencja, kasy w
sklepach, obstuga klienta, pojazdy i przetwdrcy zywnosci

5. Spoteczenstwo policyjne — nadzdér nad ruchem drogowym
(wystawianie automatycznych mandatéw), naruszanie prywatnosci
za pomocg inteligentnych urzadzen oraz szpiegowanie i pranie
mézgbéw w mediach spotecznosciowych.

6. Fatszywe wiadomo$ci — wiekszos¢ krajowych i Tlokalnych
wiadomosci jest tworzona przez podstepne sity rzadowe, Big
Pharma i1 Big Food i przekazywana na wszystkich poziomach 1 we
wszystkich mediach, w tym w telewizji, radiu, Internecie,
mediach spotecznosciowych, YouTube i za poSrednictwem
wyszukiwarek.

7. Medycyna laboratoryjna i brudne szczepionki

8. Bron masowego razenia, w tym samonaprowadzajgce sie pociski



rakietowe, gtowice nuklearne 1 brudne bomby kontrolowane przez
drony i sztuczng inteligencje

9. Miasta metropolitalne — mato drzew, trawy, zanieczyszczone
powietrze, nienaturalne kwadratowe biura i budynki, cementowe
chodniki i drogi, odizolowane boksy w biurach

10. Brudna energia i zanieczyszczenie EMF — Wi-Fi, sieci 5G,
urzadzenia, 1linie energetyczne, podstacje elektryczne,
oSwietlenie fluorescencyjne, zarowki LED i CFL, inteligentne
liczniki

Zrédko
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