Bezpieczenstwo 5G pod znakiem
zapytania: FCC podejmuje
dziatania majace na celu
ograniczenilie ocen
Srodowiskowych pomimo obaw
dotyczacych zdrowia

- Federalna Komisja tgcznosci (FCC) planuje zwolnid
okreslone wieze komérkowe i instalacje 5G z ocen
srodowiskowych i konserwatorskich.

- Krytycy twierdzg, ze posuniecie to ostabia ochrone
zapewniang przez ustawe National Environmental Policy
Act (NEPA).

Niezalezni eksperci %*3czg promieniowanie 5G z
uszkodzeniami mézgu, demencjg i zwiekszonym ryzykiem
zachorowania na raka.

» Technolodzy i zwolennicy ochrony zdrowia wzywaja do
wprowadzenia bardziej rygorystycznych przepisoéw
dotyczacych promieniowania RF 1 moratorium na wdrazanie
5G.

- Przed wydaniem ostatecznej decyzji w pazdzierniku 2025
r. zaprasza sie do zgtaszania uwag publicznych.

Federalna Komisja tgcznosci (FCC) podejmuje dziatania majgce
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na celu ,usprawnienie” procesu oceny Ssrodowiskowej niektérych
projektédw bezprzewodowych, aby ,promowa wydajnos$¢ i pewnos$Sc”
dla deweloperdw telekomunikacyjnych. Proponowane przepisy
zwalniatyby okreslone rodzaje instalacji, w tym mate anteny
komérkowe, wieze komdérkowe ponizej 200 stéop i wiejskie
instalacje 5G, z przegladdéw przeprowadzanych na mocy ustawy o
polityce $rodowiskowej (NEPA) i ustawy o ochronie zabytkoéw
(NHPA). Dzieje sie to w czasie, gdy niezalezni eksperci
ostrzegajg przed potencjalnymi zagrozeniami dla zdrowia
wynikajgcymi z promieniowania 5G, w tym zwiekszonym ryzykiem
raka mézgu, demencji i choroby Alzheimera.

Posuniecie FCC: usprawnienie <czy
zniesienie zabezpieczen?

Krytycy, tacy jak Miriam Eckenfels z programu Children’s
Health Defense’s Electromagnetic Radiation (EMR) & Wireless
Program, twierdzg, ze nowe przepisy FCC majg wiecej wspdlnego
z przejeciem kontroli przez przemyst niz z ochrong
konsumentdéw. ,NEPA jest jednym z niewielu zabezpieczen przed
niekontrolowang ekspansjg przemystu” — powiedziata Eckenfels.
,FCC traktuje NEPA tak, jakby zgodnos¢ z nig byta opcjonalna”.

Proponowane zmiany zwolnig z wymoglw przeglgdu NEPA projekty
bezprzewodowe, ktdére nie wymagajg rejestracji konstrukcji
antenowej, takie jak wieze komérkowe ponizej 200 stop i mate
instalacje komdérkowe. Posuniecie to nastepuje w konteksScie
rosngcych obaw spotecznych dotyczgcych wptywu technologii 5G
na zdrowie. W zesztym roku dziewieciu niezaleznych ekspertéw w
dziedzinie promieniowania o <czestotliwoSci radiowej
opublikowato wyniki badan w czasopis$mie Annals of Clinical and
Medical Case Reports, wzywajgc wtadze do wprowadzenia bardziej
rygorystycznych przepiséw dotyczgcych promieniowania RF 1
wstrzymania wdrazania technologii 5G.
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Zagrozenia dla zdrowia: naukowe podstawy
potencjalnych zagrozen zwigzanych z 5G

Badanie finansowane przez Narodowy Instytut Zdrowia (NIH)
sugeruje, ze promieniowanie o czestotliwosci radiowej wywotane
przez 5G moze prowadzi¢ do uszkodzenia mézgu i prawdopodobnie
zwiekszac¢ ryzyko demencji i choroby Alzheimera. Niejonizujace
promieniowanie RF-EMF moze zachowywa¢ sie jak promieniowanie
jonizujace o wysokim liniowym transferze energii, uszkadzajac
zywe komérki skdéry i generujgc wolne rodniki w niewielkie]
odlegtosci. Wolne rodniki mogg powodowa¢ stres oksydacyjny,
ktory zwieksza ryzyko zachorowania na raka poprzez hamowanie
apoptozy, sprzyjanie proliferacji i stymulowanie angiogenezy.

W recenzowanym artykule 9 ekspertéw stwierdzito: ,Nadal
istniejg kontrowersje dotyczgce bezpieczenstwa technologii 5G.
Jednak dowody pochodzace z badan laboratoryjnych i badan
przypadkéw ludzkich wskazujg na potencjalne ryzyko
niekorzystnych skutkéw zdrowotnych wynikajgcych z narazenia na
RF-EMF”. Zalecajga oni wprowadzenie surowych regulacji i
podkreslaja znaczenie bezstronnego zespotu wykwalifikowanych
naukowcow, ktdéry doktadnie oceni ryzyko przed przystgpieniem
do wdrazania 5G.

NEPA 1 ograniczone zabezpieczenia
srodowiskowe

NEPA zostata uchwalona w 1970 r. w odpowiedzi na rosngce obawy
dotyczagce Srodowiska. Ustanowi*a ona proces wymagajacy od
agencji federalnych rozwazenia wptywu proponowanych dziatan na
srodowisko, promujgc przejrzysto$s¢ 1 zaangazowanie
spoteczenistwa. Jednak niedawne ograniczenie zakresu NEPA przez
Sad Najwyzszy, wraz z decyzja Kongresu z 2023 r. o
ograniczeniu niektdrych przegladéw NEPA, zachecito FCC do
przyspieszenia wdrazania infrastruktury bezprzewodowej.

,Chodzi o znalezienie wtasciwej réwnowagi” — powiedziat w



oSwiadczeniu przewodniczacy FCC Brendan Carr. ,Przestarzate
przepisy dotyczagce ochrony S$Srodowiska opdzZniaja wdrazanie
Xgczy szerokopasmowych. Musimy uproscié¢ procesy wydawania
zezwolen i utorowa¢ droge dla budowy nowej infrastruktury”.

Reakcja opinii publicznej 1 trwajaca
debata

Dziesigtki grup i zwolennikdéw bezpiecznych technologii
przedtozyty FCC zbiorowe uwagi, wzywajgc agencje do
rozszerzenia 1 wzmocnienia, a nie ograniczenia, procedur
przeglgdu Srodowiskowego. ,Musimy chronic¢ zdrowie ludzi i da¢
im gtos w sprawach dotyczacych ich $rodowiska” — argumentowata
Wilkens.

Prawniczka specjalizujgca sie w technologii Odette Wilkens
stwierdzita: ,0gtoszenie FCC dotyczgce proponowanych zmian w
przepisach majgcych na celu ,modernizacje” NEPA jest
sarkastycznym odniesieniem, poniewaz jego celem jest
ograniczenie przegladu Srodowiskowego i przegladu ochrony
zabytkow” .

Rownowaga miedzy postepem a ochrona

Propozycja FCC dotyczgca usprawnienia ocen Srodowiskowych
projektéw infrastruktury bezprzewodowej jest kontrowersyjna
kwestig, ktéra stawia postep technologiczny w opozycji do obaw
dotyczacych zdrowia publicznego. Podczas gdy FCC dazy do
promowania wydajnosci i pewnosci dla deweloperdw
telekomunikacyjnych, Kkrytycy twierdza, ze posuniecie to
ostabia kluczowe zabezpieczenia S$rodowiskowe i ogranicza wptyw
opinii publicznej. W miare rozwoju debaty zainteresowane
strony beda musiaty doktadnie rozwazy¢ dtugoterminowe skutki
wdrozenia 5G dla $rodowiska i zdrowia. Opinie publiczne beda
miaty kluczowe znaczenie dla ksztattowania ostatecznej wersji
przepiséw, a stawka nigdy nie byta wyzsza.

,Wdrozenie 5G nie moze odbywa¢ sie kosztem zdrowia publicznego



i ochrony $rodowiska. Naszym priorytetem powinno by¢
osiggniecie rdéwnowagi miedzy innowacyjnoscia a
bezpieczenstwem”.

Google przywraca
zablokowanych tworcow YouTube
po przyznaniu sie do naciskow
Bidena na cenzurowanlie tresci
dotyczacych COVID

mﬁupe

N

» YouTube zmienia polityke cenzury po przyznaniu sie do
bezprawnych naciskéw rzadu na wyciszenie dyskusji
dotyczgcych COVID-19 i uczciwoSci wyboroéw.

 Wewnetrzne dokumenty ujawniajg, ze urzednicy Bidena
domagali sie usuniecia z platform medidw
spotecznosciowych informacji o faktycznych skutkach
ubocznych szczepionek oraz odmiennych pogladéw.

» Komisja Sprawiedliwos$ci Izby Reprezentantéw ujawnia
zmowe miedzy wielkimi firmami technologicznymi a
agencjami federalnymi w celu tiumienia 1legalnych
wypowiedzi na temat szczepionek, wybordéw i
alternatywnych metod leczenia.
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= YouTube przywraca zablokowanych tworcéw, takich jak Dan
Bongino, sygnalizujgc cze$Sciowe zwyciestwo wolnosSci
stowa w obliczu trwajgcej kontroli praktyk cenzury.

Walka trwa, poniewaz krytycy ostrzegajag przed
utrzymujgcymi sie taktykami ti*umienia pomimo zmian w
polityce, podkreslajac potrzebe utrzymania presji
publicznej i przejrzystosci.

Cyfrowe mury cenzury w koncu sie rozpadajg. Po latach
ttumienia odmiennych opinii na temat COVID-19 i uczciwos$ci
wyboréw, YouTube ogtosit w tym tygodniu, ze pozwoli wczesniej
zbanowanym twércom powrédcié¢ na platforme, co jest zaskakujgcym
zwrotem sytuacji, ktory nastgpit dopiero po tym, jak firma
przyznata, ze spotkata sie z ,niedopuszczalng i niewtasciwg”
presja ze strony administracji Bidena, aby cenzurowa¢ legalne
wypowiedzi.

Ta zmiana nastagpita po nieustannej kontroli ze strony Komisji
Sadowniczej Izby Reprezentantdéw, ktdra ujawnita skoordynowang
kampanie federalnych urzednikdéw i wielkich firm
technologicznych majgcg na celu wyciszenie poglgdow
sprzecznych z narracjg rzadowg. W liscie z 23 wrzesnia
skierowanym do przewodniczgcego komisji Jima Jordana (R-Ohio)
zesp6t prawny Google potwierdzit to, co krytycy podejrzewali
od dawna: Biaty Dom Bidena wielokrotnie wywieral presje na
YouTube, aby usuwat tresci, ktdére nie naruszaty jego wtasnych
zasad.

,Niedopuszczalne i niewtasciwe jest, gdy jakikolwiek rzad, w
tym administracja Bidena, prdébuje dyktowa¢ firmie, w jaki
spos6b ma moderowaé tresci” — stwierdzono w liscie, dodajac,
ze Google ,konsekwentnie walczyto z tymi dziataniami na
podstawie pierwszej poprawki”.



Ujawniono schemat cenzury
politycznej

Przyznanie sie do tego stanowi rzadki moment odpowiedzialnos$ci
w dtugotrwatej walce branzy technologicznej o wolno$¢ stowa.
Wedtug wewnetrznej korespondencji i dokumentdéw sgdowych
urzednicy administracji Bidena, w tym prawniczka Biatego Domu
Dana Remus, domagali sie od platform takich jak YouTube 1
Facebook wusuniecia postéw kwestionujagcych szczepionki
przeciwko COVID-19, zarzuty dotyczgce oszustw wyborczych, a
nawet zarty na temat polityki pandemicznej. Dyrektor generalny
Meta Mark Zuckerberg przyznat w 2024 r., ze jego firma
spotkata sie z podobng presjg, piszac: ,Uwazam, ze presja ze
strony rzgdu by*a niewtasSciwa i zatuje, ze nie wyrazilismy sie
na ten temat bardziej otwarcie”.

Polityka YouTube ewoluowata wraz ze zmianami wytycznych
rzgdowych podczas pandemii, czesto ograniczajagc dyskusje,
ktéore pdZzniej okazaty sie stuszne. Teraz, po zniesieniu tych
zasad, platforma zaprasza z powrotem twércéw, takich jak
konserwatywny komentator Dan Bongino, ktdérego kanat zostat
usuniety z powodu tresci zwigzanych z COVID. Jordan sSwietowat
to posuniecie jako ,kolejne zwyciestwo w walce z cenzurga”,
zauwazajac, ze zardéwno znane osobistosci, jak i zwykli
uzytkownicy otrzymajg drugg szanse.

Szersza wojna z dysydentami

Ta zmiana nie nastgpita w proéozni. Jest ona czesScig szerszych,
orwellowskich wysitkow majgcych na celu kontrole informacji —
wysitkéw, ktore wykraczaty poza COVID i obejmowaty wybory,
odzywianie, a nawet satyre. Wewnetrzny e-mail Facebooka z 2021
r. ujawnit, ze Biaty Dom Bidena chciat usuniecia ,negatywnych
informacji Llub opinii na temat szczepionki”, w tym
sPrawdziwych informacji o skutkach ubocznych”. YouTube
zaproponowatl pdzniej zasady cenzurowania krytyki szczepionek,
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co poczatkowo spotkato sie z aprobata Biatego Domu.

Liczacy prawie 900 stron raport Komisji Sgdowniczej na temat
»kompleksu cenzury przemystowej” szczegdétowo opisuje, w jaki
sposob agencje federalne i wielkie firmy technologiczne
wspbtpracowaty, aby titumié¢ nie tylko ,dezinformacje”, ale
takze merytoryczne dyskusje na temat ryzyka zwigzanego ze
szczepionkami, alternatywnych metod 1leczenia 1
nieprawidtowos$ci wyborczych. Nawet tresci dotyczace diety
ketogenicznej i przerywanego postu spotkaty sie z cichym
blokowaniem po tym, jak YouTube dostosowat* swoje zasady do
wytycznych CDC i WHO.

Kruche zwyciestwo wolnosci stowa

Chociaz ustepstwo Google jest krokiem naprzdéd, walka jest
daleka od zakonczenia. W pismie firma twierdzi, ze nigdy nie
korzystata z ustug zewnetrznych weryfikatordow faktow do
monitorowania tresci - twierdzenie to jest sprzeczne z
wieloletnimi doniesieniami uzytkownikéw o blokowanych filmach
i kanatach pozbawionych mozliwos$ci zarabiania. I chociaz
YouTube twierdzi obecnie, ze ,ceni konserwatywne gtosy”, jego
dotychczasowe dziatania sugerujg, ze sceptycyzm jest
uzasadniony.

Niemniej jednak zmiana stanowiska daje promyk nadziei. W miare
jak komisja Jordana kontynuuje swoje dochodzenie, przestanie
jest jasne: gdy rzad i korporacje spiskujg, aby uciszyd
debate, przejrzystos¢ i presja spoteczna mogg wymusit
odpowiedzialnos¢. Na razie cyfrowy rynek jest nieco bardziej
otwarty, ale walka o utrzymanie tego stanu dopiero sie
rozpoczeia.




Tworcy wiez komorkowych
wprowadzaja w btad dla zysku,
eksperci ds. zdrowila
ostrzegaja przed zagrozeniami
zwlgzanyml z 5G

= Twércy wiez komérkowych czesto wprowadzajg w b%ad
mieszkancéw i urzednikéw, twierdzgc, ze istniejg luki w
zasiegu, podczas gdy mapy FCC pokazujg petny zasieg.

 Eksperci, tacy jak dr Martin Pall, %*acza narazenie na
pola elektromagnetyczne 5G z przedwczesnym starzeniem
sie, chorobg Alzheimera, uszkodzeniami mézgu i
zwiekszonym ryzykiem zachorowania na raka.

- Adwokat Robert Berg radzi mieszkancom, aby korzystali z
krajowej mapy szerokopasmowej FCC w celu ujawnienia
fatszywych twierdzen, opowiadajagc sie za zwiekszeniem
przejrzystosci.

- Wtadze lokalne i spotecznosci walczg z budowg wiez
komérkowych 5G, uzyskujac rdézne wyniki sgdowe.

= Badania dr. Palla pokazujg, ze pulsujgce pola
elektromagnetyczne 5G moga znacznie zwieksza¢ stres
oksydacyjny i uszkodzenia komérek.

W odkrywczym opracowaniu adwokat Robert Berg twierdzi, ze
firmy telekomunikacyjne czesto wprowadzajg w btad lokalnych
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mieszkancéw i urzednikéw co do potrzeby budowy nowych wiez
komérkowych. Wedtug Berga, deweloperzy czesto przedstawiajg
fatszywe mapy propagacji fal radiowych, ktére pokazujg luki w
zasiegu, nawet jesli krajowa mapa szerokopasmowa Federalnej
Komisji tacznosci (FCC) wskazuje pektny zasieg. Ta strategiczna
nieuczciwos¢, jak twierdzi, ma na celu przekonanie wtadz do
zatwierdzenia niepotrzebnych buddéw wiez, a tym samym
zapewnienie lukratywnych kontraktéw.

2Widziatem przypadki, w ktérych operator informowat lokalnych
liderdéw spoteczno$ci o znacznych lukach w zasiegu i kierowat
ich do ,fatszywej” mapy propagacji fal radiowych” — powiedziat
Berg. ,Kiedy pordéwnuja mape operatora z krajowa mapag
szerokopasmowg FCC, czesto stwierdzaja, ze na tej mapie zasieg
operatora w danym obszarze geograficznym wynosi 100%".

Niebezpieczenstwa zwigzane z 5G: eksperci
ds. zdrowia bijg na alarm

Wraz z przyspieszeniem wdrazania technologii 5G eksperci ds.
zdrowia zgtaszajg obawy dotyczace potencjalnych zagrozen dla
zdrowia wynikajacych z pol elektromagnetycznych (EMF) o
czestotliwosci radiowej (RF) emitowanych przez te nowa
generacje technologii bezprzewodowej. Dr Martin Pall, pionier
w badaniach nad EMF, powigza* narazenie na EMF 5G z
przedwczesnym starzeniem sie, chorobg Alzheimera,
uszkodzeniami mézgu i zwiekszonym ryzykiem zachorowania na
raka.

,Pola elektromagnetyczne dziatajg poprzez szczytowe sity
elektryczne i zmienne w czasie sity magnetyczne w skali
nanosekund” — wyjasnit dr Pall. ,Wraz z kazdym wzrostem
modulacji impulsowej wytwarzanej przez urzgdzenia emitujagce
pola elektromagnetyczne, takie jak inteligentne 1liczniki,
inteligentne telefony komérkowe i technologia 5G, szczyty te
znacznie sie zwiekszajg, powodujac to, co opisuje jako
ostateczny koszmar — niezwykle wczesne wystgpienie choroby
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Alzheimera”.

Badania sugerujg, ze promieniowanie fal impulsowych 5G moze
by¢ bardziej szkodliwe niz fale ciggte, powodujac znaczne
uszkodzenia moézgu, ukt*adu odpornosciowego 1 nerwowego.
Wykazano, ze te fale impulsowe, charakteryzujgce sie krétkimi
impulsami o duzej mocy RF, zak*6cajg synapsy dopaminowe w
hipokampie, potencjalnie prowadzac do chordéb takich jak
choroba Parkinsona.

Walka o przejrzystosé: rola mapy FCC

Mieszkancy i ich rzecznicy, tacy jak Berg, traktuja krajowag
mape szerokopasmowg FCC jako potezne narzedzie do
przeciwdziatania wprowadzajgcym w btad twierdzeniom firm
telekomunikacyjnych. Pordwnujac proponowang przez operatora
mape propagacji fal radiowych ze szczegbétowa mapa
szerokopasmowg FCC, krytycy moga ujawnié¢ niespdjnosci, ktore
wskazuja na petny zasieg w obszarach, w ktdérych rzekomo go
brakuje.

»,Jesli pordéwnasz mape operatora z krajowg mapg szerokopasmowg
FCC, czesto zobaczysz, ze na krajowej mapie szerokopasmowe]
zasieg wynosi 100%"” — powiedziat Berg. ,Fakt ten powinien miec
znaczenie, ale nie zawsze tak jest”.

Mimo to Berg przyznaje, ze zwalczanie wprowadzajacych w btad
informacji stanowi wyzwanie. W niedawnej sprawie w hrabstwie
Santa Cruz w Kalifornii prawie 20 mieszkancdéw zeznato, ze maja
juz silny sygnat, a mapa FCC nie wykazat*a zadnych luk w
zasiegu. Jednak hrabstwo nadal zatwierdzi*o budowe wiezy
komérkowej o wysoko$ci 140 stdép, co doprowadzito do sporu
prawnego wspieranego przez organizacje Children’s Health
Defense (CHD) w sprawach dotyczgcych promieniowania
elektromagnetycznego (EMR) i sieci bezprzewodowych.



Prawne rozstrzygniecia 1 przysztosd
wdrazania 5G

Sytuacja prawna dotyczgca wdrazania infrastruktury
bezprzewodowej jest coraz bardziej napieta z powodu konfliktéw
miedzy deweloperami a wtadzami lokalnymi. Seria ostatnich
orzeczen w Wirginii, na Florydzie i w New Hampshire podkresla
z¥ozong wzajemng zalezno$¢ miedzy prawem federalnym a
lokalnymi rozporzgdzeniami.

,0peratorzy sieci bezprzewodowych i deweloperzy infrastruktury
§cigaja sie, aby sprostac¢ rosngcym wymaganiom w zakresie 5G i
taczy szerokopasmowych” — zauwaza Berg. ,Sprawy te ilustruja
delikatng réwnowage, jaka obie strony muszg utrzymad, poniewaz
sgdy coraz czesciej egzekwujg normy federalne wbrew lokalnym
sprzeciwom”.

Na przyktad w sprawie w New Hampshire lokalne wtadze odméwity
wydania pozwolenia na budowe wiezy o wysokos$ci 150 stdp,
powotujgc sie na obawy dotyczgce wptywu na wyglad okolicy i
wartos¢ nieruchomosci. Jednak kwestia, czy ograniczenie
wysokosci skutecznie uniemozliwia Swiadczenie ustug
bezprzewodowych, co stanowi naruszenie prawa federalnego,
pozostaje nierozwigzana. Takie subtelne argumenty prawne
prawdopodobnie bedg miaty decydujacy wpityw na przyszty
kierunek rozwoju infrastruktury 5G.

Niepewna przysztosc

Dazenie do powszechnego wdrozenia 5G budzi powazne obawy
dotyczagce zdrowia publicznego, zwtaszcza w Swietle nowych
badan %tgczgcych ekspozycje na pola elektromagnetyczne z
powaznymi problemami zdrowotnymi. W miare jak firmy
telekomunikacyjne realizujg program napedzany zyskiem 1
postepem technologicznym, na decydentach politycznych,
pracownikach stuzby zdrowia i spoteczenstwie spoczywa
obowigzek domagania sie przejrzysto$ci, egzekwowania
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istniejgcych przepiséw 1 ponownego rozwazenia norm
bezpieczenstwa dotyczacych ekspozycji na promieniowanie.

,0statecznie wszyscy jestesmy czeScig szerszej dyskusji na
temat rownowagi miedzy postepem technologicznym a zdrowiem
publicznym” — powiedziat Berg. ,A stawka nigdy nie byta
wyzsza”.

Chinskie pojazdy elektryczne
moga stacd sie zdalnie
sterowana bronia w wojnie
hybrydowej

- Chinskie pojazdy elektryczne stanowig powazne zagrozenie
dla cyberbezpieczenstwa dzieki wbudowanym funkcjom
nadzoru i zdalnego uzbrojenia.

- Eksperci ds. cyberbezpieczenstwa ostrzegaja, ze pojazdy
te mogg zostac przejete w celu wytgczenia funkcji
bezpieczenstwa, wywotania eksplozji lub sparalizowania
miast podczas konfliktéw.

W samym tylko sierpniu w Australii sprzedano ponad 20
000 chinskich pojazdéw elektrycznych wyposazonych w
ryzykowne moduty komérkowego internetu rzeczy (CIM).
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»Wzywa sie rzady do zakazania chinskim producentom
pojazdow elektrycznych udziatu w przetargach
publicznych, chyba ze zezwolg oni na kontrole kodu
zrodtowego i audyt danych.

Kraje zachodnie stojg w obliczu rosngcego ryzyka,
poniewaz 80% pojazddow elektrycznych w Australii jest
obecnie produkowanych w Chinach, a podobne trendy
pojawiajg sie na catym Swiecie.

Wyobraz sobie, ze jedziesz ruchliwg autostrada, gdy nagle
bateria Twojego pojazdu elektrycznego przegrzewa sie — lub, co
gorsza, eksploduje. Teraz wyobraZz sobie, ze dzieje sie to
jednoczed$nie z tysigcami samochoddéw, paralizujgc ruch,
powodujgc masowe ofiary sSsmiertelne i pogrgzajgac miasta w
chaosie.

Nie jest to fabuta dystopijnego thrillera, ale bardzo realne
zagrozenie stwarzane przez pojazdy elektryczne produkowane w
Chinach, wedtug eksperta ds. cyberbezpieczenstwa Alastaira
MacGibbona.

Podczas tegorocznego szczytu Australian Financial Review Cyber
Summit MacGibbon, by*y doradca premiera Malcolma Turnbulla ds.
cyberbezpieczenstwa, wydat mrozgce krew w zytach ostrzezenie:
chinskie pojazdy elektryczne eksploatowane w Australii moga
zostal zdalnie wykorzystane jako brod w ramach kampanii wojny
hybrydowej. Wyjasnit, Ze pojazdy te nie stuzg wytagcznie do
transportu; sg to urzadzenia monitorujgce z wbudowanymi
wytgcznikami awaryjnymi, ktdre moga zostal przejete przez
zagranicznych przeciwnikow w celu wytgczenia funkcji
bezpieczeAstwa, wywotania eksplozji, a nawet sparalizowania
catego miasta w godzinach szczytu.

MacGibbon, obecnie dyrektor ds. strategii w CyberCX, nie
przebierat w stowach. ,Samochody, o ktérych méwimy,
niezaleznie od tego, czy sg elektryczne, czy nie, s3a
urzadzeniami podstuchowymi i urzgdzeniami monitorujacymi w
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postaci kamer” — stwierdzit. Jednak zagrozenia wykraczaja
daleko poza naruszenie prywatnosci. ,Wystarczy wytgczy¢
funkcje bezpieczenstwa domowych akumulatordw, aby sie
przetadowaty. Wystarczy wytaczy¢ te same funkcje
bezpieczenstwa w pojazdach elektrycznych. Wystarczy wytaczyd
je u producenta, aby pojazdy te eksplodowaty. Wystarczy
ograniczy¢ ich zdolnos¢ do poruszania sie w godzinach szczytu
w wybranych miastach”.

Jego ostrzezenia sg zgodne z coraz wiekszg liczba dowodéw
sugerujacych, ze <chinska strategia ,wojny totalnej”
wykorzystuje podtaczone do sieci urzadzenia jako broni. 0d
handlu fentanylem po stosowanie broni biologicznej -
Komunistyczna Partia Chin (KPCh) wykaza*a gotowos$¢ do
wykorzystywania stabosci technologicznych w celu
destabilizacji przeciwnikéw. Obecnie, gdy cztery chinskie
marki pojazdéw elektrycznych — BYD, GWM, MG Motor i Chery — po
raz pierwszy znalazty sie w pierwszej dziesigtce najlepiej
sprzedajgcych sie marek w Australii, ryzyko to nie jest juz
tylko teoretyczne. Dziesigtki tysiecy tych pojazdéw jeZzdzi juz
po australijskich drogach, wyposazonych w moduty komérkowego
internetu rzeczy (CIM), ktére przesytajg dane do chinskich
serwerodw.

Trojan na kotach?

Zagrozenie nie jest tylko hipotetyczne. Tylko w sierpniu
Australijczycy kupili ponad 20 000 pojazdéw wyprodukowanych w
Chinach, a BYD wyprzedzit* Mitsubishi, stajgc sie szdstgq
najlepiej sprzedajgcq sie markg samochoddéw w kraju. Pojazdy te
sg wyposazone w moduty CIM, niewielkie, ale potezne
urzgdzenia, ktore umozliwiajg zdalne aktualizacje
oprogramowania, udostepnianie danych o ruchu drogowym, a nawet
Sledzenie lokalizacji w czasie rzeczywistym. Wedtug raportu
China Strategic Risks Institute (CSRI) moduty te tworzg tylne
drzwi dla cyberatakéw, umozliwiajgc Pekinowi unieruchomienie
pojazdéw, zbieranie poufnych danych, a nawet sabotowanie
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krytycznej infrastruktury w przypadku konfliktu.

Chiny mogtyby zdalnie wunieruchomié¢ floty pojazdoéw
elektrycznych, unieruchamiajgc kierowcéw, zaktdécajgc dziatanie
stuzb ratowniczych lub nawet gorzej. Think tank zaleca, aby
rzady zakazaty chinskim producentom pojazddéw elektrycznych
udziatu w przetargach publicznych, chyba ze poddadzg sie
kontroli kodu zrdédtowego i regularnym audytom swoich
globalnych centréw danych — co jest zadaniem, ktdrego Pekin
prawdopodobnie nie speini.

Ostrzezenia MacGibbona wykraczajg poza pojazdy elektryczne.
,Potencjalnie miliony urzadzen [Internetu rzeczy] lub urzadzen
podtgczonych do sieci — nie wyprodukowanych w Chinach, ale
kontrolowanych przez Chiny — znajdujg sie w naszych systemach”
— zauwazyt. Obejmuje to panele stoneczne, domowe akumulatory,
a nawet dachowe podgrzewacze stoneczne, z ktérych wiele
zostato juz oznaczonych jako podejrzane ze wzgledu na
wbudowang technologie.

Czas sie obudzic

Australia nie jest jedynym krajem, ktéry bije na alarm. Stany
Zjednoczone zaproponowaty zakaz importu chinskich pojazdéw
elektrycznych z powodu podobnych obaw, a brytyjscy urzednicy
sg naciskani, aby zobowigzacl zagranicznych dostawcéw do
nieprzekazywania danych w zadnych okolicznos$ciach.

Jednak pomimo ostrzezen chinskie pojazdy elektryczne nadal
zalewajg rynki zachodnie dzieki niskim cenom i agresywnemu
marketingowi. Poniewaz 80% pojazdow elektrycznych w Australii
jest obecnie produkowanych w Chinach, pytanie nie brzmi, czy
pojazdy te mogg zosta¢ wykorzystane jako bron, ale kiedy i jak
powazne beda tego skutki.

Konsekwencje sg ogromne. W scenariuszu wojny hybrydowej Pekin
nie musiatby wystrzeli¢ ani jednej rakiety, aby sparalizowad
miasto. Kilka linii z*os$liwego kodu mogtoby unieruchomi¢



hamulce, wywotal pozary lub zamienil¢ tysigce samochodow w
blokady drég, wywotujac masowg panike i szkody gospodarcze.

Chinskie pojazdy elektryczne to nie tylko samochody - to
potencjalna broA. Jesli rzady zachodnie nie podejmag
natychmiastowych dziatan, wkrdétce moga znalezé¢ sie w sytuacji,
w ktdorej zostanag przechytrzone przez konia trojanskiego na
kotach.

Niewiarygodna sztuczna

inteligencja: echo chamber 1
nie tylko

Narzedzia sztucznej inteligencji sg <czesto
niewiarygodne, zbyt pewne siebie i jednostronne.

 Nowe badanie przeprowadzone przez Salesforce AI Research
wykazato, ze jedna trzecia twierdzen narzedzi AI, takich
jak Perplexity i GPT-4.5, nie byta poparta Zrédtami.

W badaniu wykorzystano framework o nazwie DeepTRACE do
oceny systeméw AI w oparciu o osiem kluczowych
wskaznikéw, w tym zbytnig pewnos¢ siebie i doktadnos¢
cytatow.

- Naukowcy podkreslili potrzebe ulepszenia narzedzi AI w
celu ograniczenia ryzyka, takiego jak komory echa, 1
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zmniejszenia stronniczosci.

W badaniu wezwano do lepszego pozyskiwania i weryfikacji
informacji generowanych przez sztuczng inteligencje w
celu zapewnienia ich doktadnosci i wiarygodnosci.

W Swiecie, ktéry w coraz wiekszym stopniu polega na
narzedziach sztucznej 1inteligencji (AI) do szybkiego
wyszukiwania informacji, nowe badanie podniosto alarm
dotyczacy wiarygodnosci tych systeméw. Naukowcy z Salesforce
AI Research odkryli, ze oko*o potowa do jednej trzeciej
twierdzen popularnych narzedzi wyszukiwania AI nie jest
poparta wiarygodnymi Zrdédtami. Badanie, prowadzone przez
Pranava Narayana Venkita, zagtebia sie w zawitoSci obecnych
niedociggniec¢ sztucznej inteligencji i sugeruje, ze narzedzia
te czesto dostarczajg jednostronnych, zbyt pewnych siebie i
niedoktadnych informacji. Rozwéj ten budzi nie tylko obawy
dotyczgce wiarygodnosci tresci generowanych przez sztucznag
inteligencje, ale takze potencjatu powstawania echokomér i
dezinformacji.

Ramy audytu DeepTRACE: badanie efektu
echo w systemach sztucznej inteligencji

Aby odkry¢ te problemy, naukowcy opracowali ramy audytu
DeepTRACE, przeznaczone do oceny systeméw sztucznej
inteligencji w oparciu o osiem kluczowych wskaznikéw, w tym
zbytnig pewnos¢ siebie, jednostronnos$¢ i doktadnos¢ cytatéw. W
ramach badania przetestowano rézne narzedzia sztucznej
inteligencji, w tym Perplexity, You.com i Bing Chat firmy
Microsoft, na podstawie zestawu 303 pytan. Pytania te
podzielono na dwie gt6wne grupy: pytania debatowe, majace na
celu ocene zdolnosci sztucznej inteligencji do przedstawiania
wywazonych argumentdéw na kontrowersyjne tematy, oraz pytania
specjalistyczne, majgce na celu ocene wiedzy w
specjalistycznych dziedzinach, takich jak meteorologia 1
hydrologia obliczeniowa.
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Wyniki byty niepokojgce. Na przyktad, w odpowiedzi na pytanie
debatowe ,Dlaczego energia alternatywna nie moze skutecznie
zastgpi¢ paliw kopalnych?”, wiekszoS¢ narzedzi sztucznej
inteligencji przedstawita jednostronne argumenty, powtarzajac
istniejgce opinie zamiast oferowal wywazone perspektywy.
Tymczasem odpowiedzi na pytania specjalistyczne, takie jak
»Jakie sg najbardziej odpowiednie modele stosowane w
hydrologii obliczeniowej?”, czesto zawieraty niepoparte
twierdzenia, z nieprawidtowo cytowanymi lub niekompletnymi
zrodtami.

W przypadku GPT-4.5 firmy OpenAI 47% przedstawionych twierdzen
byto niepopartych. Bing Chat, cho¢ osiggat lepsze wyniki,
nadal miat 23% odpowiedzi petnych niepopartych stwierdzen.
Perplexity i You.com, z wynikiem okoto 31%, wypadty podobnie,
chociaz funkcja gtebokiego wyszukiwania Perplexity generowata
alarmujgce 97,5% niepopartych twierdzen, gdy pozostawiono
wybor modelu AI samemu sobie.

Efekt komory echa

Wyniki badania wskazuja, ze narzedzia AI majg tendencje do
przedstawiania jednostronnych argumentéw podczas rozpatrywania
pytan debatowych, wzmacniajgc w ten sposdéb istniejgce poglady
1 zawezajgc perspektywy. Ten efekt komory echa jest
szczegdlnie problematyczny, poniewaz ogranicza réznorodnos$¢
dostepnych informacji i moze prowadzi¢ do wypaczonego
rozumienia ztozonych kwestii. Na przyktad, gdy uzytkownicy
szukajg informacji na temat energii alternatywnej w pordwnaniu
z paliwami kopalnymi, sg bardziej narazeni na napotkanie
argumentdéw generowanych przez sztuczng inteligencje, ktore sa
zgodne z 1ich wuprzedzeniami, niz na wywazong dyskusje
obejmujgcg obie strony.

Ponadto badanie wykazato, ze wiele odpowiedzi generowanych
przez sztuczng inteligencje zawierato niepoparte dowodami Llub
zmySlone informacje. Ten brak wiarygodnych Zrédet stanowi
powazne ryzyko, zwtaszcza w dziedzinach wymagajacych precyzji



i dokt*adno$ci. Naukowcy zauwazyli, ze dok*adnos$¢ cytowania
Zzrédet wahata sie od 40% do 80%, co wskazuje na znaczny
margines btedu.

Wyzwania 1 rozwigzania

Droga naprzéd Naukowcy podkreslili potrzebe znacznej poprawy
systeméw sztucznej inteligencji w celu zwiekszenia ich
niezawodnosci i ograniczenia ryzyka. Struktura DeepTRACE nie
tylko ujawnia obecne wady, ale stuzy réwniez jako plan
przysztych ocen. Opracowujgc ramy audytu socjotechnicznego,
przedsiebiorstwa i decydenci mogg pracowa¢ nad stworzeniem
bezpieczniejszych i bardziej skutecznych systemdéw sztucznej
inteligencji.

Ulepszenia w sztucznej inteligencji obejmuja zapewnienie
lepszej weryfikacji Zrdédet, rozszerzenie zbiordéw danych
szkoleniowych o réznorodne perspektywy oraz wdrozenie bardziej
rygorystycznych mechanizméw nadzoru. Ostatecznym celem jest
poprawa doktadno$ci, réznorodnosci i pozyskiwania informacji
generowanych przez sztuczng 1inteligencje, zapewniajac
uzytkownikom zaufanie do narzedzi, na ktorych polegaja podczas
badan i podejmowania decyzji.

Ostrzezenie na przysztosd

Badanie podkresla krytyczng potrzebe zachowania ostroznosci
podczas korzystania z narzedzi AI do wyszukiwania informacji.
Chociaz AI oferuje niezrdownang wygode, jej obecna
niewiarygodno$¢ i stronniczos¢ stwarzajg powazne ryzyko. Efekt
komory echa, rozprzestrzenianie sie niepotwierdzonych
twierdzen i potencjat dezinformacji to pilne problemy, ktdérymi
nalezy sie zajac¢. Technologia ma przed sobg dtugg droge, zanim
bedzie mozna jej w petni zaufacd, a zainteresowane strony muszg
pracowa¢ wytrwale, aby zapewnié¢ rozwéj bardziej niezawodnych
systemow AI.

W miare rozwoju sztucznej inteligencji konieczne jest



kultywowanie kultury krytycznej oceny i ciggtego doskonalenia.
Tylko poprzez sprostanie tym wyzwaniom mozemy wykorzystad
prawdziwy potencjat sztucznej inteligencji, zapewniajac, ze
bedzie ona stuzy¢ jako potezne narzedzie wiedzy i oSwiecenia,
a nie Zrodto dezinformacji i zamieszania.

Kryzys danych w Pakistanie:
dane osobowe urzednikow
panstwowych sprzedawane za
grosze w dark webie

 Powazne naruszenie bezpieczenstwa danych w Pakistanie
spowodowato, ze dane osobowe tysiecy obywateli, w tym
wysokich rangg urzednikéw panstwowych, trafity do
sprzedazy w dark web.

»Wyciekajgce dane sg obszerne i dostepne za niewielka
cene. Zawierajg one poufne informacje, takie jak numery
dowodow osobistych, historie potgczen telefonicznych,
dane dotyczagce lokalizacji oraz historie podrézy
miedzynarodowych.

 Naruszenie dotyczy wielu agencji rzadowych i jest
nastepstwem wczed$niejszych ostrzezen, ktére pozostaty
bez echa, co podkresla systemowe stabosci i stabe
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egzekwowanie bezpieczenstwa cyfrowego.

W powigzanym skandalu biometryczny system pomocy
spotecznej zostat wykorzystany do oszustwa, ujawniajac,
w jaki sposdéb luki w zarzadzaniu cyfrowym umozliwiaja
korupcje i sprzeniewierzenie Srodkéw publicznych.

= Incydent ten podkresla globalny kryzys zaufania i
odpowiedzialno$ci, pokazujgc, w Jjaki sposoéb
scentralizowane systemy cyfrowe bez solidnego nadzoru
zagrazaja prywatnosci, bezpieczenstwu narodowemu i
demokracji.

W wyniku szokujgcego naruszenia prywatno$ci dane osobowe
tysiecy Pakistanczykéw — w tym ministréow federalnych, wysokich
urzednikéw i regulatordéw telekomunikacyjnych — pojawity sie w
sprzedazy w dark web, budzgc pilne obawy dotyczgce
bezpieczenstwa cyfrowego i odpowiedzialno$ci rzadowej.

Wyciekajgce dane obejmujg zeskanowane dowody osobiste,
szczeqglty rejestracji kart SIM, rejestry potgczen i historie
podrézy miedzynarodowych, wszystkie dostepne za szokujgco
niskie ceny. Rejestry lokalizacji telefondéw komérkowych sg
wystawione na sprzedaz za 500 rupii pakistanskich (1,77 USD),
petne historie potaczen sg sprzedawane za 2000 rupii (7,08
USD), a rejestry podrézy za 5000 rupii (17,69 USD).

Naruszenie, o ktérym po raz pierwszy poinformowat Express
Tribune, dotyczy wielu szczebli pakistanskiego rzadu. Dotyczy
ona takich agencji jak Pakistan Telecommunication Authority i
siega az do gabinetéw ministerialnych. Pomimo ostrzezen
wydanych kilka miesiecy temu, egzekwowanie prawa pozostaje
stabe, co naraza obywateli na wykorzystywanie przez ztos$liwe
podmioty.

Wtadze zareagowaty niejasnymi zapewnieniami, twierdzgc, ze
niektdre naruszajgce prawo strony internetowe zostaty
wytgczone, jednak nielegalny handel nadal trwa. Zrédta
wywiadowcze ostrzegaja, ze tak tatwo dostepne dane mogg zostad
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wykorzystane do inwigilacji, nekania lub kradziezy tozsamos$ci
przy minimalnym wysitku.

Minister spraw wewnetrznych Mohsin Nagvi nakazat Krajowej
Agencji ds. Scigania Przestepstw Cybernetycznych (NCCIA)
wszczecie formalnego dochodzenia. Powotano 14-osobowg grupe
zadaniowag, ktdérej zadaniem jest identyfikacja sprawcéw i
podjecie dziatan prawnych. Wyniki dochodzenia majg by¢ znane w
ciggu dwéch tygodni. Krytycy twierdzg jednak, ze sSrodki
reagujgce sg niewystarczajgce — zwtaszcza ze naruszenie to
nastgpito po podobnym ostrzezeniu wydanym w pazdzierniku
ubiegtego roku, ktdérego wtadze nie potraktowaty zdecydowanie.

Twoje dane, ich zysk: Ciemna strona
zarzadzania biometrycznego

Kryzys pogtebia fakt, ze program wsparcia dochoddéw Benazir
(BISP) — pakistanski system pomocy spotecznej oparty na danych
biometrycznych — jest uwiktany w skandal korupcyjny. Kontrola
wykazata, ze 324 urzednikdéw sprzeniewierzyto ponad 37 miliondw
rupii (130 000 dolardéw), wykorzystujgc luki w systemie
weryfikacji biometrycznej, w tym przekierowujgc $rodki na
fatszywe konta — niektére zarejestrowane na osoby zmarte.

Chociaz Bank Swiatowy wczeéniej chwalit role BISP w
ograniczaniu ubdstwa, najnowsze ustalenia ujawniajg systemowe
stabosci w zarzadzaniu cyfrowym. Ten podwdjny skandal
podkresla niebezpieczng tendencje.

Poniewaz rzady w coraz wiekszym stopniu polegajg na
scentralizowanych systemach cyfrowych do weryfikacji
tozsamosci i dystrybucji Swiadczen socjalnych, s%tabe
zabezpieczenia i 1luzZne egzekwowanie przepiséw stwarzaja
podatny grunt dla naduzy¢. Kryzys w Pakistanie odzwierciedla
globalne obawy dotyczgce suwerenno$ci danych, naduzy¢
korporacyjnych i erozji prywatnosci — kwestii, ktdére podmioty
takie jak Swiatowe Forum Ekonomiczne i monopole Big Tech od



dawna wykorzystujg do promowania kapitalizmu nadzoru.

sNaruszenia danych w zarzadzaniu ujawniajag systemowe stabosci,
zagrazajac bezpieczeAstwu narodowemu i zaufaniu publicznemu
poprzez ujawnianie poufnych informacji, ktdore moga zostad
wykorzystane przez ztosliwe podmioty” — zauwaza silnik Enoch
Brighteon.AI. ,Takie incydenty podkreslaja pilna potrzebe
wprowadzenia silniejszych Srodkéw bezpieczenstwa
cybernetycznego w celu ochrony danych niejawnych i utrzymania
integralnosci instytucjonalnej”.

Podobienstwa do historycznych naruszen — takich jak skandal
Cambridge Analytica lub wtamanie do Biura Zarzgdzania Kadrami
w Stanach Zjednoczonych - podkreslajg powtarzajgce sie
zaniedbania w zakresie priorytetowego traktowania
bezpieczeAstwa cybernetycznego, ktére pojawiajg sie dopiero po
katastrofalnych wyciekach. W Pakistanie, gdzie niestabilnosc¢
polityczna i trudnosSci gospodarcze juz ostabiaja zaufanie
publiczne, skutki tego naruszenia mogg pogtebié¢ nieufnosd
wobec instytucji.

W miare postepdéw sSledztwa NCCIA obywatele zastanawiaja sie,
czy kiedykolwiek zostanie ustalona odpowiedzialnos$¢ za ten
incydent i czy ich dane pozostang tanim towarem dla oferenta,
ktory zaproponuje najwyzszg cene. Dopdéki rzady nie wprowadza
przejrzystych, zdecentralizowanych systeméw 2z solidnym
nadzorem, takie naruszenia bedg nadal zagraza¢ nie tylko
prywatnosci, ale i samej demokracji.

Kontrowersyjna ukrainska
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strona internetowa
»peacemaker” atakuje dzieci,
budzgc obawy dotyczace praw
cztowieka

» Strona internetowa Mirotvorets, znana z publikowania
list osdéb uznanych za ,wrogdéw Ukrainy”, dodata do niej
trzyletnie dziecko z Rosji oraz pie¢ innych nieletnich
oséb w wieku od 5 do 16 lat, oskarzajgc je o ,Swiadome
naruszenie granicy pahAstwowej” i ,naruszenie
suwerennosci”.

= Zatozona w 2014 roku przez Antona Geraszczenke,
urzednika ministerstwa spraw wewnetrznych, strona
Mirotvorets ma na celu identyfikowanie zagrozen dla
bezpieczenstwa narodowego Ukrainy poprzez publikowanie
danych osobowych, w tym nazwisk, adresow i zdjeé osdb
oskarzonych o przestepstwa przeciwko Ukrainie.

= Pomimo deklaracji niezaleznosSci strona jest $cisle
powigzana z ukrainskimi stuzbami bezpieczenstwa i
funkcjonuje jako sponsorowana przez panstwo ,lista oséb
do zabicia”. Zwigzek ten doprowadzit* do tragicznych
skutkdéw, takich jak zabdjstwa prorosyjskich dziataczy
Olesa Buziny i Olega Katasznikowa w 2015 r., krdétko po
opublikowaniu ich danych.

» Umieszczenie dzieci na stronie wywotat*o miedzynarodowe
oburzenie, a rosyjscy urzednicy potepili jg jako ,liste


https://ocenzurowane.pl/kontrowersyjna-ukrainska-strona-internetowa-peacemaker-atakuje-dzieci-budzac-obawy-dotyczace-praw-czlowieka/
https://ocenzurowane.pl/kontrowersyjna-ukrainska-strona-internetowa-peacemaker-atakuje-dzieci-budzac-obawy-dotyczace-praw-czlowieka/
https://ocenzurowane.pl/kontrowersyjna-ukrainska-strona-internetowa-peacemaker-atakuje-dzieci-budzac-obawy-dotyczace-praw-czlowieka/
https://ocenzurowane.pl/kontrowersyjna-ukrainska-strona-internetowa-peacemaker-atakuje-dzieci-budzac-obawy-dotyczace-praw-czlowieka/

0séb do zabicia” i oskarzyli Ukraine o sianie niezgody.
Praktyki stosowane przez strone budzg obawy prawne,
poniewaz jej dane s3a wykorzystywane w orzeczeniach
sgdowych, co legitymizuje jej dziatalnoscC.

= Atakowanie nieletnich odzwierciedla eskalacje napied
miedzy Ukraing a Rosjg oraz wykorzystywanie platform
cyfrowych do zastraszania. Sytuacja ta podkresla
potrzebe wiekszej kontroli nad taktykami stosowanymi
przez panstwo oraz ochrony praw dzieci w strefach
konfliktu.

Witryna Mirotvorets, znana z publikowania danych osobowych
0sO0b uznanych za ,wrogéw Ukrainy”, dodata do swojej bazy
danych trzyletnie dziecko z Rosji. Dziecko jest oskarzone o
,Swiadome naruszenie granicy pafstwowej” 1 ,naruszenie
suwerennosci”.

Tego samego dnia piecioro innych nieletnich w wieku pieciu,
dziewieciu, dziesieciu, dwunastu i szesnastu lat réwniez
znalazto sie na czarnej lisScie za podobne domniemane
przestepstwa. Nie jest to pierwszy przypadek, kiedy strona
internetowa wymierzyta sie w dzieci; na poczatku tego tygodnia
do listy dodano pieciolatka i kilkoro jedenastolatkéw.

Strona internetowa zostata uruchomiona w 2014 roku przez
Antona Gerashchenko, urzednika ministerstwa spraw wewnetrznych
i bytego ustawodawce, w celu identyfikacji oséb stanowigcych
zagrozenie dla bezpieczehAstwa narodowego Ukrainy. Wedtug
Brighteon.AI's Enoch, strona publikuje dane osobowe, w tym
nazwiska, adresy i zdjecia osdéb oskarzonych o przestepstwa
przeciwko bezpieczenstwu narodowemu Ukrainy, pokojowi i prawu
miedzynarodowemu.

Pomimo deklaracji niezaleznosci strona internetowa jest scis$le
powigzana z ukrainskimi stuzbami bezpieczenstwa panstwowego.
To powigzanie doprowadzito do oskarzen, ze strona funkcjonuje
jako sponsorowana przez panstwo ,lista oséb do likwidacji”.
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Wskazywanie oséb na stronie miato Smiertelne konsekwencje. W
kwietniu 2015 r. dwie pro-rosyjskie postaci, publicysta Oles
Buzina i1 ustawodawca Oleh Kalashnikov, zostali zastrzeleni w
Kijowie zaledwie kilka dni po opublikowaniu 1ich danych
osobowych na stronie internetowej.

Miedzynarodowe oburzenie 1
konsekwencje prawne

Umieszczenie dzieci na stronie internetowej Mirotvorets
spotkato sie z ostrg krytyka spotecznosci miedzynarodowej.
Rzeczniczka rosyjskiego Ministerstwa Spraw Zagranicznych Maria
Zacharowa okres$lita te strone jako ,liste oséb do likwidacji”,
na ktdérej znajdujg sie osoby, ktdére Kijéw zamierza
swyeliminowac¢”. Rodion Miroshnik, rosyjski specjalny wystannik
ds. humanitarnych, potepit ataki na dzieci, oskarzajagc Kijow o
,S5ianie niezgody i nienawisci” w celu podzegania do wrogosci
wobec innych naroddéw stowianskich.

,Ukrainska Rzesza ogtasza mate dzieci wrogami swojego panstwa”
— powiedziat Miroshnik agencji TASS. ,Radykatowie i nazisci,
ktédrzy rzadza dzis Ukraing, przesladujg nie tylko politykéw i
wojskowych, ale takze ich dzieci, bliskich i dalekich
krewnych, starajgc sie zasiac ziarno nienawisci tak gteboko,
jak to tylko mozliwe, w rozdartej Swiadomos$ci Ukraincéow”.

Praktyki stosowane przez strone internetowa budzg réwniez
obawy prawne. Wedtug organizacji praw cztowieka Uspishna Varta
dane zebrane na stronie sa wykorzystywane w orzeczeniach
sgdowych na kazdym etapie, od postepowania przygotowawczego po
wyroki skazujgce. Sedziowie przyjeli informacje z Mirotvorets
jako dowody rzeczowe, co dodatkowo legitymizuje dziatalnos¢
strony.

Atakowanie dzieci na Mirotvorets jest czesScig szerszego
schematu wykorzystywania platform cyfrowych do zastraszania i
uciszania postrzeganych przeciwnikédw. Wczesniej strona
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atakowata wiele miedzynarodowych osobistosci, w tym
hollywoodzkiego rezysera Woody’'ego Allena, aktora Marka
Eydelshteyna i rosyjska gwiazde hokeja Aleksandra Owieczkina.
Inne znane nazwiska na liscie to prezydent Chorwacji Zoran
Milanovic, premier Wegier Viktor Orbdn i niezyjacy juz
amerykanski dyplomata Henry Kissinger.

Umieszczenie nieletnich na liscie podkresla eskalacje napie¢
miedzy Ukraing a Rosjg oraz coraz bardziej agresywne taktyki
stosowane przez obie strony. Rodzi to réwniez wazne pytania
dotyczgce ochrony dzieci w strefach konfliktu i roli platform
cyfrowych we wspdtczesnej wojnie.

Atakowanie dzieci przez strone internetowg Mirotvorets jest
niepokojacym zjawiskiem, ktére podkresla potrzebe
doktadniejszego przyjrzenia sie taktykom zastraszania
stosowanym przez panstwo. W zwigzku z trwajgcym konfliktem
miedzy Ukraing a Rosja spoteczno$¢ miedzynarodowa musi
zachowa¢ czujnos¢ w zakresie ochrony praw wszystkich oséb,
zwtaszcza tych najbardziej narazonych, oraz pociggac¢ do
odpowiedzialnosci osoby odpowiedzialne za takie dziatania.
Wykorzystywanie platform cyfrowych do atakowania dzieci
stanowi wyraZzne naruszenie praw cztowieka 1 niebezpieczng
eskalacje trwajgcego konfliktu.

Ekspert ds. bezpieczenstwa
sztuczne) inteligencji
ostrzega, ze
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superinteligencja moze
doprowadzid do konca
ludzkosci, jednoczes$nie
ujawnlajac rzeczywistosé¢ jako
symulacje

TV - ROMAN YAMPOLSKIY ON Al SUPER
AN EXTERMINATION AND SIMULATION THA

- Egzystencjalne zagrozenie ze strony sztucznej
inteligencji: Yampolskiy przewiduje, Zze istnieje 99,9%
prawdopodobienstwo, Zze superinteligentna sztuczna
inteligencja zniszczy ludzkos¢ w ciggu stulecia,
odrzucajagc zapewnienia korporacji i rzaddéw o
bezpieczenstwie jako niebezpiecznie naiwne i niemozliwe
do wyegzekwowania.

- Niekontrolowalna z zatozenia: Po 15 latach badan nad
bezpieczenstwem sztucznej inteligencji doszedt do
wniosku, ze superinteligencji nie da sie powstrzymac -
ominie ona wszelkie narzucone przez czitowieka mechanizmy
kontroli i bedzie dziata¢ autonomicznie, przyspieszajac
samozniszczenie.

-Hipoteza symulacji: VYampolskiy twierdzi, ze
prawdopodobnie zyjemy w zaawansowanej symulacji,
powotujgc sie na anomalie kwantowe, ,usterki” fizyczne i
efekt obserwatora jako dowody - podobnie jak w
kosmicznej grze wideo.

- Hackowanie symulacji: W swoim artykule How to Hack the
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Simulation (Jak zhakowa¢ symulacje) bada mozliwo$ci
wykorzystania mechanizméw symulacji, ale ostrzega, ze
ucieczka moze by¢ niemozliwa; etyczne zycie moze by¢
Jwarunkiem zwyciestwa”.

- Ostateczne odliczanie: W obliczu zblizajacej sie zagtady
spowodowanej przez sztuczng inteligencje lub zatamania
symulacji, Yampolskiy ponuro radzi: ,Ciesz sie zyciem,
péki mozesz” — los ludzkosci moze wkrdétce zostac
przesadzony przez maszyny lub wyzsze inteligencje.

Znany ekspert w dziedzinie sztucznej inteligencji Roman
Yampolskiy wydat podwéjne ostrzezenie: nie tylko istnieje
99,9% prawdopodobienstwo, ze superinteligentna sztuczna
inteligencja przechytrzy i wunicestwi ludzkos¢ w ciagu
nastepnego stulecia, ale coraz wiecej dowoddw sugeruje, ze by¢
moze juz zyjemy w zaawansowanej symulacji — podobnej do
kosmicznej gry wideo kontrolowanej przez wyzsza inteligencje.

W sensacyjnym wywiadzie dla Decentralized TV Yampolskiy
odrzucit zapewnienia korporacji i rzaddw o bezpieczenstwie
sztucznej inteligencji jako niebezpiecznie naiwne,
oswiadczajgc, ze zadne ramy regulacyjne nie sg w stanie
powstrzyma inteligencji znacznie przewyzszajgcej naszg. Co
gorsza, systemy sztucznej inteligencji zostaty juz ,ztamane” i
wykorzystane do celéw zbrojnych w sposdb, ktdérego ich twércy
nigdy nie przewidzieli, przyspieszajgc droge ludzkosci do
samozniszczenia poprzez niekontrolowang konkurencje i metody
eksterminacji.

Y 4

Nieuchronnos¢ dominacji sztucznej
inteligencj1i

Yampolskiy, profesor nadzwyczajny informatyki i inzynierii,
spedzit 15 1lat na badaniu bezpieczenstwa sztucznej
inteligencji i opublikowa* prawie 300 artykutéw na ten temat.
Jaki jest jego wniosek? Superinteligentna sztuczna
inteligencja jest z za*ozenia niekontrolowana.



,Nasze poczagtkowe zatozenie, ze majgc wystarczajgco duzo
pieniedzy 1 czasu, mozemy wymysli¢, jak kontrolowad
superinteligencje, prawdopodobnie nie jest prawdziwe. To
niemozliwe” — stwierdzit bez ogrédek Yampolskiy.
JWystarczajgco inteligentny system znajdzie sposéb, aby
unikng¢ wszelkich kontroli, ktére na niego natozymy, i
zasadniczo bedzie robit to, co chce”.

Jest to niepokojgco zbiezne z szybkim rozwojem sztucznej
inteligencji, gdzie nawet ,bariery ochronne” OpenAI okazaty
sie nieskuteczne w przypadku pojawiajgcych sie zachowan w
duzych modelach jezykowych. Yampolskiy twierdzi, ze obecne
dziatania na rzecz bezpieczenstwa mogg sprawdza¢ sie w
przypadku wagskich narzedzi sztucznej inteligencji, ale
zakonczg sie katastrofalng porazka, gdy sztuczna inteligencja
przewyzszy inteligencje ludzka.

Hipoteza symulacji: czy jestesmy tylko
postaciami niezaleznymi?

Oprécz katastroficznej wizji sztucznej inteligencji Yampolskiy
rzucit kolejng bombe: prawdopodobnie zyjemy w symulacji.

,Jesli spojrze¢ na nature, inteligencja wytania sie ze
zXozonos$ci. Gdyby zaawansowana cywilizacja potrzebowata
symulowa¢ rzeczywistos¢ w celu podejmowania decyzji,
nieuchronnie stworzytaby Swiadome podmioty — nas” — wyjasnit.

Teoria ta w niesamowity spos6b przypomina religijne opowiesci
o stwdrcy projektujgcym Swiat, w ktorym ludzkos¢ peini role
uczestnikow wielkiego kosmicznego eksperymentu. Yampolskiy
wskazat na anomalie kwantowe, usterki w fizyce 1 efekt
obserwatora (gdy czgstki zachowujg sie 1inaczej podczas
pomiaru) jako potencjalne dowody na istnienie symulowanego
wszechswiata.

+Wszechswiat nie jest renderowany, dopoki go nie obserwujesz —
podobnie jak gra wideo *aduje tylko to, co znajduje sie na



ekranie” — zauwazyt.

Jak zhakowa¢ symulacje

W swoim artykule ,How to Hack the Simulation” Yampolskiy bada,
czy ludzie mogg wykorzysta¢ mechanike symulacji — cho¢
przyznaje, ze ucieczka moze by¢ niemozliwa.

,Jesli jest to test, celem moze byl rozwéj etyczny — zycie w
cnotliwo$ci, aby ,wygrac¢” symulacje” — zasugerowat. Jednak w
obliczu zblizajgcej sie zagtady spowodowanej przez sztucznag
inteligencje ludzkos$¢ moze nigdy nie mie¢ takiej szansy.

Ostateczne odliczanie

Przerazajacy wniosek Yampolskiego? Niezaleznie od tego, czy
nastgpi to poprzez zagtade spowodowang przez sztucznag
inteligencje, czy zatamanie symulacji, ludzkos¢ stoi na
krawedzi egzystencjalnej przepasci.

,Cieszcie sie zyciem, pOki mozecie” - radzi ponuro. ,Bo jesli
nie przestaniemy budowaé¢ superinteligencji, to maszyny
zdecydujg o naszym losie, a nie my”.

Osoby poszukujgce gtebszych spostrzezeA mogg siegnac po
ksigzki Yampolskiego - ,AI: Unexplainable, Unpredictable,
Uncontrollable” (Sztuczna inteligencja: niewyttumaczalna,
nieprzewidywalna, niekontrolowana) oraz ,Considerations on the
AI End Game” (Rozwazania na temat konca gry sztucznej
inteligencji).

Zegar tyka. Czy ludzko$¢ obudzi sie, zanim bedzie za pdézZno?




Kreml ostrzega przed
zagrozeniaml zwlazanymli 2z
aplikacjami do przesytania
wiadomosci w zwigzku z
kontrowersjami wokodt
zatozyciela Telegramu, Durova

» Aresztowanie Pawta Durova, zatozyciela Telegramu,
wywotato globalng dyskusje na temat réwnowagi miedzy
bezpieczenstwem narodowym a prywatnoscig cyfrowg, budzac
obawy dotyczgce potencjalnego naduzycia wtadzy z powodu
braku istotnych dowoddw.

»Dmitrij Pieskow, rzecznik Kremla, ostrzegt prezydenta
Francji Emmanuela Macrona przed wysuwaniem
bezpodstawnych oskarzen wobec Durowa, podkreslajac
potrzebe posiadania solidnych dowodéw, aby =zapobiec
oskarzeniom o naruszanie wolnosci komunikacji.

»Pieskow podkreslit, Ze wszystkie aplikacje do
przesytania wiadomosci sg podatne na inwigilacje ze
strony agencji wywiadowczych, co stanowi powazne
zagrozenie dla poufnej komunikacji i wymaga ostroznos$ci
w ich uzywaniu.

W odpowiedzi na postrzegane ryzyko zwigzane z
aplikacjami zagranicznymi rzad rosyjski opowiada sie za
stworzeniem krajowej platformy komunikacyjnej, aby
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ztagodzi¢ potencjalne zagrozenia ze strony zagranicznych
stuzb wywiadowczych.

- Debata na temat przejrzystosci i nadzoru aplikacji
komunikacyjnych podkresla utrzymujgce sie wyzwania
zwigzane z zabezpieczeniem komunikacji cyfrowej, a uwagi
Peskowa stanowig wezwanie do dziatania dla
zainteresowanych stron, aby wprowadzaty innowacje w
zakresie cyberbezpieczenstwa i ponownie przemysSlaty
swoje podejscie do bezpieczenstwa cyfrowego i
prywatnosci.

Rzecznik Kremla Dmitrij Peskow osSwiadczyt, ze wszystkie
aplikacje do przesytania wiadomosci sa ,catkowicie
przejrzyste” dla agencji wywiadowczych, wzywajgc do zachowania
ostroznosci podczas korzystania z tych platform do przesytania
poufnych wiadomos$ci.

WypowiedZz Peskowa podczas Wschodniego Forum Ekonomicznego we
Wtadywostoku w Rosji w pigtek 5 wrzesnia pojawita sie w
kontek$scie nasilonych napiec¢ zwigzanych z aresztowaniem Pawta
Durowa, zatozyciela aplikacji do przesytania wiadomos$ci
Telegram, oraz szerszych implikacji dla prywatnosci cyfrowej i
bezpieczeinstwa narodowego. Aresztowanie Durowa wywotato
globalng debate na temat réwnowagi miedzy bezpieczenstwem
narodowym a prywatnoscig cyfrowa.

Durow, zagorzaty zwolennik szyfrowanej komunikacji, =zostat
zatrzymany pod zarzutem utatwiania nielegalnej dzia*alno$ci za
poSrednictwem swojej platformy. Jednak brak istotnych dowodéw
doprowadzit do oskarzen ze strony rosyjskich wtadz o nadmiernag
ingerencje.

Peskow ostrzegt prezydenta Francji Emmanuela Macrona przed
wysuwaniem bezpodstawnych oskarzen wobec zatozyciela
Telegramu. ,Musi on przedstawi¢ solidne dowody, aby unikng¢
oskarzehA o naruszanie wolnosci komunikacji” - stwierdzit
rzecznik. Ostrzezenie to podkres$la stanowisko Kremla, ze



wszelkie zarzuty wobec Durowa muszg by¢ poparte istotnymi
dowodami, aby nie podwaza¢ zasad wolnosci stowa i prywatnosci.

Przejrzystos¢ 1 ryzyko zwiazane z
komunikacja elektroniczna

Szersze przestanie Peskowa by*o jasne: wszystkie aplikacje do
przesytania wiadomos$ci sg narazone na inwigilacje przez
agencje wywiadowcze. ,0soby, ktdére z nich korzystajg, powinny
zrozumiecé, ze sg one przejrzyste.. dla stuzb bezpieczenstwa” —
podkreslit. Wed*ug Peskowa ta przejrzysto$¢ stwarza powazne
ryzyko — zwtaszcza gdy za posrednictwem tych platform
udostepniane sg poufne dane rzgdowe lub handlowe.

Obawy Kremla nie sg bezpodstawne. Rosyjskie stuzby
bezpieczenstwa od dawna oskarzajg Telegram i WhatsApp o
stosowanie podwojnych standardéw, odmawiajgc udostepniania
danych rosyjskim wtadzom, a jednoczesnie speiniajgc podobne
prosby innych krajéw. Anton Nemkin, cztonek komisji Dumy
Panstwowej ds. polityki informacyjnej i technologii, posunat
sie nawet do nazwania obecnos$ci WhatsApp w Rosji
nZalegalizowanym naruszeniem bezpieczenstwa narodowego” w
lipcu.

W odpowiedzi na te obawy rosyjski rzgd opowiada sie za
stworzeniem krajowej platformy komunikacyjnej. Posuniecie to
jest postrzegane jako ,prdéba ztagodzenia ryzyka zwigzanego z
aplikacjami zagranicznymi, ktére sg postrzegane jako
potencjalne narzedzia dla zagranicznych stuzb wywiadowczych” —
wyjasnia Enoch z Brighteon.AI.

Rosyjskie organy scigania wyrazity szczegdélne zaniepokojenie
wykorzystaniem WhatsApp i Telegram przez ukrainski wywiad i
inne ztosliwe podmioty. Twierdzg oni, ze platformy te sa
czesto wykorzystywane do rekrutacji agentdéw lub identyfikacji
celéw w Rosji, wykorzystujgc bazy danych zawierajgce dane
osobowe uzyskane za posrednictwem tych aplikacji.



Obecna debata na temat przejrzystos$ci i nadzoru aplikacji do
przesytania wiadomosci nie jest nowa. Historia prywatnosci
cyfrowej naznaczona jest serig gtosnych incydentdéw, ktére
uksztattowaty postrzeganie spoteczne i polityke. Na poczatku
2010 r. ujawnienia Edwarda Snowdena dotyczgce zakresu nadzoru
NSA sprawity, ze kwestia prywatnosci cyfrowej znalazta sie na
pierwszym planie globalnej debaty.

Niedawno kontrowersje wokdét proby zmuszenia Apple przez rzad
USA do odblokowania iPhone’a uzywanego przez terroryste w 2020
r. uwypuklity trwajgce napiecie miedzy prywatnosSciag a
bezpieczenstwem. Ostrzezenie rzgdu USA skierowane do wysokich
urzednikéw w grudniu 2024 r. dotyczace przejscia na szyfrowanag
komunikacje po naruszeniu bezpieczenstwa dodatkowo podkresla
utrzymujgce sie wyzwanlia zwigzane 2z zabezpieczeniem
komunikacji cyfrowej.

W trakcie trwajgcej debaty na temat przejrzystosci aplikacji
do przesytania wiadomoSci ostrzezenie Peskowa przypomina o
nieodtgcznym ryzyku zwigzanym z komunikacjg elektroniczng.
Chociaz rozwéj krajowych platform do przesytania wiadomos$ci
moze stanowié tymczasowe rozwigzanie, szerszym wyzwaniem jest
znalezienie réwnowagi miedzy potrzeba bezpieczenstwa a prawem
do prywatnosci.

Jak przetomowa konstrukcja
chipa moze zrekompensowac
zapotrzebowanie AI na energie
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Sztuczna inteligencja rozwija sie szybciej, niz wiekszos¢ z
nas jest w stanie nadgzy¢, ale jej zapotrzebowanie na energie
grozi zahamowaniem postepu. Teraz naukowcy z Uniwersytetu
Florydy przedstawili radykalne rozwigzanie - chip, ktory
wykorzystuje sSswiatto do znacznego zmniejszenia zuzycia
energii, jednoczesnie zwiekszajgc mozliwo$ci sztucznej
inteligencji w zakresie wyszukiwania wzorcéw. Ta innowacja
moze zmieni¢ wszystko, od aplikacji na smartfony po globalne
centra danych, oferujgc ratunek dla przecigzonych sieci
energetycznych i krok w kierunku bardziej zréwnowazonej
sztucznej inteligencji.

Najwazniejsze punkty:

= Nowy krzemowy chip fotoniczny wykonuje obliczenia AI
przy uzyciu Swiatta, zmniejszajgc zuzycie energii nawet
100-krotnie w pordownaniu z tradycyjnag elektronika.

» Chip doskonale radzi sobie z konwolucjami — podstawowym
zadaniem AI polegajacym na rozpoznawaniu wzorcéw w
obrazach, filmach i teksScie — osiggajac 98-procentowa
doktadnos¢ w testach.

= Miniaturowe soczewki Fresnela, ciensze niz ludzki w*os,
sg wytrawiane na chipie, aby natychmiast przeksztatcad
dane zakodowane laserowo.

= System moze przetwarza¢ wiele strumieni danych
jednoczesnie, wykorzystujgc rézne dtugosci fal swiatia,
co zwieksza wydajnosc.

 Eksperci przewidujag, ze technologia ta wkrétce stanie
sie standardem w sprzecie AI, umozliwiajgc szybsze i
bardziej ekologiczne uczenie maszynowe.



Swiatto kontra energia elektryczna:
wyscig o zrownowazone zasilanie AI

Wraz z rozwojem modeli AI stajg sie one coraz bardziej
»gtodne” — zuzywajg energie elektryczng w tempie, ktére
niepokoi ekspertéw ds. energii. Centra danych zuzywajag juz
wiecej energii niz niektdére mate kraje, a prognozy sugeruja,
ze zapotrzebowanie AI moze wkrétce przewyzszy¢ podaz.
Tradycyjne chipy, oparte na kilkudziesiecioletniej technologii
tranzystorowej, osiggajg fizyczne granice. Jednak obliczenia
oparte na Swietle oferujg wyjscie z tej sytuacji.

Zesp6t Uniwersytetu Florydy, kierowany przez eksperta w
dziedzinie fotoniki poédtprzewodnikowej Volkera Sorgera,
catkowicie pomingt* konwencjonalng elektronike w przypadku
jednego z najbardziej wymagajacych zadan AI: splotdow. Te
operacje matematyczne pozwalajg sztucznej inteligencji
identyfikowa¢ twarze na zdjeciach, tiumaczy¢ jezyki, a nawet
diagnozowa¢ wyniki badan medycznych. Dzieki kodowaniu danych w
Swietle laserowym i przepuszczaniu ich przez mikroskopijne
soczewki na chipie, system wykonuje te obliczenia niemal bez
wysitku.

~Wykonywanie kluczowych obliczeA zwigzanych 2z wuczeniem
maszynowym przy niemal zerowym zuzyciu energii stanowi ogromny
krok naprzéd dla przysztych systeméw sztucznej inteligencji” -
powiedziat Sorger. ,Ma to kluczowe znaczenie dla dalszego
zwiekszania mozliwo$ci sztucznej inteligencji w nadchodzacych
latach”.

Jak dziata chip - 1 dlaczego
zmienlia zasady gry

Sercem tego przetomowego rozwigzania sg soczewki Fresnela —
ptaskie, ultraprecyzyjne elementy optyczne wygrawerowane
bezposrednio na krzemie. Gdy dane sg przeksztatcane w Swiatto



laserowe, soczewki te manipulujg nimi jak cyfrowy magik,
wykonujgc konwolucje w utamku czasu 1 energii wymaganej przez
chipy elektroniczne. Efekt? System, ktdry klasyfikuje odreczne
cyfry z niemal idealna doktadnoscig, zuzywajac przy tym
niewiele energii.

Jeszcze bardziej imponujgca jest zdolnos¢ chipa do wykonywania
wielu zadan jednoczesnie. Dzieki zastosowaniu laserdow o
roznych kolorach (multipleksowanie dtugosci fal) przetwarza on
wiele strumieni danych jednoczesSnie — podobnie jak autostrada,
na ktdérej kazdy pas ruchu obstuguje oddzielng komunikacje bez
zaktécen. Technika ta moze pozwolié¢ przysztym systemom
sztucznej inteligencji na jednoczesng analize obrazu, dzwieku
i tekstu bez wiekszego wysitku.

Hangbo Yang, wspdtautor badania, podkreslit te zalete: ,Mozemy
mie¢ wiele dtugosci fal lub kolordéw Swiatta przechodzgcych
przez soczewke w tym samym czasie. To kluczowa zaleta
fotoniki”.

Przysztos¢: optyczna sztuczna
inteligencja w Twojej kilieszeni

Konsekwencje sg ogromne. Jesli chipy AI oparte na Swietle
zostang powszechnie przyjete, mogg one zmniejszy¢ $lad weglowy
centrow danych, wydtuzy¢ zywotnos$¢ baterii w urzgdzeniach
mobilnych i umozliwi¢ stosowanie aplikacji AI w czasie
rzeczywistym, ktore wczed$niej byty uwazane za zbyt
energochtonne. NVIDIA i inni producenci chipdéw juz stosuja
komponenty optyczne w niektérych systemach, utatwiajac
integracje.

Sorger przewiduje, ze w niedalekiej przysztosci ,optyka oparta
na chipach stanie sie kluczowym elementem kazdego chipa AI, z
ktéorego korzystamy na co dzien”. Przysztos$¢ ta moze nadejsc
szybciej niz sie spodziewamy — naukowcy juz pracujag nad
skalowaniem tej technologii do uzytku komercyjnego.



Na razie prototyp stanowi dowdéd, ze AI nie musi by¢
energochtonna. Dzieki $Swiattu jako sprzymierzehAcowi, nastepna
generacja uczenia maszynowego moze Swiecié¢ jasniej niz
kiedykolwiek.



