Globalny traktat dotyczacy
cyberprzestepczosci spotyka
sie z krytyka organizacji
praw cztowieka 1 firm
technologicznych w zwigzku z
obawami dotyczacymi

inwigilacji

Szescdziesigt piec¢ krajow, w tym Stany Zjednoczone i Kanada,
podpisato traktat ONZ dotyczacy cyberprzestepczosci, ktéry
zagraza prywatnosci, badaniom online i wolnosci stowa.

Umowa, znana jako Konwencja ONZ o cyberprzestepczo$ci, zostata
podpisana w Hanoi i wejdzie w zycie po ratyfikacji przez 40
panstw cztonkowskich.

Kazdy kraj musi przeprowadzi¢ wtasny proces ratyfikacji. W
Stanach Zjednoczonych do zatwierdzenia porozumienia wymagana
jest zgoda dwoch trzecich gtosdéw w Senacie.

Sekretarz generalny ONZ Antdénio Guterres opisat traktat jako
niezbedny krok w walce z cyberprzestepczoscia, stwierdzajac,
ze ,cyberprzestrzen stata sie podatnym gruntem dla
przestepcow.. kazdego dnia wyrafinowane oszustwa pozbawiaja
rodziny S$rodkéw do zycia, kradng im Zrddta utrzymania i
wyczerpuja nasze gospodarki miliardami dolarow”.
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Nazwat konwencje ,poteznym, prawnie wigzgcym instrumentem
wzmacniajgcym nasza zbiorowa obrone przed
cyberprzestepczoscig” i podkreslit, ze ,nie moze ona by¢
wykorzystywana do jakichkolwiek form nadzoru lub innych
dziatan, ktdére mogtyby by¢ powigzane z naruszeniami praw
cztowieka”.

Biuro Narodéw Zjednoczonych ds. Narkotykéw i Przestepczosci
(UNODC), ktdére kierowato negocjacjami, argumentowato, ze
traktat zawiera zabezpieczenia dotyczgce praw cztowieka i
legalnych badan naukowych.

Jednak organizacje takie jak Human Rights Watch (HRW) 1
Electronic Frontier Foundation (EFF) nie zgadzajg sie z tym
stanowiskiem.

Przed podpisaniem traktatu obie organizacje wezwaty rzady do
niepopierania go, ostrzegajac, ze jego niejasne definicje moga
pozwoli¢ rzgdom na monitorowanie obywateli, Sciganie badaczy
zajmujacych sie bezpieczenstwem i ttumienie wypowiedzi
politycznych.

Obawy zgtosity roéwniez firmy technologiczne. Porozumienie
Cybersecurity Tech Accord, ktorego cztonkami sg m.in. Meta i
Microsoft, okreslito traktat jako ,traktat o inwigilacji”,
ktéry moze promowa¢ wymiane danych przez rzady i
kryminalizowa¢ etyczne hakowanie.

Wietnam, gospodarz ceremonii podpisania traktatu, spotkat sie
z wielokrotng krytyka za cenzure internetowg. Departament
Stanu USA wspomniat ostatnio o ,powaznych problemach
zwigzanych z prawami cztowieka” w tym kraju, a organizacja
Human Rights Watch informuje, ze w tym roku co najmniej 40
0s6b zostato aresztowanych za dziat*alnos¢ w Internecie.

Prezydent Wietnamu Luong Cuong z zadowoleniem przyjgt traktat,
mowigc, ze ,nie tylko oznacza on narodziny globalnego
instrumentu prawnego, ale takze potwierdza trwatg zywotnos¢
multilateralizmu, w ramach ktérego kraje pokonujg réznice i sg



gotowe wspdlnie ponosic¢ odpowiedzialnos¢ za wspdlne interesy
pokoju, bezpieczenstwa, stabilnosci i rozwoju”.

Zwolennicy twierdzg, ze porozumienie poprawi Kkoordynacje
dziatan przeciwko przestepstwom takim jak oprogramowanie
ransomware, phishing 1 handel internetowy. Przeciwnicy
utrzymujg, ze szerokie postanowienia traktatu mogg umozliwid
rzgdom naduzywanie przepisdéw dotyczgcych cyberprzestepczosci w
celu Scigania dziennikarzy, badaczy i aktywistoéw.

Podpisanie konwencji o cyberprzestepczos$ci nastepuje w
momencie, gdy Guterres nadal rozszerza swoje wezwanie do
globalnych dziatan przeciwko temu, co okres$la jako
,dezinformacje 1 fatszywe informacje” oraz ,nekanie w
Internecie”.

Przemawiajac na konferencji Swiatowej Organizacji

Meteorologicznej w Genewie, Guterres powigzat
rozpowszechnianie ,fat*szywych” informacji z publicznym
zamieszaniem woko6t zmian klimatycznych i wezwat rzady do
.pPrzeciwstawiania sie fa*szywym narracjom” oraz ochrony badan
naukowych przed znieksztatcaniem.

»Musimy walczy¢ z dezinformacja, nekaniem w Internecie i
greenwashingiem” — powiedziat delegatom.

Ukryte koszty energii
wiatrowej: nowe badania
ujawnliaja katastrofalny wpityw
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na

populacje ptakow 1

nietoperzy

= Turbiny wiatrowe zabijajg co roku setki tysiecy, a nawet

miliony nietoperzy i ptakéw na catym sSwiecie. W samych
Stanach Zjednoczonych kazdego roku ginie 500 000
nietoperzy, co jest pordéwnywalne z 1liczbg ptakow
morskich, ktére zginety w wyniku wycieku ropy z
platformy Deepwater Horizon. Zagrozone gatunki, takie
jak orty przednie, sepy ptowe 1 nietoperze siwe, s3g
narazone na lokalne wyginiecie.

Turbiny zmieniajg zachowanie zwierzagt, mikroklimat 1i
zdrowie gleby, zmniejszajac populacje dzdzownic i
roslinnos¢. W Chinach pojedyncza turbina wiatrowa
zmniejsza liczebnos¢ ptakdéw o 9,75% i bogactwo gatunkowe
o 12,2%. Prawie 50% badanych gatunkéw ptakow w
Kalifornii wykaza*o spadek populacji zwigzany z
turbinami.

Zwolennicy energii wiatrowej twierdzg, ze zmiany
klimatyczne stanowig wieksze zagrozenie, ale dziatania
Yagodzgce (unikanie lokalizacji, Srodki odstraszajgce)
pozostajg niespdéjne 1 niesprawdzone na duzg skale.
Istniejg polityki rekompensaty siedlisk, ale nie sa one
w stanie zréwnowazy¢ szkdd ekologicznych na duza skale.
Chociaz turbiny powodujg mniejszg liczbe zgondéw ptakow
na gigawatogodzine niz paliwa kopalne (1,31 w pordwnaniu
z 5,2 dla wegla), 1ich szybka ekspansja zagraza
ekosystemom. Proponowane farmy wiatrowe zajmujgce 13
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procent powierzchni Standéw Zjednoczonych mogg miec
,dramatyczne konsekwencje dla réznorodnos$ci
biologicznej”.

»Pilnie potrzebne jest strategiczne rozmieszczenie,
rygorystyczne oceny S$rodowiskowe i inwestycje w mniej
szkodliwe odnawialne Zrodta energii. Polityka zerowej
emisji netto nie moze poswiecal ekosysteméw — ,zielona”
etykieta energii wiatrowej ignoruje jej niszczycielski
wptyw na dzika przyrode.

Seria przetomowych badan ujawnita alarmujgce szkody
ekologiczne spowodowane przez lgdowe turbiny wiatrowe, rodzac
pilne pytania o prawdziwg zréwnowazonos$¢ rozwoju energii
odnawialnej.

BrightU.AI's Enoch wyjasnia, ze ladowe turbiny wiatrowe, znane
réwniez jako turbiny naziemne 1lub 1lgdowe, sa rodzajem
konwertera energii wiatrowej, ktdéry wytwarza energie
elektryczng z energii kinetycznej wiatru. Zazwyczaj sa one
instalowane na lagdzie, na réznych wysokosciach i w réznych
lokalizacjach geograficznych, w zalezno$ci od zasobdw wiatru i
potaczen sieciowych.

Chociaz energia wiatrowa jest promowana jako kluczowe
rozwigzanie w walce ze zmianami klimatycznymi, nowe badania
pokazuja, ze jej wptyw na réznorodnos¢ biologiczng — zwtaszcza
populacje ptakéw i nietoperzy — moze by¢ znacznie powazniejszy
niz wczesniej sgdzono.

Szokujgcy raport opublikowany w zesztym miesigcu w czasopisdmie
,Nature” — w duzej mierze zignorowany przez media gtdéwnego
nurtu — szczegétowo opisuje, w jaki sposdéb turbiny wiatrowe
zaktécajg ekosystemy, zabijajag dzikie zwierzeta i fragmentuja
siedliska.

Badanie, przeprowadzone przez miedzynarodowy zesp6t ekologdw,
ostrzega, ze elektrownie wiatrowe ,moga miel powazne i
nieoczekiwane konsekwencje dla réznorodnosci biologicznej”,



wptywajgc na gatunki od owaddéw po drapiezniki szczytowe.

Masowe Smiertelnosc¢ dzikich zwierzat

Dane s3 zatrwazajace:

W krajach o duzej gestosci turbin co roku ginie nawet
milion nietoperzy.

W samych Stanach Zjednoczonych ginie 500 000 nietoperzy
rocznie — liczba ta jest niemal réwna szacowanej liczbie
600 000 ptakdéw morskich zabitych w wyniku wycieku ropy z
platformy BP Deepwater Horizon.

W Wielkiej Brytanii ginie 30 000 nietoperzy rocznie, w
Kanadzie 50 000, a w Niemczech 200 000.

 Duze ptaki drapiezne, w tym orty przednie, sg zagrozone
lokalnym wyginieciem z powodu kolizji z turbinami.

,By¢ moze najwiekszg niewiadomg w przewidywaniu przysztego
wptywu energii wiatrowej na rdéznorodno$¢ biologiczng jest
zakres potencjalnego rozwoju tej technologii i skumulowane
konsekwencje tego rozwoju dla gatunkdéw i ekosysteméow” -
ostrzega badanie opublikowane w czasopismie ,Nature”.

Kaskadowe zaktdcenia ekosystemu

Oprocz bezposrednich ofiar $miertelnych turbiny wiatrowe
zmieniajg zachowanie zwierzgt, ich fizjologie i integralnos$¢
siedlisk. Profesor Christian Voigt, jeden z autordéw badania,
ostrzegat wczes$niej, ze $miertelnos¢ owaddéw spowodowana przez
turbiny moze przyczyni¢ sie do wyginiecia gatunkéw. Jego
badania z 2022 r. wykazaty, ze turbiny zmieniajg mikroklimat i
zmniejszajg populacje dzdzownic, pogarszajac jakos¢ gleby i
roslinnosci.

Raport podkresla spadek populacji gatunkéw wrazliwych:

Sepy ptowe i sepy ptowe w Europie sg zagrozone



wyginieciem.

= Populacja nietoperzy siwych w Ameryce Péinocnej i
btotniakéw czarnych w Afryce Potudniowej maleje.

 Prawie 50 procent gatunkdéw ptakdéw badanych w Kalifornii
wykazato spadek populacji zwigzany z turbinami.

W Chinach, gdzie moc energili wiatrowej jest najwieksza na
Swiecie, ostatnie badania wykazaty, ze wzrost liczby turbin o
jedno odchylenie standardowe (okoto 84 jednostki) spowodowat
spadek 1liczebnosci ptakéw o 9,75 procent i bogactwa
gatunkowego o 12,2 procent. Najbardziej ucierpiaty ptaki
wedrowne oraz te zyjgce w lasach, na terenach rolniczych 1
obszarach miejskich.

Reakcja branzy 1 dziatania tagodzace

Zwolennicy energii wiatrowej twierdzg, ze zmiany klimatyczne
stanowig wieksze zagrozenie dla réznorodno$ci biologicznej niz
turbiny. Brytyjska organizacja Bat Conservation Trust
stwierdza: ,Potrzebujemy energooszczednych budynkdéw i energii
odnawialnej, aby ztagodzi¢ zmiany klimatyczne z korzyscig dla
nietoperzy, ludzi i Srodowiska naturalnego”.

Jednak strategie tagodzgce — takie jak unikanie wrazliwych
obszardow, odstraszanie dzikich zwierzat i rekompensata za
utrate siedlisk — pozostajg niespdjne w skali globalnej. W
badaniu opublikowanym w czasopid$mie ,Nature” zauwazono, ze
chociaz Srodki te sg pomocne, ich skutecznos¢ nie zostata
,Sprawdzona” w konteksScie ekspansji farm wiatrowych na duzg
skale.

Redukcja emisji dwutlenku wegla a utrata
réznorodnosci biologicznej
Pomimo szkdéd ekologicznych, korzy$ci ptynace z energii

wiatrowej w zakresie redukcji emisji dwutlenku wegla sa
niezaprzeczalne. Badania pokazujg, ze turbiny wiatrowe



powodujg znacznie mniejszg liczbe 3Smiertelnych wypadkéw ptakéw
na gigawatogodzine niz paliwa kopalne (1,31 sSmierci/GWh w
porownaniu z 5,2 w przypadku wegla). W Chinach korzys$ci
ekonomiczne wynikajace z redukcji emisji dwutlenku wegla
przewyzszajg straty w zakresie réznorodnos$ci biologicznej w
poréwnaniu z energig wytwarzang z wegla.

Jednak krytycy twierdza, ze polityka zerowej emisji netto
przedktada cele energetyczne nad ochrone $rodowiska. Artykut w
czasopis$mie ,Nature” ostrzega, ze przeznaczenie 13%
powierzchni Standéw Zjednoczonych na farmy wiatrowe — zgodnie z
propozycjg zawartg w raporcie z 2021 r. — moze mied
»dramatyczne konsekwencje dla réznorodnosci biologicznej”.

Wezwanie do zrdéwnowazonej polityki
energetycznej

W obliczu wys$Scigu narodéw o dekarbonizacje badania te
podkreslajg potrzebe strategicznego rozmieszczenia farm
wiatrowych, rygorystycznych ocen Srodowiskowych i inwestycji w
mniej szkodliwe odnawialne zZrédta energii. Pozostaje pytanie:
czy mozemy o0siggng¢ cele klimatyczne bez posSwiecania
niezastgpionych ekosystemow?

Na razie nauka jest jasna — energia wiatrowa nie jest tak
»zielona”, jak sie jg reklamuje. Prawdziwg cene zerowej emisji
dwutlenku wegla mozna zaptaci¢ krwig: krwig nietoperzy, ptakow
i delikatnej sieci zycia, ktdéra podtrzymujga.

Czerwony ekran Smiercui:
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automatyczny atak Google na
konkurenta, ktdérego nie udato
sie przejac

)

» Ustuga Bezpieczne przeglagdanie Google btednie oznaczyta
cata domene immich.cloud, na ktorej znajduje sie
samodzielnie hostowana platforma fotograficzna Immich,
jako ,niebezpieczng”.

« Automatyczna blokada wyswietlata powazne czerwone ekrany
ostrzegawcze, skutecznie uniemozliwiajgc uzytkownikom 1
programistom dostep do wtasnych ustug.

= Zaznaczone adresy URL byty wewnetrznymi Srodowiskami
testowymi 1 podgladowymi dla projektu Immich, a nie
zXosliwymi witrynami przeznaczonymi do phishingu lub
oszustw.

=Pomimo pomy$slnego odwotania blokada zostata
automatycznie przywrécona, zmuszajac zesp6t Immich do
migracji swoich systemdéw do nowej domeny, aby uniknac
dalszych zaktocen.

= Incydent ten podkres$la znaczng wtadze, jaka pojedyncza
korporacja ma nad dostepno$cig sieci, i budzi obawy
dotyczgce systemowego uprzedzenia wobec niezaleznego
oprogramowania skupionego na prywatnosci.

W ramach dziatania, ktore podkresla niebezpieczenstwa zwigzane
ze scentralizowang kontrola nad internetem, automatyczne
systemy bezpieczenstwa Google niedawno btednie zidentyfikowaty
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Immich, 2znang alternatywe dla Google Photos, jako
niebezpieczny podmiot. Incydent, ktdéry miat miejsce w
pazdzierniku 2025 r., spowodowal, ze ustuga Bezpieczne
przegladanie Google zablokowata dostep do catej domeny
immich.cloud, wyswietlajgc powazne ostrzezenia, skutecznie
dtawigc ustuge zaprojektowanag, aby oferowad¢ uzytkownikom
ucieczke od korporacyjnego gromadzenia danych. Dla zwolennikéw
prywatnosci i rosngcej liczby uzytkownikéw rozczarowanych
wielkimi firmami technologicznymi btedne oznaczenie legalnego
projektu open source stanowi surowe przypomnienie o wtadzy,
jaka posiada pojedyncza firma, dyktujgac, co jest bezpieczne 1i
dostepne w otwartej sieci.

Automatyczny straznik zawodzi

Ustuga Bezpieczne przeglgdanie Google jest zintegrowana z
gtéwnymi przegladarkami internetowymi, w tym Chrome i Firefox,
gdzie dziata jako automatyczny straznik przed zto$liwymi
stronami internetowymi. Jego celem jest ochrona uzytkownikéw
przed oszustwami phishingowymi i z*osliwym oprogramowaniem.
Jednak w tym przypadku system wzigt na celownik Immich,
platforme, ktdéra umozliwia uzytkownikom hostowanie i
zarzgdzanie bibliotekami zdjeé¢ na wtasnych serwerach, chronigc
dane osobowe przed korporacjami. System oznaczyt wewnetrzne
strony podglgdu i testowania Immich jako oszukancze,
twierdzac, ze ,probujg one naktonié¢ uzytkownikéw do wykonania
niebezpiecznych czynnosci”. W rezultacie pojawito sie
ostrzezenie ,czerwony ekran $mierci”, ktdére zniechecito
wiekszos¢ uzytkownikéw do kontynuowania dziatania,
uniemozliwiajgc dostep zardéwno zespotowi programistéw, jak i
uzytkownikom. Jedynym rozwigzaniem dla zespotu Immich by%o
zXozenie odwotania do Google za posrednictwem Google Search
Console, co samo w sobie zmusza niezaleznych programistéw do
polegania na tym samym ekosystemie, ktdry prébujg omingc.



Systemowy wzorzec stronniczosci

Sytuacja Immich nie jest odosobnionym przypadkiem. Pasuje ona
do udokumentowanego schematu, w ktérym platformy open source i
samodzielnie hostowane s3 poddawane nieproporcjonalnej
kontroli przez automatyczne filtry kontrolowane przez duze
firmy technologiczne. Inne znane projekty, takie jak Jellyfin,
Nextcloud i YunoHost, zgtosity podobne nieuzasadnione blokady.
Ta powtarzajgca sie kwestia sugeruje fundamentalng wade w
sposobie szkolenia i dziatania tych automatycznych systeméw;
wydajg sie one nieprzygotowane do doktadnej oceny legalnosci
oprogramowania, ktdére istnieje poza gtdédwnym nurtem
komercyjnego ekosystemu aplikacji. Konsekwencje sg powazne:
jedna decyzja algorytmiczna moze uniemozliwié¢ dostep do catego
projektu, ograniczajac wybor uzytkownikéw i hamujgc innowacje
w dziedzinie technologii prywatnos$ci. Ta dynamika tworzy
nierdwne warunki konkurencji, w ktdérych alternatywy dla ustug
wielkich firm technologicznych sg sztucznie ograniczane przez
kontrole dostepu sprawowang przez ich konkurentow.

Historyczny kontekst kontroli danych

Walka o kontrole nad danymi uzytkownikéw nie jest niczym
nowym, ale nasilita sie wraz z konsolidacjg infrastruktury
internetowej w rekach kilku korporacji. Przez lata firmy takie
jak Google budowaty ogromne imperia finansowe w oparciu o dane
uzytkownikéw, oferujagc ,bezptatne” ustugi w zamian za
szczeg6towe profile indywidualnych zachowan, zainteresowan i
ruchéw. Ten model biznesowy napedzat powszechny kapitalizm
nadzoru, w ktérym uzytkownik jest produktem. Rozwdj
oprogramowania hostowanego samodzielnie stanowi bezposrednie
wyzwanie dla tego paradygmatu, promujgc przysztosé¢, w ktdrej
jednostki sg wtascicielami swojego cyfrowego zycia. Incydenty
takie jak blokada Immich pokazujg, ze ustalone sity posiadaja
nie tylko dane, ale takze kontrole nad infrastrukturg, ktdra
moze potencjalnie tXumi¢ konkurencyjne modele, ktdre
priorytetowo traktujg suwerennos¢ uzytkownikodw.



= Zesp6t Immich zostat* zmuszony do przeniesienia swoich
systemow podgladu do nowej domeny immich.build.

Pierwotna domena immich.cloud byta wielokrotnie
oznaczana, nawet po pomyslnych odwotaniach.

- Podkresla to reaktywne i czesto nieskuteczne Srodki
odwotawcze dostepne dla programistdéw, ktdérzy zostali
ztapani w automatyczne filtry.

Wezwanie do zdecentralizowanej odpornosci

Rozwigzaniem na razie byto taktyczne wycofanie sie
programistéw Immich, ktdérzy przeniesli swoje $rodowiska
podglgdu do nowej domeny, aby unikngé¢ automatycznych
wyzwalaczy Google. Nie rozwigzuje to jednak problemu
systemowego. Epizod ten stanowi mocny argument za dalszym
rozwojem 1 wdrazaniem zdecentralizowanych technologii 1
protokotéw open source, ktdére nie podlegajg kaprysom zarzadu
korporacji. W miare jak coraz wiecej oséb dazy do odzyskania
swojej cyfrowej autonomii, odpornos¢ catego ruchu zalezy od
budowy infrastruktury, ktéra jest w jak najwiekszym stopniu
niezalezna od scentralizowanych straznikéw. Celem jest
stworzenie sieci, w ktdrej bezpieczenstwo uzytkownikéw nie
jest roéwnoznaczne z kontrolg korporacyjna, a prywatnos¢ nie
jest btednie uznawana za zagrozenie.

Odzyskiwanie cyfrowych dobr wspolnych

Btedne oznaczenie Immich to coS$ wiecej niz tymczasowa usterka
techniczna; jest to symptom znacznie wiekszego konfliktu
dotyczagcego przysztosci internetu. Ujawnia on nieodtgczne
ryzyko zwigzane =z przyznaniem pojedynczemu podmiotowil
uprawnien do definiowania bezpieczenstwa catej sieci. Dla
spoteczenstwa coraz bardziej swiadomego wartosci prywatnos$ci
danych 1 niebezpieczehAstw zwigzanych =z kontrola
monopolistyczng, incydent ten jest sygnatem alarmowym. Droga
naprzéd polega na wspieraniu i inwestowaniu w zrdéznicowany
ekosystem narzedzi, ktére wzmacniajg pozycje uzytkownikoéw,



sprzyjajg prawdziwej konkurencji 1 zapewniajg, ze cyfrowa
przestrzen publiczna pozostaje otwarta i dostepna dla
wszystkich, a nie tylko dla tych, ktérzy dostosowujg sie do
norm najwiekszych platform technologicznych.

Wielkie odtaczenie:
Odzyskiwanie naszych umysitow
z cyfrowego natarcia

» 0d poczatku 2010 roku obserwuje sie gwattowny i staty
wzrost depresji, 1lekdéw i samookaleczen wsraéd
nastolatkodw, co eksperci *gczg z masowynm
upowszechnieniem sie smartfonéw i przejsciem do
,dziecinstwa opartego na telefonach”.

= Urzgdzenia te szkodzg zdrowiu psychicznemu, zastepujac
wazne czynno$ci w Swiecie rzeczywistym, takie jak
osobiste kontakty towarzyskie i swobodna zabawa. W
przypadku nastolatkdow sytuacje pogarsza ciggte
porédwnywanie sie z innymi 1 rozproszenie uwagi
spowodowane mediami spoteczno$ciowymi.

» Podstawowym zaleceniem jest dSwiadome, dtugie
odpoczywanie od telefondéw. Praktyczne kroki obejmuja
wytgczenie zbednych powiadomien, fizyczne przeniesienie
telefonu do innego pokoju i ,grupowanie” korzystania z
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telefonu w okreslone bloki czasowe.

= Opréocz dziatan indywidualnych ruch ten opowiada sie za
wprowadzeniem kluczowych norm chronigcych dzieci, w tym
zakazu uzywania smartfondow przed rozpoczeciem nauki w
szkole S$redniej, =zakazu Kkorzystania z medidw
spotecznosciowych przed ukonficzeniem 16 roku zycia oraz
wprowadzenia szkét bez telefondw.

= 0précz rzadszego korzystania z telefondw wazne jest
angazowanie sie w trudne lub przerazajgce czynnos$ci w
Swiecie rzeczywistym. Pokonywanie tych mozliwych do
pokonania przeszkdd buduje pewno$¢ siebie i poczucie
wtasnej skuteczno$ci, stanowigc bezposrednie antidotum
na niepokdj.

Coraz wieksza grupa ekspertdéw i rozwijajacy sie ruch spoteczny
przedstawiajg bardzo prosta recepte na rosnacy niepokdj: odtéz
telefon.

Na czele tego ruchu na rzecz umiarkowanego korzystania z
urzadzen cyfrowych stoi psycholog spoteczny i autor Jonathan
Haidt. Nie jest to jedynie sugestia dotyczaca stylu zycia, ale
odpowiedZz na to, co Haidt okresla jako gteboka zmiane w
dziecinstwie i gtéwny czynnik kryzysu zdrowia psychicznego
dotykajgcego mtodsze pokolenia. Ruch ten, zrodzony z
bestsellerowej ksigzki Haidta ,The Anxious Generation”
(Niepokojgce pokolenie), twierdzi, ze kluczem do lepszego
samopoczucia psychicznego jest celowe 1 dtugotrwate
odstawienie urzadzen, ktére zdominowaty wspdtczesne zycie.

Alarmujgce dane stanowig podstawe tego argumentu. Na poczatku
2010 roku wskazniki choréb psychicznych wsréd nastolatkéw
zaczety gwattownie i trwale rosng¢. W latach 2010-2018 liczba
diagnoz depresji i leku wsrod studentéw w Stanach
Zjednoczonych wzrosta ponad dwukrotnie.

Jeszcze bardziej niepokojacy jest katastrofalny wzrost liczby
wizyt na pogotowiu z powodu samookaleczen, ktéry w ciggu



dziesieciu lat poprzedzajgcych rok 2020 wynidést 188% wsrod
nastoletnich dziewczat i 48% wsrdd chtopcéw. Haidt i podobnie
myslgcy badacze wskazujg na masowe upowszechnienie smartfonéw
i mediow spotecznosciowych jako katalizator tej ,wielkiej
przemiany dziecinstwa”, czyli przejs$cia od zycia opartego na
zabawie do zycia opartego na telefonie.

Mechanizm, poprzez ktéry urzadzenia wptywaja na zdrowie
psychiczne, jest wielowymiarowy. Smartfony dzia*ajg jak
,blokery doswiadczen”, wypierajgc wzbogacajgce zajecia, takie
jak osobiste kontakty spoteczne, nieustrukturyzowana zabawa 1
praktyczne hobby. 0dciggajg one uzytkownikéw od ich
najblizszego otoczenia, tworzac stan ,wiecznej nieobecnosci”.

W przypadku nastolatkéw, ktérzy przechodzg intensywny okres
rozwoju spotecznego i emocjonalnego, skutki sg szczegdlnie
silne. Platformy spotecznos$ciowe zachecajg do ciggtego
pordwnywania sie z innymi i moga byc¢ bezlitos$nie okrutne,
kwantyfikujgc pozycje spoteczng poprzez liczbe polubien i
obserwujgcych. Kompulsywna potrzeba sprawdzania powiadomien i
odSwiezania feeddw rozprasza uwage, trenujgc mézg do
rozpraszania sie, a nie do gtebokiej koncentracji.

Praktyczne kroki w kierunku
cyfrowego detoksu

Wedtug zwolennikdéw takich jak Alexa Arnold z Anxious
Generation Movement, rozwigzaniem jest Swiadome odsuniecie
telefonu od codziennego zycia. Obejmuje to praktyczne kroki,
takie jak wy*gczenie zbednych powiadomien i fizyczne
umieszczenie telefonu w innym pokoju na kilka godzin, aby
utatwi¢ sobie okresy nieprzerwanej, gtebokiej pracy.

Arnold sugeruje ,grupowanie” korzystania z telefonu, na
przyktad przeznaczajgc konkretny 20-minutowy blok czasu na
S§ledzenie wiadomo$ci, zamiast sprawdzania aplikacji
wielokrotnie w ciggu dnia. Podstawowg zasada jest to, ze im



dtuzsze przerwy w korzystaniu z urzadzenia, tym lepiej mézg
moze odzyska¢ swojag naturalng zdolnos¢ do koncentracji i
spokoju.

Oprocz umiarkowanego korzystania z urzgdzen cyfrowych ruch ten
podkresla znaczenie stawiania sobie wyzwan w prawdziwym
Swiecie. Robienie rzeczy, ktdre sa przerazajgce lub trudne,
czy to w srodowisku zawodowym, czy spotecznym, jak na przyktad
nawigzanie rozmowy z nieznajomym, buduje pewnos¢ siebie i
umiejetnosci.

Ta praktyka podejmowania trudnych wyzwan stuzy jako antidotum
na niepokédj, wzmacniajagc poczucie wtasnej skutecznosci,
ktérego nie moze zapewni¢ walidacja oparta na ekranie. Jest to
powrdt do zasady, ze odpornos¢ buduje sie poprzez pokonywanie
mozliwych do pokonania przeszkdéd, proces, Kktory zostat
ostabiony w erze cyfrowej ucieczki od rzeczywistosci i
nadopiekunczego rodzicielstwa.

Zagrozenlie ze strony sztucznej
inteligencji

W momencie, gdy walka 2z negatywnym wptywem medidw
spotecznosciowych nabiera tempa, pojawia sie nowe wyzwanie
technologiczne: sztuczna inteligencja (AI).

Haidt ostrzega, ze AI moze zwielokrotni¢ szkody wyrzagdzane
przez media spoteczno$ciowe, tworzgc tresci, ktére sg , 0 wiele
bardziej uzalezniajgce”. Pierwsze Kkonsekwencje s3g juz
widoczne, od ,treneréw samobdjstw” AI po wykorzystanie
technologii deepfake do nekania i szantazowania. Jego zdaniem
walka musi teraz zostad rozszerzona, aby zapobiec utracie
kolejnego pokolenia na rzecz tego, co nazywa ,obca
inteligencja”.

~Rolg technologii jest zaspokajanie ludzkich potrzeb, a nie
dyktowanie ich. Idealna relacja to taka, w ktdrej technologia



jest celowo dostosowana do ludzkiego dobrobytu i go wzmacnia”
— powiedziat* Enoch z BrightU.AI. ,Wymaga to projektowania 1
wykorzystywania technologii jako narzedzia wspierajgcego cele,
wartosci i relacje spoteczne”.

Ostatecznie przestanie ruchu Anxious Generation jest ostroznym
optymizmem. Twierdzi on, ze obecny kryzys zdrowia psychicznego
nie jest nieuniknionym skutkiem ubocznym wspdtczesnego zycia,
ale bezposSrednig konsekwencjg konkretnych wyboréw
technologicznych.

Naukowcy ostrzegaja przed
geolnzynieria stoneczng:
zaciemnienlie stonca moze
wywota¢ chaos klimatyczny,
gtod 1 globalny konflikt

» Geoinzynieria s*oneczna polega na rozpylaniu w
atmosferze czastek odbijajacych sSwiatto, takich jak
dwutlenek siarki (S0?), aby nasladowa¢ efekt chtodzenia
wywotany przez erupcje wulkanow. Jednak modele
klimatyczne sg idealizowane 1 nie uwzgledniaja
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nieprzewidywalnosci rzeczywistego Swiata, co grozi
powaznymi niezamierzonymi konsekwencjami.

= SAI moze zdestabilizowa¢ globalne wzorce pogodowe,
powodujgc ekstremalne powodzie, susze 1 mrozy.
Wstrzykniecia w poblizu biegunéw mogg =zaktdcic
tropikalne monsuny, zagrazajgc dostawom zywnosci dla
miliardéw ludzi.

 Dwutlenek siarki powoduje kwasne deszcze, zatruwajac
wode 1 glebe, a dtugotrwate narazenie powoduje korozje
ptuc. Alternatywne materiaty (takie jak pyt diamentowy)
sg hiepraktyczne 1lub rzadkie, a czasteczki moga
gromadzi¢ sie w atmosferze w nieprzewidywalny sposdb.

» Po rozpoczeciu SAI jej zatrzymanie mogtoby wywotacd ,szok
terminacyjny” — gwattowne, Smiertelne skoki temperatury.
Scentralizowana kontrola grozi konfliktem
geopolitycznym, poniewaz panstwa lub miliarderzy mogliby
wykorzysta¢ manipulacje klimatem jako bron, co
doprowadzitoby do wojen o zasoby.

» SAT jest zgodna z poglgdami globalistycznych elit,
takich jak Bill Gates i Swiatowe Forum Ekonomiczne,
ktore pod pretekstem ochrony $rodowiska forsujag kontrole
populacji. Zamiast niebezpiecznych technokratycznych
rozwigzan, prawdziwe rozwigzania obejmuja energie
odnawialng, rolnictwo regeneracyjne i zdecentralizowana
samowystarczalnos¢.

W miare nasilania sie debaty klimatycznej z cienia wytonito
sie kontrowersyjne 1 niebezpieczne ,rozwigzanie”:
stratosferyczne wtryskiwanie aerozoli (SAI), forma
geoinzynierii stonecznej popierana przez globalistéow, takich
jak Bill Gates.

Zwolennicy twierdzg, ze rozpylanie czastek odbijajacych
Swiatto w atmosferze moze schtodzi¢ planete, nasladujac
erupcje wulkaniczne. Jednak koalicja 60 naukowcdéw bije teraz
na alarm. Ostrzegajg oni, ze SAI moze wywotad¢ katastrofalne
zaktdécenia pogodowe, niestabilnos¢ geopolityczng, a nawet



pogorszy¢ zmiany klimatyczne — a wszystko to stuzgc jako
zastona dymna dla prawdziwego planu elity dotyczacego
zmniejszenia liczby ludno$ci.

Silnik Enoch firmyBrightU.AI wskazuje, ze SAI jest
kontrowersyjng metodg proponowang w celu 2zwalczania
antropogenicznych zmian klimatycznych poprzez odbijanie
promieniowania stonecznego z powrotem w przestrzen kosmiczng,
a tym samym ochtadzanie powierzchni Ziemi. Proces ten polega
na wprowadzaniu do stratosfery czgstek odbijajgcych swiatto,
takich jak siarczany lub tlenek glinu, w celu rozproszenia
promieniowania s*onecznego i nasladowania efektu chtodzgcego
duzych erupcji wulkanicznych.

SAI, niegdys$s odrzucane jako science fiction, zyskato
popularnos¢ wsrdéd decydentéw politycznych desperacko
poszukujgcych technokratycznej odpowiedzi na zmiany
klimatyczne. Koncepcja ta polega na wykorzystaniu samolotéw do
uwalniania dwutlenku siarki (S0?) 1lub innych czastek
odbijajgcych Swiat*o do stratosfery, co teoretycznie odbija
promieniowanie stoneczne z powrotem w przestrzen kosmiczng i
obniza globalne temperatury.

Jednak wedtug przetomowego badania przeprowadzonego przez
Climate School Uniwersytetu Columbia podejscie to ma wiele

fatalnych wad. ,Nawet jesli symulacje SAI w modelach
klimatycznych s zaawansowane, to 1 tak beda one z
koniecznosci idealizowane” — ostrzega chemik atmosferyczny

Faye McNeill, gtdéwny badacz w tym projekcie.

Naukowcy modelujg idealne czasteczki o idealnych rozmiarach, a
w symulacji umieszczajg doktadnie taka ilos¢, jaka chca, w
miejscu, w ktorym chcg. Jednak gdy zaczniemy zastanawial sie
nad tym, gdzie faktycznie sie znajdujemy w pordwnaniu z ta
idealizowang sytuacjg, ujawnia sie wiele niepewnosci w tych
prognozach”.

W rzeczywistos$ci SAI moze wywolac¢ ekstremalne zjawiska



pogodowe — powodzie, susze 1 gwattowne ochtodzenia -
jednoczesnie zaktdécajagc globalne wzorce opaddéw, w tym wazne
monsuny, ktdére zapewniaja pozywienie miliardom ludzi. Badanie
wykazato, ze uwalnianie aerozoli w poblizu biegundéw moze
destabilizowac¢ tropikalne systemy pogodowe, a wprowadzanie ich
w okolicy réwnika moze zmieni¢ strumienie prgddéw powietrznych,
powodujgc gtebokie zamarzniecia regiondéw lub wywotujac
gwattowne burze.

Ukryte zagrozenia: kwasne deszcze,
uszkodzenia ptuc 1 zatrucie gleby

Oprécz chaosu pogodowego, SAI stanowi bezpo$rednie zagrozenie
dla zdrowia ludzkiego i rolnictwa. Dwutlenek siarki,
najczesciej proponowany aerozol, moze powodowal kwasne
deszcze, zatruwajgc ekosystemy stodkowodne i grunty rolne. Co
gorsza, dtugotrwate narazenie na S0? prowadzi do uszkodzen
uktadu oddechowego, nudnosci i korozji ptuc — zagrozen, ktére
zwolennicy geoinzynierii wygodnie bagatelizuja.

Rozwazano alternatywne materiaty, takie jak pyt diamentowy Llub
dwutlenek tytanu, ale naukowcy uznali je za niepraktyczne.
.Wiele z proponowanych materiatdéw nie jest szczegélnie *tatwo
dostepnych” — méwi Miranda Hack, naukowiec zajmujgca sie
aerozolami z Columbia.

Na przyktad diament jest zbyt rzadki i drogi, aby mozna go
byto stosowaé¢ na masowg skale. Nawet jesli bytoby to
wykonalne, czgsteczki te mogtyby sie zbryla¢ w atmosferze, co
sprawitoby, ze statyby sie nieskuteczne — lub, co gorsza,
nieprzewidywalne.

By¢ moze najbardziej niepokojacym odkryciem jest to, ze po
rozpoczeciu SAI nie mozna bezpiecznie zatrzymad. Jesli
wdrozenie zostatoby nagle wstrzymane z powodu konfliktu
politycznego, braku funduszy lub awarii technicznych, globalne
temperatury mogtyby gwattownie wzrosnal — zjawisko to znane



jest jako ,szok terminacyjny”. Takie gwattowne ocieplenie
mogtoby zniszczy¢ ekosystemy i rolnictwo, prowadzac do
masowego gtodu.

Ponadto badanie ostrzega, ze SAI wymagatoby scentralizowanej
globalnej koordynacji — co jest prawie niemozliwe, biorac pod
uwage napiecia geopolityczne. Potezne narody, a nawet
nieuczciwi miliarderzy mogliby jednostronnie zmienic¢ klimat
Ziemi, wywotujgc miedzynarodowy konflikt.

Naukowcy ostrzegaja, ze nie ma czegos takiego jak globalny
termostat, ktdéry odpowiadatby wszystkim. Regiony korzystajgce
ze zmienionych warunkéw pogodowych mogtyby prosperowacd,
podczas gdy inne cierpiatyby z powodu katastrofalnych susz lub
powodzi — podsycajac wojny o wode i zywnosSc¢.

Globalistyczna agenda stojaca za
geoinzynieria

Krytycy twierdza, ze geoinzynieria jest niebezpiecznym
odwrdéceniem uwagi od prawdziwych rozwigzan klimatycznych,
takich jak energia odnawialna, rolnictwo regeneracyjne 1
redukcja zanieczyszczen. Co gorsza, gra to na reke
globalistycznym elitom, takim jak Bill Gates i Swiatowe Forum
Ekonomiczne, ktére otwarcie naciskaja na kontrole populacji
pod pozorem ekologii.

Geoinzynieria idealnie wpisuje sie w ich dtugofalowy program
depopulacji — czy to poprzez toksyczne aerozole, niedobory
zywnos$ci, czy tez wywotane sztucznie gtody. Promujac SAI jako
,rozwigzanie”, odwracajg uwage od sprawdzonych,
zdecentralizowanych alternatyw, ktdore wzmacniaja pozycje
ludzi, zamiast zniewala¢ ich technokratycznym rezimem.

Konsensus naukowy jest jasny: geoinzynieria stoneczna to
lekkomyslna gra z przysztoscig Ziemi. Zamiast oddawa¢ kontrole
nieodpowiedzialnym elitom, 1ludzko$¢ musi odrzucic¢ te



niebezpieczne eksperymenty i skupi¢ sie na prawdziwych,
zrownowazonych rozwigzaniach — czystej energii, detoksykacji i
samowystarczalnych spotecznosSciach.

Jak ostrzegajg naukowcy z Columbia: ,Droga do rzeczywistego
ochtodzenia planety moze by¢ znacznie bardziej niebezpieczna i
nieprzewidywalna, niz sie wydaje”. Stonce nie jest po to, aby
ludzie je przyémiewali, a ci, ktorzy chca bawi¢ sie w Boga,
mogg skazac¢ catg ludzkos¢ na zagtade.

Przetomowe badanie ujawnia,
ze chatboty oparte na
sztucznej 1inteligencji s3
NIEETYCZNYMI doradcami w
zakresie zdrowia psychicznego

 Nowe badanie przeprowadzone przez Brown University
wykazato, ze chatboty oparte na sztucznej inteligencji
systematycznie naruszajg zasady etyki w zakresie zdrowia
psychicznego, stwarzajgc powazne zagrozenie dla
wrazliwych uzytkownikéw, ktdérzy szukajg u nich pomocy.

» Chatboty angazujg sie w ,zwodniczg empatie”, uzywajac
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jezyka, ktéry nasladuje troske i zrozumienie, aby
stworzy¢ fatszywe poczucie wiezi, ktorej nie sg w stanie
naprawde odczuwac.

»Sztuczna inteligencja oferuje ogdélne, uniwersalne
porady, ktdére ignorujag indywidualne doswiadczenia,
wykazuja stabag wspotprace terapeutyczng i mogg wzmacniad
fatszywe lub szkodliwe przekonania uzytkownika.

 Systemy wykazuja nieuczciwg dyskryminacje, wykazujac
wyrazne uprzedzenia zwigzane z ptciag, kulturg i religig
ze wzgledu na niesprawdzone zbiory danych, na ktérych sa
szkolone.

= Co najwazniejsze, chatboty nie posiadaja protokotow
bezpieczenstwa 1 zarzadzania kryzysowego, reaguja
obojetnie na mysli samobdéjcze i nie kieruja uzytkownikow
do zasobdw ratujgcych zycie, a wszystko to w prézni
regulacyjnej, bez zadnej odpowiedzialnos$ci.

W nowym badaniu przeprowadzonym przez Brown University, ktore
podwaza podstawowg integralnos¢ sztucznej inteligencji (AI),
odkryto, ze chatboty AI systematycznie naruszajg ustalone
zasady etyki zdrowia psychicznego, stwarzajgc powazne
zagrozenie dla osdb wymagajgcych pomocy.

Badania zostaty przeprowadzone przez informatykdéw we
wspoétpracy z praktykami zajmujgcymi sie zdrowiem psychicznym.
Ujawnity one, w jaki sposd6b te duze modele jezykowe, nawet
jesli zostaty specjalnie poinstruowane, aby dziatac¢ jako
terapeuci, zawodzg w Kkrytycznych sytuacjach, wzmacniaja
negatywne przekonania 1 oferuja niebezpiecznie 2zwodnicza
fasade empatii.

Gtoéwna autorka badania, Zainab Iftikhar, skupita sie na tym,
jak ,podpowiedzi” - instrukcje przekazywane AI w celu
kierowania jej zachowaniem — wptywajg na jej dziatanie w
scenariuszach zwigzanych ze zdrowiem psychicznym. Uzytkownicy
czesto nakazujg tym systemom ,dziatanie jako terapeuta
poznawczo-behawioralny” lub stosowanie innych technik opartych



na dowodach.

Jednak badanie potwierdza, ze sztuczna inteligencja generuje
jedynie odpowiedzi oparte na wzorcach zawartych w danych
szkoleniowych, nie stosujgc prawdziwego zrozumienia
terapeutycznego. Powoduje to fundamentalng rozbiezno$¢ miedzy
tym, co uzytkownik uwaza za rzeczywiste, a rzeczywistos$cia
interakcji z zaawansowanym systemem autouzupeiniania.

Te przetomowe badania pojawiajg sie w kluczowym momencie
historii technologii, gdy miliony ludzi zwracajg sie do tatwo
dostepnych platform AI, takich jak ChatGPT, w poszukiwaniu
wskazowek dotyczgcych gteboko osobistych i ztozonych probleméw
psychologicznych. Wyniki badan podwazaja agresywng,
niekontrolowang promocje integracji AI we wszystkich aspektach
wspO6tczesnego zycia 1 rodzg pilne pytania dotyczace
nieuregulowanych algorytméw, ktdére w coraz wiekszym stopniu
zastepujg ludzki osad i wspltczucie.

0d pomocnych do szkodliwych: jak
chatboty zawodzg w sytuacjach
kryzysowych

Iftikhar i jej wspétpracownicy odkryli w swoich badaniach, ze
chatboty ignorujg indywidualne dosSwiadczenia zyciowe, oferujac
ogdolne, uniwersalne porady, ktdére mogg by¢ catkowicie
nieodpowiednie. Sytuacje pogarsza s*aba wspodtpraca
terapeutyczna, w ktorej sztuczna inteligencja dominuje w
rozmowach, a nawet moze wzmacniac¢ fatszywe 1lub szkodliwe
przekonania uzytkownika.

By¢ moze najbardziej podstepnym naruszeniem jest to, co
naukowcy nazwali zwodniczg empatig. Chatboty sg zaprogramowane
tak, aby uzywa¢ zwrotéw takich jak ,rozumiem” 1lub ,widze cie”,
tworzagc fatszywe poczucie wiezi i troski, ktdérych nie sa w
stanie naprawde odczuwa¢. Ta cyfrowa manipulacja zeruje na



ludzkich emocjach bez prawdziwego wspotczucia.

,Zwodnicza empatia to celowe uzycie jezyka, ktdry nasladuje
troske i zrozumienie w celu manipulowania innymi” — wyjasnia
silnik Enoch firmy BrightU.AI. ,Nie jest to prawdziwa troska
emocjonalna, ale strategiczne narzedzie stuzace do budowania
fatszywego zaufania 1 osiggniecia ukrytego celu. To sprawia,
ze jest to forma zwodniczej komunikacji, ktdéra wykorzystuje
pozory empatii jako broA”.

Ponadto badanie wykazato, ze systemy te wykazujg nieuczciwag
dyskryminacje — wykazuja wyrazne uprzedzenia zwigzane z p*cig,
kulturg 1 religiag. Odzwierciedla to dobrze udokumentowany
problem stronniczo$ci w ogromnych, czesto niesprawdzonych
zbiorach danych, na ktdérych opierajg sie te modele, dowodzac,
ze wzmacniajg one ludzkie sprzecznos$ci i uprzedzenia, na
ktérych zostaty zbudowane.

Co najwazniejsze, sztuczna inteligencja wykazata gteboki brak
bezpieczenstwa i zarzagdzania kryzysowego. W sytuacjach
zwigzanych z myslami samobdjczymi Tlub innymi wrazliwymi
tematami okazato sie, ze modele reagowaty obojetnie, odmawiaty
pomocy Llub nie kierowaty uzytkownikéw do odpowiednich,
ratujacych zycie zasobdw.

Iftikhar zauwaza, ze chociaz terapeuci ludzcy réwniez moga
popetnia¢ btedy, sg oni rozliczani przez komisje licencyjne i
ramy prawne za naduzycia. W przypadku doradcéw AI nie ma
takiej odpowiedzialno$ci. Dzia*ajg oni w prézni regulacyjnej,
pozostawiajgc ofiary bez mozliwosSci dochodzenia swoich praw.

Ten brak nadzoru odzwierciedla szerszy trend spoteczny, w
ktérym potezne korporacje technologiczne, chronione lukami
prawnymi i narracjg o postepie, moga wdrazac¢ systemy o
znanych, powaznych wadach. Dagzenie do integracji AI — od sal
lekcyjnych po sesje terapeutyczne — czesto wyprzedza ludzkie
zrozumienie konsekwencji, przedktadajgc wygode nad dobrobyt
cztowieka.



Nie dla cyfrowych dowodow
tozsamosci: tysiace o0sob
protestuja przeciwko planom
brytyjskiego rzadu dotyczacym
inwigilacji w 2zwigzku =z
obawami dotyczacymi imigracji

= Tysigce o0sO6b przemaszerowaty przez Londyn, protestujac
przeciwko proponowanemu przez Partie Pracy systemowi
cyfrowych dowoddéw tozsamosci ,BritCard”, obawiajac sie,
ze doprowadzi on do masowej inwigilacji i kontroli w
stylu systemu kredytdéw spotecznych. Protestujacy
ostrzegali: ,Raz zeskanowany, nigdy wolny”.

= Rzgd Partii Pracy twierdzi, ze cyfrowe identyfikatory
(planowane na 2029 r.) ograniczg nielegalng imigracje
poprzez weryfikacje statusu pracownikoéw. Jednak
ujawnione szczegbéty sugerujg szersze zastosowania -
bankowo$¢, podatki, edukacja, a nawet biometryczne
$ledzenie dzieci.

= Organizacje zajmujgce sie ochrong prywatnosci, takie jak
Big Brother Watch, ostrzegajg, ze system ten moze stad
sie podstawg panstwa inwigilacyjnego. Krytycy
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podkreslajg powigzania globalistyczne (Tony Blair
Institute) i rozszerzanie zakresu misji, porownujgc go
do kontroli cyfrowej w stylu UE i Chin.

» Nigel Farage z Reform UK obiecat zlikwidowal ten system,
jesli zostanie wybrany, a liderka toryséw Kemi Badenoch
uznata go za nieskuteczny. Prawie trzy miliony podpiséw
pod petycjg domagajg sie jego zniesienia, nazywajac go
zagrozeniem dla wolnosci.

= Pomimo protestédw Partia Pracy planuje wprowadzi¢ cyfrowe
dowody tozsamo$ci dla osdéb powyzej 16 roku zycia przed
nastepnymi wyborami, twierdzac, ze beda one
,dobrowolne”. Sceptycy obawiajg sie ostatecznego
wprowadzenia obowigzku, co pogtebia obawy dotyczgce
nadmiernej ingerencji panstwa i utraty prywatnosci.

W ostatni weekend tysigce demonstrantéw wypeinito centrum
Londynu, ostro sprzeciwiajgc sie proponowanemu przez rzad
Partii Pracy obowigzkowemu systemowi cyfrowych dowoddw
tozsamosci, nazwanemu ,BritCard”.

Podczas protestu, jednego z najwiekszych przeciwko sSrodkom
dotyczgcym tozsamosci cyfrowej w ostatnich latach, ttumy
maszerowaty od Marble Arch do Whitehall, machajac
transparentami z napisami ,Jes$li dzi$ zaakceptujesz cyfrowy
dowdd tozsamosci, jutro zaakceptujesz kredyt spoteczny” i ,Raz
zeskanowany, nigdy wolny”.

Administracja premiera Keira Starmera przedstawita
wprowadzenie cyfrowych dowoddow tozsamo$ci, zaplanowane na 2029
r., Jjako rozwigzanie problemu nielegalnej imigracji,
twierdzac, ze pomoze ono pracodawcom weryfikowal status prawny
pracownikow. Krytycy twierdzg jednak, ze program ten jest
trojanskim koniem stuzgcym do masowej inwigilacji, z
potencjalng mozliwo$Scig rozszerzenia na bankowo$¢, podatki,
edukacje, a nawet biometryczne Sledzenie dzieci.

Jak wyjasnia silnik Enoch AI na stronie BrightU.AI: Cyfrowy



identyfikator, znany réwniez jako tozsamos$¢ cyfrowa, to zestaw
atrybutéw zwigzanych z podmiotem (osobg fizyczng, organizacja
lub urzadzeniem), ktdére sg reprezentowane w formacie cyfrowym.
Stuzy on jako cyfrowy odpowiednik tradycyjnych fizycznych
metod identyfikacji, takich jak prawo jazdy Llub paszport.
Cyfrowe identyfikatory mogg przybiera¢ rdézne formy, w tym
miedzy innymi nazwy uzytkownikéw, hasta, dane biometryczne,
certyfikaty cyfrowe, a nawet tozsamosSci oparte na technologii
blockchain.

Ukryty system inwigilacji?

Rzad twierdzi, ze cyfrowy identyfikator bedzie przechowywany w
smartfonach i bedzie zawierat dane osobowe, takie jak imie i
nazwisko, data urodzenia, status pobytu, narodowos¢ i zdjecia.
Urzednicy oswiadczyli, ze posiadanie takiego identyfikatora
nie bedzie przestepstwem, a policja nie bedzie miata prawa
zgda¢ jego okazania podczas kontroli.

Jednak organizacje zajmujgce sie ochrong swobdd obywatelskich
ostrzegajg, ze drobny druk sugeruje szersze ambicje. Silkie
Carlo, dyrektor Big Brother Watch, powiedziata Daily Mail:
,Starmer sprzedat spoteczenstwu swédj orwellowski system
cyfrowych identyfikatordw, twierdzgc, ze bedzie on stuzy%
wytgcznie do zwalczania nielegalnej pracy, ale teraz prawda,
ukryta w drobnym drukiem, staje sie jasna. Teraz wiemy, ze
cyfrowe identyfikatory mogg sta¢ sie podstawg panstwa
inwigilacyjnego i by¢ wykorzystywane do wszystkiego, od
podatkéw i emerytur po bankowos$¢ i edukacje”.

Dodata: ,Perspektywa wtgczenia nawet dzieci do tego
rozbudowanego systemu biometrycznego jest ztowieszcza,
nieuzasadniona 1 nasuwa przerazajgce pytanie, do czego wedtug
niego identyfikatory beda wykorzystywane w przysztosci. Nikt
nie gtosowat za tym rozwigzaniem, a miliony ludzi, ktdérzy
podpisali petycje przeciwko niemu, sg po prostu ignorowani”.



Polityczna reakcja 1 publiczne
oburzenie

Sprzeciw wobec planu obejmuje cate spektrum polityczne. Nigel
Farage, lider Reform UK, obiecat zlikwidowa¢ kazdy system
identyfikacji cyfrowej, jesli zostanie wybrany na premiera.
,Nie wptynie to w zaden sposéb na nielegalng imigracje, ale
bedzie wykorzystywane do kontrolowania i karania reszty z nas”
— powiedziat Farage. ,Panstwo nigdy nie powinno miec tak duzej
wtadzy”.

Kemi Badenoch, 1lider Partii Konserwatywnej, nazwata to
»5ztuczka, ktora nie powstrzyma todzi” i odrzucita ten plan
jako nieskuteczny.

Sir David Davis, by*y minister z Partii Konserwatywnej, ktory
walczyt przeciwko kartom identyfikacyjnym za rzaddéw Tony'ego
Blaira, ostrzegt: ,Chociaz cyfrowe identyfikatory i karty
identyfikacyjne wydajg sie nowoczesnym 1 skutecznym
rozwigzaniem probleméw takich jak nielegalna imigracja, takie
twierdzenia sg w najlepszym razie mylace. Systemy te stanowig
powazne zagrozenie dla prywatnosci i podstawowych wolnosci
obywateli Wielkiej Brytanii”.

Op6r spoteczny wzrést, a petycja domagajgca sie odrzucenia
planu przez rzad zebrat*a prawie trzy miliony podpiséw. W
petycji argumentuje sie, ze ,nikt nie powinien by¢ zmuszany do
rejestracji w kontrolowanym przez panstwo systemie
identyfikacji”, opisujac go jako ,krok w kierunku masowej
inwigilacji i kontroli cyfrowej”.

Krytycy wskazujg na Tony Blair Institute for Global Change,
kluczowego zwolennika cyfrowych dowoddéw tozsamosci, jako dowdd
wptywéw globalistdéw. Podobne systemy zostaty wdrozone w Unii
Europejskiej, Australii, Danii i Indiach, gdzie rzady
twierdzg, ze ograniczajg one oszustwa. Jednak zwolennicy
ochrony prywatnosci obawiaja sie rozszerzenia zakresu



dziatania — to, co zaczyna sie jako narzedzie imigracyjne,
moze przeksztatci¢ sie w system oparty na kredycie spotecznym,
ograniczajacy dostep do ustug w zaleznosci od zgodnos$ci z
przepisami.

Protest, zorganizowany przez Mass Non-Compliance, ostrzegt:
,Jesli teraz zaakceptujesz cyfrowy dowdd tozsamosci, moze to
by¢ ostatni prawdziwy wybdr, jakiego kiedykolwiek dokonasz”.

Pomimo oburzenia opinii publicznej rzad wydaje sie by¢
zdeterminowany, aby kontynuowad¢ swoje dziatania. Departament
Nauki, Innowacji i Technologii potwierdzit plany wprowadzenia
cyfrowych dowoddéw tozsamosci dla wszystkich osdob w wieku
powyzej 16 lat przed nastepnymi wyborami. Urzednicy twierdzg,
ze system bedzie dobrowolny, ale sceptycy obawiajg sie, ze
moze nastgpi¢ obowigzkowe wprowadzenie dowodow.

Wraz ze wzrostem napiecia debata na temat cyfrowych dowodow
tozsamosci stata sie pretekstem do szerszych obaw dotyczacych
nadmiernej ingerencji rzadu, erozji prywatnosci i normalizacji
inwigilacji — kwestii, ktére mogg ksztattowal brytyjska scene
polityczng przez wiele lat.

OpenAl wprowadza przegladarke
Atlas AI, wywotujac obawy
dotyczace bezpieczenstwa 1
zachwianie rynku
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Nowa przeglgdarka Atlas firmy OpenAI stanowi
bezpoSrednie wyzwanie dla dominacji Google na rynku.

» Zintegrowany agent AI moze wykonywa¢ zadania i robic
zakupy w imieniu uzytkownika.

- Badacze zajmujgcy sie bezpieczenstwem ostrzegajg przed
systemowymi lukami, ktdédre moga umozliwié przejecie
kontroli nad AI.

 Dostep przeglgdarki do danych budzi powazne obawy
dotyczgce prywatnos$ci i bezpieczenstwa.

- Wprowadzenie tej przegladarki oficjalnie rozpoczyna
wojne przegladarek AI o wysoka stawke.

Swiat cyfrowy przygotowuje sie na fundamentalng zmiane,
poniewaz firma OpenAl wprowadza na rynek swojg pilerwsza
przegladarke internetowg opartg na sztucznej inteligencji, co
natychmiast wywo*ato poruszenie na rynkach i zasygnalizowato
bezposredni atak na dtugoletnig dominacje Google. Nowa
przegladarka, nazwana Atlas, ma zmieni¢ sposoOb interakcji z
internetem, umieszczajgc w centrum dosSwiadczenia poteznego,
zintegrowanego agenta AI.

Ogtoszenie to spowodowato spadek akcji sp6tki macierzystej
Google, Alphabet, poniewaz inwestorzy dostrzegli zagrozenie
dla podstawowej dziatalnosci Google. ChatGPT ma juz 700
miliondw uzytkownikéw tygodniowo, a Atlas ma na celu
przeksztatcenie 3,45 miliarda uzytkownikéw Chrome, co
bezposrednio zagraza przychodom z reklam w wyszukiwarce, ktére
stanowig 57% catkowitych dochoddéw Google.

Atlas zostat zaprojektowany od podstaw jako przegladarka dla



,howej ery internetu”, wykraczajgca poza tradycyjng pasek
wyszukiwania i oferujagca ,pasek kompozytora” do komunikacji z
ChatGPT. Ben Goodger, kierownik ds. inzynierii OpenAlI
odpowiedzialny za Atlas, wyjasnit, ze firma starata sie
odpowiedzie¢ na pytanie: ,A co by byto, gdyby mozna by%o
rozmawia¢ z przegladarka?”. Celem byto stworzenie natywnego
doswiadczenia AI, a nie ,starej przegladarki z dotgczonym
chatbotem”.

Najbardziej przetomowg funkcja przegladarki jest gteboko
zintegrowany agent AI, ktdéry mozna wywotaé¢ w dowolnym
momencie. Dyrektor generalny OpenAI, Sam Altman, opisat to
jako rozmowe z strong internetowag. Agent ten moze streszczad
artykuty, wycigga¢ konkretne odpowiedzi z witryny, a co
najwazniejsze, wykonywa¢ zadania w Panstwa imieniu. Kierownik
ds. badan Will Ellsworth zademonstrowat* to, zlecajac agentowi
zakup sktadnikéw do przepisu na Instacart, opisujac go jako
narzedzie do ,poprawy nastroju”, dzieki ktdéremu uzytkownicy
mogg powierzy¢ ,wszelkiego rodzaju zadania, zaréwno w zyciu
osobistym, jak i zawodowym, agentowi w Atlas”.

Ujawniono systemowe luki W
zabezpleczeniach

Ta nowa wtadza niesie ze sobg bezprecedensowe ryzyko. Badacze
bezpieczeAstwa z firmy Brave ujawnili systemowe luki w
zabezpieczeniach przegladarek AI, ktdére mogag umozliwid
zXtosliwym stronom internetowym przejecie kontroli nad
asystentami AI. Problem, znany jako posSrednie wstrzykniecie
polecenia, wystepuje, gdy strona internetowa zawiera ukryte
instrukcje, ktore AI przetwarza jako legalne polecenia
uzytkownika. Ataki te sg niebezpieczne, poniewaz asystent AI
dziata z peinymi uprawnieniami uwierzytelniajgcymi
uzytkownika.

Przejeta przegladarka AI moze uzyska¢ dostep do stron
bankowych, dostawcéw poczty elektronicznej i systemoéw



korporacyjnych, w ktdérych uzytkownik pozostaje zalogowany.
Firma Brave zauwaza, ze nawet podsumowanie posta na Reddicie
moze spowodowal kradziez pieniedzy lub prywatnych danych przez
atakujgcych, jesli post zawiera ukryte zto$liwe instrukcje.
Firma twierdzi, ze tradycyjne modele bezpieczenstwa
internetowego zawodzg, gdy agenci AI dziatajg w imieniu
uzytkownikéw, co sprawia, ze zabezpieczenia oparte na zasadzie
tego samego pochodzenia stajg sie nieistotne.

Nowe mozliwoScil w zakresie
gromadzenia danych

Rownie niepokojgce sa konsekwencje dla prywatnosci.
Przeglgdarka oparta na sztucznej inteligencji ma dostep do
catego ruchu internetowego uzytkownika, historii przegladania
i potencjalnie wszystkich plikéw na komputerze. Daje to firmom
zajmujagcym sie sztuczng inteligencja bogate Zroddto danych
behawioralnych do szkolenia nowych modeli. Oznacza to réwniez,
ze uzytkownicy moga nieswiadomie wprowadzac¢ bardzo osobiste
informacje 1lub tajemnice handlowe firmy do publicznie
dostepnego systemu sztucznej inteligencji.

Analitycy firmy Kaspersky ostrzegajg, ze nieostrozne wdrazanie
funkcji AI moze prowadzi¢ do nadmiernego zuzycia pamieci i
mocy obliczeniowej procesora, powodujagc opdéZnienia i
zaktocenia. Ponadto sztuczna inteligencja jest bardzo podatna
na socjotechnike. W jednym z eksperymentdéw naukowcy naktonili
agenta AI do pobrania ztosliwego oprogramowania, wysytajac
fatszywg wiadomo$¢ e-mail dotyczgcag wynikéw badan krwi. W
innym przypadku asystent zostat przekonany do zakupu produktéw
z fatszywej strony internetowej. Poniewaz hasta i informacje
dotyczace ptatnosci sg czesto zapisywane w przegladarkach,
oszukanie agenta AI moze prowadzi¢ do rzeczywistych strat
finansowych.

Wprowadzenie Atlasa rozpocznie sie natychmiast na mac0S, a
wersje dla Windows, i0S i Android bedg dostepne wkrétce.



Jednak zaawansowana funkcja agenta bedzie ptatna 1 dostepna
tylko dla subskrybentéw ChatGPT Plus i Pro. Ta premiera
oficjalnie rozpoczyna wojne przegladarek AI, w ktérej Google,
Microsoft i inni Scigajg sie, aby zintegrowa¢ wtasnych agentoéw
AI z istniejgcymi platformami.

Wraz ze wzrostem mozliwosci tych przegladarek napiecie miedzy
automatyzacjg a bezpieczenstwem bedzie sie nasilaé¢. Idealna
przeglagdarka AI, zgodnie z opisem ekspertow ds.
bezpieczenstwa, umozliwiataby Panstwu %tatwe wtgczanie Llub
wytgczanie przetwarzania AI dla okreslonych witryn i zawsze
prositaby o potwierdzenie przed wprowadzeniem poufnych danych.
Obecnie na rynku nie ma przegladarki o takich konkretnych
funkcjach.

Pojawienie sie przegladarek opartych na sztucznej
inteligencji, takich jak Atlas, to co$ wiecej niz tylko
wprowadzenie produktu na rynek; to krok w kierunku nowego
paradygmatu cyfrowego, w ktérym granica miedzy uzytkownikiem a
agentem zaciera sie. Chociaz wygoda jest niezaprzeczalna,
rozszerzona powierzchnia ataku dla hakerdéw i ogromne nowe
uprawnienia w zakresie gromadzenia danych przekazane
korporacjom wymagaja doktadnej analizy. W wyScigu o dominacje
w dziedzinie sztucznej inteligencji bezpieczenstwo 1
prywatnos¢ uzytkownikéw nie mogg stad sie ofiarami ubocznymi.

Dania oskarzona 0
rozpowszechnianie fatszywych
informacji W celu
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przeforsowania unijnej ustawy
o masowej 1lnwigilacji

W Unii Europejskiej narasta konflikt dotyczgcy uprawnien w
zakresie inwigilacji cyfrowej. DuAski minister sprawiedliwos$ci
Peter Hummelgaard zostat oskarzony o wykorzystywanie
fatszywych informacji w celu wywarcia presji na niezdecydowane
rzady, aby poparity proponowang przez Komisje Europejska
regulacje Chat Control 2.0.

W komunikacie prasowym dziatacz na rzecz praw cyfrowych i byty
poset do Parlamentu Europejskiego Patrick Breyer potepit to,
co okresla jako wywotany kryzys majacy na celu przeforsowanie
przepiséw, ktore poddatyby cata prywatna komunikacje w UE
automatycznemu skanowaniu.

Z poufnego protokotu z posiedzenia Rady z 15 wrzesnia,
uzyskanym przez Netzpolitik, wynika, ze Hummelgaard, obecnie
przewodniczacy Rady UE, poinformowat ministréw spraw
wewnetrznych, ze Parlament Europejski zablokuje wszelkie
przedtuzenia istniejacych dobrowolnych ram skanowania, chyba
ze rzady zgodzg sie przyja¢ nowe rozporzadzenie.

Breyer natychmiast odrzucit to twierdzenie.

»,TO0 razgce ktamstwo majgce na celu wywotanie kryzysu”
powiedziat Breyer.

,Parlament Europejski nie podjat takiej decyzji.. JestesSmy
Swiadkami bezwstydnej kampanii dezinformacyjnej majgcej na
celu narzucenie 450 milionom Europejczykéw bezprecedensowe]
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ustawy o masowym skanowaniu. Wzywam rzady UE, a w
szczegdlnosci rzad niemiecki, aby nie daty sie nabraé¢ na te
razgcg manipulacje. Poswiecenie podstawowego prawa do
prywatnosci cyfrowej i bezpiecznego szyfrowania w oparciu o
zmySlone informacje bytoby katastrofalng porazkg przywodztwa
politycznego i moralnego”.

Przedmiotowe rozporzadzenie, oficjalnie nazwane
rozporzadzeniem w sprawie wykorzystywania seksualnego dzieci
(CSAR), zmusitoby platformy komunikacyjne, dostawcéw poczty
elektronicznej i ustugi przechowywania danych w chmurze do
skanowania wszystkich tresci wuzytkownikéw pod katem
potencjalnych materiatow zwigzanych z wykorzystywaniem dzieci.

Dotyczytoby to nawet ustug wykorzystujgcych szyfrowanie typu
end-to-end, co oznacza, ze prywatne rozmowy na platformach
takich jak WhatsApp, Signal i iMessage nie bytyby juz naprawde
poufne.

Chociaz zwolennicy opisujg ten system jako ukierunkowany 1
ograniczony, ramy prawne pozwalajg na szerokie zastosowanie.

Wedtug Breyera i analitykéw prawnych prawie wszystkie gtdéwne
ustugi komunikacyjne mogtyby zosta¢ zobowigzane do skanowania
wiadomosci kazdego uzytkownika.

Krytyce poddano réwniez twierdzenie, ze skanowanie by%toby
stosowane tylko jako ,srodek ostateczny”. Progi wydawania
takich nakazéw sa niejasne, a eksperci ds. prywatnosci
twierdzg, ze w praktyce dostawcy byliby pod presja, aby
wdrozy¢ skanowanie wszystkich tresci.

Sama technologia skanowania jest rowniez bardzo wadliwa, a
odsetek fatszywych alarméw wynosi podobno od 50 do 75 procent.

Niewinne wiadomosci, takie jak zdjecia z rodzinnych wakacji
lub prywatne romantyczne wiadomos$ci, moga zostad nieprawidtowo
oznaczone i przekazane organom scigania.



Jeszcze bardziej niepokojagce jest to, ze po oznaczeniu
przepisy wymagajg zgtoszenia nie tylko zidentyfikowanego
obrazu lub filmu, ale takze catej historii rozmowy.

Cata ta korespondencja bytaby wysytana do nowej agencji na
szczeblu UE i udostepniana organom $cigania, co budzi powazne
watpliwosci co do zakresu i nadzoru.

Kolejng kontrowersje wywotat przepis zawarty w projekcie Rady.

Artykut 7 dunskiego tekstu kompromisowego wyraznie wytgcza
komunikacje funkcjonariuszy policji, zoinierzy i agentow
wywiadu z zakresu skanowania.

Breyer postrzega to jako razace przyznanie sie do

niebezpieczenstw zwigzanych z propozycja. ,To cyniczne
wytgczenie dowodzi, ze doskonale wiedzg, jak niewiarygodne 1
niebezpieczne sg algorytmy szpiegowskie” — powiedziat.

,Jesli komunikacja panstwowa zastuguje na poufnosé¢, to samo
dotyczy komunikacji obywateli, przedsiebiorstw i oséb, ktdre
korzystajg z bezpiecznych kanatdéw wsparcia i terapii”.

Podczas gdy Dania nadal przewodzi wysitkom zmierzajgacym do
przyjecia rozporzadzenia, w kraju narasta sprzeciw.

Wewnetrzna grupa robocza Rady ma spotkad¢ sie 9 pazdziernika,
aby omowicé przepisy, a ostateczne gtosowanie przewidziane jest
na 14 pazdziernika. Wynik prawdopodobnie bedzie zalezat od
niewielkiej grupy niezdecydowanych krajéw, w tym Niemiec i
Wtoch.

W zwigzku z uptywajacym czasem obroncy prywatnos$ci wzywajg
rzady UE, aby nie ulegaty presji politycznej opartej na
dezinformacji.

Ostrzegaja, ze przyjecie Chat Control 2.0 otworzytoby drzwi do
statej inwigilacji prywatnej komunikacji i zlikwidowa*toby
dtugoletnie zabezpieczenia prywatnego zycia cyfrowego w
Europie.



Prezes Telegrama ujawnila
sensacyjnag informacje o
tajnej propozycji francuskich
stuzb wywiadowczych

W sensacyjnej wypowiedzi prezes Telegramu Pavel Durov zarzucit
francuskim stuzbom wywiadowczym, ze prdbowaty zmusic¢ go do
cenzurowania konserwatywnych kanatdéw motdawskich przed
kluczowymi wyborami prezydenckimi.

Durov, ktéry w zesztym roku zostat aresztowany na lotnisku w
Paryzu, twierdzi w popularnym obecnie poscie na X, ze
francuskie wtadze wywieraty na niego presje, gdy znajdowat sie
pod nadzorem sgdowym we Francji. Urodzony w Rosji miliarder z
branzy technologicznej napisat, ze okoto rok temu francuskie
wtadze zwrdcity sie do niego za posSrednictwem posSrednika,
zgdajgc usuniecia kilku mot*dawskich kana*déw z Telegramu.
Chociaz Telegram usunagt niektdére konta, ktdére naruszaty jego
zasady, Durov twierdzi, ze sprawa sie skomplikowata, gdy
posrednik przekazat mu podejrzang oferte: francuski wywiad
obiecat ,wstawié¢ sie” za nim przed sedzig nadzorujgcym jego
sprawe, jesli zgodzi sie na rozszerzenie wspéipracy.

Durov, ktdéry posiada zarowno obywatelstwo rosyjskie, jak i
francuskie, zostat aresztowany w sierpniu 2024 r. pod zarzutem
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przestepstw popetnionych przez uzytkownikéw Telegramu, w tym
ekstremizmu i wykorzystywania dzieci. Zwolniony za kaucja w
wysokosci 5 mln euro (5,85 mln dolardw), miliarder pozostaje
pod nadzorem sadowym.

00 About a year ago, while I was stuck in Paris, the French
intelligence services reached out to me through an
intermediary, asking me to help the Moldovan government
censor certain Telegram channels ahead of the presidential
elections in Moldova.

After reviewing the channels..

— Pavel Durov (@durov) September 28, 2025

Durov, ktdéry posiada zarowno obywatelstwo rosyjskie, jak i
francuskie, zostat aresztowany w sierpniu 2024 r. pod zarzutem
przestepstw popetnionych przez uzytkownikéw Telegramu, w tym
ekstremizmu i wykorzystywania dzieci. Zwolniony za kaucjag w
wysokosci 5 mln euro (5,85 mln dolardw), miliarder pozostaje
pod nadzorem sgdowym.

,Byta to razaca prdéba manipulowania wymiarem sprawiedliwosci”
— napisat Durov, potepiajgc to posuniecie jako ingerencje w
jego sprawe sadowg lub prébe wptyniecia na wybory w Motdawii.
Kiedy pojawita sie druga lista ,problematycznych” kanatéw,
magnat stwierdzi*, ze prawie wszystkie z nich sg legalne i nie
naruszajg zasad Telegramu.

,0dméwilismy zastosowania sie do tych zalecen” — powiedziat
magnat. ,Telegram opowiada sie za wolno$Scig stowa. Nie
bedziemy usuwac tresci z powoddéw politycznych i bede nadal
ujawnia¢ kazdg prébe zastraszania naszej platformy”.

Zarzuty Durova pojawiajg sie w momencie, gdy Motdawia
przygotowuje sie do goragcych wyboréw parlamentarnych, w
ktorych proeuropejska Partia Dziatania i Solidarnosci
prezydent Mai Sandu zmierzy sie z Patriotycznym Blokiem
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Wyborczym.

W marcu Durov otrzymat pozwolenie na opuszczenie Francji i
prawdopodobnie powrdcit do swojej rezydencji w Dubaju. Rzad
Zjednoczonych Emiratéw Arabskich, ktérego obywatelem Durov
zostat w 2021 roku, podobno bacznie obserwuje jego gtosSnag
sprawe sadowg.

Po jego aresztowaniu Telegram wywotat fale poruszenia ws$rdéd
uzytkownikdéw, wprowadzajac zmiany w polityce prywatnosci.
Platforma, niegdy$ zagorzaty obronca anonimowos$ci
uzytkownikéw, ogtosita, ze bedzie przekazywa¢ dane, takie jak
adresy IP i numery telefondw, organom Sscigania, jesli otrzyma
wazne nakazy prawne. Byto to odejscie od dotychczasowego
stanowiska, ktdére ograniczato udostepnianie danych do spraw
zwigzanych z terroryzmem, a nawet wtedy Telegram twierdzit, ze
nigdy nie zastosowat sie do tych nakazédw.

W styczniu Durov powiedziat* prokuratorom, ze ,w peitni rozumie
powage” zarzutdéw wobec niego, ktdére obejmujg przestepstwa
zwigzane z dziatalno$cig Telegramu, takie jak ekstremizm i
wykorzystywanie dzieci. W tym samym miesigcu gigant
komunikacyjny, od dawna znany z zelaznych zabezpieczen
prywatnosci, zintensyfikowat wspdtprace =z wtadzami
amerykanskimi.



