
Szczepionka  AstraZeneca  na
COVID-19  jest  wytwarzana  z
poaborcyjnej  ludzkiej  tkanki
płodowej

Nowy filmik z analizy etykiety szczepionki na COVID-19 od
AtraZeneca ujawnia, że ​​jest ona wykonana z MRC-5, szczepu
usuniętej ludzkiej tkanki płodowej.

Film został pierwotnie opublikowany na Instagramie. Prowadzi
widza  do  bliższego  przyjrzenia  się  oznakowaniu  opakowania
szczepionki AtraZeneca na COVID-19, zaczynając od oznaczenia
ChAdOx1-S (rekombinowane) na etykiecie. Ten składnik prowadzi
widza  do  króliczej  dziury  w  badaniach  online,  ostatecznie
odkrywając,  że  rekombinowane  szczepy  użyte  w  szczepionce
wyrosły  z  poaborcyjnej  tkanki  płodowej  14-tygodniowego
poronionego dziecka.

Szczepionki to medyczny kanibalizm
Nie mogą być koszerne i nie mogą być chrześcijańskie. Każdy,
kto  przyjmuje  szczepionkę  z  poaborcyjnej  ludzkiej  tkanki
płodowej,  wspiera  ciągłe  morderstwa  i  pobieranie  narządów
niemowląt,  wspierając  finansowo  przemysł  handlu  częściami
ludzkiego  ciała,  w  tym  Planned  Parenthood  i  producentów
szczepionek.

Ile dzieci musiało umrzeć, aby przemysł szczepionkowy mógł
zarobić miliardy na uzbrojonej plandemii?
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Poniżej filmik w j. angielskim:

„Wielki  Reset”  staje  się
trendy  na  Twitterze  po
słowach  Justina  Trudeau,  że
pandemia  koronawirusa
zapewniła „szansę”

„Wielki Reset” zaczął zyskiwać na popularności na Twitterze po
tym,  jak  kanadyjski  premier  Justin  Trudeau  powiedział,  że
pandemia koronawirusa dała „okazję do resetu”.

Trudeau  powiedział  to  podczas  wideo  konferencji  ONZ  we
wrześniu, ale te słowa tylko wzbudzają zainteresowanie.

„Odbudowanie  lepszego  oznacza  uzyskanie  wsparcia  dla
najsłabszych, przy jednoczesnym utrzymaniu tempa w realizacji
agendy  zrównoważonego  rozwoju  do  roku  2030  i  celów
zrównoważonego  rozwoju”  –  powiedział  Trudeau.

„Ta pandemia stała się okazją do zresetowania – to nasza
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szansa na przyspieszenie naszych przedpandemicznych wysiłków,
aby  na  nowo  wyobrazić  sobie  systemy  gospodarcze,  które
faktycznie  zajmują  się  globalnymi  wyzwaniami,  takimi  jak
skrajne ubóstwo, nierówności i zmiany klimatyczne” – dodał.

https://twitter.com/derf_anon/status/1327967377447936001?ref_s
rc=twsrc%5Etfw%7Ctwcamp%5Etweetembed%7Ctwterm%5E13279673774479
36001%7Ctwgr%5E&ref_url=https%3A%2F%2Fwww.infowars.com%2Fposts
%2Fthe-great-reset-trends-on-twitter-after-justin-trudeau-
says-corona-pandemic-has-provided-opportunity%2F
Wielu użytkowników Twittera twierdziło, że „Wielki Reset” to
„teoria spiskowa”, mimo że jest to program otwarcie popierany
przez  Światowe  Forum  Ekonomiczne  i  wiele  innych  elit
finansowych  i  organizacji  pozarządowych.

Jak  podkreślił  były  australijski  senator  Cory  Bernardi,
„Wielki Reset” to tylko re-branding (zmiana nazwy czy marki)
ruchu  w  kierunku  centralizacji  władzy  i  Nowego  Porządku
Świata.

Bernardi zauważył, że [tzw.] pandemia koronawirusa ułatwiła
możliwość narzucenia bardzo podobnego ataku, który technokraci
wcześniej starali się uzasadnić pod hasłem zmiany klimatu, a
mianowicie zamknięcia gospodarek, zmniejszenia zużycia paliwa
i  podróży  lotniczych,  a  także  ograniczenia  swobód
obywatelskich  i  wolności  ruchu.

Promując  „Wielki  Reset”,  globalista  Światowego  Forum
Ekonomicznego  Klaus  Schwab  zapewnił,  że  świat  „nigdy”  nie
wróci do normalności, mimo że przyznał, że koronawirus „nie
stanowi nowego zagrożenia egzystencjalnego”.

Obejrzyj  poniższy  wywiad  (ang.)  z  Jamesem  Delingpole,  aby
zapoznać  się  z  pełnym  opisem  tego,  co  właściwie  oznacza
„Wielki reset”.

Żródło:

infowars.com (strona może nie działać z Polskim IP)

https://www.infowars.com/posts/the-great-reset-trends-on-twitter-after-justin-trudeau-says-corona-pandemic-has-provided-opportunity/


Rząd  Kanady  publikuje
zapytanie  ofertowe  na
„Programowalne  gilotyny
hydrauliczne”  potrzebne  „w
celu  wsparcia  odpowiedzi
Kanady na COVID-19”

Rząd  Kanady  na  swojej  oficjalnej  stronie  internetowej
poświęconej przetargom (Buyandsell.gc.ca) prosi o oferty na
„Programowalne gilotyny hydrauliczne” w ramach „produktów i
usług wspierających odpowiedź Kanady na COVID-19”.

Numer oferty to 45045-190091/A i można go znaleźć pod tym
linkiem:
https://buyandsell.gc.ca/procurement-data/tender-notice/PW-PD-
005-78707

Dodatkowe szczegóły oferty obejmują:

Numer referencyjny: PW – $$ PD-005-78707
Numer zamówienia: 45045-190091 / A
Region dostawy: National Capital Region
Typ ogłoszenia: Ogłoszenie o proponowanym zamówieniu (NPP)
GSIN: N7520: Urządzenia biurowe i akcesoria
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Podmiot  zamawiający:  Public  Works  and  Government  Services
Canada

Oferta  „Programowalnych  gilotyn  hydraulicznych”  na  stronie
internetowej  rządu  Kanady  jest  opisana  w  witrynie  jako
„produkty i usługi wspierające odpowiedź Kanady na COVID-19”.

„Gilotyna”  to  termin  opisujący  urządzenie  mechaniczne  z
potężnym  ostrzem  tnącym,  które  może  ciąć  rzeczy  na
kawałki.  Chociaż  istnieją  przemysłowe  zastosowania  urządzeń
tnących – na przykład w branży wydawniczej – termin „gilotyna”
odnosi  się  konkretnie  do  urządzenia  przeznaczonego  do
egzekucji  ludzi.

Jak  wyjaśnia  internetowy  słownik  Cambridge,  „gilotyna”  to
urządzenie używane do zabijania ludzi poprzez odcinanie im
głów:

https://dictionary.cambridge.org/dictionary/english/guillotine


Definicja na wikipedii.

Oto  obraz  maszyny  do  cięcia  papieru,  która  jest  częściej
nazywana  „ścinarką”  lub  maszyną  do  cięcia.  To  nie  jest
gilotyna, mimo że firmy zajmujące się cięciem papieru mogą
służyć jako front do zakupu rzeczywistych gilotyn:

Antifa i lewicowi terroryści BLM niedawno pokazali makiety
gilotyn  na  ulicach  Ameryki  w  ramach  swoich  akcji
protestacyjnych,  żądając,  aby  ludzie,  z  którymi  się  nie

https://pl.wikipedia.org/wiki/Gilotyna


zgadzają, zostali straceni za pomocą gilotyny. Gilotyny były
również  używane  podczas  rewolucji  francuskiej  do  egzekucji
dysydentów politycznych, którzy sprzeciwiali się nadchodzącemu
reżimowi socjalistycznemu.



Kanadyjski  urzędnik  pyta,  dlaczego  w  Kanadzie
budowane są obozy covid, zostaje uciszony
Trudno sobie wyobrazić, jak gilotyny byłyby potrzebne, aby
zareagować na COVID-19, chyba że Kanada budowała obozy śmierci
w celu „przetwarzania” ludzi, którzy odmawiają poddania się
masowym szczepieniom. Jak się okazuje, może to być dokładnie
to, co robi Kanada. Zobacz ten artykuł: Rząd kanadyjski buduje
sieć ukrytych obozów dla zatrzymań i miejsc „izolacyjnych” w
celu  przetrzymywania  w  więzieniach  tych,  którzy  nie
współpracują z tyranią medyczną. Jak wyjaśnia ten artykuł:

Justin Trudeau i rząd Kanady tworzą infrastrukturę podobną do
nazistowskich Niemiec, aby masowo przetrzymywać ludzi i to
przez wiele lat. Odważny polityk z Ontario, Randy Hillier,
mówił o nikczemnym planie rządu w sprawie zatrzymania przed
rządem  Ontario.  Jego  mikrofon  został  wylączony,  gdy  tylko
zaczął zadawać trudne pytania.

Randy Hillier, niezależny poseł w Ontario w Lanark, Frontenac
i  Kingston,  wstał  i  przesłuchał  rząd,  pytając,  ile  osób
zostanie  zatrzymanych  i  budowę  ilu  obozów  koncentracyjnych
zaplanowano. Wyraził zaniepokojenie ich obecnym wykorzystaniem
– do kontrolowania rozprzestrzeniania się COVID-19 – i wskazał
w  dokumentacji,  że  strony  te  mogą  być  wykorzystywane  do
„innych celów” w przyszłości.

„Zatem wasz rząd musi prowadzić negocjacje i być świadomy tych
planów potencjalnego zatrzymywania i izolowania obywateli i
mieszkańców  naszego  kraju  i  naszej  prowincji”  –  zaczął
Hillier. „A więc mówco, do premiera, gdzie te obozy zostaną
zbudowane, ile osób zostanie zatrzymanych i z jakiego powodu,
z jakich powodów można ludzi przetrzymywać w tych obozach
izolacyjnych,  i  chciałbym,  aby  Premier  zapewnił  ludzi  z
Ontario…  ”,  mikrofon  Hilliera  został  wyłączony,  zanim
skończył.

Zobacz wideo, które zostało zablokowane na YouTube.
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Dodatkowe  informacje  na  temat
gilotyn  hydraulicznych,  o  które
proszą rząd Kanady
Dokument  przetargowy  nr  ABES.PROD.PW__PD.B005.E78707.EBSU000
zawiera dodatkowe szczegóły dotyczące zapytania ofertowego:

Dokument ofertowy wymienia wymagania techniczne dla gilotyn,
pod nagłówkiem „Obowiązkowe wymagania gilotyn”:

Systemy cięcia i mocowania gilotyny muszą być w pełni
hydrauliczne;
Automatyczne ostrze i zacisk gilotyny muszą powrócić z
każdej pozycji do pierwotnej pozycji wyjściowej;
Regulacja głębokości ostrza gilotyny musi być możliwa z
zewnątrz
gilotyny;
Odczyt pomiaru gilotyny musi być miarą imperialną;
Narzędzie  do  wymiany  ostrza  gilotyny,  klucze  /

https://buyandsell.gc.ca/cds/public/2020/05/06/8a0d71f28177c86a47cda8667b8d7676/ABES.PROD.PW__PD.B005.E78707.EBSU000.PDF


śrubokręty i blok tnący muszą być dostarczone dla każdej
gilotyny;

Dokument zawiera również wymóg „rocznej gwarancji na części i
robociznę”,  aby  upewnić  się,  że  gilotyna  będzie  działać
płynnie, tak aby cięcie nie zostało przerwane.

Do użytku przemysłowego, czy może coś bardziej
złowrogiego?
Sceptyk mógłby spojrzeć na tę ofertę rządu i dojść do wniosku,
że  musi  to  być  oferta  na  sprzęt  do  cięcia,  który  będzie
używany do cięcia książek, stosów papierów lub plakatów. Na
przykład  wydaje  się,  że  jedną  z  firm  biorących  udział  w
przetargu  jest  drukarnia.  Ale  czy  nie  byłaby  to
również idealna przykrywka do zdobycia rzeczywistych gilotyn
przeznaczonych do bardziej złowrogiego celu?

Biorąc pod uwagę, że Kanada jest już w trakcie budowy ukrytych
„obozów koncentracyjnych” – reklamując tę ​​ofertę gilotynową
w ramach „odpowiedzi Kanady na COVID-19”, wiele osób będzie
miało poważne pytania dotyczące przeznaczenia tych urządzeń, a
także do sformułowań używanych do ich opisu.

Gdyby były to tylko przemysłowe maszyny do cięcia, czy lista
nie  zawierałaby  po  prostu  „Maszyny  do  cięcia”  zamiast
„Gilotyny”?

Biorąc  pod  uwagę  historię  gilotyn  używanych  podczas
radykalnych  lewicowych  rewolucji  we  Francji,  wielu  ludzi
zastanawia się, czy chińska korupcja współczesnej Kanady – w
tym jej francuskojęzycznych regionów – oznacza, że ​​Chiny
planują złapać i stracić każdego, kto oprze się komunistycznym
wpływom w Kanadzie. Ponieważ Justin Trudeau wydaje się być
teraz polityczną marionetką Chin – podobnie jak Joe Biden – i
z  chińskimi  żołnierzami  wystawionymi  już  w  zachodniej
Kanadzie,  nie  są  to  już  czcze  pytania.

Dave  Hodges  z  The  Commonsense  Show  opublikował  niedawno

https://thecommonsenseshow.com/conspiracy-martial-law-united-nations/american-resisters-face-nato-gun-confiscation-and-deportations-canadian-based-concentration


artykuł opisujący plany łapania Amerykanów i więzienia ich w
kanadyjskich  obozach  koncentracyjnych  prowadzonych  przez
komunistycznych Chińczyków. Artykuł ten wyjaśnia:

Steve  Quayle  i  ja  prowadziliśmy  dochodzenie  w  sprawie
porozumienia obejmującego trzy narody, w którym uczestniczą
komunistyczne Chiny, Kanada i Stany Zjednoczone. Umowa została
teraz rozszerzona na siły NATO mieszkające w amerykańskich
bazach, które zostały zamknięte w erze Busha Seniora. CSS
dowiedziała  się  również,  że  jest  też  w  pewnym  stopniu
zaangażowana  w  ONZ.  Umowy  dotyczą  usunięcia  wszystkiego  z
nowej  amerykańskiej  administracji  Harris-Biden.  Niestety,
poniższy wywiad na ten temat jest w toku. Konsekwencje tego
wywiadu  są  przerażające,  ponieważ  obiecuje  międzynarodowy,
sponsorowany  przez  państwo  program  ludobójstwa  przeciwko
„żałosnym”,  którzy  będą  sprzeciwiać  się  nowemu  porządkowi
świata.

W  miarę  jak  to  wszystko  się  dzieje,  Trudeau  przyspiesza
wysiłki Kanady w zakresie kontroli broni i konfiskaty broni,
aby upewnić się, że obywatele Kanady nie będą mogli walczyć,
gdy  rząd  przyjdzie  do  ich  domów,  porwie  ich  i  osadzi  w
kanadyjskich obozach koncentracyjnych COVID.

Źródło:
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Nie  możesz  zainstalować
aplikacji  do  kwarantanny,
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zanieś papier na policję

Każda  osoba,  która  trafi  na  kwarantannę,  ma  obowiązek
zainstalować  aplikację  „Kwarantanna  domowa”  na  swoim
smartfonie. No chyba, że takiego urządzenia nie ma. Procedura
w takiej sytuacji jest banalna – wystarczy przez internet
złożyć oświadczenie, że się nie ma internetu. Albo wydrukowany
dokument dostarczyć na policję, co z pewnością nie sprawi
problemu osobie, która ma nie ruszać się z domu.

Założenie, że każdy w Polsce ma smartfona, dostęp do internetu
i w dodatku umie z tych dobrodziejstw korzystać, jest nad
wyraz optymistyczne i to nawet w przypadku dzieci i młodzieży,
co pokazuje przykład zdalnego nauczania. Jeszcze gorzej ta
kwestia wyglądałaby, gdybyśmy wzięli pod uwagę osoby starsze.
Tymczasem  wymóg  w  kwestii  kwarantanny  jest  jasny  –  albo
aplikacja, albo oświadczenie.

Oświadczenie w internecie
– Kwarantanna domowa – to aplikacja, która ułatwia i usprawnia
przeprowadzenie obowiązkowej kwarantanny w warunkach domowych.
Program umożliwia potwierdzenie miejsca odbywania kwarantanny,
podstawową ocenę stanu zdrowia (nie jest to porada medyczna)
oraz modyfikację podstawowych danych. Ułatwia też kontakt z
pracownikiem  socjalnym  lub  z  psychologiem  –  czytamy  na
rządowej  stronie.  Instalacja  oraz  używanie  Aplikacji  jest
ustawowym obowiązkiem osób, które zobowiązane są do poddania
się kwarantannie w związku z podejrzeniem zakażenia wirusem
SARS-CoV-2.  Obowiązkiem, z którego można się zwolnić, gdy
pobierze się specjalne oświadczenie – złoży je przez ePUAP lub

https://ocenzurowane.pl/nie-mozesz-zainstalowac-aplikacji-do-kwarantanny-zanies-papier-na-policje/


bezpośrednio policji.

Pomysł dobry, skuteczność wątpliwa
Ekspertka dodaje, że sama idea odseparowania osób, które mogą
być zakażone, czy mogły mieć kontakt z osobą zakażoną wirusem,
jest  godna  poparcia.  Wykorzystanie  środków  kontrolnych,  by
ułatwić  życie  służbom,  również  nie  jest  złym  pomysłem,
wątpliwości budzi jednak stosowanie i skuteczność przepisów.

–  Ustawa  wprowadza  pewną  alternatywę  –  albo  instalujesz
aplikację,  albo  składasz  oświadczenie  o  tym,  że  albo  nie
jesteś abonentem lub użytkownikiem sieci telekomunikacyjnej,
albo nie posiadasz urządzenia mobilnego umożliwiającego jej
zainstalowanie,  przy  czym  oświadczenie  to  składa  się  pod
rygorem odpowiedzialności karnej. Pragnę zauważyć, że – po
pierwsze – ustawa nie wyjaśnia użytych pojęć i rodzi pole do
różnych  interpretacji.  Przykładowo,  nie  mam  pewności,  czy
jeśli na moim telefonie mam już zainstalowane inne niezbędne
mi aplikacje i nie mam po prostu miejsca na kolejną, to jestem
uprawniona  do  złożenia  oświadczenia,  czy  też  jednak  mam
obowiązek zrobić miejsce w urządzeniu na kolejną aplikację?
Kto miałby to kontrolować i sprawdzać? Po drugie – powstaje
problem stosowania tych przepisów w stosunku do osób, które na
co  dzień  nie  są  obeznane  z  techniką,  nie  korzystają  z
internetu,  te  będą  miały  trudność  nawet  z  pozyskaniem
informacji  o  tym,  że  składanie  jakiegokolwiek  oświadczenia
jest konieczne – dodaje.

Za niezainstalowanie aplikacji grzywna
Agnieszka Grzelak mówi też, że nie bez znaczenia jest brak
zaufania społeczeństwa do tego,  jakie ograniczenia w związku
z pandemią wprowadza rząd, co ma związek z nieracjonalnością
wielu decyzji i brakiem rzetelnych informacji, opartych na
wiedzy naukowej i eksperckiej. – To tylko wzmacnia brak wiary
w  nawet  dobre  rozwiązania  i  powoduje  ogólną  niechęć  do
korzystania  z  nich.  Niejasność  przepisów  i  faktyczny  brak
możliwości  egzekwowania  nałożonych  obowiązków  nie  poprawia



sytuacji i powoduje, że wiele z nich pozostaje iluzoryczne –
podsumowuje ekspertka.

Aplikacje  trzeba  zainstalować  po  otrzymaniu  SMS-a  z
„zaproszeniem”  do  skorzystania  z  usługi.   Zignorowanie
wiadomości  wiąże  się  oczywiście  z  konsekwencjami  –  a
mianowicie z ukaraniem karą grzywny. Jeszcze surowiej ukarane
zostanie kłamstwo, co do braku odpowiedniego sprzętu. Złożenie
fałszywego oświadczenia wiąże się z odpowiedzialnością karną z
art. 233 Kodeksu karnego.

Autor: Monika Sewastianowicz (prawo.pl)

Od  dziś  zakaz  lotów
międzynarodowych do 10 państw

Od środy do 24 listopada br. obowiązuje zakaz międzynarodowych
lotów cywilnych do 10 państw, w tym m.in. USA, z wyjątkiem
lotnisk w stanach Illinois i Nowy Jork, Bośni i Hercegowiny,
Czarnogóry, Gruzji. Na liście nie ma krajów z UE.

W środę weszło w życie rozporządzenie Rady Ministrów w sprawie
zakazów w ruchu lotniczym.

Zgodnie  z  nim,  rząd  do  24  listopada  br.  wprowadził  zakaz
lądowania na polskich lotniskach wpisanych do rejestru lotnisk
cywilnych,  a  także  lądowiskach  –  samolotów  z  pasażerami
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wykonującymi loty międzynarodowe z 10 krajów. Chodzi o: Bośnię
i  Hercegowinę,  Czarnogórę,   Gruzję,  Jordanię,  Argentynę,
Armenię, Kostarykę, Liban, Macedonię oraz USA, z wyjątkiem
lotnisk w dwóch stanów: Illinois i Nowy Jork.

W  uzasadnieniu  do  projektu  rozporządzenia  jego  autorzy
tłumaczyli,  że  nieuwzględnienie  w  wykazie  państw  objętych
zakazem państw członkowskich Unii Europejskiej, Europejskiego
Obszaru  Gospodarczego,  strefy  Schengen  „ma  na  celu
urzeczywistnienie zasady swobodnego przepływu osób w ramach
tych obszarów”.

Zgodnie  z  rozporządzeniem  RM,  zakaz  międzynarodowych  lotów
pasażerskich nie będzie stosowany do samolotów wykonujących
loty międzynarodowe na zlecenie Prezesa Rady Ministrów; za
zgodą Prezesa Urzędu Lotnictwa Cywilnego.

Zakaz nie będzie stosowany także do lotów: realizowanych na
potrzeby Sił Zbrojnych Rzeczypospolitej Polskiej oraz wojsk
obcych w rozumieniu ustawy z 23 września 1999 r. o zasadach
pobytu wojsk obcych na terytorium Rzeczypospolitej Polskiej
oraz zasadach ich przemieszczania się przez to terytorium,
realizujących  zadania  na  terytorium;  wyczarterowanych  przed
dniem wejścia w życie rozporządzenia na zlecenie organizatora
turystyki  lub  podmiotu  działającego  na  jego  zlecenie;  z
lotnisk położonych na terytorium państw, które notyfikowały
Rzeczypospolitej  Polskiej  wprowadzenie  rozwiązań
gwarantujących,  że  na  pokład  statku  powietrznego  będą
przyjmowani wyłącznie pasażerowie, wobec których wykonano z
wynikiem negatywnym test diagnostyczny w kierunku SARS-CoV-2.

Jak  napisano  w  rozporządzeniu,  minister  właściwy  do  spraw
zagranicznych ogłasza w dzienniku urzędowym tego ministra, w
drodze  obwieszczenia,  wykaz  państw,  które  notyfikowały
wprowadzenie tych rozwiązań.

Autor: Aneta Oksiuta



Dane 2,4 mln osób z całego
świata,  w  tym  Polaków,
zgromadziła  chińska  firma
lojalna  wobec  Komunistycznej
Partii Chin

W  połowie  września  2020  roku  wyciekły  informacje  o  tym,
że chińska firma Shenzhen Zhenhua Data Technology, powiązana
z  tajnym  oddziałem  wojskowym  i  wywiadowczym  Pekinu,
zgromadziła gigantyczną bazę danych z plikami dotyczącymi 2,4
mln ludzi z całego świata, w tym dane wpływowych osób i ich
rodzin. W ostatnich dniach pojawiły się doniesienia, że ChRL
zebrała również dane Polaków.

„Kolekcja” danych z całego globu w komunistycznych
rękach
Zhenhua Data Technology, która jest powiązana z Armią Ludowo-
Wyzwoleńczą,  Ministerstwem  Bezpieczeństwa  Państwa
oraz  Komunistyczną  Partią  Chin  (KPCh),  zgromadziła  bazę
skompilowaną głównie z tzw. materiałów open source, takich
jak posty w mediach społecznościowych i dane online.

Baza  danych  okazała  się  uszkodzona.  Australijska  firma
Internet  2.0,  która  zajmuje  się  cyberbezpieczeństwem,
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odzyskała ponad 10 proc. danych, które były w niej zawarte.
Firma ujawniła, że pośród zrekonstruowanych plików znalazły
się dane około 52 tys. Amerykanów, 35 tys. Australijczyków, 9
tys. 700 Brytyjczyków i 5 tys. Kanadyjczyków.

W ostatnim tygodniu października „Gazeta Polska” poinformowała
w artykule, że otrzymała od Internet 2.0 fragment bazy danych
z  nazwiskami  Polaków.  „To  spis  ponad  3  tys.  rekordów
zawierających  imiona  i  nazwiska  (część  się  powtarza).
Nie wiadomo jednak, z jakiego powodu chiński wywiad wojskowy
zlecił Zhenhua zbieranie informacji o tych osobach. Pewne jest
jednak, że służba ta ma bardzo dobrą orientację w polskim
świecie politycznym. Na liście znajdują się nie tylko byli lub
obecni  wysocy  rangą  urzędnicy  państwowi,  lecz  także  ich
rodziny – małżonkowie, dzieci, rodzice i rodzeństwo” – podaje
gazeta.

Internet 2.0 odtworzył zaledwie 10 proc. całej bazy, wydaje
się więc, że w tym momencie nie można stwierdzić, czy wśród
odzyskanych  rekordów  znalazły  się  wszystkie  dane  Polaków,
które zostały zgromadzone w bazie.

Na kogo „poluje” KPCh na całym świecie?
Zgodnie  z  raportami  globalnego  konsorcjum  medialnego  baza
danych obejmuje osoby z różnych sektorów – polityki, biznesu,
prawa,  środowiska  akademickiego  i  obronności  –
oraz  zawiera  szczegółowe  dane,  takie  jak  daty  urodzenia,
adresy, stan cywilny i upodobania polityczne.

Znajdują się tam dane dotyczące zarówno zwykłych biznesmenów,
jak  i  wysokiej  rangi  osobistości,  takich  jak  oficerowie
marynarki  wojennej  Stanów  Zjednoczonych,  obserwatorzy  Chin
w  Waszyngtonie,  osoby  ze  środowiska  naukowego,  członkowie
brytyjskiej  rodziny  królewskiej  oraz  liderzy
przedsiębiorczości.

Ta baza danych, nazywana Overseas Key Information Database
(OKIDB),  pozwala  na  dostęp  do  zagranicznych  danych
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politycznych,  wojskowych  i  biznesowych.  Zawiera  szczegółowe
informacje na temat infrastruktury państw, przemieszczania się
zasobów wojskowych, a także analizy opinii publicznej.

Mimo że obecnie nie ma dowodów na to, że reżimowe władze
wykorzystują  oprogramowanie  OKIDB,
to  jak  podkreśla  „Washington  Post”,  z  dokumentów
marketingowych  i  rekrutacyjnych  Zhenhua  można  wnioskować,
że  jest  to  „firma  patriotyczna”,  której  głównym  klientem
docelowym jest wojsko.

„The  Globe  and  Mail”  po  analizie  danych  dotyczących
Kanadyjczyków  napisał,  że  twórcy  bazy  przypisali  osobom
z listy „ocenę” w skali od 1 do 3 .

„Wydaje  się,  że  ci,  którym  przypisano  1,  to  osoby
o bezpośrednim wpływie, takie jak burmistrzowie, posłowie lub
wyżsi urzędnicy państwowi, podczas gdy ci, którym przypisano
2, byli często krewnymi osób u władzy […]” – podaje gazeta.
Z kolei ci, których oznaczono numerem 3, to najczęściej osoby
skazane,  przeważnie  za  przestępstwa  gospodarcze  –  napisał
dziennik.

Tajemnicza baza ujrzała światło dzienne
Baza  danych  została  ujawniona  przez  źródło  w  Chinach,
a informację przekazano profesorowi Christopherowi Baldingowi.
To  amerykański  naukowiec,  który  do  2018  roku  pracował
na  Uniwersytecie  w  Pekinie,  skąd  udało  mu  się  wyjechać
ze względów bezpieczeństwa. To dzięki niemu sprawą zajęła się
firma Internet 2.0.

14  września  Balding  opublikował  na  swojej
stronie  oświadczenie,  w  którym  napisał,  że  zajmował  się
badaniami doniesień dotyczących Huawei. Trwało to do momentu,
zanim w jego badaniach nie nastąpił nagły zwrot. Natknął się
na „coś, co dla badaczy Chin jest czymś podobnym do odkrycia
Świętego  Graala”  –  otrzymał  informację  o  istnieniu
tej  potężnej  bazy  danych.
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Przekazał  ją  konsorcjum  mediów  w  Australii,  Stanach
Zjednoczonych,  Kanadzie,  Wielkiej  Brytanii,  Włoszech
i  Niemczech.

Balding  uważa,  że  dane  potwierdzają  utrzymywane  od  dawna
podejrzenia, dotyczące działalności KPCh w zakresie nadzoru
i  monitorowania.  „To,  czego  nie  można  lekceważyć,
to  rozległość  i  szczegółowość  nadzoru  [prowadzonego  przez]
chińskie  państwo  oraz  jego  zasięg  na  całym  świecie”  –
podkreśla.

Jak  zauważa:  „Świat  jest  dopiero  na  początkowych  etapach
zrozumienia,  ile  Chiny  inwestują  w  wywiad  i  jak  wpływają
na operacje, korzystając z surowych danych, musimy zrozumieć
ich cele”.

We  wcześniejszym  wpisie  naukowiec  zwraca  uwagę,  że  KPCh
stanowi „bezprecedensowe wyzwanie dla otwartych, kochających
wolność  państw  prawa  na  całym  świecie”.  Reżim  „buduje
opresyjne  państwo  z  nadzorem  technologicznym,  które  daje
partii  komunistycznej  potężne  środki  do  kontroli  obywateli
w kraju” – wyjaśnia.

„Mamy teraz dowody na to, jak chińskie firmy współpracują
z agencjami państwowymi w celu monitorowania osób i instytucji
na całym świecie” – ocenia Balding.

Reakcja Zhenhua nie zdziwiła ekspertów
Poproszona  przez  „The  Guardian”  o  komentarz  firma  Zhenhua
zaprzeczyła istnieniu takiej bazy danych, podając, że wszelkie
zebrane informacje są danymi ogólnodostępnymi w internecie.
Przedstawicielka  firmy  stwierdziła,  że  nie  zbierają  danych
i jest to tylko „integracja danych”. Zaznaczyła, że model
biznesowy i partnerzy stanowią tajemnicę handlową firmy.

Zanegowała  również  doniesienia,  że  Zhenhua  ma  jakiekolwiek
powiązania z chińskimi władzami lub wojskiem, dodając, że ich
klientami są organizacje badawcze i grupy biznesowe.
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W rozmowie z anglojęzyczną edycją „The Epoch Times” eksperci
przyznali, że nie byli zaskoczeni takim stanowiskiem chińskiej
firmy.

Według  Michaela  Shoebridge’a,  dyrektora  programu  obrony,
strategii i bezpieczeństwa narodowego w think tanku Australian
Strategic Policy Institute (ASPI), stwierdzenie Zhenhua „nie
może być przyjmowane za dobrą monetę”, wziąwszy pod uwagę,
że  tamtejsze  prawo  zobowiązuje  firmy  do  pomocy  chińskim
agencjom bezpieczeństwa i wywiadu. Dodaje, że firmy oczywiście
muszą publicznie temu zaprzeczać.

W ocenie Caseya Fleminga, dyrektora generalnego firmy BLACKOPS
Partners,  zajmującej  się  strategią  wywiadowczą
i  bezpieczeństwa,  zgromadzone  w  bazie  informacje  są
wykorzystywane do wspierania operacji „nieograniczonej wojny
hybrydowej” chińskiego reżimu. Obejmuje to szpiegostwo, tajne
zagraniczne  kampanie  wpływów  oraz  kradzież  zagranicznych
innowacji i technologii wojskowej.

Termin nieograniczona wojna hybrydowa nawiązuje do powstałej
w  latach  90.  ubiegłego  wieku  strategii,  którą  stworzyli
i opisali dwaj chińscy pułkownicy sił powietrznych Qiao Liang
i Wang Xiangsui w książce „Unrestricted Warfare”. Wydała ją
Armia  Ludowo-Wyzwoleńcza,  siły  zbrojne  KPCh.
Autorzy  korzystali  z  oryginalnych  dokumentów  wojskowych.
Strategia  ta  opowiada  się  za  zastosowaniem  serii
niekonwencjonalnych  taktyk,  stworzonych  po  to,  by  osiągnąć
cele wojny jednak bez angażowania się w rzeczywistą walkę.

Jak  zauważa  Fleming,  ostatecznym  celem  tej  strategii  jest
„zniszczenie  demokracji  po  to,  by  chiński  komunizm  mógł
globalnie przejąć nadzór”.

Dyrektorem naczelnym Zhenhua jest Wang Xuefeng, były inżynier
IBM.  Jak  podaje  australijski  nadawca  ABC,  wcześniej
w  chińskich  mediach  społecznościowych  zamieścił  wpis
o prowadzeniu „wojny hybrydowej” poprzez manipulowanie opinią
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publiczną i „wojnę psychologiczną”.

Zdaniem  Nicholasa  Eftimiadesa,  byłego  wysokiego
funkcjonariusza  sił  wywiadowczych  USA  i  autora  książki
„Chinese  Intelligence  Operations”  (pol.  „Chińskie  operacje
wywiadowcze”),  baza  danych  pomogłaby  chińskiemu  wywiadowi
w namierzeniu tych, którzy nadawaliby się do rekrutacji lub
szantażu.  Chodzi  o  osoby  ze  „słabościami”,  które  można
wykorzystać, np. „zapotrzebowanie na pieniądze [lub] sympatie
polityczne przeciwne administracji”. Reżim mógłby wyszukiwać
w  mediach  społecznościowych  posty,  które  sugerują
niezadowolenie  z  rządu  lub  trudności  finansowe.

W analogiczny sposób działa to w przypadku operacji wywierania
wpływu.  Wyszukiwani  są  ludzie  publikujący  opinie,  które
popierają politykę reżimu. Kolejnym krokiem jest wspieranie
takiej osoby, jej organizacji, a tym samym wzmacnianie jej
poglądów.

Michael Shoebridge zwraca uwagę, że w bazie Zhenhua znajdują
się  także  dane  dzieci  wpływowych  ludzi,  m.in.  polityków
i  dyrektorów  biznesowych.  „To  dość  niepokojący  potencjał
wykorzystania  takich  danych”  –  zaznacza  ekspert.  Umożliwia
bowiem wywieranie nacisku na te osoby, wykorzystując słabości
ich potomstwa.

Ponadto część tych dzieci może w dorosłym życiu piastować
eksponowane  stanowiska.  Zatem  na  skutek  analizowania  ich
profili  już  od  dzieciństwa  „możliwość  wykorzystywania  tych
osób  i  wpływania  na  nie  jest  znacznie  większa,  ponieważ
z biegiem czasu zyskujesz o wiele bardziej wszechstronne ich
zrozumienie” – wskazuje Shoebridge.

Kropla w morzu… chińskich baz danych
Eksperci zaznaczają, że gromadzenie danych przez chiński reżim
komunistyczny odbywa się na masową skalę, znacznie większą,
niż  jesteśmy  w  stanie  sobie  wyobrazić,  a  wyciek  danych
z Zhenhua, to jedynie przysłowiowa kropla w morzu tego, co tam



się dzieje.

Shoebridge  porównał  bazę  danych  do  pojedynczej  plastikowej
piłeczki w ogromnym basenie. Jak twierdzi, ten zbiór danych
byłby łączony z danymi, które zebrały inne chińskie podmioty
w  celu  ich  wykorzystania  do  różnych  operacji,  mających
wesprzeć interesy reżimu.

„To interakcja firm posiadających takie dane z innymi firmami
i danymi rządowymi daje władzę” – skomentował ekspert.

Michael  Shoebridge  tłumaczy,  że  strategia  ta  znajduje
odzwierciedlenie  w  doktrynie  reżimu  o  „fuzji  cywilno-
wojskowej”.  Dzięki  niej  władze  wykorzystują  innowacje
prywatnych przedsiębiorstw do napędzania rozwoju wojskowego.

W październiku 2019 roku Australian Strategic Policy Institute
opublikował  raport  „Engineering  global  consent”,  napisany
przez Samanthę Hoffman. Stwierdzono w nim, że reżim tworzy
„masowy  i  globalny  ekosystem  gromadzenia  danych”,
wykorzystując  możliwości  przedsiębiorstw  państwowych
i  prywatnych  chińskich  firm  technologicznych.

Wymienia się w nim Global Tone Communication Technology Co.,
spółkę  zależną  chińskiego  przedsiębiorstwa  państwowego,
nadzorowanego przez centralny wydział propagandy KPCh.

W  wywiadzie  udzielonym  pod  koniec  zeszłego  roku  polskiej
edycji  „The  Epoch  Times”  gen.  Robert  Spalding  powiedział,
że  Global  ToneCommunication,  to  firma  prowadząca  usługi
tłumaczeniowe, która „w rzeczywistości przy użyciu sztucznej
inteligencji  gromadzi  wielki  zbiór  danych”.  Jak  dodał:
„Czasami ma tę funkcję wbudowaną na podobnych zasadach co
produkty Huawei, jako most telekomunikacyjny, lub może bazować
na oprogramowaniu opartym na tzw. chmurze”.

Poza gromadzeniem ogromnych baz danych z całego świata w ponad
65  językach,  które  przetwarza  na  użytek  Pekinu  do  celów
wywiadowczych, bezpieczeństwa i propagandy, firma koncentruje
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się  na  technologiach  sztucznej  inteligencji,  takich  jak
rozpoznawanie twarzy.

W opinii Nicholasa Eftimiadesa chińskich firm zaangażowanych
w  gromadzenie  dużych  ilości  danych  na  potrzeby  reżimu  są
prawdopodobnie  dziesiątki,  jeśli  nie  setki.  Nie  wliczając
w  to  działań  prowadzonych  przez  chińskie  agencje
bezpieczeństwa,  które  za  pośrednictwem  zaawansowanego
technologicznie  aparatu  nadzoru  tego  kraju  zbierają  dane
na temat wszystkich obywateli, a więc 1,4 mld ludzi.

Eftimiades twierdzi, że dane dziesiątek milionów Amerykanów
zostały  wykradzione  przez  chińskich  hakerów.  Zostały  one
wprowadzone do baz w Chinach i służą do doskonalenia narzędzi
sztucznej inteligencji. Wśród ataków wyliczyć można włamanie
do amerykańskiego Urzędu Zarządzania Personelem (ang. Office
of Personnel Management, OPM) w 2014 roku, federalnej agencji
ds.  personelu,  naruszenie  obowiązku  sprawozdawczego  firmy
Equifax w 2017 roku, a także cyberatak na ubezpieczyciela
zdrowotnego Anthem w 2016 roku.

W lutym 2016 roku anglojęzyczna edycja „The Epoch Times”,
powołując  się  na  poufne  źródło  w  Chinach,  poinformowała,
że  chińskie  agencje  bezpieczeństwa  stworzyły  bazę  danych
wykorzystywaną  do  przetwarzania  skradzionych  danych
Amerykanów.  Zawiera  ona  także  poufne  dane  osobowe,
wyszczególnione  w  poświadczeniach  bezpieczeństwa  21  mln
obecnych  i  byłych  pracowników  federalnych,  pochodzące
z  włamania  do  Urzędu  Zarządzania  Personelem  (OPM)
oraz osobiste dane prawie 80 mln obecnych i byłych klientów
i pracowników Anthem.

Ta baza danych funkcjonuje na potężnym oprogramowaniu zdolnym
do przyjmowania ogromnych ilości danych. Zgromadzone zasoby
analizuje  się  pod  kątem  relacji  między  różnymi  osobami
i zdarzeniami.

Wyciek danych z Zhenhua Data Technology jest dla wszystkich,
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niezależnie od statusu społecznego, okazją do zastanowienia
się nad zamieszczanymi treściami w mediach społecznościowych.
Jak  widać,  mogą  one  nieoczekiwanie  stać  się  pożywką  dla
podmiotów  gromadzących  dane.  Mogą  zostać  wykorzystane
przeciwko  nam,  zwłaszcza  jeśli  trafią  do  państwa
totalitarnego,  jakim  są  Chiny.
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W odniesieniu do koronawirusa z Wuhan (Covid-19) prezydent
Trump wielokrotnie ostrzegał przed „lekarstwem”, które jest
gorsze  niż  „choroba”.  A  teraz  to  „lekarstwo”  jest
przedmiotem  nowego  sporu,  który  ma  na  celu  sprawiedliwość
przeciwko  politycznym  tyranom,  którzy  powiedzieli  nam,  że
musimy zaszyć się w domu w masce, aby „spłaszczyć krzywą”.

Außerparlamentarischer  Corona  Untersuchungsausschuss  (ACU),
znana również jako „pozaparlamentarna komisja śledcza Corona”,
to niemiecka grupa kierująca oskarżeniem na dużą sumę każdego
polityka i urzędnika rządowego, który zdecydował, że byłoby
dobrym  pomysłem  zmuszenie  wszystkich  do  pozostania  w  domu
przez  wiele  miesięcy,  co  zniszczyło  wiele  małych  firm,
dziesiątkując gospodarkę i rujnując życie ludzi.

Międzynarodowy  pozew  zbiorowy,  popierany  przez  ponad  500
lekarzy i ekspertów medycznych, ma na celu zaradzenie bólowi i
cierpieniu, które dziesiątki milionów niewinnych ludzi doznały
z rąk autorytarnych władz, które domagały się „zamknięć” jako
rozwiązania problemu koronawirusa z Wuhan (Covid-19).

Prowadzony przez dr Reinera Fuellmicha, jednego z założycieli
ACU, pozew żąda dziesiątek miliardów dolarów odszkodowania dla
tych, którzy stracili pracę, rozwinęli problemy psychiczne,
stracili  bliskich  w  wyniku  samobójstwa  lub  w  inny  sposób
ogromnie cierpieli z powodu „blokady”, które zostały nałożone
na większość Zachodu.

Te  nakazane  przez  rząd  blokady  „spowodowały  śmierć
niezliczonych  ludzi  i  zniszczyły  ekonomiczną  egzystencję
niezliczonych firm i osób na całym świecie” – wyjaśnia pozew.

https://thenewamerican.com/huge-lawsuits-coming-against-covid-totalitarians-and-con-artists/


Dr Fuellmich specjalnie nazywa handlarzami histerią z Wuhan
koronawirusa  (Covid-19)  tych,  którzy  wywołali  „celowe
podżeganie  do  paniki”  w  celu  wdrożenia  „faszystowskich
totalitarnych modeli” rządzenia, które zostały stworzone przez
nikogo  innego  niż  komunistyczne  Chiny,  dyktaturę
odpowiedzialną za uwolnienie ze smyczy koronawirus z Wuhan
(Covid-19).

Doktor Fuellmich ubolewa, że ​​dzieci na całym świecie doznały
„masowej  traumy”  w  wyniku  zamknięć  i  noszenia  masek,  „z
najgorszymi  konsekwencjami  psychologicznymi,  których  należy
się spodziewać w perspektywie średnio- i długoterminowej”. A w
samych Niemczech aż 800 000 małych i średnich przedsiębiorstw
zostało  zamkniętych  z  powodu  ekonomicznych  skutków  takich
ograniczeń.

Blokady  i  inne  drakońskie  nakazy  reprezentują
„zbrodnie przeciwko ludzkości”
Wszystko  to  wynikało  z  deklaracji  Światowej  Organizacji
Zdrowia  (WHO)  o  „pandemii”  w  marcu,  która  była  fałszywa,
biorąc pod uwagę fakt, że koronawirus z Wuhan (Covid-19) nie
jest powszechnym wyrokiem śmierci, jaki dawna się twierdzi.

„Ten kryzys koronowy, według wszystkiego, co znamy dzisiaj,
należy nazwać skandalem koronnym; a osoby odpowiedzialne za to
muszą zostać pociągnięte do odpowiedzialności karnej i pozwane
za szkody cywilne” – wyjaśnia dr Fuellmich w filmie, który
oczywiście został zakazany przez YouTube – ale nadal możesz go
obejrzeć tutaj na Bitchute.

Dr  Fuellmich  ostrzega  ponadto,  że  testy  PCR  (reakcji
łańcuchowej polimerazy) używane do identyfikacji „przypadków”
koronawirusa z Wuhan (Covid-19) są fałszywe, ponieważ nawet
wynalazca  testu,  Kary  Mullis,  przyznał,  że  „można  znaleźć
prawie wszystko u każdego ”przy użyciu testu PCR.

Mullis  zmarł  zaledwie  kilka  miesięcy  przed  tym,  jak
koronawirus  z  Wuhan  (Covid-19)  zaczął  trafiać  na  pierwsze

https://www.bitchute.com/video/N0k4e7hOIVwB/


strony  gazet,  ale  faktem  jest,  że  test  PCR  nie  jest
wiarygodnym wskaźnikiem niczego i można go łatwo wykorzystać
do popełnienia masowego oszustwa na masach.

„Zgodnie z przepisami prawa o czynach niedozwolonych, wszyscy
ci,  którzy  zostali  poszkodowani  przez  te  blokady  wywołane
testami PCR, są uprawnieni do otrzymania pełnego odszkodowania
za swoje straty” – mówi dr Fuellmich, który, nawiasem mówiąc,
odniósł niesamowity sukces w dotychczasowych sporach.

„W  szczególności  istnieje  obowiązek  rekompensaty,  tj.
obowiązek  wypłaty  odszkodowania  za  utratę  zysków
przedsiębiorstw  i  osób  prowadzących  działalność  na  własny
rachunek w wyniku blokad i innych środków” – mówi.
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Naród  wyspiarski  na  Pacyfiku  ma  25  zgonów  z  powodu
koronawirusa  na  prawie  pięć  milionów  mieszkańców…

Starszy  współpracownik  Hoover  Institution,  Victor  Davis
Hanson,  potępił
nowozelandzką instytucję „obozów ” kwarantanny koronawirusa we
wtorkowym „The Ingraham Angle”.

Premier Jacinda Ardern z centrolewicowej Partii Pracy w Nowej
Zelandii ogłosiła w filmie, że jeśli ludzie wysłani do obozu
odmówią poddania się badaniom, będą musieli pozostać jeszcze
dwa tygodnie po początkowym dwutygodniowym pobycie.

Ardern  nazwała  ostrzeżenie  „całkiem  dobrą  zachętą”  do
wykonania  testu  na  obecność  COVID-19.

„Albo wykonasz test i upewnisz się, że jesteś czysty, albo
zatrzymamy cię w ośrodku na dłużej” – powiedziała.

„Myślę więc, że większość ludzi patrzy na to i mówi: „Podejdę
do testu””.

Hanson  powiedział  gospodarzowi  Laurze  Ingraham,  że  takie
drakońskie środki, jak rozkazy Ardern nie mają sensu, biorąc
pod  uwagę,  jak  niewielki  wpływ  tzw.  pandemii  wywarła  na
wyspiarski kraj.

„Mają 5-milionowy naród” – wyjaśnił Hanson.

„Stracili, tragicznie, ale stracili 25 osób. To zdumiewająco
niska  liczba,  jeśli  chodzi  o  pozbycie  się  wolności
osobistej”.

„Tutaj,  w  Stanach  Zjednoczonych,  czy  to  [gubernator
Kalifornii]  Gavin  Newsom,  Michelle  Obama  czy  Joe  Biden,
wszyscy powiedzieli, że jest to okazja, aby nie odpuszczać” –
dodał.
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W dalszej części tego segmentu Ingraham zacytował doniesienie
niemieckich  mediów,  że  Parlament  Europejski  i  Komisja
Europejska  używają  kamer  termowizyjnych  wyprodukowanych  w
Chinach, aby zapobiec rozprzestrzenianiu się COVID-19.

W raporcie DW.com zauważono, że firma produkująca kamery jest
również oskarżana o dostarczanie technologii wykorzystywanej
przez  Pekin  do  patrolowania  i  nadzorowania  muzułmańskich
obozów internowania w prowincji Xinjiang.

„Czy tego typu scenariusze będziemy musieli stawić czoła pod
administracją Bidena?” – zapytała Hansona.

„Tak, to przerażające” – odpowiedział.

„Wirus zaczął się w Chinach, rozprzestrzenił się z Chin, a
teraz  Chiny  oferują  Zachodowi  metodologię  i  technologię
faszyzmu, aby rzekomo wyleczyć to, co zaczęło”.
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Według  raportu  Freedom  House,  Pekin  wykorzystuje  pandemię
koronawirusa w Wuhan (COVID-19) jako uzasadnienie rozszerzenia
i zintensyfikowania i tak już gigantycznych systemów nadzoru
internetowego.

W  swoim  corocznym  raporcie  Freedom  of  the  Net,  w
którym szczegółowo opisano stan nadzoru cyfrowego w ponad 60
krajach, organizacja non-profit umieściła Chiny na ostatnim
miejscu z wynikiem 10 na 100. To szósty rok z rzędu, w którym
kraj  ten  został  ukoronowany  jako  „najgorszy  gwałciciel
wolności w internecie” na świecie.

„Ta  pandemia  normalizuje  rodzaj  cyfrowego  autorytaryzmu,
który Komunistyczna Partia Chin (KPCh) od dawna stara się
wprowadzić  do  głównego  nurtu”  –  napisał  Freedom  House  w
oświadczeniu.

Według raportu, chińskie władze wdrożyły zarówno niską, jak i
zaawansowaną  technologię,  aby  kontrolować  swobodny  przepływ
informacji  w  Internecie  na  temat  stanu  tzw.  pandemii
koronawirusa w tym kraju. Wykorzystały również te technologie,
aby  uniemożliwić  użytkownikom  Internetu  przeglądanie
niezależnych  źródeł  wiadomości,  które  kwestionują  oficjalną
narrację KPCh.

Freedom House zauważył również, że na początku tzw. pandemii
Chiny próbowały bagatelizować i ignorować ostrzeżenia lekarzy
dotyczące pierwotnego wybuchu koronawirusa w Wuhan. Odkryli
również,  że  mniej  użytkowników  internetu  w  Chinach  z
powodzeniem omija krajową Wielką Zaporę Sieciową, zwłaszcza po
zaostrzeniu  przez  Pekin  ograniczeń  dotyczących  osób
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korzystających z wirtualnych sieci prywatnych w celu uzyskania
dostępu do zablokowanych witryn.

W  raporcie  stwierdza  się  ponadto,  że  tylko  w  pierwszym
kwartale  2020  r.  Chińska  Administracja  Cyberprzestrzeni,
główny  regulator  internetowy  w  kraju,  zamknęła  816  stron
internetowych  i  usunęła  ponad  33000  kont  i  grup  na
zatwierdzonych witrynach społecznościowych, takich jak Renren,
Weibo i WeChat.

Masowa ekspansja wysiłków w zakresie inwigilacji Internetu w
tym  kraju  spowodowała  również  wzrost  liczby  „fabryk
cenzury”. W tych miejscach pracy znajdują się tysiące cenzorów
internetowych, którzy zamiatają przestrzenie internetowe kraju
za pomocą technologii sztucznej inteligencji.

Chiny  nie  są  jedynym  krajem  wykorzystującym  COVID-19  do
uzasadnienia  ekspansji  możliwości  nadzoru
internetowego. Zarówno podmioty państwowe, jak i niepaństwowe
wdrażają nowe technologie, które w dowolnym momencie przed
globalną pandemią byłyby uważane za zbyt inwazyjne.

Pozostałe  kraje,  które  dołączają  do  Chin  w  pierwszej
piątce,  to  Iran,  Syria,  Kuba  i  Wietnam.  Pięć  najlepszych
krajów  to  Islandia,  Estonia,  Kanada,  Niemcy  i  Wielka
Brytania. Tajwan nie został uwzględniony w rankingu pomimo
tego, że był znany jako drugi najbardziej wolny kraj w Azji.

Technologia  nadzoru  przeciw  dysydentom  jest
wdrażana jako instrumenty „zdrowia publicznego”
Sarah Cook, starszy badacz w Freedom House, twierdzi, że wiele
nowych  chińskich  technologii  inwigilacji  zostało  po  raz
pierwszy  opracowanych  w  celu  ochrony  kraju  przed
dysydentami. W szczególności Cook zauważa, że ​​technologia
opracowana  przeciwko  Ujgurom  i  innym  mniejszościom
muzułmańskim w Xinjiangu rośnie obecnie w innych częściach
kraju.
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Jedną z takich technologii przeciwdziałania dysydentom jest
urządzenie przenośne, którego władze mogą używać do skanowania
smartfonów  ludzi  i  pobierania  z  nich  danych  bez  zgody
właściciela.

„Rząd Chin już teraz korzysta z najbardziej wyrafinowanego i
wielowarstwowego  aparatu  cenzurującego  i  kontrolującego
Internet na całym świecie” – powiedziała Cook.

Istniejąca  technologia  nadzoru  przeciwko  dysydentom  jest
również  udoskonalana  na  potrzeby  epoki  pandemii.  W  marcu,
kiedy  koronawirus  dopiero  zaczynał  rozprzestrzeniać  się  po
całym  świecie,  Chiny  były  już  bliskie  ulepszenia  swojej
technologii  rozpoznawania  twarzy  w  celu  identyfikacji  osób
noszących maski.

Inne  technologie,  zarówno  stare,  jak  i  nowe,  są  również
wykorzystywane do naruszania prywatności obywateli Chin, na
przykład zmuszając ludzi do korzystania z aplikacji, która
śledzi  infekcje  i  zmuszając  ludzi  do  umieszczania  kamer
internetowych w ich domach i poza ich drzwiami, aby śledzić
ich ruchy. Cook twierdzi, że te systemy mają tylne drzwi,
które pozwalają policji nadzorować ludzi, kiedy tylko zechcą.

Według Cooka rozprzestrzenianie się pandemii jest bezpośrednio
związane z ekspansją kontroli KPCh nad mową w Internecie.

Warto  zadać  sobie  pytanie:  jak  się  ma  sytuacja  w  Polsce,
jeżeli  chodzi  o  aplikacje  nadzorujące  osoby  objęte
kwarantanną…?
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Szczepionka  przeciw  grypie
zabiła dziewięć osób w Korei
Południowej – a sezon dopiero
się zaczyna

Zagrożenie  grypą  sezonową  w  połączeniu  z  obawami  przed
koronawirusem z Wuhan (Covid-19) prowadzi wielu do pośpiechu,
aby zaszczepić się przeciw grypie, wierząc, że szczepionki
zapewniają  niezawodną  ochronę.  Ale  ludzie  już  umierają  z
powodu szczepionek, w tym dziewięć osób w Korei Południowej,
które zmarły zaledwie w zeszłym tygodniu.

Według doniesień pięć osób w Korei Południowej zmarło tylko 21
października po zaszczepieniu, co budzi obawy o bezpieczeństwo
tych zastrzyków, które zdaniem wielu ekspertów w dziedzinie
zdrowia mają kluczowe znaczenie podczas tak zwanej „pandemii”.

Podczas gdy dochodzenie jest w toku, rząd koreański jasno dał
do  zrozumienia,  że  ​​nie  planuje  zawieszenia  programu
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szczepień przeciw grypie, chyba że sekcje zwłok ujawnią silny
związek między szczepieniami a zgłoszonymi zgonami.

„Przeanalizowaliśmy, czy należy kontynuować szczepienie, czy
lepiej  zawiesić  i  poczekać  na  wyniki”  –  powiedział
przedstawiciel służby zdrowia Kim Joong-gon podczas briefingu
dla mediów.

„Doszliśmy do wniosku, że zgony nie miały bezpośredniego
związku ze szczepieniami, biorąc pod uwagę ograniczone dane,
które obecnie posiadamy i bez szczegółowych raportów z sekcji
zwłok” – dodał.

Ponieważ pięć z sześciu ofiar, którym Joong-gon i jego zespół
się  przyjrzeli,  miało  rzekomo  podstawowe  schorzenia,
wyciągnięto  wniosek,  że  szczepionki  przeciw  grypie,  które
otrzymali, nie są winne.

„Utrudnia nam to jednoznaczne stwierdzenie faktu” – dodał Kim
Gang-lip, koreański wiceminister zdrowia.

Mimo że podstawowe schorzenia nie są brane pod uwagę wśród
osób, które umierają w wyniku pozytywnego wyniku testu na
koronawirusa z Wuhan (Covid-19), są one brane pod uwagę w
przypadku szczepień przeciw grypie, aby nie sprawiać wrażenia,
że szczepionki są złe.

Korea Południowa nadal naciska na zaszczepienie 20
procent więcej osób niż w zeszłym roku z powodu
Covid-19
Mimo że ludzie umierają z powodu szczepień przeciw grypie,
Korea  Południowa  nadal  planuje  postęp  z  ambitnym  planem
zaszczepienia  nimi  20  procent  więcej  osób  w  porównaniu  z
rokiem ubiegłym, a wszystko to z powodu koronawirusa z Wuhan
(Covid-19).
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Zgodnie z narracją ryzyko zarażenia się koronawirusem z Wuhan
(Covid-19) jest zbyt wysokie, aby nie dać się zaszczepić,
chociaż  nie  udowodniono,  że  szczepionki  przeciw  grypie
zapewniają jakąkolwiek ochronę przed nowym wirusem.

Około  19  milionów  osób,  które  miały  otrzymać  „darmowe”
szczepionki  przeciw  grypie,  musiało  jednak  poczekać  chwilę
dłużej, ponieważ stwierdzono, że około pięciu milionów dawek
szczepionki,  które  miały  być  schłodzone,  zostało
przetransportowanych w temperaturze pokojowej, co spowodowało,
że stały się bezużyteczne.

Korporacje  zajmujące  się  szczepionkami  stojące  za
szczepionkami przeciw grypie, które doprowadziły do ​​śmierci,
nie wydały jeszcze żadnego oświadczenia na temat incydentów,
chociaż jeden z nich wskazał, że będzie postępować zgodnie z
radą rządu, aby kontynuować ich podawanie bez względu na to,
ile osób umrze.

Z 8,3 miliona osób, które zostały już zaszczepione „darmowymi”
szczepionkami przeciw grypie, zgłoszono dotychczas co najmniej
350 poważnych działań niepożądanych. Należą do nich gorączka,
biegunka i alergie.

Podobnie jak, w Polsce, obawy o bezpieczeństwo nadchodzących
szczepionek  przeciwko  koronawirusowi  z  Wuhan  (Covid-19)
skłoniły wielu Koreańczyków z południa do wskazania, że ​
planują zrezygnować z wstrzyknięcia.

Według  niedawnego  sondażu  około  62  procent  respondentów
mieszkających w prowincji Gyeonggi niedaleko Seulu wskazało,
że  nie  planuje  szczepień  przeciwko  koronawirusowi  z  Wuhan
(Covid-19), nawet jeśli rząd ich do tego nakłania.

„Nie  będziesz  w  stanie  kupować  ani  sprzedawać  bez  tej
szczepionki  zmieniającej  DNA,  która  będzie  na  końcu
dostarczana z plastrem z mikroigłami na prawej ręce i na
czole” – napisał jeden z komentatorów Strange Sounds.
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