Rozsiewanie szczepionki
przeciwko COVID-19? Nowe
badania budza obawy dotyczace
zaburzen miesiaczkowania u
niezaszczepionych kobiet
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W przetomowym badaniu opublikowanym w International Journal of
Vaccine Theory, Practice, and Research naukowcy odkryli
zaskakujacy zwigzek: Nieszczepione kobiety, ktdére znajdowaty
sie w bliskim sgsiedztwie oséb, ktdére otrzymaty szczepionki
przeciwko COVID-19, zgtaszaty nieregularne miesigczki podobne
do tych zgtaszanych przez zaszczepione kobiety. Odkrycia,
ktéore sugerujg mozliwo$¢ ,rozsiewania” szczepionki, ponownie
wywotaty debaty na temat bezpieczeristwa szczepionek mRNA i
agresywnego nacisku administracji Bidena na masowe szczepienia
bez odpowiednich dtugoterminowych testéw.

Badanie, prowadzone przez naukowcéw, w tym dr Briana Hookera,
dyrektora naukowego Children’s Health Defense (CHD),
przeanalizowato dane ankietowe od 3390 niezaszczepionych
kobiet bez wczesniejszego zakazenia COVID-19. Sposrdéd tych
kobiet 85,5% zgtosito przebywanie w odlegto$ci szesciu stop od
osoby zaszczepionej, a 71,7% dosSwiadczyto nieregularnych
objawOw menstruacyjnych w ciggu tygodnia od ekspozycji.
Autorzy badania zauwazyli, ze czas i nasilenie tych objawow
byty statystycznie istotne, co rodzi pytania o to, czy
sktadniki szczepionki mogg by¢ przenoszone z o0s0b
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zaszczepionych na niezaszczepione.

Badanie wykazato, Zze nieszczepione kobiety, ktdre miaty
codzienny bliski kontakt ze szczepionymi osobami spoza ich
gospodarstw domowych, byt*y najbardziej narazone na
nieprawidtowo$ci miesigczkowania, w tym ciezsze krwawienie
(34%), wczesny poczatek miesigczki (28%) 1 przedtuzone
krwawienie (26%). Co ciekawe, kobiety, ktére mieszkaty ze
zaszczepionymi partnerami lub cztonkami gospodarstwa domowego,
nie wykazywaty takiego samego zwiekszonego ryzyka, co
sugeruje, ze role mogg odgrywa¢ czynniki Srodowiskowe Llub
dtugotrwata ekspozycja na wieksze grupy zaszczepionych oséb.

Dr Hooker podkreslit*a, ze chociaz badanie nie dowodzi
definitywnie przenoszenia szczepionki, to dostarcza
przekonujacych dowoddéw, ktdre uzasadniajg dalsze badania. ,To
wazne badanie potwierdza, ze kobiety narazone na kontakt z
osobami spoza ich gospodarstwa domowego, ktére otrzymaty
zmodyfikowane szczepionki mRNA przeciwko COVID-19,
rzeczywiscie doswiadczyty znacznie wyzszego poziomu problemow
menstruacyjnych..” powiedziat The Defender.

Obowigzek szczepien 1 cenzura
narazaja kobiety na
niebezpieczenstwo

Wyniki badania ponownie wywotlaty Kkrytyke postepowania
administracji Bidena z wprowadzeniem szczepionki COVID-19.
Administracja i jej sojusznicy na platformach mediédw
spotecznosciowych aktywnie uciszali kobiety, ktére zgtaszaty
nieprawidtowosci miesigczkowania po szczepieniu. W 2021 r.
grupa na Facebooku z ponad 20 000 cztonkdéw dzielgcych sie
osobistymi Swiadectwami dotyczgcymi zmian miesigczkowych
zostata nagle usunieta, ttumigc kluczowe rozmowy na temat
bezpieczenstwa szczepionek.



Tiffany Parotto, zatozycielka MyCycleStory i wspétautorka
badania, podkreslita znaczenie oddania gtosu kobietom.
,Potrzeba zbadania tych zdarzen i oddania gtosu kobietom,
ktéore zostaty uciszone, byta oczywista” — napisata.

Badanie rodzi rdéwniez pytania dotyczgce braku badan przed
wprowadzeniem szczepionek mRNA. Nicolas Hulscher, epidemiolog
z Fundacji McCullough, zwrdécit uwage, ze FDA wydata w 2015 r.
wytyczne dotyczace badan nad sheddingiem dla terapii genowych,
ale nie zastosowata tych samych standardéw do szczepionek
przeciwko COVID-19. ,Dlaczego nasze agencje regulacyjne nie
przeprowadzity badan nad sheddingiem przed masowym
wprowadzeniem produktu na rynek?” — zapytat.

Autorzy badania wezwali do zwiekszenia finansowania i badan
nad potencjalnym przenoszeniem skt*adnikdéw szczepionek,
podkreslajgc potrzebe przejrzystosci i Swiadomej zgody. Dr
Pierre Kory, emerytowany prezes Front Line COVID-19 Critical
Care Alliance, opisat odkrycia jako ,bardzo przekonujgce” i
wezwat agencje regulacyjne do podjecia natychmiastowych
dziatan.

Heather Ray, analityk naukowy i badawczy z CHD, skrytykowa%a
systemowe ,gaslighting” kobiet, ktore zgtaszaty dziatania
niepozgdane. ,W ciggu ostatnich czterech lat media, system
medyczny 1 agencje rzgdowe nieustannie uciszaty, cenzurowaly i
uciszaty kobiety w zwigzku z ich doswiadczeniami z zastrzykiem
COVID-19” — powiedziata.

Wyniki badania podkreslajg potrzebe bardziej ostroznego i
przejrzystego podejscia do opracowywania i dystrybucji
szczepionek. Podczas gdy administracja Bidena 1 platformy
medidw spotecznosSciowych odrzucity obawy dotyczgce
nieprawidtowo$ci miesigczkowania, badania te podkreslaja
znaczenie wystuchania doswiadczen kobiet i przeprowadzenia
doktadnych badan bezpieczenstwa przed wprowadzeniem
eksperymentalnych metod leczenia. Poniewaz debata na temat
bezpieczeistwa szczepionek trwa, jedno jest pewne: zdrowie



kobiet nigdy nie powinno by¢ kwestig drugorzedng.

Trump wzywa do radykalnych
cie¢ wydatkow wojskowych,

dazy do pokoju na Ukrainie 1
rozszerzenia G7

W odwaznym 1 nieoczekiwanym posunieciu prezydent Donald Trump
zaproponowat drastyczng redukcje budzetédw obronnych wsréd
najwiekszych S$Swiatowych mocarstw, sygnalizujac zmiane w
polityce zagranicznej USA, ktdéra moze zmienic¢ globalng
dynamike bezpieczeAstwa. Podczas konferencji prasowej w
Gabinecie Owalnym Trump wezwat Stany Zjednoczone, Rosje 1
Chiny do zmniejszenia swoich budzetow wojskowych o potowe,
przedstawiajgc propozycje jako sposdb na przekierowanie
funduszy na bardziej produktywne przedsiewziecia 1
zmniejszenie ryzyka katastrofalnego konfliktu.

Nowa era dyplomacji?

Przemawiajac z poczuciem pilno$ci, Trump ubolewat nad obecnag
trajektorig globalnych wydatkéw wojskowych. ,Nie ma powodu,
abysmy budowali zupetnie nowag bron nuklearna, mamy jej juz tak
wiele” — powiedziat. ,Mozna zniszczy¢ Swiat 50 razy, 100 razy.
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A my budujemy nowa broin nuklearng, a oni budujg bron
nuklearng”. Prezydent podkreslit niepraktycznos¢ takich
wydatkéw, stwierdzajgc: ,Wszyscy wydajemy duzo pieniedzy,
ktore moglibysmy wyda¢ na inne rzeczy, ktére sa w
rzeczywistosci, miejmy nadzieje, znacznie bardziej
produktywne”.

Propozycja ta pojawia sie w krytycznym momencie w sprawach
globalnych, zwtaszcza ze napiecia pozostajg wysokie w zwigzku
z trwajgcym konfliktem w Ukrainie. Wezwanie Trumpa do
zmniejszenia budzetédw wojskowych jest potgczone z ponownym
naciskiem na rozmowy w sprawie kontroli zbrojen nuklearnych,
tematu, ktdéry byt kamieniem wegielnym miedzynarodowej
dyplomacji od czasdéw zimnej wojny. Wizja prezydenta jest
ambitna, a jej celem jest zmniejszenie ryzyka nuklearnego
wyscigu zbrojen i przekierowanie zasobdow do obszaréw takich
jak opieka zdrowotna, edukacja 1 infrastruktura.

Przywrocenie Rosji do gry

W nawigzaniu do swojej kontrowersyjnej polityki zagranicznej,
Trump wyrazit réwniez ched ponownego przyjecia Rosji do G7,
grupy najwiekszych sSwiatowych gospodarek, z ktdérej Rosja
zostata wydalona w 2014 roku po aneksji Krymu. ,Chciatbym,
zeby wrécili. MysSle, ze wyrzucenie ich by*o btedem” -
powiedziat Trump. ,To byto G8 i mys$Sle, ze Putin chciatby tam
wrocic”.

Stanowisko prezydenta wobec Rosji byto Zrédtem kontrowersji, a
krytycy argumentowali, Zze ponowne przyjecie Rosji moze ostabic
miedzynarodowe sankcje i presje dyplomatyczng majgcg na celu
powstrzymanie agresywnych dziatan. Podejscie Trumpa jest
jednak zakorzenione w przekonaniu, ze dialog i wspéipraca sa
niezbedne do rozwigzywania konfliktdéw i wspierania globalnej
stabilnos$ci. ,Stuchaj, to nie jest kwestia lubienia Rosji lub
nielubienia Rosji. To byta G8” — wyjasnit, podkreslajgc swoje
pragmatyczne podejscie do stosunkéw miedzynarodowych.



Rozmowy pokojowe na Ukrainie i nowy
porzadek swiata

Dazenie prezydenta do bardziej opartego na wspdipracy porzadku
miedzynarodowego zostato dodatkowo podkreslone przez jego
zapowiedz zblizajgcych sie rozméw pokojowych z prezydentem
Rosji Wtxadimirem Putinem. ,W ich pierwszym potwierdzonym
kontakcie od czasu powrotu Trumpa do Biatego Domu, prezydent
USA powiedziat, ze odbyt 'wysoce produktywng’ rozmowe ze swoim
rosyjskim odpowiednikiem” — czytamy w oSwiadczeniu Biatego
Domu. Rozmowy te sg postrzegane jako krytyczny krok w kierunku
zakonczenia wojny w Ukrainie, ktora spowodowata znaczne straty
w ludziach i zakt6cenia gospodarcze.

Propozycja Trumpa dotyczgaca zmniejszenia budzetdédw wojskowych i
zaangazowania sie w rozmowy na temat kontroli zbrojen
nuklearnych nie jest pozbawiona precedensu. Traktat New START,
ktéry miat na celu ograniczenie liczby strategicznej broni
jadrowej miedzy Stanami Zjednoczonymi a Rosjg, byt kluczowym
osiggnieciem ostatnich wysitkéw w zakresie kontroli zbrojen.
Traktat stangt jednak w obliczu wyzwan, a Rosja zawiesita swdj
udziat w nim podczas administracji Bidena. Wezwanie Trumpa do
wtgczenia Chin do tych rozmdéw odzwierciedla uznanie rosngcego
potencjatu militarnego tego mocarstwa 1 potrzebe bardziej
kompleksowego podejscia do globalnego bezpieczenstwa.

Kontekst historyczny 1 wspotczesne
znaczenie

Historia kontroli zbrojen nuklearnych petna jest przetomowych
porozumien i niewykorzystanych szans. Era zimnej wojny by%a
Swiadkiem negocjacji traktatéw takich jak SALT I i II, traktat
ABM i traktat INF, ktére miaty na celu zmniejszenie zagrozenia
wojng nuklearng. Upadek Zwigzku Radzieckiego i pé6Zniejsza
zmiana dynamiki globalnej potegi doprowadzity do nowych
wyzwan, w tym wzrostu znaczenia Chin jako gtéwnej potegi



nuklearnej.

Obecnie spoteczno$¢ miedzynarodowa stoi w obliczu ponownego
wyscigu zbrojen, a wszystkie trzy kraje intensywnie inwestujg
w modernizacje swoich arsenatdéw nuklearnych. Propozycja Trumpa
dotyczgca zmniejszenia budzetéw wojskowych o potowe jest
radykalnym odejsciem od status quo i moze byl postrzegana jako
odwazny krok w kierunku denuklearyzacji i globalnej
stabilnosci. Sukces takiej inicjatywy bedzie jednak zalezat od
gotowosci Rosji i Chin do zaangazowania sie w znaczgce
negocjacje 1 zobowigzania sie do znacznego ograniczenia
wydatkéw na obrone.

Wnioski

Ostatnie dziatania dyplomatyczne Trumpa stanowig znaczacag
zmiane w polityce zagranicznej Stanéw Zjednoczonych, ktéra
ktadzie nacisk na wspétprace i dialog zamiast konfrontacji.
Chociaz jego propozycje sa ambitne 1 napotykajag 1liczne
przeszkody, nie mozna przecenié¢ potencjalnych Kkorzysci
wynikajgcych z ograniczenia wydatkéw wojskowych i ponownego
skupienia sie na kontroli zbrojen nuklearnych. Podczas gdy
Swiat nadal zmaga sie ze z*ozonos$cig globalnego
bezpieczenstwa, wezwanie Trumpa do nowej ery pokoju i
stabilnosci daje promyk nadziei na bezpieczniejszg i bardziej
dostatnig przysztosc.

Chinskie procesory graficzne
niemal dziesieciokrotnie
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przewyzszaja uktady Nvidii w
symulacjach
superkomputerowych: Zmiana w
suwerennoscli technologicznej

W przetomowym odkryciu, ktdére moze zmienic globalny krajobraz
potprzewodnikéw, chinscy naukowcy osiggneli niemal
dziesieciokrotny wzrost wydajnosci w symulacjach
superkomputerowych przy wuzyciu krajowych procesoréw
graficznych (GPU), ©przewyzszajac systemy zasilane
najnowoczes$niejszym sprzetem firmy Nvidia. Ten kamien milowy,
szczegbtowo opisany w recenzowanym badaniu opublikowanym w
Chinese Journal of Hydraulic Engineering, podkresla rosngca
sprawnos¢ Chin w zakresie wysokowydajnych obliczen (HPC) i ich
determinacje w ograniczaniu zalezno$ci od zagranicznych
technologii.

Osiggniecie to pojawia sie w kluczowym momencie globalnego
wyscigu technologicznego, poniewaz eskalacja amerykanskich
sankcji na zaawansowane pOtprzewodniki zmusita Chiny do
przyspieszenia wysitkdéw na rzecz opracowania wtasnych
alternatyw. Podczas gdy sceptycy ostrzegajg, ze same
optymalizacje oprogramowania nie mogg w nieskonczonos¢
wypetnia¢ luk sprzetowych, badanie podkresla, w jaki sposéb
innowacyjne projekty obliczen rdéwnolegtych i poprawki
oprogramowania mogg odblokowaé¢ bezprecedensowy wzrost
wydajnos$ci, nawet przy mniej zaawansowanym sprzecie.
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Przetom w obliczeniach roéwnolegtych

Badania, prowadzone przez profesora Nan Tongchao z Panstwowego
Kluczowego Laboratorium Hydrologii Zasobdéw Wodnych 1
Inzynierii Wodnej Uniwersytetu Hohai, koncentrowaty sie na
podejsciu do obliczen réwnolegtych ,wiele weztdéw, wiele
procesoréw graficznych”. Wykorzystujgc produkowane w Kkraju
procesory CPU i GPU, zespét osiggnat znaczng poprawe
wydajnosci w symulacjach na duza skale w wysokiej
rozdzielczosci — co ma kluczowe znaczenie dla takich
zastosowan jak modelowanie obrony przeciwpowodziowej i
zapobieganie podtopieniom w miastach.

SWyzwanie dla chinskich naukowcéw jest jeszcze trudniejsze”,
zauwazono w badaniu, wskazujgc na dominacje zagranicznych
producentéw w produkcji zaawansowanych procesordéw graficznych,
takich jak A100 i H100 firmy Nvidia. Sprawe pogarsza réwniez
zastrzezony ekosystem oprogramowania CUDA firmy Nvidia, ktéry
nie moze by¢ uruchamiany na sprzecie innych firm, skutecznie
uniemozliwiajgc chinskim programistom dostep do kluczowych
narzedzi do opracowywania algorytméw.

Pomimo tych przeszkdd, zesp6t profesora Nana wykazat, ze
techniki optymalizacji oprogramowania mogg znacznie zwiekszy¢
wydajnos¢ chinskich procesordédw graficznych, umozliwiajgc im
przescigniecie amerykanskich superkomputeréw w okreslonych
obliczeniach naukowych. Przetom ten nie tylko podwaza
dominacje firmy Nvidia, ale takze podkresla potencjat
alternatywnych podejs¢ do obliczen o wysokiej wydajnosci.

Szersze implikacje sankcj1i
technologicznych

Wyniki badania podkreslajg niezamierzone konsekwencje
amerykanskich sankcji technologicznych, ktére miaty na celu
ograniczenie dostepu Chin do zaawansowanych pétprzewodnikéw i



krytycznych technologii. Wydaje sie, ze zamiast ttumic
innowacje, ograniczenia te ozywity wysitki Chin na rzecz
osiggniecia samowystarczalnosci technologicznej.

»,0siggniecie to wskazuje na mozliwe niezamierzone konsekwencje
eskalacji sankcji technologicznych Waszyngtonu, jednoczesnie
podwazajgc dominacje amerykanskich chipéw, od dawna uwazanych
za kluczowe dla zaawansowanych badan naukowych” — czytamy w
badaniu.

Rozwéj ten jest zgodny z szerszg strategig Pekinu majaca na
celu ztagodzenie ryzyka ,punktu krytycznego” w krytycznych
technologiach — termin odnoszgcy sie do stabych punktow w
Yancuchach dostaw, ktére moga zostad¢ wykorzystane przez
przeciwnikéw geopolitycznych. Inwestujgc znaczne Srodki w
krajowg produkcje pétprzewodnikéw i ekosystemy oprogramowania,
Chiny daza do zmniejszenia swojej zaleznosci od zagranicznego
sprzetu 1 oprogramowania, zapewniajgc sobie odpornosd
technologiczng na coraz bardziej rozdrobnionym rynku
globalnym.

Kontekst historyczny: 0d zaleznosci
do innowacji

Znaczenie tego osiggniecia jest nie do przecenienia w
kontekscie trwajacej od dziesiecioleci walki Chin o dogonienie
zachodniej technologii péiprzewodnikéw. W przesztosci Chiny w
duzym stopniu polegaty na imporcie zaawansowanych chipéw, a na
rynku dominowaty amerykanskie firmy, takie jak Nvidia, Intel i
AMD. Zalezno$¢ ta stata sie razacg staboscig wraz z eskalacja
napie¢ geopolitycznych, co sktonito Stany Zjednoczone do
natozenia szeroko zakrojonych kontroli eksportu zaawansowanych
poétprzewodnikéw i sprzetu do produkcji chipéw.

W odpowiedzi Chiny zwiekszytly inwestycje w swdj krajowy
przemyst po6iprzewodnikdéw, dzieki inicjatywom takim jak ,Big
Fund”, przeznaczajgc miliardy dolaréw na badania i rozwdj.



Chociaz wyzwania pozostajg — szczegdlnie w zakresie produkcji
chipow w najnowoczesniejszych 3-nanometrowych i nizszych
weztach — ten najnowszy przetom pokazuje, ze Chiny robig
znaczace postepy w wykorzystywaniu istniejgcego sprzetu
poprzez innowacje w oprogramowaniu.

Co nas czeka?

Cho¢ wyniki badania sg imponujgce, eksperci ostrzegaja, ze
same optymalizacje oprogramowania nie sg w stanie w peini
zrekompensowa¢ ograniczen sprzetowych. Przyktadowo, uktady GPU
firmy Nvidia styng nie tylko z surowej mocy obliczeniowej, ale
takze z wszechstronnosci i integracji z solidnym ekosystemem
oprogramowania. Powtdrzenie tego poziomu wydajnosci w szerokim
zakresie aplikacji bedzie wymagato ciggtego rozwoju zarowno
sprzetu, jak i oprogramowania.

Niemniej jednak badanie to stanowi znaczacy krok naprzéd w
dazeniu Chin do suwerennos$ci technologicznej. Poniewaz zespoét
profesora Nana nadal udoskonala swoje podejscie do obliczen
rownolegtych, implikacje dla takich dziedzin jak modelowanie
klimatu, sztuczna inteligencja i bezpieczeAstwo narodowe moga
by¢ gtebokie.

Zdaniem jednego z obserwatordéw branzy, ,jest to sygnat
alarmowy dla globalnej spotecznosci technologicznej. Chiny
udowadniajag, ze potrafig wprowadza¢ innowacje pod presja, a
reszta Swiata bedzie musiata dostosowac¢ sie do tej nowej
rzeczywistosci”.

W miare nasilania sie wojny technologicznej miedzy Stanami
Zjednoczonymi a Chinami, badanie to stuzy jako przypomnienie,
ze innowacje czesto rozwijajg sie w obliczu przeciwnosci losu.
Czy ten przetom doprowadzi do szerszej zmiany w rownowadze sit
technologicznych, dopiero sie okaze, ale jedno jest pewne:
wyscig o dominacje pétprzewodnikéw jest daleki od zakonczenia.



CDC przyznaje, ze VAERS
wychwytuje tylko 1% urazow
poszczepiennych: CZAS
zbudowac PRZEJRZYSTY 1
UCZCIWY system monitorowania
szczepionek

System zgtlaszania niepozadanych zdarzen poszczepiennych
(VAERS), g*éwne narzedzie rzadu USA do monitorowania
bezpieczenstwa szczepionek, jest zepsutym i ZzatosSnie
nieadekwatnym systemem, ktéry wychwytuje tylko 1% urazdw
poszczepiennych, zgodnie z szokujgcym przyznaniem sie przez
Centra Kontroli i Zapobiegania Chorobom (CDC). Ta rewelacja,
ukryta w badaniu finansowanym przez CDC z 2010 roku,
potwierdza to, o czym zwolennicy bezpieczenstwa szczepionek
méwig od lat: prawdziwa skala urazdéw poszczepiennych jest
systematycznie ukrywana przed opinig publiczng, a organy
regulacyjne podejmujg decyzje na podstawie utamka danych.

Przyznanie sie CDC jest potepiajgcym oskarzeniem ca*ej branzy
szczepionkowej, ktdéra od dawna polegata na VAERS, aby
bagatelizowaé¢ ryzyko zwigzane ze szczepionkami, jednoczes$nie
promujgc swoje produkty jako ,bezpieczne i skuteczne”. Jednak


https://ocenzurowane.pl/cdc-przyznaje-ze-vaers-wychwytuje-tylko-1-urazow-poszczepiennych-czas-zbudowac-przejrzysty-i-uczciwy-system-monitorowania-szczepionek/
https://ocenzurowane.pl/cdc-przyznaje-ze-vaers-wychwytuje-tylko-1-urazow-poszczepiennych-czas-zbudowac-przejrzysty-i-uczciwy-system-monitorowania-szczepionek/
https://ocenzurowane.pl/cdc-przyznaje-ze-vaers-wychwytuje-tylko-1-urazow-poszczepiennych-czas-zbudowac-przejrzysty-i-uczciwy-system-monitorowania-szczepionek/
https://ocenzurowane.pl/cdc-przyznaje-ze-vaers-wychwytuje-tylko-1-urazow-poszczepiennych-czas-zbudowac-przejrzysty-i-uczciwy-system-monitorowania-szczepionek/
https://ocenzurowane.pl/cdc-przyznaje-ze-vaers-wychwytuje-tylko-1-urazow-poszczepiennych-czas-zbudowac-przejrzysty-i-uczciwy-system-monitorowania-szczepionek/
https://ocenzurowane.pl/cdc-przyznaje-ze-vaers-wychwytuje-tylko-1-urazow-poszczepiennych-czas-zbudowac-przejrzysty-i-uczciwy-system-monitorowania-szczepionek/

przy zaledwie 1% zgtaszanych zdarzen niepozagdanych, jasne
jest, ze VAERS to nic innego jak zas*ona dymna, zaprojektowana
w celu ochrony przemystu farmaceutycznego, a nie
spoteczenstwa.

Farsa VAERS

VAERS, wspO6tzarzgdzany przez CDC i Food and Drug
Administration (FDA), jest czesto reklamowany jako Kkrajowy
,System wczesnego ostrzegania” o kwestiach bezpieczenstwa
szczepionek. System ten jest jednak zasadniczo wadliwy. Opiera
sie on na dobrowolnych zgtoszeniach od S$Swiadczeniodawcéw i
pacjentdéw, z ktorych wielu nie wie o jego istnieniu lub jest
zniecheconych do zgtaszania zdarzenA niepozgdanych. Nawet jesli
zgtoszenia sg sktadane, czesto sg one niekompletne, opdznione
lub ignorowane.

Badanie finansowane przez (CDC wykazato, ze mniej niz 1%
niepozgdanych zdarzen poszczepiennych jest kiedykolwiek
zgtaszanych do VAERS. Oznacza to, ze prawdziwa liczba urazoéw
wywotanych przez szczepionki jest prawdopodobnie 100 razy
wyzsza niz ta, ktéra jest oficjalnie rejestrowana. Na
przyktad, jesli VAERS zgtasza 10 000 zdarzehA niepozadanych,
rzeczywista liczba moze by¢ blizsza 1 milionowi. To nie tylko
rozbieznos¢ statystyczna — to katastrofalna porazka nadzoru
nad zdrowiem publicznym.

Podziat badania na czesci

Projekt ESP:VAERS, finansowany przez Agencje Badan i JakosSci
Opieki Zdrowotnej (AHRQ), miat* na celu zwiekszenie
bezpieczenstwa szczepionek poprzez poprawe wykrywania i
zgtaszania zdarzen niepozadanych za posSrednictwem
elektronicznej dokumentacji medycznej (EHR). Przeprowadzone
przez Harvard Pilgrim Health Care badanie przeanalizowa*o dane
715 000 pacjentéw i 1,4 miliona dawek szczepionek,
identyfikujac 35 570 mozliwych zdarzen niepozadanych (2,6%



szczepien). Projekt ujawnit jednak krytyczng wade VAERS:
zgtaszanych jest mniej niz 1% niepozadanych zdarzen
poszczepiennych. To niedostateczne raportowanie ostabia
wysitki w zakresie zdrowia publicznego majgce na celu szybka
identyfikacje i rozwigzywanie probleméw zwigzanych z
bezpieczenstwem szczepionek.

W badaniu zaproponowano zautomatyzowany system ESP:VAERS w
celu usprawnienia wykrywania 1 zgtaszania zdarzen
niepozadanych poprzez integracje danych EHR i powiadamianie
lekarzy o potencjalnych zdarzeniach. Pomimo swojego
potencjatu, projekt stanat w obliczu powaznych wyzwan, w tym
op6znien i braku reakcji ze strony CDC, co utrudnito ocene
wydajnosci i randomizowane préby. Bariery te podkres$laja
systemowg nieefektywnos¢ VAERS, Kktdora opiera sie na
dobrowolnym raportowaniu i nie jest zintegrowana z przeptywami
pracy lekarzy.

Wyniki badania podkreslajg pilng potrzebe obowigzkowego
zgtaszania urazéw zwigzanych ze szczepionkami i poprawy
edukacji lekarzy w zakresie rozpoznawania i zgtaszania zdarzen
niepozgdanych. Ponadto w badaniu wezwano do lepiej
poinformowanych proceséw wyrazania zgody, aby zapewnié, ze
pacjenci sg Swiadomi potencjalnego ryzyka zwigzanego ze
szczepionkami. Bez tych reform system VAERS pozostanie
nieadekwatny, zagrazajac zaufaniu publicznemu do programéw
szczepien 1 opO6zZzniajgc identyfikacje obaw dotyczagcych
bezpieczenstwa. Projekt ESP:VAERS demonstruje potencja%t
technologii w zakresie eliminacji tych 1luk, ale zmiany
systemowe sa niezbedne do zapewnienia jego sukcesu.

Ludzkie koszty zepsutego systemu

Niedostateczne zgtaszanie wurazow poszczepiennych ma
katastrofalne konsekwencje. Bez dokt*adnych danych organy
regulacyjne nie moga zidentyfikowa¢ niebezpiecznych
szczepionek lub partii szczepionek, ani okreslié¢, ktore



populacje sg najbardziej zagrozone. Ten brak przejrzystosci
naraza miliony ludzi na szkody, jednoczesnie umozliwiajac
firmom farmaceutycznym dalsze <czerpanie zyskéw z
niebezpiecznych produktow.

Wezmy pod uwage szczepionki przeciwko COVID-19, ktére zostaty
powigzane z oszatamiajacg liczbg zdarzen niepozadanych, w tym
zapaleniem mies$nia sercowego, zakrzepami krwi i zaburzeniami
neurologicznymi. Dane VAERS juz pokazujg dziesigtki tysiecy
powaznych obrazen i zgondw po szczepieniu COVID-19, ale jesli
liczba 1% podana przez CDC jest doktadna, rzeczywiste zniwo
moze wynosi¢ miliony. To nie tylko kryzys zdrowia publicznego
— to katastrofa humanitarna.

Nadszed* czas, aby zlikwidowa¢ VAERS i zastagpi¢ go
przejrzystym, niezaleznym 1 kompleksowym systemem
monitorowania szczepionek, ktéory uchwyci petny zakres urazéw
poszczepiennych. Robert F. Kennedy Jr. uczynit z tego jeden ze
swoich gtéwnych priorytetdw.

Oto szesé¢ podstawowych krokéw do
zastagpienia VAERS bardziej uczciwym
1 przejrzystym systemem

1. Obowigzkowe zgtaszanle przez
Swiadczeniodawcow

Swiadczeniodawcy opieki zdrowotnej powinni by¢é prawnie
zobowigzani do zgtaszania wszystkich zdarzen niepozadanych po
szczepieniu. Wyeliminowatoby to zalezno$¢ od dobrowolnych
zgtoszen i zapewnitoby, ze kazdy uraz zostanie udokumentowany.
Kary za nieprzestrzeganie przepiséw powinny by¢ surowe, aby
wymusic¢ odpowiedzialnos¢.



2. Monitorowanie w czasie
rzeczywistym 1 udostepnianie danych

Nowy system powinien wykorzystywal zaawansowang technologie do
monitorowania bezpieczenstwa szczepionek w czasie
rzeczywistym. Elektroniczna dokumentacja medyczna (EHR)
mogtaby zostaé¢ zintegrowana z systemem monitorowania w celu
automatycznego oznaczania zdarzen niepozgdanych i
udostepniania danych organom regulacyjnym. Pozwolitoby to na
szybszg identyfikacje sygnatdéw bezpieczenstwa i szybsze
podejmowanie dziatan w celu ochrony spoteczenstwa.

3. Niezalezny nadzor

Obecny system, zarzgdzany przez CDC i FDA, jest peten
konfliktéw interesdéw. Nowy system monitorowania powinien by¢
nadzorowany przez niezalezny organ niezwigzany z przemystem
farmaceutycznym. Zapewnitoby to obiektywng analize danych 1
podejmowanie decyzji dotyczacych zdrowia publicznego w
najlepszym interesie ludzi, a nie zyskow korporacji.

4. Publiczny dostep do danych

Wszystkie dane dotyczgce bezpieczeristwa szczepionek powinny
by¢ publicznie dostepne w %tatwo dostepnym formacie.
Umozliwitoby to badaczom, dziennikarzom i ogotowi
spoteczeAstwa analize danych i pociggniecie organdw
regulacyjnych do odpowiedzialnos$ci. Przejrzystos¢ jest
niezbedna do odbudowy zaufania do przemystu szczepionkowego.

5. Odszkodowania za urazy
spowodowane szczepionkami

Nowy system musi obejmowac solidny program odszkodowan dla
os6b poszkodowanych przez szczepionki. Obecny Krajowy Program



Odszkodowan za Urazy Spowodowane Szczepieniami (VICP) jest
powolny, zbiurokratyzowany 1 <czesto odrzuca zasadne
roszczenia. Ofiary urazow poszczepiennych zastugujg na szybkie
1 sprawiedliwe odszkodowanie, a takze dostep do opieki
medycznej 1 wsparcia.

6. Bardziej kompleksowa sSwiadoma
zgoda dla pacjentow 1 rodzicow

Nowy system powinien nakt*ada¢ na wszystkich lekarzy i
pielegniarki obowigzek udostepniania ulotki szczepionki i
wszystkich istotnych zagrozen zwigzanych ze szczepionkg, zanim
zaoferuja produkt pacjentowi lub zwrécg sie do rodzica o zgode
na zastosowanie produktu u jego dziecka. Umozliwi to rodzicom
i pacjentom lepszg identyfikacje urazow poszczepiennych, jesli
takie wystgpig, co pozwoli na doktadniejsze zgtaszanie 1
lepszg komunikacje miedzy pacjentami a Swiadczeniodawcami.

Przyznanie przez CDC, ze VAERS wychwytuje tylko 1% urazéw
poszczepiennych, jest sygnatem alarmowym. Nadszedt* czas, aby
zazgda¢ systemu monitorowania szczepionek, ktdry priorytetowo
traktuje przejrzystosé¢, odpowiedzialnos¢ i bezpieczenstwo
publiczne. Obecny system jest zdradga zaufania publicznego 1
naraza zycie na niebezpieczeistwo. Nie mozemy pozwolid
przemystowi farmaceutycznemu i jego rzagdowym poplecznikom na
dalsze ukrywanie prawdy o urazach poszczepiennych.

8 najwiekszych zalet 1 wad
sztucznej 1inteligencji
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Sztuczna inteligencja przezywata boom w ciggu ostatnich kilku
lat i jest to dobre i zte z wielu powoddw. Przysztos¢ nie jest
tym, czym ,byta kiedy$” i to jest pewne. Kto mogt sobie to
wyobrazi¢? Czy dojdzie do przejecia ,Sky-Net”, jak w filmie
sTerminator”? Czy sztuczna inteligencja bedzie rewolucyjna 1
pomoze miliardom ludzi zy¢ bezpieczniej, zdrowiej i wydajniej?
Oto 8 zalet 1 wad tej oszatamiajgcej ery technologicznej, w
ktérej wszyscy teraz zyjemy.

1. Sztuczna inteligencja (AI) moze pomdéc w badaniach i
pisaniu, ale moze réwniez tworzy¢ fatszywe wiadomosci i
krytyczne btedy, w tym nielogiczne wnioski 1 halucynacje.

2. Sztuczna inteligencja moze (poméc) kontrolowac¢ drony,
pojazdy i broA wojskowa, ale moze zostaé¢ zhakowana 1lub
przechytrzy¢ uzytkownikéw i zwroci¢ sie przeciwko ludzkosSci.

3. Sztuczna inteligencja moze tworzy¢ obrazy i filmy, %tgczac
informacje i wizualizacje w celu pobudzenia wyobrazni i w
celach rozrywkowych, ale moze tez oszuka¢ ludzi, by uwierzyli
w Tfalszywe koncepcje, takie jak inwazje kosmitéw 1lub
przem6wienia polityczne, ktdére nie miaty miejsca.

4. Sztuczna inteligencja moze by¢ wykorzystywana do
wykonywania wielu zadan wydajniej i spdéjniej niz ludzie,
takich jak praca w fabrykach, ale moze to oznacza¢ koniec
miliondw miejsc pracy, ktore nie wymagajg krytycznego
mySlenia, kreatywnosci ani interakcji miedzyludzkich.

5. Sztuczna inteligencja moze by¢ wykorzystywana przez roboty
do ratowania ludzkiego zycia, na przyktad w walce, ale wtedy
ci zoknierze 1 psy-roboty moga stal sie agresywne 1lub



popetnia¢ krytyczne btedy, ktére ranig lub zabijaja ludzi.

6. Sztuczna inteligencja moze by¢ pomocna w domu, pomagajgc w
prostych zadaniach, wyszukiwaniu informacji lub rozrywce, ale
to eliminuje wiele interakcji miedzyludzkich, czynigc zycie
mniej spotecznym, serdecznym, satysfakcjonujgcym i
uduchowionym.

7. Sztuczna inteligencja dostarcza informacji bez dramatyzmu,
nastawienia czy ego, ale informacje te moga byl cenzurowane,
aby celowo dostarcza¢ nielogicznych dezinformacji i
dezinformacji na najwazniejsze tematy, takie jak zdrowie i
bezpieczenstwo.

8. Sztuczna inteligencja moze zmienic¢ przysztos¢ dzieki
technologii, ale moze tez zmienié przesztos$c¢, piszagc historie
na nowo.

Nowy model jezyka wizyjnego LLaVA-
ol opracowany w Chinach poprawia
zdolnosSci rozumowanlia, ale zmaga
sie ze zXozonymi zadaniami
wymagajacymi logicznego
rozumowanlia.

Naukowcy z wielu uniwersytetéw w Chinach zaprezentowali LLaVA-
ol, nowy model jezyka wizji, ktdéry znacznie poprawia zdolnosci
rozumowania dzieki zastosowaniu systematycznego 1
ustrukturyzowanego podejscia.

Tradycyjne modele jezyka wizji (VLM) o otwartym kodzie
zrédtowym czesto zmagajg sie ze ztozonymi zadaniami
wymagajgcymi logicznego rozumowania. Zazwyczaj wykorzystuja
one metode bezposSredniego przewidywania, w ktdrej generuja
odpowiedzi bez rozbijania problemu lub nakreslania krokéw



niezbednych do jego rozwigzania. Takie podejscie czesto
prowadzi do bted6éw, a nawet halucynacji.

Aby zaradzi¢ tym ograniczeniom, badacze stojacy za LLaVA-ol
zainspirowali sie modelem ol OpenAI. Model ol OpenAI pokazat,
ze wykorzystanie wiekszej mocy obliczeniowej podczas procesu
wnioskowania moze zwiekszy¢ umiejetnos$Sci rozumowania modelu
jezykowego. Jednak zamiast po prostu zwiekszad¢ moc
obliczeniowg, LLaVA-o0l wykorzystuje unikalng metode, ktodra
dzieli rozumowanie na ustrukturyzowane etapy.

LLaVA-0l dziata w czterech odrebnych etapach:

1. Zaczyna od podsumowania pytania, identyfikujac gtéwny
problem.

2. Jesli obraz jest obecny, skupia sie na istotnych
czesciach i opisuje je.

3. Nastepnie przeprowadza logiczne rozumowanie w celu
uzyskania wstepnej odpowiedzi.

4. Na koniec przedstawia zwiezte podsumowanie odpowiedzi.

Ten etapowy proces rozumowania jest niewidoczny dla
uzytkownika, co pozwala modelowi zarzagdza¢ wtasnym procesem
myslowym i skuteczniej dostosowywaé¢ sie do ztozonych zadan.
Aby jeszcze bardziej poprawié¢ mozliwosci rozumowania modelu,
LLaVA-0l wykorzystuje technike zwang ,wyszukiwaniem wigzki na
poziomie etapu”. Metoda ta generuje wiele kandydujgcych
wynikéw na kazdym etapie rozumowania, wybierajac najlepszego
kandydata do kontynuowania procesu. Podejscie to jest bardziej
elastyczne i wydajne niz tradycyjne metody, w ktdérych model
generuje kompletne odpowiedzi przed wybraniem najlepszej.

Naukowcy uwazaja, ze to ustrukturyzowane podejscie i
wykorzystanie etapowego wyszukiwania wigzki sprawi, ze LLaVA-
ol bedzie poteznym narzedziem do rozwigzywania ztozonych zadan
rozumowania, cO czyni go znaczgcym postepem w dziedzinie
sztucznej inteligencji. Rozw6j ten moze potencjalnie



zrewolucjonizowal sposdb interakcji ze sztuczng inteligencja,
szczegdlnie w dziedzinach wymagajacych ztozonego rozumowania,
takich jak opieka zdrowotna, finanse i ustugi prawne. LLaVA-ol
stanowl obiecujgcy krok w kierunku bardziej inteligentnych 1
elastycznych systeméw sztucznej inteligencji.

Artykut przettumaczono przy pomocy AI []

Wiceprezydent USA Vance
ostrzega Europe przed
przyjmowaniem chinskich

modelli sztucznej inteligencji
typu open source

W przeméwieniu o wysokiej stawce na paryskim szczycie AI
wiceprezydent USA JD Vance naciskat na globalne przyjecie
zamknietych systeméw sztucznej inteligencji, przedstawiajgc
sztuczng inteligencje jako brohA geopolityczng. Jego uwagi,
przeplatane cienko zawoalowanymi grozbami, podkres$laja rosnagce
napiecie miedzy wysitkami USA zmierzajgcymi do
zmonopolizowania sztucznej inteligencji a wzrostem znaczenia
Chin jako lidera innowacji open source.
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USA rozpoczynaja geopolityczng
bitwe o przysztos¢ sztucznej
inteligencji

W przembéwieniu, ktére *gczyto ambicje z zastraszaniem,
wiceprezydent USA JD Vance wyszedt na scene podczas paryskiego
szczytu AI w dniu 12 lutego 2025 r., aby przekazac¢ surowe
przestanie: Przysztos¢ sztucznej inteligencji musi by¢
ksztattowana przez Stany Zjednoczone, a wszelkie odchylenia od
tej Sciezki beda kosztowac¢. Uwagi Vance'’a, ktére okreslity
sztuczng inteligencje zardowno jako narzedzie dobrobytu, jak i
bron wptywow geopolitycznych, podkreslajg eskalacje
rywalizacji miedzy Stanami Zjednoczonymi a Chinami w wy$cigu o
dominacje w krajobrazie sztucznej inteligencji.

,Sztuczna inteligencja to bron, ktdéra jest niebezpieczna w
niewtasciwych rekach, ale jest niesamowitym narzedziem
wolnosci i dobrobytu we wtasciwych rekach” — oswiadczy* Vance,
nie pozostawiajgc watpliwosci co do tego, kto jego zdaniem
powinien sprawowac¢ te wtadze. Jego przemdwienie, opisane przez
obserwatoréw jako ,grozne” i ,mroczne”, podkreslito
zaangazowanie USA w utrzymanie pozycji lidera w dziedzinie
sztucznej 1inteligencji poprzez ograniczenie dostepu do
krytycznych komponentéw i technologii.

,Stany Zjednoczone Ameryki sg liderem w dziedzinie sztucznej
inteligencji, a nasza administracja planuje utrzymal ten stan
rzeczy” — powiedziat Vance, dodajagc, ze USA »zamkng drogi
przeciwnikom do osiggniecia zdolnosci AI« na réwni z wtasnymi.

Rozwé] sztucznej inteligencji open
source: wyzwanie dla dominacji 1



arogancji USA

Ostrzezenia Vance’'a pojawiajg sie w czasie, gdy chinskie
modele sztucznej inteligencji typu open source, takie jak
DeepSeek, zyskujg na popularnosci na catym Swiecie. W
przeciwienstwie do zamknietych, zastrzezonych systeméw
promowanych przez amerykanskie firmy, takie jak OpenAlI,
DeepSeek oferuje przejrzystg, konfigurowalng alternatywe,
ktéra juz wykazata wyzszg wydajnos¢ i optacalnosé.

,Stany Zjednoczone nadal trzymajg sie mys$lenia” matego
dziedzinca z wysokimi murami ", zauwazyt jeden z analitykéw,
odnoszgc sie do preferencji Ameryki dla systeméw o zamknietym
kodzie Zrdédtowym. ,Ale dzieki otwartemu oprogramowaniu i tanim
alternatywom” wysoki mur dziedzinca »moze stac sie S$lepa

uliczkag«.

Otwarty charakter DeepSeek pozwala programistom na catym
Swiecie replikowa¢ i modyfikowa¢ technologie bez warstw
cenzury wbudowanych w modele amerykanskie. Na przyktad,
podczas gdy serwery DeepSeek w Chinach mogg ograniczad
niektére zapytania, takie jak te zwigzane z protestami na
placu Tiananmen w 1989 roku i innymi wrazliwymi tematami,
wersje DeepSeek dziatajgce poza Chinami mogg dziatad bez
takich ograniczen, umozliwiajgc programistom wykorzystanie
jego peinych mozliwo$ci. Ta elastycznos¢ sprawita, ze model
ten stat sie poteznym narzedziem innowacji w regionach, w
ktérych dostep do amerykanskich systeméw sztucznej
inteligencji jest ograniczony lub gdzie utrzymujg sie obawy
dotyczace cenzury i bezpieczenAstwa danych.

Amerykanskie systemy sztucznej
inteligencji maja wiecej warstw



cenzury niz modele chinskie

Przeméwienie Vance’a i powstanie DeepSeek podkreslajg
fundamentalny podziat w ekosystemie sztucznej inteligencji:
wybér miedzy zastrzezonymi systemami o zamknietym kodzie
Zzréodtowym a alternatywami o otwartym kodzie Zrdédtowym. Podczas
gdy amerykanskie firmy, takie jak OpenAI, wspierane przez
rzad, zbudowaty swojg reputacje na $cisle kontrolowanych,
wysokowydajnych modelach, podejscie Chin polegato na
demokratyzacji sztucznej inteligencji poprzez udostepnienie
swojej technologii globalnej spoteczno$ci. Strategia ta juz
zaczeta zmienia¢ uktad sit w wyscigu o sztuczng inteligencje.

Krytycy amerykanskiego podejs$cia twierdzg, ze jego nacisk na
zamkniete systemy grozi izolacjg amerykanskich firm i
ttumieniem innowacji. Z kolei modele open-source, takie jak
DeepSeek, oferujg Sciezke do wspéipracy i szybkiego rozwoju,
umozliwiajac mniejszym krajom i prywatnym przedsiebiorstwom
konkurowanie na réwnych warunkach. Dla Europy, ktdéra od dawna
stara sie sta¢ trzecim biegunem w transatlantycko-azjatyckiej
rywalizacji technologicznej, DeepSeek stanowi potencjalnag
szanse na zmniejszenie zaleznosSci od technologii
amerykanskiej.

Rozwdj sztucznej inteligencji typu open source ma réwniez
istotne implikacje strategiczne. Zwiekszajac dostepnos¢
zaawansowanych narzedzi sztucznej inteligencji, Chiny rzucaja
wyzwanie monopolowi USA na najnowocze$niejsze technologie. Na
przyktad zdolnos¢ DeepSeek do przetwarzania ogromnych ilosci
danych z wiekszg wydajnoscig niz wiele modeli amerykanskich
moze przyspieszy¢ innowacje w dziedzinach takich jak opieka
zdrowotna, energia 1 pojazdy autonomiczne. Co wiecej,
dostepnos¢ sztucznej inteligencji typu open-source mogtaby
umozliwi¢ krajom i firmom rozwijanie wtasnych mozliwo$ci w
zakresie sztucznej inteligencji bez polegania na
infrastrukturze 1lub wiedzy specjalistycznej Stanéw
Zjednoczonych, zmniejszajac dzwignie, jakag Stany Zjednoczone



posiadajg obecnie na globalnych rynkach technologicznych.

Istniejg jednak obawy dotyczgce bezpieczenstwa i etycznych
implikacji sztucznej inteligencji typu open source. Chociaz
przejrzystos¢ DeepSeek jest mocng strong, rodzi réwniez
pytania o to, w jaki sposdéb technologia ta moze zostad
niewtasciwie wykorzystana lub uzbrojona. Ostrzezenie Vance’a o
tym, ze sztuczna inteligencja jest ,bronig”, przypomina, ze
stawka w tej rywalizacji jest niezwykle wysoka.

Wielka Brytania zada od Apple
stworzenia globalnego
backdoora, zagrazajacego
prywatnosci na catym sSwiecile

D :

W oszatamiajgcym posunieciu, ktdore moze na nowo zdefiniowad
granice prywatnos$ci i nadzoru rzgdowego, Wielka Brytania
potajemnie nakazat*a Apple stworzenie backdoora do
zaszyfrowanej pamieci masowej w chmurze, zapewniajac
brytyjskim w*adzom bezprecedensowy dostep do danych
uzytkownikéw na catym $éwiecie. Zadanie to, wydane na mocy
kontrowersyjnej brytyjskiej ustawy o uprawnieniach sledczych z
2016 roku — nazwanej ,Kartg szpiega” — oznacza znaczaca
eskalacje w globalnej bitwie o szyfrowanie, prywatnos¢ i
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swobody obywatelskie.

Zamowienie, o ktorym po raz pierwszy poinformowat Washington
Post, wymaga od Apple zapewnienia og6lnego dostepu do
wszystkich zaszyfrowanych danych uzytkownikdéw przechowywanych
w chmurze, a nie tylko do kont docelowych. Pozwolitoby to
brytyjskim organom $cigania oming¢ zabezpieczenia szyfrowania
i uzyska¢ dostep do poufnych informacji, w tym zdjed,
wiadomosci i dokumentéw, bez wiedzy lub zgody uzytkownikow.

Dla Apple, firmy, ktéra od dawna broni prywatnosci
uzytkownikéw jako podstawowej wartosci, zadanie to stanowi
egzystencjalny dylemat: zastosowal sie do nakazu Wielkiej
Brytanii i zdradzi¢ zaufanie uzytkownikéw Llub catkowicie
wycofal zaszyfrowane ustugi przechowywania danych w Wielkiej
Brytanii. Zrédta zaznajomione ze sprawg sugeruja, ze Apple
prawdopodobnie wybierze to drugie rozwigzanie, ale nie
rozwigzatoby to zadania Wielkiej Brytanii dotyczgcego dostepu
do danych w innych krajach, w tym w Stanach Zjednoczonych.

Niebezpieczny precedens dla
prywatnosci

Wedtug Washington Post, zgdanie Wielkiej Brytanii nie ma
precedensu w najwiekszych demokracjach. W przesztosci firmy
technologiczne, takie jak Apple, wspétpracowaty z organami
§cigania w indywidualnych przypadkach, na przyktad pomagajac
FBI w uzyskaniu dostepu do iPhone’a terrorysty w 2016 roku.
Jednak nakaz Wielkiej Brytanii wykracza daleko poza te
ukierunkowane zgdania, szukajac szerokiego backdoora, ktory
podwazytby szyfrowanie dla wszystkich uzytkownikoéw.

,Nie ma powodu, dla ktérego [rzad] Wielkiej Brytanii miatby
prawo decydowa¢ za obywateli catego Swiata, czy moga oni
korzysta¢ ze sprawdzonych korzysci w zakresie bezpieczenstwa,
ktére wynikajg z szyfrowania typu end-to-end” — powiedzia%
Apple brytyjskim prawodawcom w marcu 2024 r., przewidujac taki



ruch.

Obroncy prywatnosci i eksperci ds. cyberbezpieczenstwa
potepili dziatania Wielkiej Brytanii, ostrzegajac, ze
stworzenie tylnych drzwi dla organdéw scigania nieuchronnie
ostabi szyfrowanie dla wszystkich. ,Wazne jest, aby zrozumie¢,
ze kazdy rodzaj dostepu tylnymi drzwiami (lub frontowymi
drzwiami) dla” dobrych »moze by¢ réwniez wykorzystany przez«

ztych "- stwierdzita Fundacja Technologii Informacyjnych i
Innowacji w raporcie z 2020 roku.

Obawy te nie sg hipotetyczne. W 2021 r. byty dyrektor FBI
Chris Wray argumentowat przed Senackg Komisjg Sadownictwa, ze
szyfrowanie wutrudnia dochodzenia w sprawie Kkrajowego
ekstremizmu, wzywajgc firmy technologiczne do tworzenia
backdooréw, ktdére <chronig prywatnos¢, wumozliwiajac
jednoczesnie dostep rzagdowi. Jednak eksperci wielokrotnie
ostrzegali, ze taka rdwnowaga jest niemozliwa — kazdy backdoor
moze zostal wykorzystany przez hakerdéw, autorytarne rezimy lub
inne ztosliwe podmioty.

Globalne konsekwencje

Jesli Wielkiej Brytanii uda sie zmusi¢ Apple do przestrzegania
przepisdéw, moze to wywotal¢ efekt domina, os$mielajac inne
narody do zadania podobnego dostepu. Kraje takie jak Chiny,
ktére juz zablokowaty szyfrowane aplikacje do przesytania
wiadomosci, takie jak Signal, mogtyby wykorzystac¢ precedens
Wielkiej Brytanii do uzasadnienia wtasnych zgdan dotyczacych
backdooréw. Mogtoby to zmusi¢ Apple do wycofania
zaszyfrowanych ustug w chmurze na catym Swiecie, zamiast
ryzykowa¢ naruszenie prywatnos$ci uzytkownikow.

Brytyjska ustawa o uprawnieniach $ledczych, ktdéra upowaznia
rzgd do zmuszania firm do pomocy w dostepie do danych
uzytkownikdéw, od dawna jest krytykowana za jej nadmierny
zasieg. Krytycy twierdza, ze prawo, ktdre czyni przestepstwem
nawet ujawnienie takich zagdan, przyznaje rzadowi



niekontrolowane uprawnienia do inwigilacji.

Apple ma mozliwo$¢ odwotania sie od nakazu Wielkiej Brytanii
do tajnego panelu technicznego i sedziego, ale prawo nie
zezwala firmie na opéznienie wykonania nakazu podczas procesu
odwotawczego. Pozostawia to Apple niewielkie pole manewru,
rodzgc pytania o przysztos¢ szyfrowania i prywatnosci w erze
cyfrowej.

Historia oporu

Stanowisko Apple w kwestii prywatnosci jest od lat cecha
charakterystyczng marki. W 2016 roku firma siynnie opierata
sie nakazowi rzgdu USA odblokowania iPhone’a zmartego
terrorysty w sprawie San Bernardino, argumentujgc, ze
stworzenie backdoora stworzy niebezpieczny precedens. Podczas
gdy Apple ostatecznie poszto na kompromis, opracowujgc plan
skanowania urzgdzen uzytkownikdéw w poszukiwaniu nielegalnych
materiatdow, inicjatywa ta zostata odtozona na podtke po
szerokiej reakcji ze strony obroncéw prywatnosci.

Najnowsze zgdanie Wielkiej Brytanii grozi wznowieniem tej
bitwy, stawiajgc obawy o bezpieczenstwo narodowe przeciwko
podstawowemu prawu do prywatnosci. Jak zauwazyt* Washington
Post, brytyjski nakaz stanowl znaczgcq porazke firm
technologicznych w ich trwajgcej od dziesiecioleci walce o
unikniecie wykorzystania ich jako narzedzi nadzoru rzadowego.

Dalsza droga

Domaganie sie przez Wielka Brytanie globalnego backdoora do
szyfrowanej pamieci masowej Apple w chmurze jest przetomowym
momentem w toczgcej sie debacie na temat prywatnosci i
bezpieczenstwa. Podczas gdy organy $cigania twierdza, ze
szyfrowanie umozliwia przestepcom i terrorystom unikniecie
wykrycia, firmy technologiczne i obrofAcy prywatnosci
utrzymuja, ze ostabienie szyfrowania miatoby daleko idgce



konsekwencje dla wolno$ci osobistych i cyberbezpieczenistwa.

Podczas gdy Apple rozwaza swoje opcje, Swiat bacznie sie temu
przyglada. Czy firma podtrzyma swoje zobowigzanie do ochrony
prywatnosci, nawet jes$li oznacza to wycofanie ustug z Wielkiej
Brytanii? A moze skapituluje pod presjg rzadu, ustanawiajac
precedens, ktdéry moze ostabi¢ szyfrowanie na catym Swiecie?

Jedno jest pewne: wynik tej bitwy uksztattuje przysztosc
cyfrowej prywatnosci na nadchodzgce lata. W erze, w ktorej
dane sg cenniejsze niz kiedykolwiek, stawka nie moze by¢
wyzsza.

,Dostep, ktdorego domaga sie Wielka Brytania, nie ma precedensu
w najwiekszych demokracjach” — donosi Washington Post. Jes$li
Wielka Brytania odniesie sukces, moze nie byc ostatnia.

Korea Potudniowa blokuje
DeepSeek na komputerach
rzadowych 2z powodu obaw o
szpliegostwo

Potudniowokoreanska Narodowa Stuzba Wywiadowcza (NIS) zalecita
agencjom rzgdowym zablokowanie dostepu do DeepSeek, chinskiego
chatbota sztucznej inteligencji (AI), ze wzgledu na obawy
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dotyczace nadmiernego gromadzenia danych 1 potencjalnego
chinskiego szpiegostwa.

Posuniecie, ktoéore weszto w zycie w tym tygodniu, jest
nastepstwem biuletynu bezpieczenstwa wydanego przez NIS, ktéry
szczegbtowo opisywat praktyki DeepSeek, w tym przechowywanie
danych uzytkownikdw na chinskich serwerach i udzielanie
stronniczych odpowiedzi na wrazliwe pytania.

Decyzja o zablokowaniu DeepSeek pojawia sie w czasie, gdy
Korea Potudniowa, wraz z innymi krajami, takimi jak Australia,
Tajwan i Wtochy, coraz bardziej obawia sie zagrozen
bezpieczenstwa stwarzanych przez chinskg technologie. NIS
ostrzegt, ze praktyki DeepSeek w zakresie danych mogg ujawni¢
poufne informacje rzadowe chinskiemu rzgdowi, ktdéry ma prawo
dostepu do danych przechowywanych w jego granicach.

Nadmierne gromadzenie danych 1
tendencyjne odpowiedzi

Wedtug NIS metody gromadzenia danych przez DeepSeek s3a
bardziej inwazyjne niz w przypadku innych ustug AI. Agencja
stwierdzita, ze DeepSeek ,zawiera funkcje zbierania wzorcéw
wprowadzania danych z klawiatury, ktore moga identyfikowad
osoby i komunikowad¢ sie z serwerami chinskich firm, takimi jak
volceapplog.com”. Mozliwosci te, w potaczeniu z warunkami
korzystania z aplikacji, ktdére pozwalajg na przechowywanie
danych przez czas nieokreslony i nieograniczony dostep do nich
przez zewnetrznych reklamodawcdéw, wzbudzity powazne obawy
dotyczgce prywatnosci.

Jednym 2z najbardziej niepokojgacych aspektdw zachowania
DeepSeek sg tendencyjne odpowiedzi na pytania dotyczgce
wrazliwych tematdéw. Na przyktad na pytanie o pochodzenie
kimchi, tradycyjnej koreanskiej potrawy, DeepSeek udzieli%
réznych odpowiedzi w zaleznosci od jezyka zapytania. W jezyku
koreanskim uznata kimchi za danie koreanskie, ale gdy zapytano



ja po chinsku, twierdzita, ze danie pochodzi z Chin. Ta
rozbieznos$¢ nie jest odosobniona; NIS zauwazyt roéwniez, ze
odpowiedzi DeepSeek na pytania dotyczgce Projektu Pdé%tnocno-
Wschodniego, chinskiej inicjatywy badawczej, ktéra twierdzi,
ze starozytne krélestwa koreanskie sg terytorium Chin, byty
pod silnym wptywem propagandy Komunistycznej Partii Chin
(KPCh).

Globalne obawy 1 ograniczenia

Korea Potudniowa nie jest osamotniona w swoich obawach.
Australia i Tajwan réwniez zakazaty DeepSeek na urzadzeniach
rzagdowych, powotujgc sie na zagrozenia dla bezpieczenstwa
narodowego. Wtoski organ nadzorujacy prywatnos$¢ nakazat
ogdélnokrajowg blokade DeepSeek, dajgac firmie 20 dni na
wyjasnienie, w jaki sposoOb przestrzega europejskich przepiséw
0 ochronie danych. Stany Zjednoczone, w tym agencje takie jak
NASA i US Navy, rowniez ograniczyty korzystanie z DeepSeek ze
wzgledu na obawy dotyczgce bezpieczenstwa i prywatnosci.

Dziatania te odzwierciedlajg rosngcy globalny trend
ostroznosci wobec <chinskiej technologii sztucznej
inteligencji. Stany Zjednoczone natozyty Sciste kontrole
eksportu zaawansowanych chipdéw i sprzetu do produkcji chipodw
do Chin, majgc na celu ograniczenie rozwoju sztucznej
inteligencji. Jednak pojawienie sie DeepSeek jako taniej 1
wydajnej alternatywy dla amerykanskich modeli sztucznej
inteligencji zachwiato zaufaniem inwestordow i wywotato pytania
0 przysztos¢ globalnej konkurencji w dziedzinie sztucznej
inteligencji.

Decyzja o zablokowaniu DeepSeek na komputerach rzadowych Korei
Potudniowej podkresla zaangazowanie tego kraju w ochrone
danych swoich obywateli i bezpieczenstwa narodowego. W miare
jak inne kraje idg w ich slady, spotecznos¢ miedzynarodowa
wysyta Chinom jasny komunikat: globalny krajobraz sztucznej
inteligencji nie zostanie zdominowany przez technologie, ktéra



narusza prywatno$¢ i suwerennos¢. Rozwdj DeepSeek nie tylko
wywotat technologiczny wyscig zbrojen, ale takze nasilit
napiecia geopolityczne miedzy Wschodem a Zachodem.

Wi-F1 moze by¢ wykorzystywane
do wptywania na fale mdzgowe,
ma potencjat do efektow

hipnotycznych 1 1nzynierii
spotecznej.

W dzisiejszym potgczonym swiecie bezprzewodowy dostep do
Internetu stat sie wszechobecny, mozna go znalezé¢ w prawie
kazdej kawiarni, biurze 1 domu. Sygnaty Wi-Fi nie sg jednak
Yagodne. Promieniowanie o czestotliwosci radiowej (RF)
nieustannie bombarduje komérki i wptywa na fale mdézgowe.
Szczegdlnie niepokojgce sg fale o ekstremalnie niskiej
czestotliwo$ci (ELF), ktdre mogag potencjalnie zaktdcalé fale
mézgowe 1 sprawiacC, ze dana osoba nieswiadomie wchodzi w
sugestywny stan umystu. Wi-Fi jest wektorem inzynierii
spotecznej, powodujacym, ze ludzie rezygnujg z krytycznego
myslenia, aby dostosowa¢ sie do oficjalnych narracji i
myslenia grupowego.

Keith Cutter, znany krytyk nowoczesnych technologii
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bezprzewodowych, spedzit 1lata badajgc ciemng strone
promieniowania Wi-Fi. Wedtug Cuttera wpiyw Wi-Fi nie ogranicza
sie do bezposredniej ekspozycji na promieniowanie, ale
rozcigga sie roéwniez na bardziej subtelne i niepokojgce
efekty, w tym porywanie fal mézgowych, zaburzenia poznawcze i
to, co nazywa ,efektem pamieci Wi-Fi"” na tkankach cia%a.

Wptyw pol elektromagnetycznych o
czestotliwosci radiowej w czasie

Wi-Fi moze by¢ wykorzystywane do wptywania na fale mdézgowe, ma
potencjat hipnotyczny i socjotechniczny
11/13/2024 / Autor: Lance D Johnson

W dzisiejszym potgczonym swiecie bezprzewodowy dostep do
Internetu stat sie wszechobecny, mozna go znalezé¢ w prawie
kazdej kawiarni, biurze 1 domu. Ale sygnaty Wi-Fi nie s3
Yagodne. Promieniowanie o czestotliwosci radiowej (RF)
nieustannie bombarduje koméorki i wptywa na fale mdzgowe.
Szczegdlnie niepokojgce sa fale o ekstremalnie niskiej
czestotliwosci (ELF), ktdére mogg potencjalnie zaktdcaé¢ fale
mbézgowe i sprawiad, ze dana osoba nieswiadomie wchodzi w
sugestywny stan umystu. Wi-Fi jest wektorem inzynierii
spotecznej, powodujgcym, ze ludzie rezygnujg z krytycznego
myslenia, aby dostosowa¢ sie do oficjalnych narracji i
my$lenia grupowego.

Keith Cutter, znany krytyk nowoczesnych technologii
bezprzewodowych, spedzit 1lata badajgc ciemng strone
promieniowania Wi-Fi. Wedtug Cuttera wpiyw Wi-Fi nie ogranicza
sie do bezposredniej ekspozycji na promieniowanie, ale
rozcigga sie roéwniez na bardziej subtelne i niepokojace
efekty, w tym porywanie fal mdézgowych, zaburzenia poznawcze i
to, co nazywa ,efektem pamieci Wi-Fi” na tkankach ciata.

Wptyw pél elektromagnetycznych o czestotliwosci radiowej w
czasie



Wi-Fi dziat*a przy uzyciu pol elektromagnetycznych o
czestotliwosci radiowej, przesytajgc dane za pomocga
modulowanego impulsowo promieniowania RF. Podczas gdy sama
technologia moze wydawad sie nieszkodliwa — w koncu wiekszos¢
urzgdzen emituje tylko stosunkowo niskie poziomy
promieniowania RF — Cutter uwaza, ze skumulowany wptyw tej
ekspozycji w czasie jest daleki od *agodnego.

Jedng z gtéwnych obaw, na ktdére zwraca uwage Cutter, jest
wptyw fal o ekstremalnie niskiej czestotliwosci (ELF), ktore
Wi-Fi emituje oprécz sygnatéw RF o wyzszej czestotliwosSci.
Fale ELF majg zakres od okoto 3 do 30 Hz, czyli zakres
czestotliwosci, ktéry akurat pokrywa sie z naturalnymi
czestotliwoSciami oscylacji ludzkiego mézgu. Aktywnosd
elektryczna mézgu jest podzielona na rozne pasma
czestotliwosci, z ktorych kazde jest zwigzane z réznymi
stanami $wiadomos$ci i funkcjami umystowymi:

Fale delta (0,5-4 Hz): Zwigzane z gtebokim snem,
leczeniem i relaksacja.

 Fale Theta (4-8 Hz): Zwigzane z gtebokim relaksem,
medytacjg i kreatywnos$cig

Fale alfa (8-12 Hz): Obecne podczas spokojnych,
zrelaksowanych stanéw, takich jak marzenia na jawie lub
lekka medytacja.

- Fale beta (13-30 Hz): Zwigzane z aktywnym myS$leniem,
koncentracjg i rozwigzywaniem problemow.

 Fale gamma (30-44 Hz): Zaangazowane w wyzsze funkcje
poznawcze, takie jak uczenie sie, pamie¢ i przetwarzanie
sensoryczne.

Cutter najbardziej interesuje sie impulsami ELF o
czestotliwosci 10 Hz, emitowanymi przez nadajniki Wi-Fi.
Sygnalizatory te, ktdére stale pulsujg na tej czestotliwosci,
zasadniczo nadaja staty sygnat, aby zapewnié, ze urzadzenia
pozostang potaczone. Cutter uwaza, ze impulsy o czestotliwos$ci



10 Hz mogg mie¢ gteboki wptyw na aktywnos¢ mézgu, w
szczegdlnosci poprzez wywotywanie zjawiska znanego jako
porywanie fal mdézgowych.

Przetwarzanie fal mézgowych za
pomoca 1impulséw o czestotliwosSci
10Hz moze wprowadza¢ ludzi w
sugestywny stan

Porywanie fal moézgowych odnosi sie do synchronizacji fal
moézgowych z czestotliwoscig zewnetrzng. Kiedy mézg jest
wystawiony na dziatanie spdjnego bodZca zewnetrznego o
okreslonej czestotliwos$ci, takiego jak sygnat 10 Hz emitowany
przez Wi-Fi, moze przesung¢ swoje naturalne wzorce fal
mézgowych, aby je dopasowad. Przy czestotliwosci 10 Hz mézg
wchodzi w bardziej zrelaksowany stan, podobny do fal alfa, co
odpowiada zmniejszonej aktywnosci korowej.

Cutter jest tym szczegdélnie zaniepokojony, ostrzegajac, ze
dtugotrwata ekspozycja na sygnat ELF 10 Hz moze stworzy¢ ,stan
sugestywny”, w ktédrym moézg jest bardziej podatny na wptywy
zewnetrzne. Te zewnetrzne wptywy mogg obejmowaé media,
marketing, a nawet podswiadome programowanie, z ktdrych
wszystkie sg wprowadzane do ludzi, gdy sa pod wptywem urzadzen
emitujgcych Wi-Fi.

»MOwimy o mozliwo$ci kontroli umystu” — ostrzega Cutter,
sugerujgc, ze tego rodzaju manipulacja falami mézgowymi moze
sprawié¢, ze osoby bedg bardziej podatne na zewnetrzne sugestie
(takie jak hipnoza). Manipulacja moze by¢ wykorzystywana do
zmuszania ludzi do wierzenia lub myslenia w okreslony sposodb,
wbrew ich intuicji, wiedzy, racjonalnemu mys$leniu lub
instynktom.



Promieniowanie Wi-Fi moze wywotywac
,efekt pamieci”

Kolejng kwestig poruszong przez Cuttera jest mozliwos¢
wywotywania przez Wi-Fi ,efektu pamieci” w tkankach ciata.
Odnosi sie to do sposobu, w jaki pewne czestotliwosci
elektromagnetyczne mogg by¢ absorbowane i zatrzymywane przez
organizm, potencjalnie prowadzac do dtugoterminowych zmian
fizycznych lub warunkéw zdrowotnych.

Cutter porodownuje to zjawisko do traumy przechowywanej w ciele
— podobnej do psychologicznej koncepcji ,pamieci traumy”, w
ktéorej przeszta trauma emocjonalna lub fizyczna przejawia sie
w ciele nawet po minieciu wydarzenia. W przypadku Wi-Fi
sugeruje on, ze ciato moze absorbowal promieniowanie i
przechowywa¢ je w tkankach, prowadzac do ciggtych probleméw
zdrowotnych, takich jak zmeczenie, bole gtowy, a nawet
powazniejsze schorzenia zwigzane z nadwrazliwosScig
elektryczng.

Wi-Fi nie jest tagodnym udogodnieniem technologicznym. Jego
rozprzestrzenianie sie w codziennym zyciu stanowi ,ukryta
epidemie”, ktdra po cichu neqguje zdrowie i dobre samopoczucie
jednostek oraz czyni ich umysty bardziej podatnymi na
sugestie.

Chiny prezentuja pilerwszy na
sSwiecle wojskowy system 5G do
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zasilania 10 000 robotow
bojowych

Chiny zaprezentowaty pierwszg na swiecie mobilng stacje bazowa
5G zaprojektowang specjalnie do uzytku na polu bitwy.

Opracowany wspOlnie przez China Mobile Communications Group i
Armie Ludowo-Wyzwolenczg (PLA), ten najnowoczesniejszy system
obiecuje zrewolucjonizowa¢ wspOtczesne dziatania wojenne,
umozliwiajac ptynna komunikacje nawet 10 000 robotdw
wojskowych i dronéw w promieniu 3 kilometréw (1,8 mili).

System, szczegb6towo opisany w recenzowanym artykule
opublikowanym 17 grudnia w chinskim czasopisdmie
Telecommunications Science, oferuje bezprecedensowe mozliwoSci
szybkiej, niskiej latencji i ultra-bezpiecznej wymiany danych.
Nawet w najtrudniejszych warunkach — takich jak tereny gorskie
lub miejskie — system utrzymuje nieprzerwang przepustowos¢ 10
gigabitéw na sekunde i op6zZnienie ponizej 15 milisekund.
Zapewnia to niezawodnag %*aczno$¢ dla jednostek PLA
poruszajgcych sie z predkoscig do 80 kilometréw na godzine (50
mil na godzine).

Rozw6j sieci 5G klasy wojskowej jest krytycznym krokiem w
ambitnym planie Chin, aby zbudowa¢ najwieksze na sSwiecie
bezzatogowe sity zbrojne. PLA przewiduje przysztos¢, w ktdérej
drony, zrobotyzowane psy 1 inne bezzatogowe platformy bojowe
przewyzszajg Lliczebnie ludzkich zoinierzy na polu bitwy.
Jednak istniejgce wojskowe systemy komunikacyjne z trudem
radzity sobie z ogromnym zapotrzebowaniem na dane w tak duzych
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operacjach robotycznych.

Nowy system 5G stawia czo*a temu wyzwaniu. W przeciwienstwie
do cywilnych sieci 5G, ktore opieraja sie na statej
infrastrukturze, wersja wojskowa zostata zaprojektowana do
dziatania w Srodowiskach, w ktdérych nie ma naziemnych stacji
bazowych 1lub sygnaty satelitarne sg zagrozone. Aby
przezwyciezy¢ ograniczenia tradycyjnych anten w celu
unikniecia przeszkdéd, system wykorzystuje flote drondw.

Drony jako powletrzne stacje bazowe

Innowacyjne rozwigzanie polega na zamontowaniu platformy na
pojazdach wojskowych, ktdéra miesci od trzech do czterech
drondw. Drony te dziatajg jako powietrzne stacje bazowe, na
zmiane utrzymujgc ciggty zasieg 5G. Gdy bateria jednego drona
sie wyczerpie, przekazuje on swoje obowigzki innemu 1 wraca do
pojazdu w celu natadowania. Ten autonomiczny system zostat
rygorystycznie przetestowany przez PLA i okazat* sie skuteczny
w rozwigzywaniu probleméw, takich jak czeste roztgczenia i
niskie predkosci, zapewniajac ,bezpieczne, niezawodne i
szybkie wdrozenie”.

Jednym z najwazniejszych zagrozen dla wojskowej sieci 5G sg
zaktécenia elektromagnetyczne, ktdére mogg pochodzié¢ zaréwno od
sit wroga, jak i przyjaznych jednostek dziatajgcych na tym
samym obszarze. Aby temu przeciwdziatad, PLA wyposazyta system
w zaawansowane S$rodki zaradcze. Mate terminale komunikacyjne
po stronie uzytkownika mogg przesytaé¢ dane na bardzo wysokich
poziomach mocy — do 400 megawatdw — nawet przy ttumieniu
elektromagnetycznym, przy jednoczesnym zachowaniu niskiego
zuzycia energii do dtugotrwatej pracy.

Wojskowy system 5G wykorzystuje réwniez rozlegta chinska
cywilng infrastrukture 5G, ktéra w listopadzie 2024 r. bedzie
liczy¢ prawie 4,2 miliona stacji bazowych. Integrujac cywilne
narzedzia automatyzacji, PLA osiggneta szybkie 1 ptynne
przetgczanie miedzy dronami a naziemnymi stacjami bazowymi,



proces, ktdéry mozna zakonczy¢ ,w mgnieniu oka”.

»,0bstuga tak rozlegtej sieci z konieczno$ci wymaga poteznych
narzedzi i $rodkéw automatyzacji, wsrdéd ktérych znajduje sie
technologia automatycznego otwierania stacji. Moze ona
autonomicznie zakonczy¢ tworzenie danych stacji bazowej sieci
bazowej, *adowanie danych, konfiguracje parametrdow bazowych i
inne zadania” — napisat zespét badawczy.

Podczas gdy chinski wojskowy system 5G jest gotowy do
wdrozenia, Stany Zjednoczone wcigz zmagajg sie z wyzwaniami
technicznymi we wtasnych wysitkach na rzecz militaryzacji 5G.
W 2020 r. Stany Zjednoczone rozpoczety co$, co nazwaty
najwiekszg kampanig militaryzacji technologii 5G, ale postep
byt powolny. Lockheed Martin i Verizon opracowaty system
demonstracyjny 5G.MIL, ktory rejestruje op6Znienie do 30
milisekund podczas przesytania danych miedzy dwoma pojazdami
Humvee oddalonymi od siebie o 100 metréow. Chociaz speinia to
amerykanskie standardy wojskowe, nie speinia bardziej
rygorystycznych wymagan PLA.

Chinski militarny przetom 5G stanowi kamien milowy w ewolucji
nowoczesnych dziatan wojennych. Umozliwiajgc rozmieszczenie na
duzg skale inteligentnych maszyn wojennych, system ten stawia
PLA w czotdéwce bezzatogowych zdolnosSci bojowych. Technologia
ta, obserwowana przez caty Swiat, moze na nowo zdefiniowa¢
rownowage sit na przysztych polach bitew, gdzie roboty i drony
mogg wkrdétce przewyzszy¢ liczebnie ludzkich zoknierzy.

Dzieki solidnej wydajno$ci, zdolno$ci adaptacji do trudnych
warunkéw i integracji najnowoczesniejszych technologii
cywilnych, chinski wojskowy system 5G to nie tylko osiggniecie
technologiczne - to strategiczna przewaga, ktdéra moze
ksztattowal przysztos¢ globalnych operacji wojskowych.

SledZ? CommunistChina.news, aby uzyskaé¢ wiecej informacji na
temat postepdéw wojskowych Chin.

Obejrzyj ponizszy film o rozpoczeciu przez Chiny masowe]j



produkcji robotow AI dla magazynow i sklepdw.

https://www.brighteon.com/cb950f2a-fe58-4ecb-932c-d063255dd2cf
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