Ekspert ds. bezpieczenstwa
sztuczne] inteligencji
ostrzega, ze
superinteligencja moze
doprowadzid do konca
ludzkosci, jednoczesnie
ujawnliajac rzeczywistosc¢ jako
symulacje

TV - ROMAN YAMPOLSKIY ON Al SUPER
AN EXTERMINATION AND SIMULATION THY

-Egzystencjalne zagrozenie ze strony sztucznej
inteligencji: Yampolskiy przewiduje, Zze istnieje 99,9%
prawdopodobienstwo, ze superinteligentna sztuczna
inteligencja zniszczy ludzkosS¢ w ciggu stulecia,
odrzucajgc zapewnienia korporacji i rzaddéw o
bezpieczenstwie jako niebezpiecznie naiwne i niemozliwe
do wyegzekwowania.

= Niekontrolowalna z zatozenia: Po 15 latach badan nad
bezpieczenstwem sztucznej inteligencji doszedt* do
wniosku, ze superinteligencji nie da sie powstrzymac -
ominie ona wszelkie narzucone przez cztowieka mechanizmy
kontroli i bedzie dziata¢ autonomicznie, przyspieszajac
samozniszczenie.

-Hipoteza symulacji: Yampolskiy twierdzi, zZe
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prawdopodobnie zyjemy w zaawansowanej symulacji,
powotujgc sie na anomalie kwantowe, ,usterki” fizyczne i
efekt obserwatora jako dowody — podobnie jak w
kosmicznej grze wideo.

- Hackowanie symulacji: W swoim artykule How to Hack the
Simulation (Jak zhakowaé¢ symulacje) bada mozliwo$ci
wykorzystania mechanizméw symulacji, ale ostrzega, ze
ucieczka moze by¢ niemozliwa; etyczne zycie moze by¢
ywarunkiem zwyciestwa”.

- Ostateczne odliczanie: W obliczu zblizajacej sie zagtady
spowodowanej przez sztuczng inteligencje lub zatamania
symulacji, Yampolskiy ponuro radzi: ,Ciesz sie zyciem,
poki mozesz” — los ludzkosci moze wkrdtce zostac
przesadzony przez maszyny lub wyzsze inteligencje.

Znany ekspert w dziedzinie sztucznej inteligencji Roman
Yampolskiy wydat podwéjne ostrzezenie: nie tylko istnieje
99,9% prawdopodobienstwo, ze superinteligentna sztuczna
inteligencja przechytrzy i wunicestwi ludzkos¢ w ciagu
nastepnego stulecia, ale coraz wiecej dowoddéw sugeruje, ze by¢
moze juz zyjemy w zaawansowanej symulacji — podobnej do
kosmicznej gry wideo kontrolowanej przez wyzszg inteligencje.

W sensacyjnym wywiadzie dla Decentralized TV Yampolskiy
odrzucit zapewnienia korporacji i rzaddw o bezpieczenstwie
sztucznej inteligencji jako niebezpiecznie naiwne,
oswiadczajgc, ze zadne ramy regulacyjne nie sg w stanie
powstrzyma¢ inteligencji znacznie przewyzszajgcej naszg. Co
gorsza, systemy sztucznej inteligencji zostaty juz ,ztamane” 1
wykorzystane do celéw zbrojnych w sposdb, ktdérego ich twércy
nigdy nie przewidzieli, przyspieszajgc droge ludzkosci do
samozniszczenia poprzez niekontrolowang konkurencje i metody
eksterminacji.

Nieuchronnos¢ dominacji sztucznej



inteligencj1i

Yampolskiy, profesor nadzwyczajny informatyki i inzynierii,
spedzit 15 1lat na badaniu bezpieczenstwa sztucznej
inteligencji i opublikowat prawie 300 artykutéw na ten temat.
Jaki jest jego wniosek? Superinteligentna sztuczna
inteligencja jest z za*ozenia niekontrolowana.

~Nasze poczatkowe zatozenie, ze majgc wystarczajgco duzo
pieniedzy i czasu, mozemy wymyslié¢, jak kontrolowad
superinteligencje, prawdopodobnie nie jest prawdziwe. To
niemozliwe” — stwierdzit bez ogrédek Yampolskiy.
JWystarczajgco inteligentny system znajdzie sposdb, aby
unikng¢ wszelkich kontroli, ktére na niego natozymy, i
zasadniczo bedzie robit to, co chce”.

Jest to niepokojaco zbiezne z szybkim rozwojem sztucznej
inteligencji, gdzie nawet ,bariery ochronne” OpenAI okazaty
sie nieskuteczne w przypadku pojawiajgcych sie zachowan w
duzych modelach jezykowych. Yampolskiy twierdzi, ze obecne
dziatania na rzecz bezpieczenstwa mogg sprawdza¢ sie w
przypadku wagskich narzedzi sztucznej 1inteligencji, ale
zakonczg sie katastrofalng porazkay, gdy sztuczna inteligencja
przewyzszy inteligencje ludzka.

Hipoteza symulacji: czy jestesmy tylko
postaciami niezaleznymi?

Oprécz katastroficznej wizji sztucznej inteligencji Yampolskiy
rzucit kolejng bombe: prawdopodobnie zyjemy w symulacji.

,Jesli spojrze¢ na nature, inteligencja wytania sie ze
zXozonos$ci. Gdyby zaawansowana cywilizacja potrzebowata
symulowa¢ rzeczywisto$s¢ w celu podejmowania decyzji,
nieuchronnie stworzytaby Swiadome podmioty — nas” — wyjasnit.

Teoria ta w niesamowity sposéb przypomina religijne opowiesci
o stwércy projektujgcym Swiat, w ktérym ludzkos¢ peini role



uczestnikow wielkiego kosmicznego eksperymentu. Yampolskiy
wskazat na anomalie kwantowe, usterki w fizyce 1 efekt
obserwatora (gdy czgstki zachowujg sie 1inaczej podczas
pomiaru) jako potencjalne dowody na istnienie symulowanego
wszechswiata.

2Wszechswiat nie jest renderowany, dopoki go nie obserwujesz —
podobnie jak gra wideo %*aduje tylko to, co znajduje sie na
ekranie” — zauwazyt.

Jak zhakowa¢ symulacje

W swoim artykule ,How to Hack the Simulation” Yampolskiy bada,
czy ludzie mogg wykorzysta¢ mechanike symulacji — cho¢
przyznaje, ze ucieczka moze by¢ niemozliwa.

,Jesli jest to test, celem moze byl rozwdj etyczny — zycie w
cnotliwos$ci, aby ,wygrac¢” symulacje” — zasugerowat. Jednak w
obliczu zblizajgcej sie zagtady spowodowanej przez sztucznag
inteligencje ludzko$¢ moze nigdy nie mie¢ takiej szansy.

Ostateczne odliczanie

Przerazajgcy wniosek Yampolskiego? Niezaleznie od tego, czy
nastgpi to poprzez zagtade spowodowang przez sztucznag
inteligencje, czy zatamanie symulacji, ludzkos¢ stoi na
krawedzi egzystencjalnej przepasci.

,Cieszcie sie zyciem, pOki mozecie” - radzi ponuro. ,Bo jesli
nie przestaniemy budowa¢ superinteligencji, to maszyny
zdecydujg o naszym losie, a nie my”.

Osoby poszukujgce gtebszych spostrzezeA mogg siegnac po
ksigzki Yampolskiego - ,AI: Unexplainable, Unpredictable,
Uncontrollable” (Sztuczna inteligencja: niewyttumaczalna,
nieprzewidywalna, niekontrolowana) oraz ,Considerations on the
AI End Game” (Rozwazania na temat konca gry sztucznej
inteligencji).



Zegar tyka. Czy ludzko$¢ obudzi sie, zanim bedzie za p6zZno?

Kreml ostrzega przed
zagrozeniaml zwlazanymli 2z
aplikacjami do przesytania
wiadomosci w zwigzku z
kontrowersjami wokodt
zatozyciela Telegramu, Durova

» Aresztowanie Pawta Durova, zatozyciela Telegramu,
wywotato globalng dyskusje na temat rdéwnowagi miedzy
bezpieczenstwem narodowym a prywatnoscig cyfrowg, budzac
obawy dotyczgce potencjalnego naduzycia wtadzy z powodu
braku istotnych dowoddw.

»Dmitrij Pieskow, rzecznik Kremla, ostrzegt prezydenta
Francji Emmanuela Macrona przed wysuwaniem
bezpodstawnych oskarzen wobec Durowa, podkreslajac
potrzebe posiadania solidnych dowodéw, aby =zapobiec
oskarzeniom o naruszanie wolnosci komunikacji.

»Pieskow podkreslit, Ze wszystkie aplikacje do
przesytania wiadomosci sg podatne na inwigilacje ze
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strony agencji wywiadowczych, co stanowi powazne
zagrozenie dla poufnej komunikacji i wymaga ostroznos$ci
w ich uzywaniu.

W odpowiedzi na postrzegane ryzyko zwigzane z
aplikacjami zagranicznymi rzad rosyjski opowiada sie za
stworzeniem krajowej platformy komunikacyjnej, aby
ztagodzi¢ potencjalne zagrozenia ze strony zagranicznych
stuzb wywiadowczych.

 Debata na temat przejrzystosci i nadzoru aplikacji
komunikacyjnych podkresla utrzymujgce sie wyzwania
zwigzane z zabezpieczeniem komunikacji cyfrowej, a uwagi
Peskowa stanowig wezwanie do dziatania dla
zainteresowanych stron, aby wprowadzaty innowacje w
zakresie cyberbezpieczenstwa i ponownie przemys$laty
swoje podejscie do bezpieczenAstwa cyfrowego 1
prywatnosci.

Rzecznik Kremla Dmitrij Peskow osSwiadczyt, ze wszystkie
aplikacje do przesytania wiadomosci sa ,catkowicie
przejrzyste” dla agencji wywiadowczych, wzywajgc do zachowania
ostroznos$ci podczas korzystania z tych platform do przesytania
poufnych wiadomos$ci.

WypowiedZz Peskowa podczas Wschodniego Forum Ekonomicznego we
Wtadywostoku w Rosji w pigtek 5 wrzesnia pojawita sie w
kontek$scie nasilonych napied zwigzanych z aresztowaniem Pawta
Durowa, zatozyciela aplikacji do przesytania wiadomosSci
Telegram, oraz szerszych implikacji dla prywatnos$ci cyfrowej i
bezpieczenstwa narodowego. Aresztowanie Durowa wywotato
globalng debate na temat rdéwnowagi miedzy bezpieczernstwem
narodowym a prywatnoscig cyfrowa.

Durow, zagorzaty zwolennik szyfrowanej komunikacji, zostat
zatrzymany pod zarzutem utatwiania nielegalnej dzia*alno$ci za
posSrednictwem swojej platformy. Jednak brak istotnych dowodéw
doprowadzit do oskarzen ze strony rosyjskich wtadz o nadmierng
ingerencje.



Peskow ostrzegt prezydenta Francji Emmanuela Macrona przed
wysuwaniem bezpodstawnych oskarzen wobec zatozyciela
Telegramu. ,Musi on przedstawic¢ solidne dowody, aby unikng¢
oskarzehA o naruszanie wolnosci komunikacji” - stwierdzit
rzecznik. Ostrzezenie to podkres$la stanowisko Kremla, ze
wszelkie zarzuty wobec Durowa muszg by¢ poparte istotnymi
dowodami, aby nie podwaza¢ zasad wolnosci stowa i prywatnosci.

Przejrzystos¢ 1 ryzyko zwigzane z
komunikacja elektroniczna

Szersze przestanie Peskowa byto jasne: wszystkie aplikacje do
przesytania wiadomo$ci sg narazone na inwigilacje przez
agencje wywiadowcze. ,0soby, ktdére z nich korzystajg, powinny
zrozumieé, ze sg one przejrzyste.. dla stuzb bezpieczeAstwa” —
podkreslit. Wed*ug Peskowa ta przejrzysto$¢ stwarza powazne
ryzyko — zwtaszcza gdy za posrednictwem tych platform
udostepniane sg poufne dane rzgdowe lub handlowe.

Obawy Kremla nie sg bezpodstawne. Rosyjskie stuzby
bezpieczenAstwa od dawna oskarzajg Telegram i WhatsApp o
stosowanie podwdjnych standardéw, odmawiajgc udostepniania
danych rosyjskim wtadzom, a jednoczesnie speiniajgc podobne
prosby innych krajéw. Anton Nemkin, cztonek komisji Dumy
Panstwowej ds. polityki informacyjnej i technologii, posunat
sie nawet do nazwania obecnos$ci WhatsApp w Rosji
»Zalegalizowanym naruszeniem bezpieczenstwa narodowego” w
lipcu.

W odpowiedzi na te obawy rosyjski rzgd opowiada sie za
stworzeniem krajowej platformy komunikacyjnej. Posuniecie to
jest postrzegane jako ,prdéba ztagodzenia ryzyka zwigzanego z
aplikacjami zagranicznymi, ktdédre sa postrzegane jako
potencjalne narzedzia dla zagranicznych stuzb wywiadowczych” —
wyjasnia Enoch z Brighteon.AI.

Rosyjskie organy scigania wyrazity szczegdlne zaniepokojenie



wykorzystaniem WhatsApp i Telegram przez ukrainski wywiad i
inne ztosliwe podmioty. Twierdzg oni, ze platformy te sa
czesto wykorzystywane do rekrutacji agentdéw lub identyfikacji
celéw w Rosji, wykorzystujgc bazy danych zawierajgce dane
osobowe uzyskane za posrednictwem tych aplikacji.

Obecna debata na temat przejrzystosci i nadzoru aplikacji do
przesytania wiadomosci nie jest nowa. Historia prywatnosci
cyfrowej naznaczona jest serig gtosnych incydentéw, ktére
uksztattowaty postrzeganie spoteczne i polityke. Na poczatku
2010 r. ujawnienia Edwarda Snowdena dotyczgce zakresu nadzoru
NSA sprawity, ze kwestia prywatnosci cyfrowej znalazta sie na
pierwszym planie globalnej debaty.

Niedawno kontrowersje wokét préby zmuszenia Apple przez rzad
USA do odblokowania iPhone’a uzywanego przez terroryste w 2020
r. uwypuklity trwajgce napiecie miedzy prywatnosScig a
bezpieczenstwem. Ostrzezenie rzgdu USA skierowane do wysokich
urzednikéw w grudniu 2024 r. dotyczace przejscia na szyfrowang
komunikacje po naruszeniu bezpieczenstwa dodatkowo podkresla
utrzymujgce sie wyzwanlia zwigzane 2z zabezpieczeniem
komunikacji cyfrowej.

W trakcie trwajgcej debaty na temat przejrzystosci aplikacji
do przesytania wiadomoSci ostrzezenie Peskowa przypomina o
nieodtgcznym ryzyku zwigzanym 2z komunikacjg elektronicznjg.
Chociaz rozw6j krajowych platform do przesytania wiadomos$ci
moze stanowié tymczasowe rozwigzanie, szerszym wyzwaniem jest
znalezienie réwnowagi miedzy potrzeba bezpieczenstwa a prawem
do prywatnosci.



Jak przetomowa konstrukcja
chipa moze zrekompensowacd
zapotrzebowanie AI na energie

Sztuczna inteligencja rozwija sie szybciej, niz wiekszos¢ z

nas jest w stanie nadgzy¢, ale jej zapotrzebowanie na energie
grozi zahamowaniem postepu. Teraz naukowcy z Uniwersytetu
Florydy przedstawili radykalne rozwigzanie - chip, ktéry
wykorzystuje sSwiatto do znacznego zmniejszenia zuzycia
energii, jednoczesnie zwiekszajgc mozliwo$ci sztucznej
inteligencji w zakresie wyszukiwania wzorcéw. Ta innowacja
moze zmieni¢ wszystko, od aplikacji na smartfony po globalne
centra danych, oferujgc ratunek dla przecigzonych sieci
energetycznych i krok w kierunku bardziej zrdéwnowazonej
sztucznej inteligencji.

Najwazniejsze punkty:

= Nowy krzemowy chip fotoniczny wykonuje obliczenia AI
przy uzyciu Swiatta, zmniejszajgc zuzycie energii nawet
100-krotnie w poréwnaniu z tradycyjng elektronikg.

» Chip doskonale radzi sobie z konwolucjami — podstawowym
zadaniem AI polegajacym na rozpoznawaniu wzorcéw w
obrazach, filmach i tekscie — o0siggajac 98-procentowa
doktadnos¢ w testach.

= Miniaturowe soczewki Fresnela, ciensze niz ludzki wtos,
sa wytrawiane na chipie, aby natychmiast przeksztatcad
dane zakodowane laserowo.
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=System moze przetwarza¢ wiele strumieni danych
jednoczesnie, wykorzystujgc rézne dtugosci fal swiatta,
co zwieksza wydajnosc.

 Eksperci przewiduja, ze technologia ta wkrétce stanie
sie standardem w sprzecie AI, umozliwiajgc szybsze i
bardziej ekologiczne uczenie maszynowe.

Swiatto kontra energia elektryczna:
wysclig o zrownowazone zasilanie AI

Wraz z rozwojem modeli AI stajg sie one coraz bardziej
»gtodne” — zuzywajg energie elektryczng w tempie, ktére
niepokoi ekspertdéw ds. energii. Centra danych zuzywajg juz
wiecej energii niz niektdére mate kraje, a prognozy sugeruja,
ze zapotrzebowanie AI moze wkrétce przewyzszy¢ podaz.
Tradycyjne chipy, oparte na kilkudziesiecioletniej technologii
tranzystorowej, osiggajg fizyczne granice. Jednak obliczenia
oparte na Swietle oferujg wyjscie z tej sytuacji.

Zesp6t Uniwersytetu Florydy, kierowany przez eksperta w
dziedzinie fotoniki pétprzewodnikowej Volkera Sorgera,
catkowicie pomingt konwencjonalng elektronike w przypadku
jednego z najbardziej wymagajacych zadan AI: splotow. Te
operacje matematyczne pozwalajg sztucznej inteligencji
identyfikowa¢ twarze na zdjeciach, tiumaczy¢ jezyki, a nawet
diagnozowa¢ wyniki badan medycznych. Dzieki kodowaniu danych w
Swietle laserowym i przepuszczaniu ich przez mikroskopijne
soczewki na chipie, system wykonuje te obliczenia niemal bez
wysitku.

~Wykonywanie kluczowych obliczeA zwigzanych z wuczeniem
maszynowym przy niemal zerowym zuzyciu energii stanowi ogromny
krok naprzéd dla przysztych systeméw sztucznej inteligencji” -
powiedziat Sorger. ,Ma to kluczowe znaczenie dla dalszego
zwiekszania mozliwo$ci sztucznej inteligencji w nadchodzacych
latach”.



Jak dziata chip - 1 dlaczego
zmlienla zasady gry

Sercem tego przetomowego rozwigzania sg soczewki Fresnela —
ptaskie, ultraprecyzyjne elementy optyczne wygrawerowane
bezposrednio na krzemie. Gdy dane sg przeksztatcane w Swiatto
laserowe, soczewki te manipuluja nimi jak cyfrowy magik,
wykonujgc konwolucje w utamku czasu i energii wymaganej przez
chipy elektroniczne. Efekt? System, ktéry klasyfikuje odreczne
cyfry z niemal idealna doktadnosSciag, zuzywajac przy tym
niewiele energii.

Jeszcze bardziej imponujgca jest zdolnos¢ chipa do wykonywania
wielu zadan jednoczesnie. Dzieki zastosowaniu laserdw o
roznych kolorach (multipleksowanie dtugosci fal) przetwarza on
wiele strumieni danych jednoczesnie — podobnie jak autostrada,
na ktdédrej kazdy pas ruchu obstuguje oddzielng komunikacje bez
zaktdécen. Technika ta moze pozwolié¢ przysztym systemom
sztucznej inteligencji na jednoczesng analize obrazu, dzZwieku
1 tekstu bez wiekszego wysitku.

Hangbo Yang, wspétautor badania, podkreslit te zalete: ,Mozemy
mie¢ wiele dtugos$ci fal lub kolordéw swiatta przechodzgcych
przez soczewke w tym samym czasie. To kluczowa zaleta
fotoniki”.

Przysztos¢: optyczna sztuczna
inteligencja w Twojej kieszeni

Konsekwencje sg ogromne. Jesli chipy AI oparte na Swietle
zostang powszechnie przyjete, moga one zmniejszy¢ $lad weglowy
centréow danych, wydtuzy¢ zywotno$¢ baterii w urzadzeniach
mobilnych i umozliwi¢ stosowanie aplikacji AI w czasie
rzeczywistym, ktore wczesniej byty uwazane za zbyt
energochtonne. NVIDIA i inni producenci chipdw juz stosuja
komponenty optyczne w niektérych systemach, wutatwiajac



integracje.

Sorger przewiduje, ze w niedalekiej przysztos$ci ,optyka oparta
na chipach stanie sie kluczowym elementem kazdego chipa AI, z
ktéorego korzystamy na co dzien”. Przysztos¢ ta moze nadejsc
szybciej niz sie spodziewamy — naukowcy juz pracuja nad
skalowaniem tej technologii do uzytku komercyjnego.

Na razie prototyp stanowi dowdd, ze AI nie musi by¢
energochtonna. Dzieki Swiattu jako sprzymierzehAcowi, nastepna
generacja uczenia maszynowego moze Swieci¢ jasniej niz
kiedykolwiek.



