
Droga  do  cyfrowych  mandatów
identyfikacyjnych:  Jak
regulacja  mediów
społecznościowych  może
zmienić prywatność online

W szybko zmieniającym się krajobrazie cyfrowym, dążenie do
zaostrzenia  przepisów  dotyczących  mediów  społecznościowych
zyskuje  na  popularności  w  całych  Stanach  Zjednoczonych.
Connecticut, Nebraska i Utah znajdują się w czołówce tego
ruchu,  z  proponowanymi  przepisami,  które  mają  na  celu
ograniczenie  wpływu  mediów  społecznościowych  na  nieletnich.
Chociaż środki te są określane jako niezbędne kroki w celu
ochrony  dzieci,  stanowią  one  również  znaczącą  zmianę  w
kierunku  obowiązkowych  cyfrowych  systemów  identyfikacji.
Zmiana ta może mieć daleko idące konsekwencje dla prywatności
w Internecie i wolności osobistej, rodząc krytyczne pytania o
przyszłość Internetu.

Connecticut:  Ukierunkowanie
algorytmów i nakładanie ograniczeń
czasowych
Connecticut’s House Bill 6857, zatytułowany „An Act Concerning
the Attorney General’s Recommendations Regarding Social Media
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and Minors”, jest jednym z najbardziej ambitnych projektów
regulacji  treści  w  mediach  społecznościowych  dla  młodych
użytkowników.  Prokurator  generalny  William  Tong,  głośny
zwolennik  ustawy,  argumentuje,  że  platformy  mediów
społecznościowych  celowo  wykorzystują  algorytmy  uczenia
maszynowego,  aby  utrzymać  zaangażowanie  użytkowników,
zwłaszcza  dzieci.  „Algorytmy  te  analizują  zachowanie
użytkowników,  aby  dostarczać  im  coraz  bardziej  atrakcyjne
treści, co moim zdaniem jest szczególnie szkodliwe dla dzieci”
– twierdzi Tong.

Jeśli  ustawa  HB6857  zostanie  przyjęta,  nałoży  ona  kilka
rygorystycznych środków:

Rekomendacje algorytmiczne: Zakaz rekomendacji treści opartych
na algorytmach dla nieletnich, chyba że rodzic wyraźnie wyrazi
na to zgodę.
Ograniczenia  czasowe:  Zablokowanie  dostępu  do  mediów
społecznościowych  dla  dzieci  między  północą  a  6  rano  i
nałożenie  dziennego  limitu  użytkowania  wynoszącego  jedną
godzinę.
Zgoda  rodziców:  Wymaganie  od  rodziców  podjęcia  aktywnej
decyzji  dotyczącej  dostępu  ich  dziecka  do  algorytmów,
upewniając się, że wiąże się to z czymś więcej niż zwykłą
zgodą na kliknięcie.
Tong  podkreśla  znaczenie  zaangażowania  rodziców:  „Jeśli
pojedynczy rodzic zdecyduje, że chce, aby jego dziecko miało
dostęp do algorytmów, że może sobie z tym poradzić, może to
zrobić, ale musi podjąć taką decyzję”.

Pomimo tych intencji, ustawa uznaje również wyzwania związane
ze  skuteczną  weryfikacją  wieku.  Tong  odrzuca  pogląd,  że
gigantom mediów społecznościowych brakuje zasobów, aby wdrożyć
solidne środki weryfikacji wieku: „To do tych firm, które
każdego  roku  zarabiają  biliony  dolarów  na  nas  wszystkich,
należy wymyślenie, jak skutecznie blokować wiek, weryfikować
wiek młodych ludzi i weryfikować zgodę rodziców. Wiemy, że
samo umieszczenie strony z napisem „Masz 18 lat czy nie?” i



kliknięcie „Tak” lub „Nie” nie wystarczy. To nie wystarczy”.

Nebraska:  Rozszerzenie  wymagań
dotyczących  cyfrowego  dokumentu
tożsamości
Nebraska  LB383,  ustawa  o  prawach  rodzicielskich  w  mediach
społecznościowych, przyjmuje podobne, ale odmienne podejście.
Ustawa  nakłada  na  firmy  zajmujące  się  mediami
społecznościowymi obowiązek wdrożenia „rozsądnej weryfikacji
wieku” w celu zablokowania nieletnim dostępu do platform bez
zgody rodziców. Według Unicameral Update, akceptowalne metody
weryfikacji  obejmują  cyfrowe  identyfikatory  i  zewnętrzne
usługi uwierzytelniania wieku. Podmioty te byłyby zobowiązane
do usunięcia danych osobowych po weryfikacji, ale ustawa nadal
budzi obawy co do ilości danych osobowych, które użytkownicy
muszą podać.

Prokurator generalny Mike Hilgers postrzega zaangażowanie w
mediach społecznościowych jako skalkulowany model biznesowy:
„To  nie  są  przypadkowe  algorytmy,  które  przypadkowo
przyciągają dzieci. Są one zaprojektowane, ponieważ jednymi z
najbardziej lukratywnych klientów, jakich można znaleźć w tym
obszarze,  są  dzieci”.  Pomimo  zapewnień  o  usuwaniu  danych,
krytycy ostrzegają, że przepisy te mogą stanowić precedens dla
szerszych  wymagań  dotyczących  cyfrowej  identyfikacji,
potencjalnie zmniejszając anonimowość w Internecie.

Utah: Odpowiedzialność App Store i
kontrola rodzicielska
Ustawa  Senatu  Utah  nr  142  (SB142),  czyli  App  Store
Accountability  Act,  przenosi  punkt  ciężkości  na  sklepy  z
aplikacjami.  Ustawa  wymagałaby  od  sklepów  z  aplikacjami
weryfikacji wieku użytkownika przed zezwoleniem na pobieranie.



Jeśli użytkownik jest niepełnoletni, jego konto musiałoby być
powiązane  z  kontem  rodzica,  a  rodzice  weryfikowaliby  jego
tożsamość – potencjalnie za pomocą karty kredytowej – przed
udzieleniem dostępu.

Mechanizm  egzekwowania  prawa  w  SB142  jest  szczególnie
agresywny.  Nieprzestrzeganie  przepisów  byłoby  klasyfikowane
jako  „zwodnicza  praktyka  handlowa”  zgodnie  z  prawem  stanu
Utah,  dając  rodzicom  prawo  do  podjęcia  kroków  prawnych
przeciwko  dostawcom  sklepów  z  aplikacjami.  Przepis  ten
podkreśla  nacisk  ustawy  na  kontrolę  rodzicielską  i
odpowiedzialność.

Szersze  implikacje  ekspansji
cyfrowego ID
Podczas gdy ustawy te są rzekomo ukierunkowane na ochronę
dzieci, stanowią one również znaczący krok w kierunku bardziej
monitorowanej  i  kontrolowanej  przestrzeni  cyfrowej.  Cyfrowe
systemy  identyfikacji,  niezależnie  od  tego,  czy  są  to
identyfikatory wydawane przez rząd, karty kredytowe czy usługi
weryfikacji stron trzecich, mogą zasadniczo zmienić internet.
Krytycy  twierdzą,  że  gdy  kontrole  tożsamości  staną  się
standardem,  mogą  one  wykroczyć  poza  media  społecznościowe,
utrudniając anonimowy dostęp online.

Joel  R.  McConvey,  pisząc  dla  jednego  z  serwisów
technologicznych,  podkreśla  globalny  trend  w  kierunku
weryfikacji  wieku.  „W  ciągu  ostatnich  dwunastu  miesięcy
weryfikacja wieku dla treści online zmieniła się ze stosunkowo
niszowej kwestii w priorytetowy punkt programu dla rządów,
aktywistów i największych nazwisk w branży technologicznej”.
Tendencja  ta  jest  widoczna  w  różnych  działaniach
legislacyjnych, od brytyjskich wytycznych Ofcom po trwające
testy technologii weryfikacji wieku w Australii.

Google i Meta, dwie największe firmy technologiczne, już teraz



skłaniają  się  ku  weryfikacji  wieku.  Google  ogłosiło,  że
wykorzysta algorytmy uczenia maszynowego do oszacowania wieku
użytkowników YouTube, mając na celu zapewnienie odpowiednich
do wieku doświadczeń i zabezpieczeń. Meta podobno idzie w ich
ślady, testując podobne technologie.

Jednak  sytuacja  prawna  jest  złożona.  Sędzia  federalny  w
Teksasie tymczasowo zablokował część stanowej ustawy SCOPE,
powołując się na obawy dotyczące pierwszej poprawki. Główny
radca prawny FIRE Bob Corn-Revere argumentuje: „Stany nie mogą
blokować  dorosłym  możliwości  angażowania  się  w  legalne
wypowiedzi w imię ochrony dzieci, ani nie mogą powstrzymywać
nieletnich przed ideami, które rząd uważa za nieodpowiednie”.

Równoważenie  bezpieczeństwa  i
wolności
Nacisk na regulację mediów społecznościowych w Connecticut,
Nebrasce i Utah odzwierciedla rosnące obawy dotyczące wpływu
platform cyfrowych na młodych użytkowników. Chociaż środki te
mają na celu ochronę dzieci, podnoszą również ważne pytania
dotyczące  prywatności,  wolności  osobistej  i  przyszłości
Internetu.  W  miarę  postępu  prac  nad  tymi  ustawami  debata
prawdopodobnie będzie się nasilać, zmuszając decydentów, firmy
technologiczne i społeczeństwo do zmagania się z kompromisami
między bezpieczeństwem a wolnością w erze cyfrowej.

Chiny  wykorzystane  jako
kozioł ofiarny zakazu TikTok:
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IZRAEL  był  siłą  napędową
zakazu, chciał zdusić treści
propalestyńskie

Według osób wtajemniczonych w kongresie i dokumentów, które
wyciekły, dążenie rządu USA do zakazania TikTok jest mniej
związane  z  obawami  o  bezpieczeństwo  narodowe  w  związku  z
chińską  własnością,  a  bardziej  z  uciszaniem  głosów
propalestyńskich,  które  kwestionują  narrację  Izraela.
Posunięcie  to  podkreśla  niepokojący  sojusz  między
amerykańskimi  prawodawcami  a  izraelskimi  interesami,  rodząc
pytania o wolność słowa i przejrzystość rządu.

Prawdziwa  historia  stojąca  za
zakazem TikTok
Podczas Monachijskiej Konferencji Bezpieczeństwa w lutym 2024
r. senator Mark Warner, czołowy demokrata w Senackiej Komisji
Wywiadu,  zasugerował  „prawdziwą  historię”  stojącą  za
dwupartyjnym dążeniem do zakazania TikTok. Komentarze Warnera,
wraz  z  komentarzami  byłego  kongresmena  Mike’a  Gallaghera,
ujawniły, że siłą napędową ustawodawstwa nie była własność
Chin na platformie, ale raczej rozprzestrzenianie się treści
propalestyńskich, które podważyły narrację Izraela w trwającym
konflikcie w Strefie Gazy.

„Mieliśmy więc dwupartyjny konsensus” – powiedział Gallagher
podczas dyskusji panelowej. „Mieliśmy władzę wykonawczą, ale
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ustawa  była  martwa  aż  do  7  października.  Ludzie  zaczęli
widzieć na platformie mnóstwo antysemickich treści, a nasza
ustawa znów miała nogi”.

Przyznanie  to  jest  zgodne  z  doniesieniami  niezależnego
dziennikarza  Kena  Klippensteina,  który  uzyskał  notatkę
Departamentu  Stanu  szczegółowo  opisującą  obawy  izraelskich
urzędników dotyczące wpływu TikTok na amerykańską młodzież.
Emmanuel  Nahshon,  zastępca  dyrektora  generalnego  ds.
dyplomacji  publicznej  Izraela,  podobno  obwiniał  algorytm
TikTok za faworyzowanie treści propalestyńskich, które jego
zdaniem zwracały młodych ludzi przeciwko Izraelowi.

Wpływ  Izraela  na  politykę  Stanów
Zjednoczonych
Wyciekła notatka ujawnia wyraźny rozdźwięk między izraelskimi
urzędnikami a administracją Bidena w kwestii przyczyn rosnącej
międzynarodowej  krytyki  Izraela.  Nahshon  odrzucił  obawy  o
wiarygodność Izraela, zamiast tego przypisując zmianę opinii
publicznej  algorytmowi  TikTok.  „Młodzi  ludzie  zwrócili  się
przeciwko Izraelowi w dużej mierze dlatego, że algorytm TikTok
faworyzuje treści propalestyńskie” – czytamy w notatce.

Narracja  ta  została  powtórzona  przez  amerykańskich
prawodawców, w tym republikańskiego senatora Mitta Romneya,
który powiązał swoje poparcie dla zakazu TikTok z rzekomą
stronniczością platformy w stosunku do treści palestyńskich.
„Jeśli  spojrzeć  na  posty  na  TikTok  i  liczbę  wzmianek  o
Palestyńczykach,  w  porównaniu  z  innymi  serwisami
społecznościowymi  –  to  w  przeważającej  mierze  dotyczy  to
transmisji na TikTok” – powiedział Romney w maju 2023 roku.

Nikki Haley, inna republikańska postać i była kandydatka na
prezydenta, poszła dalej, sugerując, że samo oglądanie filmów
na TikTok może uczynić użytkowników antysemitami. Oświadczenia
te  odzwierciedlają  szersze  wysiłki  mające  na  celu



przedstawienie  TikTok  jako  narzędzia  obcego  wpływu,  pomimo
braku  konkretnych  dowodów  łączących  platformę  z  chińskimi
działaniami propagandowymi.

Zasłona dymna dla cenzury
Administracja Bidena uzasadniając zakaz korzystania z TikTok
skupiła  się  na  kwestiach  bezpieczeństwa  narodowego,  w
szczególności  na  posiadaniu  platformy  przez  chińską  firmę
ByteDance. Jednak osoby wtajemniczone sugerują, że ta narracja
jest zasłoną dymną dla bardziej podstępnego planu: tłumienia
wolności słowa i ochrony wizerunku Izraela.

W  marcu  2023  r.  Kongresowi  przedstawiono  tajne  informacje
wywiadowcze,  rzekomo  szczegółowo  opisujące  zagrożenie  dla
bezpieczeństwa narodowego ze strony TikTok. Briefing podobno
przechylił  szalę  na  korzyść  zakazu,  a  komisja  Izby
Reprezentantów  zagłosowała  50-0  za  przyjęciem  ustawy.
Niektórzy  ustawodawcy  wyrazili  jednak  sceptycyzm  co  do
przedstawionych informacji.

„Ani  jedna  rzecz,  którą  usłyszeliśmy  podczas  dzisiejszej
tajnej odprawy, nie była wyjątkowa dla TikTok” – powiedziała
wówczas  kongresmenka  Sara  Jacobs.  „To  były  rzeczy,  które
zdarzają się na każdej platformie mediów społecznościowych”.

Ten sceptycyzm podkreśla brak przejrzystości wokół zakazu i
rodzi pytania o prawdziwe motywacje, które za nim stoją. Jak
przyznał  Gallagher  podczas  Monachijskiej  Konferencji
Bezpieczeństwa,  nacisk  na  zakazanie  TikTok  był  spowodowany
obawami  o  jego  wpływ  na  opinię  publiczną,  a  nie  jego
własnością  przez  Chiny.

Zakaz TikTok reprezentuje niepokojącą zbieżność interesów USA
i  Izraela,  z  wolnością  słowa  i  zasadami  demokracji
poświęconymi  na  ołtarzu  geopolitycznej  celowości.
Przedstawiając zakaz jako kwestię bezpieczeństwa narodowego,
administracja Bidena skutecznie uciszyła sprzeciw i ochroniła



Izrael przed krytyką, jednocześnie podważając prawa obywateli
amerykańskich wynikające z Pierwszej Poprawki.

Podczas gdy debata na temat TikTok trwa, jedna rzecz jest
jasna: prawdziwy spisek nie leży we własności platformy, ale w
długości,  do  jakiej  rządy  posuną  się,  aby  kontrolować
narrację. Niczym sztuczka magika, zakaz TikTok odwraca uwagę
od  prawdziwej  kwestii  –  cenzury  –  pozostawiając  opinię
publiczną  w  ciemności.  A  w  cieniu  pozostają  prawdziwi
architekci  tego  planu,  a  ich  sekrety  są  bezpieczne  przed
kontrolą.


